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Y AEFANL, 2—FOETTHT 7 a L ZBIFTE 9, Cisco NX-0S 7 /314 A1
Remote Access Dial-In User Service (RADIUS) "1 k 2L & 7= (% Terminal Access Controller Access
Control System Plus (TACACS+) 7'm haL&zHR—hrLET,

CiscoNX-OS IZA N ENT-2—HFIDB L UOVIRA Y — RO LS DbEHICESNT, B—H L F—
AR—212 L b a—HVRAFEZITEH. HDOWVT I DFERITERDAAA Y — NI LD U £—
FERAEE I A EIT L E9, Cisco NX-0S T /354 2 & AAA — O D@L, Faijdk
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AmAnEE |

B rmzpmyass

AMBEX—IC Lo THRESNE T, T 3TD AAA — NH I3 ED AAA Y — REAIC
%&&% ERECTEFET,
AAA X =2 VT 4%, ROV —EREFZTLET,
EIL‘.\EE
QA LERRT—RKOEA TS, FY Lo Pl LARVA, Avt—U 07 HR—
M, BIXOBIRLZ®X=2 VT4 70 b /WL Ui b7 E 2R L Ca—F 255
L/\iﬁqo

PRREIE. TARA AT 7B AT AN ETIZT A ADID 2R T 570k A TT,
D ID OFEFRIL. CiscoNX-0S T/, AT VB A THZ T 4T 4 75“5?;351?@57}%5:1*—
FID & /XA T — ROMAGDOHICIESNTITOILET, CiscoNX-08S 7 /34 AT, v—
HNGEAE (B—= NIV 7T v T T —=E =A% MH) 7203 ) T— FRFE B EIX
#i%r D RADIUS $—/ 3 F 721X TACACS+ — &M H) ZFITTExET,

|
TrRvAaryha—LERHELET, AAAFFAIE, 22— 2 EITT5HEE2 525
NENERET—HOBMYEHALTSH 7 2 A TE, CiscoNX-0S V7 F7 =7 TiE.
AAA =\ b X 7 om— RSN D BIEZEHE U CHERM 523 ThivE 7, mmms%
'mamyﬁ&®)% MeXxa U7 g $— NF, @Y7 — T4 T HHER & E

BIEAE (AV) O_XT7E2T7Vom— 5Lk o T, a—Hy %m@%@%ﬁ@b

i#o

FhHOIVTa4VYT
HHRENET D, HREe—hron ZIZidkT 5, Hilzd AAA Y —N2EE LGRS
e, UAR— MERZ: 85247 ) HikERIt L £,
THI T 4 THERETIX. CiscoNX-08S T /3 A~DT 7B AR ENDTXTOE
Bty g 2BHL, 710 L TCERLEY, ZOFEREEHLT, FT 70y a—
T A ITREREDIZCODVR— NEARTEET, THU T 47 mlid, v—hnic
BT TENIE, VE—DFAAA P —RNICEETEHZ b TaET,

Note CiscoNX-0S ¥ 7 b v =7 Cli, ik, #Fl, BLOTHTLTF 4 7 &MINCH H— b L
VET, e YT vV ERE IS, RIEFTEARE LY TXET,

AAA ZERT HF =R

AAA T, RO KD 72 RS RHE L 9,
o T U 2 AFRE DM il o m B

o JLARME
 FEAE(L S 7ZFRAE L (RADIUS, TACACS+ 72 &)

cHHE DR I T T T RA R

. Cisco Nexus 3550-TNX-08 'J ') —X 106(x) LX) T4 BRHAA F
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yE—rARAS—Ex [

J)E—FAAAP—EX

RADIUS a2 F /LB LN TACACS+ 712 h L a A L CIREEEN AU E— F AAA —E X
12, m—H/L AAA —E R L H_TRO L S 2RAandH 0 £,

e 777U w7 NDE CiscoNX-0S T34 ZAD2—H RAT— K U R NOBEBENRFESI 2
D E7,

s AAA P — T TIZRENITIFEIAS BAINTED, BHICAAA YV —E R A TEF
‘é‘o

« 777U ITHNDTXTD CiscoNX-O8S TS ZADT AV T 47 v d ki
TEET,

e 757 7V w7 NDOE CiscoNX-08S 7 /34 ZZONWT—HFRBEEZEET A HFN, T/1 2
Dua—N FT—=EX—=2A &5 L0 HETT,

AAA H— NS JL—TF

AAA H—E X3

SREE. A, THT T 4T DD Y T—h AAA V=T, V=R T —TEHEH LT
HBETEET, =T —7L1F, BIUAAA 70 FaLZEE L2 —#ED U T— k AAA
=TT, =N TNV —=TDOHIL, VE—FAAA T —NINETE Lol L &IT
Tz A== = RERMT DT, IA—THNORYIIO Y E— F =PI L
o TeGmE . WITPOT— A "PIEEZXET HE T, 7»—7%@&@)%~%%~A?
AT TONET, =N TN —THNOTRTD AAA F—PISE Lo 2856, £0
PN I N—TF X g R E #%ELTV%%@&%@éhiﬁobguﬁbf\fﬁ
DY =N T N—THIFETEET, CiscoNX-0ST /31 AL, WD T N—THNOP—1 05
TT—%Z oA, ROY—R T —FHNOY—_"TRITLET,

= O~ ~
SEA T3y
Cisco NX-0S T /51 A D AAA FHEIL. —E R R—Z2CF, KOV —ERTLIcHip-T-
AAA BEZEERTEET,

« User Telnet F 72 1% Secure Shell (SSH) © 7' i85
e Y—)L uJA LR

* Network Admission Control (NAC) @ Extensible Authentication Protocol over User Datagram
Protocol (EAPoUDP) FE:E

e a—YEHYE gL T T 4T
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B rmav—cexgerioay

WDOFIZ, AAA T —ERXBEA T arTLI2CL (2~ R34 A F—T A R) D
o~ FE2RLET,

Table2AAAY—ERX 2274 FalL—Yaravr R

AAAHS—ERXR a4 Xal—YavATI gy |BEEavU R

Telnet F£7-1X SSH 7 7' 1 > aaa authentication login default

ayy—)nargAr aaa authentication login console

aaa authentication eou default

=Wy val TATST 4T aaa accounting default

AAA —ERIZE, WOBELFX A ECTEET,
FRTOH RADIUSH—/N

RADIUS #— D7 a— L FP— L2 U CEREE 2TV E T,
EEY—N T IL—T
FE L2 E D RADIUS, TACACS+, F721Z LDAP #— /X L —7 2 L CREr %17
u\i%

o—AJL

0—HNDL—PHZEIFTRNRAT =R T —=F_R=2 5 L CGREEEZ TV E T,
TL
AAA FBRERERA S NN E S ITHE L E7,

\}

Note  [ig57 %—/\mv~7j FRTRL ., [TRTORADIUSH— ) FRAEEE L
NX-08 7 /34 Ald, &€ 172 RADIUS Y= 3D J 1 — 3L 7 — )L B EDINEIZ RADIUS
F—REBNLET, 2072 — UL F— b OH— 3L, Cisco NX-OS 7 /3514 2 LD

RADIUS H—/\ 7L —7 N TEBIRIZERE TE 5 —3TT,

4. Cisco

WDFEIZ, AAA P —ERIZHIG L THRETE D AAA BGEFXERLET,

Table 3: AAA Y — E X D AAA BT AR

AAA H—E X AAA DA

ayY—) ul A ERE P—NTN—T m—H L

a—Y asA Ve P 7\‘/1/*‘70\ a—J b, 2L

A= PEEY v L a Ly THILT 4 T | N T =T a—T

. Cisco Nexus 3550-TNX-0S ') ') — X 10.6(x) EX 2 ') F 1B AA K
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A\

a—y oy opiEssvrTsoex i

Note

ayV = ulARGEE, = a4 URGE, BINa—YERE Yy a L T AT T o
VT OWT, CiscoNX-0S T3 AIFKA T v a v aEESNEZIERFTRITLET, Toft
DREFHA TV a VINRIRLEESES, o=V AT a BT 740 bR TY, ary—
NERTIT 7 x v bal A roa—hA 7y a 28924 5I2iE, no aaa authentication
login {console| default} fallback error local =~ > R&EMH L £,

A—H 054 VORIASIUVHFTTOEX

Kl

)

. 20T R COWTIERICEA LE T,

* Cisco NX-08 /34 ZA~Dua 7 A HFZ, Telnet, SSH, £/xidav Y —a A 0%
FrvarvEFEHTEET,

-%%N7W~7m£ﬁﬁ%ﬁ%LTAAA#%A7»~7%ﬁﬁbf“éB*i Cisco
NX-OS T/A ZAMED L 512, TNA—THNORHD AAA — NCRIFFEREZEE L E

j—o
c BTED AAA Y —RDBIGE Lo T2 A1, FDOWRD AAA —3N S HIZFE DR
~L B —AAREICRITENFE T, ZOLEL, U e— N PREREFERICIRE
THETHITONET,

e =R TN —TDFTXTD AAA P —"BIRE L2 o =856, TDOIRDY—sN 7
=T DY —_"PRITENE T,

e —a AL Ta—IINA~DT =L INT 4 =T TRNNEY | &
ﬁiﬂén(‘b\émunﬁjﬁ_fﬁﬁ ?AT%E& Lﬁ_ E'/\\ ]:’“_‘7:7/1/7 &“\‘_‘7\ %'fﬁﬁﬁ Lfntun
NIEITINFET,

* Cisco NX-O8S 7 /34 AU E— F AAA — BH CTIEFICHEIEE FIT LI25HE1E, kO
"REMENH Y £,
o AAA H— 3 7’2 k=)L 73 RADIUS DA cisco-av-pair B THE ST\ D —
‘H- Q‘_‘/l/zpuun }l_ﬁ:gk & ?6015'7‘/13‘— ]\éhij—o
e AAA — X 71 h 3L TACACS+ DA, /LD AKX LAgitds L THREI L
TWha—H a— L EZRET 572012, b9 1 DOFERNE L —NCHEFEInE
‘3—0

o —WH LR AT— Ko —H /L CTIEFICRIESINTZHATE, Cisco NX-08 7 /34 R |Z
TALTE, a—Hh 55— 5/\—7<P‘?“Cpxméi’bfb\5H*ﬂ/ﬁ)%ﬂ@éf%ﬂi‘?‘o

Note

(Y O —N T —FL] LT, T_XTOH—N T —FDONT RO — 3005 R
BN EWNWH ZETT, YOV —pL) &iE, BEOY—RITA—THONT O —
NN BIEENRNE NS Z & T,

Cisco Nexus 3550-T NX-0S ') ) —Z 106(x) t¥ 2 1) T+ &A1 K |}
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AES N\AJ— FIEBIEE LUV T4 T ESF—

)T, KESFTREZR 128 By M O EERSLH (AES) AU — RSk (¥4 7 6151k
EHbWV ) EEICTAZENTEET, ¥ A7 6 b ZBLET 5 I121E, AES/\X
U — R bH B Z AN L, NAT — R S5{b B L OESIER SN 774~ V=
F—ZRETILERDHY 7,

AES RAT — R B2 A 7= ML TCTIA4~ ) F—2RETDHE, XA T 632 T —
B S L Z RN LRWRY . Y R—F SN TWAB 7T 7Y 7r—3 3 (BEIX RADIUS &
TACACS+) DOEEFB L OFHIER SNTZZ VT TFA K RXAT— RN T, XA 7 6HE5
fkoEAXTHREFENET, £, BHFOFHWT X TOREF{L/ XA T — K& X A 76155k YA

7 — RIZEH T 5 L 912 CiscoNX-OS ZHRETHZ &b TxFE T,

AAA DRIt EH

UE— F AAA —NI21E, ROFHESFHRH Y £77,

« p7p< &b 1 5D RADIUS #—/3, TACACS+ H—/3 F 721 LDAP ¥ — 328 IP % fdi i
LTHEMRETHD Z 2R LET,

¢ Cisco NX-OS T34 AR, AA A — DI 54T FELTRESN TSI L,

o X —73, Cisco NX-OS T34 ZAB LY T— h AAA V—RITHRESNTWH I L %
MR L £,

o JUE— b P — 308 Cisco NX-OS T /34 A5 D AAA ERIZIGE T D Z & 2R LT,

AAA DFEFRIA L HITIEIR

A BT D EEFHEFIRERITRO LY TT,

s B —71 LD Cisco NX-OS 7 /31 A FIZREINTWDH—HF T H U R, AAA H—N
FoVE—F 22— 7Th o FERICARTIOES. CiscoNX-0S V7 M7 =71, AAA
P—NECREENTWDL 22— m—LTixel, a—bV a2—HF ThHhy L hO2—H
n—L&EYE—h 2—WFIZEHALET,

» Cisco Nexus® 3550-T A1 v F (%, TACACS +TD 4 aaa authentication login
ascii-authentication =~ > K& ¥4 — k L¥9 (RADIUS TiZHAR—FLEHA) ,

T 7 aNbOur T AR E (locd ¥— T — REAETI0) BETLHE, a0V —
a7 A4 BRI RPRREICL > T EREEEINET, 2 Y — ARG N E PRI E
95 I1Zi%. aaaauthentication login console {group group-list [none] |local | none} =~
EHEHLET,

» login block-for 3 X W login quiet-mode =27 4 ¥ o2 L—v g E— K a~< 2 i, £i
Z 4 system login block-for 35 & U system login quiet-mode [Z4 RN EE I E L7,

. Cisco Nexus 3550-TNX-0S ') ') — X 10.6(x) EX 2 ') F 1B AA K
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AAA DT T A )L RERRE .

« system login quiet-modeaccess-classQUIET LIST =~ K&+ 28541, fRE L b

ST 4T DHETO I TEEICTIV7EAVZARIBELS EREINTND I L EHER
THDLENHYET, 2L, BEHTERVWEA M OD—F ol OHhrTay
ITTHMENHLYAE, T7'A VA NI, EILHDKRA R EOSSH, Telnet, LW
HTTP X—AD7T 7 B AZxHET DA — 122, 23, 80, BL V443 2 fETLHLERH Y

£,

AAA DT 7 A+ I)L FERTE

IKDOFEIZ, AAARTA—F DT 74 )V NREZ R LET,

Table $: AAA RS A —BDF 7+ )L FBE

ING A—4 FI4+I b
a2 —VERRE ST —h

T 7 v FRGES A 07—
07 A CRRGERIIA v —Y Fa4—Tn
CHAP 83 F4v—T
MSCHAP 83 Fa4—=Tn
TIANNT YT 4 TR n—7 v
THT T 4T a S OFTRIAR 250 KB

Z Z T, CiscoNX-0S T /34 AT AAA BEREA R ET D FIEIZCOWTHBA L £9°,

Cisco I0S @ CLI IZIEN TWAHE . Z OMEEEIZKHET D Cisco NX-0S =1~ > Ridib & -4
5 CiscolOS <> RERLDZGERH DO THERE LTI,

Note

Cisco Nexus®3550-T 2 U — &K A A »F L, TACAAS+HIZX L TDH CLI =2~ > K aaaauthentication
login ascii-authentication Z % 7" — k L £33, RADIUS |2k L TR — M LERHA, 774
JV RFBRET & 5 PAP AN 72 % X 51T, aaaauthentication login ascii-authentication A A F73
N> TND I EEMERLET, £ LARWVE, syslog =T —NERINET,

Cisco Nexus 3550-T NX-0S ') ) —Z 106(x) t¥ 2 1) T+ &A1 K |}
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AMA DEE |

AAA@'QE? O+ X

nuniEij:()\?jJ '7/74’ /7 ;Ef Hﬂi—‘ﬁ—é i /ko)ﬁz%;&’ﬁ—b\ij‘o

FBEEIZ Y = — h RADIUS., TACACS+, F72IXLDAP — % {HH+ 55515, CiscoNX-0S
TA%XLTTXk% RELET,

j//‘_‘/l/‘:’y/]’/munftjiJC% Ebiﬁ"
A= a A DO T 7N ORI A VBT REHELET,

FIFILVNAAAT H T T 4 T DT 74V N FRERELET,

y—=)Lb g4 VRIMARXDETE
T, 2yl oORBIEFRERET D HEEABALET,
Far T RUTIE, OB ONRH Y T4,

« RADIUS ¥V — "D a—/3)L F'— )L
« RADIUS. TACACS+., F 721X LDAP V—DIEEV 7 v b
¢ Cisco NX-OS T34 ZDa—H )b F—HF~_N—2

o 2—HL4 DI (none)

T7 4N bOFRIIe =B VTN, BT 247 arBbh E9,

N\

Note

aaaauthentication =~ > K ® group radius 3 & U* groupserver-name %fi . LNCER S
RADIUS +— "Dty hEERLET, AR N FT—N"E2EET D21, radius-server host =
~ U REHEHALET, = O4HIE 7 V—T%21ERT 512X, aaagroup server radius =
~VU REERLET,

Note

U E— FRIAENA F—T N5 TND L X AT — RAEE FE(TT 5 L. AT — RlalE
DFEITHTSICary—rnuarA4r0u—NVERIENA 32— VIR0 £3, FO=d, #Hl
VWRAU—REEHA LT, 2 Y —/LAR— MEHE T CiscoNX-0S T/ A |Zu /A CT& %
T, A BRI, Bl ERE R —DAGGEEEH T 500, 003 AAA — S TREINTE

BHHENRAT—ROY &y MEIZY E— MNEIEA A R— T MCTHZENTEET, NRATU—F
[ 7 v 2B 3 2R Iz DV Tid,  [Cisco Nexus® U — A NX-0S k7 7 /Ly = —
T4 T AR 2L TIEEN,

Before you begin

VEHZI U T RADIUS, TACACS+, F721L LDAP $—/N Z—7 %28 E L £,

. Cisco Nexus 3550-TNX-08 'J ') —X 106(x) LX) T4 BRHAA F
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Procedure

avy—IJb El7’f /uunEﬁ_ta) XE .

Command or Action

Purpose

&

configureterminal

Example:

switch# configure terminal
switch (config) #

a7 4FXalb—raryE—RIIAD
S5

ATy T2

aaa authentication login console {group
group-list [none] | local | none}
Example:

switch (config)# aaa authentication
login console group radius

avV—=oua A R REREL
F9,

group-list 5[5 iE, 7 —T% % A—
ATCKY)>7= VA MERELET, 7
N—T80F, RO XS ITHRELET,
radius
RADIUS H— D7 1 — /3 )L 7 — )L
B L CRAEA TV E T
named-group
RADIUS, TACACS+, F 7|3 LDAP
PO EF Ty FEHLT
POREZATUVE T,

Immﬁfi n—H) T —HRX—= A
muu Eﬁﬁ?L&i?f noneji‘ﬁTf

AAA FRREDNER SN XK 51 ?a
7

VAE IR NOI= NI = /A G 5= ¥
IZ local T¥, Ziuik, FRIMITHERE
SNTWRWES, ERERE IR
AT R TUIZ OV TUSERE BN
A, aryy—ra Ak LT
0 —HIL~D T F—)b Ry 7 NG T
ROBRY | ERH SR ET,

ATvT3

exit
Example:

switch (config)# exit
switch#

a7 4 FXal—varyET—REKT
]\/\i‘g_o

ATV

(Optional) show aaa authentication

Example:

switch# show aaa authentication

:1>’V“—/V115f4’/m@uﬁj?*30
FrRLET,

Cisco Nexus 3550-T NX-0S ') ) —Z 106(x) t¥ 2 1) T+ &A1 K |}
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Command or Action Purpose
A7 75| (Optional) copy running-config FATH O AE . A ¥ — b7 v THERIC
startup-config ar—LET,

Example:

switch# copy running-config
startup-config

T2 bDOOTA VEEEARDETE
SEEFRATIE. OB ONH Y £,
« RADIUS V— "D a—/)L ' — )L

« RADIUS. TACACS+., F 721X LDAP —DIEEV 7 v b

¢ Cisco NX-0S /354 ZDa— )b F— B _— 2

o =P

T 74N bOFRITr =BV TTNR, BT L4 T v a B Ed,

Before you begin

VBT U T RADIUS, TACACS+, 721X LDAP H— R FL—7 %R ELET,

Procedure

Command or Action

Purpose

&M

configureterminal

Example:

switch# configure terminal
switch (config) #

a7 4 FXFalb— gy ET—RIIAD
S5

ATy T2

aaa authentication login default {group
group-list [none] | local | none}
Example:

switch(config)# aaa authentication
login default group radius

. Cisco Nexus 3550-TNX-0S ') ') — X 10.6(x) EX 2 ') F 1B AA K

T 74 FRAEFRERELET,

group-list 5 15212 1x, 7 v—7"4 % A—
ATKE 7V A MERELET, 7
=TT, WOX IR ELET,
s radiusRADIUS $r— 30D 7 1 — 31
T AR U CERREER TV E T,
« named-group : #%:E(Z RADIUS,
TACACS+ F 721X LDAP ¥ — 3D 4,
Aift &Yy 7ey FEFEHALET,

local JisllX, ve—HL T —H_R—2 %
SEFICAHEH L ¥4, none HFETl.



| AR dEE
FornronsqomiEszont [

Command or Action Purpose

AAA nhnﬁﬁ){%ﬁﬁ Y AR AT S 21 *gﬁiﬂb
¥4, TN hou s A FRITloca
TY, Ziud, HEPMTHERE ST
VA, ETITEE SRR T
NTIZOWTSENE LRV,
oY= algAAZR L TCue—han
~NDT F =)V Ny I BT =TT
ZRWNRY | S E T,

WONWTNNERETEET,
e AAA R Ao 7 JL—7

“‘ﬁll/nmn

FIL IJJtEfxﬁ l/

Note
local ¥ — U — Ri&, AAAGRIEZ L—7
ERETHEXIITAR—- I EHA
WZETIEH Y FHA) , THuE, v—
HVERFEE, U E— F R FEAR
BOREDT 7 4+ N ThHHTZHTT,
7= & 213, aaaauthentication login
default group g1 &5 7E L 723556, AAA
ITN—"T gl M L CRAEEZIT D Z
MTE2RITHUT, m—ﬁwmﬁﬂﬁﬁ
SNET, Tk L, aaa
authentication login default group gl
none ZiXE L7235 A. AAA V)L —7
gl %ﬁﬁﬁ LT uE%‘:ﬁ YT EmTER
JAuX, BEEXFEITSNERE A,

2Ty 73| exit Ay 4 Fal—varyE—RekT
Example: LETS
switch (config)# exit
switch#

Z v 7 4 | (Optional) show aaa authentication TI7HN DT A URBISTROHREE
Example: FRLET,
switch# show aaa authentication

A5y 75 |(Optional) copy running-config SATH O Z, AZ— b7 v THERRIC
startup-config aE— L%,
Example:
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Command or Action Purpose

switch# copy running-config
startup-config

O—AILEBEEAND T+ —IL/Ny I DEIE

VA W NS =AM e /45 (VS-S o) VN = B/ ¢ ‘/@U%~ FRFENERE S
TWAHEE, EO AAA V— NZHBIEARRER L X2 GRiE=T7 —IlZR 0 E£9) | =—¥N
CiscoNX-OS 7T A Anb vy 777 hSeWnE 912, a—HBREIL T +— Ny 7 &
9, 2L, BX 2T 4 EHEESELT0I, B — A NVERIEA~D T F—)V Ny T BRI
TEET,

A

Caution 17— 7 )LEBFEA~D T 4 — L3y 7 BT 5 & CiscoNX-0S T /34 A3 v 7 Zju, /84
U— REMEEZFATLRNWE TV BATERIRDZERHVET, A A by 7T Uk
INRNE DT BH72DIZ, B —BNFERESD T F— Xy 7 BB T HRRIE, T 7 40
farAgrbary— a4 oW TiER, WERNEITICTAZ EEHERLET,

Before you begin

oY —)bua 7/]) yif:bi?7ﬂ‘ﬂ/ ]\ s y/l) D U T I\munE%pXE Li‘d‘o

Procedure
Command or Action Purpose
R 71 |configureterminal a7 4 Fal—TarE—RIIAD
Example: 7.

switch# configure terminal
switch (config) #

R 772 |noaaaauthentication login {console | ayvV—alArERITTF 7 40 R
default} fallback error local 07NN T, Y B FIREEANRE
Example: ENTVDEHAITED AAA F— 3T

switch (config)# no aaa authentication iug;{:@éiﬁ s % Kiﬁiéhé =4 _7‘\7/1/5}3\
login console fallback error local |ZE~D7 3 —/L 3y 7 ZEHIZ L FET,

0 — B IVIREESD T F— )L 7 B
WZTHE, ROA v E—UNRRINE
KR

"WARNING!!! Disabling fallback can
lock your switch."

AT 73 |(Optional) exit A T 4 Fal—Tgy ET— REKT
Example: LT,
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MAZTEDOF 74 Lk a—F a—io1x—T it [l

Command or Action

Purpose

switch (config) # exit
switch#

ATvT4

(Optional) show aaa authentication

Example:

switch# show aaa authentication

avy—ualA4rBIRTF 7 40k
A VR ROBREEFRLET,

ATy Th

(Optional) copy running-config
startup-config
Example:

switch# copy running-config
startup-config

FITH O E, A% — N7 v THERRIC
atr'—LE7,

AAASEEEDT AL A—5 O—ILDA %—

a—Yu— L ERrANW)ET— a2 —WiZ, TIHN NO—F a— L&A LT, RADIUS

Procedure

F 721X TACACS+ VU &=— R

JILiE

X % CiscoNX-O8 T34 A~ 74 i TEx£9,

AAA DT 7V FDOa—HY a— U iEE2 T 1 —T7 T 5 L, a—F a— 2720
Tk 2—PEFTFAS RO T A TERL R FT,

Command or Action

Purpose

ATy T1

configure terminal

Example:

switch# configure terminal
switch (config) #

a7 4FXalb—varyET—RIIAD
£,

ATy T2

aaa user default-role

Example:

switch (config)# aaa user default-role

AAA puuft@f\_&)@7477f/l/ K :L‘—‘ﬁ—
g—/LEA X—7 WU LET, T4
FClEA =T N> TVET,

T 7 H/ kN —Y u—LO¥EE T «
=TT BRI, TDawr RO
no B &AL ET,

ATvT3

exit
Example:

switch (config)# exit
switch#

==

F‘X/:E:Eﬂh— ]\ %I{ﬁgT Li—a‘o

ATvT4

(Optional) show aaa user default-role

Example:

switch# show aaa user default-role

AAAT 74NV a—HF o — L ORES
FRLET,
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Command or Action

Purpose

ATvT5

(Optional) copy running-config
startup-config
Example:

switch# copy running-config
startup-config

FITH O Z, A X — T v THERIC
a—LE9,

O454 DBk A Y E—DEDE

07 A UEHZY E— N AAA AR E L RWEE, Foa AU, n—L a—F F—

AR—=2|Za—)L F—_"— L TR ENET, ZDX I REEIC,

07 RIEA =T

NI o TWBHE, DA v E—IRNa—PFOiRRICERENET,

Remote AAA servers unreachable;

Remote AAA servers unreachable;

Procedure

local authentication done.

local authentication failed.

Command or Action

Purpose

ATy T

configureterminal

Example:

switch# configure terminal
switch (config) #

a7 4Xa2lb—vary E—RIAD
£,

ATy T2

aaa authentication login error-enable

Example:

switch(config)# aaa authentication
login error-enable

07 A VRGERIA v =T BT L
¥4, T7HNNTIEET o B—T M
o TWVWET,

ATvT3

exit
Example:

switch (config)# exit
switch#

a7 4 Fal— gy ET— REKT
L/ij—o

ATvT4

(Optional) show aaa authentication

Example:

switch# show aaa authentication

07 A RIA =V DOREL R R L
=7,

ATy Th

(Optional) copy running-config
startup-config
Example:

switch# copy running-config
startup-config

FATH O E . AX— b7 v TRERRIC
I —LF9,
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BLf-054 UEiTEkBLE=a04

BRI Lo | /A VAT E R LT a7 A VAT 21T
CAL v FEBETEET,

L9l

FIE

pyLns 4 vamessLosqviti [

VET

FXE S L Tzsyslogh— NICRLERT D

ARV RFERETIVa Y

E:)

&

configureterminal

1

switch# configure terminal

T — VR TEE— RE2BBLET,

ATvT2

WAZE: [no] login on-failurelog

1

switch(config)# login on-failure log

mﬁ%/7°v»wvﬁ ICRESNTND

HBDH, KICUTZFRGEICEET 59T
0))‘ V=V ERERF D syslog P —
NIZFERLET, ZORETIE, ar/A
VIRBEIRIZIR Dsyslog A v — VPRI
SNET,

AUTHPRIV-3-SYSTEM_MSG : pam_aaa :
Authentication failed for user admin from
172.22.00.00

GE)

a7 LU authpriv 28 6 D4
IBO Linux 71— VIBGEA v & —
DLARTDO A vE—T L EHICERREN
F7. INLHDOBMDRA v E—V &K
WA 2 MENH D584, authpriv fE% 3
ICRET DRERH Y 77,

ATvT3

WiZH: [no] login on-success log

1

switch(config)# login on-success log
switch(config) # logging level authpriv
6
switch(config)# logging level daemon
6

uﬂ%“‘/ﬁ“ LAULs 6 IR ESILTVND
B DI, N UTZRERECE 53T
0))1 V=V EREF D syslog H—
/\_naﬁzbit CORETIE, vnrA
BT B E IR Dsyslog A v — U H
KRINET,

AUTHPRIV-6-SYSTEM_MSG : pam_aaa :
Authentication success for user admin from
172.22.00.00

GE)

0 X7 LUl authpriv 73 6 DA
BN Linux 77— FNVFEIEA v E—
NLRTIORA v =L L HICF RN
T, INDLOBEIMDRA vE—T % M
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ARV RFERET7TI3 Y B#
T BN 554, authprivE% 3
ICRETHMERD D 7,

ATvT4

({f&:&) show login on-failurelog

f5l
switch (config)# show login on-failure
log

KILUTFRFEA v & — U Zsyslogt— /3
IZREFRT D K DAL v TFREESNT
WAMNE I PERRILET,

ATy Th

({£#) show login on-successful log
il -

switch (config)# show login
on-successful log

B UT-3RGFE A v — /%syslog*f»*/\
IR T D L O ICAAL v TFHRREINT
WBEMNEIMERRLET,

ATvT6

({£#&) copy running-config
startup-config
5l

switch(config)# copy running-config
startup-config

FATH O A, AF— 7T v THRERKIC
ha l:o"— L/i‘g—o

A—H#TennTA Y

sJLes

ax AE

JOvom

AZA o FNTa—sN)L 2T 4 X2l — g BT—RNIRoTWNWAI EEHERLET,

a—WTlon sy T ny ZiREZ MM 5 &, Denial of Service (DoS) K™D FEV & i
LT FEER DB EEIMT 5 LN TEET,

(3 éhiff n7A AR L =Y a2 Ty 7559
v 2O FIEEZETLET,

ERAY

\}

I OMREIZE — A LB XY E— F 2—F

\Za 7 A RT A—H BRE

G¥)

VE—ha—HVoars/(r 7Tay s 2R TxET,

FIE

ARV RFERERTIVa Y

=)

ATy T

configureterminal

1

switch# configure terminal

Ju—n)aryZ 4 FXal—gy
TNz L ET

ATy T2

aaa authentication reected
attemptsinsecondsbanseconds

1
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a—vyceonsqy ovsngz |

AU RFERETOVa Y

B8

switch (config)# aaa authentication
rejected 3 in 20 ban 300

TIHN ORI A RTA—=FR
7°1Z1% no aaa authentication rejected =
~ U REMALET,

ATvT3

exit
51 -

switch (config)# exit

HrME EXEC E— RIZEREY 97,

ATv74

({£#&) show running config

1 -

switch# show running config

RTA L NTA=FEeFRLET,

ATvTh

show aaa local user blocked

1

switch# show aaa local user blocked

JuvrZEntte—hn a—YERR
LET,

ATvT6

clear aaalocal user blocked {username
user| all}
fi

switch (config) # switch# clear aaa local
user blocked username testuser

Ty Ina—h a—%Er)
7T LFET,

all : 7o v 7 &SN _XToa—hv
—H%E 7 VT LET,

ATy T1

show aaa user blocked

1

switch (config) # show aaa user blocked

Tuyr ERET_RTOa—)L 2—
HLVE—F 2—PFE2FRLET,

ATvT8

({f£#) clear aaauser blocked{username
user| all}
i) :

switch# clear aaa user blocked username
testuser

TayZINET_XTCor—F)L 2—
eV E—ha2—HFE27 U7 LET,
all: 7y 7 EnFF_XToa—L
2—PLVE—h a—VE27 YT LE
ﬁ‘o

il

)

(GE¥)  network-admin 7217 73 show 3 L N clear =~ REFEITTE £,

WIT, 20 DM 3B w7 A UERATHRIRLTIZHEIT, 300 ia—F 427 m Y 7
THERTA L NTA—=FERETHHZRLET,
switch(config)# aaa authentication rejected 3 in 20 ban 300

switch# show run | i rejected
aaa authentication rejected 3 in 20 ban 300
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switch# show aaa local user blocked
Local-user State

AmAnEE |

testuser Watched (till 11:34:42 IST Nov 12 2020)
switch# clear aaa local user blocked username testuser

switch# show aaa user blocked
Local-user State

testuser Watched (till 11:34:42 IST Nov 12 2020)

switch# clear aaa user blocked username testuser

CHAP 2EED A 1L

CiscoNX-OS V7 b7 =71%, F¥ LI NV Fyz—

7n:u\uE7 | N 2 (CHAP) iR —

FLTWET, 27 haijd, EREHED Message Digest (MD5) v v R AMH L
7iﬂ;/¢%fﬁ 5%{KjA%) fFﬁ’L/w/>/L/;&jAv/;(wunEji_ta>7'E %Ij/V7fﬁ< U E— FRREY—A
(RADIUS F 721X TACACS+) #%i# L C. Cisco NX-OS AA v F~Dx—H% 1174 {2 CHAP

EHEATEET,

F 7 %L kT, Cisco NX-OS 731 2L, CiscoNX-08S T34 2L U F— |k — D[ T
AT — REBFE7 1 b a)b (PAP) #FE&EHH LE 9, CHAP AR EIX. CHAP X ¥ —
EA M (VSA) %#i8#7 2 X 912 RADIUS —/NF 721X TACACS+ 4%~/\’5:pxmﬁ“éz~%75:

HYET,

)

Note  (CijscoNexus® 3550-T switches 2 A » F 1%, TACAAS+

[Z%) L C DI CLI =< > K aaa authentication

login ascii-authentication ¥ 74— k L &9 2%, RADIUS (Z%f L Cld¥HR— b LEHA, T 7+
IV FRBRET&® % PAP AN/ 5 K 912, aaaauthentication login ascii-authentication A A > F 73
I TCND I L MR LET, £H L7k, syslog =7 —NERINET,

W DFZ, CHAP (2B 7 RADIUS 3 L O TACACS+ VSA Z/r LE7,

Table 5: CHAP RADIUS & & Uf TACACS+ VSA

RuS—ID |Ry&—% 4 |VSA ELE)
&= &S
311 11 CHAP-Challenge | AAA H—/ 3758 CHAP = —HICEE SN D

FrlorYaekFEFLES, Zhi
Access-Request /37 > | & Access-Challenge /¥
7y NOW G THEHTE £7,

211 11 CHAP-Response | F+ L o PIZxl4 554 L LT CHAP = —
PATT UTfEZRFF L E T, Access-Request /¥
Ty NETTHERLET,

Before you begin

a7 A D AAA ASCIT FFEZ N L £ 9,
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Procedure

MSCHAP 3= 7=1& MSCHAP V2

~A a7 hFrlL Ny R e—7FE7m hasr (MSCHAP)
k> CHAP T, CiscoNX-OS ¥ 7 k7 =7 (%, MSCHAP Version2 (MSCHAP V2)
LTWET, UE— FZRFEY— Y (RADIUS £ 721X TACACS+) % i U T, CiscoNX-OS AA >
F~Da—% 17 A IZMSCHAP Z i TZ £9, MSCHAPV2 TiX, U E— FiiERADIUS
P — %I L72CiscoNX-OS T /31 A~Da—% 1 7 A4 7208 R— b &N E7, MSCHAP

MSCHAP = 7-(3 MscHAP V2 ZiEn a5t [}

Command or Action

Purpose

&

configureterminal

Example:

switch# configure terminal
switch (config) #

a7 4FXalb—raryE—RIIAD
S5

ATy T2

no aaa authentication login
ascii-authentication
Example:

switch(config)# no aaa authentication
login ascii-authentication

ASCII FBFEZ ANz LET,

ATvT3

aaa authentication login chap enable

Example:

switch (config)# aaa authentication
login chap enable

CHAPFEREZ AN LET, T 74/ b
TITENIZ /2> TOET,

Note

Cisco NX-OS 7731 AT, CHAP &
MSCHAP (ZF721% MSCHAP V2) Difi
FEBEMNITHZLIEITEEREA,

ATvT4

(Optional) exit

Example:

switch (config) # exit
switch#

a7 4 FXal—vary ET—REKT
L/\i'g«o

ATy Th

(Optional) show aaa authentication login
chap
Example:

switch# show aaa authentication login
chap

CHAP DR EEFRLET,

ATvT6

(Optional) copy running-config
startup-config
Example:

switch# copy running-config
startup-config

FATH O E . AX— N7 v TRERRIC
a to‘— Li‘a—o

RE DAL

X, ¥~ A48V 7k
[Nl SN
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B wiscHaP =11 mscHap v2 BEE OB DL

V2 DBAEICTACACS VNV —T R RETHE, T 74/ FDAAA T 7 A VFEETIE. RICHE
EENTWAFRMEFAEINET, MO — R TN —FRNEREINTORWNESIT, v—hL
FRIBMEA SN E T,

\}

Note  CiscoNX-OS V7 FU =T 1%, KD A vb—VEERTIHHENRDY £,
['Warning: MSCHAP V2 is supported only with Radius. |

ZDEE X v —VIFERAERA v —TTHY . RADIUS TD MSCHAP V2 O EIEIC TR

BLEEA.

77 # )b hTli&, Cisco NX-0OS 7 /3A A%, CiscoNX-0S T/3A A & U E— h — D[] T/8
AU — RBFEZ 1 k2L (PAP) #FEAMiH L E 9, MSCHAP % 721X MSCHAP V2 =G\

T 58413, MSCHAP 3 X OMSCHAP V2 X Z—[E A @M (VSA) %383 2 X 9 ICRADIUS
P —RERETLHILERH Y 7,

ROFEIZ, MSCHAP |2 H 72 RADIUS VSA /R LET,

Table 6: MSCHAP & & U* MSCHAP V2 RADIUS VSA

RuSF—ID |[Ryu%— %4 |VSA SRBA
&= 1 7&S
311 11 MSCHAP-Challenge | AAA H— /375 MSCHAP % 721X MSCHAP V2

A—PITHEINDLTF v LV ERFFLET,
Z UL, Access-Request /37 v K &
Access-Challenge /37 > Ol TEHTE £
j‘o

211 11 MSCHAP-Response | 7 L > %9 5 i & L CMSCHAP % 7-
I3 MSCHAP V2 . — %3 ATy U7 B % PR %7 L
F 9, Access-Request /37 v b TLMEH &1

FHA,
Before you begin
a7 4 O AAA ASCI FBREZ BN L E T,
Procedure

Command or Action Purpose

AT 71 |configureterminal a7 4 Fal—TaryET—RNIZAD
Example: 7
switch# configure terminal
switch (config) #
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FIAL O MATHY T4 v EROBEE |

Command or Action Purpose

AT 72 |noaaaauthentication login ASCII GBAEZ EZhIC L E T,
ascii-authentication
Example:

switch (config)# no aaa authentication
login ascii-authentication

R T 7 3|aaaauthentication login {mschap | MSCHAP % 721X MSCHAP V2 iBil % A
mschapv2; enable M LET, F7 4L R TIHENC -
Example: TWET,
switch(config)# aaa authentication Note

login mschap enable

Cisco NX-OS 7 /31 AT, MSCHAP &
MSCHAP V2 O 52 HI$+ 252 &

ILTEEEA
2T 74 | exit ay 7 4 FXal—Tary ET— REKT
Example: LET,
switch (config)# exit
switch#

AT 75 | (Optional) show aaa authentication login | MSCHAP % 7- 1% MSCHAP V2 DR E %

{mschap | mschapv2} FRLET,
Example:
switch# show aaa authentication login
mschap
A5y 76 |(Optional) copy running-config FATHOME A, AZ— N7 v THERIC
startup-config ar—LET,
Example:

switch# copy running-config
startup-config

TIAILEDAANATHOUT 4 VT ARDETE

CiscoNX-0S V7 N7 =7 1%, T H 7T 12 712 TACACS+ R & RADIUS % # AR — K
LE7, CiscoNX-OST /A AL, 22—V —DT7 I/ T 4T 4%, THU T 47 La—F
DA TTACACS+ E£7-IXRADIUS EX = V7 ¢ r—N—|ZLR— N LET, KT IV T 4
Y7 va—RiZ, ThAUCT 4 o7 EMEE (AV) OSXTRA-TED ., ZH AAA T —
RIS E T,

AAAT IO T A T T IT 471295 E, CiscoNX-OST /31 Alx, ZnbDEtd T h
JrT 4T ba—RELTHRELEST, FOTHU T4 La—KiE, Ex=2UT7 4
Y —=NREDOT DT 47 a Z TSN E T,

WEDT T 4T HREEFRTDHT 74V FRY A MEERTEET, ROFXE2E
HHZENTEFET,
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B 7o+ romarnyvssosstons

RADIUSH—/\ S )L—7
RADIUS — D7 a— )L P— V2R LT T T 4 v T 2TV ET,
BESNE=H—NRNTIL—TF
FEE S 472 RADIUS & 7213 TACACS+ — N V)V —T %M L CT O T 4 v T %4T
WET,
A—AJ
B AN — PR EININAT = R F— I R=REEH LT BT T 4 v T EAT0E
T

\}

Note 4— X )L —7NRESNTNVT, TOV =R TIL—TNEE LRSS, T 74/ Tl
B—J b T =2 _N— ZARBEEHEH S E T,

Before you begin

WABLZE U T RADIUS F 7213 TACACS+ H— R Z L — 72 E L E T,

Procedure
Command or Action Purpose
X w 71 | configureterminal a7 4 Fal—aryEF—FRITAD
Example: 3

switch# configure terminal
switch (config) #

R v 7 2| aaaaccounting default {group group-list | =7 4L kDT BT T 4 v 7 I E R
| local} ELET,

Example: group-list 5 1$%121%, 2 — T4 % A—

switch(config) # aaa accounting default 2 TR -7 Ak %?Eﬁiﬂbi‘j— Va
d. o

SreRy EEE =T 5, RO LS IIRELET

e radiusRADIUS — XD 7 a2 — 31
F—VEERLTCT I T 4
EATVET,

« named-group : TACACS+ H— 3%
721X RADIUS #—/ D4 Fifft &
Ty NINT AT T 4 o TIAE
SINET,

local Jisllie — L 5 —H _X— 2 & fii
ALCT v T 4 v T E2ITVET,
FIFININDT AT T 7R,
local T, ATV — N Z—T5Maf
HREINTWARWEGEES, FRIEERES
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Cisco NX-0S 734 (=& % AMA H— i vsA R ]

Command or Action Purpose

zmt#&‘fmf%/*‘ TN—T 050
PELNREN S TG AIER S NET,

2T 73| exit ay 74 FXal—Tary B— REKT
Example: LET,
switch (config)# exit
switch#

R T 7 4 |(Optional) show aaa accounting FIFINVEDAAAT BT T 4TS
Example: KOBEEFRRLET,
switch# show aaa accounting

A7y 75 |(Optional) copy running-config FATH O A, AZ— 7 v THERKIC
startup-config S —LET,
Example:

switch# copy running-config
startup-config

Cisco NX-08 7 /31 R[Z& % AAA H—/ ) VSA DfEF

VSA DHEE

VSA Dz

R —EAEME (VSA) Z#H LT, AAA — 3 ETO Cisco NX-08 = —V% m— LB I
SNMPvV3 /XT A —HZ ZRETE £7,

A 2 —x >y M RRIIEZES (IETF) 2, *v NU—2 77X #—,3L RADIUS
P — RO TO VSA OBED DD TR EHET DML ER L TV EF, IETF IXEM: 26
ZRERALET, XU =T VSA ZEM LT, —ixpy7e &30 & 2l B oLk E M4
R—FCTxFF, VAITORADIUS EHlT, ZOHETHIR SN AR ZHHL T, 1 DO
VE—EHEA T arEYR—-FLTCWET, VRO E—IDIE9, PAR—NENhBEA
Tar DR — B ATE 1 (LRI E cisco-av-pair) T9, EIFROFEAXDA NY 7T
7

protocol : attribute separator value *

protocol IX, FFEDFF A Z A TH KT A aDJEMETY, separator (%, LAHBRMEDOSGGIL= (%
7). AT aroRMOGELE (TAXIYRT) TT,

ClscoNX 0S F /A A TORIEIT RADIUS*:‘%/\%{%FH#&E/\ . FAMEEAR Lo —TRE
EEAME R & & HITIRT XL 912, RADIUS %— )|Z RADIUS 7' & ﬁ a)VTCHERLET, 2D
ufﬁrﬁ%& L. VSA THRESNET,

WDVSA 7a ha)L A7 g H, CiscoNX-0S V7 by =7 CTHAHR—FENTWET,
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. AAA H—/XE T Cisco NX-0S D 1—4 O—)LE & U SNMPv3 /35 A —42 DIETE

Shell

a—W 7a 7y A ERERBET S access-accept /N7 v TSNS T a Fan,
Accounting

accounting-request /37 > N CHEH EN D7 m h 2L, HICAR—=AREENTWIHEE
1T, ZESIHMATHA T EEN,

WOBYED, CiscoNX-0S V7 b =7 THAR— FENTHET,

roles
a—PFIZED Y THNETRTCOE—LDO—ETT, [H7 4 —/V N, I V—74%%EH
TRY 72V A RDASTZA RN 7 TY, 72 21, =—H ) network-operator 35 12 O
network-admin O 7 —/LIZJE L TV 5356, 7 4 —/b Fid network-operator network-admin
L7 9, 2OV T EMEIL Access-Accept 7 L — LD VSA H#53 ICH#I S 41, RADIUS
P— B EEINET, ZORBMIEshell 7 e b B EEFHFHATEET, KT, B—
VRt AT o0 2R L E T,
shell:roles=network-operator network-admin

shell:roles*network-operator network-admin

WIZ. FreeRADIUS THAR— I dn—/V@EEop 2z~ L £9,

Cisco-AVPair = shell:roles=\network-operator network-admin\

Cisco-AVPair = shell:roles*\network-operator network-admin\

Note VSA % shell:roles*"network-operator network-admin" = 7213 "shell:roles*\"network-operator
network-admin\"" & L CHE L72HE. ZOVSAIZIA T v a V@t LT7 7 /3% ES
N, DT 22 TS AL OFMEE R L ET,

accountinginfo
BEHED RADIUS 7 U 7 4 7 Fa haVMZEEnd@Ee L biZT v T 47
HMEMNLET, ZOBREBEEINDDIE, AA v F EORADIUS Y 74 72 kD
® Account-Request 7 L' — A D VSA /N2 T, ZORMER. 7horT 4207 7a
k2 LBSEED PDU CLAMERA CTE /A,

AAA H—/N\ET® CiscoNX-0S D1—H O—/)LE LU SNMPv3 /35 A —2 DIETE

AAA H—/N"T VSA cisco-av-pair Z i ] L T, IROEA T, CiscoNX-OS 7/ A AD2—H 1 —
Ny BT ERETEET,

shell:roles="roleA roleB .."

cisco-av-pait JBEIZ T — /L AT L a VERE LD TRIGEDOT 7 4V O —% a—/uid,
network-operator T3,

WD X HITSNMPV3 ZREFEE T T A R — T ha ) LV@glEsfET 52 b T T,

shell:roles="roleA roleB..." snmpv3:auth=SHA priv=AES-128
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w427 051 ooz ]

SNMPV3 ZR3E 7’1 b a /LI ETE 547 3 1. SHA & MD5 TF, 74 32— 71 |k
I)VITHRECTE B4 72 3 %, AES-128 & DES T, cisco-av-pair BIEICZHHDAT T 3
VERELRPSTGEDT 7 4V OFRIET m k3 vid, MDS & DES T,

tXa7 074 UHEEDERTE

A4 NS A2 DETE
AREMED B 5 — B 2% (DoS) WM EN-HAIL, ThUKOw 71 v #iT4 B H)
FNC7 2y 7 L, I OBHERIT ORISR SN A AR 2 8 5 2 & TF «
Iy at VR BEAERELEDLIC, B ARG A—FEBETIET,

)

GE)  ZOHERIL. VAT A AL v TFA—N=BRBELELS, ERIXAAA T o AR HES) LT
AR L ET,
FIE
AU RFEREFET7TIV3 Y B
R T w 71 |configureterminal Jua—\) a7 4 X¥al—gy

1l - T— REMBLET

switch# configure terminal

X 72 |[no] login block-for seconds attemptstries | £ — N#IZZELET, +XTD

within seconds Bl OFFIL 1 ~ 65535 T,

2 60 FOLAPNIT 2 [l 2 2 A L BRAS 2ek L
switch(config)# login block-for 100 f:%%é?(:lOO{@a)ﬁ%ﬁ%45“— F&:]\§%; 5
attempts 2 within 60 (C AL v FEBRET DB ET LET,

ZDa~vry RaEANTHE, TelnetE 72
IZSSHZE T L7z _XTon 74 U ildfT

. IR ICEES ShET, T2k
Z =y ha—A YR KACL b, 2~
YRWATIENET,

GE)

fhow 74 v a~y REERT 5E0.

Zoaxy Re AT LHMLERSY £

R
AT 73| ((EE) [no]login quiet-mode FHEE— RIZBID DS L &S, Ay
access-class acl-name FICHEAEND ACL #EELET, A

A v FRFHET — N2> TSI,

1 -
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AmAnEE |

ARV RFERETIVa Y

B8

switch(config)# login quiet-mode
access-class myacl

TRCORr T A ERPBEG SN, A
TELHERIT o v Y — LA O D T
2780 £9,

ATvT4

({EE) show login [failures]

1 -

switch(config)# show login

OJA L RT A= ERRLET,
failures 47> a i%, BgL7-a /o
VEATICEAE T A IE RO E TR L FE
KR

ATy TH

(f£&) copy running-config
startup-config
1 -

switch (config) # copy running-config
startup-config

FATH O Z . AX— N7 v THERRIC
ar—LET,

A—H 54ty a3 nHIR

a—HFIAHTEVOHE-YVDREe Aty a v OERBERIRTLZENTEEST, 2
LD, 2—PREEORE Ry a v EEFSZ LRI L. A2)72SSHE 72 i3 Telnet
alT VAT AREZ—FOREN X2 )T MEERR L ET,

FIE

ARVKRFERERETY VY

=)

ATy T

configureterminal

1

switch# configure terminal

Ja—nR_) a7 4 F¥al— g
E— FERBLET

ATvT2

[no] user max-logins max-logins

1

switch (config)# user max-logins 1

2—H 1 AHTY O KER 7 A v B
tyvalBEHRIRLET, IHETEDS
HHIZ1~7CF, Rkn 7 A HlfR%E
LICRETDHE, =2—F 1 AbvD
Telnet 721X SSH & v 3 2% 1 IZHl
REiET,

GE)
BESNT-v A HIRIE., T
a—PIEAsnE Y, lxDa—5
IR DHIRERETDHZ LITTEE
A,

ATvT3

({E#) show running-config all | i
max-login

1
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| AR dEE
nzo—rogsosR [

AU RFERETOVa Y =)
switch(config)# show running-config
all | i max-login

ATw 74| ({£&E) copy running-config FATHORER A . A% — NT v THERRIC
startup-config av—LET,
{5

switch (config) # copy running-config
startup-config

INAT— FDRSDHFIR

A=W RAT — RFOR/NEERREEZHIRCE Ed, ZOMEEZEHTLI L, 22—k
RAT— ROANZHRETAHZI LT, VATLDOEXF 2T o 2L TXFE T,

48 HHIIZ

INAYT — ROFRE OMER 2 AT 5121E, password strength-check =2~ > K& #9425 M5
N ET, NATU—ROEIEZHIB LN, "ATU—FREF = v 7 2H/HET, 2—%
DHIR SN 7= R EOFANICRVWIRT —REANTDHE, 2T —RERINETH, 2—F
T SBERENET, NAUV—FROESZEH L, 2—F 7o MAER I X
INZT BT, NAT—RBEF = v 7 EFGHIL, NATV—ROREIEZHIRT 20N H Y

\iﬁqo
FlE

ATV RFERETIVa Y B#Y

X w 71 | configureterminal Ja—r\ )L a7 4 FX¥al—a
- E—FZBBLES
switch# configure terminal

R 7y 7 2 |[no] userpassphrase {min-length 2= XA T — ROR/NR £ 213K
min-length | max-length max-length} EEERLET, AT — FO/NMEIT
Bl - 4~12TLFITTH 2 emTEES, A

N = ~ =
switch (config) # userpassphrase AY f‘d)ﬁij(f§(i 80 127 3C5+°C
min-length 8 max-length 80 Tfo

ATy 3| ({EE) showuserpassphrase {length| | = — 2T — FOR/NEERKES
max-length | min-length} FrLET,
fl

switch(config) # show userpassphrase
length
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AmAnEE |

ARV RFERETIVa Y

B8

ATvT4

(f£%&) copy running-config
star tup-config
1 -

switch (config) # copy running-config
startup-config

FATHOMEKEZ . AX— N7 v THERRIC
e — Ljﬁjﬁo

A—HLZD/INRAT—K 70
=PI LD —V L AR IR T = RANEZERT D L HIC,

FIRr

T hDA%+2—TILE

AL Y FEBETEET,

ARV RFEERTIVa Y

=)

ATy T

configureterminal

1 -

switch# configure terminal

Ja—)L a7 4 FXal—g
E— NLBABLES,

ATvT2

password prompt username

fl -

switch(config) # password prompt

username

Password prompt username is enabled.

After providing the required options
in the username command, press enter.

User will be prompted for the username]
password and password will be hidden.
Note: Choosing password key in the same|
line while configuring user account,
password will not be hidden.

password &7 = AR
username =~ K& 721X snmp-server
user 2v 2 RNASSn=#%ic, =—
I L TRRAT— RANERO T 7
T RERTTDHEIAAL v FEFELE
To PR AT LI "RAT — R3IER
RZINET, ZOWREET 4 E—T L
T HI2iE, Zoawy Rono Bk
FEHLES,

ATvT3

(f£&) copy running-config
star tup-config
1 -

switch(config) # copy running-config
startup-config

FATH O E, A2 — 7 v THERKIZ
ha to‘_‘ Li‘a—o

RADIUS F 7-(% TACACS+ DHEME DX TE

AA v F ERADIUSETZIITACACS +H—HD U £ — FRAEB L OT WV T 4 v 7 HICK
FETDIAMEI, WEFRTHLIOIFRRICTOBERDHY £, ZhboOSahiz

HAH T DOERIZIE,

radius-server [host] key 33 & Uf tacacs-server [host] key =~ > R & Zh <

MEH L ET, SHA256 v ¥ = 52U, Wb S A 2 rF 9 DI S E

j‘o
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FIE

n—hLAATAYL Ty nsnE=2yv5e5u7 |

AR NFERERTOVa Y

=)

ATy T

configureterminal

1

switch# configure terminal

Jua—n)aryZ7 4 xXal—gy
F—FzfmLET

ATv T2

generatetype7_encrypted_secret
1

switch (config) # generate
type7_encrypted secret
Type-7 (Vigenere) Encryption,

Use this encrypted secret to configure
radius and tacacs shared secret with
key type 7.

Copy complete secret with double
quotes.

Enter plain text secret:
Confirm plain text secret:

Type 7 Encrypted secret is : "fewhg"

F%— %A 77 TRADIUS 721
TACACS+ DA ME LR E L 4, I
HEDANT) % 2 [FESCTRO HivE
T, BEIE, AT 5 EIERRITARD
T W, B fbSioN—Ta oOfik
BNRRINET,

GE)

T L—r T XA N OWEF RO S
N=a U EJIRERLTEBE, 20
e B L SN G ME LR ET D
ZENTEET, ZORRITI,
radius-server [host] key ¥ L O
tacacs-server [host] key Z £l L £ =
v RERITLET,

ATvT3

({£#&) copy running-config
startup-config
il -

switch(config)# copy running-config
startup-config

FITHORERRZ . A — T v THRERKIZ
o —LE9,

O—AJILAA A7 Ao T4 90F=ZARY 58D

)7

CiscoNX-OS T/, Ald, AAAT H O T 4T T IO T 4T 4O —0 vl aEREL T
WET, Zor S ZETE=F VLY T LY TEET,

Procedure

Command or Action

Purpose

&

show accounting log [size | last-index |
start-segnum number | start-time year
month day hh:mm:ss]

THO T 4T aleFRRrLET,
Zoa~<r N, 7740 T
K 250,000 A FDOTHDU T 4T 0
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AAA D%

Command or Action

Purpose

Example:

switch# show accounting log

TNERINET, a~r ROH %
R B85E1%, sizes|BaEMHALET,
FRETE 2%PHIT 0 ~ 250000 /XA kT
T, o, v 7 HHOBE—r U AFE
BRI AR E CE 9, PRt
AT w7 ZAOHPAIX, 1~ 1000000 T
T, ThOrT T al T AN
bDOEEDA T v I AFK DR FR
+2I2i%, last-index ¥ —U — K &{#
LT,

ATy T2

(Optional) clear accounting log [logflash]

Example:

switch# clear aaa accounting log

THI T 4T a7 ONKEZ VT
LE 7, logflash ¥—7U— KiZn s/ 7
TV alRFEEINTWDT I T 4
a7 %77 LET,

AAA % 7E DR

AAA DFRTE]

[ A ForvT BT, ROWT D OEEAITOET,

avy kR

S

show aaa accounting

AAAT BT T 4 v T DERE
EFRRLET,

show aaa authentication [login {ascii-authentication | chap |
error-enable | mschap | mschapv2}]

AAA ity HEE 7/]) /&ﬁzrﬁi&%
FrLET,

show aaa groups

AAA Y — R T —T DHRIEH
FRLET,

show login [failures]

Oy A RTA—RERRFL
F 9, failures4 7> a i3,
K U7e v 74 R TIC B
THEMOAHER I LUET,

Note

clear login failures 2~ > K
3. BUEOESMMNO R 7
AR AE VT LET,
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IV ErL N |

avy kR

S

show login on-failure log

syslog tr— Tk} L CRRAIERRL
Avk—Uhn VT 5 &

INCAA v FRHRE ST

HNERLET,

show login on-successful log

syslog —/MT%f L CRARERY)
Av—VrkusET 5 &
AL v FRRE ST
HINERLET,

show running-config aaa [all]

EfFar T 4 Fal—ay
D AAAREEFRLET,

show running-config all | i max-login

a—H 1 ABHT= 0 O KFER
By valrBERRLET,

show startup-config aaa

AR— T T a7 4¥a
L—3 3 D AAAREZ TR
LFET,

show user passphrase {length | max-length | min-length}

a—Y RRT— RDOfx/NEE
RREZFRRLET,

AAA D E%TE 51

RIZ, AAA R ET HHE R LET,

aaa authentication login default group radius
aaa authentication login console group radius
aaa accounting default group radius

» N O — _ =L =
OO A4 INTGA—=2DERTEH
WIZ, 60FRPLAPIZ 3 [HI 2 7' A BRI L7232 100 P OFHET — RIZAD X 9 I AL v
FHERETHPERLET, ZOWE, v /A4 ORMERLET A,

switch# configure terminal

switch (config)# login block-for 100 attempts 3 within 60

switch (config)# show login

No Quiet-Mode access list has been configured, default ACL will be applied.

Switch is enabled to watch for login Attacks.

If more than 3 login failures occur in 60 seconds or less,

logins will be disabled for 100 seconds.
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Switch presently in Normal-Mode.
Current Watch Window remaining time 45 seconds.
Present login failure count 0.

switch(config)# show login failures
*** No logged failed login attempts with the device.***

LUFIZ, 3t — FACL ORRERI 2R LE T, FFEEH T, myacl © ACL 5 DR A kLS
FTRTOu T A VERPMEGSNET, OB, v /A ORBLRLET,

switch# configure terminal
switch (config)# login block-for 100 attempts 3 within 60
switch(config)# login quiet-mode access-class myacl

switch (config)# show login

Switch is enabled to watch for login Attacks.
If more than 3 login failures occur in 60 seconds or less,
logins will be disabled for 100 seconds.

Switch presently in Quiet-Mode.
Will remain in Quiet-Mode for 98 seconds.
Denying logins from all sources.

switch(config)# show login failures
Information about last 20 login failure's with the device.

Username Line SourceIPAddr Appname TimeStamp

asd /dev/pts/0 171.70.55.158 login Mon Aug 3 18:18:54 2015
qweq /dev/pts/0 171.70.55.158 login Mon Aug 3 18:19:02 2015
qwe /dev/pts/0 171.70.55.158 login Mon Aug 3 18:19:08 2015

> (o) O N EE |
INATD—F 7027 FgEED R TEHI
WOFETIL, username 2> RANZIZ 22— 2T — RASBE RO a7 FEFERL,

WNAT = RPN ANSNRP TG BIIF T T — Ay =V RRT LR A v FE2RET D
TR LET,

switch# configure terminal

switch (config) # password prompt username

Password prompt username is enabled.

After providing the required options in the username command, press enter.

User will be prompted for the username password and password will be hidden.

Note: Choosing password key in the same line while configuring user account, password
will not be hidden.

switch(config)# username userl

Enter password:

Confirm password:

warning: password for user:userl not set. S/he may not be able to login
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ann -y semiEs I

WOFITIL, snmp-server user 2~ > RANJRIC2—F AU — NASERO T v o7 N &E
R, 0%, 2—HFIRRT LT e T FEeRRTDLICAAS v TFERET D HEEZRL
£,

switch# configure terminal

switch (config)# password prompt username

Password prompt username is enabled.

After providing the required options in the username command, press enter.

User will be prompted for the username password and password will be hidden.

Note: Choosing password key in the same line while configuring user account, password
will not be hidden.

N3550-T (config) # snmp-server user userl
Enter auth md5 password (Press Enter to Skip):
Enter auth sha password (Press Enter to Skip):

AAA [ZRE9 % EMNTEER

Z TR, AAA OSFEEIZET A BIMEHRIC OV T L £7,

#n

EEH
BEEIEE T=aTFILERA ML

CiscoNX-OSDZ A& A |CiscoNX-OS 7 A & A A K

1R

R c R
|2

COBEETY R — FINDFHOEREE -1 IETF I NT-EE I F¥A, F2. |—
BEfEOREHED Y R — MIEF SN TV ER A,

MIB MB®D!'Y >y

AAAICEIET AMIB | AR — FENTWD MIB #MEBBIOF v m— R+ 51012, kD
URLIZT 7 EALTLIFEEW,

ftp://ftp.cisco.com/pub/mibs/supportlists/nexus9000/
Nexus9000MIBSupportList.html
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RADIUS DE%7E

Z OE T, Cisco NX-0S T34 A T Remote Access Dial-In User Service (RADIUS) 7’1 k=
NWEBET D PFIAICHOWCHALET,

ZOFEZ, WOBETHERINTWET,

* RADIUS (Z-2VC, on page 41
« RADIUS GRAIEH(ZDOWT (45 *—)
« RADIUS Dii#2Z:AF, on page 46
« RADIUS O E S L FHE (46 X—2)
« RADIUS OF 7 # /) b %E, on page 47
* RADIUS #—/SDFXE, on page 47
« Dynamic Author Server DA 30k F 72 13RI (66 ~—3)
* RADIUS S AIEH DO E (67 ~—)
« RADIUS % & D%, on page 68
* RADIUS §BAI AT DR E DORRGE (68 ~X—)
« RADIUS #—/3DE =% VU 7, on page 69
« RADIUS $— 35 HE#H D 7 U 77, on page 69
« RADIUS D% &4, on page 70
« RADIUS 38 A[ZEH O ERF] (70 2—)
« RADIUS LL Fa'ém“ %1801, on page 70

RADIUS [TDLMT

RADIUS 5327 ZA 7 v N =N VAT AT LHE, RET 7 AN LRY NU—T %
RETEET, VAITOEETIX, RADIUS 7 74 7 > M CiscoNX-0OS 7 /31 A TR L |
FTRCOZ—PFEIEEFRB LR Y FT—7 —E R T 7 & ZHFRBIHEAMN 472+ 90 RADIUS
P RNICRAFERB LT T o7 ¢ TEREEEF LET,
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RADIUS v kT — 7V IRIE

RADIUS I, &EREX2UT 1 Z2HEL L, Hﬁ
AT AMNERN D DS ESE Xy VU8R

RADIUS DEEFE |

)%—Fﬂ Yoxry NU—2 Tk
ETEET,

RADIUS iZ, 778 A X2 VT 4 2 NBELTIROFXy N —7BRECTHEHALET,

* RADIUS Z %7K — h L TV AHEEAS UL —DF v

FNI—27 FARAL R LIeRy FU—

T T ziE, HEARU A —DFRy NU—F FTNA AT, B—O RADIUS P —/X X— 2

DEF2VT 4 T—HN—AEEHTEET,

« " CIZ RADIUS i oo x v h 7 —2, RADIUS %M L 7= Cisco NX-0S 5 /31 A %
Py MU—=ZIZBINTEET, ZOEEIL. AAA V—IBITT 5 & 2RO FIEIC

0 FE9,

VI AT T 4 T RMNER Ry NU—27, RADIUST 7 7 4 > 7%, RADIUS
FOREE 721X RADIUSRE A & (3 ERIZEH TE £9, RADIUST I U7 > 7 ¢ v JH&RE %
ToHE, P—ERDOIBGB IO TRIZ, By va rRIEHLEY Y—2x (FFH., 2
7y b N N E) OBRERTT X EEETEET, A ¥ —Xy M —ERX Fn
NA Z— (ISP) X, RADIUST 7kt R ary bhua—LBIORT IV T4 7HY 7 b=
TO7V = =T REHFEHAL T, ¥Rt xra2) 7 0 BXOE=—XTHHE LT E

R

RAET BT 7 A NEYR— T DRy NT—7,

v hU—2 TRADIUS Y — % 4

HELAAGTGEEAREL, 2a— V77 ry A Ny N T v 7 TEET, 2—H%
ik@fm774wcib CiscoNX-0S 7 /314 A1, BEfFORADIUS VU = —> 3 %

AL TAR— FE2RSICEBRTE 5 LFAFFC,

Y —E R LULE) (SLA) 2T 9

RADIUS ) E{E

Y Y =R RAYEHL TS ESE

— 73 RADIUS Zf#H L T Cisco NX-0OS T34 A~ 74 B LI OIEEZHITT D &

KOTavwANETEINET,

« L=FR, 2P/ EARRT = FOAT RO, AT LET,
« =P ABL OSSN SAY — R, Ry BT —7fH TRADIUS ¥ — NZEfR &

NET,

o 2— L, RADIUS »— B ROWNT DI E 2 ZE LET,

ACCEPT

T—PRFIES N E LT,
REJECT

A—PIRAES T, 2 =P XL EARAT = ROFBANEZROLNDLN, T/ ERAZHLS

nET,
CHALLENGE

RADIUSH— 2L > TTF ¥ LU UVBRRITEINET, Tv Lo Vld, 22— biBEnTr—

ZEELET,

. Cisco Nexus 3550-TNX-0S ') ') — X 10.6(x) EX 2 ') F 1B AA K



| RADIUS DEE
raDius 4—snE=2 1> [

CHANGE PASSWORD
RADIUS Y — "5 —F2,. FF LV RAT — REBINT 2 L9 BERBITINET,

ACCEPT & £ 721X REJECT J&& 1L, EXECF#FR[F /i3y MU —ZFH A I 5B
T NEENTWET, RADIUSE A AT 2121L, £ 3 RADIUSFRGEE 52 T3 B EHS
»H Y F9, ACCEPT £72I1XREJECT X7 v MZEEN D BMNT —F ONFITRD EBY T,

s 2—YNT 7 AAHERY—E A (Telnet, rlogin, F7zlIe—HA LT 7 FT7 2 AKR— |k
(LAT) #fi, "A v b Y —FRA b7tz (PPP) , YITNATIAL L A H—Fy
N 7w h=zv (SLIP) . EXEC Hh—E X722 L)

cRANETNII TAT LV RDOIPVAT KL A, TI7EA VAR, a—%F—F A LT U KR
EDHHLNT A =4

RADIUS H—/\DE=4 1) L4

IS L7 WRADIUS H— 03 % & . AAA ZROWMENBEND Z E0NH Y £, AAAZERD
LR 2 59 B 7201, B RADIUS — "% E=4% U > 7 L, RADIUS % — 33
BT (TT7A47) mEIDEHRIDH LD, CiscoNX-0S 731 ZAEFHETEET, Cisco
NX-0S /34 A%, & %K E 720 RADIUS — %5 v K (dead) &L TC~—2Z L., T v
R RADIUS $—/NZ1F AAA Bk % 255 L EH A, Cisco NX-OS 7 /34 ZTEHIMICT » R
RADIUSH—NREZE=Z V7L, ZNONRINEZRLIZL, TI7A4 7RECRERLET, 20
F=H YT Ta AT, FEEO AAA BRNBEE SILHANIC, RADIUS $— N 23B @ik fe
ThdI LR LET, RADIUS y— "DORENT v REIIT 74 TIEDLD &, 5
Fv hU—ZEE 7o hajl (SNMP) b7 v 7ERK &L, CiscoNX-0S8 7 /34 A2 X - T,
FRENBELLZEZALEDLIZT— AvE—URFRINET,

Figure 1: RADIUS H—/\ DK FE

KDOKNZ, RADIUS — RN =2 Y T OWRELZRLFET,
I

Alive and Process Response from
Application pad used . application remote server
request_ request
v \\‘ No
response
Alive Idle timer Alive and Test > AAA packets ut Dead
e . .
expired testing sent <
Directed |
Test / AAA request
Deadand [ Dead timer expired @
testing g
2

\}

Note 7547 Hh—nRLFy RY—noE=4) U FHERERRY T, ZAbE2—FRRET

XF7, RADIUS r— N E=F U o FE2ETTHIZIE, T A MFEIEE R % RADIUS $—/\[C
EELET,
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RADIUS DEEE |

RUA—EFREH

A U F—xy MERRRIIEZ B2 (ETF) 28, *y N —27 727 & A #—,3L RADIUS
P — RO TD VSA OE D= D HFRAERET HIEMELERR LT ET, IETF 13JEM: 26
ERERALET, RUX =T VSA 2 LT, —#M7e AR S 72 Wil oEEE M2 3
R—FTEEY, YAITORADIUS EIE(T, ZOMRTHR SN DAL HEH LT, 15O
VHEA—EEA T a B R—FLTWET, YRAaDRUF—IDIE9, BAR—hENDHA
T arDORUE— 2 A TE 1 (LRI E cisco-av-pair) T, EIFKOEXDA N) 7T
7T

protocol : attribute separator value *

protocol L, ¥FEDFH [ X A T HFKT I ATDEMTT, separator %, HABIEDOEEIT= (F
) . AT a roREOEAITF (TAX Y RY) TY,

ClscoNX 0S 7 /34 A TOFRIEIC RADIUS*j‘**/\’”d%fH?%)iE'/\ . AR O —FE
AR R & & BT XK 912, RADIUS % —/NIZRADIUS 7' b a)VTCHERLET, 2D
ufFTha%Ii L. VSA TIRESNFET,

WD VSA 7a han 7 a0, CiscoNX-OS V7 U =7 THHR—FENTWET,

Shell
a—Y 77y A NWERERMET D access-accept /N7 v N THEHENS T w R A,
Accounting
accounting-request /X% v N CHEH I D71 h A, EHICAN—ANRNEENTWDIHEE
. ZEHSIH/FTHDLER D Y £,

CiscoNX-OS V7 b7 =7 Tli&, ROBHENYR—FINTWET,

roles
2—YPRBT LT XTOr—LO—ETT, E7 4 —/ NI, AX—ATRELAZw—
N —BRKRLIZA N 7 TF, =& %I, = —3 D network-operator 33 & T
network-admin ® 2 —/L{ZJE L CW DA, {67 1 —/b RliE network-operator network-admin
R0 FT, ZOVTEMEIT Access-Accept 7 L — A D VSA #5541, RADIUS
=L REENET, ZOBMKIET =L e ha VLT TEE T, KIC
Cisco Access Control Server (ACS) THHR— &b u—NEHEOflzRLET,

shell:roles=network-operator network-admin

shell:roles*“network-operator network-admin

KIZ, FreeRADIUS THHR— kb e —V@Etoflzrx L £,

Cisco-AVPair = shell:roles=\network-operator network-admin\

Cisco-AVPair = shell:roles*\network-operator network-admin\
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Note VSA % shell:roles*"network-operator network-admin" = 7213 "shell:roles*\"network-operator
network-admin\"" & L CHEE L7256, ZOVSAITA TV a VEEE LT 7 7% ES
., v 22 FAL AT ZOREEZBE L ET,

accountinginfo
FEHED RADIUS 7 AU T 47 a haViZgEns@t s bicr vy s a7
BREHLET, = @Eﬁ I, AA v F LEORADIUS 7 7 A 7 > kB @D Account-Request
7 L— LD VSAHSY IEEENET, oML ICERTELDIR, THT T 4
N/ }‘311/7 57:&4‘/ k (PDU) 721 T,

RADIUS 2RI ZE([Z DLV T

FRYERADIUS A > —7 = A A[T@H ., X T —=ZIHHE L TODT /3 A b ERPE(E
E, 7 U RREEENTY—ABIRET L7V ETAVTHEA SN ET, CiscoNX-08 V7 K
v T, Py a BT /VTHEM &5 RFC 5176 TESR S 4172 RADIUS Change of Authorization
(CoA) BEXREZVHR—FLTVET, :@—'E:f/l/'f‘ T, BRI — "SRy hT— 7T
Hefot SAUVTZT /8 AFEE S 4L, SMBOFRGE, B, ki@Yﬁ?/T%/ﬁ(Nm)it
RNY = = OB v > g R fEVﬁ‘T 220 £,

Dotlx NERDOBE., Xy FT—0 TNRA A IA—®v T4 r—F2 L L THEEL, Byl av
TEDOHFAF I v COA BUFRL £9,

ROBERPBYR— F ERTVET,
"E//H/ﬁnuu

ey a DT

vl a3 BT

Ty va COFEREZBRMGT 212, BRE. BB, BEXOT AU UT 07 (AAA) H—
I%. Cisco VSA BEL L EDE v v a O ID @M Z G TefERE CoA R A v — T %k
L E 9, Cisco VSA I Cisco:Avpair="subscriber:command=reauthenticate” DOZ=.T9",
WOTFVATE, BUEDOE v v a REBIZE > T, A v E—VITdT 57 3 ZADIGE DRk
0 ET,

« by UMBHE, IEEE 802.1x IZ Ko TRERES LTV 556, 7731 A3 Extensible

Authentication Protocol over LAN (EAPoL) -Requestld X v&— %% — NZEETH 2 &
TISELET,

cHIfE., Bl a U MAC FREENA 232 (MAB) TEEEENTWAESIT. T34 2%
P—NZT 7 AEREZXEL, MIHLEFHRECTHEAIN2 L OLEUID BEEZEL E
j—o

Cisco Nexus 3550-T NX-0S ') ) —Z 106(x) t¥ 2 1) T+ &A1 K |}
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B cavorr

s TNAAW AT REZETLHERICE Yy v a VORIEPTOILTWAEGES, T/3 AL
REAZRKET L, By —F7 A2 HEH LT, Rt D Ko icRES SR
B L £

Ly a DT

CoAEBHRIEER L, AR N AR— FN2ENIZETITE Y > a V2K T LET, CoATGEks:
MTOENRICEST, BELEFRA MO — LT 4 r—% 2AF— |k =L U RNEYELEI N
EFTN, KA DX Y FNU—27~DT 7 v ZAFHIBENER A,

Ty arNRONLRWEEA, 531 A% [Session Context Not Found] =7 — 22— FEk
Z{# ] L C Disconnect-NAK A v —U 2K L £,

Tty a VB RONSTER, ILDORNEHT T —DTDIINAS B v v a VEHIBRTE 2o
73548, T34 A% [Session Context Not Removable| T T — =t— N @ % D Disconnect-NAK
A= ERIRLET,

Ty a VROV STEBE, TR ATy a v ERTLET, By g URERICHIR
b &, T3 A% Disconnect-ACK A v ¥ — %K L E 1,

RADIUS D EINRSEH

RADIUS (1%, WROFHESERH Y £,
*RADIUS = _X—D IPv4 7 RL A F 2T FRA MEREL TS Z L,
« RADIUS — <\ b —%2BE4+5 2 &,

¢ Cisco NX-OS /34 ZAH, AAAYP— DO RADIUS 7 FA4 T hE LTHREENTWS Z
k.

RADIUS D;FEFIH L FIFIFEIH

RADIUS ([ZIZIKDTA KT A4 B LOHIBEELH Y £,
* Cisco NX-08 7 /34 R|TFRE T& 5 RADIUS Y — "D KT 64 T,

e T — )LD Cisco NX-08S T34 A BICERESINLTWA—F T hH oL b2, AAA T—

FoVE—F 2—=F THU N ERILCARIOEA, CiscoNX-0S V7 b7 =7 F, AAA

P—NECRESN TS 2= B — L Tixl, B—h )V a—F Thoyr hOa—H
a—/%xYE—h 2—VIZEHLET,

e A AL NRAT— REYHR— 5D RADIUS 7' u ka2 T,

» Cisco Nexus® 3550-T switches A1 > F L. TACAAS+ |2kt L THDH CLI =2~ K aaa
authentication login ascii-authentication Z %48 — Kk L £ 723, RADIUSI{Z%f L CiZHAR—F L
FH A, 774/ NFRIAETH D PAP A ZNT/2 D K 91T, aaa authentication login

. Cisco Nexus 3550-TNX-0S ') ') — X 10.6(x) EX 2 ') F 1B AA K



| RADIUS DEE

RADIUS O 7+ )L b ERTE .

ascii-authentication A1 v F NI/ > TWNWDH Z L 2R LET, €9 L&, syslog
TT—RNFEREINET,
RADIUS DT 7 # )L FERTE

RDOFRIZ, RADIUS RT XA —=F DT 7 )V bREZ R LET,

Table 7: RADIUS 135 * — 8 DT 7 4 )L FERE

NG A—4 TIAIE

=R OEHE WREET AT T 4 T

T v K XA ~—flE 0%

RS EEE 1

FEE 2 A ~—[HkE 5%

FFEAR— k 1812

THIT 4T Rk 1813

TA RN H A~ —Ri 053

= NOEMHE=F Y T Oa—H4 test

Y= ROEHNET=LV T DAY= F Ak

RADIUS H—/\DXE

Z Z T, Cisco NX-08 534 2T RADIUS Y — &2 ET A FIEAZZHH L ET,

\}

Note

\)

Cisco I0S @ CLIIZIEN TWAIEA. Z OREBED Cisco NX-0S =1~ > RIIHER D Cisco I0S =1~
VRERRDENG DI OIEENNETT,

Note

Cisco Nexus® 3550-T switches A1 »» F 1L, TACAAS+IZxf L TDH CLI =~ > K aaaauthentication
login ascii-authentication Z %7~ — k L 973, RADIUS {2k L TR —hLEHA, 774
JV RRBAET&H 5 PAP AN 72 % X 512, aaaauthentication login ascii-authentication A A F73
Mo TNDZ L ZMBLET, £H L7k, syslog =7 —NERINET,

Cisco Nexus 3550-T NX-0S ') ) —Z 106(x) t¥ 2 1) T+ &A1 K |}
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B reows —omEToex

W 3 O
RADIUS H—/\DZTFETOE R
1. Cisco NX-0S T /34 2 & RADIUS H— L Ok 2 et L3,
2. RADIUS #— 3 RADIUS B X —%2HELF T,

3. MEIZS T T, AAARGESXHIC. RADIUS V—"DH 7+ » b & L CTRADIUS ¥—
N IN—TERELET,

4, PEIISU T, WDOA T2 a DRI A—HEHRELET,
e 7y RZA LRI
o 2—W 17 A LD RADIUS Y— SOFEEDFF Al
XA LT U G
« TCP &~— h
5. (fE&) RADIUS REDEAM DA F—T TR >TWAEBEIE. 777U v 75 LT
RADIUS i#EZ =X v FLET,

Related Topics
RADIUS #— N iR 2 F DOFRE (48 =—)
7' —/3L RADIUS F— D& E (50 2—3)

RADIUS H—/\ /R R FDERE

JE£— F® RADIUS — N2 7 7B A3 521X, RADIUS % — "D P 7 RV AE/ZIEA A b
HERETHVENHY £, KK 64 D RADIUS —"ZHETE £,

)

Note RADIUS ¥ —/"DIPT KL A E72IdAR A M4 % CiscoNX-OS T34 ZCRET D EE, T 74
JL kTl RADIUS %—\[E5F 7 /L k@ RADIUS 3—X 7L —F BN E £ 4, RADIUS
P— %[> RADIUS — N J)—F 12BN+ Z2 &b TEET,

Before you begin

=BT T =N TN =T DA NRN—=L LTREISN TS Z L &R LET,
P—/NSRADIUS N T 7 4 v 7 ZRRET D X ORES N TS Z L 2R L ET,

Cisco NX-OS 7 /31 A3, AAA P — SO RADIUS 7 A7 FE L TRESNTNDHI &,

. Cisco Nexus 3550-TNX-0S ') ') — X 10.6(x) EX 2 ') F 1B AA K
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Procedure

rapius 4— 3z kogE [

Command or Action

Purpose

R w 71 |configureterminal ra—)ary7 4 Xalb— gy
Example: T—FzfnLET
switch# configure terminal
switch (config) #

R w 72 |radius-server host {ipv4-address | | SEEIZE 4 % RADIUS H— 30 IPv4
hostname} 7 RLREIIARR M EEE LET,
Example:
switch (config)# radius-server host
10.10.1.1

R 7 7 3 | (Optional) show radius {pending | B3 72 OICIRBEIREBIC R > TV D
pending-diff} RADIUS #ExF7 LET,
Example:
switch (config)# show radius pending

AT 7 4 | (Optional) radius commit — T — % _R—ZN(ZH D RADIUS D
Example: RELELEZFTa 74 F¥al—ray
switch (config)# radius commit ﬁlﬂﬁfﬁl/EEﬁfo

ATy 75 |exit REET—RFEKRTLET,
Example:
switch (config)# exit
switch#

AT 7 6 | (Optional) show radius-server RADIUS — O EEF R LET,
Example:
switch# show radius-server

AT 77 |(Optional) copy running-config FATH O 2, A2 — T v THERIZ

startup-config

Example:

switch# copy running-config
startup-config

ar'—LET,

Related Topics
R E D RADIUS — NHOF—OEE (51 *X—)

Cisco Nexus 3550-T NX-0S ') ) —Z 106(x) t¥ 2 1) T+ &A1 K |}
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4 0 —/s\)L RADIUS F+—D & 5E

RADIUS DEEFE |

Cisco NX-08 T34 AT 25T TOY—30 RADIUS F— %% T T £9, RADIUS
X — L. Cisco NX-0OS /34 & & TACACS+ — X AR A MBI OEFWET AN A MY

7 ‘(“‘3‘0

Before you begin

J & — h RADIUS #— 30 RADIUS ¥ —DEZ BE L 1,

Y &— h RADIUS #— 32 RADIUS F¥—%#RELE7,

Procedure

Command or Action

Purpose

R Fw 71 |configureterminal

Example:

switch# configure terminal
switch (config) #

Ja—)L a7 4 FXal—rg
T— F&EBHEBLET,

R w72 |radius-server key [0 6] 7] key-value

Example:

switch (config) # radius-server key 0
QsE£fThUkO

J-_"T? RADIUS #— 3] ® RADIUS
F—ZELET, key-value 237 U 7
TXZAREX (0) 2, XA 7 6H5EAb
B (6) 7, XA TR ALIE (7)
MERETEXE T, CiscoNX-0S V7 b
77 Tk, FEfTrar 74 Falb—3
NRGFETDRNCZ VT TH A FOF—
EREELLET, T 740 bRy
U7 7HFARTY, mKT63LFT
7

7 )L b TlX. RADIUS F—(IHRE &
NnNEHE A,

AT w73 exit
Example:

switch (config)# exit
switch#

RET— FafTLET,

R w 7 4 | (Optional) show radius-server

Example:

switch# show radius-server

RADIUS #— OB ELXFE S LET,

Note

RADIUS F—3FEfTa 7 1 F a2 b—
¥oa T b SN TR E
F9, Bk S 7z RADIUS F—% %
KT 521X, show running-config =~
Y REMEMLES,

. Cisco Nexus 3550-TNX-0S ') ') — X 10.6(x) EX 2 ') F 1B AA K
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Command or Action

Purpose

ATvT5

(Optional) copy running-config
startup-config
Example:

switch# copy running-config
startup-config

FITH O Z, A X — T v THERIC
o —LE9,

Related Topics

RADIUS — /R 7L —T DR E

4% F M RADIUS H-—/\

(52 ~~—72)

ADF—DERE

CiscoNX-0S /34 AT, HE D RADIUS V" — "HOF—%RET& £9, RADIUS F—I3,
Cisco NX-0O8 7 /34 A L HE D RADIUS v — L DB CTHAETIMETF AN AN 7T

B

Before you begin

1 DF 721385 D RADIUS — R R A b 2R ELE T,

JE&— K RADIUS —_"DF —DEZBE L F 1,

RADIUS ¥— NI HF—ZFE L E T,

Procedure

Command or Action

Purpose

ATy 1

configureterminal

Example:

switch# configure terminal
switch (config) #

Juaua—\)L a7 4 Xal—g
T— RFEBRLET

ATy T2

radius-server host {ipv4-address |
hostname} key [0 | 6 7] key-value
Example:

switch (config)# radius-server host
10.10.1.1 key O P1lIjUhYg

¥#7E @ RADIUS H— 3H ® RADIUS

X —ZfELET, key-value 287 U T
TX¥ A MER (0) 20, A 7 651k
B (6) M, ZA 7T (7)
MEFEETEZ £, CiscoNX-08 YV 7
U7 Tk, FEfrar 74 Xal—va
NRFT DENZZ VT TH A RDF—
B AL LET, 77+ hoRILs
U7 7F%FARMTT, &RKT63LFT
7

Z @ RADIUS F—» 7 —/ 3L
RADIUS F— Do W IEH S E T,

Cisco Nexus 3550-T NX-0S ') ) —Z 106(x) t¥ 2 1) T+ &A1 K |}
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Command or Action Purpose
AT 73 exit WEE—RFEZETLET,
Example:
switch (config)# exit
switch#
AT 7 4 | (Optional) show radius-server RADIUS — O EEF R LET,
Example: Note
switch# show radius-server RADIUS F—{IFEfTar7 ¥ 2 b —
Va I E LSRR S I
£7, KEkZi7/- RADIUS ¥ —% &
R HIZIE, show running-config =2~
Y REMEHLET,
R 7w 7 5 | (Optional) copy running-config FATH ORI A, AZ— T v THERRIZ
startup-config ar— L%,
Example:
switch# copy running-config
startup-config

Related Topics
RADIUS —/ 3 7R A hDOFRE (48 ~N—)

RADIUS H—/\ 5 )IL—TDHFE

PRI N—T2FEHLT, 1 BERITEEEDO U T— b AAA T — L 5BFEEEETE
Ft, L —TFDANR—FTFT T, RADIUS 7 H F 2 )LIZB L TWAMERH Y T4, HE
L7ZNERRIC e » TH— "R ITENE T,

NGO =N TN =TI DOTHERETEETN, RE LTI NA—TZHNTT HITIE,
AAA P —E R T2 HENH Y £7,
Before you begin

TN—THNOFTXTDOH— 308 RADIUS H—"ThHhH Z L &R LET,

Procedure
Command or Action Purpose
X 71 |configureterminal Sa—L AT 4 e L— g
Example: E— RNEBBLES

switch# configure terminal
switch (config) #

. Cisco Nexus 3550-TNX-0S ') ') — X 10.6(x) EX 2 ') F 1B AA K
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Rabwws 4—3 S L—T 0%z |

Command or Action

Purpose

ATvT2

aaa group server radius group-name

Example:

switch(config)# aaa group server radius|
RadServer
switch (config-radius) #

RADIUS #— Z—T7ZER L, &
?D 2 )—7"D RADIUS ¥ —/ Z)—F
a7 4FXal—yary P T7E—RE
BAtAE L £9, group-name 5|#i%. K
127 LFOEIDOFERTFOAN) 7
T, RXF/NLFENREBEET,

RADIUS #— J)L—F 2 HI&d 512
T, Zoa<vr FoOnoFBREHEHLE
T,

Note
FIZH I NDY AT LERKRT 7 4L b
7 n—=7 (RADIUS) IZHIBECTX ¥4
/UO

ATvT3

server {ipv4-address | hosthame}

Example:

switch (config-radius)# server 10.10.1.1

RADIUS #—/3%_ RADIUS #—/\ 7
N—T DA NR—=L LTHRELET,

EiE L72 RADIUS Y— 33 B0 b 72
WA1E. radiusserver host = K&
FETL., Zoavy REFBRTLET,

ATv74

(Optional) deadtime minutes

Example:

switch (config-radius) # deadtime 30

FT=HV T Ty R AL LEHRELE
T, F7 4L MEIZ04 T, IRETE
HEPHIL 1 ~ 1440 T,

Note

RADIUS — R Z)—7DF v K Z A
AREIRRAY 0 L0 REWHAIEL, ZOfE
DT a—r VT K2 A MEX Y E
anEd,

ATvTh

(Optional) server {ipv4-address | hostname}

Example:

switch (config-radius)# server 10.10.1.1

RADIUS #—/3%_ RADIUS #—/\ 7
N—T DA NR—=L LTRELET,

Tip

FRE L72 RADIUS H— " HLo5n 5 72
WAL, radius-server host =< K
EERALCH—REZHREL, Z0a~
VREL ) EIITLET,

ATvT6

(Optional) use-vrf vrf-name

Example:

switch (config-radius) # use-vrf vrfl

=X T N—T NP — 3 & ORI
6+ % VRF 2HE L £,

Cisco Nexus 3550-T NX-0S ') ) —Z 106(x) t¥ 2 1) T+ &A1 K |}
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RADIUS DEEFE |

Command or Action

Purpose

ATy T17

exit
Example:

switch (config-radius)# exit
switch (config) #

a7 4 Fal— gy ET— REKT
l_/iﬁ‘@

ATvT8

(Optional) show radius-server groups

[group-name]

Example:

switch (config)# show radius-server

groups

RADIUS $— JIIL—T DORE & TR
Lij_o

ATvT9

(Optional) copy running-config
startup-config

Example:

switch (config) # copy running-config

startup-config

FITH O E, A¥— 8T v THERRIC
= EO"— ]\/\i‘g_o

Related Topics

RADIUS 7> F Z A AREORE (64 ~—)

RADIUS H— N\ FIL— D=0 5 O—N\)LFKETA VI —T A4 X

DELTE

RADIUS $— Z)—"F127 7B AT HBRICEHT 5. RADIUS r— R 7L —7HO 7 a—

PNNWRETLA VH—T = A%

FETEXFET, F7/-. BHED RADIUS %— N 7 L— 7 I &

WRAORGETA LV H—T oA ABRETHIELTEET, T 74/ FTlE, CiscoNX-0S V7
oy =7id, SRR LDEA X —T =2 RAEMHFEHLET,

Procedure

Command or Action

Purpose

ATy T

configureterminal

Example:

switch# configure terminal
switch (config)

Ja—)L a7 4 FXal—g
T— F&ERHEBELET

ATy T2

ip radius sour ce-interface interface

Example:

switch(config)# ip radius
source-interface mgmt 0

DT NRA ATHESNTWVBETTO
RADIUS #— JI)L—FH D 7o —
NIIETA LV E—T oA AERHZELE
ﬁ—o

ATvT3

. Cisco Nexus 3550-TNX-0S ') ') — X 10.6(x) EX 2 ') F 1B AA K
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054 LBz 2—FI= & 5 RADIUS H—Dig 2 #T [

Command or Action Purpose
switch (config) # exit
switch#
Z 5 7 4 | (Optional) show radius-server RADIUS Y — RO L EERAE TR LE
Example: Kl

switch# show radius-server

A7 75| (Optional) copy running-config startup | /7 h DRk A, A% — b7 ZRERIC

config A —LET,
Example:

switch# copy running-config
startup-config

Related Topics

A54 2 FIza

RADIUS H#— 7 )L—7DEE (52 _—)

—H (2 & % RADIUS H—/\DIETE Z 55 Al

T 74 KTl i Cisco NX-OS 7 /34 A X7 7 4/ b D AAA FBEH U HAS W TRRREE R %
HRik U E T, FRREERIE(E 58 RADIUS Hr—"—% 2 — W —35E T& % X 9 1T Cisco NX-0S
TNA AEFRET DI, directed-request 77> g VEHNILET, ZOF T arEHY
W2 L72%A. —%—I% username@vrfnamehostname & L Cr /4 > C& £9, Z I T,
hostname (1f 192 VRF, hostnameli% & X 4172 RADIUS $—/X—D 4 i TJ,

)

Note

\}

directed-request 47> =3 VA BT SH & Cisco NX-OS 7 /34 A TIXFRAEIZ RADIUS K72
FEERAL, 7740 boua—a A EFRITER LWL 218k 7,

Note ——fsED T 7 A 0% Telnet v o a VTR HR— RS ET,
Procedure

Command or Action Purpose

X 71 |configureterminal Fa—r\L Ay 4 X al—g
Example: T—FZBBLES
switch# configure terminal
switch (config) #

Z 5w 2 |radius-server directed-request 77 A R — R FRREE R OEE 5
Example: L 72% RADIUS #—_ZFETE 5 &

Cisco Nexus 3550-T NX-0S ') ) —Z 106(x) t¥ 2 1) T+ &A1 K |}
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Command or Action

Purpose

switch(config)# radius-server
directed-request

NTLFET, 74V NTIRESIZ />
TWET,

ATvT3

(Optional) show radius {pending |
pending-diff}

Example:

switch (config)# show radius pending

B9 2 e DICREIREIZ > TV D
RADIUS % Ex#~ LFET,

ATvT4

(Optional) radius commit

Example:

switch (config)# radius commit

— 5 — & _—ZAWNIZH H RADIUS D
BELEFEE T 7 4 X2l — g
WZEA L ET,

ATvTh

exit
Example:

switch (config)# exit
switch#

WEE— FEKTLET,

ATvT6

(Optional) show radius-server
directed-request
Example:

switch# show radius-server
directed-request

directed request DX E A KR LET,

ATy T17

(Optional) copy running-config
startup-config
Example:

switch# copy running-config
startup-config

FATH O A, A ¥ — b7 v THERUC
= to_biﬁ—o

2 0—s\)L 73 RADIUS 315

VrSARKRERZ A LTV FEROKTE

T RTORADIUS r— 2T 5 70— LR R E Y b T A B A4 L7 7 MR 2 5% E
T&EJ, 774/ FTIL, Cisco NX-0S 7 /34 AT v —HVBGEEIC R RIIC, RADIUS H—
NADEFEZIRZETHERITLET, 20U M T4 DREE, — T L ITEHKSFEE THR
TZENTEET, XA L7 7 FEMIZIE, CiscoNX-0OS 7 /34 A7 RADIUS % — 3735 D i
BrfoRMERELE T, TNEREDZLEX A LT TN = TF7—12hDET,

Procedure

Command or Action

Purpose

&

configureterminal

Example:

switch# configure terminal
switch (confiqg) #

Jua—)L a7 4 FXal—g
£ — }“%‘/Fﬂlﬂﬁébij‘o

. Cisco Nexus 3550-TNX-0S ') ') — X 10.6(x) EX 2 ') F 1B AA K
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Command or Action Purpose
R 72 |radius-server retransmit count 4T D RADIUS Y — RO FEE R
Example: AEELET, 774/ FOFEEFREE

11T, #EIL 0~ 5T,

switch (config)# radius-server
retransmit 3

R 7w 7 3 |radius-server timeout seconds RADIUS =/ DE(EZ A L7 7 bl
Example: EIRELET, 774NV NDEA LT T
switch (config)# radius-server timeout| IIMPAIESFTL HPHIL 1 ~ 60 T
10 R
A7 v 7 4| (Optional) show radius {pending | FLAR 9 2 72 DICREIRIBIZ > T D
pending-diff} RADIUS #%7& % #75 L £,
Example:

switch (config)# show radius pending

R Fw 75 | (Optional) radius commit — BT — X2 _R— ZANIZH 5 RADIUS O
Example: RELH L FEFa L T4 Fal—vay
switch(config)# radius commit ﬂ:ﬂﬁ;ﬁ L/§37fo

AT v 76| exit WREE— & T LET,

Example:
switch (config)# exit
switch#

A5 77 |(Optional) show radius-server RADIUS $—"OHREEF R L ET,
Example:
switch# show radius-server

A7 7 8 | (Optional) copy running-config FATH O A, AX— N7 v THERIC
startup-config ar—LET,

Example:

switch# copy running-config
startup-config

H—/NIZx I S RADIUS XY RS AR ER A LTV FREIRDRTE

77 4V hTlE. Cisco NX-OS 7 /34 A F 10— B /LFEFEIZ R RIIZ, RADIUS H—/ S ~D %
ZIRZETHERITLET, 20U T4 DEEIE, = "TEIHRKSEIETHEST I ENT
XFET, CiscoNX-OS T /A AN, XA LT U NTT7—%2EETHA0Z, RADIUS — 3005
DIGEEFHET DX A LT U FERBLRE T £,

Before you begin

1 DE 721385 D RADIUS — R R A b &R ELE T,

Cisco Nexus 3550-T NX-0S ') ) —Z 106(x) t¥ 2 1) T+ &A1 K |}
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Procedure

ks
iy

RADIUS DEXE

Command or Action

Purpose

&

configureterminal

Example:

switch# configure terminal
switch (config) #

Jua—N) a7 4 FXalb— g
T— REMBELET

ATy T2

radius-server host {ipv4-address |
hostname} retransmit count
Example:

switch (config)# radius-server host
serverl retransmit 3

FEE D — NITxkE B R E R R R E
LEY, T 740 MITa— UET
—g—O

Note

¥FE D RADIUS H— N ZHRE L 7- ik
FE%E. +_T?D RADIUS H—3|Z
BE LemEERE L eI ET,

ATvT3

radius-server host {ipv4-address |
hostname} timeout seconds
Example:

switch (config)# radius-server host
serverl timeout 10

FED—OFEEZA LT 7 MilEz
BELET, 7740 NI e —ULE
<7,

Note

¥EE D RADIUS — N ZHRE LT 4 A
AT U MERRIEL, 9XTo® RADIUS
P—NITHRE LA A 2T v FEE X
DS ET,

ATv74

(Optional) show radius {pending |
pending-diff}

Example:

switch(config)# show radius pending

BT 2 72 DIREIREIZ > TV D
RADIUS X E&F L ET,

ATy Th

(Optional) radius commit

Example:

switch (config)# radius commit

— T — & _X—ZANZH D RADIUS O
BELEFELFETa L T4 X2l —Ta
ICHEA L, CFSICLDx—H o— /L%
TEDEATEEERE A F—T M LT D
#1E. RADIUS & & % fif.> Cisco NX-0S
TONA ATEAT L ET,

ATvT6

exit
Example:

switch (config) # exit
switch#

REE— Rz TLET,

ATy T17

(Optional) show radius-server

Example:

. Cisco Nexus 3550-TNX-0S ') ') — X 10.6(x) EX 2 ') F 1B AA K
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| RADIUS DEE

RADIUS H— DT hy o7« v s vRiEREkonE [

Command or Action Purpose

switch# show radius-server

A7y 7 8 | (Optional) copy running-config FATH O E . AZ — b7 v TREKIC
startup-config aE— L%,
Example:

switch# copy running-config
startup-config

Related Topics
RADIUS #—/ 3 7R A FDRRE (48 ~—27)

RADIUS Y —/\DT7 ho T4 VI ELXUVRIBREDERTE

Procedure

RADIUS — %7 h o7 4 V7 EM, EEGRREEMAICERT 20 2EETCEET, 7
74 ETIEL, RADIUS =X T7 H U7 4 7 EBGEOEFIER s nET, £/, 7
T H N hDR— FEDOFEDBET DHHEEIE, RADIUS T AU T 4 7 A ybE—U L3R
Avb—VORERTH D5 UDP R— hESERETH b TEET,

Before you begin

1 DE 721383 D RADIUS — R R A h &R ELET,

Command or Action Purpose
XFw 71 |configureterminal SH—NL Ay T 4 X g
Example: T—FZBBLES

switch# configure terminal
switch (config) #

X 5w F2 |(Optional) radius-server host RADIUS T AU VT 4 T DA vt—
{ipv4-address | hostname} acct-port JICERT A UDP R— F T LE
udp-port 4, 574 /L b UDP R— b i 1813
Example: T, #iPHIT 0 ~ 65535 T,

switch (config)# radius-server host
10.10.1.1 acct-port 2004

X5 w73 |(Optional) radius-server host RADIUS —RETH T 4 I 77
{ipv4-address | hosthame} accounting FIERT 3 - e afsELEST, 7
Example: THNNTIE, ThAOT 407 LR

switch(config)# radius-server host %EODEﬁj?GZ{%fﬁE§%L§i7rO

10.10.1.1 accounting

AT w74 |(Optional) radius-server host RADIUS #3E A v & — 2l UDP 7K —
{ipv4-address | hostname} auth-port NEREEELET. 5740 D UDP
udp-port

Cisco Nexus 3550-T NX-0S ') ) —Z 106(x) t¥ 2 1) T+ &A1 K |}



B reows —oso—sunEmE=4 Y L ORE

RADIUS DEXE

Command or Action

Purpose

Example:

switch(config)# radius-server host
10.10.2.2 auth-port 2005

A— ME 1812 T, #iPHIZ 0 ~ 65535
<d,

ATy TH

(Optional) radius-server host
{ipv4-address | hostname} authentication
Example:

switch(config)# radius-server host
10.10.2.2 authentication

RADIUS ¥ — " Zi8GEIZ %
ZLERELEY, 774 FTIE
TAY T 427 ERAED W STIAEH
SNET,

ATvT6

(Optional) show radius {pending |
pending-diff}

Example:

switch(config)# show radius pending

BEAi 3 B 7= DICREIREIC 22 o TV D
RADIUS %&£ R L FET,

ATy T1

(Optional) radius commit

Example:

switch(config)# radius commit

— T — ¥ _X—ZAWNIZH 5 RADIUS D
RELE>FEfTa L 74 Fal—a
TEHALET,

ATvT8

exit
Example:

switch(config)# exit
switch#

Ut

MEE—RFERKRTLET,

ATv79

(Optional) show radius-server

Example:

switch(config)# show radius-server

RADIUS — DFHTEEF R L FET,

ATy 710

(Optional) copy running-config
startup-config
Example:

switch# copy running-config
startup-config

FITH O E ., AX— 8T v THERL
Wabve—L%E7,

Related Topics

RADIUS H— /R 78 2 F D/E (48 ~=—)

RADIUS —/\D 4/ O—/NILIEEEZ=Z2 ) VT DETE

K — RIZEHBNE T A b RXTFG A— X BRELRLTH, TTO RADIUS Y— A A%
TR YT TEET, TANRTA=FRREINLTORWNT =T, Z7r—23L0 LUL
DNRFTA—=FEFRLTCE=Z I ENET,

. Cisco Nexus 3550-TNX-0S ') ') — X 10.6(x) EX 2 ') F 1B AA K
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B

axX ;&

Procedure

\)

RADIUS H— iy a— LnEsE=4y v rnEE ||

Note

£,

B SR

EENTET AR NG RA—RF, ZTa—rULDT Ak N A—2 L ELEIN

Ta—\)L a7 4 X alb—gr NRNTA—=2IZF, Y—N"THEATI2—TLH LA T—

R, BEXOTA RV 2 A~—REPRDHVET, 74 FL ZA~—IZ
DL HWDOHIHER ZZAE LR » 25 A1,

TEHEMNEIRELET, ZOF 7T a 23 E L TEHI

ARNEFATLIEY TEET,

\}

I%. RADIUS $— "3 &

CiscoNX-OS T34 ANT A b 2%r v h&IEE

=T 2L, 1 EETT

Note

Xy FI—=2Otxa VT 1 2R T 5720

CHbOEMH LN e L7,

\Z. RADIUS 7 — & _— 2 DREAFED = —HF 4 L [d]

\}

Note

TITFNEDT A RV ZA~—fHIE0

BT, TA ]

SJLU A A A E =N 0 G DA

RADIUS r— RO EWH 72 =4 ) U TI3FEITEINFEHA,

Before you begin

RADIUS % A % —

T LET,

Command or Action

Purpose

Z 5w 71 | configureterminal Sa— L Ay T 4 L—g
Example: T—F&BBLES
switch# configure terminal
switch (config) #

R w 72 |radius-server test {idle-time minutes | T a— L — RN =2 Y SO

password password [idle-time minutes] |
username name [passwor d password
[idle-time minutes]]}

Example:

switch (config)# radius-server test
username userl password Ur2Gd2BH
idle-time 3

NRIA—BER/ELET, 774D

a—H L Ltest, T T AN RDONRAT —

Rittest T4, 7A K XA ~—DF

7 A MEZ 053 T, AL 0
~ 1440 43 T,

Note
RMmB#~A®E%%@%:&UV
TEATHIICIE, T4 KV A ~<—

XU K& EAR E#éb%#&@i
R

Cisco Nexus 3550-T NX-0S ') ) —Z 106(x) t¥ 2 1) T+ &A1 K |}



RADIUS DEEE |
B zraousv— s oEgE=4 U T 0RE

Command or Action Purpose
R 7 3 |radius-server deadtime minutes CiscoNX-0S F /54 Z A%, HilEEZ L7
Example: no7-RADIUS V—R%&2F = v 7945

ETORH (5) ZfELET, 77+

switch(config) # radius-server deadtime

5 JV MEIZ 073 TY, AN &iPHIE 0 ~
1440 43T,
AT w74 |exit REET—RFZKRTLET,
Example:
switch (config)# exit
switch#
AT 75 | (Optional) show radius-server RADIUS #— O EEF R LET,
Example:

switch# show radius-server

A7y 76 | (Optional) copy running-config FATH O E . AX— N7 v THERIC
startup-config ar—LET,
Example:

switch# copy running-config
startup-config

Related Topics
% RADIUS #— "DEHE =5V 7 DFRE (62 2—)

% RADIUS H—/\DEEE=2 1) VT DETF

% RADIUS — O AHMZE=F2 Y I/ TEET, a0 T4 Falb—alr "JTA—FT
i, =" THEHTI22—FHZENRRT =R, BLOT A RV A ~—RERBVET, T4
Nv & A <—IZiX, RADIUS H— 3 ED < H WO ERZ 325 L e 7235412 Cisco
NX-OS AA v FNT AR Ry NekGETo0EBELET, 2047V a2 ELTE
Y — "2 T AN LD, 1T T A NERIT LD TEET,

)

Note X 4— SHICRESNIZT AN NFGA—ZL, Fa—LDTF Ak RT 2= LVEREIN

\}

Note =17 ¢ EoFf) D, RADIUST — 4 R—ANOEEFDO 2 —HH LFE LT A b 2—HF4,
ERELIRNZ EEHELET,

. Cisco Nexus 3550-TNX-0S ') ') — X 10.6(x) EX 2 ') F 1B AA K



| RrapiUs ©

BT
% Rabws 4—nE@E=2 U rnEE [
A
Note =7 4L kDT A KL ZA~—fHIZO0HTT, 7A R 055 D84, Cisco NX-OS
?N%xm\mmws%~ﬂ®ﬁ%m&%%&)/&%iﬁbiﬁmo
Before you begin
RADIUS #Hhiz L £,
1 DFE 72138 % D RADIUS r— S R A b &BILET,
Procedure

Command or Action

Purpose

ATy T

configureterminal

Example:

switch# configure terminal
switch (config) #

Ja—nR)L a7 4 X2l — g
T—FEBLET

ATvT2

radius-server host {ipv4-address |
hostname} test {idle-time minutes |
passwor d password [idle-time minutes] |
username name [passwor d password
[idle-time minutes]]}

Example:

switch (config)# radius-server host
10.10.1.1 test username userl password
Ur2Gd2BH idle-time 3

YR E=H Y THONT A =2 %
ERNFEE LET, 7740 hOa2—H
KT test, T 7 AN FOI/RAT — RN
test ©9, 74 KA A ~—DF 7 4L
MEIL03 T AZN72HPAIL 0 ~ 1440
DT,

Note
RMmB#~A®E%%@%:&UV
TEATHIICIE, T4 KV A ~<—

KO R&EREEZ E#éb%#&@i
R

ATvT3

radius-server deadtime minutes

Example:

switch(config) # radius-server deadtime
5

CiscoNX-0OS 7 /3A A5 FiiESZE L
No7=RADIUS r—R%2F v 775
FTCORM (4) ZHEELES, 77+
JV MEIX 03T, ARhefiEIT 1 ~
1440 5y T,

ATv74

exit
Example:

switch (config)# exit
switch#

REE— R T LET,

ATvTh

(Optional) show radius-server

Example:

switch# show radius-server

RADIUS #—ROFREZFR R LE T,

Cisco Nexus 3550-T NX-0S ') ) —Z 106(x) t¥ 2 1) T+ &A1 K |}



RADIUS DEEE |
B roows 7o k51 LERORE

Command or Action Purpose
A7 7 6 | (Optional) copy running-config FATHOMER A, A2 — T v TR
startup-config ar—LET,
Example:
switch# copy running-config
startup-config

Related Topics
RADIUS #—/ X AR A S DORTE (48 X—)
RADIUS =D 7 0 — V7 EWle =2 U T OFRE (60 2—)

- > = SLo
RADIUS T ~ 2 1 LEIfRDEETE
T _RTORADIUS — DT v K XA AfRERECTCETET, 7 v K ¥ A L[RRIZIEL, Cisco
NX-0OS 7 /31 A3, RADIUS H— %7 > RIREETHH EEHEF LToth, O — N7 F7 4
TREBIZRE ST E I D EHRTAT-DICT AN Xy N2 EETAHAECOMEEZIEELE
T, T 74V MEIZ 04T,

\)

Note . N & 1 ARIFEZN05DHE . RADIUS H— N3, JEEEZ RS RWEETH, 7y hE LT
~v— 7 ENFEH A, RADIUS H—R F L —FIZxtT 57 v R 24 AERERETEET,

Procedure
Command or Action Purpose
R 71 | configureterminal Jsa—n)ar7 4 Fal—g
Example: E—FZBBLES,

switch# configure terminal
switch (config) #

R 72 |radius-server deadtime minutes Fo R 2A LBBRERELET, 74
Example: v MEE 0 43T, AR 1 ~
switch(config) # radius-server deadtime 1440‘?}7?7f0

5

A7 v 7 3| (Optional) show radius {pending | FLAi 3 2 72 DICREIRABIC 22 > T D
pending-diff; RADIUS #7& % #1 L4,
Example:
switch (config)# show radius pending

R v 7 4 | (Optional) radius commit — T — & _— 2N H D RADIUS O
Example: RELEHEZETa 74 Fal—ay

(L ET

switch (config)# radius commit

. Cisco Nexus 3550-TNX-0S ') ') — X 10.6(x) EX 2 ') F 1B AA K



| RADIUS DEE
2846 527—roEE |

Command or Action Purpose
AT v 75| exit REE— N T LET,
Example:

switch (config)# exit
switch#

X 7 6 | (Optional) show radius-server RADIUS — OB EEFRLET,
Example:

switch# show radius-server

A7 77 |(Optional) copy running-config FATH O Z, A ¥ — b7 v THERIC
startup-config ar—LET,
Example:

switch# copy running-config
startup-config

Related Topics
RADIUS —/ ZL—T D E (52 X—)

o > =L

DAL LINAT— FKDOHRTE
RSA SecurlD h—27 > B— % fEHT B Z & T, CiscoNX-OS T /XA ZATI LU Z A L INRAT—
K (OTP) #HAKR—hT&FET, ZOMREEFEHTLI L, 2—ViX, BREEE (V¥ A LN

2T —R) LFDOHRETRSA SecurlD h—727 IR REND h—2r 2 a— FROWHFE AT
5 Z LT, Cisco NX-OS T /31 Akt T 2G5 EE EITTE F9,

)

Note (Cisco NX-OS /31 A2 Z A 457D END b—27 v a—RiE, 60T LICET
SNFET, T ABHBICET AREAES 72901, Cisco Secure ACS WERT — & _X— R TFF
ET R D2V HEFEHT L E2HERELET,

Before you begin

Cisco NX-OS /34 AT, RADIUS H— KA ET 74NV DY E— bk v /A ViliEa ik
E]\/\i—éqo

RKDOLDBPA AP ENTNDHZ L 2R LET,
« Cisco Secure Access Control Server (ACS) Version 4.2
* RSA Authentication Manager Version 7.1 (RSA SecurID F— 2 » #—3)
* RSA ACE Agent/Client

Cisco Nexus 3550-T NX-0S ') ) —Z 106(x) t¥ 2 1) T+ &A1 K |}



B reows —RF g —nTL—ToFEHE=SY LY

T BEALINRAT— R iR— T 572DI2,
A phEVUE—}|

S =

N ARAELASR D) F

LOITRET DHENRDH Y £,

1. RSA SecurID h—72 > H— 3E3E% A R —
2. RSA SecurlD h—72 > —RERPA2—YF K o — F—

RADIUS H—/\FE =T H—/

RADIUS H—/ 3% 72

Procedure

=R 7 —

T

RADIUS DEE |

Cisco NX-08S 7 /34 2T (RADIUS ¥—/3 7K
REZITHIMEETH Y F¥ A, 7272 L. Cisco Secure ACS Z 7R D

]\/ij—O
HN—= 2 TEMLET,

N\TIL—TOFEFHE=2)2Y

IR LFETT AN A=V E2FEETEET,

Command or Action Purpose

R w 71 |test aaa server radius {ipv4-address | RADIUS #— NIZTF A F A v —T%
hostname} [vrf vrf-name] username YlE UCA M AR LT,
password
Example:
switch# test aaa server radius
10.10.1.1 userl Ur2Gd2BH

R 7F 2 |test aaa group group-name username RADIUS $r—/N JL—FIZTF A N A >

password

Example:

switch# test aaa group RadGroup user2
As3He3CI

’[Z_‘/%—f%L:u L/TT)EH EE%EEWLA LiTo

Dynamic Author Server D F 1L £ 1= (X ESNE

FIE

ARV KRFERRETY Va3 Y

=)

ATy T

configureterminal

1

switch# configure terminal
switch (config) #

Ja—nR_) a7 4 F¥al— g
E— FEBBLET

ATy T2

aaa server radius dynamic-author

1

switch(config)# aaa server radius
dynamic-author

RADIUS dynamic author server % A Z)Z
LFET, 20z~ RonBRAEFHT
#UiX. RADIUS dynamic author server %
W TE £T,

. Cisco Nexus 3550-TNX-08 'J ') —X 106(x) LX) T4 BRHAA F



| RADIUS DEFE
raowws A zE0%E

RADIUS F2R] ZE DR E

=]
AT RFERIEITFZII Y B8
AT 71 |configureterminal Jua— VR EE— FEBRBLET,
1

switch# configure terminal
switch (config) #

R w 72 |[no] aaa server radius dynamic-author AA T % AAA P —NE L TEHTE L.

Bl SRR Y S 48 & Ol 2 (i L
. . . FT, Zoa<wr FonBAEFHAL
switch(config)# aaa server radius .
dynamic-author T. RADIUSZ A F 2 v 7 A —H—L
BhEfIT HNTes T4 T v N EBEHIZT
TET,
R T 73 |[no] client {ip-address | hostname } AAA =R 7 54T hDIPT KL
[server-key [0 7] string ] AETNIHARA N ERELET, 7
Bl - v a @ server-key ¥ — U — R & string

switch (config-locsvr-da-radius)# client @Ii&{/{fﬁﬁ L ’—7 AT b b

192.168.0.5 server-key ciscol NTCH =R F—2RELET, T4

TR =T HIERT ST, Zo=
~V RO no BRAEMHLET,

GE)

JTGAT vk LrUL T =N F— 23K
ETHE, Tu—rUL LAYV TRES
N —R" = L EXINET,

R T 7 4|[no] port port-number HESNTZRADIUS 7 747> hhvb
i - 7 RADIUS #R % 7 /A ZARZAET 5
switch (config-locsvr-da-radius) # port = I\ %?Efﬁbiﬁ—o N— E%ﬁ@ii"’
3799 65535 TCT%, T 7 A/ FOR— MIRET
WZiZ, Zoa<r Kono BRNEHEHA L
e
Gx)

Nry NAET T4 AIART NOT T
JU b R— K~ 1700 TT,

AT 75 |[no] server-key [0] 7 ] string RADIUS ¥ —% 5 /3A A & RADIUS 7
FAT v hEOMTHEEIND X DI
ELET, P—"F—ZHIRT 511,
Zoawy RO BEXEFHLET,

Cisco Nexus 3550-T NX-0S ') ) —Z 106(x) t¥ 2 1) T+ &A1 K |}



B rrows mEomz

RADIUS

RADIUS

=%
A

X TE D

RADIUS DEEFE |

RADIUS DR EFHRAERTT DI2IE, ROWTNNOIEELZITNET,

avy kR

S

show radius {status| pending | pending-diff}

Cisco Fabric Services @ RADIUS #% & DO lcAi L &

L OFEMEHZ F£om L E T,

show running-config radius [all]

FITaL 7 4 ¥ 2 L— 3 O RADIUS RIE A #

ALET,

show startup-config radius

ABE— KT T a7 4 ¥ o b— 3 ORADIUS
REERTFLET,

show radius-server [hostname | ipv4-address]
[directed-request | groups| sorted |
statistics]

BEFTELDT T D RADIUS — 0D /85 A — X
EFRRLET,

oAl 2 B (DX E DIRELE

RADIUS B A[AE DR EHRE T TRT DI

. RONTNDOIEEELITOET,

avy kR

E[:)

show running-config dot1x

ETar 74 X2l —2 a3 D dotlx BEEFERL
F9,

show running-config aaa

L

FEITar 74 X2 —2 a3 D AA BREEXFRL

£7,

show running-config radius

S ==4

FATAL 7 4 ¥ 2 L— 3 ORADIUSRE & R

LEJ,

show aaa server radius statistics

7 — % LD RADIUS H— et E#R 2 For LE T,

show aaaclient radius statistics {ip address
| hostname }

1 — 7 JVORADIUS 7 7 A 7 > hMaHE#R A T L
F9,

clear aaa server radius statistics

7 — 7LD RADIUS Y — NidtHiEsHa2 27 V7 L
‘a_o

clear aaaclient radius statistics {ip address
| hostname }

o —H/LORADIUS 7 A4 7 v MEeHEREZ 27 VT
Li—g—o

. Cisco Nexus 3550-TNX-0S ') ') — X 10.6(x) EX 2 ') F 1B AA K




| RADIUS DEE

RADIUS H—/\DE=4 1) 4

CiscoNX-08 T34 AMEEEF L TW 5 RADIUS — DT 7 5 4 B 4 1T 5 HEHERE £

=2 LET,

Before you begin

raDius 4—snE=2 1> [

1 DF 721385 D RADIUS — R R A b 2R ELE T,

Procedure

Command or Action

Purpose

ATy T

show radius-server statistics {hostname |
ipv4-address}
Example:

switch# show radius-server statistics
10.10.1.1

RADIUS #itE# AR R L E T,

Related Topics
RADIUS —/ X FR A S DORTE (48 X—)

RADIUS ¥ — N§iatHEHR O 7 UV 7

RADIUS H —/\{f

(69 ~—<2)

HEHRO S U7

CiscoNX-0S T /34 AMEEF L TW5 RADIUS — DT 7 T 4 © T 4 1T D #EHERE F

RLET,

Before you begin

Cisco NX-0OS /34 Z @ RADIUS — & HEL T,

Procedure

Command or Action

Purpose

ATy T

(Optional) show radius-server statistics
{hostname | ipv4-address}
Example:

switch# show radius-server statistics
10.10.1.1

CiscoNX-0S 5 /3 A Z ® RADIUS #—
HattE R E R LET,

ATvT2

clear radius-server statistics {hostname |
ipv4-address}

Example:

RADIUS $— \iatHE®R%E2 27 V7 LE
b@‘o

Cisco Nexus 3550-T NX-0S ') ) —Z 106(x) t¥ 2 1) T+ &A1 K |}
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B reows ozEs

Command or Action Purpose

switch# clear radius-server statistics
10.10.1.1

Related Topics
RADIUS #— N R A N DOFKE (48 <X—2)

RADIUS O &% 7€ 5l

®IZ. RADIUS #ZET HH & R~RLET,

radius-server key 7 "ToIkLhPpG"
radius-server host 10.10.1.1 key 7 "ShMoMhT1" authentication accounting
aaa group server radius RadServer

server 10.10.1.1

J1..|-'-|1
RADIUS 2] £ B D % E
KIZ, RADIUS DFEF AR 2 ES D Tkl Z "L £,
radius-server host 10.77.143.170 key 7 "fewhgl23" authentication accounting

aaa server radius dynamic-author
client 10.77.143.170 vrf management server-key 7 "fewhgl23"

RADIUS (ZB89 41BN

Z ZTiX. RADIUS OFEIEIZET 2 BIMEHRIC OV THREA L E7,

EEEH

ESPEREYS T=aTFILRA ML

Cisco NX-0S 74 B A& E | [CiscoNX-OS 7 A & A A K]

e

VRF =17 4 ¥ =2 L—3 3 | Cisco Nexus® 3550-T . =F % & ~ )L—F ( ' T ORER T A R

e

i
R E

54 K
v

COKRETYR— F SNOHHOBEEE I IEFESINFEEIDH Y £ A, E2,
BFEOEEOY R— FMILESN T ER A,

. Cisco Nexus 3550-TNX-0S ') ') — X 10.6(x) EX 2 ') F 1B AA K



| RADIUS DEFE
RaDIUS (B8 S %emiEsk [}

MIB MB®D')>Y

RADIUS ICBHET A2 MIB | R — FENTWA MIBAZRZBEB LI OF 7o o— 45121k, Kk
DO URLIZT Z7EBALTL &N,

ftp://ftp.cisco.com/pub/mibs/supportlists/nexus9000/
Nexus9000MIBSupportList.html

Cisco Nexus 3550-T NX-0S ') ) —Z 106(x) t¥ 2 1) T+ &A1 K |}
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RADIUS DEEE |
B reows <mv 2 5emiEs
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CHAPTER 5

IP ACL D&% 7E

ZDETIE, CiscoNX-OSTF AL ZDIPT VA arhe—)L XL (ACL) 2BETH)
EIZOWTHBLET,

BRZFEED 72T UE, IPACL X IPv4 O ACL &L 7,
ZOEX, WOBETHEHRKINTWHET,

* ACL IZ-2\T, on page 73

« IP ACL OHI#ZSMF, on page 77

« IP ACL OVEEFH L HilfFHE (77 ~—2)
«IP ACL ®F 7 /b b % iE, on page 79

« IP ACL D&%/, on page 79

« IP ACL D% E DHEFR., on page 85

« IP ACL D& &, on page 85

ATVl N TIN—T DFIE DR, on page 86
o IR7 [H] i PH AR & O g2, on page 86

ACLIZDL\T

ACL Lix, NI 747 D74 NE2 ) U TIERTHIEFFEOL—L 2y RO ETT,
BN—ZIE, Ty ERI— V=BT BT DIT - SR THIER B2 WREOE v 3
EINTWET, T35 AX, HDACL Oy MaEH SN LT 5 &, 203 _T
DV—NDEMTy hEREL, TAMLET, BII—HLIAL—LT, 2O/ K
DI ENDENEGINDDPPRESNET, BT HHORRTFIIEX, 7731 AL ATRE
RIEBRON—NVZEHLET, T30 A, FAsiio Ty y N ZFITL, iSRS
Ny MIkaey 7 LET,

ACLEZMHT DL, Xy NV = BIXORFEDKRA N, RER T 74 v 7RHELL 2
N7 4w biR#ECEET, L AE ACLEZMERA LT, BiEICEX2 ) T oSN
T hT—=InbA X —Fy MZHTTP b7 7 4 v 7 BRAT DO &L TE 4, Fiz,
FEDYA ~OHTTP N7 7 4 w7122 T45Z2 b TEET, ZOEAIE. A D
IP7 RLAMR, IPACLIZHESN TV ANE I DL > THELET,
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IPACLDEE |
B rciossreEm

ACLDZ A T EER

X2l T 4 NI T 49T TA4NEY U TITFTKRDEZA 7D ACL 2T £9,
IPv4 ACL

Cisco Nexus® 3550-T &34 2%, IPVAACL Z IPv4d T 7 4 v 7 FICEMA LT,
IPIZIZROFEIED T 7V r—va Wb £9,
JL—% ACL

LAY3I T T4 DT 4 NE) T
VTY ACL

WRTVHEAT (NTIY) T 740 DT 4 NE )T
A

Note

WDA B —T 2 A AD ACL THRESINTZFZHICESWCAN NI T4 v I BT 4 E2 Y v
T 57D, ATIRY 2 —D I % Cisco Nexus® 3550-T A A v F TR T £ 1,

WE I A HE—T A R

L AYIA—Y Ry hAR=F FrRr A =T =X

« Switch Virtual Interface (SVI)

WDOFEIZ, EXx 2T 4 ACL OBEAFIOMEL R LET,

Table 8: =% 1 ') 7 4 ACLDEF

1 A HYR—rF B —T AR HR—brFTBHACLDE A
Vi

JL— & e VLAN A > ¥ —7 = A4 A « IPv4 ACL

ACL

WHE I L H—T (A

L A¥IA =Ry h A= Frpi 42—
Tz A A

B LA —T (A

ACL DERIER

T AZ, Ry BERWLRT LB, ZONT y NOEENSRAEZRE LET, T35 AR b
T 74w WM T D ACLIZ/RARIZ Lo THRED £9, 7731 AiX Ingress /L — % ACL D
ZEHLET,

Ry M ASVLANNTT Y v o End546., —% ACL ITEA S NEEA,
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r—nizont [

JIL—ILIZDZT

ACLIZEDF Y NU—T "TT7 4w DT 4 NE ) T HEERET DB, MEER, £
B, HIBRT 20 2RO 5008 L— L TT, L—UFFE[Tar7 s Xalb—a rRNICERRSH
£, ACLEZA VX —T A AEHT D0, F703A ¥ —7 = A AT TIZEH ST
AHACLINONLN—NLVEEFETHLE . A28 SN PF T a0 — I EfFar 7 Fal— a3y
WO/L—36 ACL D= U ZAERK L, TIHD ACL =2 MU ZiEH AlE72 /O £ 2 —
JNZEELET, ACLOEREICE > TiE, =XV ACL=> RN DIENENEL b 2
ERBHD FT, R, VA ERETDEXICAT V27 MV —TEFEHLTRY —_—
A ACL 2 FEHT 25/ 8T,

TIRAVARary74¥alb—rayE— RTL— Va2 ERT 521X, permit £ 7213 deny
a< REHEALET, 75 AL, FAL—LNOREL 8§25 vF 7 4 v 7 ZFFA L,
EENL—NVNOEEL—HTDH N T 74 v %2T7my 7 LET, V=T DHDIC T
T4y I B STRT TR O RWEELRET DO F Ty a U REHEMESNTNE

o

ZITE A ERETDORICHEATE LA T v a 20N D0 LET,

sl

IPACLOZ O +a)L

IPVAaTIE, T 7 47 %70 ha L THATEET, BEDOEOTFHEEZ2EL -OIC, —HD
7a b aILRTTRRETEEY, =&z, IPvd TiE, ICMP #4HI CHRE T £,

7a haEF TR CESTHRETEET,
IPv4 TiE, A1 X —Fy b 7o halfEsaRTEH T e halrziEETEET,

BN— T, V=MD N T 7 4 vy 7 DOFETL LA RELE T, FBETDEET
BLOSEIZIE, FFEDORA M, RARDFR Y MU =7 7237 NV—7 HLHVHEE DR A
I TE £

IP ACL DEEEIL—IL

IP ACL IZIIRFBRL— L3 Y 94, BFERL—L T, (T 7 4 F2 b— g VIR ES
NTWEEALR, ACLNDOMMD/L—L L —FH LR WERIZT A AN ST 7 4 v 7 IZ#EHT5
JL— LT,

T_TD IPv4 ACL IZ1E, IROBEBRONL—LBH Y F7,

deny ip any any
ZOEBNL— ML oT, A RFA—HKIP b T 7 1 v 7 ZHFEITHES LET,

OB — NI T, TRA AT, R T 7407 DL ATY2Ay X—ITHRESNTND Y
o ha VB, R T 7 4 v I BREFRITIES LET,
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B zotoonsusr7oay

FRMDT4NR) T ATy

V—r U AES

BMOAT L aw#2EALTEN I 74 v 7 28R TEET, ZNOHDOAT T g d, ACLOX
AP TRARYFET, ROVU R NI, FEAEDBMT A NVE ) T T g BNaE
NTWETR, ITXTEHEL TCWDIDITTIEIH Y A,

« IPv4 ACL IZ1%, ROBMTZ 4 VB V7 T a rPRAEINTOVET,
N B WA= N=V,%
« TCP/UDP A"— k
ICMP # A 7B LV =—F

«IGMP # A 7

TN, AFIN—=NDY—  AFK T ETR— L TWET, ANTTEHTRTONAL— M —r
VATENE DU TONET (=PI LDEV Y TERIIT A AL AEIEID S T) |
=l U ABEICE T, RO ACL BEFENEZ TR 7,
BEDIL—ILOBIZH L LVL—ILZEEMN
= VAR S RIEETHZ LICL 5T, ACL N TOFHL— LR AT 26 E L £
9, ol xE, = vFE S 100 & 110 ORIZEHT LW b— L 2 AT 50BN H 55513,
=l AKT 105 HHT LUV — LIZEI D YT E T,

IL—ILDEIR
V= A B EEA L WGEAIT, V=V EHIRT D012, RO LD ITV— L2k E
ANTHHENRHY £,

switch(config-acl)# no permit tcp 10.0.0.0/8 any

D=0 BED Y — 7 L RABE SO TOWIIE, ka~ v KT TLUL—L a2 IR T
xFE7,

switch (config-acl)# no 101

IL—ILDFE
V= U AZEEFERATIUEL, WU ACL NORBRR DG — IV EBENT 08N’ H D
A, ZON—Dat—k T —r o AFK S TIE LWVMEICHEAL TS, JTD/L—b
ZHIRCE Ed, ZOHEZEY, P70y 7 aHFETIOL— L EaBEITE £ T,

V=l AFZFEERAE TV B AT B E T RLFDNL—LE ACL O EHEITE
ML, EOL—LVOEFONL—LDL—F VAR ELDH 10 KEWEEZEV Y TET, 2
L2 ACLNDEZ DN —NV DY —r o AN 225 T, V= VAR FEEEETITL—
NEBIMUIZSA, T3 AXZOH LWIL— Uy — 7 o A% 235 280 YT ET,
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pEnrenzaga=v i

£ 72, CiscoNX-0S TiX, ACLN/L—ILDY —fr v AR5 HE VY CTEEzS, V—F LA
FeB-OFEY Y TiI., ACLNIZ, 100, 101 DX H|TEEET AL — 4 v AR EDL—ILRH 5

i}ﬁE_lj/\

&, FNHDONL—LORINZ 1 DL EDONV— LV ERATDLE NS D & X\ 2EF]TT,

WmEEEFEREBERI -V b

TCPEELUDP 57 4 v 7 DIPACL/V—/LClE, FBEHE T2 H L T, A— MEEICK
DERNT T4 T HT 4 NE ) T TEET, CiscoNX-0S Tlx. AJIHHTOHriRFHEE
RHHR—FLET,

ZOFNRAL AF, wmHEEE =y b (LOU) &WIH LY RFIC, WETLEFRT L ROMAE
DEEEMLET, FXA 7OHEATIE, ROXHICLOU ZHH L 7,

€q

ot

It

LOU [ZIIsM S E A,
1LOU ZfEH LET,

1LOU ZfEH L £,

range

1LOU ZfEH L £,

IP ACL (213 % Session Manager D4 7R— ~

Session Manager % IP ACL Ok & R — b LCWEd, ZOEZEHT 5 L. ACL Ok
EHRANT, TOMRICHLE L IND ) Y —ARFIHABETHEINE I k&, U Y —RAEFETH
OEFIZ I v NI DRNCHER TE ET,

IP ACL DRIREH

IP ACL DRIRSLMEITRD LBV T,

IPACL DFE

cIPACL ZFRETH=DIZIX,. IPT Ry 7BI07a b a)VIiZBE+ 28N LI T

—a’_‘O

s ACL ZRET AA L Z—T A A XA TIZONTOHBENPLIETT,

FIA L HIFEIR

IP ACL OF% BB T 2 FEEFH L HIFNFRIZRO L BY TT,

* ACL D% EIZIX Session Manager i 425 Z L #HELE L 7, ZOHREIZ L - T, ACL

DOREZEMR L., REZETa L 74 Falb—aitasy LN, FORENL
LT HY Y —ARFHATENE I DEMBRTEET, ZOMIEIE, 1,000 LLEDOL—L
NEENTWD ACL 1% L CHRICHER S E T,
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IPACLDEE |

BB AT R OBEME LI ACL Y P U, RETHFAISNET, 2721

INOOEBET L M) IFAA— R 27 TR VA MRl I8N EH A,

KD —EDACLEFRETEET, £ ACLIE., 1 >OT~VEFHLET, [F LU ACL

DEEDA L F—T 2 A ATRESNDIGE, AT dEFanEd, #2720, &
ACLR—ED=x ") ZE2848. ACLO T LZitFane, 207D FRIT 62
T‘é—o

CBEL. PNy MCHT A ACLAEI/OEY 2 — v ETEITEINET, i, ACL

WL IEL T A N— Ry =7 ZEH L ET, BARICE-TUL, A== RSP EV2—

VTHEENETSINDZ L bV ET, ZOHE. FIEZERONL—ARERESNTND
ACL ZALBET BRI, MPLHENELS RHZenbV 7, BHA LV F—T7 A4 A K
774 7L, BIZA—=R=A_ AP 2=V T EINET, RODT I OWFhmn
BT DIP Xy RV A X3 X —T oA ADLHDEE, ZNHO/7r Yy M A—
RN P T 2= VIELN TR SN ET,

CIPATLalrNHDIPVE Ny b (D IP RNy b~y Z—D 7 4 —)L RiE, %65E
T RLA 74— D)
L— MR EITO) Z LT, VALY M2y ML TA—R=N A P T2 — LT
R 2 BN D D & AR L E 3,
FREMLET,

* VTY ACL BEREIZ T _TD VIY EfREOTRTO T 7 4 v 7 ZHIBR L ET, B D VIY

BIRICERRD N T 7 4 v 7 ORIRERECEEFHA, EO/L—XD ACL L VTY ACL &
LTRECTEET,

«HFIVIYACL (77 b3 REHO VTY BIFRICER S5 IPACL) X, 7 7 A Vg

k7w k2w (TFTP, FTP, SCP. SFTP7z &) MH I VTY ACL N THI/RIJIZEF A & T
WRWIRY . AL v TF N T 7 A NERET T Fa/ Wl oTT7 7 A Ve a b —3 5D %2k
L/\gz—é—o

CREFZDACLEZA VA —T =2 AZWEHTDE, VAT AFZEDOACL LR L, TXC

DT T 47 %FALET,

*ACL B F U 73U AR —F N TWER A,
* DoS WEZ[H 7=, IPvd ACL 7 B — ORI — P EZORKNEICHR SN ET, =

DRIRICEES D L, FrLe ZI3BRFEO 7 n =3 732 TERESEE A,

s LAY 3IOYWEFEITWMEBA X —T oA ATEHI LDV —F ACL A< /LTFF ¥ X K

cNoGT7q4v b~ TF LERA, SVTFXFY AN NT T4l 70y I 3THLERHD
A%, R VIZPACL ZFEH L E7,

s LAVIYHA L F—T A ZABLVSVI TiX, AJJRACL 72 B3R — vk,
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IPACLDT 7+ )L hEEE .

IPACLDT 7+ )L FERTE

WDFEIZ, IPACL XT A—ZDF 7 )V FREEZRLET,

Table 9:IPACL /X5 A — 3 DT 7 4 )L ME

INSA—4H TIAILE

IP ACL F 74/ N TIHIPACLIZFEELEY A,

IPACL > U |1024

ACL L— L T _TOACLICHERO /L — /L EHE SN ET,

IP ACL D% E

IP ACL D1ERK

Procedure

T34 AT IPv4 ACL Z{ER L T, A— A& BT £,

Before you begin

ACL DOF%EIZIX Session Manager #1325 Z & A5 L £9, ZOREREIC L - T, ACL D%
EEWRL, REEZFEITa L T4 Fal—vailaly NTDRNC, TOREDLELTDH
U Y —ZFIRATREN E 2 E iR cE 9, ZOfRRIE, K 1,000 LLEDOL— /L3 E FiT
W2 ACL Tt L THRICAEZI T,

Command or Action Purpose

R w 71 |configureterminal Ja— N E— REBE L ET,
Example: Note
switch# configure terminal ACL ﬁ§ﬁ§j]7iﬁ%/ﬁ\\ TCP %J:U\ UDP
switch (config)# 2R N DI Cisco Nexus® 3550-T

N—FRy =7 TREINET,

AT T2\ kOa~r FeEANLET, ip IP ACL Z{Ef L C, IPACL 2> 7 «
access-list name Fal—varE—RERBLET,
Example: name 51 80% 64 SCFLANTHE L £,

switch(config)# ip access-list acl-01
switch (config-acl) #
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IPACLOZERE

IPACLDEE |

Command or Action Purpose

AT 7 3| [sequence-number] {permit | deny} protocol | 1P ACL Wiz /L— V& 1ERL L £9°, %5
{source-ip-prefix | source-ip-mask} DN— L ENERR T £,
{destination-ip-prefix | destination-ip-mask} sequence-number B1%i21E. 1 ~

4294967295 DEH A FEE L £7,

permit =~ > K& deny =2~ FIZiX,
NI T4 I BT DT oD% L DT
EPRHEINLTHET,

IPv4a7 2782 URANDEE, FETL
B D IPvd V7 4 v 7 AEFRET
TET, UL BRYOERTLE Y B
TOHR—HLET, £/0T, T FLAD
WO E Y MI—T 2 %E 0 & #
R DIPVA T AL RH— K~ A7 &g
ETEET,

AT 74 |(Optional) kKD a~> REANLET, |IPACLOREEZFRRLET,
show ip access-listsname
Example:

switch(config-acl)# show ip
access-lists acl-01

A7 75| (Optional) copy running-config RATH O Z . AF— b T v THERIC
startup-config apr— LT,
Example:

switch (config-acl)# copy running-confid]
startup-config

BETFD IPv4 ACL D/L— L DB EHIBRIZEITTE ETN, BEFEONL— NV EEETHZ LT
XFHA, VoA EEETHITIT., FOL—LAEHIRLTHE, BEEMZ - V—/L %2 BIER
L/iﬁ‘o

BEfF O — NV OIZH LWL — VB EAT DM ERH D55 T, BEOY—7r VAR BFOZEX
R TITTRTEIFEATERNE E1T, resequence =~ > REHH LTy —47 v 2K 5% HE|
DH¥TLET,

Before you begin

ACL DX EIZIL Session Manager #1345 Z L 25 L F 9, ZOMEEEZMEHAT 5L, ACL
DEREETRNT, ZTOREICHKEL IND ) Y —ARFFTRETH LN E I nE, VY —R%
FATar 74 Fab—rarilaliy MYOANCHEE TS £9, ZoMEEE. K 1,000 LA EO
L=V RE FENTNWD ACL TR L TRIZHEZI T,
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Procedure

raccozz [

Command or Action

Purpose

&

configureterminal

Example:

switch# configure terminal
switch (config) #

Jua—N)L a7 4 FXalb— g
E— FEBRBLET,

ATvT2

WDa<wr ReE A LET,
access-list name

ip

Example:

switch (config)# ip access-1list acl-01
switch (config-acl) #

ZETTCHEELIZACLOIPACL =7 4
Xal—gry ET—RFEHBLET,

ATvT3

(Optional) [sequence-number] {permit |
deny} protocol source destination
Example:

switch (config-acl)# 100 permit ip
192.168.2.0/24 any

IP ACL WIZ/— V2B L E£4, o —
U AT EEETHE, ACLND/L—
JAEMMIEZRECEET, V—F A
THEETE LN E, L—LX ACL ©
KEIZBME A ET, sequence-number
FIEITIX, 1~ 4294967295 DFEH & {5
ELET,

permit =~ K& deny =~ > RIZiX,
NT T4 BN DD DI
EPHEINTWET,

ATvT4

(Optional) no {sequence-number | {per mit
| deny} protocol source destination}

Example:
switch(config-acl)# no 80

BELZL—LZIPACL ) SHIBRLE
ﬁ‘o

permit =< > K & deny =~ 2 NI,
NI T 4w 7 T DT oD% DI
EPHESNTNET,

ATy TH

(Optional) ROz~ RE AL LET,
show ip access-listsname
Example:

switch(config-acl)# show ip
access-lists acl-01

IPACL ODFREEF~LET,

ATvT6

(Optional) copy running-config
startup-config
Example:

switch (config-acl)# copy running-config]
startup-config

FITH O E, AX— N7 v THERRIC
a to‘— Li‘a—o
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IPACLAD L —4H VABFDER
IP ACL NDO/L— WA BT R TO—r U AHF S AR TEET,

Before you begin

ACL DX EIZIL Session Manager #1345 Z L 2 H#5E L 9, ZOMEEZMEHT 5L, ACL
DFREETART, TOREICKELINDY V—ARFHAETHDINE Ik, VY —RA%
FTar 74 FXab—rarilaliy MYORNCHRR TS £9, ZoMEEE. K 1,000 LLED
L= RE ENTWD ACL TR L TRICHEI T,

Procedure
Command or Action Purpose
X 71 |configureterminal Sa— L AT 4R e l—g
Example: E— RNEBBLES

switch# configure terminal
switch (config) #

R T 72| resequence {ip | ipv4} access-list name | ACL WIZFEik STV D IL—/LZ v —

starting-sequence-number increment b AF R AT ET, SE LB

Example: = U A E AN D= AT &

switch (config)# resequence access-list] WET, BlEDOK /L —/VITIE, ERID
ip acl-01 100 10 L—L D REWNESDFITHNE

T, HHORRRIL. fEE LIz k-
TWEY £9, starting-sequence-number
Sl & increment 513E, 1~
4294967295 DEILTHRE L £77,

AT w 7 3 | (Optional) show ip access-lists name IPACL OB EEF R LET,
Example:

switch (config)# show ip access-lists
acl-01

Z 5w = 4 | (Optional) copy running-config EITh ok AR, AX— N7 v FRERRIC
startup-config ar—LET,
Example:

switch(config)# copy running-config
startup-config

IP ACL D HlIB%

IP ACL %7 XA AL HIBRTE £97,
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Before you begin

ZDACLNA v A —T 2 ATHA SN TNENE I DEERLET, HIRTE2013, 8
EEH SN TVWHACLTY, ACLZHIFRLTH, ZOACLAEH I WA X —T = A
ADFENTELZ TEE A, T35 AFHIBRS N/ ACL 222 TH D L W7 LET, MAC
ACL BB ENTWDHA ¥ —T7 = A AT I2IL, summary ¥ —7 — R&F5E LT

show ip access-lists 2~ > K& L £7,

Procedure
Command or Action Purpose
A7y 71| configureterminal 7u—r S UERRE— R Bita L £,
Example:

switch# configure terminal
switch (config) #

AT T2\ koa~r FeEAHLET, noip ZAETCHRE L IPACL £t 7 ¢
access-list name Fal—rarbHllRLET,
Example:

switch (config)# no ip access-1list
acl-01

AT 73| (Optional) kD a~> REAHNLET, |IPACL D%EEFRLET, ACLBA
show ip access-listsname summary VH—T oA ACB|XEEXEA SN T
Example: BEEE. A v F—T 2 A AVRFREIN

switch (config)# show ip access-lists Etjfo
acl-01 summary

A5y 7 4 |(Optional) copy running-config FATH O Z . AX— N7 v THERIC
startup-config ar—LET,
Example:

switch (config) # copy running-config
startup-config

JL—% ACL & L T® IP ACL O 3E

IPv4 ACL 1X, RDOZ A T DA H—T x4 AZHHATEET,
B3 A AT 2 A ALY TA v H—T = A A
L AFIA—HF Ry P E—F FYERL AL F—T A R
*VLAN A > —7 = A %

M A LA —T 2 (A

INEDAH—T oA A XA TZHHI N ACL 13— ACL & Rz 3nFE 7,
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Before you begin

AT ACL NFEL, BN L T 747 TANZ VU TRREINTNDE I L%

R L £

Procedure

IPACLDEE |

Command or Action

Purpose

ATy T

configureterminal

Example:

switch# configure terminal
switch (config) #

Ja— T — &R L ET,

ATvT2

ROWTNPDa~y Re AT LET,

« interface ether net slot/port[ . number]

« interface port-channel
channel-number

« interface vlan vlan-id
* interface mgmt port

Example:

switch (config)# interface ethernet 2/3
switch (config-if) #

BELIEA v Z—T oA X XA D=
V74X 2l — gy B— RERBBL
7,

ATvT3

Woa~vr Re AN LET, ip
access-group access-list {in | out}
Example:

switch(config-if)# ip access-group acll
in

IPv4 ACL %, ¥8EHIMDO NT 7 4 v
DLAXIA L HZ—T A AZHHLE
T, K/ —% ACL % 1 DT
xFET,

ATvT4

(Optional) show running-config aclmgr

Example:

switch (config-if)# show running-confid]
aclmgr

ACL DFREEFR T LET,

ATvT5

(Optional) copy running-config
startup-config
Example:

switch (config-if)# copy running-configd]
startup-config

FATH O A, 2 Z— b7 v 7RI
= to“— L/\i‘a—o
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wacL ook I

IP ACL D&% E DR

IP ACL DR EEREZFRT DT, ROWTINDDOIEEEITVET,

av Uk B#

show ip access-lists IPv4 ACL O EEFR L F
TO

show running-config acimgr [all] IP ACL OFRER LOIP ACL

NDEHINDA X —T A
A&EEH T, ACLDEfT=
T4X¥ a2l —va s ERRL
*7.

Note

Zoawr Rk, FErar

T4 ¥ a2l —TgrDa—H
& ACL & LET, all
Fra v EERATHE E
Tarvy74FXal—aro
77 4/ & (CoPP #&iE) &
2—PEEIZE D ACL DOl
DRRINET,

show startup-config aclmgr [all] ACL DAZ— T v a3
T4 X2l —T g EFRRL
*7,

Note
Zoawry RiE, AX—]
Tyl arz74¥al—a
YO —PEEACLEFRRL
*9, alA 7 a EHHT
HE, AE— T v THERRD
T 7 F )k Ea—P—ERIC
X DHACLOM G NF RS INE
7T

IP ACL 0D % %€ 5

acl-01 L WO AHTDIPVAACL #1E L, “NEFR—FACLL LTA—Y Xy b A F—T=
ARl (LAF¥2A 2 —Tx2AR) ICEATAEERLET,

ip access-list acl-01
permit ip 192.168.2.0/24 any
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interface ethernet 2/1
ip port access-group acl-01 in

RIZ, single-source & VD A HITD VIY ACL Z#1ERk L. £i& VTIY [E#E EOATIP FF 7 4
Ikt L CHEHAT 202" LET, 2O ACLIE, @iHT 5T XTOTCP T 7 1 v 7 ZFFA]
L. TOMDTSTDOIP b T 74 v 7 &2 Fuy 7 LET,
ip access-list single-source

permit tcp 192.168.7.5/24 any

exit

line vty

ip access-class single-source in
show ip access-lists

IO M IIN—TDHRFEDIESR

3TV N TN—TOREEFEREFRT DHIZIE, KOWThOa<wr REERALET,

avUR BHr

show object-group FT e N ITN—TOREEF R LET,

show {ip } access-listsname [expanded] | ACLZ% & DILIEF HE R A FHR L E T,

show running-config aclmgr T N IN—TEEH T, ACL DERTEZFHR
L\ijﬂo

Fey 2] 8 B 2% TE D 7 22

R EIH OB EF WA R R T HI121E, ROWTNIDOIEEEZITNET,

= N =Sl

show time-range IPRIHEH OB E L RN LET,

show running-configaclmgr | 4~~-C OIFEHIFH A & C. ACLORELZ R T L ET,
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=6~
=% =R

SSH £ & U Telnet DERTE

ZDOETIE, CiscoNX-OS T4 AL TEXx=T =L (SSH) 7ua k2B L Telnet % 7%
ETDFMECHOWTHRALET,

ZOFEZ, WOBETHERINTWET,

* SSH 35 &L OF Telnet (22U T, on page 87

* SSH 5 L O® Telnet D #2544, on page 89

* SSH & Telnet DVEFHIH & HlFIHIEH (89 ~—2)

* SSH 35 X O Telnet D7 7 4 /L k% JE, on page 90

* SSH DFEXE , on page 90

* Telnet DFXFE, on page 108

» SSH 3 J. OF Telnet D% € DFERR, on page 109

* SSH D&% &, on page 110

* SSH D/8A T — RARE/R T 7 A )b 2 B — D% EH, on page 111
* X.509v3 FEBIE R — 2 D SSH FBFEDRER] (113 ~—)
* SSH 35 K O* Telnet |2 B9~ % 801 ¥, on page 113

SSH B KLU Telnet [TDLVT

Z 2Tk, SSH B XU Telnet 12 2WTHRH L £,

SSH H—/\—

SSHY—ZHifd5L, SSHZ 7147 2 M CiscoNX-OS T 314 2L DO TE X 27 RiEE
b &N T- Bk 2 M. C& £9, SSHITM LK 5L &2 i L CREREA 1TV E 9, Cisco NX-0S
7 R U =7 ®SSH Y— 3%, TIRO— 172 SSH 7 74 7> h EAREERNTE T,

SSH 73R — b9 2% = —P3REE A B = X AIZ1%. Remote Authentication Dial-In User Service
(RADIUS) . TACACS+. LDAP, BXO o —h WIS NT-a—P4 &2 T — R &
L7-FEREnH Y £97,

Cisco Nexus 3550-T NX-0S ') ) —Z 106(x) t¥ 2 1) T+ &A1 K |}



SSH & & U Telnet DEEFE |
B sshosc70n

SSHUV 5472k

SSH 7 A 7> M, SSH 7' b 2 /)L CTEHl L7 A AFEGRER L O B{b 2 #2327 7V
r—3 3 C9, CiscoNX-OS /34 X, SSHZ 74 7 b &AL T, %o Cisco NX-0S
TNA AFE 2L SSH Y — OB T~ D DT /31 2 & O THE b S = 2 a7 Bt & e T
TEET, TR, B bEInh/=T v by FERE2FEBLET, RIS bic X
D, SSHZ ZA4 7 ME, X2V 7 RSN TVWRVWRYy NU—7 ECHEX 27 RlE

FEHTEET,
CiscoNX-OS V7 v =7 D SSH 7 A4 7 > MM, EEDH D VELFEHO SSH 3— R L8R L
TEMELET,

SSH H—/\ +—

SSH CTi&, CiscoNX-08S & Dt F 27 RBEEITH O — "N F—RHNETF, SSHH—
X—lI. ROSSH AT g A TEET,

* Rivest, Shamir, and Adelman (RSA) AR —HF 5k Z M L7= SSH =Y 9 2

« Digital System Algrorithm (DSA) #ZffiH L7z SSH /N— =2 2
SSH #—E 2% A X —7 VT DN, W= 9 0D SSH Y — F— X7 ZHE L T
K&, HHAFOSSHZ AT b RX=Y 3 NS0T, SSHY =R F— 724K LE

T, SSHY—EATiE, SSH A=V 3 V2RSS THUTO2EBY OF— X7 2fFHTEFE
7,

edsaA 7 g T, SSHAA—Y g2 7Fa ha/LHODSA ¥— X7 Z/Ek L £,

ersad i a Tk, SSHA—V a2 7Fu ha)LHO RSA F— T EER LET,

F 7 4L FTliE, CiscoNX-0S V7 h7 =712 1024 £ D RSA F—%4E L E7,

SSH 13, RORF—Xz ¥R —FLET,
* OpenSSH

« [ETF SSH (SECSH)

* Privacy-Enhanced Mail (PEM) /AR —iEHHE

A

Caution SSH % —% 9~ THIRT DL, SSH I —EAEBBTE £ A,

N ~-9 )anﬂﬂié1ﬁm L,T_ SSH u..\I:IIE

CiSCONX—OS 3‘:‘/§/]’ A f@ SSH [ uiETLj: _J—X ]\ Aty uﬂz)ﬂ X509 ’?‘\/5’/1/511559%%%‘3‘71{*— ]\ L
TWET, X509 F X NVEAEHET., A vbe—OHprE A2 R+ 57— & EHA T7,
IR ERBEDOTEHDORE L ENTZF—DNEENTWET, £/, BREEOTAT
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| SSH & & U Telnet 3%

Telnet H—/\

SSH B LU

Telnet H-—/\ .

T AT 4 BT A2 1Q%E\T%%)nuu G (CA) IZXoTBLAINTWVET, X.509 7 2 ¥
JVFERAED YR — M & @ FRREIZ DSA (lf RSA ODWT 0O T /Iy XAz H L F9,

AEBED A 7 T A 8T 7 F ¥ Tlid, SecureSocketLayer (SSL) IZxfi L., BEX=UT 1 1
TIANT IV F XL Tr ) —F 70Tl AZ 8 U TR S D AEENMEH S L E
7, RERAEN kﬁﬁf% HCADNTNNTREINTIY, Fhic Iz MRA Nz L
TWARITHIE, FEEORGETRII L E T,

X.509 FERE & F H 3% SSHRREA \—7‘/\/(7\%_’ Hﬂ;(%iﬁ‘o AEIZ R L= INA
T—RDADBRO HIET,

Telnet 7’ &2 b I /LiE, RA N EDTCP/IP Rt a ML LE T, Telnet i3T5, HBV Ak
Da—=YFRHOH A ~hDOv s A v P—s3E TCP A ML L, F—A bua—72 &7 31 AR
TRV T&xFEJ, Telnetld, VE—FTNA AT RLALLTIPT RLARAEIEIRAA
YHDNT NI EZITANET,

7 )L TliL, Telnet B-— 328 Cisco NX-0S T /34 2 L TCF 4 B—T 2> TWET,

Telnet D HIIE S

LAY3IALH—T A ALETIP, mgmt0 A >V F—T A ALETT U MUK, E72034 —
PRy b A F—T 2 A ALETA VN RERELTWAZ L 2R LET,

SSH & Telnet ;X EEI1E & FIFIE1E

SSH LK ¥ Telnet (2B 3 B EEFH & FHIIKRD LB TT,
¢ CiscoNX-0S V7 b7 =7 1%, SSH X— 3 2 (SSHv2) &Y AR —FLTWET,

s nofeaturessh feature 2~ > R&EMEHTLHE, R—F21FET 4 B—T IR FHA,
A= R 22 FFICA—T T, TRTOEFINIEREZIELRTHHESL—ART v a S
nET,

* Poodle DEFHMEIC LV . SSLv3 IEHAR— h Sz L7,
«IPSG (X, KO LD TIFYHR—FENEHA,
* Cisco Nexus® 3550-T A A » FDEA% D 6 {HD 40 Gb #FEAR— k
* Cisco Nexus® 3550-T A4 v FDFTXTD 40 Gb YEFR— b
« X.509 FEMEAEH 95 SSHEBREHIC 7 /3 AZRETE £ T, @Rkl ki L=5
INAT = ROANBRDBIET,
« SFTP ¥ — SHERETIE. 1@ @ SFTP @ chown 3 X Uchgrp =2~ R&¥ITL £,

Cisco Nexus 3550-T NX-0S ') ) —Z 106(x) t¥ 2 1) T+ &A1 K |}



SSH & & U Telnet DEEFE |
B sst 65U Tehneto 7740 FEE

o SFTP " — "B FNZ 72 > TWA AL, admin =2 —V 721323 SETP 2 L TF 31 RIT
T EATEET,

*SSHNRXRATU—RLRATZ77A)Lab—%2HKWE LTAAA T 2 kL (RADIUSX° TACACS+
72E) LT E— FEIEENT2—F TH T v MIA R — bk &37- SSH AR % —
B —IT, R CLROa—h/L a2—F T ho 2 hTRWRY . Nexus T /3A AR
n— RKEnsd RSN EFA, VE—b 2—F 7TH T ME, SSHF—NA B — |
SNDANZT NA ATHEINET,

*SSHD X A L7 7 MEEMIX, tac-pac DA LV b RS THLENRH Y 9, £ 95 TR
VW& VSH 2 7|2 %VSHD-2-VSHD SYSLOG EOL ERR =7 —MNitfkIns Z &R H Y
F9, BAEIZIX, tac-pac £ 721L showtech ZNEET HEIIC 0 (MER) ([ZREL E T,

N\

GE)  CiscolOS @ CLIIZENTWAEA., Z DHEFED Cisco NX-0S =~ > RIZHEk D CiscoI0S =2+
VRERLRDENHDIDEFEEDMLETT,

SSHE LU Telnet DT 7 4 )L FERTE

WDFEIZ, SSHEB LW Telnet XT7 A =X DF 7 )V FiRTEERLET,

Table 10: 7 7+ JL b SSHH & U Telnet /185 A — 4

NS A—%H T4k

SSH H—3 A RX—=T )V

SSH H#—/\ & — 1024 € hTABR I N7 RSA ¥ —
RSA & —4p v Mk 1024

Telnet H—3 sl

Telnet N — FF 5 23

SSH &2 7' A D Kt Tlal%k | 3

SCP #— T 4—=T N

SFTP #— b

SSH @

Mg
FI}

Z Z T, SSH O EHIEICHOW T L E T,

[ Cisco Nexus 3550-TNX-0S ') ') —Z 106(x) ¥ 2 7« #RHA K



| SSH & & U Telnet 3%
ssH—s x—nEit ]

SSHH—/\ F—D ARk

X2 )T A EIHCHESOTSSHY — A ¥ =2 AR TEET, 7744 o) SSH ¥ —/3 F—
I, 1024 £y P THERRESND RSA F—TT,

Procedure
Command or Action Purpose
R 71 |configureterminal Ja—r\L Ay 7 4 Fal—g
Example: T—FZBBLES,

switch# configure terminal
switch (config) #

R v 72 |nofeaturessh SSH % iz L ¥ 9,

Example:

switch (config)# no feature ssh

R T v 73 |feature ssh SSH # Bz LET,
Example:

switch(config)# feature ssh

2Ty 74 |exit Ja—)L a7 4 ¥al—T gy
Example: T RERTLET,
switch (config)# exit
switch#

AT 75 |(Optional) show ssh key [dsa|rsal]|] SSH H— " F—a R LET,

Example:
switch# show ssh key

A7 7 6 | (Optional) copy running-config FATH O A, AZ— b7 v THERRIC
startup-config ar—LET,
Example:

switch# copy running-config
startup-config

A—H T7Hho U FFASSH AT —DIETE

SSHABF—%FRETHE, WAV REZEREINDZERL, SSHZ FA4 T bEMFEHLT
a7 A4 TEET, SSHART—IZ, ROWTNUOEXNTHRETEET,

* OpenSSH &3

« Internet Engineering Task Force (IETF) SECSH fZ={

Cisco Nexus 3550-T NX-0S ') ) —Z 106(x) t¥ 2 1) T+ &A1 K |}



B eresecsH fotic & B SSHaABE—0EE

IETF SECSH 2= 1= & % SSH AR F*—NDiEE
a—¥ 7 H v FAIC IETF SECSH JER T SSH A ¥ — &5 E T& £,

Before you begin

IETF SCHSH /B SSH AR —Z{FR L £,

Procedure

SSH & & U Telnet DR E

Command or Action

Purpose

ATy T

copy server-file bootflash:filename

Example:

switch# copy
tftp://10.10.1.1/secsh file.pub
bootflash:secsh file.pub

H— 39025 IETF SECSH 200D SSH & —
B 77 ANETT L a— RLET,
#— 3L FTP, Secure Copy (SCP) .
Secure FTP (SFTP) . F72IL TFTP O\
TN EEHTEET,

ATy T2

configureterminal

Example:

switch# configure terminal
switch (config) #

Ja—)L a7 4 Falb—g v
ET— RZEHBLET

ATvT3

username username sshkey file
bootflash:filename
Example:

switch (config) # username Userl sshkey
file bootflash:secsh file.pub

IETF SECSH JZ=0D SSH AR % — 2 3% &
Lij_o

ATvT4

exit
Example:

switch (config)# exit
switch#

Ja—)L a7 4 Falb—g v
£ F%%@T Lij«o

ATvT5

(Optional) show user-account

Example:

switch# show user-account

2= THT L FOREEF I LET,

ATvT6

(Optional) copy running-config
startup-config
Example:

switch# copy running-config
startup-config

FATH O AR, AX— b7 v TRERRIC
ar'—LET,

OpenSSH iz =X SSH ABIF—DiIETE
2—H 7 H 2 M OpenSSH IR SSH ABF — % EETE £,
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Before you begin

OpenSSH £ SSH AR —Z 1Bk L £ 7,

Procedure

ssh oo 4 vtirosxEungE [

Command or Action

Purpose

ATy T

configureterminal

Example:

switch# configure terminal
switch (config) #

Ja—)L a7 4 F¥Falb—g v
E—RFZBBLET

ATvT2

username username sshkey ssh-key

Example:

switch (config) # username Userl sshkey
ssh-rsa

EAENECly R R ARATERy 1 96 7] G XKV A |
OB K I/ . T D/ A oS A O VEREY/ G N BoRif 0461
XNAGATIB AV MO QY SH 1 HIUD ARy zA FRSSATIOL <8

OpenSSH JEU0 SSH ABH & —Z 5% & L
i‘a‘o

ATvT3

exit
Example:

switch (config)# exit
switch#

Ja—)L a7 4 Falb—g v
t— F%%@T Li—g«o

ATv74

(Optional) show user-account

Example:

switch# show user-account

A=Y TH T FOREEF I LET,

ATy TH

(Optional) copy running-config
startup-config
Example:

switch# copy running-config
startup-config

FATH O Z . AX— N T v THERRIC
ar—LET,

N ~ E [+ — sle E I_l_I
SSHOJ A4 VA ITOKBIHDEETE
SSH e 7' A ViRITORKEEREZFRETEET, FrAiSndZRITORKEEELBELD L, B
TarynuirEanEd,
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\)

SSH & & U Telnet DEEFE |

Note aJA \/gﬁﬁi’@é\%'ﬁl;ﬁa:% N e TN uﬁaﬂif\““xo)nuuﬁ BLONRAY— RFX—2x
DORBFEEFEH LIZFATHREENE T, 4 RX—T SN TV DEEX, AFF—# .&75\{55‘1‘: S
NET, FEHESN—R L NRRAT — R RX—=2DRGEIE T NA F—T T ézhfb\éia/\
ERX—ZORFENBIEEINET, ZNHLTXTOHET, v r A /uiVTO)EQﬁEé%Lt%I%%i
DL, WEERMEES AR LI Z L 2R T A v E—URERINET,

Procedure
Command or Action Purpose

R w 71 |configureterminal Jua—N\)aryZ 4 Xal— g
Example: ET—FZBBLES,
switch# configure terminal
switch (config) #

R T 7 2 | sshlogin-attempts number 2—HNRSSHE v ar~Da s A
Example: AT CE ORREEBEZRELET, =
switch (config)# ssh login-attempts 5 574)’/ﬁt{T0)7A:7j</D]\ODHij([jéﬁ\iS

TY, HOHFPHIL 1~ 10 TY

Note

Zoa~vy FonoBRXEHHT 5 &
VUHiO = 7 A AT OEDHIER S,
17 A RATORKEEDNT 7 4 v b
ED3ITHRESNET,

23w 73 | (Optional) show running-config security | SSH & /1 2 37 0& 1 S h 7= kel
al K dor LET,
Example:
switch (config)# show running-config
security all

R T v 7 4| (Optional) copy running-config (EE) FATHER A A % — b T T HERL
startup-config car—LET,
Example:
switch (config)# copy running-config
startup-config

SSHt v 3 DA

Cisco NX-OS T34 A5 IPvd i L TSSHE Yy g v 2B L, UE—R T34/ 2 &8

feLEJ,

. Cisco Nexus 3550-TNX-0S ') ') — X 10.6(x) EX 2 ') F 1B AA K



| SSH & & U Telnet 3%

Procedure

Before you begin

UE—bF TAAL ADKRR MERGL, BERL, VE—F TS 202 —F4 b5 L E

B

VE—h T4 2D SSH V—"ZHMMZLET,

J—rE—rronssHty o [

Command or Action

Purpose

ATy T

ssh [username@]{ipv4-address | hostname}
[vrf vrf-name]

Example:
switch# ssh 10.10.1.1

PvAZFHLTYE—F FAL 2D
SSHIPV4 v a v & IELET,

J—hrE—FHDSSHEvY L 3 VDA

SSHtEv¥a ix, VE—bF 73 RZEHET 5 Cisco NX-OS 734 ADT— K T— KD
Bt CTE 9,

Procedure

Before you begin

UE—F FALADRA M ETIGF L, LERS, UE— |k FAL AO2— P4 B RGLE

—;«O

JE—h T80 2D SSH +—_Z A LET,

Command or Action

Purpose

R Fw 71| ssh [username@]hostname JE—h FAL A~DSSHE v g
Examp'e: %\ CiscoNX-0OS 5:“/{/‘) X@j‘—‘ }\ £ —
switch (boot)# ssh userl1@10.10.1.1 f$ﬁ)2)fﬁﬁil/§i7fo

AT v J2|exit T—hE—REKTLET,

Example:
switch (boot)# exit
R T w 7 3 |copy scp://[username@]hostname/filepath |+ =7 =2 v — 7= k2, (SCP) %

directory

Example:

switch# copy
scp://userl1@10.10.1.1/users abc

EA LT, 77 A /L% Cisco NX-OS 7
NA B YFE— b FAL AT —
L/i—a—o
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SSH & & U Telnet DFE |
B sstosxo—EnRELT7 L aE—0RE

SSHDNNRT—FRRELZT74)L AE—DEKRTE

CiscoNX-0S 77341 A )25 Secure Copy (SCP) #—/3F 721X Secure FTP (SFTP) #—/N(Z, /¢
AT —=RRLTCT7ANEAC—FT LI ENTEET, TNEITIITIEL, SSHIZ K HFRFEH D
ABIF— L RVE X — TR SN D RSA 2L DSA DT A T2 T 4 T 4 ZARRT D LERH Y

*7,
Procedure
Command or Action Purpose
AT w 71 | configureterminal JTa— )L a7 4 Xz l—3a
Example: F—RFEBBLET

switch# configure terminal
switch (confiqg) #

ZFw 7 2 | [no] usernameusername keypair generate| SSH O/AB % — & FiE % — 2 Ak L.

{rsa [bits [force]] | dsa [for ce]} $7E L= 22— 0 Cisco NX-08 7 /54

Example: ADH—AL T 4 L7 M

switch (config) # username userl keypair (SHOME/.ssh) (Z#&#1 L £, Cisco

generate rsa 2048 force NX-08S F /34 2T, ZhbDx—%
EHLTYE—F =D SSH #—
LBfELET,

bits B1%%I1%. F—DAERKICHEHT S
vy MEERELET, AR
768 ~ 2048 T9, T 7 AL Ml 1024
<7,

M OXx— % E &z 58451%, force
F—U—REHEHLET, forceF—U—
RZHWE L7=%E . SSH ¥ —24 Tl
7 L CWOUE, SSH F—i3AEmk S

A,
R T 73| (Optional) show username username RELL2—VORAF—2FKRLE
keypair +,
Example: Note

switch (config)# show username userl X274 FOBEHENS, Z0aw
keypair v R THEX—IIFEREINEEA,

AT w 7 4 | Required: username username keypair Cisco NX-OS T34 ADHE—AL 5 4 L

export {bootflash:filename | JRUMD, EBELET— T 5y
volatile:filename} {rsa|dsa} [force] F Ly N EE T LS R Y
Example: W2, NEF—L B —% T AKR—

switch (config) # username userl keypair Li‘a_o
export bootflash:key rsa rsa

. Cisco Nexus 3550-TNX-0S ') ') — X 10.6(x) EX 2 ') F 1B AA K
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SSHD /{2 7— kR EL 774 L at—oBE [

Command or Action Purpose

BEfFOX—%E X2 5551%, force
F—U—REEHLET, forceﬂE 7 —
RZ280 L7236, SSH F—MN9 TiZ
FAELTOUE, SSHEF —(F= 7 AR —
MENERFA,

AR LIZX— T 2T AR— 5
L&, WEX—ZIES LT /AT L—
REASITBHE TR LNET, FbE
—X BELEZ7AvEL T R
A—F S, ABFF—IZ, L7740
AT pub JLIEF AT T/ AR — |
INET, ZNT, ZOF— T %
FE D CiscoNX-0S 7 /34 Az B— L,
SCP ¥ 721X SFTP #fEH L CTH— 3D
R—ALT 47 FUVIZARF— 774
b (*pub) ZabE—T&E5HXHITRD
7,

Note

X VT4 FOoHENS, Zoaw
vRiIEZe— L ar 7 4 Xal—
gy = RTLOETTEEE A,

Z 7w 75 |Required: usernameusername keypair | #5E L7=7— 7T v a T4 LYk

import {bootflash:filename | UEIT—BEF 0 L2 MU, Cisco
volatile:filename} {rsa|dsa} [force] NX-0S T34 ZADF—L F 417 kY
Example: 2, =7 AR— b LIZABRF— &

switch (config) # username userl keypair jfb‘%f/f >/ﬂ€“_ F LzEE’?}

import bootflash:key rsa rsa

BEFEO X —4%E &z 25613, force
F—U—REHFEHLET, forcex—U—
RZ80E L7256, SSH ¥ —23 9 TlIc
FAEL TOAUE, SSH F—(3A AR —
FENEEA,

ER LI — T2 R—T5L
&, WEX—ZESLT AT L—X
EANTHE RO ONET, E
—IEELE 7 7 AL E LTA v R—
FE, ABAF—IZREC 7 7 A V&I
pub FEAE T2 1T CTA vilR— h & E
7

Note
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B scpv— L sFPy—nomE

Command or Action Purpose

X VT EOHBENG, Z0aw
v R e— ) a7 4 X2 L—
ary E'E— RTLOETTEEREA,

Note

INRAT— K72 L TH =T 7 EAT
X5HDF, = NTHF—NEEINT
WD L= DHTY,

What to do next

SCP $r—/RFE/ L SFTP H— T, RO a~ REMH LT, *pub 77 A/ (7= & 21X,
key rsa.pub) (ZHEHA S 472 ABH - — % authorized keys 7 7 A /WIZIBIM L £,

$cat key_rsa.pub >>$HOME/.ssh/ authorized keys

INT, EHED SSH 2w FBLOSCP a2 REMHFEHA L T/NATV—REZHEELRLS TH,
Cisco NX-OS T34 ZANBHY =R T7 7 A NV EaE—TE£7,

SCP Hy—/\ & SFTP H—/\DE/TFE

VE—RTNRARAELEDMTT7 7 A NEIE—TX 5L 51T, CiscoNX-OST /31 A TSCPH¥—
NEIESFTPH— a2 ETE ET, SCPH— NF/ZILSFTPH— 3% A 2 —T/WIZ LTk,
Cisco NX-OS 734 AL D TT7 7 A N a bt —F 5702, UE—h 531 ZTSCP £7-
IXSFTP 22~ > R&FEITTE £,

\}

Note  arcfour 35 L OF blowfish cipher 473 3 > 1% SCP — S TiHHH— F S EH A,

Procedure
Command or Action Purpose
R T 71| configureterminal Ja—rVREE— REBLET,
Example:

switch# configure terminal
switch (config) #

A7 72 |[no] feature scp-server Cisco NX-OS 7 /34 A T SCP #—3
Example: A RX—TNERTT =T ML E
switch (config)# feature scp-server ?ro

. Cisco Nexus 3550-TNX-0S ') ') — X 10.6(x) EX 2 ') F 1B AA K
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x 5003 sEB3E~—2 0 ssH @iEnEE [

Command or Action Purpose

AT 7 3 |Required: [no] feature sftp-server Cisco NX-OS 7 /34 Z [T SFTP #—/3
Example: %/l) *—7/1/i 7‘:615‘:\4} 'YZ“—7/V61 L/i
switch (config)# feature sftp-server ?ko

R w 7 4 | Required: exit ra—N)ary7 4 Xalb—3 gy
Example: E—REKRTLET,
switch (config)# exit
switch#

R 75 | (Optional) show running-config security |SCP #—/3& SFTP H— /SO E AT —
Example: A AR LET,
switch# show running-config security

R T 7 6 | (Optional) copy running-config FATHOWER A, A Z— T » THERIC
startup-config ar— L%,
Example:
switch# copy running-config
startup-config

X.509v3 SEEHEAR— X D SSH 2D R TE

X.509v3 FAFRAE A 95 SSH #RiE 2 R ETE £77,

48 HHEIIZ

JE—h T/ AD SSH — % A F—F /M LET,

FIE

AV RFEEETI 3y

=)

25w F1 |configureterminal Sa—rL a2y T 4K al— gy
i ET— RFZBBLET
switch# configure terminal
switch (config) #

X w72 |usernameuser-id [password [0 | 5] A—PF ThH L hERELET,
password] user-id BI¥IE. Bk 28 LT O HIT
1 - T, RIFLNCFBRRBISET,

switch (config)# username jsmith
password 4Tyl8Rnt

FBETXH30FIE, A~Z DIERIL
FLoa~z DFNLT, 0~ 9 DB,
ATy (5 BUER (), T
F—=2a7y (), TTA/FE (+) |
BLO%ES (=) T, 7y b ~—7
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SSH & & U Telnet DFE |

ARV FFEREETIVa Yy

S

(@) XV E—h2—VLTIIEHT
XFTH, v—h L a—H4L TIIFEHA
TXxFEHA,

2 —PHOSTHIT I T T E D LH
NV ET,

T 7 F I hRAT— RIZERI LTV
F¥A, a0 0E, NAT—
KRZ7 U7 THRARNTHY, 5T/ A
U — RREEE LS TWD Z L2 EBk
LEYT, 5740 R8I0 (VT Tx
A R) TY,

GE)
IRAY — REFRTE L2258,
2 —HF CiscoNX-0S T /31 Al 7
A4 TEERA,

GE)
Wb XA — R4S g L
Ta—HT7Hh o FEERT D54,
%fIind 5 SNMP = — W 3/EL S &
Moo

ATvT3

user name user-id ssh-cert-dn dn-name
{dsa|rsa}

51

switch (config)# username Jjsmith
ssh-cert-dn "/O = ABCcompany, OU =

ABCI,

emailAddress = jsmith@ABCcompany.com,
L = Metropolis, ST = New York, C =

US, CN = jsmith" rsa

BEfF O —% 7 7 v NEREICE
% SSH X.509 FEAHE DK% & DSA T
NI RNERELET, 4 TR
K512 XFT, PR TIERUITHE S &
ERHYET, B A—NT FLARLE
IREEN F N Z 4 emailAddress & ST (12
WESNTWAZ L 2R LET,

ATvT4

[no] crypto catrustpoint trustpoint
1 -

switch (config)# crypto ca trustpoint
winca
switch (config-trustpoint) #

N7 ARRA L MERELET,

GE)

Zoa<wr RFono B E#H LT
T ANKA Y NEBIBRT RS, £7
deletecrl 35 X O delete ca-certificate =
< RZEMHL T, CRLELWNCAFE
HEZHIRT OLERNH Y £,

ATy Th

crypto ca authenticate trustpoint

1

switch (config-trustpoint)# crypto ca
authenticate winca

. Cisco Nexus 3550-TNX-0S ') ') — X 10.6(x) EX 2 ') F 1B AA K
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x 5003 sEB3E~—2 0 ssH @iEnEE [

ARV FFEREETIVa Yy

E:)

CAGEHEZHIFRT 211X, FF AR
RAbharv7 s Xalb—varEt—
T delete ca-certificate =~ > K& A
HLET,

ATy 76 ({£E&) cryptocacrl request trustpoint | Z ORI A 7 > a TN, W< HELE
bootflash:static-crl.crl INET, FTRAIKRA L FOFFAE
Bl %40 A b (CRL) % LT, CRL
switch(config-trustpoint)# crypto ca 7 Tj}]/&i: PTARARA B L:J:OO
crl request winca TR LUIZAEHED Y A NDOAF v
bootflash:crllist.crl g k —’C\»—g—o DA &7«/{ w277 CRL
U A ME, BGEER (CA) BT /3 R
WCFETar—ahEzd,
GE)
AHT 4 v 7 CRLIX, $F—Fr&h
TWOME—DRNF = v 7 5T,
G¥)
CRL #HIFx9 5 I21%, deletecrl =+
Y REANLET,
ATvT1 (f&) show cryptocacertificates |fXE SN TWDFEHEEZIETTF =—
. LLBRERHT BR TV b TR bR
h , . Y hEFRRLET,
switch (config-trustpoint)# show crypto
ca certificates
ATvT8 (f=&) show cryptocacrl trustpoint |f§E L7 F 7 A haRA > @D CRL U &
B - FONEEERRLET,
switch (config-trustpoint)# show crypto
ca crl winca
ATv79 (f£7) show user-account RESNZa2—Y T T FOFEME
i RALET
switch (config-trustpoint)# show
user-account
ATY 710 | ((EE) showusers FNRA AZr T F L LTS —HP R
- FRINET,
switch (config-trustpoint)# show users|
ATv 71 | ({£i&) copy running-config FATHORERE . A X — T v THERR
startup-config iZar—L%9,
i :
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SSH & & U Telnet DFE |

ARV RFEREFT7TIVa Y

S

switch (config-trustpoint)# copy
running-config startup-config

LAS—SSH 7)Y XL YiHR— FDEKRTE
LY —SSHEFX=2UT 4 7Y XL, Avb—UEEa— R (MAC) . — %47, B
LSOV R— MR ETETET,

FIE

AU RFEEETIVa Y

=)

&

configureterminal

i) :
switch# configure terminal
switch (config) #?

Ja—N)L a7 4 FXalb— g
ET— F&EBHEKBLET,

ATv T2

(&) sshkexalgos[all ]
1 -

switch(config)# ssh kexalgos all

it Z L OF—DERIHE S5 F—
LS THD, PAR—bFSnTnDHT
~T D KexAlgorithms ZH 2T 51T
I, al ¥ —U—R&EHLET,

AR — bk & D KexAlgorithmn [Tk D &
B TT,

* curve25519-sha256

» diffie-hellman-group-exchange-sha256

» diffie-hellman-group1-shal

» diffie-hellman-group14-shal

» diffie-hellman-group1-shal

* ecdh-sha2-nistp256

* ecdh-sha2-nistp384

ATvT3

({£&) sshmacsall
1 -

switch (config)# ssh macs all

N7 4w P EREOBREBIZERIND
Ay —VFiFa— R ThH5, PR—k
SNTWELTXTOMACEAEZNICLE
—gﬂo

PR—FEINDMACITKRD LB T
ﬁ—o

* hmac-shal
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HHR— L ENBTLTYZL  HPE— FaEnoss |

AU RFERET7TIV3 Y B#)
ATy 74| ({E&E) sshciphers[all] PHR—FINTWVDETRTOREZEHZ
i - LT i Sk 21k, all F—

U—REHEHLET,
YR — bRt OREE R
* aes128-cbc

switch(config)# ssh ciphers all

* aes192-cbc

* aes256-cbe

* aes128-ctr

* aes192-ctr

* aes256-ctr

* aes256-gcm@openssh.com

* aes128-gcm@openssh.com

ATv 75| ({LE) sshkeytypesall PN T TA T MK L THSE 23
- AT B I T HAME— T
FYRXLTHD, PAR—FENTNDHT
~X"C @ PubkeyAcceptedKeyType & H 22
LET,

PR—=—FENLDF— AT EFRDOLE
n <Y,

* ssh-dss

switch (config)# ssh keytypes all

* ssh-rsa

HhR—rEhB7IILTY XL IPE— FAEDNDIES
FIP E— RORAIBRB Y R—FENLTLITY XD Y X MIKRD LBV T,

K 1M:HYR—bEhB7ILTYXL: APE— FHEHDES

FILTYRX | HR— AR HR— xRS
Ls
ciphers * aes128-ctr * aes192-ctr

* aes256-ctr * aes128-cbc

* aes256-gecm@openssh.com * aes192-cbc

* aes128-gcm@openssh.com * aes256-cbe
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SSH & & U Telnet @

HH— R

HiR— bR

* hmac-sha2-256
* hmac-sha2-512

* hmac-shal

* hmac-sha2-256-etm(@openssh.com
* hmac-sha?-512-etm(@openssh.com

* hmac-shal-etm@openssh.com

* ecdh-sha2-nistp256
* ecdh-sha2-nistp384
* ecdh-sha2-nistp521
+ diffie-hellman-group16-sha512
« diffie-hellman-group14-shal
« diffie-hellman-group14-sha256

* curve25519-sha256
* curve25519-sha256@libssh.org

F7ILIYX
N

hmac
kexalgo
keytypes

* rsa-sha2-256

* ecdsa-sha2-nistp256
* ecdsa-sha2-nistp384
* ecdsa-sha2-nistp521

ssh-rsa

T2 LD SSHY—/NKR—FDEFE

SSHV2 DR — h&EBET 74NV FOR— " EFEERNLEETEET, . T 74/ FD SSH

R— FNOEERICHEHEINAEELICEY ., LV h7erS5A4 N —Lty g BEMEY

R— b D8RP EI L £,

FIE

ARV RFERFTIVaY

=)

&

configureterminal

fi
switch# configure terminal
switch (config) #

ATvT2

no feature ssh

1

switch (config)# no feature

ssh

ATvT3

show sockets local-port-range

1

. Cisco Nexus 3550-TNX-0S ') ') — X 10.6(x) EX 2 ') F 1B AA K
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sshz tosu7 [

AU RFERETOVa Y

B8

switch(config) # show sockets local port
range (15001 - 58000)

switch(config) # local port range (58001
- 63535) and nat port range (63536 -
65535)

Z 5 7 4 | sshport local-port R—haRELET,
51 -
switch (config)# ssh port 58003
AT 75 |featuressh SSH Z# A LE 7,
1 -
switch (config)# feature ssh
AT w76 |exit ra—r)ar 7 4 X¥al—3i 3y
% - E—REHKTLET,
switch (config)# exit
switch#
ATw 71| (&) showrunning-configsecurityall | ¥ ¥ = U7 4 DR EEZFRLET,
1 -
switch# ssh port 58003
RATv 78| ({EE) copy running-config FATHOMERRZ . AZ— T > 7RI

startup-config

1

switch# copy running-config
startup-config

ar'—LET,

SSH RR DT

P35 SCP E7AIESFIP 2R L CT7 7 AV E X T o — NI 5846, £REZ0T7 31
AnBHYE—FKRANMISSHE YV a »yEGT 2551203, OV — LG TX % SSH
BRI SNE T, =2—F T HU L b, [FEHTESSSHY—"DY XA MNIZ VT35
EMTEET,

Procedure

Command or Action

Purpose

ATy T

clear ssh hosts

Example:

switch# clear ssh hosts

SSHAFRZA Nty arB8LlUOBHDOR
AN TZr7ANET VT LET,
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SSH Y —/\DT 14 E—T )L

SSH & & U Telnet DFE |

CiscoNX-OS TliE, T 7 #/V b TSSHY— 0N A F2—T Wil > TCWET, SSHY—%T 4
=Nzt B L, SSH CAA v FIZT 78 AT 2B ZBh1ETE £4,

Procedure

Command or Action

Purpose

AT w 71 | configureterminal

Example:

switch# configure terminal
switch (config) #

Ja— ) a7 4 FXal—T g
E— NLBABLES,

R w72 |nofeaturessh

Example:

switch (config)# no feature ssh

SSH Z 22 L £,

ATy 73| exit
Example:

switch (config)# exit
switch#

Jua—NR_) a4 Xal— gy
T—FERTLES,

2 7 4 | (Optional) show ssh server

Example:

switch# show ssh server

SSH ¥ — " ORELFKRLET,

R T w 75 | (Optional) copy running-config
startup-config
Example:

switch# copy running-config
startup-config

FITHORERRZ . AZ— T v THRERKIZ
o —LE9,

SSH H—/\ X —DHIB&

SSH H—%F ¢ &—7 NI L7=%%. Cisco NX-OS /34 2 LD SSH H— 1\ F— 5 HIRr T

£

)

Note SSH % A r—7 /W T5HI2iE, £9, SSH Y — R F—%2 AR+ 208N H D 4,
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Procedure

ssievyvarnsy7 ||

Command or Action

Purpose

&

configureterminal

Example:

switch# configure terminal
switch (config) #

Ja—ary7 4 Xalb—g v
E—RFZRBLET,

ATvT2

no feature ssh

Example:

switch (config)# no feature ssh

SSH % iz LE 7,

ATvT3

exit
Example:

switch (config)# exit
switch#

Ja—)L a7 4 F¥Falb—g v
£ F;)(L‘/%\gT L/ij‘o

ATV

(Optional) show ssh key

Example:

switch# show ssh key

SSH & — RN F—DREEERLET,

ATy TH

(Optional) copy running-config
startup-config
Example:

switch# copy running-config
startup-config

FATH O E . AX— b7 v TRERRIC
o —LE9,

Related Topics

SSH ¥—/3 — DAk

(91 =—2)

SSHtEy>armnoy7

Cisco NX-OS 34 26 SSHE v a v a2 7 V7 TXxF1,

Procedure

Command or Action

Purpose

&M

show users

Example:

switch# show users

a—HYtya FEREERLET,

ATvT2

clear linevty-line

Example:
switch(config)# clear line pts/12

a—H¥SSHE v 327 U7 LET,
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. Telnet DX E

AN —
Telnet M i E
Z Z TIX. Cisco NX-0OS F /31 2T Telnet Z & ET 5 FIEAZFH L E7,

Telnet —/\D A =*—TJ)L1L

Cisco NX-O8 7 /3A A LT Telnet — 3% 4 X—T M TE&E9T, T 74/ FTiE, Telnet i%
F 4 B—=T T,

Procedure
Command or Action Purpose
AT w 71 | configureterminal JTa— )L a7 4 ¥z lb—3a
Example: T FERIBLET,

switch# configure terminal
switch (confiqg) #

AT 72 |featuretelnet Telnet — "% A4 F—7 MZLET, 7
Example: T ANV RTIET =T Mo TV E
switch (config)# feature telnet 7r°

ATy 73 |exit Ta—N)L ary 7 4FXal— gy
Example: EF—FEHKRTLET,
switch (config)# exit
switch#

Z 5w 7 4 | (Optional) show telnet server Telnet — OB EEFRLET,
Example:

switch# show telnet server

A7y 75 | (Optional) copy running-config FATH O Z . AX— N7 v THERIC
startup-config ar—LET,
Example:

switch# copy running-config
startup-config

JE—F TN R ED Telnet v < 3 VDRI

CiscoNX-OS T34 A SSHE v a VEBIKB LT, VE—F TS AL TE £,
IPvd DTN ZFEHA LT Telnet By > a VEBBHBTE T,
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Telnet v > a>no 07 [

Before you begin

VE—KMTNAADKRA NEIZIP T RL AL RBERGAIFVE—F TS 2D —
HETFFLET,

Cisco NX-0O8S 5 /34 A T Telnet — A& LE 4,
UE— |k 53 A ET Telnet — "ZHM LET,

Procedure
Command or Action Purpose
25y 71 |telnet {ipv4-address | host-name} IPvd 2L TY E— h 554 AL D
[port-number] Telnett v a VEBRBLES, 77
Example: v hDR— FEFIT 23 T, EOHIPH
switch# telnet 10.10.1.1 1% 1~ 65535 T,

Related Topics
Telnet — 3D A x—7 /1L (108 ~—27)

Telnet vy 3OO )7
Cisco NX-OS T34 A0S Telnet By > a a7 U7 TEET,

Before you begin

Cisco NX-0OS /34 A | C Telnet — "% A x—7 I LET,

Procedure
Command or Action Purpose
AT 71 |show users a—H kg UERERRLET,
Example:

switch# show users

R T 72 |clear linevty-line A=Y Telnet vy a&7 V7 LE
Example: EE
switch(config)# clear line pts/12

SSH # K U Telnet M &% E DFEEE

SSH B XU Telnet DR EIFEME T+ 2121L. ROWTIMLDOIEEEZITVE T,
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avw vk =E):g]

show ssh key [dsa | rsa] []

SSH #—" F—%2FIRL £,

show running-config security [all]

FITar 7 4 Fal— g NOSSH La—HF 7 hH o
FOBREERFRLET, dl F—U—FE2FEETH L., SSH
BLOa—HFT7h7 L hOF 74 MEBRERSNET,

show ssh server

SSH H#—/3D

REEZFRRTLET,

show telnet server

Telnet — OB TEEF R LET,

show username username keypair

fEE L= ORMF—2FKRLET,

show user-account

RESNa—F Th o FOFMERRLET,

show users

FRA Azl F LTS a—RERENET,

SSH D% E

WORFE, OpenSSH F—Z{#i LT SSH ##%ET 5 HikE R L TWET,

Procedure

ATy T

ATy T2

ATvT3

ATy T4

SSH#—R%&F 4 tv—7 Mz LET,

Example:

switch# configure terminal
switch (config)# no feature ssh

SSH — " F—Z A LE T,

Example:

switch(config) # ssh key rsa
generating rsa key (1024 bits)......
generated rsa key

SSH #— "% A X —7/WIZ LET,

Example:

switch (config) # feature ssh

SSH #—/\ F—ZFR L £,

Example:
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ATy TH

ATvT6

SSHD/S27— FpFEL 774 L aE—oxes |

OpenSSH JE? SSH AR —ZfRE L £,

Example:

switch (config)# username Userl sshkey ssh-rsa
AAAAB3NzaClyc2EAAAABIWAAAIEAY190F6Qazl9G+3£f1XswK30iW4H7YyUyuA50r
v7gsEPjhOBYmsi6PAVKuilnIf/DQhum+1JINqJP/eLowb7ubO+1VKRXFY/G+1INIQ
W3g9igG30c6k6+XVn+NjnI1B7ihvpVh7dLddMOXwONnXHYshXmSiH3UD/vKyziEh5
4Tplx8=

RECHRHFLET,
Example:

switch (config) # copy running-config startup-config

SSHONRT— KRR ELZ T 74I)L A E—DEHEH

Procedure

ATy T

ATy T2

RIZ, CiscoNX-O8 7 /3A A5 Secure Copy (SCP) H—/3F 7213 Secure FTP (SFTP) #—/3
W2y NAU=RRL Ty A NvEat =4 562 RLET,

SSH ODABF— LB —%2 4/ L, f§E L2 —H D Cisco NX-OS T /31 ZADHR—A T 4
L7 b UKL F9,

Example:

switch# configure terminal

switch (config) # username admin keypair generate rsa
generating rsa key (1024 bits)......

generated rsa key

FELTca—ORHF—%2FRKRLET,
Example:

switch (config)# show username admin keypair

KA KKK KA KA KA KA A KA AR KA KA KA KA KA KA A AR AR AR KRR KRR KA KA KN KKK

rsa Keys generated: Thu Jul 9 11:10:29 2013

ssh-rsa
AAAAB3NzaClyc2EAAAABIWAAAIEAXWM)JT+oQhIcvnrMbx2BmDOP8boZELITEJT
Fx9fexWp6rOiztlwODtehnjadWc6A+DE2DVYNvgsrUITBypYDPQkR/+Y6cKubyFW
VxSBG/NHztQc3+QClzdkIxGNIbEHYF0oajzNEOSLLOVFIMCZ2Td7gxUGRZc+fbg
S33GZsCAX6vO=

bitcount:262144
fingerprint:
8d:44:ee:6c:ca:0b0:44:95:36:d0:7d:£2:05:78:74:7d

R IR I Ik kb b b b b b b b b b b b b b b b b b b b b b b b b b i
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B ssio s zxo—knFBLT 7 4L 2E—DBEH

ATy T4

ATy TH

could not retrieve dsa key information
LR EEE SRS EE SRS EEEEEEEEEEEEEEEEEEEEEE S S

CiscoNX-OS T4 ZADHK—L T4 L7 NI nmb, BELET—b 7 T7vv a5 4L 27 M
2. AF—LESF—2 = AKR—FLET,

Example:

switch (config) # username admin keypair export bootflash:key rsa rsa
Enter Passphrase:
switch (config)# dir

951 Jul 09 11:13:59 2013 key rsa
221 Jul 09 11:14:00 2013 key rsa.pub

NG 2O0D7 7 A )VEMOD Cisco NX-OS 7 /31 A~a b — L7=1%, copyscp % 7213 copy sftp
a2 REMH LT, CiscoNX-OS 7354 ADF—L T 4 L7 MVIZA R —hLET,

Example:

switch (config)# username admin keypair import bootflash:key rsa rsa
Enter Passphrase:

switch (config) # show username admin keypair
khkhkkhkhkhkkhkhkkhkhkkhkhkkhkhkhkhkhkkhkhkkhkhkhkhkhkhkhkkhkhkkhkhkhkhhkkhhkh*k

rsa Keys generated: Thu Jul 9 11:10:29 2013

ssh-rsa
AAAAB3NzaClyc2EAAAABIWAAAIEAXWM])JT+oQhIcvnrMbx2BmDOP8boZELITEJ
Fx9fexWp6rOiztlwODtehnjadWc6A+DE2DvYNvgsrU9TBypYDPQKR/+Y6cKubyFW
VxSBG/NHztQc3+QC1zdkIxXGNIbEHyFoajzNEOSLLOVFIMCZ2Td7gxUGRZc+fbg
S33GZsCAX6v0=

bitcount:262144
fingerprint:
8d:44:ee:6c:ca:0b:44:95:36:d0:7d:£2:05:78:74:7d

R R R

could not retrieve dsa key information
khkhkkhkhkhkkhkhkkhkhkkhkhkkhkhkhkhkhkkhkhkkhkhkhkhkhkhkhkkhkhkkhkhkhkhhkkhhkh*k

switch (config) #

SCP #—/3F /=1L SFTP — 3T, key_rsa.pub (2 S 41TV 5B % — % authorized keys
77 A MTEMLET,

Example:
$ cat key_rsa.pub >> $HOME/.ssh/ authorized keys

INT, EHEDSSH 2w FBLOSCP 22w REFHA LT AR —FRE2EELRLS TH,
Cisco NX-OS T34 AP =R T7 7 A NV EaE—TE£7,
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ATvT6

X.509v3 SEBAE X — X ) SSH

(Optional) DSA ¥ —IZOWTCZDFEZMEY KL £,

X.509v3 SFRHE AR — X ) SSH EBEF ) 2% E 45l

SSH BEL U

WOFHNE, X.509v3 FEHEAZ M35 SSH RFEDOFREHEEZ R L TWVET,

configure terminal
username Jjsmith password 4Tyl8Rnt
username jsmith ssh-cert-dn "/O = ABCcompany, OU = ABCI,

mianzEs ]

emailAddress = jsmith@ABCcompany.com, L = Metropolis, ST = New York, C = US, CN = jsmith"

rsa
crypto ca trustpoint tpl

crypto ca authenticate tpl

crypto ca crl request tpl bootflash:crll.crl

show crypto ca certificates
Trustpoint: tpl

CA certificate 0:

subject= /CN=SecDevCA

issuer= /CN=SecDevCA
serial=01AB02CDO3EF04GHO5IJ06KL0O7MN
notBefore=Jun 29 12:36:26 2016 GMT
notAfter=Jun 29 12:46:23 2021 GMT

SHAl Fingerprint=47:29:E3:00:C1:C1:47:F2:56:8B:AC:B2:1C:64:48:FC:F4:8D:53:AF

purposes: sslserver sslclient

show crypto ca crl tpl
Trustpoint: tpl CRL: Certificate Revocation List (CRL) :
Version 2 (0x1)
Signature Algorithm: shalWithRSAEncryption
Issuer: /CN=SecDevCA
Last Update: Aug 8 20:03:15 2016 GMT
Next Update: Aug 16 08:23:15 2016 GMT
CRL extensions:
X509v3 Authority Key Identifier:

keyid:30:43:AA:80:10:FE:72:00:DE:2F:A2:17:E4:61:61:44:CE:78:FF:2A

show user-account

user:userl
this user account has no expiry date
roles:network-operator

ssh cert DN : /C = US, ST = New York, L = Metropolis, O = cisco , OU = csg,

= userl; Algo: x509v3-sign-rsa

show users
NAME LINE TIME IDLE PID COMMENT
userl pts/1 Jul 27 18:43 00:03 18796 (10.10.10.1
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configureterminal

1

switch# configure terminal
switch (config) #

Ja— AR — a2 L ET,

ATy T2

interface mgmt O

1

switch (config)# interface mgmt 0
switch(config-if) #

e A UH—T 2 A AR T 4 F a2l —

v arE— FzfisL, DHCPY 7
AT MEREFINT DA F—
Tz AR LTEBEA VX —T =1
AzxtEELET,

ATvT3

[no] {ip } addressdhcp
{5

switch (config-if)# ip address dhcp

A B =T ATIPvE T KL A ZE|
0D YTET,

IP ZHIFRT DI21F, 2=~ KD no
BRXAEFHLET,

ATvT4

(f£&) show running-config interface
mgmt0 2~ REFATLET,

EFar 7 4 X2l —arDf X —
T A AZEV Y THENTZIPVE T R L
AERRLET,

ATy TH

(f£&) copy running-config
star tup-config
1 -

switch (config-if)# copy running-configd]
startup-config

FATH O Z , AZ— T v 7RI
ar—LFE9,

{ip} addressdhcp =1~ o R721F 3 fide &
NET, Y THNRIPT R AT,
FEITarvy 7 4 Falb—va VIERRIN
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switch# configure terminal

switch(config)# interface mgmt O

switch(config-if)# no shutdown

switch (config-if)# ip address dhcp

switch (config-if)# show running-config interface vlan 7
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