
WANおよびその他の外部ネットワーク
フォワーディング

この章で説明する内容は、次のとおりです：

•ネットワークドメイン（1ページ）
•ルータピアリングおよびルート配布（2ページ）
•ルートのインポートとエクスポート、ルート集約、ルートコミュニティの一致 （3ペー
ジ）

• ACIのルート再配布（8ページ）
• ACIファブリック内のルート配布（8ページ）
•外部レイヤ 3 Outside接続タイプ（9ページ）
•レイヤ 3外部接続の設定のモードについて（12ページ）
• L3Outネットワークインスタンスプロファイルで設定されているサブネットで有効な制
御（13ページ）

• ACIレイヤ 3 Outsideネットワークのワークフロー（15ページ）

ネットワークドメイン
ファブリック管理者は、ポート、プロトコル、VLANプール、およびカプセル化を設定するド
メインポリシーを作成します。これらのポリシーは、単一テナント専用にすることも、共有す

ることもできます。ファブリック管理者がACIファブリック内にドメインを設定すると、テナ
ント管理者はテナントエンドポイントグループ（EPG）をドメインに関連付けることができ
ます。

以下のネットワークドメインプロファイルを設定できます。

• VMMドメインプロファイル（vmmDomP）は、仮想マシンのハイパーバイザ統合のために

必要です。

•物理ドメインプロファイル（physDomP）は、ベアメタルサーバ接続と管理アクセスに使

用します。
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•ブリッジド外部ネットワークドメインプロファイル（l2extDomP）は通常、ACIファブ
リックのリーフスイッチにブリッジド外部ネットワークトランクスイッチを接続するた

めに使用されます。

•ルーテッド外部ネットワークドメインプロファイル（l3extDomP）は、ACIファブリック
のリーフスイッチにルータを接続するために使用されます。

•ファイバチャネルドメインプロファイル（fcDomP）は、ファイバチャネルの VLANと
VSANを接続するために使用されます。

ドメインは VLANプールに関連付けられるように設定されます。その後、EPGは、ドメイン
に関連付けられている VLANを使用するように設定されます。

EPGポートと VLANの設定は、EPGが関連付けられているドメインインフラストラクチャ設
定で指定されている設定に一致する必要があります。一致しない場合、APICでエラーが発生
します。そのようなエラーが発生した場合は、ドメインインフラストラクチャ設定がEPGポー
トと VLANの設定に一致していることを確認してください。

（注）

ルータピアリングおよびルート配布
次の図に示すように、ルーティングピアモデルを使用すると、リーフスイッチインターフェ

イスが外部ルータのルーティングプロトコルとピアリングするように静的に設定されます。
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図 1 :ルータのピアリング

ピアリングによって学習されるルートは、スパインスイッチに送信されます。スパインスイッ

チはルートリフレクタとして動作し、外部ルートを同じテナントに属するインターフェイスを

持つすべてのリーフスイッチに配布します。これらのルートは、最長プレフィクス照合 (LPM)
により集約されたアドレスで、外部ルータが接続されているリモートのリーフスイッチのVTEP
IPアドレスが含まれるリーフスイッチの転送テーブルに配置されます。WANルートには転送
プロキシはありません。WANルートがリーフスイッチの転送テーブルに適合しない場合、ト
ラフィックはドロップされます。外部ルータがデフォルトゲートウェイではないため、テナン

トのエンドポイント (EP)からのパケットは ACIファブリックのデフォルトゲートウェイに送
信されます。

ルートのインポートとエクスポート、ルート集約、ルー

トコミュニティの一致
サブネットルートのエクスポートまたはインポート設定オプションは、次に説明するスコープ

および集約オプションに従って指定できます。

ルーティング対象サブネットについては、以下のスコープオプションが使用可能です。
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•エクスポートルート制御サブネット：エクスポートルート方向を制御します。

•インポートルート制御サブネット：インポートルート方向を制御します。

インポートルートコントロールは、BGPと、OSPFが EIGRPで
はなく、サポートされています。

（注）

•外部 EPG (セキュリティインポートサブネット)の外部サブネット:どの外部サブネット
が、特定の外部 L3Out EPG（l3extInstP）の一部として適用されるコントラクトを保持す

るか指定します。 l3extInstPが外部 EPGとして分類されるには、サブネット上の範囲を
「インポートセキュリティ」に設定する必要があります。この範囲のサブネットを決定す

る IPアドレスが l3extInstP。これが決定されると、契約は、他のどの Epgでその外部の
サブネットが通信を許可を決定します。たとえば、トラフィックがレイヤ3外部外側ネッ
トワークのACIスイッチに入るとき（L3extOut）のACIスイッチに入るとき、ルックアッ
プは、送信元 IPアドレスを判別するために l3extInstP。このアクションより一般的なサ

ブネット上で複数の特定のサブネットが優先されるようにで最長プレフィックス一致 (ほ
か)に基づいて行われます。

•共有ルート制御サブネット—共有サービス設定においては、この特性が有効になってい
るサブネットだけが、コンシューマ EPGの Virtual Routing and Forwarding（VRF）にイン
ポートされます。これは VRF間の共有サービスのルート方向を制御します。

•共有セキュリティインポートサブネット：インポート対象サブネットに共有コントラク
トを適用します。デフォルトの仕様では、外部 EPG用外部サブネットが設定されていま
す。

ルート対象サブネットを集約することができます。集約が設定されていない場合は、サブネッ

トが正確に照合されます。たとえば、サブネットが 11.1.0.0/16の場合、11.1.1.0/24ルートには
ポリシーが適用されず、ルートが11.1.0.0/16である場合のみ適用されます。すべてのサブネッ
トを1つずつ定義する作業は面倒でエラーが発生しやすいので、それを回避するために、サブ
ネットのセットを1つのエクスポート、インポートまたは共有ルートポリシーに集約すること
ができます。現時点では、0/0サブネットのみ集約可能です。0/0に集約を指定すると、次の選
択オプションに基づき、すべてのルートがインポート、エクスポートされ、異なる VRFと共
有されます:

•集約エクスポート—VRF (サブネット 0/0)のすべての中継ルートをエクスポートします。

•集約インポート—所定の L3ピア (サブネット 0/0)のすべて着信ルートをインポートしま
す。

BGP、OSPFが EIGRPの集約インポートルート制御はサポートさ
れます。

（注）

•集約共有ルート—1つのVRFで学習されているルートを別のVRFにアドバタイズする必
要がある場合、サブネットとの正確な一致、またはサブネットマスクに従った方法で共有
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できます。集約共有ルートでは、複数のサブネットマスクを使用して、どの特定のルート

グループをVRF間で共有するかを決定できます。たとえば、10.1.0.0/16と 12.1.0.0/16を指
定してこれらのサブネットを集約することができます。あるいは、0/0を使用すると、複
数の VRFのすべてのサブネットルートを共有できます。

第 2世代のスイッチの VRF機能間で正常にルートが共有されます（N9K-93108TC-EXなど、
スイッチモデル名の最後やその後に「EX」や「FX」がつく Cisco Nexus N9K）。第 1世代の
スイッチですが、ルートを保存する物理的な 3進コンテンツ対応メモリ（TCAM）にルートの
解析を完全にサポートするだけの容量がないため、この設定のパケットは失敗する可能性があ

ります。

（注）

ルート集約では、多数の具体的なアドレスを1つのアドレスに置き換えることで、ルートテー
ブルが簡素化します。たとえば、10.1.1.0/24、10.1.2.0/24、10.1.3.0/24は 10.1.0.0/16に置き換え
られます。ルート集約ポリシーにより、ボーダーリーフスイッチとそのネイバーリーフス

イッチの間でルートを効率的に共有することができます。BGP、OSPF、あるいはEIGRPのルー
ト集約ポリシーは、ブリッジドメインまたは中継サブネットに適用されます。OSPFでは、エ
リア間ルート集約と外部ルート集約がサポートされます。集約ルートはエクスポートされま

す。ファブリック内でのアドバタイズは行われません。上記の例では、ルート集約ポリシーが

適用され、EPGが 10.1.0.0/16サブネットを使用している場合、10.1.0.0/16の範囲全体がすべて
の隣接リーフスイッチと共有されます。

2つの L3extOutポリシーは、同じリーフスイッチ上の OSPFで構成されます。1つは通常で、
もう 1つはバックボーンので構成されたルート自動要約ポリシーです。 L3extOutは、自動要

約が VRF内のすべてのエリアに適用されるため、両方の L3extOutポリシーに適用されます。

（注）

次の図に示すように、ルート制御プロファイルは、プレフィックスベースおよびコミュニティ

ベースの一致に基づいて、ルートマップを取得します。
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図 2 :ルートコミュニティマッチング

ルート制御プロファイル（rtctrtlProfile）許可される内容を指定します。ルート制御コンテ

キストは一致対象を指定し、スコープは設定すべき対象を指定します。サブジェクトプロファ

イルには、コミュニティマッチの仕様が含まれます。これは複数の l3extOut。サブジェクト

プロファイル（SubjP）には、それぞれ 1つまたは複数のコミュニティファクタ（コミュニ
ティ）を含む複数のコミュニティタームを含めることができます。これにより、次のブール演

算を指定することができます。

•論理 または複数コミュニティターム間

•論理 および複数コミュニティファクター間

たとえば、北東と呼ばれるコミュニティタームに、それぞれ多くのルートを含む複数のコミュ

ニティが含まれているとします。また、南東という別のコミュニティタームにも、さまざまな

ルートが多数含まれているとします。管理者は、そのどちらかあるいは両方を一致させること

を選択できます。コミュニティファクタタイプには、レギュラーまたは拡張を使用できます。

拡張タイプのコミュニティファクタを使用する際には、仕様間の重複がないよう注意すること

が必要です。

ルート制御プロファイルのスコープ部分は、属性プロファイル（rtctrlAttrP）を参照して、

プリファレンス、ネクストホップ、コミュニティなど、適用する set-actionを指定します。
l3extOutから習得したルートの場合、ルート属性を変更できます。

上の図は、 l3extOutが rtctrtlProfile。 rtctrtlProfileはテナントの下にも配置できます。

この場合、 l3extOutは、インターリーク関係ポリシー（L3extRsInterleakPol）をテナントの

下にある rtctrtlProfileと関連付けをします。この構成により、 rtctrtlProfileを複数の

l3extOut接続で再利用を可能にします。BGP属性 (BGPは、ファブリック内で使用される)は、
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それをOSPFからは、ファブリックを学習ルートの追跡することもできます。 rtctrtlProfile

下で定義された rtctrtlProfileの優先順位は、テナント下で定義されたものよりも高くなります。

値は、 rtctrtlProfileには、組み合わせ可能およびグローバルという 2つのモードがありま
す。デフォルトの組合わせ可能なモードは、パーベイシブサブネット（fvSubnet）および外部

サブネット（l3extSubnet）のルートマップをレンダリングするためにmatch/setメカニズムと
組み合わせます。グローバルモードはテナント内のすべてのサブネットに適用され、そのほか

のポリシー属性の設定が無効になります。グローバル rtctrtlProfileでは、明示的な（0/0）
サブネットを定義しなくても、すべての動作が許可されます。グローバルrtctrtlProfileは、

コミュニティやネクストホップといった異なるサブネット属性を使用してマッチングが行われ

る非プレフィックスベースの一致ルールと一緒に使用されます。Multiple rtctrtlProfileポリ
シーを構成できます。

rtctrtlProfileポリシーによって、デフォルトインポートおよびデフォルトエクスポートの

ルート制御の拡張が可能になります。集約インポートあるいはエクスポートルートを伴うLayer
3 Outsideネットワークには、サポート対象デフォルトエクスポート/デフォルトインポートお
よびサポート対象 0/0集約ポリシーを指定するインポート/エクスポートポリシーを設定でき
ます。すべてのルート（インバウンドまたはアウトバウンド）に対してrtctrtlProfileを適用

するには、一致ルールがないグローバルデフォルト rtctrtlProfileの定義をします。

複数の l3extOut接続を 1つのスイッチで構成できますが、スイッチは 1つのルートマップし
か持つことができないため、スイッチで構成されたすべてのレイヤ3外部ネットワークで同じ
rtctrtlProfileを使用する必要があります。

（注）

プロトコル相互リークと再配布ポリシーは、ACIファブリック BGPルートで共有される外部
学習ルートを制御します。設定属性はサポートされています。このようなポリシーは、

L3extOut、ノードごと、またはVRFごとの単位でサポートされています。相互リークポリシー
は、 L3extOut。現在のところ、相互リークと再配布ポリシーは、OSPF v2および v3でサポー
トされています。ルート制御ポリシーrtctrtlProfileは、インターリークポリシーによって消

費された場合、 globalとして定義される必要があります。
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ACIのルート再配布
図 3 : ACIのルート再配布

•境界リーフの OSPFプロセスで学習されたルートは、テナント VRF用に BGPに再配布さ
れ、それらは境界リーフのMP-BGPにインポートされます。

•インポートルート制御は、BGPおよび OSPFではサポートされていますが、EIGRPでは
サポートされていません。

•エクスポートルート制御は、OSPF、BGP、および EIGRPでサポートされています。

•ルートは、VRFが導入されている境界リーフで学習されます。ルートは、エクスポート
ルート制御で許可されていない限り、外部レイヤ 3 Outside接続にアドバタイズされませ
ん。

ブリッジドメイン/EPGのサブネットが [Advertise Externally]に設定されている場合、サブネッ
トは境界リーフの静的ルートとしてプログラムされます。スタティックルートがアドバタイズ

されると、ルーティングプロトコルに直接注入されない外部ネットワークとして EPGのレイ
ヤ 3ネットワークルーティングプロトコルに再配布されます。

（注）

ACIファブリック内のルート配布
ACIは以下のルーティングメカニズムをサポートします。
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•スタティックルート

• OSPFv2（IPv4）

• OSPFv3（IPv6）

• iBGP

• eBGP（IPv4および IPv6）

• EIGRP (IPv4および IPv6)プロトコル

ACIは、外部ルータに接続する際に VRF-Liteの実装をサポートします。サブインターフェイ
スを使用して、境界リーフは 1つの物理インターフェイスを持つ複数のテナントへのレイヤ 3
Outside接続を提供できます。VRF-Liteの実装では、テナントごとに1つのプロトコルセッショ
ンが必要です。

ACIファブリック内の外部ルートを伝播するために、ACIファブリック内のリーフスイッチと
スパインスイッチの間にMultiprotocol BGP（MP-BGP）が実装されています。単一ファブリッ
ク内で多数のリーフスイッチをサポートするために、BGPルートリフレクタテクノロジーが
導入されています。リーフスイッチとスパインスイッチはすべて 1つの BGP自律システム
（AS）内にあります。境界リーフが外部ルートを学習すると、MP-BGPアドレスファミリVPN
バージョン 4または VPNバージョン 6に特定の VRFの外部ルートを再配布できます。アドレ
スファミリ VPNバージョン 4を使用して、MP-BGPは VRFごとに別の BGPルーティング
テーブルを維持します。MP-BGP内で、境界リーフは BGPルートリフレクタであるスパイン
スイッチにルートをアドバタイズします。その後、ルートは VRF（APIC GUIの用語ではプラ
イベートネットワーク）がインスタンス化されているすべてのリーフに伝播されます。

外部レイヤ 3 Outside接続タイプ
ACIは、以下の外部レイヤ 3 Outside接続オプションをサポートします。

•スタティックルーティング（IPv4および IPv6でサポート）

•標準および NSSAエリアの OSPFv2（IPv4）

•標準および NSSAエリアの OSPFv3（IPv6）

• iBGP（IPv4および IPv6）

• eBGP（IPv4および IPv6）

• BGP（IPv4および IPv6）

外部レイヤ 3 Outside接続は、以下のインターフェイスでサポートされます。

•レイヤ 3ルーテッドインターフェイス

• 802.1Qタギング対応のサブインターフェイス：サブインターフェイスを使用すると、複数
のプライベートネットワークに対するレイヤ 2外部接続を提供できます。

WANおよびその他の外部ネットワークフォワーディング
9

WANおよびその他の外部ネットワークフォワーディング

外部レイヤ 3 Outside接続タイプ



•スイッチ仮想インターフェイス（SVI）：SVIインターフェイスを使用すると、レイヤ 2
とレイヤ 3をサポートする同じ物理インターフェイスをレイヤ 2外部接続とレイヤ 3外部
接続に使用できます。

図 4 : ACIレイヤ 3管理対象オブジェクト

L3Outside接続に使用される管理対象オブジェクトは、次のとおりです。

•外部レイヤ 3 Outside（L3ext）：ルーティングプロトコルオプション（OSPFエリアタイ
プ、エリア、EIGRP自律システム、BGP）、プライベートネットワーク、外部物理ドメ
イン。

•論理ノードプロファイル：外部レイヤ 3 Outside接続に対して 1つ以上のノードが定義さ
れたプロファイル。ルータ IDとループバックインターフェイスの設定はプロファイルで
定義されます。

複数の外部レイヤ 3 Outside接続間の同じノードには同じルータ
IDを使用してください。

（注）

WANおよびその他の外部ネットワークフォワーディング
10

WANおよびその他の外部ネットワークフォワーディング

外部レイヤ 3 Outside接続タイプ



単一の L3Out内では、ノードは、1つの論理ノードプロファイル
の一部でのみあり得ます。単一のL3Out内に複数の論理ノードプ
ロファイルの一部であるノードを構成すると、1つの論理ノード
プロファイルからループバックアドレスがプッシュされるもの

の、他方からはそうならないなど、予測できない動作が生じる可

能性があります。既存の論理インターフェイスプロファイルの下

の追加パスのバインディングを使用します。または、既存の論理

ノードのプロファイルの下に新しい論理インターフェイスプロ

ファイルを作成してください。

（注）

•論理インターフェイスプロファイル：IPv4および IPv6インターフェイスの IPインター
フェイス設定。これは、ルートインターフェイス、ルーテッドサブインターフェイス、

および SVIでサポートされます。SVIは、物理ポート、ポートチャネルまたは vPCで設
定できます。

• OSPFインターフェイスポリシー：OSPFのネットワークタイプ、優先順位などの詳細が
含まれています。

• EIGRPインターフェイスポリシー：タイマー、スプリットホライズンタイマーなどの詳
細が含まれています。

• BGPピア接続プロファイル：ほとんどの BGPピア設定、リモート AS、ローカル AS、お
よびBGPピア接続オプションが設定されるプロファイル。BGPピア接続プロファイルは、
ノードプロファイルの下の論理インターフェイスプロファイルまたはループバックイン

ターフェイスに関連付けることができます。これにより、BGPピアリングセッションの
[update-source]構成を決定します。

•外部レイヤ 3 Outside EPG（l3extInstP）：外部 EPGはプレフィックスベースの EPGまた
は InstPとも呼ばれます。インポートおよびエクスポートのルート制御ポリシー、セキュ
リティインポートポリシー、およびコントラクトの関連付けは、このプロファイルで定

義されます。単一L3Outの下に複数の外部EPGを設定できます。単一外部レイヤ3Outside
接続で別のルートまたはセキュリティポリシーが定義されている場合、複数の外部 EPG
を使用できます。1つの外部 EPGまたは複数の外部 EGPがルートマップにまとめられま
す。外部 EPGで定義されるインポート/エクスポートサブネットは、ルートマップの IP
プレフィックスリストの match句と関連しています。外部 EPGは、インポートセキュリ
ティサブネットとコントラクトが関連付けられる場所でもあります。これは、この L3out
のトラフィックの許可またはドロップに使用されます。

•アクションルールプロファイル：アクションルールプロファイルは、L3Outのルート
マップの set句を定義するために使用されます。サポートされる set句は、BGPcommunities
（standardおよび extended）、Tags、Preference、Metric、およびMetric typeです。

•ルート制御プロファイル：ルート制御プロファイルは、アクションルールプロファイル
を参照するために使用されます。これは、アクションルールプロファイルの順序付きプ

ロファイルにすることができます。ルート制御プロファイルは、テナント BD、BDサブ
ネット、外部 EPG、または外部 EPGサブネットで参照できます。

WANおよびその他の外部ネットワークフォワーディング
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BGP、OSPF、およびEIGRPL3Out用の追加のプロトコル設定が存在します。これらの設定は、
GUIの [ACI Protocol Policies]セクションでテナントごとに設定されます。

外部 EPG (中継ルーティングケース)の間でポリシーの適用を設定する際には、エクスポート
ルート制御、集約エクスポート、および外部のセキュリティのために、デフォルトプレフィッ

クスである 0/0で 2番目の外部 EPG (InstP)を設定する必要があります。さらに、優先グループ
を除外し、中継 InstPs間では任意の契約 (または適切な契約)を使用する必要があります。

（注）

レイヤ 3外部接続の設定のモードについて
APICは設定のための複数のユーザインターフェイス (UI)をサポートしているので、1つのUI
を使用して設定を作成し、その後、別の UIを使用して設定を変更する場合は、予期しないイ
ンタラクションが潜んでいます。ここでは、さらに他のAPICのユーザインターフェイスを使
用した可能性がある場合、APIC NX-OSスタイルの CLIを使用してレイヤ 3外部接続を設定す
るための考慮事項を説明します。

APIC NX-OSスタイルの CLIを使用してレイヤ 3外部接続を設定する場合、次の 2つのモード
を選択することができます。

•よりシンプルな暗黙モードは、APIC GUIまたは REST APIと互換性がありません。

•名前付き（または明示)モードは、APIC GUIおよび REST APIと互換性があります。

いずれの場合も、設定は互換性がない UIでは読み取り専用であると考えてください。

モードの違いについて

どちらのモードでも、構成設定は APIの l3extOutクラスのインスタンスである内部コンテナ
オブジェクト「L3 Outside」（または「L3Out」）内で定義されます。2つのモード間の主な違
いは、このコンテナオブジェクトインスタンスの命名にあります。

•暗黙モード：コンテナのネーミングは潜在的であり、CLIコマンドには表示されません。
CLIは、これらのオブジェクトを内部的に作成し保持します。

•名前付きモード：名前はユーザーが決定します。名前付きモードのCLIコマンドには、追
加の l3Outフィールドがあります。名前付きL3Outがを正常に設定され障害を回避するた
めには、ユーザーが外部レイヤ 3用の APIオブジェクトモデルを理解する必要がありま
す。

[名前付きモードを使用してレイヤ 3外部接続を構成（Configuring Layer 3 External Connectivity

Using the Named Mode）]のセクションにある手順を除き、このガイドでは暗黙モードの手順に
ついて説明します。

（注）

WANおよびその他の外部ネットワークフォワーディング
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注意事項および制約事項

•同じ APICインターフェイスでは、両方のモードを、次の制限でレイヤ 3外部接続を設定
するために一緒に使用することができます。テナントVRF、およびリーフの特定の組み合
わせのレイヤ 3外部接続設定は、1つのモードを介してのみ実行できます。

•特定のテナント VRFの場合、外部 L3 EPGを配置できるポリシードメインは、名前付き
モードまたは暗黙モードのいずれかになります。推奨する設定方式は、特定のテナント

VRFが、レイヤ 3外部接続用に展開されたすべてのノード全体で、特定のテナント VRF
の組み合わせに対して1つのモードだけを使用することです。モードは、異なるテナント
または異なる VRF全体で変えることができ、制限は適用されません。

•場合によっては、CiscoAPICクラスタへの着信設定で不整合が検証されます。外部から確
認できる設定（L3Outを通過するノースバウンドトラフィック）も検証の対象です。設定
が無効な場合は、「Invalid Configuration」エラーメッセージが表示されます。

•外部レイヤ 3機能は、次の例外を除いて、両方の設定モードでサポートされます

• L4～ L7サービスアプライアンスを使用したルーティングピアリングとルートヘル
スインジェクション (RHI)は、名前付きモードでのみをサポートされます。名前付き
モードは、ルーティングピアリングが含まれるテナント VRFのすべての境界リーフ
スイッチ全体で使用する必要があります。

•暗黙モード CLI手順を使用して作成されたレイヤ 3外部ネットワークオブジェクト
（l3extOut）は、「__ui_」で始まる名前で識別され、GUIで読み取り専用としてマークさ
れます。CLIは、インターフェイス、プロトコル、ルートマップ、EPGなどの機能で、こ
れらの外部L3ネットワークを分割します。RESTAPIを介して実行される設定変更は、こ
の構造を破棄することができ、CLIを介してさらなる変更を防ぐことができます。

このようなオブジェクトを削除する手順については、「不要な _ui_オブジェクトのトラブル

シューティング」を参照してください。これは、「Cisco APICトラブルシューティングガイ

ド」に記載されています。

L3Outネットワークインスタンスプロファイルで設定さ
れているサブネットで有効な制御

L3Outネットワークインスタンスプロファイルで設定されているサブネットに対して以下の
制御を有効にすることができます。

WANおよびその他の外部ネットワークフォワーディング
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表 1 :ルート制御オプション

オプション（Options）用途ルート制御設定

特定の一致 (プレフィックスと
プレフィックス長)。

ルートマップと IPプレフィク
スリストを使用して、どの外

部ネットワークがファブリッ

クからアドバタイズされるか

を制御します。IPプレフィッ
クスリストは、定義されてい

るサブネットごとにBLスイッ
チに作成されます。エクス

ポート制御ポリシーは、デ

フォルトで有効になってお

り、BGP、EIGRP、および
OSPFでサポートされていま
す。

エクスポートルート制御

特定の一致 (プレフィックスと
プレフィックス長)。

ファブリックに許可されてい

るサブネットを制御します。

ルールを設定してルートを

フィルタリングすることがで

きます。BGPおよび OSPFで
はサポートされますが、EIGRP
ではサポートされません。サ

ポートされていないプロトコ

ルのインポート制御ポリシー

を有効にすると、自動的に無

視されます。インポート制御

ポリシーは、デフォルトでは

有効になっていませんが、

[L3Outの作成（Create
L3Out）]パネルで有効にする
ことができます。 [ID
（Identity）]タブで次を有効
にします。 [ルート制御の適
用：インポート（Route
Control Enforcement:
Import）]。

インポートルート制御

ACLのプレフィックスまたは
ワイルドカードによる一致

ルールを使用します。

2つのプレフィックスベース
の EPG間をパケットが流れる
ようにするために使用されま

す。ACLで実装されます。

セキュリティインポートサブ

ネット

WANおよびその他の外部ネットワークフォワーディング
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オプション（Options）用途ルート制御設定

0.0.0.0/0サブネット (すべての
プレフィックス)の場合にのみ
サポートされます。

すべてのプレフィックスを外

部ピアにアドバタイズできる

ようにするために使用されま

す。 0.0.0.0/ le 32 IPプレ
フィックスリストで実装され

ています。

集約エクスポート

0.0.0.0/0サブネット (すべての
プレフィックス)の場合にのみ
サポートされます。

外部BGPピアからの着信であ
るすべてのプレフィックスを

許可するために使用されま

す。 0.0.0.0/0 le 16 IPプレ
フィックスリストで実装され

ています。

集約インポート

L3Out接続からすべての中継ルートをアドバタイズすることをお勧めします。この場合、プレ
フィックス0.0.0.0/0の集約エクスポートオプションを使用します。この集約エクスポートオプ
ションを使用すると、APICシステムがエクスポートルートマップのマッチ句として使用する
IPプレフィクスリストエントリ (permit 0.0.0.0/0 le 32)が作成されます。 show route-map
<outbound route-map>および show ip prefix-list <match-clause>コマンドを使用して、出力を
確認します。

集約共有ルートを有効にすると、ある VRFで学習されたルートを別の VRFにアドバタイズす
る必要がある場合、サブネットを正確に一致させることでルートを共有するか、集約サブネッ

トマスクを使用してルートを共有できます。複数のサブネットマスクを使用して、特定のルー

トグループをVRF間で共有するかどうかを判断できます。たとえば、10.1.0.0/16と 12.1.0.0/16
を指定してこれらのサブネットを集約することができます。あるいは、0/0を使用すると、複
数の VRFのすべてのサブネットルートを共有できます。

第 2世代のスイッチの VRF機能間で正常にルートが共有されます（N9K-93108TC-EXなど、
スイッチモデル名の最後やその後に「EX」や「FX」がつく Cisco Nexus N9K）。第 1世代の
スイッチですが、ルートを保存する物理的な 3進コンテンツ対応メモリ（TCAM）にルートの
解析を完全にサポートするだけの容量がないため、この設定のパケットは失敗する可能性があ

ります。

（注）

ACIレイヤ 3 Outsideネットワークのワークフロー
このワークフローでは、レイヤ 3 Outside（L3Out）ネットワーク接続を構成するために必要な
ステップの概要を示します。
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図 5 :レイヤ 3 Outsideネットワーク接続

1.前提条件

•インフラセキュリティドメインに読み取り/書き込みアクセス権限があることを確認しま
す。

•必要なインターフェイスを持つターゲットリーフスイッチが使用できることを確認しま
す。

レイヤ 3 Outsideネットワークの設定

次の L3Outlシナリオのいずれかを選択します。

•単一のテナント内で消費されるL3Outについて、BGPまたはOSPFの設定の指示に従いま
す。

•複数のテナント間で消費 (共有)される L3Outについて、「共有レイヤ 3 Out」のガイドラ
インに従います。

• L3Outの中継ルーティング使用例については、ACI中継ルーティング手順に従ってくださ
い。

注：この機能には APICリリース 1.2（1x）以降が必要です。

WANおよびその他の外部ネットワークフォワーディング
16

WANおよびその他の外部ネットワークフォワーディング

ACIレイヤ 3 Outsideネットワークのワークフロー



翻訳について
このドキュメントは、米国シスコ発行ドキュメントの参考和訳です。リンク情報につきましては
、日本語版掲載時点で、英語版にアップデートがあり、リンク先のページが移動/変更されている
場合がありますことをご了承ください。あくまでも参考和訳となりますので、正式な内容につい
ては米国サイトのドキュメントを参照ください。
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