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Create Fabric Node Member (]

Pod ID: |1
Serial Mumber: |FLM2629v38U
Mode 1D: 1091

Switch Name: ‘faL'-ri:;1-:_1:_1u':-Ucrder-gale-.ﬂ.-‘a',-"

~,
MNode Type: Spine Unknown /,l

Is Remote: [ ]
Is Tier-2 Leaf: [
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Node ID: | 501 =
Node Name: | boder-gw1

Role: | Border-Gateway

Rack Name: select

a) [RyFID (PodID) ] 7 4—/VFT, Fay 7 Xy A=a—nbRy NID #RIRLET,
b) /—FIDZ74—/VKT, /J—FIDZV—7 AL v FIZEID Y TET,

c) [/—F% (NodeName) | 7 4 —/V RT, V—7 XA v FIZ4HIZEID HTET,

d [A—J (Role) ] 74—/ RT, 8= ZATLLTAR—F—F— U A ZRIRLET,
e) A7 av) [TvH4 (RackName) | TT7 v 74 & RELET,

f) [Z$#% (Register) 127V vZ7 LET,

524210
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GUI %R L 7= VXLAN « > 7 5 130ut ot [

RDBERY

IR EIN TWABFIEEZFEHA LT, F—F—F—ru=A vy FEERLET, GUI ZfEH
LTHR—F— T = v=A By FEER (29 2—)

GUI Z{# A L - VXLAN -« > 7 5 L30ut D#ERK

VXLAN A > 7 7 L30ut # Clx, ACIAR—¥— 4 F—h oUxAf /J—RbA U HX—T (A%
BIRL T, A MRy NY—T A>T TR T 7 Fx (ISN) OF >y NU—27 T34 A5
EDEBGP 7 v ¥ — LA BEBR ZfE L T £, ZAUE, UE— FNX-OS HA—&— 7 — |k
VA LT U=V ABRERARRMEERE R L, Fiuh & DA —/N— L A EVPN [ BIR %
N AT DITHEETT,

VXLAN A > 7 7 L30ut 3 285615, WROHEHE Z#k L E7 :

CACIAR—=F =7 —=hU=A Ey bR LES., GUIZENLTHR—S =7 —hUxA
Ty MafER (29 4—) ZBRLTIES0,

s UE—FVXLAN 777U v 7 28 LET, GUIZHHLZYE—F VXLAN 7 7 7
U w7 Ok (30 =) ZBMML T IEEN,

«[/—F (Nodes) ]
cAR—F—HF— T A DHDBVXLANA > 7T L30ut D/ — R & L THRR T £,

e £ VXLAN A > 75 L30ut 1%, MICACILVF Ry K 777V v 7 DO—E8THHHE
BDORy RDBEDOR—F— F— 1T 2O L BRNETT,

e R—H—F— T A1X, H—0 VXLAN A > 77 L30ut £ 72135 D QoS KV
LI EESWTHEE D VXLAN A 7 7 L30ut THERTE 97,

c /=R T Ty ANERERTHEXIZ, /S — RO FICA—F@MNTFENV—TNy 7
AVHE—T oA AR TEET, R—F—F = VA DNV—T RNy f L H—
T A ZZEID Y TENZIPT FLAL, VE—F 777U v 27 D NX-0SAR—F —
F—h7x2ALDOBGPEVPN ot ha—)L FL— ET7 U o P BT D720 f#
HanEd,

[41 23 —T x4 X (Interfaces) ]
e Y R—=FENBA L H =T 2 A ADEZATITROLEBY T -
N—TFT Yy RA LB =T oA RETFHTA L —T A R
e ¥7-. VXLAN infraL30ut DA > X — 7 = A A ZTRHICT % —1L A BGP TR
U—ZRERRLET, UL, T ¥ —1 A BGP BERR (TYyv kv —) BED

B CEREAT ANA AL N—T RNy 7 T R AT 572 DI IR FEARH 22T
UE— LA KR,

+ [QoSJL—JL (QoSrules) ]

AaR—45—45—rmz1 ]
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B cuzmEm L~ VAN 1 255 10w DR

¢« VXLAN ASj/b—/L & VXLAN i H—iE, VXLAN A > 75 A 75 L30ut ®
VXLAN QoS AR U v —% M L TR X £9, GUI ZfiH L7 VXLAN 1 A & A
QoS RV v —DEK (36 2—) ZBMLTLIEE,

* VXLAN QoS R U > —ZER L7eWa . AJJ VXLAN N7 7 4 v 7237 7 4V B
® QoS L ILRENY ¥ THNET,

F7o. VXLAN A 75 30wt AL TT v & — LA &4 —— 1L o BGP AR L F

SR
[FUoH—LA (Underlay) |: A% —7 = A ZAFED—HE LTDBGP 7 IP #iAk,
« [A#—/8—L A (Overlay) ] : BGPEVPN VU £— MEkIZ, VE—FT7 77V v 7 iEpko—
%Bfﬁ‘o
188 BRI

VXLANEVPN R —4— 47— ho oA L LTERTHEZOC) —T7 ) —FKBHF LW — K & A
7 border-gateway & L TEERSN TS Z & 2 LET, FEFMICOVWTIEL, ACIA—4—
=2 DO (182—) ZZRLTLIIEEN,

FIE

RT9T1 [TF2 bk (Tenants) | >[4 275 (infra) |>[#v kT—F>% (Networking) ]>[VXLAN L3Out
(VXLAN L3Outs) [I2BE L £,

AFTw T2 [VXLANL30ut (VXLANL3Outs) 247V v 7 L, [VXLANL3Out #4ER (CreateVXLANL3Out) ]
EERLET,

[##t (Connectivity) | 7 4 > FUDRERINET,

B AaaR—45—45—rozqa
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GUI %R L 7= VXLAN « > 7 5 130ut ot [

10: VXLAN A > 7 5 L30ut 385« >~ Ko

Create VXLAN Infra L30ut

1. Connectivity

BLE VTS Adbewes § iy

BEF P Aeddrrss. F psmiy
e b B T p B Naaghied

Connectivity

Underlay Configuration

ATwv 73 [ (Connectivity) | V1> RUT, LEREFEHREZATILET,
a) [®&HI (Name) | 7 4 —/L FIZ VXLAN A > 7 7 L30ut D4R AT L£7,

RIS~ O 2 I 2 R Y =TT 24 HTTY . ARTTIIERK 64 307 % TORET 2
TEET,

GE)

F7V = ORI, ZOAFNTIEE T EEA,

b) (E&E) [VXLAN AR %A L QoS! — (VXLAN Custom QoSPalicy) | 7 « —/v K CEBEFD AR Y
— % BRINT 5 [VXLAN H R R L QoSR 1) —DERL (Create VXLAN Custom QoS Policy) | %%
RUTH LW QoS R Y v —%ER L £ 7,

F LV QoS AR Y v —DIERLDFEMIZ OV TIX, GUI Zf ] L7z VXLAN I 2 % 1 QoS AW U & —DAERK
(36 X—) ML TIEENY,

c) [k~ (Next) |27V v27 LET,
[/—F&A4 2B —T 4R (Nodesand Interfaces) | 7 1 v RUBRFERINET,

AaR—45—45—rmz1 ]
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B cuzmEm L~ VAN 1 255 10w DR

M:VXLANA > T35 L30ut /) — REA U R—T A RADI 4V K

Create VXLAN Infra L30ut

2. Nodes And Interfaces

MNodes and Interfaces

ATy T8 [/—FEA4 2B —T 4R (NodesandInterfaces) | 7V 4> KU T, R —FT=A /—RE A H—
T = A AGEKELT DI DI ERERE AT LET,

a)

b)

[/—K F7Aa774)L% (NodeProfileName) ] 7 4 —/L REBL W[4 Y4 —T AR FAT7 AL
% (InterfaceProfileName) | 7 4 —/V RC, /—RT7 w757 A NAEA L EZ—T2Af AT T 7 A
NEBNZT 7 v F ORI ZERT 20 E 5 haIkELET,

TI7FNE =R TFaT A VAR, [L30ut-name] [ nodeProfile] TH V., T 7/ D
A B—=T A AT 7 AN4AIE [L30ut-name] [ interfaceProfile] T, ZAUTIL,
[L30ut-name] 73 [ BT (Name) | 7 « —/V RIZAS LIZ4RITT, ZD7 ¢ —/v RiL, [Ek

(Connectivity) | ~—VIZd D £¥, MEISLT, ZINHLDT 44—V ROT 0T 7 A N4 ZEH
L/\ij—o

({£E) [BFDA >»42—7 x4 R KR — (BFD InterfacePolicy) | 7 4 —/v KT, BEFD BFD A
VH =T 2 A ARY —FBIRT D, FTLWBED A VX —7 = A AR Y —& BT 57212
[BFD A 42 —7 x4 R K1) >—%4ER (Create BFD Interface Policy) | Z3iR L £,

(M2 —T 4R 247 (Interface Types) | =V 7T, LA/ ¥ 3IBLOLA T2 71— /L KT
BB EATVET,

WDOAETarNbb £9 .

sl A¥3:

B AaaR—45—45—rozqa
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d)

2)
h)

)

i)

GUI %R L 7= VXLAN « > 7 5 130ut ot [

[ —T 4R (Interface) | : RV —7 AL v F 2N — X ICBRT D200 LA
YIS E—T oA RAEFRETHITIE, ZOF T a VERINLET,

(TS B —T AR (Sub-Interface) | : B/ Y —7 AL v F EIERL— X BT D &
INCLAFYIVTA L E—T oA ZAERETHITIE, ZOF T3 VEBRLET,

[/—FKID (NodelD) ] 7 4 —/V KD R v F XY A=2—T, VXLANA > 7 F L30ut DAR—
A==tz J— REBERLET,

JL—% ID ORI EEZDAT HROEL X o —UNHEICFREINGBENH D £7,
J—IDRAYyF 103 DEEIL—HF ID (£ 3333 T, CDY—TER/INA UETEITEINS MP-BGP
Yy I VIERAINET, 2 —HIE3333LFERLBIL—MIDEERTEETA, COY—TT
T TIZETENTWLWAMPBGP Yy 3 v ISy TENET,
eI D) —FRIZIA—ZID BEFHERINTOAWESIT., 4e 253—) ~BHLTID /) —
RO —2 ID ORERETFNEE SR L T 72 &0,

2D/ — FIIV—# ID BT TIZHEESNTWDLEE (72& 21, LR MP-BGP /L— K U 7

LI B ERERLCOWESGR) RO T arnb 4, [VXLANERIZRIC/L—4% ID #
A (Usethesamerouter 1D for the VXLAN configuration) ] : #%& A > 7 L30ut & i -4
HEBIIR L —4 ID T, ZARHERA TS 9 T, ROFIETHAT 572D = DG
ICFRRENDHNL—HFIDEAEL, 4e (253—)

[JL—A ID (Router ID) |7 « —/v FiZ, Infral30ut DHFERT — b T = A AA v T O—E D)L —
% ID (IPvd 7 KL A) AN LET,

N—Z IDIE, T_RTCOR—F—F— VxAf AL v T LIEACI 77T Vv R—F—F—|FU=x
A T—BTHLIVNERDY £7,
4d 25—) THHALIE X992, L —FIDBZD /) — RTT TR ENTWAES. WL
DIDE T arNH D FI,
« VXLAN HERRIC[R Ub—#% ID 2T 58805, 4d (25 3—2) DL v —J|IcFKRE
N —21DEASHLET,

cHHE DA 7T L30ut AT LA, FUA—ZID 2T 26BN HD £,

[JL—T /Ny %5 (Loopback) ] 7 4 —/L RIZIPT7 RLA&Z AN LET, Zhidk, EVPNET Y L 7Z
HHENDZL—T 4 7 afElRary ba—L 7L —0 T RLATY, 7o —LbA 7 haltze
TTCT RNRNEALXSINET,

[13—T x4 R (Interface) | 74—/ R T, Fry7H 7 URXAMNPLER— MERIRLET,
FROVAYIZYTT[HITA P —T 4R (Sub-Interface) | I L7234, [VLANH T+
JLE (VLANENcap) | 7 4 —/V RBRFERINET, LA V3N T 7 s A VIERSND 7R
B AT LET,

[MTU (434 k) (MTU (bytes) ) 1 74—/ KT, sy U —2 O KEEEEMZ AT LE
R

[IPv4 7 FL R (IPv4Address) | 7 ¢ —/L RIZ, e BGP 7> X —L A RO IP 7 KL AZ AT L%
R

AaR—45—45—rmz1 ]
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B cuzmEm L~ VAN 1 255 10w DR

k)

D

n)

0)

it FIOFNECTHER LIZACI R—F— F— b U= LAXYIA L H—T oA AT A H—
T A AZEID B THENEZIP T RLVATY,

[E7 IPv47 FLR (Peer IPv4Address) | 7 ¢ —/L RIZ, eBGP 7 v ¥ —L A Z=F v A [ &7
IP7 RLAEZASNLET,

I, A—HF == b U xA AL v TICHEHEERIN TWAL—F DA X —T = ADIPT K
L ATT,

[')E— FASN (RemoteASN) ] 7 ¢ —/v RIZ, E#EEER SN T72L—% D BGP A AT LFEH %
ABLET,

VXLANA > 7 T L30utD =D ) — RITEMDA v B —T = A 25T EH0nE I RELET,

TDVXLAN A 7 F L30ut DZ D/ — RIZIBIDA v Z—7 = A ZAEER LR WEEIL, 40
(26 X—) IZHEHLFET,

ZOVXLANA > 77 L30utDZ D/ — RIZIBMOA U Z—T oA AEERT HT2OIZZD /) —
ROMDA v Z—T 2 AR UA TV a 2T 56, [H1&227 Vv 7 LET, T,
[41 232 —T 4R (nterfaces) | = U 7IZH Y £7°,

CGF)

D) —=RDA U BZ =Tz AN LTEREHIBRT 256, £72idf > TEMLEA v & —
T 2 A AMTEHIRT 25AE. HIBRT 24 v 2 —T 2 ZATOZHRFETA a2 7 v 7 LE
e

ZDVXLAN A > 7 Z L30ut (ZIBMDOAR—Z— F— T = A ZHERTHNE I DERELET,

¢« 2O VXLAN A > 7 7 L30ut IZIBMDO R —F — 77— b = A % LsWEAETX. 40 (26
=) TERET

« Z® VXLAN infra L30ut (ZIBMDR—4 — 7 — h U = A ZFER T H 7201280/ — FHOE T
ATy a v EFRRTAHEAE. [HEZY vy 7 LET, 2L, [/—F (Nodes) | =V 7IZdH
nET,

GE)

J = RICAD LB SR EHIBRT 28546, £0388-> GBMLE /) — RIT2HIBRT 28541, H
B9 D /) —RITOZRHETAarw7 ) v LET,

[R~ (Next) 1227V v 27 LET,
[/RY) o —D#mL (Policy Configuration) ] 7 1 > RURFRENET,
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12: VXLAN A > 75 L30ut R') > —DEREV 1 > K™

Create VXLAN Infra L30ut

VXLAN Policy Configuration

VXLAN Border Gateway Set and VXLAN Remote Fabrics.

Border Gateway Set

Policy:

bgwSet

Configure VXLAN Remote
- ; ]
Fabrics:

Remote VXLAN Fabric

Remote Fabric Name:

vxlanFabricl +
Remote EVPN Peer Address Remote AS
40111 500

IPvd address

GUI %R L 7= VXLAN « > 7 5 130ut ot [

1. Connectivity

TTL

AT 75 [RY—O#ERL (Policy Configuration) 17 4> RO T, R —FVxAf /=R X —T =2 f A%
T 5 7o DI B A AT LET,
a) [R—F—4%—+toxzA vk (Border Gateway Set) | 7 4 —/LV R C, BEFOR—F—F— o=z A

Y NEFEHT LD HILOWAR—F—F—h T xA &y NEERT20E2RELET,

AaR—45—45—rmz1 ]
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- A

b) [UE—FVXLAN 7771 vY DL (Configure VXLAN Remote Fabrics) | %5 =27 L CTKR®D
74—V REMER L ET

1. [UE—FVXLANZ7JYJw% (RemoteVXLAN Fabrics) | 7 4 —/V KT, BEfFDO Y ET— b
VXLANZ 7 7V v 7 Z38ET 50, [ %227V v 27 LTHLWIE—FVXLAN 777U v 7 %
TERR L £,

2. [JE—KEVPNEZ 7 KLX (Remote EVPN Peer Address) ] 7 ¢ —/L R G, U%E— k EVPN
7T RUVAEZRELET,

TN, v TR ARBEL TS Y E— bk TS ZAZFRT B0 & 5D EVPN
7 RLATT, UE— RFEVPNT RLRX, 29O00F A ZAOBY)OES: & et 3 5 7- O\
SN, TARAABOKBILENTZ N T T4 v 7 B N—T 4 7T HE0ICbERASNET,

3. [JE—HFAS (RemoteAS) ] 74—/ RiZ, VE—FNX-OS AR—F—F—h Txf /) —RD
BGP HH:V AT A FBEE#ANI LT, HFVE—F 777V w7 7OV E—hAS R LET,

4. [TTL] 7 «—/v RiZ, Bk FheaTRERFR] (TTL) Z AL ET, fEIX, 1 L0 KRELTHLER D
V) i—a—o

ATv 76 [#T (Finish) 127 U v 27 LCT[VXLANA > 275 L30ut ™D« H— FDERL (CreateVXLAN InfralL30ut
wizard) | CRERRERRAE T LET,

RDZRY

GUI LT VRF A kL v F TO VXLAN OHipk (31 ~2—) IZH#WH_EINTWBFIEE
LT, VXLANVRF 2 h Ly FE2HER L F1,

VXLAN 51 ~ID

Cisco APIC 6.1 (2) DARETIX, VA M ID kT 24BN H Y £3, ZOHA M ID B2\
A== By F AR =R T DA EITTEEE AL

)

GE)  CiscoAPIC6.1 (1) D ACIAHR—F— 7F— b7 = A HEFEE T TITHER L TWD DT, VXLAN
A N ID ZERKE T Cisco APIC 6.1 (2) 127 v 77 L —RT5HE, T_XCOPEIE VRF B
TV oY RAL VTEENFELET,

FIE

AT9T1 EHOA=a— =00 [FTF2 bk (Tenants) 1>[4 > 75 (infra) ]>[R') — (Policies) ] >[VXLAN
#—+r A (VXLAN Gateway) ] >[VXLAN H#4 k (VXLAN Site) | DJEIZEIR L £, .

B AaaR—45—45—rozqa
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ATy T2

ATvT3
ATvT4
ATvTH
ATvT6

GUI EEALTR—F— 45— rozo v ek

WOEHZAZ Y v 7 LET, WXLANY A b (VXLANSite) 1% L C[VXLANDYER (CreateVXLAN
Site) & ®IRL £7,

[VXLAN DOERL (Create VXLAN Site) [V ¢ > RUREREINE T,

[£81 (Name) ] 7« —/L RIZ VXLAN %+ b DO&4RTZ AT LET,
[ID] 7 ¢ —/L RIZ, VXLAN %A MZEHOYA FID AT LET,
(f£&) [ERBA (Description) ] 7 4 —/V RiZ, #BHZ A L£7,
EE (Submit) [#7 VU v 7 LET,

GUl ZERLTHR—E—45—broxAa £y =R

&

ATy T2

ATvT3

ATvT4
ATy TH

ATvT6

R—=F ==tV By FEEKTDITIE, ROFIEZFITLET,

1R BHHIIZ

ZORY =L, VE—FDIEACI 777V v 7 LOBFIHEHIND, & Pod DR—F—
F—=h U x2A DT —% FL—2TEPZE|ID ¥ TEF, Tk, Pod DI =—F ¥ A  TEP
T, £/, CiscoAPIC X, 777V v ZHNOTRTOR—F— F—F7 =121 ODONE
T=—Fy A RTEP &Y 4 TET,

FIR

FHORA =2 — =00 [TF b (Tenants) | >[4 > T3 (infra) |>[7R") — (Policies) ] >[VXLAN
T— kx4 (VXLAN Gateway) ]>[R—%— 44—t x4 £y & (Border Gateway Sets) |DJIHIZIER
LET,

R b= 2 N = A RENEREASA T, [P Y3y (Actions) |>[R—F—4— kx4 BERY S—
DR (Create Border Gateway Set Policy) 127 VU v 7 L%,

[VXLAN H kID (VXLAN SitelD) ] 7+ —/V FiZ. [VXLAN D{ERpk (CreateVXLAN Site) | 7 1
N CLURNZAER L7 —E D% A FID #& 5~ LE 7, [VXLANHA ~ID (VXLANStelD) ] Z1ERkL
TWeWEA, EkEERT L7 a7 MRFEREINET,

UA b [&FT (Name) | 7 4 — /L R T, R—=F—=F =T =AYy b NI —ICHHTEZFD ETET,
(54887 —% TL—> IP (Externa DataPlanelP) 1 7 4 —/L RiZ, %Ky RO—BEDO/L—T ¢ 7 A[fE
IPT RVAEZANLES, +%27V >y 7 LT[Ry FID (PODID) | LV [7 FLR (Address) 1%
AN LFET,

[ZEfE (Submit) 1227V v 7 LET,

AaR—45—45—rmz1 ]
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B cuzsmALEyE— VAN 77 T U v o o

RDBERY

GUI A L7V T — F VXLAN 7 7 7 U v 7 Ok (30 —) THREELEN W2 FIEE
ERALT, UE—h VXLAN 777U v 7 2{ERE L £,

GUI #{FERL-UE—FVXLAN 77 J U v DR

ATy T

ATy T2

ATvT3
ATv74

ATy TH
ATvT6

UE— K VXLAN 77 7 U v 7 ZEKT 5121, RO FIEZFEITLET :

4O SRS

ZORY =L, —BOVE—FEACIZ 77V v o b, ZOT7 77 v 7IZEF O AR
LET, VE—F 777 Vw7 R —E, VE—F 7770 v 7 IZBEEMTONZHR—F—
F—=rxA By bTarbo— FL—r 7Y TR ARIEE L £,

FIE

FHORA=a— =00 [TF b (Tenants) | >[4 > T3 (infra) |>[7R!) — (Policies) ] >[VXLAN
H— kA (VXLAN Gateway) ]>[')E— F VXLAN 77 71 w4 (RemoteVXLAN Fabrics) |~%i#
L/i‘j—o

[VE—FVXLAN 7771 w4 (Remote VXLAN Fabrics) ] {E¥£~2A T, [P 3> (Actions) ]>
[VVE—FVXLANZ 7 7Y v DYER (Create Remote VXLAN Fabric) %7 VU v 7 L%,

[#8] (Name) | 7 4+ —/L KT, VXLAN 7 7 7 U v 7 |[Z4Ri1Z2E Y 4 TE,

ET7DOIPT RLUAEZNICHEESTHTTLEZ AT 5I12iE, VE—REVPNET £ 7 a> D[+ %227V v
7 LEd, ZLT[UE—FEVPN E7D R (CreateRemote EVPN Peer) | ¥ A4 717 Ry 7 ATLLF
DEANEZEFITLET

GE)
A 77 ET TTIL O%AE. 1 KO REWEEZEET2LERH Y 97,

a) [EZ7 ZKLR (PeerAddress) |1: E7IP7 FLAZ AN LET L, EVPN2 Y ho—LFL—r
Bzt (7Y x o —) ZMLT AT IND Y T — FNX-OSBGW 7 /3 ZAD/L—"TF/3y
7 1P 7 KL AT,

by (X7 =) [EBA (Description) 1 7 4 —/L RiZ, VE—F EVPN AR Y o —OfBHOFEMA AT L
£,

¢) [VE—FASN (RemoteASN) | : A N—HEL AT L& EAICHNT H5FEFEAILET, BT
AT AFE 1L, 1 — 4294967295 DT L — LR T4 31 MTTHZ ENTEET,

d) ©7 XA 74—/ T, VXLAN BGW #5239 CTIZIBIR I TV ET,

Okz7 VU vy7 LE7,

EANLET, [BEERTFONFAR—F—45— Dz AEE (Associated Border Gateway Set) [ A1 %
Wik, Rey 7 X0 URANPOBEFEOR—F = — oAy NEEIRT L0, [HE227Uv7 L,
MEFOR—F— = v=A &y hE2ERLET, Ziuk, [BEEFFohfzAR—F—45— D AHKE
(Associated Border Gateway Set) |7/R v 7 AZH D 97,

B AaaR—45—45—rozqa
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GUI £/ LT VRE X L v 7 <o VXLAN o#r I}

ATw 71 [EE (Submit) 227V v 7 LET,

RDZERY
GUI #{fH L7= VXLAN A > 7 7 L30ut DRk 21 _X—) &7 v 3 VOFRIRIZHES T,

VXLAN £ 7 Z L30ut ZH L £9,

GUI Z{#FH L TVRF X kL v F T VXLAN D& K

oI g OFEEAEHL T, ACIRAA & VXLAN EVPN KA A 55> FNVRF
ZAPMLFTEET, ZNIZLY, VXLANT—HZ L —r Db 7k ERB LT, Zh
5D RAALEOT T hONV—F v RBEEZHEICFEITTEET, 77 FVRFEX F Ly
FTHEEOREDREMIIETAEBEFHITIRD LB T,
e A ML yFENT2—Y—FF 2 N VRF IZ, VXLAN A > 7 7 L30Out ([ZBIERT T BT
VW5 BGW £ v MIEBEMIT HNET,
¢ % VRF THHR— &N 5 VXLAN VRF L30ut |% 1 27217 TF, ZiuL. VREF % BGW (T
YR A= HINE T,

IR& HEIIC
s ACIAR—F— 7= U =A|ZHETHEBRFHEEARFE (15—) 2Lta—LF
‘ﬂ—o
o 172 X—=® IGUI Z#fiH L7z VXLAN 7 — k7 = A A 7 7 L30ut DAL It S
NTWBFRIAEIZHES T, VXLAN ¥ —F 7 = A A 75 L30ut K L F7,

FIIg
ATvT1 [TFH2 bk (Tenants) 1 >[*y bT—F >4 (Networking) ]>[VXLAN X kL v F (VXLAN Stretch) ]
BB LT,
RATwF2 [VXLANRX bLwF (VXLAN Stretch) 1 %42V v 27 L, [VXLANVRF X b Ly FDHER (Create
VXLAN VRF Stretch) 1% &R L £,
[VXLANVRF R b Ly FDER (Create VXLAN VRF Stretch) 17 1 > RURFERENET,
AT9 73 [VRF] 74—V KT, BEfFD VRF %R 57>, FCoE OF LV VRF Z1EKT 5121, [VRF DERK

(CreateVRF) 1 7V v 7 LET :
a) [4&HT (Name) | 7 1 —/V RiZ, VRF O4RiZ AT LET,
b) [ZAUF7R (Alias) | 7 4 —/VFIZ, VREFOxZA U T 242 ANJLET,
c) (A7 =ay) [E#BA (Description) |7« —/L KIZ VRF Hila ASJ LET,
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AClR—F—4#—tozo |

B cuizEm LT VRE R kLY F TO VXLAN OB

RTvT4

ATy TH

ATvT6

ATy FT17

ATvT8

d [RYI—HlEERBERE (Policy Control Enforcement Preference) | 7 ¢ —/L KT, [JEI&H]
(unenforced) 1ZBIRLET, ZAUTED ., TXTD EPG 23 ilfR7e L CHMBICHE CTE £,

A VRFIZIX, EX=2VUT7 4 AU =2 VRF CHHAINOINE I DEERT LR U—HHA 7> =
YIRBHY FET, T 740 M T, VRFIFHEEIET— RIZR>TWET, 2F v, EPGHDEEIC= > F
7 7 MBREETT, VRF 3IEHE]E— RIZERE SN TWHEEA, VRF AOTXTO EPG I HHIZHE
FTEEd,

e) [RUL—arta—LERAARM (Policy Control Enforcement Direction) | 7 +—/L KT, [AA
(Ingress) ]z &R L £,

f) [OSPF %A <— (OSPFTimers) | 7 4 —/V KIZ, RKuay 7 X7 U A Mnb, ZORED VRF (5
7 4V NETZIL OSPF# A ~— R U > —%&AER) (ZBEfTT 2 OSPF % A ~— R U o —i#R L £,

g [E=2U2Y KR1JI— (MonitoringPolicy) 1 7 4 —/V RIZ, Fay 7 X UR MG, 2Ok
EO VRFICEHEM T2 =2V 7 R —3IRLET,

h) [#EE (Submit) 127V v 7 LET,

[(R—F—4%—F+o A v+ (Border GatewaySet) 1 7 4 —/V KT, BEfFOR—F—F—F o= A kv

FEBIRT 500, FIiLWAR—F—F— | v=A By NIRRT 27202 [R—F—4F— kx4 €Y b

(Border Gateway Set) | =2 U v 27 LET,

CiscoAPIC6.1 (2) LIFE, [WE—bF 7771 vo 4 (RemoteFabricName) |1 £7-1%[') E— k VNI (Remote
VNI 1 DOF 7> a U PREANZCERIRS NV TWATEDIRET H2MERH D FH A,

Cisco APIC 6.1 (4) LI, [EFR{EE4f= VNI (Normalized VNI) | £72IXVRFDO U E— K EVPN 7 7 7

Vw7 TEHSIHVNI,

GE)
[B—HJLVNI (Local VNI) ]i&. CiscoAPIC THIV ¥ ToHhiFET, ACIA—F— 4~ — h T =A(X, Cisco
APIC IZHI 0 BT HNT=ma— /L VNI EEREADIERL S vz VNI TG ROFREZFZITLET,

[72 kN2> F (Outbound) 17 4 —/V KT, NX-OSH A MNMIT RAZ A X0 — NEHIHT 2T
VR RA— vy TEREELET,

N— b = TOEMFIEDFEMIONTIE, L— Ml 77 AL R —%2SRLTLEEN,
[#&1& (nbound) |7 4 —/L R T, NX-0S7 7 7V v I hbA rR—bhENDHL— MEHFHT LA D
YERL— bk =y EEELET,

N— K =y FTOLERFEDFEMZ O TR, A— M2 7 7 AL R o—2 BB LTI LI,

[EfE (Submit) 227 U v 7 LET,

i

RDBARY

GUIZERILTT U v RAAL Y ALy FTO VXLAN OFERL (33 _—0) ICER#H S
TWAFIEEZFEHAL T, VXLANZ7 Y v RAL L ARy TFEERLET,
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| ACR—5—5—rzo

GUIEBALTIU v FAq> 2 Ly FTnvxan o ]

GUIZERLTIY Y FASLY X MLy FTOHVXLAN
DEERX

ATy

ATy T2

ATvT3

ATy T4

ATy TH

ATvT6

oI valOFEEEHL T, ACI FAA & VXLANEVPN RA A VICTTFo 7
Uy RALVHARNLYFTEET, ZHITEY, VXLANT—Z P L—r D h b E
FHALT, INBDRAAS UBOTF 2 b7 v UBE 2 HEICFEITTEET,

IR B I
s ACIAR—F— = U= A IZHETHEEFHEGIESFE (153—Y) Zlbta—LF
—a—O

o 172°—=T® [GUI Zif] L7z VXLAN 7 — h 7 = A A > 77 L30ut O] (ZHRfE X
NTWBFIEIZHES> T, VXLAN ¥—F 7 =A A 77 L30ut 2K L F 7,

FIE

[T+ 2k (Tenants) 1> [y kT—F >4 (Networking) ]>[VXLAN R kL v F (VXLAN Stretch) ]
WCBE L £,

[VXLANX Ly F (VXLANStretch) 1547V v 27 L, [VXLANBD X b Ly FDERL (CreateVXLAN
BD Stretch) %R L 7,

[VXLANBD R kL FDERL (Create VXLANBD Stretch) | 7« > RUuMmFEREINET,

[TUwy KAA > (BridgeDomain) | 74—/ R T, BEED TV v KA A U Z218IRT 5. FCoE D
FLNWT U v RAAL EERT DT, [FUy D FAALDER (CreateBridgeDomain) | %72 U v
7 LET,

[(R—F—4%—FroxA v+ (Border GatewaySet) | 7 4 — /L KT, BEfFOR—F—F—F o= A v
F2BEIRLET, GUIOTF AR Ry 7 ACEHINTNDE LT, AP yTFEINTNETY v R A
AR L TLRAPAZ=F XY A MR T T T 4 TITRESNTWND Z 2R LET,

Cisco APIC 6.1 (2) D&, [VE—F 77T vo % (RemoteFabricName) ] £721% [ E— bk VNI

(RemoteVNI) | DA 72 a VT CTICHESNTWOIDTIHRET 2L EIH Y FH A,

Cisco APIC 6.1 (4) LI, [EFRIEEHt= VNI (Normalized VNI) |1 £721X VRF ®VE— K EVPN 7 7 7
Uy 7 CHEAIND VNI ZHRETHLERH Y 77,

GE)
[B—AIJLVNI (Local VNI) ]iZ. CiscoAPIC THIV Y THNE T, ACIA—F— 7 — L~ =A%, Cisco
APIC |[ZEID YT o= — AL VNI LR D EH L S 37z VNI BT E R OFER 2 ET L E T,

4
[3E1E (Submit) 127 Vv 7 LET,
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B venzrrvrz v krqastLss

VXLANX Ly F TS FAS LY A

VXLAN A Lo F TV v RAL L VL7 ZEERT DIE,. ROFIEIZENET, R
3 —JEFRHE VXLANEVPN R A A VAR L TIO VXLANYEET Y v AL LI X
ZUERRLTC, VE—INX-OSHR—F =7 — R T2 A NOZEFE LT RTOIA T2 VT 4 v
JA (= RiRA b)) ZEEDESG D& L THETAVNENHY £,

FIE

ATYT1 A=a—R_—=T, [TF b (Tenants) | Z=W, #WHIRTF 2 FE2@RL 9,

RTv T2 FElr—v a3y 4T, [tenant_namel > [7 FUr— 3> FOT 74 )L (Application Profiles) |>
[application-profilename] > [T KR4 > b %21 7«4 ¥ )L—T (Endpoint Security Groups) ] >
[esg_name] > [ L2 & (Seectors) &R L £,

2T9T3 WELZY v LET, [VXLANBDEL %% (VXLANBD Sdlector) ] # LT, [VXLANBD L% 2D
R (Createa VXLAN BD Selector) % &R L £,

ATv T4 [VXLANBD L% 2 DR (Createa VXLANBD Selector) | ¥4 717 Ry 7 A2, ROE#RE AT

LET:
a) [FUwP KAAL Y (BridggDomain) |: Fay 7 Xouuhn, v BT 5A Ny F 7Y v
RAAL L Z2BIRLET,

b) [ERBA (Description) ]: (A7 ay) L7 XD,
¢) [#E (Submit) |27V 7 LET

NEH TRy LI A

WOFNEZHE-T, YT %y b BLZ ZE2ERLET, VE—FNX-0OS R—F— 7—

R = A DSZETBAHEDESGH A TST LT 4 v A (NEY 7%y NEI34 Y Y —
A) O—EE LTHET DAY U —IER# VXLANEVPN KA A V&2 L T, 4ME 7 3%
ML ZEERTHOILERHY ET,

FIE

RTFYT1 A=a— =T, [TFU b (Tenants) | RN L, WYIRT I FERVET,

ATy T2 FEF—v a3y T, [tenant_namel > [7 FTUr— 3> FAT 74 )L (Application Profiles) ]>
[application-profilename] > [T FRA > b %2 7«4 ¥ )L—T (Endpoint Security Groups) ] >
[esg_name] > [t Lo 42 (Selectors) [& R L £,

ATv 73 &Y TRy b tLY 4 (External Subnet Selectors) | #4727 U v 27 LT, MY TRy bELIEZD
{ERL (Createa External Subnet Selector) ]% 4R L £,

B AaaR—45—45—rozqa



| AclR—5—4—troza

ATvT4

T2

IVRRAV b EFIYTA TL—TOFTYE— X2 UTa TL—T T EHER .

[4V 885 Ty b LY 2 DHER (CreateaExternal Subnet Selector) | #1471 27 Ry 7 212, ROE#R

EANSILET :

a) [IP):BAETHIP LT 4 v AERELET,

b) [E%BH (Description) 1: (A7 a ) L7 Z DM,

c) [#%# (Shared) |[VRF (Z{E-> THEY T Xy badeF 357200 F = v 7Ry 7 AZF = v 7 & A
F9, WHEX 2V T 42T HIT, AT LA EX 2T 777 TRy FEEHL
THMH EPG A& L £,

d) [ZEE (Submit) 1227V 7 LET,

G¥)

SEE—HEX, 7V vY RAL TRy MCE#ET LY E—F L7 4 v 7 RZHETT,

VXLANAWEHY 7Ry L7 2 LTRESNTZ T VT 4 v 7 AX, VXLANEVPN 7 7 7 U v 7 b5z

ELTEEVPN L7 4 v 7 AL TEREIC B L TWARLEIIH Y FHAL, A==y N VLT 4 v I A%

BFRHLT, 777Uy 7ONEHBOY Y —RZEHTLVE—FN LT 4 v 7 RE—HIHEDHIENTE,

catch-all BIfEiX, 0.0.0013F L1V 1280017 L7 1 v/ AZ$EETHZ LT (00000%HTE W

W) HFEBITEET,

KR4 bEFa2T40 GIL—TOFTYE—F

XTI —T RTEER

ATy T
ATy T2

ATvT3

ATy T4

COFEEFEH., HRtEX 2T 4 IA—TOFICIE— X2 UT 40 TN —TF Z T 5{E
L ET,

FIE

AZ=a2—R_—=7T, [T+ (Tenants) | Z&IRL ., @Y7 MEERVET,
F el — 3 S Ttenant_name>[7 T r— 3> FOT 74 )L (Application Profiles) ]>
application_profile name>[T > KR4 > b %2 ) F 4 ¥ )L—7 (Endpoint Security Groups) 1% 38R L
£7
[TV KRRA Vb EFX2) T« JIL—F (Endpoint Security Groups) ] #4727 YV v 7 LT, [T¥ RRA
vhtFXaTF 4 JIL—TDER (Create Endpoint Security Group)] #2841 L £,
[RTYTLI>FTATUT4T«4 (STEPL1>Identity) | X—YD[ZV KRSV X2 UTa TIL—7T
DYERL (Create Endpoint Security Group)] A4 712 Ry 7 A2, IROEHREATTLET -
a) [®&HBI (Name) ]: ESG D4 HIAZ# AN LET,
b) (EE) [EiBA (Description) ]: ESG OfiH&E AT L £,
¢) [VRF] : ESG IZB#EfHIT 54D VRF Z A LET,
d) [YJE—b pcTag MERE (Set RemotepcTag) |: ['JE— b pcTag MEXE (Set RemotepcTag) | F = v~
IR 7 AR AT LT, VE—bpcTag ZiXE L E 7
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AClR—F—4#—tozo |

B cuizmEm L VAN 5 2 5 L QoS K Y L — e

e)

f)

2)

h)

['JE— Ik pcTag (RemotepcTag) | : CiscoACI 77 7V » 7 L NX-OS VA "EDOEF = U T  TIRiE
SINT= T N—T72H (SGT) ITEH IS U E— b pcTag DIEZIEE L £ 7,

[BIEKEE (AdminState) 1 : ESG 2 ¥ ¥ v & U5 121E, [BEY vy vy ¥ > (Admin Shut) ]
ZEIRLEY, T 74/ hT, [ESCEEKRE (ESGAdminState) Ji2i%, [BEE7 v 7 (AdminUp) ]
DENRHY ET, ZO7 41—/ KX, 52 3) VU —AnbLBMSE L,

[EBRNDREM (Deployment Immediacy) ] : ESG DT 7 uA A v FORIEMZi5E T 5121, [FvT
<> K (OnDemand) ] £7-1% [ENBF (Immediate) |& &N L £,

ESG IEHIZ [>T <> K (On-demand) |ORIRFEBIC L > TR S, BETH a2 R T2 h—
I, ESGEL 7 ZIZ—HT D5 RRA Y EBREDY —7 ) — RTHEHEINRICOART 0 T Z
LZNET, CiscoACI U U —26.1 (4) LA, [BIEF (Immediate) 147" = &8 L T ESG % /&
fdTsZ&bTEET,

ESG THERL S NIAME T L7 4 v 7 AT %y b & —ET 2% 7% v b B L2 &, SN EPG &
Lo X ERRA T L A OWTRORG S5, BB (Immediate) 47> = 213 E B
SnET,

[R~ (Next) 227U v 27 LET,

[RTYT2>LY4% (STEP2>Sdectors) | —Y ([T RRA U b EFa)T40 JL—TDHE
BX (Create Endpoint Security Group)] # 4 7 127 R v 7 AN) BEHE T,

GUI Z{#=HL7=VXLAN H X2 L QoS R o—DIERK

FIE

VXLAN 7 A # 5 QoSAK Y v —ik, VXLANQoS ARV ¥ —TEFKINTWDEENEEDSCP
EIZEESWTACLI 7 7 7 U v 7 NOBRERHIZ VXLANEVPN 7 7 7 U v 7 B3R D347 kD
TIAF VT 4 &2EFRZLET, ZNHD CoS/DSCP %, Wi~y X —TRESNET, £
72. VXLANCoS tH /1R VU o —TEZEEI N/ IPv4DSCPEIZFE-S< U £=— F VXLANEVPN 7 7
TV IS TACL 7 77V v 7 BEEILD VXLAN I 72 AL S ivi= 357 > R OSNT

Ny =D CoSTHBLODSCPid~—% 227 LET, DAL L A—TLAR)—NEH
SNTWARWES, ACL 7 7 7V v 7 ZBEENDRNC, ZM5H DSCP 35 X UY CoS DEIXT 7 + /1
MEDE 2 |2 E SILET,

ATV T EOA=a— "= [TF 2k (Tenants) >[4 2T F (infra) 1>[*y kT—F 2% (Networking) ]
>[VXLAN L30ut (VXLAN L30uts) [Ic®8h L £,

ATw 72 [VXLANL3Out (VXLANL3Outs) 147 U~ L, [VXLANL3Out Z4ERL (CreateVXLAN L30ut) ]
PR LET,

ATwv 73 [ (Connectivity) | 7 4> KU T, LERFREZAILET,

ATy 74 [VXLAN HRA L QoS7RY — (VXLAN Custom QoSPolicy) | 7 4 —/v R CEEFEDRY v —%8IRT 5
M [VXLAN B R2 L QoS7R1) o —DERK (Create VXLAN Custom QoS Policy) ] #8ER L £,
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| AciR—5—

ATy TH

ATvT6

ATy 17

T—kozAq
GUI E A L 7= VXLAN h 2 4 4 008 KU v —n s [}

B < [VXLAN B R 4B L QoS! —DHER (Create VXLAN Custom QoSPolicy) 17« > K7 ¢, 1Bk
LR —DLARTERHEASLET,

[VXLAN AA1/L—)L (VXLANIngressRule) 1 =V 7 T, AJ] QoS Bl — /L2 BINT5I21E, [+] &7
Uy LET,

ACI 7 7 7V o ZICEH SN TCWAERT— N oA IZEET DT —% T 7 1 v 71X, WE DSCP fHEIC
KLTCFzy 73, —BBMmHIN5E, b7 7409 71X ACIQoS LILIZHFES L, Wi~y & —IT
BRESNTWDEY)ZR COS BLUDSCP i T~ —7 &nET,

a) [BEIEGL (Priority) 1 7 4 —/v KT, AJILb— L OBSENEAL 28I L £ 7,

ZHUE, ACI 77 7Yy RO T 7 4w 718D S TS QoS L~V T, ACLIZZ 77U v Z7ND K
T4 ITDTIAFT )T 4 B RDDHEZDIFERLET, Zhicky, iVXLANY B T 7 4 >
T DI B —IZRE I TND COSTENIRE SN, ACI 7 77 U v 7 NTEEIBMN 215 2 &
NTEFET,

F a0z L1 — LL 6Cd, T 70 MEK, VL3 Tt, ZTO7 4 —/L N
WLZWGEE, FT 7 40 v ZIZEBEIC LUV 3 OESGIBEMAE D B THIET,

b) [DSCPHE&HBHIE (Match DSCPFrom) 1 5 XV [DSCPHB&#T (MatchDSCPTo) | ku v 7 &
ZEALT, AT 2 Y E— FVXLANEVPN KA A B DOVXLAN b7 7 v 7 ONFEDSCPAE D&
PHZFEE L ET,

c) [#2—%w k DSCP (Target DSCP) | T, /X7 v B ACI 77 7V v 7 NIZH D5E1237 v MZE|
D 2T 58 DSCP &80 L 97,

d) [#—% v bk COS (Target COS) | 7 4 — /L KT, ~v X —NDO X7y hWNACI 777V v 7 NIZH
HIGAEN Ny MZEID M CH COSEE®INL £,

FEE &7z COS fEIX. VXLANEVPN KA A ;b3 hbtn@b774/7_&ﬁéhét .k
T 74 v 7 B5ES ACI Y —7 /) — KT VXLAN B 7B LR SN 8 IO HABR S ET,

F 74V MEIRIEBEETT, 2FED, 777V v 7 TCCOSIRIEAT > a U BRENI > TWBHEEITD
I, 2N ROTED COS EMERF SN E T,

e) AJIN—VERFT DI, [BH (Update) |27V v 27 LET,
f) BIMDOAT COSHKY — L—LZONT, ZOFNEZHBEY KL £7,

[VXLANH A)L—JL (VXLANEgressRule) | = U 7 C, HJ1QoS AHi/— /L& BT HITIX[HE=27 Y v

7 LET,

a) [DSCPHE&RISE (Match DSCPFrom) | 85X (N [DSCPEE&#T (MatchDSCPTo) | ke v ¥
ZEEHLT, ACLU—7 J—FRIZLoTHEEIN, —HSELWACIAR—F—F— 7 =AI28->T
ZAE I 5 iVXLAN 7 7 ¢ v 7 ONE DSCPEOHIFHZfEE L. Y E— FVXLANEVPN KA A
%6CHD VXLAN b7 7 4 > Z71ZH5 COS 33 LUV DSCP EZEI D Y4 TE T,

b) [#—4w b FA—/\—L A DSCP (Target OverlayDSCP) | Kz v 7 & 7, HJ VXLAN 2347 v
MZEIY 24T 5 A8 DSCOP Ml % 134K L £ 9,

¢) [4—%v FCOS (TargetCOS) | Fr v 7 &7 ) VXLAN /37 MZHEIY 4T 2555 COS
xR L ET,

d) ANN—NERFTHT-OIC [BH (Update) | 227V v 27 LET,

e) BMDOHTI QoS KU v — —/LZHoNT, ZOFEZEV KL ET,
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B cu EmmALE VXAN 5 R % L QoS KU L —0 e

RTw T8 HAK L VXLAN QoS DIEM %5 T SH A0 [OK] 227 U v 7 LET,
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BENDODEIT I EETELLIEZWL, HBLETHESEMREBDEFIOT. ERXBABICDOW
TIFKRET A FDORFIAVNESBIZS,
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