
ルーティングプロトコルのサポート

この章で説明する内容は、次のとおりです：

•ルーティングプロトコルのサポートについて（1ページ）
• BGP外部ルーテッドネットワークと BFDのサポート（2ページ）
• OSPF外部ルーテッドネットワーク（45ページ）
• EIGRP外部ルーテッドネットワーク（49ページ）

ルーティングプロトコルのサポートについて
ネットワーク内でのルーティング [Cisco ACI]ファブリック内のルーティングは、BGP（BFD
サポート）および OSPFまたは EIGRPルーティングプロトコルを使用して実装されます。

IP送信元ルーティングは ACIファブリックではサポートされません。

Cisco ACIの等コストマルチパスルーティングについて
[Ciscoアプリケーションセントリックインフラストラクチャ（Cisco Application Centric
Infrastructure）]（[ACI]）内で、ボーダーリーフスイッチに接続されたすべてのネクストホッ
プは、ハードウェアで転送されるときに 1つの等コストマルチパス（ ECMP）ルーティング
パスと見なされます。 [Cisco ACI]は、直接接続されたネクストホップの ECMPパスを BGPに
再配布しません。しかし、再帰ネクストホップの ECMPパスを BGPに再配布します。

次の例では、ボーダーリーフスイッチ1および2が、ネクストホップ伝播を使用して10.1.1.0/24
ルートをアドバタイズし、接続されたホスト機能を再配布します。

10.1.1.0/24
through 192.168.1.1 (border leaf switch 1) -> ECMP path 1
through 192.168.1.2 (border leaf switch 1) -> ECMP path 1
through 192.168.1.3 (border leaf switch 1) -> ECMP path 1
through 192.168.1.4 (border leaf switch 2) -> ECMP path 2

• ECMPパス 1：50%（ネクストホップ 192.168.1.1、192.168.1.2、192.168.1.3）

• ECMPパス 2：50%（ネクストホップ 192.168.1.4）
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各ネクストホップのトラフィックハッシュのパーセンテージは概算値です。実際のパーセン

テージは異なります。

（注）

非境界リーフスイッチのこのルートエントリは、非境界リーフから各境界リーフスイッチへ

の 2つの ECMPパスになります。これにより、ルートをアドバタイズするボーダーリーフス
イッチ間でネクストホップが均等に分散されていない場合、ボーダーリーフスイッチへのロー

ドバランシングが不均衡になる可能性があります。

[Cisco ACI]リリース 6.0（2）以降では、ネクストホップ伝播および接続ホスト機能の再配布
を使用して、 [Cisco ACI]ファブリック内の最適でないルーティングを回避できます。これら
の機能が有効になっている場合、非境界リーフスイッチからのパケットフローは、ネクスト

ホップアドレスに接続されているリーフスイッチに直接転送されます。すべてのネクストホッ

プがハードウェアからのECMP転送に使用されるようになりました。さらに、 [CiscoACI]は、
直接接続されたネクストホップと再帰ネクストホップの両方の ECMPパスを BGPに再配布す
るようになりました。

次の例では、リーフスイッチ 1と 2がネクストホップで 10.1.1.0/24ルートをアドバタイズし、
接続されたホスト機能を再配布します。

10.1.1.0/24
through 192.168.1.1 (border leaf switch 1) -> ECMP path 1
through 192.168.1.2 (border leaf switch 1) -> ECMP path 2
through 192.168.1.3 (border leaf switch 1) -> ECMP path 3
through 192.168.1.4 (border leaf switch 2) -> ECMP path 4

• ECMPパス 1：25%（ネクストホップ 192.168.1.1）

• ECMPパス 2：25%（ネクストホップ 192.168.1.2）

• ECMPパス 3：25%（ネクストホップ 192.168.1.3）

• ECMPパス 4：25%（ネクストホップ 192.168.1.4）

BGP外部ルーテッドネットワークと BFDのサポート
ここでは、BFDをサポートする BGP外部ルーテッドネットワークの詳細について説明しま
す。

BGPレイヤ 3外部ネットワーク接続構成のガイドライン
BGP外部ルーテッドネットワークを構成するときは、以下のガイドラインに従ってください。

• BGP直接ルートエクスポートの動作は、リリース 3.2（1）以降に変更されました。この
場合ACIは、エクスポートルートマップ節を照合するときに、発信元ルートタイプ（ス
タティック、ダイレクトなど）を評価しません。その結果、アウトバウンドネイバールー

トマップに常に含まれる「match direct」deny節は、直接ルートと一致しなくなり、ユー
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ザ定義のルートマップ節が一致するかどうかに基づいて直接ルートがアドバタイズされる

ようになりました。

したがって、直接ルートはルートマップを介して明示的にアドバタイズする必要がありま

す。そうしないと、アドバタイズされている直接ルートが暗黙的に拒否されます。

• [ASオーバーライド（AS override）]（L3Outの BGPピア接続プロファイルの [BGP制御
（BGP Controls）]フィールドにあります）オプションは、リリース 3.1（2）で導入され
ました。これにより、 [Ciscoアプリケーションセントリックインフラストラクチャ（Cisco
Application Centric Infrastructure）]（[ACI]）は AS_PATH内のリモート ASを ACI BGP AS
で上書きできます。 [Cisco ACI]において、これは通常、eBGP L3Outから同じ AS番号を
持つ別の eBGP L3Outへの中継ルーティングを実行するときに使用されます。

ただし、eBGPネイバーが異なるAS番号を持つ場合、 [ASオーバーライド（ASoverride）]
オプションを有効にすることによって問題が発生します。この状況では、ピアに反映する

ときに AS_PATHから peer-asを削除します。

• BGPピア接続プロファイルの [Local-AS番号（Local-AS Number）]オプションは、eBGP
ピアリングでのみサポートされます。これにより、 [Cisco ACI]ボーダーリーフスイッチ
は、ファブリックMP-BGPルートリフレクタポリシーに割り当てられた実際の ASに加
えて、別の ASのメンバーであるように見えます。そのため、ローカル AS番号は [Cisco
ACI]ファブリックの実際のAS番号とは異なる必要があります。この機能が構成されてい
る場合、 [CiscoACI]ボーダーリーフスイッチは、ローカルAS番号を着信更新のAS_PATH
に付加し、同じ番号を発信更新の AS_PATHに付加します。次の場所の no-prepend設定
によって、ローカル AS番号の着信更新への付加を無効にできます。 [ローカルAS番号の
設定（Local-AS Number Config）]上にあります。 no-prepend + replace-as設定を使用す
ると、ローカル AS番号が発信更新に付加されるのを防ぐことができます。

•ルーティングプロトコルの L3Outのルーター IDは、ルーテッドインターフェイス、サブ
インターフェイス、SVIなどの L3Outインターフェイスと同じ IPアドレスまたは同じサ
ブネットにすることはできません。ただし、必要に応じて、ルータ IDをL3Outループバッ
ク IPアドレスの 1つと同じにすることができます。Cisco APICリリース 6.0（4）以降、
「ループバックアドレスにルータ IDを使用する」オプションが有効になっていない場合
の、この制限は削除されました。

•同じ VRFインスタンスの同じリーフスイッチに同じルーティングプロトコルの複数の
L3Outがある場合、それらのルータ IDは同じである必要があります。ルータ IDと同じ IP
アドレスを持つループバックが必要な場合は、それらのL3Outの 1つだけにループバック
を構成できます。

• L3Outの BGPピアを定義するには、次の 2つの方法があります：

• BGPピア接続プロファイル（bgpPeerP）（論理的なノードプロファイルレベル
（l3extLNodeP）で）を通して、これにより、BGPピアがループバック IPアドレスに
関連付けられます。BGPピアがこのレベルで構成されている場合は、BGP接続にルー
プバックアドレスが想定されます。そのため、ループバックアドレス設定が欠落し

ていると、障害が発生します。
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• BGPピア接続プロファイル（bgpPeerP）論理的なインターフェイスプロファイルレ
ベル（l3extRsPathL3OutAtt）これにより、BGPピアがそれぞれのインターフェイス
またはサブインターフェイスに関連付けられます。

• BGPデフォルトタイマーを使用し、双方向転送検出（BFD）をレバレッジして1秒未満の
障害検出を行うを推奨します。アグレッシブタイマーを設定すると、 CPUの集中的な動
作中に BGPセッションが予期せずフラップする可能性があります。

• IPv6を使用したループバックを介したピアリングを有効にするには、ユーザーが IPv6ア
ドレスを構成する必要があります。

• BGP l3extOut接続のテナントネットワーキングプロトコルポリシーは、最大プレフィッ

クス制限を使用して構成できます。これにより、ピアから受信するルートプレフィックス

の数をモニターし、制限することができます。最大プレフィックス制限を超えると、ログ

エントリの記録、それ以降のプレフィックスの拒否、固定期間中にカウントがしきい値未

満になった場合の接続の再起動、または接続のシャットダウンを行うことができます。一

度に1つのオプションだけを使用できます。デフォルト設定では20,000プレフィックスに
制限され、その後は新しいプレフィックスは拒否されます。拒否オプションを展開する

と、BGPは設定されている制限よりも1つ多くプレフィックスを受け入れるようになり、
（ [Cisco Application Policy Infrastructure Controller]（[APIC]）はエラーを発生させます。

[CiscoACI]は IPフラグメンテーションをサポートしていません。
したがって、外部ルータへのレイヤ 3外部（L3Out）接続を構成
する場合、または Inter-Pod Network（IPN）を介した [マルチポッ
ド（Multi-Pod）]接続を構成する場合は、インターフェイスMTU
がリンクの両端で適切に設定することを推奨します。 [CiscoACI]、
[Cisco NX-OS]、および Cisco IOSなどの一部のプラットフォーム
では、構成可能なMTU値はイーサネットヘッダー (一致する IP
MTU、14-18イーサネットヘッダーサイズを除く)を考慮してい
ません。また、IOS XRなどの他のプラットフォームには、構成
されたMTU値にイーサネットヘッダーが含まれています。構成
された値が 9000の場合、 [Cisco ACI]、 [Cisco NX-OS]Cisco IOS
の最大 IPパケットサイズは 9000バイトになりますが、IOS-XR
のタグなしインターフェイスの最大 IPパケットサイズは 8986バ
イトになります。

各プラットフォームの適切なMTU値については、それぞれの設
定ガイドを参照してください。

CLIベースのコマンドを使用してMTUをテストすることを強く
推奨します。たとえば、 [CiscoNX-OS]CLIで ping 1.1.1.1 df-bit

packet-size 9000 source-interface ethernet 1/1などのコマンド

を使用します。

（注）

•親リーフや階層 2リーフ上で L3Outを拡張する場合、ECMPはサポートされません。
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BGPの接続タイプとループバックのガイドライン
[ACI]では次の BGP接続の種類をサポートし、それらのループバックのガイドラインをまと
めています：

スタティックルートまた

は OSPFルートが必要
ルータ IDと同じ
ループバック

ループバックが

必要

BGP接続タイプ

非対応N/Aいいえ直接 iBGP

はいいいえ（同じノー

ドに複数のレイヤ

3 Outがある場
合）

はい（L3Outご
とに個別のルー

プバック）

iBGPループバックピアリング

非対応N/Aいいえ直接 eBGP

はいいいえ（同じノー

ドに複数のレイヤ

3 Outがある場
合）

はい（L3Outご
とに個別のルー

プバック）

eBGPループバックピアリン
グ（マルチホップ）

外部 BGPスピーカーに対する BGPプロトコルピアリング
ACIは、iBGPと eBGPを使用して境界リーフと外部 BGPスピーカーの間のピアリングをサ
ポートします。ACIは、BGPピアリングで以下の接続をサポートします。

• OSPF上の iBGPピアリング

• OSPF上の eBGPピアリング

•直接接続上の iBGPピアリング

•直接接続上の eBGPピアリング

•スタティックルート上の iBGPピアリング

BGPピアリングで OSPFが使用される場合、OSPFは BGPピアリングアドレスへのルートの
学習とアドバタイズのみに使用されます。レイヤ3Outsideネットワーク（EPG）に適用される
すべてのルート制御が BGPプロトコルレベルで適用されます。

（注）

ACIは、外部ピアへの iBGPおよび eBGP接続用に多数の機能をサポートします。BGP機能
は、 [BGPピア接続プロファイル（BGP Peer Connectivity Profilem）]で構成されています。

BGPピアの接続プロファイル機能について、次の表で説明します。

ルーティングプロトコルのサポート
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ACIは、次の BGP機能をサポートしています。以下にリストされていない NX-OS BGP機能
は、現在 ACIではサポートされていません。

（注）

表 1 : BGPピアの接続プロファイル機能

NX-OSでの同等のコマンド機能の説明BGP機能

allowas-in連携する相手 Allowed AS
Number Count設定を展開
します。

Allow Self-AS

disable-peer-as-checkアドバタイズ時のピアAS
番号のチェックを無効に

します。

Disable peer AS check

next-hop-self常にローカルピアアドレ

スにネクストホップ属性

を設定します。

Next-hop self

send-communityネイバーにコミュニティ

属性を送信します。

Send community

send-community extendedネイバーに拡張コミュニ

ティ属性を送信します。

Send community extended

passwordBGP MD5認証。Password

allowas-in連携する相手 Allow
Self-AS機能です。

Allowed AS Number Count

直接接続された EBGPネ
イバーの接続チェックを

無効にします（EBGPネイ
バーがループバックから

ピアリングすることを許

可）。

Disable connected check

ebgp-multihop <TTL>EBGPマルチホップ接続の
TTL値を設定します。こ
れは EBGPでのみ有効で
す。

TTL

neighbor <x.x.x.x> remote-asピアのリモート自律シス

テム番号。

Autonomous System
Number

ルーティングプロトコルのサポート
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NX-OSでの同等のコマンド機能の説明BGP機能

ローカルAS機能を使用す
るときのオプション（No
Prepend+replace-AS+dual-AS
など）。

Local Autonomous System
Number Configuration

local-as xxx <no-prepend> <replace-as>
<dual-as>

ファブリックMP-BGP
ルートリフレクタプロ

ファイルに割り当てられ

ている ASとは異なる AS
番号をアドバタイズする

ために使用されるローカ

ルAS機能。これはEBGP
ネイバーの場合にのみサ

ポートされ、ローカルAS
番号がルートリフレクタ

ポリシーASと異なってい
る必要があります。

Local Autonomous System
Number

soo <value>site-of-origin（SoO）は、
ルーティングループを防

ぐためにルートを学習す

るサイトを一意に識別す

るために使用される BGP
拡張コミュニティ属性で

す。

Site of Origin

BGP付加パス
[Cisco Application Policy Infrastructure Controller]（[APIC]）6.0（2）リリース以降、BGPは、
以前のパスに代わる新しいパスなしで、BGPスピーカが同じプレフィックスに対して複数のパ
スを伝播し、受け入れることを可能にする追加のパス機能をサポートします。この機能は、

BGPスピーカのピアが、プレフィックスごとの複数パスのアドバタイズおよび受信をサポート
し、また、そのパスのアドバタイズをサポートするかどうかネゴシエートすることを可能にし

ます。特別な 4バイトのパス IDは、ピアセッションを介して送信される同じプレフィックス
に対して複数のパスを区別するため、ネットワーク層到達可能性情報（NLRI）に追加されま
す。

次の図に、追加の BGP追加パス受信機能を示します。

ルーティングプロトコルのサポート
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図 1 :追加パスの機能を持つ BGPルートアドバタイズメント

次の制限が適用されます。

• [Cisco APIC]は受信機能のみをサポートします。

•セッションの確立後に BGP追加パス受信機能を設定すると、その設定は次のセッション
フラップで有効になります。

追加パス受信機能が導入される前は、BGPは 1つのパスだけをアドバタイズし、BGPスピー
カは特定ピアからの特定プレフィックスの1パスだけを受け入れました。BGPスピーカが同じ
セッション内で同じプレフィックスの複数のパスを受信した場合、最新のアドバタイズメント

が使用されました。

BGP外部ルーテッドネットワークの設定
BGP外部ルーテッドネットワークを設定するには、次の項の手順を使用します。

ルーティングプロトコルのサポート
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GUIを使用した BGP L3Outの構成

始める前に

BGP L3Outを設定するテナント、VRF、およびブリッジドメインはすでに作成されており、
VRFの作成時に [BGPポリシーの構成（Configure BGP Policies）]オプションを選択しまし
た。

手順

ステップ 1 [メニュー（Menu）]バーで [テナント（Tenants）] > [すべてのテナント（All Tenants）]を選択します。

ステップ 2 作業ウィンドウで、テナントの名前をダブルクリックします。

ステップ 3 [ナビゲーション（Navigation）]ペインで [Tenant_name] > [ネットワーキング（Networking）]> [L3Out
（L3Outs）]を展開します。

ステップ 4 [L3Out（L3Outs）]を右クリックし、 [L3Outの作成（Create L3Out）]を選択します。

[L3Outの作成（Create L3Out）]ウィザードが表示されます。

ステップ 5 [識別（Identity）]ページ（ [L3Outの作成（Create L3Out）]ウィザード内）に必要な構成を完了しま
す。

a) [名前（Name）]、 [VRF]および [L3ドメイン（L3 Domain）]フィールドに必要な情報を入力しま
す。

b) ルーティングプロトコルのチェックボックスがあるエリアで、 [BGP]を選択します。

c) [次へ（Next）]をクリックし、 [ノードとインターフェイス（Nodes and Interfaces）]ウィンドウに
移動します。

ステップ 6 [ノードとインターフェイス（Nodes and Interfaces）]ページ（ [L3Outの作成（Create L3Out）]ウィ
ザード内）に必要な構成を完了します。

a) [レイヤ 3（Layer 3）]エリアで [ルーテッド（Routed）]を選択します。

b) [ノード ID（Node ID）]フィールドのドロップダウンメニューで、L3Outのノードを選択します。

これらの例のトポロジでは、ノード 103を使用します。

c) [ルータ ID（Router ID）]フィールドに、ルータ IDを入力します。
d) （任意）必要に応じて、ループバックアドレスに別の IPアドレスを構成できます。

[ループバックアドレス（Loopback Address）]フィールドは、 [ルータ ID（Router ID）]フィール
ドで提供した同じエントリによって自動で入力されます。これは、以前に構築した [ループバックア
ドレスとしてのユーザールータ ID（Use Router ID for Loopback Address）]オプションと同等です。
ループバックアドレスにルータ IDを使用しない場合は、ループバックアドレスに別の IPアドレス
を入力します。または、ループバックアドレスにルータ IDを使用しない場合は、このフィールドを
空のままにします。

e) [ノードとインターフェイス（Nodes and Interfaces）]ページに必要は追加情報を入力します。

ルーティングプロトコルのサポート
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このページに表示されるフィールドは、 [レイヤ 3（Layer 3）]および [レイヤ 2（Layer 2）] エリア
で選択したオプションによって異なります。

f) [ノードとインターフェイス（Nodes and Interfaces）]ページで残りの必要な追加情報を入力したら、
[次へ（Next）]をクリックします。

[プロトコル（Protocols）]ページが表示されます。

ステップ 7 [プロトコル（Protocols）]ページ（ [L3Outの作成（Create L3Out）]ウィザード内）に必要な情報を入
力します。

a) [BGPループバックポリシー（BGP Loopback Policies）]および [BGPインターフェイスポリシー
（BGP Interface Policies）]エリアで、次の情報を入力します：

• [ピアアドレス（Peer Address）]：ピア IPアドレスを入力します。

• [EBGPマルチホップ TTL（EBGP Multihop TTL）]：接続の存続可能時間（TTL）を入力しま
す。範囲は 1〜 255ホップです。ゼロの場合、TTLは指定されません。デフォルトは 1です。

• [リモート ASN（Remote ASN）]：ネイバー自律システムを固有に識別する番号を入力します。
自律システム番号は、1〜 4294967295のプレーン形式で 4バイトにすることができます。

（注）

ACIは asdotまたは asdot +形式の AS番号をサポートしていません。

b) [次へ（Next）]をクリックします。

[外部 EPG（External EPG）]ページが表示されます。

ステップ 8 [外部EPG（External EPG）]ページ（ [L3Outの作成（Create L3Out）]ウィザード内）に必要な情報を
入力します。

a) [名前（Name）]フィールドに、外部ネットワークの名前を入力します。

b) [提供されたコントラクト（Provided Contract）]フィールドで、提供済みコントラクトの名前を
入力します。

c) [消費済みコントラクト（ConsumedContract）]フィールドで、消費済みコントラクトの名前を入
力します。

d) リスト [すべての外部ネットワークのデフォルト EPG（Default EPG for all external network）]
フィールドで、この L3Out接続からのすべての中継ルートをアドバタイズしない場合はオフにし
ます。

このボックスをオフにすると、[Subnets]領域が表示されます。次の手順に従って、必要なサブネッ
トとコントロールを指定します。

e) [+]アイコンをクリックして [サブネット（Subnet）]を展開し、 [サブネットの作成（Create
Subnet）]ダイアログボックスで次の手順を実行します。

f) [IPアドレス（IP Address）]フィールドに、外部ネットワークの IPアドレスとサブネットマスク
を入力します。

（注）

前のステップで入力した内容に応じて、IPv4または IPv6のアドレスを入力します。
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外部サブネットを作成するときに、プレフィックス EPGの BGPループバックの両方を設定する
か、またはどちらも設定しない必要があります。BGPループバックを 1つのみ設定すると、BGP
ネイバーシップは確立されません。

g) [名前（Name）]フィールドに、サブネットの名前を入力します。

h) [範囲（Scope）]フィールドで、次のチェックボックスをオンにします。 [エクスポートルートコ
ントロールサブネット（Export Route Control Subnet）]、 [インポートルートコントロールサブ
ネット（Import Route Control Subnet）]、および [セキュリティインポートサブネット（Security
Import Subnet）]のチェックボックスをオンにします。 [OK]をクリックします。

（注）

BGPでインポート制御を適用する場合は、 [インポートルートコントロールサブネット（Import
Route Control Subnet）]チェックボックスをオンにします。

i) [OK]を [サブネットの作成（Create Subnet）]ウィンドウで必要な構成を完了した後にクリック
します。

j) [終了（Finish）]をクリックして [L3Outの作成（Create L3Out）]ウィザード内の必要な構成を完
了します。

ステップ 9 （任意）必要に応じて、 [BGPピア接続プロファイル（BGP Peer Connectivity Profilem）]ウィンドウに
移動して、BGP外部ルーテッドネットワークの追加設定を行います。

[テナント（Tenants）] > [tenant_name] > Networking > [L3Out（L3Outs）] > [L3Out_name] > [論理ノード
プロファイル（Logical Node Profiles）] > [log_node_prof_name] > [BGPピア（BGP Peer）] <address>

この L3Outの [BGPピア接続プロファイル（BGP Peer Connectivity Profilem）]ページが表示されます。

a) [BGP制御（BGP Controls）]フィールドで、目的の制御をオンにします。

ピアは、ピアに送信される境界ゲートウェイプロトコル（BGP）属性を指定します。ピア制御オ
プションは次のとおりです：

• [自身のASを許可（AllowSelfAS）]：自律番号チェックを自身で有効にします。これにより、
同じ AS番号が使用されている場合に BGPピアが更新を挿入できます。

• [ASオーバーライド（ASoverride）]：BGPASオーバーライド機能を有効にして、デフォルト
設定をオーバーライドします。ASオーバーライド機能では、発信元のルータからの AS番号
を、アウトバウンドルートの ASパスの BGPルータ送信の AS番号に置き換えます。アドレ
スファミリごとにこの機能を有効にできます（IPv4または IPv6）。

ASオーバーライド機能を有効にするには、 [ピア ASチェックの無効化（Disable peer AS
check）]チェックボックスもオンにする必要があります。

• [ピア ASチェックの無効化（Disable peer AS check）]：ピア自律番号チェックを無効にしま
す。このチェックボックスをオンにすると、アドバタイジングルータがASパスでレシーバの
AS番号を見つけた場合、そのルータはレシーバにルートを送信しません。

ASオーバーライド機能を有効にするには、 [ピア ASチェックの無効化（Disable peer AS
check）]チェックボックスをオンにする必要があります。

• [自身にネクストホップを送信（Next-hop Self）]：BGPネクストホップ属性を自身に送信し
ます。
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• [コミュニティの送信（Send Community）]：ピアに BGPコミュニティ属性を送信します。

• [拡張コミュニティの送信（Send Extended Community）]このBGPピアに拡張コミュニティ属
性を送信します。

• [ドメインパスの送信（Send Domain Path）]：BGPドメインパスをピアに送信します。

b) ボックスをオンにします。 [追加パスの受信（Receive Additional Paths）]チェックボックスをオン
にして、この eBGP L3Outピアが他の eBGPピアからプレフィックスごとに追加のパスを受信でき
るようにします。

[追加パスの受信（Receive Additional Paths）] 機能がない場合、eBGPでは、リーフスイッチが
プレフィックスのピアからネクストホップを 1つだけ受信できます。

または、他のeBGPピアからプレフィックスごとに追加のパスを受信するように、テナントのVRF
インスタンス内のすべての eBGPピアを設定できます。詳細については、GUIを使用したBGPMax
Pathの構成（16ページ）を参照してください。

c) [パスワード（Password）]および [管理者パスワード（Administrator Password）]フィールドに、
管理者パスワードを入力します。

d) [自身の AS番号カウントを許可（Allow Self AS Number Count）]フィールドで、ローカル自律シ
ステム番号（ASN）の許可される発生回数を選択します。

値の範囲は 1～ 10です。デフォルトは 3です。

e) [ピア制御（Peer Controls）]フィールドに、ネイバーチェックパラメータを入力します。

次のオプションがあります：

• [双方向フォワーディング検出（Bidirectional Forwarding Detection）]：ピアでBFDをイネー
ブルにします。

• [接続チェックの無効化（Disable Connected Check）]：ピア接続のチェックを無効にします。

f) [アドレスタイプの制御（Address Type Controls）]フィールドで、必要に応じて BGP IPv4/IPv6
アドレスファミリ機能を設定します。

• [AF Mcast]：マルチキャストアドレスファミリ機能を有効にする場合にオンにします。

• [AF Ucast]：ユニキャストアドレスファミリ機能が有効にする場合にオンにします。

g) 必要な場合、 [ルーティングドメイン ID（Routing Domain ID）]のエントリに注意してください。

[ルーティングドメイン ID（Routing Domain ID）]フィールド内の値は、 [BGPルートリフレク
タポリシー（BGP Route Reflector Policy）]ページで入力したグローバルドメイン IDベース値が
反映されます。参照先ループ防止のためのBGPドメインパス機能についてを参照してください。

h) リスト [EBGPマルチホップTTL（EBGPMultihopTTL）]フィールドに、接続存続可能時間（TTL）
を入力します。

範囲は 1〜 255ホップです。ゼロの場合、TTLは指定されません。デフォルトは 1です。
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i) [このネイバーからのルートのウェイト（Weight for routes from this neighbor）]フィールドで、
ピアからのルートの許可される重みを選択します。

ルータにローカルに割り当てられた重みが、最適パスの選択に使用されます。範囲は0～65535で
す。

j) [プライベート AS制御（Private AS Control）]フィールドで、プライベート AS制御を構成しま
す。

これらのオプションは、 ACI BGP ASがパブリック AS番号である場合、または [ローカルAS番号
の設定（Local-AS Number Config）]と [no-Prepend+replace-as]オプションが指定されたBGPピア
接続プロファイル（BGPネイバー構成）上でパブリックAS番号を使用して構成されている場合に
のみ有効です。 [replace-as]オプションを使用してAS_PATHから実際のローカルプライベートAS
を削除します。 [プライベート AS制御（Private AS Control）]機能が、その独自のローカルプラ
イベート ASを削除しません。

次のオプションがあります：

• [すべてのプライベートASの削除（Remove all private AS）]：発信 eBGPルート更新ではこの
ネイバーを更新する際に、AS_PATHからすべてのプライベート AS番号を削除します。eBGP
ルートにプライベート AS番号とパブリック AS番号がある場合は、このオプションを使用し
ます。パブリック AS番号は保持されます。

ネイバーのリモート ASが AS_PATHにある場合、このオプションは適用されません。

このオプションを有効にするには、 [プライベート ASの削除（Remove private AS）]を有効
にする必要があります。

• [プライベート ASの削除（Remove private AS）]：このネイバーへの発信 eBGPルート更新で
は、AS_PATHにプライベート AS番号しかない場合、このオプションはすべてのプライベー
ト AS番号を削除します。eBGPルートでプライベート AS番号しかない場合、このオプショ
ンを使用します。

ネイバーのリモート ASが AS_PATHにある場合、このオプションは適用されません。

• [プライベート ASをローカル ASと置換（Replace private AS with local AS）]：このネイバー
への発信 eBGPルート更新では、このオプションは、パブリックASまたはネイバーリモート
ASが AS_PATHに含まれているかどうかに関係なく、AS_PATH内のすべてのプライベート
AS番号を ACIローカル ASに置き換えます。

このオプションを有効にするには、 [すべてのプライベート ASの削除（Remove all private
AS）]を有効にする必要があります。

k) [BGPピアプレフィックスポリシー（BGP Peer Prefix Policy）]フィールドで、既存のピアプレ
フィックスポリシーを選択するか、新しいポリシーを作成します。

ピアプレフィックスポリシーは、ネイバーから受信できるプレフィックスの数と、許可されるプ

レフィックスの数を超えた場合に実行するアクションを定義します。この機能は、外部 BGPピア
で一般的に使用されますが、内部 BGPピアにも適用できます。

l) [起源の拠点（Site of Origin）]フィールドに、このピアを識別するための拡張コミュニティ値を
入力します。
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Site-of-Origin（SoO）拡張コミュニティは、サイトを発信元とするルートを識別し、そのプレフィッ
クスの再アドバタイズメントが送信元のサイトに戻されることを防ぐために使用される BGP拡張
コミュニティ属性です。この SoO拡張コミュニティは、ルータがルートを学んだサイトを一意に
識別します。BGPは、ルートに関連付けられた SoO値を使用し、ルーティングループを防止でき
ます。

有効な形式：

• extended:as2-nn2:<2-byte number>:<2-byte number>

例： extended:as2-nn2:1000:65534

• extended:as2-nn4:<2-byte number>:<4-byte number>

例： extended:as2-nn4:1000:6554387

• extended:as4-nn2:<4-byte number>:<2-byte number>

例： extended:as4-nn2:1000:65504

• extended:ipv4-nn2:<IPv4 address>:<2-byte number>

例： extended:ipv4-nn2:1.2.3.4:65515

（注）

ユーザテナントL3OutのSoOを設定する場合は、ACIファブリック内で設定されたグローバルファ
ブリック、ポッド、またはマルチサイト SoOと同じ SoO値を設定しないようにしてください。ス
イッチで次のコマンドを実行すると、ファブリック内に設定されたファブリック、ポッド、および

マルチサイト SoOの値を表示できます：

show bgp process vrf overlay-1 | grep SOO

m) [リモート自律システム番号（Remote Autonomous System Number）]フィールドでネイバー自律
システムを固有に識別する番号を選択します。

自律システム番号は、1〜 4294967295のプレーン形式で 4バイトにすることができます。

（注）

ACIは asdotまたは asdot +形式の AS番号をサポートしていません。

n) [ローカルAS番号の設定（Local-AS Number Config）]フィールドで、ローカル自律システム番号
（ASN）選択を選択します。

グローバルASではなくローカルAS番号を使用すると、関連付けられたネットワーク内のルーティ
ングデバイスが以前の ASに属しているように見えます。構成は次のとおりです：

• no-Prepend+replace-as+dual-as：ローカル ASでの先頭付加を許可せず、両方の AS番号で置
き換えます。

ASパスの先頭に 1つ以上の自律システム（AS）番号を付加できます。AS番号は、ルートの
発信元である実際の AS番号がパスに追加された後に、パスの先頭に追加されます。ASパス
の前に付加すると、ASパスが短く見えるため、BGPよりも優先度が低くなります。

• [no-prepend]：ローカル ASでのプリペンドを許可しません。
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• [オプションなし（no options）]：ローカル ASの変更を許可しません。

• [no-Prepend+replace-as]：ローカル ASでの先頭追加を許可せず、AS番号を置き換えます。

o) [Local-AS番号（Local-AS Number）]フィールドで、目的の値を選択します。

eBGPピアのローカル自律システム機能の場合にオプションで必要です。ローカル自律システム番
号は、1〜 4294967295のプレーン形式で 4バイトにすることができます。ACIは asdotまたは asdot
+形式の AS番号をサポートしていません。

p) [管理状態（Admin State）]フィールドで、 [無効（Disabled）]または [有効（Enabled）]を選択
します。

[管理状態（Admin State）]フィールドでは、対応するBGPネイバーをシャットダウンできます。
この機能を使用すると、BGPピア設定を削除せずに BGPセッションがシャットダウンされます。

次のオプションがあります：

• [無効化（Disabled）]：BGPネイバーの管理状態を無効にします。

• [有効（Enabled）]：BGPネイバーの管理状態を有効にします。

q) [ルート制御プロファイル（Route Control Profile）]フィールドで、BGPピアごとにルート制御ポ
リシーを構成します。

以下を構成するには [+]をクリックします：

• [名前（Name）]：ルート制御プロファイル名を選択します。

• [方向（Direction）]：次のいずれかのオプションを選択します：

• [ルートインポートポリシー（Route Import Policy）]

• [ルートエクスポートポリシー（Route Export Policy）]

r) [送信（Submit）]をクリックします。

ステップ 10 [テナント（Tenants）] > [tenant_name] > [んネットワーキング（Networking）] > [（L3Out）L3Outs] >
[L3Out_name]に移動します。

ステップ 11 [ポリシー/メイン（Policy/Main）]タブで、次の操作を実行します：

a) （任意） [ルート制御の適用：インポート（Route Control Enforcement: Import）]フィールドで、
[インポート（Import）]チェックボックスをオンにします。

（注）

BGPでインポート制御を適用する場合は、このチェックボックスをオンにします。

b) [ダンプニングのルート制御（Route Control for Dampening）]フィールドを展開し、目的のアドレ
スファミリタイプとルートダンプニングポリシーを選択します。 [更新（Update）]をクリックし
ます。

このステップでは、ポリシーはステップ 4で作成できます。または、ポリシー名を選択する場所の
[ルートプロファイルを作成（Create route profile）]のオプションがドロップダウンリストにありま
す。
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ステップ 12 [テナント（Tenants）] > [tenant_name] > [んネットワーキング（Networking）] > [（L3Out）L3Outs] >
[L3Out_name]に移動します。

ステップ 13 [ルート制御のインポートおよびエクスポート向けルートマップ（Route map for import and export route
control）]に移動しますを右クリックし、 [ルート制御のインポートおよびエクスポート向けルートマッ
プの作成（Create Route map for import and export route control）]を選択します。

ステップ 14 このウィンドウに必要な情報を入力し、コンテキストエリアで +をクリックして [ルート制御コンテキ
スト（Create Route Control Context）]ウィンドウを表示します。

a) [名前（Name）]フィールドに、ルート制御 VRFの名前を入力します。
b) [属性の設定（Set Attribute）]ドロップダウンリストから、 [アクションルールプロファイルの作
成（Create Action Rule Profile）]を選択します。

アクションルールを作成するときに、必要に応じてルートダンプニング属性を設定します。

BGP Max Pathの設定
次の機能を使用すると、等コストマルチパスのロードバランシングを有効にするルートテー

ブルへのパスの最大数を追加できます。

GUIを使用した BGP Max Pathの構成

始める前に

適切なテナントと BGP外部ルーティングネットワークが作成され、使用可能になります。

手順

ステップ 1 [メニュー（Menu）]バーで [テナント（Tenants）] > [すべてのテナント（All Tenants）]を選択します。

ステップ 2 作業ウィンドウで、テナントの名前をダブルクリックします。

ステップ 3 [ナビゲーション（Navigation）]ペインで、 [Tenant_name] > [ポリシー（Policies）] > [プロトコル
（Protocol）] > [BGP] > [BGPアドレスファミリコンテキスト（BGP Address Family Context）]を展開し
ます。

ステップ 4 [BGPアドレスファミリコンテキスト（BGP Address Family Context）]を右クリックし、 [BGPアド
レスファミリコンテキストポリシーの作成（Create BGP Address Family Context Policy）]を選択しま
す。

ステップ 5 [BGPアドレスファミリコンテキストポリシーの作成（Create BGP Address Family Context Policy）]
ダイアログボックスで、次のタスクを実行します：

次のフィールドの許容値の「Cisco ACIの検証済み拡張性ガイド」を参照します。これは、「CiscoAPIC
ドキュメンテーションページ」にあります。

a) [名前（Name）]フィールドにポリシーの名前を入力します。

b) [eBGP距離（eBGP Distance）]フィールドに、eBGPルートの管理距離の値を入力します。
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c) [iBGP距離（iBGP Distance）]フィールドに、iBGPルートの管理距離の値を入力します。
d) [ローカル距離（Local Distance）]フィールドに、ローカル距離の値を入力します。

e) [eBGP最大 ECMP（eBGP Max ECMP）]フィールドに、eBGPロードシェアリングの等コスト
パスの最大数の値を入力します。

f) [iBGP最大 ECMP（iBGP Max ECMP）]フィールドに、iBGPロードシェアリングの等コストパ
スの最大数の値を入力します。

g) [ローカル最大 ECMP（Local Max ECMP）]フィールドに、ルートの BGPベストパスとして再
配布する必要があるローカルパスの最大数の値を入力します。これは、BGPを介して検出されな
いルートに対してのみ機能するもので、OSPFや静的などの他のプロトコルを介して検出されま
す。

h) DCIGへの EVPNタイプ 2（MAC/IP）ホストルートの配布を有効にする場合には、 [ホストルート
リークを有効化（Enable Host Route Leak）]チェックボックスをオンにします。

i) テナントの VRFインスタンス内のすべての eBGPピアが他の eBGPピアからプレフィックスごと
に追加のパスを受信するようにする場合は、 [BGPパス追加機能：受信（BGP Add-Path Capability:
Receive）]チェックボックスをオンにします。

[BGPパス追加機能：受信（BGP Add-Path Capability: Receive）]をオンにしていない場合、eBGP
は、リーフスイッチに対し、プレフィックスごとにピアから 1つのネクストホップのみの受信を
許可します。

j) エントリを更新した後、 [送信（Submit）]をクリックします。

ステップ 6 対象の VRFの設定の詳細を確認して [テナント（Tenants）] > [tenant_name] > [ネットワーキング
（Networking）] > VRFs > [vrf_name]

ステップ 7 をクリックします。

ステップ 8 [アドレスファミリごとの BGPコンテキストの追加（BGP Context Per Address Family）]フィールドお
よび [BGPアドレスファミリタイプ（BGP Address Family Type）]エリアから、 [IPv4ユニキャストア
ドレスファミリ（IPv4 unicast address family）]または [IPv6ユニキャストアドレスファミリ（IPv6
unicast address family）]を選択します。

ステップ 9 [BGPアドレスファミリコンテキスト（BGP Address Family Context）]ドロップダウンリストで作成
した BGPアドレスファミリコンテキストにアクセスし、サブジェクトの VRFに関連付けます。

ステップ 10 [送信（Submit）]をクリックします。

ASパスプリペンドの設定
次の項の手順を使用して、ASパスのプリペンドを設定します。

ASパスプリペンドの設定

BGPピアは、ASパスアトリビュートの長さを増やすことで、リモートピアでベストパス選
択の影響を与えることができます。番号として指定桁の前に付加してASパスアトリビュート
の長さを向上するために使用するメカニズムを提供する ASパス Prepend。
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ASパス前に付加は、ルートマップを使用してアウトバウンド方向にのみ適用できます。パス
として前に付加が機能しない iBGPセッションで。

ASパス Prepend機能は、次のように変更を有効に。

ルートマップと一致するルートの ASパスに、指定した AS番号
を付加します。

（注）

• 1個以上の AS番号を設定できます。

• 4バイト番号がサポートされています。

•合計を prependは 32のAS番号。AS番号は、ASパスアトリ
ビュートに挿入されます順序を指定する必要があります。

プリペンド

最後の前に付加 ASパス 1から 10までの範囲に番号として。Prepend-最後-として

次の表では、ASパス Prependの実装の選択基準について説明します。

指定された AS番号を追加します。1プリペンド

最後のAS番号をASパスに付加します。2Prepend-最後-として

指定された AS番号を追加します。Prepend(1)デフォルト

AS経路プリペンド GUIを使用して構成

始める前に

構成済みのテナント

手順の概要

1. APICGUIにログインし、メニューバーで、 [テナント（Tenants）] > [tenant_name] > [ポ
リシー（Policies）] > [プロトコル（Protocol）] > [セットルール（Set Rule）]をクリッ
クし [ルートマップのセットルールを作成（Create Set Rules for a Route Map）]を右ク
リックします。

2. [ルートマップのセットルールの作成（Create Set Rules For A Route Map）]ダイアロ
グボックスで、次のタスクを実行します：

3. [プリペンド AS（Prepend AS）]の基準をクリックし、そして +をクリックして AS番
号のプリペンドをします。

4. AS番号とその順序を入力し、 [更新（Update）]をクリックします。 [+]をクリックして
複数の AS番号の先頭を追加する必要があるかどうかを繰り返します。

5. 先頭に追加するAS番号の構成が完了したら、 [プリペンドLast-AS（Prepend Last-AS）]
の条件を選択して最後の ASに指定された回数を番号と最後を付加します。

6. [カウント（Count）]（1-10）を入力します。
7. [OK]をクリックします。
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8. [ルートマップのセットルールの作成（Create Set Rules For A Route Map）]ウィンド
ウでASパスに基づく設定ルールの基準を確認し、 [完了（Finish）]をクリックします。

9. APIC GUIメニューバーで、 [テナント（Tenants）] > [tenant_name] > [ポリシー
（Policies）] > [プロトコル（Protocol）] > [セットルール（Set Rule）]をクリックし、
プロファイルを右クリックします。

10. 画面の下にある、 [AS経路の設定（Set AS Path）]値を確認します。

手順の詳細

手順

ステップ 1 APIC GUIにログインし、メニューバーで、 [テナント（Tenants）] > [tenant_name] > [ポリシー
（Policies）] > [プロトコル（Protocol）] > [セットルール（Set Rule）]をクリックし [ルートマップの
セットルールを作成（Create Set Rules for a Route Map）]を右クリックします。

[ルートマップのセットルールの作成（Create Set Rules For A Route Map）]ウィンドウが表示されま
す。

ステップ 2 [ルートマップのセットルールの作成（Create Set Rules For A Route Map）]ダイアログボックスで、
次のタスクを実行します：

a) [名前（Name）]フィールドに、名前を入力します。

b) [AS経路の設定（Set AS Path）]チェックボックスをチェックし、 [次へ（Next）]をクリックしま
す。

c) [AS経路（AS Path）]ウィンドウをクリックし、+をクリックし、 [経路の作成（Create Set AS
Path）]ダイアログボックスを開きます。

ステップ 3 [プリペンドAS（Prepend AS）]の基準をクリックし、そして +をクリックしてAS番号のプリペンドを
します。

ステップ 4 AS番号とその順序を入力し、 [更新（Update）]をクリックします。 [+]をクリックして複数の AS番号
の先頭を追加する必要があるかどうかを繰り返します。

ステップ 5 先頭に追加する AS番号の構成が完了したら、 [プリペンドLast-AS（Prepend Last-AS）]の条件を選択
して最後の ASに指定された回数を番号と最後を付加します。

ステップ 6 [カウント（Count）]（1-10）を入力します。

ステップ 7 [OK]をクリックします。

ステップ 8 [ルートマップのセットルールの作成（Create Set Rules For A Route Map）]ウィンドウで ASパスに基
づく設定ルールの基準を確認し、 [完了（Finish）]をクリックします。

ステップ 9 APIC GUIメニューバーで、 [テナント（Tenants）] > [tenant_name] > [ポリシー（Policies）] > [プロトコ
ル（Protocol）] > [セットルール（Set Rule）]をクリックし、プロファイルを右クリックします。

ステップ 10 画面の下にある、 [AS経路の設定（Set AS Path）]値を確認します。
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ASオーバーライドの BGP外部ルーテッドネットワーク
ASオーバーライドを使用して BGB外部ルーテッドネットワークを設定するには、次の項の
手順を使用します。

BGP自律システムのオーバーライドについて

BGPのループ防止は、自律システムパスの自律システム番号を確認することで行われます。
受信側のルータが受信した BGPパケットの自律システムパスで独自の自律システム番号が表
示される場合、パケットは廃棄されます。受信側のルータでは、パケットが独自の自律システ

ムから発信され、最初に発信元から同じ場所に達したことが想定されます。この設定では、

ルーティングループが発生しないようにするためのデフォルトです。

別の自立システム番号によりリンクする同一の自律システム番号を持つさまざまなサイトや禁

止ユーザーのサイトを使用する場合、デフォルトルートのループが発生しないようにする設定

によって問題が発生する可能性があります。このようなシナリオでは、その他のサイトが受信

した場合 1つのサイトからのルーティング更新は廃棄されます。

このような状況の発生を防ぐため、Cisco APICリリース 3.1(2m)以降、BGP自律システムの
オーバーライド機能を有効にして、デフォルトの設定をオーバーライドすることができます。

同時に、ピア ASチェックの無効化も有効にする必要があります。

自律システムオーバライド機能では、発信元のルータからの自律システム番号を、アウトバウ

ンドルートの ASパスの BGPルータ送信の自律システム番号に置き換えます。アドレスファ
ミリごとにこの機能を有効にできます（IPv4または IPv6）。

自律システムオーバライド機能は、GOLFレイヤ 3設定および非 GOLFレイヤ 3の設定でサ
ポートされています。

図 2 :自律システムオーバライド機能を説明するトポロジ例

ルータ 1およびルータ 2は、複数のサイトを持つ 2つの顧客です（サイトAとサイト B）。顧
客ルータ 1は AS 100で動作し、顧客ルータ 2は AS 200で動作します。
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上の図は、次のような自律システム（AS）オーバーライドプロセスを示しています。

1. ルータ Aサイト 1では、AS100でルート 10.3.3.3をアドバタイズします。

2. ルータ PE-1は、AS100として PE2へ内部ルートとして反映します。

3. ルータPE-2はAS121で 10.3.3.3をプリペンドし（ASパスの 100を 121に置き換えます）、
プレフィックスをプロパゲートします。

4. ルータ 2サイト Bは 10.3.3.3更新プログラムを承認します。

GUIを使用して、BGP外部ルーテッドネットワークと有効になっている自律システム
オーバーライドを構成する

始める前に

•テナント、VRF、およびブリッジドメインが作成されています。

•非GOLF設定の外部ルーテッドネットワーク、論理ノードプロファイル、および BGPピ
ア接続プロファイルが作成されています。

手順

ステップ 1 メニューバーで、 [テナント（Tenants）] > [Tenant_name] > [ネットワーキング（Networking）] > [L3Out
（L3Outs）]> [Non-GOLFレイヤ 3 Out_name（Non-GOLF Layer 3 Out_name）]> [論理的なノードプロファ
イル（Logical Node Profiles）]を選択します。

ステップ 2 [ナビゲーション（Navigation）]ペインで、適切な [BGPピア接続プロファイル（BGP Peer Connectivity
Profilem）]を選択します。

ステップ 3 [作業（Work）]ペインの [プロパティ（Properties）]の下で [BGPピア接続プロファイル（BGP Peer
Connectivity Profilem）]は、 [BGP制御（BGP Controls）]フィールド内で次の操作を行います：

a) [ASオーバーライド（AS override）]フィールドのチェックボックスをオンにします。これは、 [自律
システムオーバーライド（Autonomous System overridem）]機能を有効にします。

b) [ピア ASチェックの無効化（Disable peer AS check）]フィールドのチェックボックスをオンにしま
す。

（注）

ASオーバーライド機能を有効にするために [ASオーバーライド（AS override）]および [ピアASチェッ
クの無効化（Disable peer AS check）]のチェックボックスをオンにする必要があります。

c) 必要に応じてその他のフィールドを選択します。

ステップ 4 次をクリックします。 [送信（Submit）]。
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BGPネイバーシャットダウンおよびソフトリセット
BGBネイバーのシャットダウンとソフトリセットを設定するには、次の項の手順を使用しま
す。

BGPネイバーシャットダウンとソフトリセットについて

リリース 4.2(1)以降、次の機能がサポートされるようになりました。

• BGPネイバーシャットダウン（22ページ）

• BGPネイバーソフトリセット（22ページ）

BGPネイバーシャットダウン

BGPネイバーシャットダウン機能は、NX-OSの neighbor shutdownコマンドに似ており、対応
する BGPネイバーをシャットダウンします。このポリシーを使用して、BGPネイバーの管理
状態を無効または有効にします。この機能を使用すると、BGPピア設定を削除せずにBGPセッ
ションがシャットダウンされます。

BGPネイバーソフトリセット

BGPネイバーソフトリセット機能は、BGPルートリフレッシュ機能を使用して、保存されて
いるルーティングテーブルアップデート情報に依存しない着信および発信 BGPルーティング
テーブルアップデートのダイナミックソフトリセットを自動的にサポートします。ソフトダ

イナミックインバウンドリセットとソフトアウトバウンドリセットを有効にするには、この

ポリシーを使用します。

GUIを使用した BGPネイバーシャットダウンの設定

次の手順では、GUIを使用して BGPネイバーシャットダウン機能を使用する方法について説
明します。

始める前に

L3Outを設定する前に、次のような標準的な前提条件を満たします。

•ノード、ポート、AEP、機能プロファイル、レイヤ 3ドメインを設定します。

•ファブリック内でルートを伝播させるための、BGPルートリフレクタポリシーを設定し
ます。

手順

ステップ 1 L3Outを作成し、L3Outの BGPを設定します。

a) にナビゲーションペイン上で、次を拡張します。テナントおよびネットワーキングをクリックしま
す。
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b) 次を右クリックします。 L3Outをクリックし、 L3Outの作成。

c) L3Outの BGPを構成するために必要な情報を入力します。

[BGP]を選択します。これは、L3Out作成ウィザードの [識別（Identity）]ページにあり、L3Out向け
BGPプロトコルの構成を行います。

d) 残りのページに進みます（ノードとインターフェイス,プロトコル、および外部 EPG）で、L3Outの
構成を完了します。

ステップ 2 L3Outの構成が完了したら、BGPネイバーのシャットダウンを構成します：

a) BGPピア接続プロファイル画面に移動します：

[テナント（Tenants）] > [テナント（tenants）] > [ネットワーキング（Networking）] > [L3Outs] >
[L3out-name] > [論理ノードプロファイル（Logical Node Profiles）] > [logical-node-profile-name] > [論理
インターフェイスプロファイル（Logical Interface Profiles）] > [logical-interface-profile-name] > [BGP
ピア接続プロファイル（BGP Peer Connectivity Profile）][IP-address]

b) [管理状態（Admin State）]フィールドまでスクロールし、このフィールドで適切な選択を行います。

• [無効化（Disabled）]無効化：BGPネイバーの管理状態を無効にします。

•有効：BGPネイバーの管理状態を有効にします。
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GUIを使用した BGPネイバーソフトリセットの設定

次の手順では、GUIを使用して BGPネイバーソフトリセット機能を使用する方法について説
明します。

始める前に

L3Outを設定する前に、次のような標準的な前提条件を満たします。

•ノード、ポート、AEP、機能プロファイル、レイヤ 3ドメインを設定します。

•ファブリック内でルートを伝播させるための、BGPルートリフレクタポリシーを設定し
ます。

手順

ステップ 1 L3Outを作成し、L3Outの BGPを設定します。

a) に [ナビゲーション（Navigation）]ペインで、以下を展開します： [テナント（Tenant）]および [ネッ
トワーキング（Networking）]をクリックします。

b) [L3Out（L3Outs）]をクリックし、 [L3Outの作成（Create L3Out）]を選択します。

c) L3Outの BGPを構成するために必要な情報を入力します。

[BGP]を [ID（Identity）]ページで選択してL3Out向け BGPプロトコルの構成を行います。
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d) 残りのページに進みます（ノードとインターフェイス、 [プロトコル（Protocols）]、および [外部EPG
（External EPG）]）で、L3Outの構成を完了します。

ステップ 2 L3Outの構成が完了したら、BGPネイバーのソフトリセットを構成します。

a) BGPピアエントリ画面に移動します：

[テナント（Tenants）] > tenant > [ネットワーク（Networking）] > [L3Out（L3Outs）] > [L3out-name] >
[論理ノードプロファイル（Logical Node Profiles）] > [logical-node-profile-name] > [構成済みノード
（Configured Nodes）] > node > BGP for VRF-[vrf-name] > [ネイバー（Neighbors）]

b) 適切なネイバーエントリを右クリックし、 Clear BGP Peerを選択します。

[クリア BGP（Clear BGP）]ページが表示されます。

c) [モード（Mode）]フィールドで [ソフト（Soft）]を選択します。

[方向（Direction）]フィールドが表示されます。

d) 次のフィールドで適切な値を選択します。 [方向（Direction）]フィールド：

• [着信（Incoming）]：ソフトダイナミックインバウンドリセットを有効にします。

• [発信（Outgoing）]：ソフトアウトバウンドリセットを有効にします。

VRFごと、ノード BGPごとのタイマーの値の設定
ノードごとの BGPタイマー値を設定するには、次の項の手順を使用します。

ノード BGPタイマー値ごとの各 VRF

この機能を紹介する前に、特定の VRFについて、すべてのノードには同じ BGPタイマーの値
が使用されます。

ノード BGPタイマー値ごとの各 VRF機能の導入により、BGPタイマーを定義し、各ノード
ベースのVRFごとに関連付けることが可能です。ノードでは複数の\VRFを所持することが可
能で、それぞれ、 fvCtxに対応しています。ノード構成（l3extLNodeP）に、BGPプロトコル
プロファイル（bgpProtP)の構成を含めることができます。これは、必要な BGPコンテキスト
ポリシー (bgpCtxPol）を参照します。これにより、同じ VRF内のさまざまなノードが異なる
BGPタイマーの値を含めることが可能になります。

各VRFでは、ノードには bgpDom具体的なMOを持ちます。その名前（プライマリキー）は、
VRF<fvTenant>:<fvCtx>です。属性としてBGPタイマーの値が含まれています（例：holdIntvl、

kaIntvl、maxAsLimit）。

有効なレイヤ 3アウト構成を作成するために必要なすべての手順は、ノード BPGタイマーご
との各 VRFに正常に適用する必要があります。たとえば、次のようなMOが必要です：
fvTenant、fvCtx、l3extOut、l3extInstP、LNodeP、bgpRR。

ノードでは、BGPタイマーポリシーは次のアルゴリズムに基づいて選択されます。
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• [bgpProtP]が指定されている場合は、 [bgpCtxPol]が使用します。これは、 bgpProtPの

下参照されます。

•それ以外では、指定される場合、 bgpCtxPolを使用します。これは、対応する fvCtxの下

にあります。

•それ以外の場合、指定されるとテナントでデフォルトポリシーを使用します。例えば、
uni/tn-<tenant>/bgpCtxP-defaultです。

•それ以外の場合は、 [デフォルト（default）]ポリシーを使用します。これは、テナント [共

通（common）]の下にあります。たとえば、 uni/tn-common/bgpCtxP-defaultです。これはプ

ログラム済みです。

構成の高度な GUIを使用して BGPタイマーのノードごとの VRFあたり

BGPタイマーが特定のノードに構成されているときに、ノードで BGPタイマーポリシーを使
用し、VRFに関連付けられている BGPポリシータイマーはすべて無視されます。

始める前に

テナントと VRFはすでに構成されています。

手順

ステップ 1 メニューバーで、 [テナント（Tenant）] > [Tenant_name] > [ポリシー（Policies）] > [プロトコル
（Protocol）]> [BGP] [> [BGPタイマー（BGP Timers）]を選択し、 [BGPタイマーポリシーの作成（Create
BGP Timers Policy）]右クリックします。

ステップ 2 [BGPタイマーポリシーの作成（Create BGP Timers Policy）]ダイアログボックスで、次の操作を実行し
ます：

a) [名前（Name）]フィールドに、BGPタイマーポリシーの名前を入力します。
b) 使用可能なフィールドには、必要に応じて、適切な値を選択します。 [送信（Submit）]をクリックし
ます。

BGPタイマーポリシーが作成されます。

ステップ 3 [テナント（Tenant）] > [Tenant_name] > [ネットワーキング（Networking）] > [L3Outs]に移動し、 [L3Out
の作成（Create L3Out）]を右クリックします。

[L3Outの作成（Create L3Out）]ウィザードが表示されます。次の操作を実行して、BGPを有効にした
L3Outを作成します。

ステップ 4 [識別（Identity）]ウィンドウの必要な情報を、次に入力します。これは、 L3Outの作成ウィザードにあ
ります。

a) [名前（Name）]フィールドに L3Outの名前を入力します。
b) [バーチャルアカウント（VirtualAccount）]ドロップダウンリストから、 [VRF]ドロップダウンリスト
から VRFを選択します。

c) L3ドメインドロップダウンリストから、適切なドメインを選択します。
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d) ルーティングプロトコルのチェックボックスがあるエリアで、 [BGP]ボックスをオンにします。

e) [次へ（Next）]をクリックし、 [ノードとインターフェイス（Nodes and Interfaces）]ウィンドウに移
動します。

f) L3Out作成プロセスを完了するための L3Outの作成ウィザードの残りのウィンドウに進みます。

ステップ 5 L3Outを作成したら、作成したL3Outの論理的なノードプロファイルに移動します： [テナント（Tenants）]>
[Tenant_name] > [ネットワーキング（Networking）] > [L3Out（L3Outs）] > [L3Out_name] > [論理ノード
プロファイル（Logical Node Profiles）] > [LogicalNodeProfile-name]。

ステップ 6 [論理ノードプロファイル（Logical Node Profile）]ウィンドウで、 [BGPプロトコルプロファイルの作成
（Create BGP Protocol Profile）]の横にチェックをします。

[ノード指定 BGPプロトコルプロファイルの作成（Create Node Specific BGP Protocol Profile）]ウィンド
ウが表示されます。ウィンドウが表示されます。

ステップ 7 [BGPタイマー（BGP Timers）]フィールドに、ドロップダウンリストから、この特定のノードに関連付
ける BGPタイマーポリシー選択します。 [送信（Submit）]をクリックします。

特定の BGPタイマーポリシーは、ノードに適用されます。

（注）

BGPタイマーポリシーと、既存のノードのプロファイルを関連付ける、ノードのプロファイルを右クリッ
クし、タイマーポリシーを関連付けます。

タイマーポリシーが具体的に選択していない場合、 [BGPタイマー（BGP Timers）]されたノードのプロ
ファイルが存在する自動的に VRFに関連付けられている BGPタイマーポリシーは、このノードに適用を
取得し、ノードのフィールドします。

ステップ 8 構成の確認するには、 [ナビゲーション（Navigation）]ペインで、次の操作を実行します：

a) [テナント（Tenant）]> [Tenant_name] > [ネットワーキング（Networking）]>L3Outs> [L3Out_name]
> [論理ノードプロファイル（Logical Node Profiles）] > [LogicalNodeProfile-name] > [BGPプロトコ
ルプロファイル（Protocol Profiles）]を展開します。

b) [作業（Work）]ペインで、ノードのプロファイルに関連付けられている BGPプロトコルプロファイ
ルが表示されます。

不整合や障害のトラブルシューティング

特定の状況下では、次のような不整合や障害が発生する可能性があります：

異なるレイヤ 3 Out（l3Out）が同じ VRF（fvCtx）と関連している、そして同じノードの場合

、 bgpProtPは、さまざまなポリシーに関連付けられています（bgpCtxPol）、障害が発生しま

す。次の例では、両方のレイヤ 3Out（out1および out2）は、同じVRF（ctx1）と関連してい

ます。 out1の下、 node1は、BGPタイマープロトコル pol1と関連しています。そして、

out2、 node1は、違う BGPタイマープロトコル pol2と関連しています。この場合、障害が発

生します。

tn1
ctx1
out1
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ctx1
node1
protp pol1

out2
ctx1
node1
protp pol2

このような障害が発生した場合は、設定を変更して、BGPタイマーポリシー間の競合を削除
してください。

BFDサポートの設定
BFDサポートを設定するには、次の項の手順を使用します。

双方向フォワーディング検出

双方向フォワーディング検出（BFD）を使用して、ピアリングルータの接続をサポートするよ
うに設定された [Ciscoアプリケーションセントリックインフラストラクチャ（CiscoApplication
Centric Infrastructure）]（[ACI]）ファブリック境界リーフスイッチ間の転送パスのサブセカン
ド障害検出時間を可能にします。

BFDは、次のような場合に特に役立ちます：

•ルータ同士の間に直接的な接続がない場合に、レイヤ 2デバイスまたはレイヤ 2クラウド
経由でピアリングルータが接続されているとき。転送パスに障害があっても、ピアルー

タにはそれがわからない可能性があります。プロトコルの制御に利用できるメカニズムは

helloタイムアウトだけですが、タイムアウトまでには数十秒、さらには数分の時間がかか
る場合があります。BFDでは、障害を 1秒未満で検出することが可能です。

•信頼できる障害検出に非対応の物理メディア（共有イーサネットなど）経由でピアリング
ルータが接続されているとき。この場合も、ルーティングプロトコルは、時間のかかる

helloタイマーに頼るしかありません。

• 1組のルータの間で多くのプロトコルが実行されているとき、各プロトコルは、独自のタ
イムアウトでリンク障害を検出する独自の helloメカニズムを持っています。BFDは、す
べてのプロトコルに均一のタイムアウトを指定し、それによってコンバージェンス時間の

一貫性を保ち、予測可能にします。

次に示す BFDの設定のガイドラインおよび制限事項に従ってください：

• [Cisco APIC]リリース 3.1（1）以降、リーフおよびスパインスイッチ間の BFDは IS-IS
のファブリックインターフェイスでサポートされています。さらに、スパインスイッチ

の BFD機能は、OSPFルートとスタティックルートでサポートされます。

• [Cisco APIC]リリース 5.2（4）以降、BFD機能は、セカンダリ IPv4/IPv6サブネットを使
用して到達可能な静的ルートでサポートされています。サブネットに複数のアドレスが設

定されている場合、静的 BFDセッションは L3Outインターフェイスのセカンダリサブ
ネットから発信できません。共有サブネットアドレス（vPCシナリオに使用）と浮動
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L3Outに使用される浮動 IPアドレスは、サブネットの追加アドレスとして許可され、自動
的にスキップされ、静的 BFDセッションの発信元には使用されません。

セッションの送信元に使用されているセカンダリアドレスを変更

するには、同じサブネットに新しいアドレスを追加し、後で以前

のアドレスを削除します。

（注）

• BFDは -EXおよび -FXラインカード（または新しいバージョン）のモジュラスパインス
イッチでサポートされ、また BFDは Nexus 9364C非モジュラスパインスイッチ（または
新しいバージョン）でサポートされます。

• vPCピア間の BFDはサポートされません。

• [Cisco APIC]リリース 5.0（1）以降、BFDマルチホップはリーフスイッチでサポートさ
れます。BFDマルチホップセッションが合計に含まれるようになったため、BFDセッショ
ンの最大数は変更されません。

• [Cisco APIC]リリース 5.0（1）以降、 [Cisco ACI] Cビット対応BFDをサポートします。
BFDがコントロールプレーンに依存しているかいないかは、受信する BFDパケットの C
ビットによって判別されます。

•ループバックアドレスピアでの iBGP上の BFDはサポートされません。

•インターフェイスポリシーで BFDサブインターフェイス最適化を有効化できます。この
フラグを1つのサブインターフェイスに立てることにより、その物理インターフェイス上
のすべてのサブインターフェイスの最適化が有効になります。

• BGPプレフィクスピアの BFDはサポートされません。

[Cisco ACI]は IPフラグメンテーションをサポートしていません。したがって、外部ルータへ
のレイヤ 3外部（L3Out）接続を構成する場合、または Inter-Pod Network（IPN）を介した [マ
ルチポッド（Multi-Pod）]接続を構成する場合は、インターフェイスMTUがリンクの両端で
適切に設定することを推奨します。 [Cisco ACI]、 [Cisco NX-OS]、および Cisco IOSなどの一
部のプラットフォームでは、構成可能なMTU値はイーサネットヘッダー (一致する IPMTU、
14-18イーサネットヘッダーサイズを除く)を考慮していません。また、IOSXRなどの他のプ
ラットフォームには、構成されたMTU値にイーサネットヘッダーが含まれています。構成さ
れた値が 9000の場合、 [Cisco ACI]、 [Cisco NX-OS]Cisco IOSの最大 IPパケットサイズは 9000
バイトになりますが、IOS-XRのタグなしインターフェイスの最大 IPパケットサイズは 8986
バイトになります。

各プラットフォームの適切なMTU値については、それぞれの設定ガイドを参照してください。

CLIベースのコマンドを使用してMTUをテストすることを強く推奨します。たとえば、 [Cisco
NX-OS] CLIで ping 1.1.1.1 df-bit packet-size 9000 source-interface ethernet 1/1などの

コマンドを使用します。

（注）
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サブインターフェイスの BFDの最適化

サブインターフェイスの BFDは最適化できます。BFDにより、構成されているすべてのサブ
インターフェイスのセッションが作成されます。BFDにより、構成されている最小の VLAN
IDを持つサブインターフェイスがマスターサブインターフェイスとして設定され、そのサブ
インターフェイスは親インターフェイスの BFDセッションパラメータを使用します。残りの
サブインターフェイスは slow timerを使用します。

最適化サブインターフェイスセッションでエラーが検出されると、BFDにより、その物理イ
ンターフェイスのすべてのサブインターフェイスがダウンとマークされます。

BFDモニター対象リンクの一端または両端で BFDエコー機能を構成できます。エコー機能は
構成された slow timerに基づいて必要最小受信間隔を遅くします。エコー機能が無効にされて
いる場合、RequiredMinEchoRxBFDセッションパラメータは、 zeroに設定されています。slow
timerは、エコー機能がイネーブルの場合、必要最小受信間隔になります。

サブインターフェイスの 1つがフラップすると、その物理インターフェイスのサブインター
フェイスが影響を受け、1秒間ダウンします。

（注）

GUIを使用したセカンダリ IPアドレスでの双方向フォワーディング検出の構成

この手順では、GUIを使用して、セカンダリIPアドレスで双方向フォワーディング検出（BFD）
を構成します。

手順

ステップ 1 メニューバーで、 [テナント（Tenants）] > [すべてのテナント（All Tenants）]を選択します。

ステップ 2 作業ウィンドウで、テナントの名前をダブルクリックします。

ステップ 3 ナビゲーションペインで [tenant_name] > [ネットワーキング（Networking）] > [L3Out（L3Outs）] >
[l3out_name] > [Logical Node Profiles > node_profile_name > [論理インターフェイスプロファイル（Logical
Interface Profiles）] > [interface_profile_name]を選択します。

ステップ 4 作業ペインで、必要に応じて [ポリシー（Policy）] > [ルーテッドサブインターフェース（Routed
Sub-Interfaces）]、 [ポリシー（Policy）]> [ルーテッドインターフェイス（Routed Interfaces）]、または
[ポリシー（Policy）] > [SVI]を選択します。

ステップ 5 インターフェイスをダブルクリックして、そのプロパティを編集します。

ステップ 6 インターフェイスのタイプに応じて、次のサブステップのいずれかを実行します。

a) インターフェイスがルーテッドサブインターフェイスまたは、ルーテッドインターフェイス、ある
いは、 [パスタイプ（Path Type）]が [ポート（Port）]または [ダイレクトポートチャネル（Direct
PortChannel）]に設定されているスイッチ仮想インターフェイス（SVI）場合、 [IPv4セカンダリ/IPv6
の追加アドレス（IPv4 secondary/IPv6 Additional Addresses）]テーブルで、 [+]をクリックし、 IPア
ドレスとサブネットを入力し、 [送信（Submit）]をクリックします。
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b) このインターフェイスがスイッチの仮想インターフェイス（SVI）であり、 [パスタイプ（PathType）]
が [仮想ポートチャネル（Virtual Port Channel）]に設定されている場合、 [サイド Bの IPv4セカン
ダリ / IPv6追加アドレス（Side B IPv4 Secondary/IPv6 Additional Addresses）]テーブルで、 [+]をク
リックし、 IPアドレスとサブネットを入力し、 [OK]をクリックします。

ステップ 7 ナビゲーションペインで [tenant_name] > [ネットワーキング（Networking）] > [L3Outs] > [l3out_name] >
[論理ノードプロファイル（Logical Node Profiles）] > [node_profile_name] > [構成済みノード（Configured
Nodes）] > [node_name]を選択します。

ステップ 8 [スタティックルート（Static Routes）]テーブルで、 [+]をクリックし、次のサブステップを実行しま
す：

a) [プレフィックス（Prefix）]フィールドに、外部ネットワークに割り当てられている静的ルートの
IPアドレスとマスクを入力します。

b) BFDチェックボックスをオンにします。

c) 次に [ネクストホップアドレス（Next Hop Addresses）]テーブルで、 [+]をクリックし、 [ネクスト
ホップアドレス（Next Hop Address）]フィールドに、インターフェイスに指定したセカンダリ IP
アドレスから到達可能な IPアドレスを入力します。

d) 必要に応じて、残りのフィールドに入力します。
e) [OK]をクリックします。

ステップ 9 必要に応じて、残りのフィールドに入力します。

ステップ 10 [送信（Submit）]をクリックします。

GUIを使用してリーフスイッチの BFDをグローバルに設定する

手順

ステップ 1 メニューバーで、 [ファブリック（Fabric）] > [アクセスポリシー（Access Policies）]を選択します。

ステップ 2 [ナビゲーション（Navigation）]ペインで、 [ポリシー（Policies）] > [スイッチ（Switch）] > [BFD]を展開
します。

構成を双方向フォワーディング検出（BFD）には、使用可能な 2つの種類があります：

• BFD IPV4

• BFD IPV6

これらの BFD構成ごとに、デフォルトポリシーを使用するか、特定のスイッチ（またはスイッチのセッ
ト）用に新しいポリシーを作成できます。

（注）

デフォルトでは、APICコントローラはシステムの起動時にデフォルトのポリシーを作成します。これらの
デフォルトポリシーはグローバルなもので、双方向転送検出（BFD）の構成ポリシーです。 [作業（Work）]
ペインのデフォルトグローバルポリシーで属性を設定または、これらのデフォルトポリシー値を変更で

きます。ただし、いったんデフォルトのグローバルポリシーを変更すると、システム全体 (すべてのスイッ
チ)に影響することに注意してください。デフォルトではありませんが、特定のスイッチ (またはスイッチ
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の設定)の特定の設定を使用する場合は、次の手順の説明に従って、スイッチのプロファイルを作成しま
す。

ステップ 3 特定のグローバル BFDポリシー（デフォルトではないもの）向けにスイッチプロファイルを作成するに
は、 [ナビゲーション（Navigation）]ペインで、 [スイッチ（Switches）] > [リーフスイッチ（Leaf
Switches）] > [プロファイル（Profiles）]を展開します。
[リーフスイッチ：プロファイル（LeafSwitches -Profiles）]画面が表示されます。これは、 [作業（Work）]
ペインに表示されます。

ステップ 4 [作業（Work）]ペインの右側には、 [リーフプロファイルの作成（Create Leaf Profile）]を選択します。
[リーフプロファイルの作成（Create Leaf Profile）]ダイアログボックスが表示されます。

ステップ 5 [リーフプロファイルの作成（Create Leaf Profile）]ダイアログボックスで、次の操作を実行します：

a) [名前（Name）]フィールドに、リーフスイッチプロファイルの名前を入力します

b) （オプション） [説明（Description）]フィールドの隣にに、プロファイルの説明を入力します。

c) （オプション） [リーフセレクタ（Leaf Selectors）]ツールバーで、 [+]をクリックします。

d) 次に対する適切な値を入力します。 [名前（Name）]（スイッチを名付けます）、 [ブロック（Block）]
（スイッチを選択します）、および [ポリシーグループ（Policy Group）]（ [アクセススイッチポリ
シーグループの作成（Create Access Switch Policy Group）]を選択します）。
[アクセススイッチポリシーグループの作成（Create Access Switch Policy Group）]ダイアログボッ
クスはポリシーグループ idのプロパティを指定できますが表示されます。

ステップ 6 （リーフセレクタを構成する場合） [アクセススイッチポリシーグループの作成（Create Access Switch
Policy Group）]ダイアログボックスで、次の操作を実行します：

a) [名前（Name）]フィールドにポリシーグループの名前を入力します。

b) （オプション） [説明（Description）]フィールドに、ポリシーの説明を入力します。

c) ポリシータイプを選択します。（[BFD IPV4ポリシー（BFD IPV4 Policy）]または [BFD IPV6ポリ
シー（BFD IPV6 Policy）]）を選択し、値（特定のスイッチまたは、スイッチのセットの[デフォルト
（default）]または [BFDグローバル Ipv4ポリシーを作成します（Create BFD Global Ipv4 Policy）]）
を選択します。

d) [更新（Update）]をクリックします。

ステップ 7 [次へ（Next）]をクリックして [関連付け（Associations）]へ進みます。

（オプション） [関連付け（Associations）]メニューで、リーフプロファイルをリーフインターフェイス
プロファイルおよびアクセスモジュールプロファイルに関連付けることができます。

ステップ 8 [終了（Finish）]をクリックします。

BFDグローバルポリシーを作成するもう 1つの方法は、BFD IPV4 BFD IPV4または BFD IPV6のいずれか
を右クリックします（ナビゲーションウィンドウにあります)。

ステップ 9 作成した BFDグローバル構成を表示するには、 [ナビゲーション（Navigation）]ペインで、 [ポリシー
（Policies）] > [スイッチ（Switch）] > [BFD]を展開します。
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GUIを使用してスパインスイッチで BFDのグローバル構成

手順

ステップ 1 メニューバーで、 [ファブリック（Fabric）] > [アクセスポリシー（Access Policies）]を選択します。

ステップ 2 [ナビゲーション（Navigation）]ペインで、 [ポリシー（Policies）] > [スイッチ（Switch）] > [BFD]を展開
します。

構成を双方向フォワーディング検出（BFD）には、使用可能な 2つの種類があります：

• BFD IPV4

• BFD IPV6

これらの BFD構成ごとに、デフォルトポリシーを使用するか、特定のスイッチ（またはスイッチのセッ
ト）用に新しいポリシーを作成できます。

（注）

デフォルトでは、APICコントローラはシステムの起動時にデフォルトのポリシーを作成します。これらの
デフォルトポリシーはグローバルなもので、双方向転送検出（BFD）の構成ポリシーです。 [作業（Work）]
ペインのデフォルトグローバルポリシーで属性を設定または、これらのデフォルトポリシー値を変更で

きます。ただし、いったんデフォルトのグローバルポリシーを変更すると、システム全体 (すべてのスイッ
チ)に影響することに注意してください。デフォルトではありませんが、特定のスイッチ（またはスイッチ
の設定）の特定の構成を使用する場合は、次の手順の説明に従って、スイッチのプロファイルを作成しま

す。

ステップ 3 特定のグローバル BFDポリシー（デフォルトではないもの）向けにスパインスイッチプロファイルを作
成するには、 [ナビゲーション（Navigation）]ペインで、 [スイッチ（Switches）] > [スパインスイッチ
（Spine Switches）] > [プロファイル（Profiles）]を展開します。
[スパインスイッチ：プロファイル（Spine Switches - Profiles）]画面は、 [作業（Work）]ペインに表示さ
れます。

ステップ 4 [作業（Work）]ペインの右側には、 [スパインプロファイルの作成（Create Spine Profile）]を選択しま
す。

[スパインプロファイルの作成（Create Spine Profile）]ダイアログボックスが表示されます。

ステップ 5 [スパインプロファイルの作成（Create Spine Profile）]ダイアログボックスで、次の操作を実行します：

a) [名前（Name）]フィールドに、スイッチプロファイルの名前を入力します。

b) 次に [説明（Description）]フィールドでプロファイルの説明を入力します。（この手順は任意です。）

c) （オプション） [スパインセレクタ（Spine Selectors）]ツールバーで、 [+]

d) [名前（Name）]（スイッチを名付けます）、 [ブロック（Block）]（スイッチを選択します）、およ
び [ポリシーグループ（Policy Group）]（ [スパインスイッチポリシーグループの作成（Create Spine
Switch Policy Group）]を選択します）に適切な値を入力します。
[スパインスイッチポリシーグループの作成（Create Spine Switch Policy Group）]ダイアログボック
スはポリシーグループ idのプロパティを指定できますが表示されます。

ステップ 6 （スパインセレクタを設定する場合） [スパインスイッチポリシーグループの作成（Create Spine Switch
Policy Group）]ダイアログボックスで、次の操作を実行します：
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a) [名前（Name）]フィールドにポリシーグループの名前を入力します。

b) （オプション） [説明（Description）]フィールドに、ポリシーの説明を入力します。

c) BFDポリシータイプ（[BFD IPV4ポリシー（BFD IPV4 Policy）]または [BFD IPV6ポリシー（BFD
IPV6 Policy）]）を選択し、（特定のスイッチまたは、スイッチのセットの[デフォルト（default）]ま
たは [BFDグローバル Ipv4ポリシーを作成します（Create BFD Global Ipv4 Policy）]）値を選択しま
す。

d) [更新（Update）]をクリックします。

ステップ 7 [次へ（Next）]をクリックして [関連付け（Associations）]へ進みます。

（オプション） [関連付け（Associations）]メニューで、スパインプロファイルをスパインインターフェ
イスプロファイルに関連付けることができます。

ステップ 8 [終了（Finish）]をクリックします。

BFDグローバルポリシーを作成するもう 1つの方法は、 BFD IPV4または BFD IPV6のいずれかを右ク
リックします ( [ナビゲーション（Navigation）]ウィンドウにあります）。

ステップ 9 作成した BFDグローバル構成を表示するには、 [ナビゲーション（Navigation）]ペインで、 [ポリシー
（Policies）] > [スイッチ（Switch）] > [BFD]を展開します。

GUIを使用した BFDインターフェイスのオーバーライドの構成

明示的な双方向フォワーディング検出 (BFD)を設定できる、3つのサポート対象のインター
フェイス（ルーテッドレイヤインターフェイス、外部インターフェイス SVIとルーテッドサ
ブインターフェイス）があります。グローバルコンフィギュレーションを使用しないで、さら

に特定のインターフェイスの明示的な設定をしたい場合、特定のスイッチまたは一連のすべて

のインターフェイスに適用される独自のグローバルコンフィギュレーションを作成できます。

特定のインターフェイス上の特定のスイッチの粒度がさらに必要な場合、このインターフェイ

スオーバーライド設定を使用する必要があります。

BFDインターフェイスポリシーが親ルーテッドインターフェイスに設定されている場合、デ
フォルトでは、親インターフェイスと同じアドレスファミリを持つすべてのルーテッドサブ

インターフェイスがこのポリシーを継承します。継承された設定のいずれかを上書きする必要

がある場合は、サブインターフェイスで明示的な BFDインターフェイスポリシーを設定しま
す。ただし、 [管理状態（Admin State）]または [エコー管理状態（Echo Admin State）]が無
効になっている場合、サブインターフェイスでプロパティをオーバーライドすることはできま

せん。

（注）

始める前に

テナントはすでに作成されています。
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手順

ステップ 1 メニューバーで、 [テナント（Tenant）]を選択します。

ステップ 2 [ナビゲーション（Navigation）]ペイン（クイックスタートの下）、作成したテナントを展開します
[Tenant_name] > [ネットワーキング（Networking）] > [L3Out（L3Outs）]。

ステップ 3 [L3Out（L3Outs）]を右クリックして、 [L3Outの作成（Create L3Out）]を選択します。
[L3Outの作成（Create L3Out）]ウィザードが表示されます。

ステップ 4 [識別（Identity）]ウィンドウで必要な情報を入力します。これは、 [L3Outの作成（Create L3Out）]
ウィザードにあります。

a) [名前（Name）]、 [VRF]および [L3ドメイン（L3 Domain）]フィールドに必要な情報を入力しま
す。

b) ルーティングプロトコルのチェックボックスがあるエリアで、 [BGP]を選択します。

c) [次へ（Next）]をクリックし、 [ノードとインターフェイス（Nodes and Interfaces）]ウィンドウに
移動します。

ステップ 5 [ノードとインターフェイス（Nodes and Interfaces）]ウィンドウで必要な情報を入力します。これは、
[L3Outの作成（Create L3Out）]ウィザードにあります。

a) [レイヤ 3（Layer 3）]エリアで [ルーテッド（Routed）]を選択します。

b) [ノード ID（Node ID）]フィールドのドロップダウンメニューで、L3Outのノードを選択します。

これらの例のトポロジでは、ノード 103を使用します。

c) [ルータ ID（Router ID）]フィールドに、ルータ IDを入力します。
d) （任意）必要に応じて、ループバックアドレスに別の IPアドレスを設定できます。

[ループバックアドレス（Loopback Address）]フィールドは、 [ルータ ID（Router ID）]フィール
ドで提供した同じエントリによって自動で入力されます。これは、以前に構築した [ループバックア
ドレスとしてのユーザールータ ID（Use Router ID for Loopback Address）]オプションと同等です。
ループバックアドレスにルータ IDを使用しない場合は、ループバックアドレスに別の IPアドレス
を入力します。または、ループバックアドレスにルータ IDを使用しない場合は、このフィールドを
空のままにします。

e) [ノードとインターフェイス（Nodes and Interfaces）]ウィンドウに追加の必要な情報を入力します。

このウィンドウに表示されるフィールドは、 [レイヤ 3（Layer 3）]および [レイヤ 2（Layer 2）] エ
リアで選択したオプションによって異なります。

f) [ノードとインターフェイス（Nodes and Interfaces）]ページで残りの追加の情報を入力したら、 [次
へ（Next）]をクリックします。

[プロトコル（Protocols）]ウィンドウが表示されます。

ステップ 6 [プロトコル（Protocols）]ウィンドウで必要な情報を入力します。これは、 [L3Outの作成（Create
L3Out）]ウィザードにあります。

a) [BGPループバックポリシー（BGP Loopback Policies）]および [BGPインターフェイスポリシー
（BGP Interface Policies）]エリアで、次の情報を入力します：
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• [ピアアドレス（Peer Address）]：ピア IPアドレスを入力します。

• [EBGPマルチホップ TTL（EBGP Multihop TTL）]：接続の存続可能時間（TTL）を入力しま
す。範囲は 1〜 255ホップです。ゼロの場合、TTLは指定されません。デフォルトは 0です。

• [リモート ASN（Remote ASN）]：ネイバー自律システムを固有に識別する番号を入力します。
自律システム番号は、1〜 4294967295のプレーン形式で 4バイトにすることができます。

（注）

ACIは asdotまたは asdot +形式の AS番号をサポートしていません。

b) [OSPF]エリアで、デフォルト OSPFポリシー、以前に作成した OSPFポリシー、または [OSPFイ
ンターフェイスポリシーの作成（Create OSPF Interface Policy）]を選択します。

c) [次へ（Next）]をクリックします。

[外部 EPG（External EPG）]ウィンドウが表示されます。

ステップ 7 [外部 EPG（External EPG）]ウィンドウで必要な情報を入力します。これは、 [L3Outの作成（Create
L3Out）]ウィザードにあります。

a) [名前（Name）]フィールドに、外部ネットワークの名前を入力します。

b) [提供されたコントラクト（Provided Contract）]フィールドで、提供済みコントラクトの名前を入
力します。

c) [消費済みコントラクト（Consumed Contract）]フィールドで、消費済みコントラクトの名前を入
力します。

d) [すべての外部ネットワークのデフォルト EPG（Default EPG for all external network）]フィールド
で、この L3Out接続からのすべての中継ルートをアドバタイズしない場合はオフにします。

このボックスをオフにすると、サブネットエリアが表示されます。次の手順に従って、必要なサブ

ネットとコントロールを指定します。

e) [終了（Finish）]をクリックして [L3Outの作成（Create L3Out）]ウィザードで必要な構成を完了
させます。

ステップ 8 [テナント（Tenants）] > [tenant_name] > [ネットワーキング（Networking）] >L3Outs > [L3Out_name] >
[論理ノードプロファイル（Logical Node Profiles）] > [logical_node_profile_name] > [論理インターフェ
イスプロファイル（Logical Interface Profiles）] > [logical_interface_profile_name]に移動します。

ステップ 9 [論理インターフェイスプロファイル（Logical Interface Profile）]ウィンドウで、 [BFDインターフェ
イスプロファイルの作成（Create BFD Interface Profile）]フィールドへスクロールし、このフィールド
の横にあるボックスをオンにします。

ステップ 10 [BFDインターフェイスプロファイルの作成（Create BFD Interface Profile）]ウィンドウで、 BFDの
詳細を入力します。

• [認証タイプ（Authentication Type）]フィールドで、 [認証なし（No authentication）]または [キー
付き SHA1（Keyed SHA1）]を選択します。

認証（キー付き SHA1を選択）をする場合は、 [認証キー ID（Authentication Key ID）]を入力し、
[認証キー（Authentication Key）]（パスワード）を入力し、次に [確認キー（Confirm Key）]の横
にパスワードを再入力して確認します。
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• [BFDインターフェイスポリシー（BFD Interface Policy）]フィールドで、 [共通 /デフォルト
（common/default）]構成（デフォルト BFDポリシー）を選択するか、独自のBFDポリシーを作成
します。 [BFDインターフェイスポリシーを作成（Create BFD Interface Policy）]を選択します。

[BFDインターフェイスポリシーを作成（Create BFD Interface Policy）]を選択した場合、 [BFDイ
ンターフェイスポリシーを作成（Create BFD Interface Policy）]ダイアログボックスが表示され、
BFDインターフェイスポリシー値を定義できます。

ステップ 11 [送信（SUBMIT）]をクリックします。

ステップ 12 構成したインターフェイスレベルの BFDポリシーを確認するには、 [ポリシー（Policies）] > [プロトコ
ル（Protocol）] > [BFD]に移動します。

GUIを使用して BFDコンシューマプロトコルを設定する

この手順では、BFD機能の消費者であるコンシューマプロトコル (OSPF、BGP、EIGRP、スタ
ティックルート、および IS-IS)での双方向フォワーディング検出 (BFD)を有効にする方法を
説明します。これらのプロトコルで BFDを使用するには、それらのフラグを有効にする必要
があります。

これらの 4つのコンシューマプロトコルは、左側のナビゲーションペインの [テナント
（Tenant）] > b > [プロトコル（Protocol）]の下にあります。

（注）

始める前に

テナントはすでに作成されています。

手順

ステップ 1 [L3Outの作成（Create L3Out）]ウィザードを使用して L3Outを作成します。

ステップ 2 メニューバーで、 [テナント（Tenant）]を選択します。

ステップ 3 BGPプロトコルのBFDを構成するには、 [ナビゲーション（Navigation）]ペイン（クイックスタートの
下）、作成したテナントを展開します [Tenant_name] > [ポリシー（Policies）] > [プロトコル
（Protocol）] > [BGP] > [BGPピアプレフィックス（BGP Peer Prefix）]。

ステップ 4 [作業（Work）]ペインの右側で（ [アクション（ACTIONS）]の下）、 [BGPピアプレフィックスポ
リシーを作成（Create BGP Peer Prefix Policy）]を選択します。
[BGPピアプレフィックスポリシーを作成（Create BGP Peer Prefix Policy）]ダイアログボックスが表
示されます。

（注）

左側のナビゲーションペインの [BGPピアプレフィックス（BGP Peer Prefix）]を右クリックしてポリ
シーを作成するために [BGPピアプレフィックスを作成（Create BGP Peer Prefix）]を選択します。
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ステップ 5 [名前（Name）] フィールドに名前を入力し、残りのフィールドに値を入力して BGPピアプレフィッ
クスポリシーを定義します。

ステップ 6 [送信（Submit）]をクリックします。
作成した BGPピアプレフィックスポリシーが、左側のナビゲーションウィンドウで、 [BGPピアプレ
フィックス（BGP Peer Prefix）]に表示されます。

ステップ 7 [テナント（Tenants）] > [tenant_name] >Networking > [L3Out（L3Outs）] > [L3Out_name] > [論理ノー
ドプロファイル（Logical Node Profiles）] > [logical_node_profile_name] > [論理インターフェイスプロ
ファイル（Logical Interface Profiles）] > [logical_interface_profile_name] > [BGPピア接続プロファイル
（BGP Peer Connectivity Profile）]に移動します。

ステップ 8 [BGPピア接続プロファイル（BGP Peer Connectivity Profilem）]ウィンドウで、BGPピアプレフィッ
クスポリシーフィールドまでスクロールし、作成した BGPピアプレフィックスポリシーを選択しま
す。

ステップ 9 [ピア制御（Peer Controls）]フィールドで、 [双方向フォワーディング検出（Bidirectional Forwarding
Detection）]を選択して BGPコンシューマプロトコルの BFDを有効にします（または、 BFDを無効に
する場合は、このボックスをオフにします）。

ステップ 10 OSPFプロトコルでの BFDを構成するには、 [ナビゲーション（Navigation）]ペインで、 [ポリシー
（Policies）] > [プロトコル（Protocol）] > [OSPF] > [OSPFインターフェイス（OSPF Interface）]に移動
します。

ステップ 11 [作業（Work）]ペインの右側で（ [アクション（ACTIONS）]の下）、 [OSPFインターフェイスポリ
シーの作成（Create OSPF Interface Policy）]を選択します。
[OSPFインターフェイスポリシーの作成（Create OSPF Interface Policy）]ダイアログボックスが表示
されます。

（注）

左側のナビゲーションペインの [OSPFインターフェイス（OSPF Interface）]を右クリックして、ポリ
シーを作成するために [OSPFインターフェイスポリシーの作成（Create OSPF Interface Policy）]を選
択します。

ステップ 12 [名前（Name）] フィールドに名前を入力し、残りのフィールドに値を入力して OSPFインターフェイ
スポリシーを定義します。

ステップ 13 このダイアログボックスの [インターフェイスコントロール（Interface Control）]セクションでは、BFD
の有効と無効を切り替えることができます。有効にするには、図のように、 [BFD]の隣のボックスをオ
ンにして OSPFコンシューマプロトコルにフラグを追加します (またはボックスをオフにして BFDを無
効にします)。

ステップ 14 [送信（Submit）]をクリックします。

ステップ 15 EIGRPプロトコルでの BFDを構成するには、 [ナビゲーション（Navigation）]ペインで [tenant_name] >
[ポリシー（Policies）] > [プロトコル（Protocol）] > [EIGRP] > [EIGRPインターフェイス（EIGRP
Interface）]へ移動します。

ステップ 16 [作業（Work）]ペインの右側で（ [アクション（ACTIONS）]の下）、 [EIGRPインターフェイスポリ
シーの作成（Create EIGRP Interface Policy）]を選択します。
[EIGRPインターフェイスポリシーの作成（Create EIGRP Interface Policy）]ダイアログボックスが表
示されます。

（注）
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左側のナビゲーションペインの [EIGRPインターフェイス（EIRGP Interface）]を右クリックして、ポ
リシーを作成するために [EIGRPインターフェイスポリシーの作成（Create EIGRP Interface Policy）]
ポリシーを作成します。

ステップ 17 [名前（Name）] フィールドに名前を入力し、残りのフィールドに値を入力して OSPFインターフェイ
スポリシーを定義します。

ステップ 18 このダイアログボックスの [制御状態（Control State）]セクションでは、BFDの有効と無効を切り替え
ることができます。有効にするには、 [BFD]の隣のボックスをオンにしてEIGRPコンシューマプロトコ
ルにフラグを追加します（またはボックスをオフにして BFDを無効にします）。

ステップ 19 [送信（Submit）]をクリックします。

ステップ 20 スタティックルートプロトコルでBFDを構成するには、 [ナビゲーション（Navigation）]ペインで [ネッ
トワーキング（ネットワーキング）]> [（L3Out）L3Outs]> [L3Out_name] > [構成済みノード（Configured
Nodes）]へ戻り、構成されたノードをクリックして [ノード関連（Node Association）]ウィンドウを表示
します。

ステップ 21 [スタティックルート（Static Routes）]セクションで、「[+]」（拡大）ボタンをクリックします。
[スタティックルートの作成（Create Static Route）]ダイアログボックスが表示されます。このセクショ
ンで、必要なフィールドの値を入力します。

ステップ 22 [ルート制御（Route Control）]の隣に、 [BFD]の横にあるチェックボックスをオンにして指定したスタ
ティックルート上の BFDを有効（または、無効にする場合にはオフにします）にします。

ステップ 23 [送信（Submit）]をクリックします。

ステップ 24 IS-ISプロトコルで BFDを構成するには、 [ナビゲーション（Navigation）]ペインで [ファブリック
（Fabric）] > [ファブリックポリシー（Fabric Policies）] > [ポリシー（Policies）] > [インターフェイス
（Interface）] > [L2インターフェイス（L3 Interface）]へ移動します。

ステップ 25 [作業（Work）]ペインの右側で（ [アクション（ACTIONS）]の下）、 [L3インターフェイスポリシー
を作成（Create L2 Interface Policy）]を選択します。
[L3インターフェイスポリシーを作成（Create L2 Interface Policy）]ダイアログボックスが表示されま
す。

（注）

左側のナビゲーションペインの [L3インターフェイス（L3 Interface）]を右クリックして、ポリシーを
作成するために [L3インターフェイスポリシーを作成（Create L2 Interface Policy）]ポリシーを作成し
ます。

ステップ 26 [名前（Name）]フィールドに名前を入力し、残りのフィールドに値を入力して L3インターフェイス
ポリシーを定義します。

ステップ 27 BFD ISISポリシーを有効にするには、BFD ISISポリシー構成（BFD ISIS Policy Configuration）]フィール
ドで [有効（enabled）]をクリックします。

ステップ 28 [送信（Submit）]をクリックします。
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BFDマルチホップ
BFDマルチホップでは、複数ホップ（最大 255ホップ）の宛先に対する 1秒未満の転送障害検
出が可能になります。リリース 5.0(1)以降、APICは IPv4の BFDマルチホップおよび IPv6の
BFDマルチホップを、RFC5883に準拠してサポートします。BFDマルチホップセッション
は、固有のソースと宛先アドレスペア間で設定されます。BFDマルチホップセッションは、
シングルホップ BFDセッションの場合、インターフェイスではなく、送信元と宛先の間で作
成されます。

BFDマルチホップは TTLフィールドを BGPによってサポートされる最大制限に設定し、受信
時に値のチェックを行いません。ACIリーフは、BFDマルチホップパケットが通過できるホッ
プ数には影響しませんが、ホップ数は 255に制限されます。

BFDマルチホップの注意事項と制約事項

• BFDマルチホップのデフォルトおよび最小送信/受信インターバルタイマーは 250ミリ秒
です。

•デフォルトの最小検出乗数は 3です。

•エコーモードは BFDマルチホップではサポートされません。

BFDマルチホップポリシーの構成

ポリシーの目的に応じて、GUIの複数の場所で BFDマルチホップポリシーを構成できます。

• [グローバルポリシー（Global Policies）]：デフォルトでは、APICコントローラはシステ
ムの起動時にデフォルトのポリシーを作成します。これらのデフォルトポリシーは、グ

ローバル BFDマルチホップ構成ポリシーです。デフォルトグローバルポリシー内の属性
は、作業ペインで設定できます。または、これらデフォルトのポリシーの値を変更するこ

ともできます。ただし、いったんデフォルトのグローバルポリシーを変更すると、システ

ム全体（すべてのスイッチ）に影響が及びます。デフォルトではありませんが、特定のス

イッチまたはスイッチのセットの特定の構成を使用する場合は、スイッチプロファイルを

作成し、そのスイッチプロファイル内で BFDマルチホップの値を変更します。

次のGUIの場所で、IPv4または IPv6のグローバルBFDマルチホップ構成ポリシーを作成
または変更できます：

• [ファブリック（Fabric）] > [アクセスポリシー（Access Policies）] > [ポリシー
（Policies）] > [スイッチ（Switch）] > [BFDマルチホップ（BFD Multihop）] > [BFD
マルチホップ IPv4（BFD Multihop IPv4)]：右クリックして [BFDグローバル IPv4 MH
ポリシーの作成（Create BFD Global IPv4 MH Policy）]を選択します。

• [ファブリック（Fabric）] > [アクセスポリシー（Access Policies）] > [ポリシー
（Policies）] > [スイッチ（Switch）] > [BFDマルチホップ（BFD Multihop）] > [BFD
マルチホップ IPv6（BFD Multihop IPv6)]：右クリックして、 [BFDグローバル IPv6
MHポリシーの作成（Create BFD Global IPv6 MH Policy）]を選択します。
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• [ノードポリシー（Node Policies）]：BFDマルチホップノードポリシーは、ノードプロ
ファイルの下のインターフェイスに適用されます。

この GUIの場所で BFDマルチホップノードポリシーを作成または変更できます：

• [テナント（Tenants）] > [テナント） ] > [ポリシー（Policies）] > [プロトコル
（Protocol）] > [BFDマルチホップ（BFD Multihop）] > [ノードポリシー（Node
Policies）]：右クリックして、 [BFDマルチホップノードポリシーを作成（Create
BFD Multihop Node Policy）]を選択します。

• [インターフェイスポリシー（Inteface Policies）]：BFDマルチホップインターフェイス
ポリシーは、インターフェイスプロファイルの下のインターフェイスに適用されます。

このGUIの場所でBFDマルチホップインターフェイスポリシーを作成または変更できま
す：

• [テナント（Tenants）] > [テナント） ] > [ポリシー（Policies）] > [プロトコル
（Protocol）] > [BFDマルチホップ（BFD Multihop）] > [インターフェイスポリシー
（Interface Policies）]：右クリックして、 [BFDマルチホップインターフェイスポリ
シーを作成（Create BFD Multihop Interface Policy）]を選択します。

• [グローバルポリシーの上書き（Overriding Global Policies）]：デフォルトのグローバル
構成を使用せず、特定のインターフェイスで明示的な構成を行う場合は、独自のグローバ

ル構成を作成できます。この構成は、特定のスイッチまたはスイッチセットのすべてのイ

ンターフェイスに適用されます。特定のインターフェイス上の特定のスイッチの粒度がさ

らに必要な場合、このインターフェイスオーバーライド構成を使用する必要があります。

次の GUIロケーションで、ノードプロファイルまたはインターフェイスプロファイルの
BFDマルチホップオーバーライドポリシーを作成または変更できます：

• [テナント（Tenants）] > [テナント（Tenant）] > [ネットワーキング（Networking）]
> [L3Out（L3Outs）] > [l3out] > [論理ノードプロファイル（Logical Node Profiles）]
> [logical_node_profile]：右クリックして、 [BFDインターフェイスプロトコルプロ
ファイルの作成（Create BFD Interface Protocol Profile）]を選択し、BFDマルチホッ
プノードポリシーを指定します。

• [テナント（Tenants）] > [テナント（Tenant）] > [ネットワーキング（Networking）]
> [L3Out（L3Outs）] > [l3out] > [論理ノードプロファイル（Logical Node Profiles）]
> [logical_node_profile] > [論理インターフェイスプロファイル（Logical Interface
Profiles）] > [logical_interface_profile]：右クリックして、 [MH-BFDインターフェイ
スプロトコルプロファイルの作成（Create BFD Interface Protocol Profile）]を選択
し、BFDマルチホップインターフェイスポリシーを指定します。

• [テナント（Tenants）] > [インフラ（infra）] > [ネットワーキング（Networking）] >
[SR-MPLSインフラ L3Out（SR-MPLS Infra L3Outs）] > [l3out] > [論理ノードプロ
ファイル（Logical Node Profiles）] > [logical_node_profile] > [論理インターフェイス
プロファイル（Logical Interface Profiles）] > [logical_interface_profile]：右クリックし
て、 [MH-BFDインターフェイスプロファイルの作成（Create BFD Interface
Profile）]BFDマルチホップインターフェイスポリシーを指定します。
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手順

ステップ 1 BFDマルチホップポリシーを作成または構成する GUIの場所に移動します。

ステップ 2 既存のプロファイルまたはポリシーを編集するか、ダイアログボックスを起動して新しいプロファイルを
作成します。

ステップ 3 プロファイルで、BFDマルチホップセッション用の [認証タイプ（Authentication Type）]を選択します。

認証なしまたは SHA-1認証を要求するように選択できます。

ステップ 4 新しいポリシーを作成する場合は、ダイアログボックスで設定を行います：

a) ポリシーの [名前（Name）]を入力します。

b) [管理状態（Admin State）]を [有効（Enabled）]に設定します。

c) [検出乗数（Detection Multiplier）]の値を設定します。

セッションがダウンしたと BFDが宣言する前に失われた可能性のある連続するパケットの最小数を指
定します。範囲は 1～ 50パケットです。デフォルトは 3です。

d) [最小送信間隔（Minimum Transmit Interval）]の値を設定します。

送信されるパケットの最小間隔時間。指定できる範囲は 250～ 999ミリ秒です。デフォルトは 250で
す。

e) [最大受信間隔（Maximum Receive Interval）]の値を設定します。

受信されたパケットの最大インターバル時間。指定できる範囲は 250～ 999ミリ秒です。デフォルト
は 250です。

f) [送信（Submit）]をクリックします。

[マイクロ BFD（Micro BFD）]
Cisco APICリリース 5.2（3）以降、IETF RFC 7130で定義されているように、APICは [マイク
ロ BFD（Micro BFD）]をサポートします。Bidirectional Forwarding Detection（BFD）がポート
チャネルで構成されている場合、キープアライブパケットは使用可能なメンバーリンクで送

信されます。キープアライブパケットは残りのリンクを通過するだけであるため、単一のメン

バーリンクの障害は検出されない場合があります。 [マイクロ BFD（Micro BFD）]は BFDの
拡張機能であり、次の図に示すように、ポートチャネルの各メンバーリンクで個別の BFD
セッションを確立します。
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図 3 : [マイクロ BFD（Micro BFD）]ポートチャネルでのセッション

リンク単位の BFDセッションがメンバーリンクで障害を検知すると、障害が発生したリンク
は転送テーブルから削除されます。このメカニズムは、障害検出を高速化し、ポートチャネル

で障害が発生したリンクを特定します。

の注意事項と制限事項 [マイクロ BFD（Micro BFD）]

• [マイクロ BFD（Micro BFD）]は、LACPポートチャネルと非 LACPポートチャネルの両
方でサポートされます。

• [マイクロ BFD（Micro BFD）]は、同じポートチャネルでマルチホップ BFDと同時に実
行できますが、シングルホップ BFDでは実行できません。

• [マイクロBFD（MicroBFD）]は、シングルホップBFD実装です。スイッチのメインポー
トチャネルとスイッチのピアの間にレイヤ 2スイッチが存在する場合は機能しません。

• [マイクロ BFD（Micro BFD）]は、（同じ）ポートチャネルサブインターフェイスで実行
されているシングルホップBFDと、親ポートチャネルで同時に実行できます。

• [マイクロ BFD（Micro BFD）]は、第 1世代のリーフスイッチではサポートされていませ
ん。第 1世代のスイッチは、PID（製品識別子）に -EXや -FXなどのサフィックスが含ま
れていないスイッチです。

• [マイクロBFD（MicroBFD）]は、ポートチャネル上のルーテッドインターフェイスでの
みサポートされます。

•クライアントプロトコルは、 [マイクロBFD（MicroBFD）]が有効になっている同じポー
トチャネル上のサブインターフェイスで実行できます。

• [マイクロBFD（Micro BFD）]は、FEXポートまたはファブリックポートではサポートさ
れません。

• BFDエコーは、 [マイクロ BFD（Micro BFD）]セッションではサポートされません。

• [マイクロ BFD（Micro BFD）]が有効済みのデュアル IPスタックポートチャネル（IPv4
および IPv6）で、 [マイクロ BFD（Micro BFD）] IPv4アドレスまたは IPv6アドレスのい
ずれかを使用し、両方は使用しません。IPv4と IPv6 [マイクロ BFD（Micro BFD）]セッ
ションの両方を使用することはできません。

• Cisco APICリリース 5.2（3）以降、Cisco APICでは、L3ポートチャネルのメインイン
ターフェイスと同じ L3ポートチャネル上のサブインターフェイスを使用できます。ただ
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し、L3ポートチャネルのメインインターフェイスを作成または削除すると、ポートチャ
ネルの物理メンバーポートがフラップします。これにより、ポートチャネルサブインター

フェイスがすでにアクティブな場合、トラフィックが失われます。

ポートチャネルで [マイクロ BFD（Micro BFD）]を構成

この手順では、L3Outポートチャンネルインターフェイスを変更して [マイクロ BFD（Micro
BFD）]を有効にします。 [マイクロ BFD（Micro BFD）]ポートチャネルの各メンバーリンク
で個別の BFDセッションを確立します。

始める前に

•ダイレクトポートチャネルが L3Outインターフェイスに構成されています。

手順

ステップ 1 [テナント（Tenants）] > t[enant_name] > [ネットワーキング（Networking）] > L3Outs > [L3Out_name] >
[論理ノードプロファイル（Logical Node Profiles）] > [logical_node_profile_name] > [論理インターフェイス
プロファイル（Logical Interface Profiles）]に移動します。

ステップ 2 変更したい [論理インターフェイスプロファイル（Logical Interface Profile）]を選択します。

ステップ 3 [ルーテッドインターフェイス（Routed Interfaces）]タブを選択します。

[マイクロ BFD（Micro BFD）]は、ポートチャネル上のルーテッドインターフェイスでのみサポートされ
ます。

ステップ 4 [ルーテッドインターフェイス（Routed Interfaces）]セクションで、既存のインターフェイスをダブルク
リックして変更するか、 +アイコンをクリックして、論理インターフェイスプロファイルに新しいイン
ターフェイスを追加します。

この手順の残りの手順では、既存の論理インターフェイスで [マイクロ BFD（Micro BFD）]のイネーブル
化についてのみ説明します。論理インターフェイスプロファイルに新しいインターフェイスを追加する場

合は、 GUIを使用した L3Outのインターフェイスの変更を参照してください。

ステップ 5 選択したインターフェイスの設定済みプロパティで、選択した [パスタイプ（Path Type）]が [ダイレクト
ポートチャネル（Direct Port Channel）]であることを確認します。

[マイクロ BFD（Micro BFD）]は、ポートチャネルでのみ適用できます。

ステップ 6 [マイクロ BFDの有効化（Enable Micro BFD）]チェックボックスをオンにします。

ステップ 7 [マイクロ BFDの宛先アドレス（Micro BFD Destination Address）]にポートチャネルの宛先 IPアドレス
を入力します。

ステップ 8 [マイクロBFD開始タイマー(秒)]に 60〜 3600秒の値を入力します。

開始タイマーは、BFDセッションの確立を可能にするためにメンバーリンクでの BFDモニタリングのア
クティブ化を遅延させます。タイマーはオプションです。タイマーが構成されていない場合、アクティベー

ションは遅延しません。
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ステップ 9 [送信（Submit）]をクリックします。

次のタスク

次の例に示すように、CLIを使用して [マイクロ BFD（Micro BFD）]セッションを確認できま
す：

leaf4# show port-channel database interface port-channel 3
port-channel3
Last membership update is successful
4 ports in total, 4 ports up
First operational port is Ethernet1/44
Age of the port-channel is 0d:22h:46m:03s
Time since last bundle is 0d:22h:42m:43s
Last bundled member is Ethernet1/44
Ports: Ethernet1/41 [on] [up]
Ethernet1/42 [on] [up]
Ethernet1/43 [on] [up]
Ethernet1/44 [on] [up] *

leaf4# show bfd neighbors vrf tenant1:vrf1

OurAddr NeighAddr
LD/RD RH/RS Holdown(mult) State Int Vrf Type

2003:190:190:1::1 2003:190:190:1::2
1090519041/0 Up 6000(3) Up Po3 tenant1:vrf1 singlehop

2003:190:190:1::1 2003:190:190:1::2
1090519042/2148074790 Up 180(3) Up Eth1/44 tenant1:vrf1 singlehop

2003:190:190:1::1 2003:190:190:1::2
1090519043/2148074787 Up 180(3) Up Eth1/41 tenant1:vrf1 singlehop

2003:190:190:1::1 2003:190:190:1::2
1090519044/2148074789 Up 180(3) Up Eth1/43 tenant1:vrf1 singlehop

2003:190:190:1::1 2003:190:190:1::2
1090519045/2148074788 Up 180(3) Up Eth1/42 tenant1:vrf1 singlehop

OSPF外部ルーテッドネットワーク
OSPF外部ルーテッドネットワークを設定するには、次の項の手順を使用します。

OSPFレイヤ 3 Outside接続
OSPFレイヤ 3 Outside接続は、標準または NSSAエリアです。バックボーン（エリア 0）エリ
アも、OSPFレイヤ 3 Outside接続エリアとしてサポートされます。 [Ciscoアプリケーション
セントリックインフラストラクチャ（Cisco Application Centric Infrastructure）]（[ACI]）は、
IPv4の OSPFv2と IPv6の OSPFv3の両方をサポートします。OSPFレイヤ 3 Outsideを作成す
るときに、OSPFバージョンを設定する必要はありません。インターフェイスプロファイル設
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定（IPv4または IPv6アドレッシング）に基づいて、正しい OSPFプロセスが自動的に作成さ
れます。IPv4と IPv6の両方のプロトコルが同じインターフェイス（デュアルスタック）でサ
ポートされますが、2つの個別インターフェイスプロファイルを作成する必要があります。

レイヤ 3 Outside接続は、ルーテッドインターフェイス、ルーテッドサブインターフェイス、
および SVIでサポートされます。SVIは、レイヤ 2とレイヤ 3両方のトラフィックで物理接続
を共有する必要がある場合に使用されます。SVIは、物理ポート、ポートチャネル、および仮
想ポートチャネルでサポートされています。

図 4 : OSPFレイヤ 3 Out接続

SVIがレイヤ 3 Outside接続に使用されると、外部ブリッジドメインが境界リーフスイッチに
作成されます。外部ブリッジドメインは、 [Cisco ACI]ファブリック上の 2つの vPCスイッチ
間の接続を可能にします。これにより、両方の vPCスイッチが、相互の、および外部OSPFデ
バイスとの OSPF隣接関係を確立できます。

ブロードキャストネットワークでOSPFを実行する場合、障害が発生したネイバーを検出する
時間は dead間隔（デフォルトは 40秒）です。障害が発生した後でネイバー隣接関係を再確立
する場合にも、代表ルータ（DR）の選定が原因で時間がかかる可能性があります。
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• 1つの vPCノードへのリンクまたはポートチャネルに障害が発生しても、OSPF隣接関係
がダウンすることはありません。OSPF隣接関係は、その他の vPCノードを介してアクセ
スできる外部ブリッジドメインによりアップ状態を維持することができます。

• OSPF時間ポリシーまたは OSPF、または EIGRPアドレスファミリポリシーが L3Outに
適用されると、次の動作を観察できます。

• L3Outとポリシーが同じテナントで定義されている場合、動作に変更はありません。

•共通テナント以外のユーザーテナントで L3Outが設定されている場合、L3Out VRF
インスタンスは共通テナントに解決され、ポリシーが共通テナントで定義されている

場合、デフォルト値のみが適用されます。ポリシーの変更は有効になりません。

•境界リーフスイッチが 2つの外部スイッチと OSPF隣接関係を形成し、2つのスイッチの
1つでルート損失が発生し、隣接スイッチでは発生しない場合、 [Cisco ACI]境界リーフ
スイッチは両方のネイバーのルートを再コンバージェンスします。

• OSPFはアグレッシブタイマーをサポートします。ただし、これらのタイマーはすぐに隣
接関係を損なうので、CPUの使用率急増を引き起こします。したがって、デフォルトのタ
イマーを使用し、双方向転送検出（BFD）を使用して 1秒未満の障害検出を行うことを推
奨します。

（注）

GUIを使用した管理テナントの OSPF L3Outの作成
•ルータ IDと論理インターフェイスプロファイルの IPアドレスが異なっていて重複してい
ないことを確認します。

•次の手順は、管理テナントの OSPF L3Outを作成するためのものです。テナントの OSPF
L3Outを作成するには、テナントを選択し、テナント用の VRFを作成する必要がありま
す。

•詳細については、『Cisco APIC and Transit Routing』を参照してください。。

手順

ステップ 1 メニューバーで、 Tenants > mgmtを選択します。

ステップ 2 [ナビゲーション（Navigation）]ペイン上で、次を拡張します。 [ネットワーキング（Networking）] >
[L3Out（L3Outs）]。

ステップ 3 次を右クリックします。 [L3Out（L3Outs）]そして次をクリックします。 [L3Outの作成（CreateL3Out）]。

[L3Outの作成（Create L3Out）]ウィザードが表示されます。
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ステップ 4 次のウィザードにある [ID（Identity）]ウィンドウで、次の手順を実行します。 [L3Outの作成（Create
L3Out）]ウィザード

a) [名前（Name）]フィールドに、名前（RtdOut）を入力します。
b) [VRF]フィールドのドロップダウンリストから、VRF（inb）を選択します。

（注）

このステップでは、ルーテッド Outsideをインバンド VRFに関連付けます。

c) L3ドメインドロップダウンリストから、適切なドメインを選択します。

d) [OSPF]チェックボックスをオンにします。

e) [OSPFエリア ID（OSPF Area ID）]フィールドに、エリア IDを入力します。
f) [OSPFエリア制御（OSPF Area Control）]フィールドで、適切なチェックボックスをオンにします。

g) [OSPFエリアタイプ（OSPF Area Type）]フィールドで、適切なエリアタイプを選択します。

h) [OSPFエリアコスト（OSPF Area Cost）]フィールドで適切な値を選択します。

i) [次（Next）]をクリックします。

[ノードとインターフェイス（Nodes and Interfaces）]ウィンドウが表示されます。

ステップ 5 [ノードとインターフェイス（Nodes and Interfaces）]ウィンドウで次のアクションを実行します：

a) 次のチェックボックスをオフにします。 [デフォルトの使用（Use Defaults）]ボックス

これにより、 [ノードプロファイル名（Node Profile Name）]フィールドを編集できます。

b) [ノードプロファイル名（Node Profile Name）]フィールドに、ノードプロファイルの名前を入力
します。（borderLeaf）。

c) [ノード ID（Node ID）]フィールドで、ドロップダウンリストから、最初のノードを選択します
（leaf1）。

d) [ルータ ID（Router ID）]フィールドに、一意のルータ IDを入力します。
e) ループバックアドレスにルータ IDを使用しない場合は、 [ループバックアドレス（Loopback

Address）]フィールドで別の IPアドレスを使用するか、空のままにします。

（注）

[ループバックアドレス（Loopback Address）]フィールドに [ルータ ID（Router ID）]フィールド
で入力したエントリと同じ内容が自動で入力されます。これは、以前に構築した [ループバックアド
レスとしてのユーザールータ ID（Use Router ID for Loopback Address）]オプションと同等です。
ループバックアドレスにルータ IDを使用しない場合は、別の IPアドレスを使用するか、このフィー
ルドを空のままにします。

f) 必要に応じて、このノードの [インターフェイス（Interface）]、 [IPアドレス（IP Address）]、 [イ
ンターフェイスプロファイル名（Interface Profile Name）]および [MTU]フィールドに適切な情報
を入力します。

g) [ノード（Nodes）]フィールドで、 +アイコンをクリックして、別のノードの 2番目のフィールド
セットを追加します。

（注）

2つ目のノード IDを追加します。
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h) [ノード ID（Node ID）]フィールドで、ドロップダウンリストから、最初のノードを選択します
（leaf1）。

i) [ルータ ID（Router ID）]フィールドに、一意のルータ IDを入力します。
j) ループバックアドレスにルータ IDを使用しない場合は、別の IPアドレスを使用するか、 [ループ

バックアドレス（Loopback Address）]フィールドを空のままにします。

（注）

[ループバックアドレス（Loopback Address）]フィールドに [ルータ ID（Router ID）]フィールド
で入力したエントリと同じ内容が自動で入力されます。これは、以前に構築した [ループバックアド
レスとしてのユーザールータ ID（Use Router ID for Loopback Address）]オプションと同等です。
ループバックアドレスにルータ IDを使用しない場合は、別の IPアドレスを使用するか、このフィー
ルドを空のままにします。

k) 必要に応じて、このノードのインターフェイス, [IPアドレス（IP Address）], [インターフェイスプ
ロファイル名（Interface Profile Name）]および [MTU]フィールドに適切な情報を入力します。

l) [次（Next）]をクリックします。

[プロトコル（Protocols）]ウィンドウが表示されます。

ステップ 6 [プロトコル（Protocols）]ウィンドウの [ポリシー（Policy）]エリア内で [デフォルト（default）]をクリッ
クし、その後に [次（Next）]をクリックします。

[外部 EPG（External EPG）]ウィンドウが表示されます。

ステップ 7 [外部 EPG（External EPG）]ウィンドウで次のアクションを実行します：

a) [名前（Name）]フィールドに、外部ネットワークの名前（extMgmt）を入力します。
b) 次のチェックボックスをオフにします。 [すべての外部ネットワークのデフォルト EPG（Default EPG

for all external network）]フィールド。

[サブネット（Subnets）]エリアが表示されます。

c) +をクリックして [サブネットの作成（Create Subnet）]ダイアログボックスにアクセスします。

d) [サブネットの作成（Create Subnet）]ダイアログボックスの [IPアドレス（IP Address）]フィール
ドにサブネットのIPアドレスとマスクを入力します。

e) [範囲（Scope）]フィールドで、目的のチェックボックスをオンにします。 [OK]をクリックします。

f) [外部 EPG（External EPG）]ダイアログボックスで、 [終了（Finish）]をクリックします。

（注）

[作業（Work）]ペインの [L3Out（L3Outs）]エリアに、L3Outアイコン（RtdOut）が表示されます。

EIGRP外部ルーテッドネットワーク
EIGRP外部ルーテッドネットワークを設定するには、次の項の手順を使用します。
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EIGRPレイヤ 3 Outside接続について
この例は、Cisco[APIC]を使用して、拡張内部ゲートウェイルーティングプロトコル（EIGRP）
を構成する方法を示しています。次の情報は、EIGRPを構成するときに適用されます：

•テナント、VRF、およびブリッジドメインがすでに作成されている必要があります。

•レイヤ 3外部テナントネットワークがすでに構成されている必要があります。

•外部ルーテッドのルート制御プロファイルがすでに構成されている必要があります。

• EIGRP VRFポリシーは EIGRPファミリコンテキストポリシーと同じです。

• EIGRPはエクスポートルート制御プロファイルをサポートしています。ルート制御に関
する構成はすべてのプロトコルで共通です。

サブネットルートをネットワークレベルのルートへ自動的に要約するよう（ルート要約）、

EIGRPを構成できます。たとえば、192.31.7.0のサブネットが構成されているインターフェイ
ス上で、サブネット 131.108.1.0が 131.108.0.0としてアドバタイズされるように構成すること
ができます。自動集約は、EIGRPプロセスに構成されているネットワークルータ設定コマン
ドが2つまたはそれ以上ある場合に実行されます。デフォルトでは、この機能は有効です。詳
細については、ルート集約を参照してください。

EIGRPプロトコルのサポート

EIGRPプロトコルは、（ [Ciscoアプリケーションセントリックインフラストラクチャ（Cisco
Application Centric Infrastructure）]（[ACI]）ファブリック内の他のルーティングプロトコルと
同様にモデル化されています。

サポートされる機能

サポートされる機能は次のとおりです。

• IPv4および IPv6ルーティング

•各アドレスファミリの仮想ルーティングおよび転送（VRF）とインターフェイスの制御

•ノード間の OSPFによる再配布

• VRFごとのデフォルトルートリークポリシー

•パッシブインターフェイスおよびスプリットホライズンのサポート

•エクスポートされたルートにタグを設定するためのルートマップ制御

• EIGRPインターフェイスポリシーの帯域幅および遅延設定オプション

•認証サポート

サポートされない機能

次の機能はサポートされていません：
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•スタブルーティング

• BGP接続に使用される EIGRP

•同じノード上の複数の EIGRP L3extOut

•インターフェイスごとの集約（EIGRPサマリーポリシーは、L3Outで構成されたすべての
インターフェイスに適用されます）

•インターフェイスごとのインポートおよびエクスポート用配布リスト

EIGRP機能のカテゴリ

EIGRPの機能は、次のように大きく分類できます：

•プロトコルポリシー

• L3extOut構成

•インターフェイス構成

•ルートマップサポート

•デフォルトルートサポート

•中継サポート

EIGRPをサポートしているプライマリ管理対象オブジェクト

次のプライマリ管理対象オブジェクトは、EIGRPサポートを提供します。

• EEIGRPアドレスファミリコンテキストポリシーeigrpCtxAfPol： fvTenantの下で構成さ

れたアドレスファミリコンテキストポリシー。（テナント/プロトコル）。

• fvRsCtxToEigrpCtxAfPol：特定のアドレスファミリ（IPv4または IPv6）の VRFから
eigrpCtxAfPolへの関係です。関係は、アドレスファミリごとに 1つのみ存在できます。

• eigrpIfPol： fvTenantで構成された EIGRPインターフェイスポリシーです。

• eigrpExtP： L3extOutの EIGRPフラグを有効にします。

• eigrpIfP： l3extLIfPへ接続されたEIGRPインターフェイスプロファイルです。

• eigrpRsIfPol：EIGRPインターフェイスプロファイルから eigrpIfPolへの関係です。

• eigrpIfPol： l3extOutの下のデフォルトルートリークポリシーです。

テナントでサポートされる EIGRPプロトコルポリシー

テナント下では次の EIGRPプロトコルポリシーがサポートされます：

• [EIGRPインターフェイスポリシー（EIGRP Interface policy）]（eigrpIfPol）：インター

フェイス上の所定のアドレスファミリに適用される構成が含まれます。インターフェイス

ポリシーでは次の構成が可能です：
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• [Hello間隔（Hello interval）]（秒単位）

• [保持間隔（Hold Interval）]（秒単位）

•次のインターフェイス制御フラグのうち 1つ以上：

• [スプリットホライズン（split horizon）]

• [パッシブ（passive）]

• [ネクストホップセルフ（next hop self）]

• [EIGRPアドレスファミリコンテキストポリシー（EIGRP Address Family Context Policy）]
([eigrpCtxAfPol])：所定の VRF内の所定のアドレスファミリの設定が含まれます。
eigrpCtxAfPolは、テナントプロトコルポリシー下で構成され、テナント下の 1つ以上の
VRFに適用できます。 eigrpCtxAfPolは、VRF-per-addressファミリの関係を通して VRF
で有効にできます。特定のアドレスファミリに関係がない場合、または関係内の指定され

た eigrpCtxAfPolにが存在しない場合は、共通テナントの下で作成されたデフォルトVRF
ポリシーがそのアドレスファミリに使用されます。

次の構成は、 eigrpCtxAfPolで許可されています。

•内部ルートのアドミニストレーティブディスタンス

•外部ルートのアドミニストレーティブディスタンス

•最大許容 ECMPパス数

•アクティブタイマー間隔

•メトリックバージョン（32ビット/64ビットメトリック）

ガイドラインと EIGRPを構成するときの制限事項

EIGRPを構成する場合は、次の注意事項に従ってください：

•外部同じレイヤ 3の EIGRPおよび BGPを構成することはサポートされていません。

•外部同じレイヤ 3の EIGRPや OSPFを構成することはサポートされていません。

• 1つ EIGRPレイヤ 3 Out VRFあたりノードごとできますがあります。ノードで複数の Vrf
を導入している場合、自身レイヤ 3 Out各 VRFことができます。

•複数の EIGRPピア、1つレイヤ 3 Outからがサポートされます。これにより、1つレイヤ
3 Outと同じノードから複数の EIGRPデバイスに接続できます。

• L3Outで EIGRPを有効にする場合は、 VRFトランジットタグの値を 1〜 255の範囲内の
デフォルト以外の値に変更。中継 VRFタグに大きな値が必要な場合は、 EIGRPファミリ
コンテキストからワイドメトリックスタイルに切り替えることができます。デフォルト

のナローメトリックスタイルの EIGRPは、1～ 255の範囲内の内部タグ値のみをサポー
トします。
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•ルートポリシーマネージャ（RPM）は、ルートマップ内のコミュニティリストを使用し
て BGPコミュニティ属性に基づいて BGPルート更新をフィルタリングするための IPv6
再配布をサポートしていません。この機能は、IPv4再配布でのみ使用できます。

次の設定では、EIGRPネイバーがフラップします：

• VRFの EIGRPアドレスファミリコンテキストによるアドミニストレーティブディスタ
ンスまたはメトリックスタイル（ワイド/ナロー）の変更

•外部 EPGへの複数の EIGRPサマリールートの構成を一度に構成します。これに対し、1
つの EIGRPサマリルートだけを構成すれば、EIGRPネイバーはフラップしません。

•内部で使用されるテーブルマップを更新する次の構成を設定します：

• VRFのルートタグの変更

• EIGRP L3Outと同じ境界リーフスイッチ上の同じ VRF内の OSPF L3Outのインポー
ト方向ルート制御の設定構成（たとえば、ルート制御適用「インポート」オプション

の有効化または無効化、インポート方向）。この機能は EIGRPではサポートされて
いないため、このような構成はEIGRPL3Out自体では許可されないことに注意してく
ださい。ただし、OSPF L3Outの構成は、同じVRFとリーフスイッチの EIGRP L3Out
に影響を与えます。これは、OSPFのインポートルート制御が、同じ境界リーフス
イッチ上の同じVRFの EIGRPと他の目的で共有されるテーブルマップを使用するた
めです。

GUIを使用した EIGRPの構成

手順

ステップ 1 メニューバーで、 [テナント（Tenants）] > [すべてのテナント（All Tenants）]を選択します。

ステップ 2 [作業（Work）]ウィンドウで、テナントをダブルクリックします。

ステップ 3 [ナビゲーション（Navigation）]ペインで、 [Tenant_name] > [ポリシー（Policies）] > [プロトコル
（Protocol）] > [EIGRP]を展開します。

ステップ 4 [EIGRPアドレスファミリコンテキストポリシー（EIGRP Address Family Context）]を右クリック
し、 [EIGRPアドレスファミリコンテキストポリシーの作成（Create EIGRP Address Family Context
Policy）]を選択します。

ステップ 5 [EIGRPアドレスファミリコンテキストポリシーの作成（Create EIGRP Address Family Context Policy）]
ダイアログボックスで、次の操作を実行します：

a) [名前（Name）]フィールドに、コンテキストポリシーの名前を入力します。

b) [アクティブ間隔（分）（Active Interval (min)）]フィールドで、間隔タイマーを選択します。

c) [外部ディスタンス（External Distance）]および [内部ディスタンス（Internal Distance）]フィール
ドで、適切な値を選択します。
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d) [最大の経路制限（Maximum Path Limit）]フィールドで、インターフェイス (ノードごと/リーフス
イッチごと)間の値を適切なロードバランシングを選択します。

e) [メトリックスタイル（Metric Style）]フィールドで、適切なメトリックスタイルを選択します。
[送信（Submit）]をクリックします。

[作業（Work）]ペインで、コンテキストポリシーの詳細が表示されます。

ステップ 6 VRFにコンテキストポリシーを適用するには、 [ナビゲーション（Navigation）]ペインで、 [ネットワー
キング（Networking）] > [VRF]を展開します。

ステップ 7 適切なVRFを選択し、 [作業（Work）]ペインの [ポリシー（Policy）]タブで、 [アドレスファミリごと
の EIGRPコンテキスト（EIGRP Context Per Address Family）]を展開します。

ステップ 8 [EIGRPアドレスファミリタイプ（EIGRP Address Family Type）]ドロップダウンリストで、 IPバー
ジョンを選択します。

ステップ 9 EIGRPアドレスファミリコンテキストポリシードロップダウンリストで、コンテキストポリシーを
選択します。 [更新（Update）]クリックして、 [送信（Submit）]をクリックします。

ステップ 10 レイヤ 3 Out内でEIGRPを有効にするには、 [ナビゲーション（Navigation）]ペインで、 [ネットワーキ
ング（Networking）] > [L3Out（L3Outs）]をクリックし、目的のレイヤ 3アウトサイドネットワークを
クリックします。

ステップ 11 [作業（Work）]ペインの [ポリシー（Policy）]タブで、 EIGRPのチェックボックスをオンにします。
そして、EIGRP自律システム番号（ASN）を入力します。 [送信（Submit）]をクリックします。

ステップ 12 EIGRPインターフェイスポリシーを作成するには、 [ナビゲーション（Navigation）]ペインで、
[Tenant_name] > [ポリシー（Policies）] > [プロトコル（Protocol）] > [EIGRP]をクリックして、次のア
クションを実行します：

a) [EIGRPインターフェイス（EIGRP Interface）]を右クリックし、 [EIGRPインターフェイスポリ
シーの作成（Create EIGRP Interface Policy）]をクリックします。

b) [EIGRPインターフェイスポリシーの作成（Create EIGRP Interface Policy）]ダイアログボックス
で [名前（Name）]フィールドにポリシーの名前を入力します。

c) [制御状態（ControlState）]フィールドは、1つまたは複数の制御を有効にする目的のチェックボッ
クスをチェックします。

d) Hello間隔（秒）（Hello Interval (sec)）フィールドで、目的の間隔を選択します。

e) [保留間隔(秒)（Hold Interval（sec））]フィールドで、目的の間隔を選択します。 [送信（Submit）]
をクリックします。

f) [帯域幅（Bandwidth）]フィールドで、目的の帯域幅を選択します。

g) [遅延（Delay）]フィールドで、10マイクロ秒またはピコセル秒で、目的の遅延を選択します。

[作業（Work）]ペインで、EIGRPインターフェイスポリシーの詳細が表示されます。

ステップ 13 [ナビゲーション（Navigation）]ペインで、 EIGRPが有効になっている適切な外部ルーテッドネット
ワークをクリックして、 [論理ノードプロファイル（Logical Node Profiles）]を展開して、次のアクショ
ンを実行します：

a) 適切なノードとそのノードの下にインターフェイスを展開します。
b) インターフェイスを右クリックして [EIGRPインターフェイスプロファイルの作成（reate EIGRP

Interface Profile）]をクリックします。
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c) [EIGRPインターフェイスプロファイルの作成（reate EIGRP Interface Profile）]ダイアログボッ
クスの [EIGRPポリシー（EIGRP Policy）]フィールドで、目的のEIGRPインターフェイスポリシー
を選択します。 [送信（Submit）]をクリックします。

（注）

EIGRPの VRFポリシーおよび EIGRPインターフェイスポリシーは、EIGRPが有効になっているときに
使用するプロパティを定義します。EIGRPのVRFポリシーおよびEIGRPインターフェイスポリシーは、
新しいポリシーを作成しない場合にもデフォルトポリシーとして利用できます。したがって、ポリシー

のいずれかを明示的に選択しない場合は、EIGRPが有効になっているとき、デフォルトのポリシーが自
動的に利用されます。

これで EIGRPの構成は完了です。
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翻訳について
このドキュメントは、米国シスコ発行ドキュメントの参考和訳です。リンク情報につきましては
、日本語版掲載時点で、英語版にアップデートがあり、リンク先のページが移動/変更されている
場合がありますことをご了承ください。あくまでも参考和訳となりますので、正式な内容につい
ては米国サイトのドキュメントを参照ください。
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