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コレクタの説明
Cisco Crosswork Planningの各コレクタには、収集または展開対象を決定する機能があります。

このテーブルは、コレクタとその関数について説明しています。
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表 1 :コレクタの説明

設定手順前提条件と注意事項説明コレクタ

（Collector）

Basic Topology Collection

IGP databaseコレクタを使用した
トポロジ情報の収集（7ペー
ジ）を参照してください。

これは、基本的なトポロジ収集

です。結果として得られるネッ

トワークモデルは、他のコレク

タの送信元ネットワークとして

使用されます。

ログインと SNMPを使用して
IGPトポロジを検出します。

IGPデータベース

SR-PCEコレクタを構成して、ス
トア登録情報情報を収集する

（10ページ）を参照してくださ
い。

•このコレクションを実行す
る前に、SR-PCEエージェン
トを構成します。詳細につ

いては、エージェントの構

成を参照してください。

•これは、SR-PCEを使用する
ネットワークの基本的なト

ポロジ収集です。結果とし

て得られるネットワークモ

デルは、他のコレクタの送

信元ネットワークとして使

用されます。

• SR-PCE経由でレイヤ 3
トポロジを検出します。

•トポロジの送信元として
未処理の SR-PCEデータ
を使用します。

•ノード、インターフェー
スおよびポートのプロパ

ティは、SNMPを使用し
て検出されます。

SR-PCE

Advanced Modeling Collection

LSP情報の収集（14ページ）を
参照してください。

•基本的なトポロジ収集を備
えたネットワークモデルが

存在する必要があります。

• SR-PCEを使用する場合は、
SR-PCEコレクタを使用して
トポロジ情報を収集してか

ら、このコレクションを実

行します。詳細について

は、「SR-PCEコレクタを構
成して、ストア登録情報情

報を収集する（10ペー
ジ）」を参照してくださ

い。

SNMPを使用して LSP情報を
検出します。

LSP
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設定手順前提条件と注意事項説明コレクタ

（Collector）

SR-PCEを使用した PCEP LSP情
報の収集（16ページ）を参照し
てください。

SR-PCEコレクタを使用してトポ
ロジ情報を収集してから、この

コレクションを実行します。詳

細については、「SR-PCEコレク
タを構成して、ストア登録情報

情報を収集する（10ページ）」
を参照してください。

SR-PCEを使用して PCEP LSP
を検出します。

（注）

SR-PCEコレクタを Basic
Topologyコレクタとして選択
すると、このコレクタのみに

アクセスできます。

PCEP LSP

BGPピアリングの検出（22ペー
ジ）を参照してください。

基本的なトポロジ収集を備えた

ネットワークモデルが存在する

必要があります。

ログインと SNMPを使用して
BGPピアリングを検出しま
す。

BGP

VPNトポロジの検出（25ペー
ジ）を参照してください。

基本的なトポロジ収集を備えた

ネットワークモデルが存在する

必要があります。

レイヤ 2およびレイヤ 3 VPN
トポロジを検出します。

VPN

構成解析を使用したポート、

LSP、SRLG、およびVPN情報の
収集（35ページ）を参照してく
ださい。

基本的なトポロジ収集を備えた

ネットワークモデルが存在する

必要があります。

ネットワーク内のルータ設定

から情報を検出して解析しま

す。

構成解析

Traffic and Demands Collection

ハードウェア一覧情報の収集を

参照してください。

基本的なトポロジ収集を備えた

ネットワークモデルが存在する

必要があります。

ハードウェアインベントリ情

報を収集します。

インベントリ

ネットワークからマルチキャス

トフローデータを収集する（18
ページ）を参照してください。

基本的なトポロジ収集を備えた

ネットワークモデルが存在する

必要があります。

特定のネットワークからマル

チキャストフローデータを収

集します。

マルチキャスト

ネットワークモデルの可視性を

向上させるために Layoutコレク
タを構成する（41ページ）を参
照してください。

•集約ネットワークモデル。

• Layoutコレクタを構成した
ら、レイアウトのプロパ

ティを含むプランファイル

を Layoutモデルにインポー
トする必要があります。

送信元モデルにレイアウトプ

ロパティを追加して、視覚化

を改善します。

レイアウト

（Layout）
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設定手順前提条件と注意事項説明コレクタ

（Collector）

「トラフィック統計情報の収集

（42ページ）」を参照してくだ
さい。

•基本的なトポロジ収集を備
えたネットワークモデルが

存在する必要があります。

• LSPトラフィックを収集す
る場合、LSPを備えたネッ
トワークモデルが存在する

必要があります。LSP情報
の収集（14ページ）を参
照してください。

• VPNトラフィックを収集す
る場合、VPNを備えたネッ
トワークモデルが存在する

必要があります。「VPNト
ポロジの検出（25ペー
ジ）」を参照してくださ

い。

SNMPポーリングを使用し
て、トラフィック統計情報

（インターフェイストラ

フィック、LSPトラフィッ
ク、MACトラフィック、およ
びVPNトラフィック）を収集
します。

トラフィック収集

トラフィックデマンド情報の収

集（49ページ）を参照してくだ
さい。

トラフィックデータを含む送信

元 DAREネットワークが存在す
る必要があります。

ネットワークからトラフィッ

クデマンドに関する情報を収

集します。

デマンド推論

NetFlowコレクションの設定
（52ページ）を参照してくださ
い。

基本的なトポロジ収集を備えた

ネットワークモデルが存在する

必要があります。

エクスポートされた NetFlow
および関連するフロー測定値

を収集して集約します。

NetFlow

Custom Scripts

「ネットワークモデルに対する

外部スクリプトの実行（55ペー
ジ）」を参照してください。

送信元ネットワークモデルとカ

スタムスクリプトが存在する必

要があります。

カスタマイズされたスクリプ

トを実行して、送信元ネット

ワークモデルに追加データを

付加します。

外部スクリプト

外部スクリプトをスタートアップスクリプトとして実行

する
このトピックでは、コレクション設定チェーンの最初のステップとして外部スクリプトを実行

する方法について説明します。
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データ収集チェーンの最初のステップとして外部スクリプトを指定します。有効にすると、ス

タートアップスクリプトはチェーン内の他のどのコレクタよりも先に実行されます。この機能

により、コレクション中にデータを収集および処理する方法がより柔軟になります。

スタートアップスクリプトが最初のステップとして使用される場合、IGPデータベースまたは
SR-PCEコレクタはオプションになります。その [構成（configuration）]セクションの [送信元
（Source）]ドロップダウンリストが有効になります。このソースは、データ収集の基本的な
トポロジコレクタでは使用されません。これは、基本トポロジでのスタートアップスクリプト

およびその他の外部スクリプトの後に、これらのコレクタが実行される順序を決定するために

使用されます。

Before you begin

•事前構成ワークフローに記載されている手順を実行します。

•カスタムスタートアップスクリプトに関する重要事項（6ページ）を確認してくださ
い。

•カスタムスクリプトおよびサポートファイルを、指定されたファイル形式または圧縮アー
カイブのいずれかで用意します。

手順

ステップ 1 新しいコレクションを作成するか、既存のコレクションを編集するかを決定します。詳細については、コ
レクションの設定またはコレクションの編集を参照してください。

ステップ 2 [スタートアップスクリプト（Startup script）]セクションで、[スクリプト（Script）]を選択します。

ステップ 3 （オプション）スタートアップスクリプトを選択した場合は、BasicTopologyコレクタをスキップするか、
スタートアップスクリプトをソースとして設定できます。必要に応じて、追加のコレクタを選択します。

ステップ 4 [構成（Configure）]ページで、スクリプトの詳細を入力します。スタートアップスクリプトの構成は、ソー
スが不要であることを除いて、他の外部スクリプトの構成と同様です。

説明オプション

コレクションの名前を指定します。コレクタ名

プランファイルでスクリプトを実行する場合は、このチェックボックスを

オンにします。このオプションを選択した場合は、[プランファイルを入力
（Input Plan File）]フィールドにプランファイルの詳細を入力します。

送信元はプランファイルか？

カスタムスクリプトと、その正常な実行に必要なサポートファイルをアッ

プロードします。複数のファイルが必要な場合は、アップロードする前に、

それらを 1つのアーカイブに圧縮します。有効なフォーマット
は、.py、.sh、.pl、.zip、.tar、.gzおよび .tar.gzです。

（注）

ファイルがアップロードされるたびに、入力ファイルオプションが上書き

されます。

入力ファイル
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説明オプション

スクリプト実行プロセスを開始するファイル名を入力します。これは、[入
力ファイル（Input file）]フィールドにアップロードされたファイルの1つ
です。詳細については、ネットワークモデルに対する外部スクリプトの実

行（55ページ）を参照してください。

実行可能スクリプト

カスタムスクリプトの言語を選択します。有効なスクリプト言語は、

Python、Shell、および Perlです。
スクリプト言語

集約するテーブルや列を指定する場合は .propertiesファイルで指定し、こ
のフィールドを使用してファイルをアップロードします。デフォルトでは、

すべての列とテーブルが集約されます。

アグリゲータプロパティ

アクションのタイムアウトを指定します。デフォルトは 30分です。タイムアウト（Timeout）

ステップ 5 （オプション）ステップ 3で他のコレクタを選択した場合は、必要に応じてそれらのパラメータを設定し
ます。

スタートアップスクリプトをコレクタのソースとして使用するには、コレクタのパラメータを設定する際

に、[送信元（Source）]ドロップダウンリストでスタートアップスクリプト名を選択します。

ステップ 6 [次へ（Next）]をクリックします。

ステップ 7 設定をプレビューし、[作成（Create）]をクリックして収集を作成します。

ステップ 8 収集ジョブのスケジュールを設定します。コレクションジョブはすぐに実行するようにスケジュールした
り、特定の間隔で実行するようにスケジュールしたりできます。詳細については、「コレクションのスケ

ジュール」を参照してください。

カスタムスクリプトは、コレクション構成チェーンの最初のステップとして実行します。

カスタムスタートアップスクリプトに関する重要事項

コレクションでカスタムスタートアップスクリプトを使用する場合は、次の点を確認します。

•コレクションチェーンごとに許可されるスタートアップスクリプトは 1つだけです。

•スタートアップスクリプトによって生成されるデータベースファイルの集約は、コレクタ
構成で設定されたアグリゲータのプロパティによって異なります。

•スタートアップスクリプトをソースとして使用するようにコレクタを構成し、そのスクリ
プトが有効なデータベースファイルを生成しない場合、コレクタの実行は失敗します。

•以前のリリースから構成を移行または復元する場合は、必要なすべてのスタートアップス
クリプトオプションが使用可能で、適切に入力されていることを確認します。

• CiscoWAEでスクリプトを使用していて、それをCisco Crosswork Planningで使用する場合
は、修正を加えないと期待通りに動作しない場合があります。これは、さまざまなファイ

ルの参照方法を含む Cisco WAEと Cisco Crosswork Planningのアーキテクチャの違いによ
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るものです。Cisco Crosswork Planningで使用するには、適切にスクリプトを調整する必要
があります。

基本的なトポロジ情報の収集

process_summary

基本のトポロジ情報の収集には、Basic Topologyコレクタの選択と構成が含まれ、これによっ
て構築される初期ネットワークモデルが、Cisco Crosswork Planningでの今後のデータ収集の基
盤となります。適切なトポロジコレクタを選択すると、どのデータソースを含めるかが決まり

ます。

このプロセスに関与する主要なコレクタは次のとおりです。

• IGPデータベース：ログインと SNMPを使用して IGPトポロジを検出します。

• SR-PCE：SR-PCE経由で BGP-LSを使用してレイヤ 3トポロジを検出します。

トポロジ情報を収集するために選択できるコレクタは、コレクションごとに1つだけです。両
方のコレクタを同時に選択することはできません。

process_workflow

基本トポロジ情報を収集する段階は次のとおりです。

1. IGPデータベースまたは SR -PCEコレクタのいずれかを選択し、指定されたコレクション
のトポロジ情報を収集します。

2. 要件に基づいて、選択したコレクタを設定します。

3. 収集されたデータからネットワークモデルを生成します。これは追加のデータ収集の基盤
になります。

IGPデータベースと SR-PCEコレクタの構成の詳細な手順については、「IGP databaseコレク
タを使用したトポロジ情報の収集（7ページ）」および「SR-PCEコレクタを構成して、ス
トア登録情報情報を収集する（10ページ）」を参照してください。

IGP databaseコレクタを使用したトポロジ情報の収集
このトピックでは、IGP databaseコレクタを構成して、IGP databaseを使用して完全なネット
ワークトポロジを検出する方法について説明します。

IGP databaseコレクタは、ノードプロパティの収集、および SNMPを使用したインターフェ
イスとポートの検出により、IGPデータベースを使用してネットワークトポロジを検出しま
す。これは、他のコレクタが必要とする基本的なネットワークデータを提供するため、一般的

に最初に構成するコレクタです。複数の OSPFと IS-ISインスタンスをサポートします。ルー
タから収集されたすべてのリンクには、関連付けられた IGPプロセス IDがあります。結果と
して取得さえるネットワークモデルは、追加のコレクションに対して送信元ネットワークとし
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て使用されます。これは、他のコレクタが使用するコアノード、回路、インターフェイス情報

を提供するためです。

IGP databaseコレクタを使用したトポロジ情報の収集

Before you begin

•事前構成ワークフローに記載されている手順を実行します。

•シードルータとして使用するルータのネットワークログイン情報とアクセス権を保持して
いる必要があります。

手順

ステップ 1 新しいコレクションを作成するか、既存のコレクションを編集するかを決定します。詳細については、コ
レクションの設定またはコレクションの編集を参照してください。

ステップ 2 [基本トポロジ（Basic Topology）]セクションで [IGP database]、[次へ（Next）]の順に選択します。

ステップ 3 [構成（Configure）]ページの [シードルータ（Seed Router）]で、次の構成パラメータを入力します。

• [インデックス（Index）]：シードルータのインデックス番号を入力します。

• [ルータIP（Router IP）]：シードルータの管理 IPアドレスを入力します。

• [プロトコルタイプ（Protocol Type）]：ネットワークで実行されている IGPプロトコルを選択します。
オプションは、[OSPF]、[OSPFv3]、[IS-IS]、および [IS-ISv6]です。

結果...以下を選択した場合 ...

[詳細（Advanced）]ページの [OSPF領域（OSPF area）]で値を入力し

ます（[ ]をクリック）。

OSPFエリアオプションでは、[エリアID（area ID）]または [すべて
（all）]を指定します。デフォルトは area 0です。

ospfまたは ospfv3

[詳細（Advanced）]ページで [ISISレベル（ISIS level）]の値（1、2ま

たは両方）を入力します（[ ]をクリック）。

デフォルトのレベルは 2です。

isisまたは isisv6

• [インターフェイスを収集（Collect Interfaces）]：完全なネットワークトポロジを検出するには、この
チェックボックスをオンにします。このオプションは、デフォルトで有効です。

ステップ 4 （オプション）シードルータを追加するには、[+ルータの追加（+ Add Router）]をクリックし、各シード
ルータに対してステップ 3を繰り返します。すべてのシードルータに一意のインデックス番号を割り当て
ます。

ステップ 5 （オプション）具体的なQoSノード情報を除外するか含めるには、[詳細設定（Advanced Settings）]> [QoS
ノードフィルタ（QoS Node Filter）]の順に選択し、[+ノードフィルタを追加（+ Add Node Filter）]をク
リックして、必要な値を入力します。
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ステップ 6 （オプション）[詳細設定（Advanced settings）]パネルを展開して、必要に応じて、その他の関連する高
度なフィールドを構成します。詳細オプションの説明については、IGPおよび SR-PCEコレクションの詳
細オプション（12ページ）を参照してください。

ステップ 7 [Next]をクリックします。

ステップ 8 設定をプレビューし、[作成（Create）]をクリックして収集を作成します。

ステップ 9 収集ジョブのスケジュールを設定します。コレクションジョブはすぐに実行するようにスケジュールした
り、特定の間隔で実行するようにスケジュールしたりできます。詳細については、「コレクションのスケ

ジュール」を参照してください。

IGP databaseコレクタは、トポロジ検出プロセスを開始し、具体的なシードルータと高度な構
成オプションを使用してネットワークモデルを構築します。

次のタスク

この収集を送信元ネットワークとして使用して、追加の収集を設定します。さまざまなコレク

タの設定の詳細については、この章の関連トピックを参照してください。収集の編集の詳細に

ついては、コレクションの編集を参照してください。

SR- PCEエージェントとコレクタ
SR-PCEエージェントとSR-PCEコレクタは、SR-PCEサーバーとネットワーク間の通信および
テレメトリデータコレクションを可能にする Cisco Crosswork Planningコンポーネントです。

SR-PCE agent

SR-PCEエージェントは Cisco Crosswork Planningコンポーネントであり、

• SR-PCEサーバーに接続し、サーバーから送信されたテレメトリデータを処理し、

• LSPデータ収集向けとトポロジデータコレクション向けの 2つの異なる REST接続を
SR-PCEを併用します。

•必要に応じて、SR-PCEをサブスクライブして、トポロジと LSPデータを収集した後に、
さらなるネットワーク変更イベントをリッスンします。

SR-PCE collector

SR-PCEコレクタは、Cisco Crosswork Planningコンポーネントで、

• IGPメトリック、遅延、およびノードオーバーロードの変更へのネットワーク更新をキャ
プチャします。

• FlexAlgoAffinities、FlexAlgorithms、SRv6NodeSIDs、SRv6InterfaceSIDs、
NodePrefixLoopbacks、NodeSIDPrefixLoopbacksテーブルにデータが入力されます。

• NetIntXtcLinksの [LocalDomainIdentifier]列を読み取り、インターフェイステーブルに IGP
プロセス IDを入力します。

サポートされるコレクタとツール
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SR-PCEは、SRv6NodeSIDPrefixLoopbacksテーブルに関連付けられません。これは、SRv6に関
連付けられているループバックアドレスが、SR-PCEを使用して取得されないためです。
SRv6NodeSIDPrefixLoopbacks詳細を入力するには、コレクタの構成中に外部スクリプトを追加
します。それ以外の場合、SRv6NodeSIDから NodePrefixLoopbacksへのクロステーブルフィル
タはCiscoCrossworkPlanningDesignアプリケーションに結果を表示しません。外部スクリプト
の実行の詳細については、「ネットワークモデルに対する外部スクリプトの実行（55ペー
ジ）」を参照してください。

トポロジディスカバリのメソッド

このトポロジディスカバリから得られるネットワークモデルは、追加のコレクションの送信元

ネットワークとして使用されます。他のコレクタが使用するコアノード、回路、およびイン

ターフェイス情報を提供します。

トポロジとインターフェイスまたはポートのプロパティは、2つの方法で検出できます。

• SNMPの使用：詳細なノード、インターフェイス、またはポートのプロパティを取得する
ため、ネットワーク検出に推奨されます。

• SR-PCEのみを使用（[拡張ディスカバリ（Extended discovery）]フィールドを無効）：テ
スト、または SNMPが利用できない場合に役立ちます。

SR-PCEトポロジコレクションに関する重要な注意事項

•デフォルトでは、NodePrefixLoopbacksの ISISレベルは [level2]に設定されています。OSPF
ネットワークは同じ値を使用します。

• Cisco Crosswork Planningは、[FlexAlgo]列の null以外の値から null値への更新を反映しま
せん。更新された値の反映は、DARE再同期後に開始されます。

•データ収集中、デュアルスタックサポート（IPv4と IPv6の両方を同時処理する機能）お
よびインターフェイスの OSPFまたは ISIS構成は、正確に入力されます。ただし、OSPF
と ISISの両方は、データ収集の単一インターフェイスで有効になり、デュアルスタック
とそのインターフェイス解決は、SR-PCEコレクション中にサポートされません。

• IPv4メトリック値は IGPメトリックテーブルに入力され、Ipv6値は IPv6-IGPメトリック
テーブルに入力されます。TEメトリック値も同じ方法で更新されます。

• SR-PCEコレクタは、インターフェイスのアプリケーション固有リンク属性（ASLA）遅延
情報を収集でき、通常はリアルタイムで、この情報を更新します。ただし、コレクタが 1
分以内に SR-PCEから複数の連続したトポロジ更新イベントを受信した場合、次のコレク
ション中にのみ変更を記録する場合があります。まれに、SR-PCEエージェントを手動で
再起動した後にのみ更新が有効になることがあります。

SR-PCEコレクタを構成して、ストア登録情報情報を収集する

このトピックでは、SR-PCEコレクタを構成して、SR-PCEを使用してレイヤ 3トポロジ情報
を収集する方法について説明します。

サポートされるコレクタとツール
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SR-PCEコレクタを設定するには、次の手順を実行します。

Before you begin

•事前構成ワークフローに記載されている手順を実行します。

• SR-PCEエージェントが設定され、実行されていることを確認します。エージェント設定
の詳細については、「エージェントの構成」を参照してください。

手順

ステップ 1 新しいコレクションを作成するか、既存のコレクションを編集するかを決定します。詳細については、コ
レクションの設定またはコレクションの編集を参照してください。

ステップ 2 [基本トポロジ（Basic Topology）]セクションで [SR-PCE]、[次へ（Next）]の順に選択します。

ステップ 3 [構成（Configure）]ページで、次の構成パラメータを入力します。

• [SR-PCEホスト（SR-PCE host）]：SR-PCEエージェントを選択します。

• [SR-PCEホストをバックアップ（Backup SR-PCE host）]：バックアップ SR-PCEエージェントを選択
します。バックアップが無い場合は、このフィールドを空欄にします。同じ SR-PCEエージェントを
SR-PCEホストおよび Backup SR-PCEホストの両方に使用しないようにします。

• [ASN]：ネットワーク内のすべての自律システムから情報を収集する場合は 0を入力し、特定の ASN
からのみ情報を収集する場合は自律システム番号（ASN）を入力します。たとえば、SR-PCEエージェ
ントが ASN 64010および ASN 64020を認識できる場合、64020と入力すると ASN 64020からのみ情報
を収集します。

• [IGPプロトコル（IGP Protocol）]：ネットワークで実行されている IGPプロトコルを選択します。

• [拡張ディスカバリ（Extend discovery）]：完全なネットワークトポロジ（ノードおよびインターフェ
イス）を検出するには、[有効（Enabled）] チェックボックスをオンにします。

• [リアクティブネットワーク（Reactive Network）]：SR-PCEからの通知を登録し、ノードやリンクの
追加を更新するには、[有効（Enabled）]チェックボックスをオンにします。

• [コレクションをトリガー（Trigger Collection）]：新しいトポロジの追加（ノードまたはリンク）時に
トポロジコレクションを収集するには、[有効（Enabled）]チェックボックスをオンにします。

ステップ 4 （オプション）[詳細設定（Advanced settings）]パネルを展開して、必要に応じて、その他の関連する高
度なフィールドを構成します。詳細オプションの説明については、IGPおよび SR-PCEコレクションの詳
細オプション（12ページ）を参照してください。

ステップ 5 [次へ（Next）]をクリックして続行します。

ステップ 6 設定をプレビューし、[作成（Create）]をクリックして収集を作成します。

ステップ 7 収集ジョブのスケジュールを設定します。コレクションジョブはすぐに実行するようにスケジュールした
り、特定の間隔で実行するようにスケジュールしたりできます。詳細については、「コレクションのスケ

ジュール」を参照してください。

サポートされるコレクタとツール
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SR-PCEコレクタは、トポロジディスカバリを開始し、レイヤ 3トポロジ情報を収集し、収集
したデータを使用してネットワークモデルを更新します。

次のタスク

この収集を送信元ネットワークとして使用して、追加の収集を設定します。さまざまなコレク

タの設定の詳細については、この章の関連トピックを参照してください。収集の編集の詳細に

ついては、コレクションの編集を参照してください。

IGPおよび SR-PCEコレクションの詳細オプション
IGPデータベースと SR-PCEコレクタを使用する場合は、いくつかの詳細オプションを設定で
きます。

表 2 : IGPおよび SR-PCEコレクションの詳細オプション

説明オプション

Options applicable for both IGP and SR-PCE collection:

ノード

有効になっている場合、ノードパフォーマンスデータを収集しま

す。

ノードパフォーマンスの

収集

ノードに指定されたサフィックスが含まれている場合は、ノード名

からノードサフィックスを削除します。たとえば、「company.net」
はネットワークのドメイン名を削除します。

ノードサフィックスの削

除

インターフェイス（ルータで QoSが設定されている）で QoS情報
を表示できるようにします。

QoSキュー

データ収集に許可される最大時間を分単位で設定します。指定され

た制限を超える場合は、データ収集に使用する内部ツールがタイム

アウトとなり、終了します。デフォルトは 60分です。

データ収集タイムアウト

フィルタを定義して、QoSデータが収集されるノードを決定しま
す。

QoSノードフィルタ

インターフェイス

IS-IS TE拡張機能が有効になっていない場合、IGPデータベースに
存在しない並列リンクを検索します。

パラレルリンクの検索

サポートされるコレクタとツール
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説明オプション

トポロジデータベースに存在しないインターフェイスに対して実行

する IPアドレス推測のレベルを示します。この設定は、IS-IS TE拡
張機能が有効になっていない場合に使用されます。

• OFF：推論は実行されません。

• Safe：あいまいさが無い場合のみ推論を行います。

• FULL：あいまいさがあっても最善の推論行います。

IP推測

ポートメンバーの LAG検出を有効にします。ポート LAG検出

ポート回路でローカルポートとリモートポートを照合する方法を決

定します。

• Guess：できるだけ多くのポートに一致するポート回路を作成し
ます。

• Exact：LACPに基づいた照合。

• Complete：最初に LACPに基づいて照合してから、できるだけ
多くの照合を試みます。

• None：ポート回路を作成しません。

LAGポートの照合

インターフェイスに関連付けられている IPアドレスを持たない回路
を削除します。IS-ISアドバタイジングの不整合を修正するために、
IS-ISデータベースで回路の削除が必要になる場合があります。

回路のクリーンアップ

論理インターフェイスが 1つだけで、その説明が空白の場合は、物
理インターフェイスの説明を論理インターフェイスにコピーしま

す。

説明をコピー

シスコデバイスに関する L3物理ポートを収集します。物理ポート

IP推論の最小プレフィックス長を指定します。プレフィックス長が
それ以上であるすべてのインターフェイスが考慮されます。

最小 IP推測

並列リンクを検索するときに許可する最小プレフィックス長を示し

ます。プレフィックス長がそれ以上（ただし 32未満）であるすべ
てのインターフェイスが考慮されます。

プレフィックスの最小長

データ収集に許可される最大時間を分単位で設定します。指定され

た制限を超える場合は、データ収集に使用する内部ツールがタイム

アウトとなり、終了します。デフォルトは 60分です。

データ収集タイムアウト

デバッグ

サポートされるコレクタとツール
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説明オプション

ログメッセージの詳細レベルを設定します。デフォルト値は30で、
有効な範囲は 1～ 60です。

冗長

SNMPメッセージを録音します。オプションは、[オフ（Off）]、[録
音（Record）]、および [再生（Playback）]です。デフォルトはオフ
です。

• [録音（Record）]：ライブネットワークとの間で送受信される
SNMPメッセージは、検出の実行時に内部で録音されます。デ
バッグに使用されます。

• [再生（Playback）]：録音されたメッセージは、ライブネット
ワークから送信されたかのようにコレクタを介して再生される

ため、ネットワークコレクションのオフラインデバッグが可能

です。

• [オフ（Off）]：録音や再生は実行されません。

ネットレコーダー

Option applicable only for SR-PCE collection:

リンクエンドが 1つしかない eBGPリンクを検出します。このよう
なシナリオは一般的ではありません。

シングルエンド eBGP検
出

LSP情報の収集
このトピックでは、LSPコレクタを構成して、SNMPを使用してネットワーク内の RSVP LSP
情報を収集する方法について説明します。

Before you begin

事前構成ワークフローに記載されている手順を実行します。

手順

ステップ 1 新しいコレクションを作成するか、既存のコレクションを編集するかを決定します。詳細については、コ
レクションの設定またはコレクションの編集を参照してください。

ステップ 2 コレクション構成チェーンの最初の手順として外部スクリプトを使用する場合は、[スタートアップスクリ
プ（Startup Script）]オプションを選択します。（オプション）スタートアップスクリプトを選択した場合
は、BasicTopologyコレクタをスキップするか、スタートアップスクリプトをソースとして構成します。ス
タートアップスクリプトを使用しない場合は、必要に応じて、いずれかの Basic Topologyコレクタを選択
する必要があります。

ステップ 3 [高度なモデリング（Advanced Modeling）]セクションで、[LSP]、[次へ（Next）]の順に選択します。

サポートされるコレクタとツール
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ステップ 4 [構成（Configure）]ページの左側にある [選択されたコレクタ（Selected Collectors）]ペインで [LSP]をク
リックします。

（注）

basic topologyパラメータが自分のニーズに合わせて更新されていることを確認します。必要に応じて、パ
ラメータを更新します。

ステップ 5 次の構成パラメータを入力します。

• [ソース（Source）]：出力がこのコレクタの入力として機能するソースコレクタを選択します。

• [FRR LSPを取得（Get FRR LSPs）]：MPLS Fast Reroute (FRR) LSP（バックアップおよびバイパス）
情報を検出する場合は [有効（Enabled）]チェックボックスをオンにします。

ステップ 6 （オプション）[詳細設定（Advanced Settings）]パネルを展開し、関連するフィールドに詳細を入力しま
す。詳細オプションの説明については、LSPコレクションの詳細オプション（15ページ）を参照してく
ださい。

ステップ 7 [Next]をクリックします。

ステップ 8 設定をプレビューし、[作成（Create）]をクリックして収集を作成します。

ステップ 9 収集ジョブのスケジュールを設定します。コレクションジョブはすぐに実行するようにスケジュールした
り、特定の間隔で実行するようにスケジュールしたりできます。詳細については、「コレクションのスケ

ジュール」を参照してください。

LSPコレクタが設定され、構成に基づいてスケジュールされます。

次のタスク

この収集を送信元ネットワークとして使用して、追加の収集を設定します。さまざまなコレク

タの設定の詳細については、この章の関連トピックを参照してください。収集の編集の詳細に

ついては、コレクションの編集を参照してください。

LSPコレクションの詳細オプション
LSPコレクタを使用する場合は、いくつかの詳細オプションを設定できます。

表 3 : LSPコレクションの詳細オプション

説明オプション

パスホップを検出するときに、実際のパスホップテーブルの代わり

に計算されたパスホップテーブルを使用します。

計算されたホップを使用

LSPの実際のパスを検出します。実際のパスの検索

追加の LSPプロパティを収集します。追加情報の入手

サポートされるコレクタとツール

15

サポートされるコレクタとツール

LSPコレクションの詳細オプション

cisco-crosswork-planning-7-1-collection-setup-and-administration_chapter2.pdf#nameddest=unique_18
cisco-crosswork-planning-7-1-collection-setup-and-administration_chapter2.pdf#nameddest=unique_18
cisco-crosswork-planning-7-1-collection-setup-and-administration_chapter2.pdf#nameddest=unique_31


説明オプション

LSPトンネル名（IOS-XR）の代わりに LSPトンネルのシグナル名
を使用します。

（注）

Config parsingと LSPコレクタの併用時に、シグナル名を取得する
には、かならず LSPコレクタを実行してから、Config parsingコレ
クタを実行します。この順序を守らないと、Config parsingが収集
した LSPトンネル名が、LSPコレクタが収集したシグナル名値で
置き換えられます。

シグナル名の使用

自動帯域幅を検出します。自動帯域幅

データ収集に許可される最大時間を分単位で設定します。指定され

た制限を超える場合は、データ収集に使用する内部ツールがタイム

アウトとなり、終了します。デフォルトは 60分です。

データ収集タイムアウト

デバッグ

ログメッセージの詳細レベルを設定します。デフォルト値は30で、
有効な範囲は 1～ 60です。

冗長

SNMPメッセージを録音します。オプションは、[オフ（Off）]、
[録音（Record）]、および [再生（Playback）]です。デフォルトは
[オフ（Off）]です。

• [録音（Record）]：ライブネットワークとの間で送受信される
SNMPメッセージは、検出の実行時に内部で録音されます。デ
バッグに使用されます。

• [再生（Playback）]：録音されたメッセージは、ライブネット
ワークから送信されたかのようにコレクタを介して再生される

ため、ネットワークコレクションのオフラインデバッグが可能

です。

• [オフ（Off）]：録音や再生は実行されません。

ネットレコーダー

SR-PCEを使用した PCEP LSP情報の収集
このトピックでは、PCEP LSPコレクタの構成方法について説明します。

PCEP LSPコレクタは、SR-PCEコレクタから収集されたデータを使用し、LSP情報を追加し
て、新しく強化されたネットワークモデルを作成します。

始める前に

•事前構成ワークフローに記載されている手順を実行します。

サポートされるコレクタとツール
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• SR-PCEコレクタを使用してネットワークのBGP-LSトポロジコレクションを完了します。
LSP情報収集用の送信元ネットワークとしてこのモデルを使用する必要があります。詳細
については、SR-PCEコレクタを構成して、ストア登録情報情報を収集する（10ページ）
を参照してください。

手順

ステップ 1 新しいコレクションを作成するか、既存のコレクションを編集するかを決定します。詳細については、コ
レクションの設定またはコレクションの編集を参照してください。

ステップ 2 [基本トポロジ（Basic Topology）]セクションで、[SR-PCE]を選択します。

ステップ 3 [高度なモデリング（Advanced Modeling）]セクションで、[PCEP LSP]、[次へ（Next）]の順に選択しま
す。

ステップ 4 [構成（Configure）]ページの左側にある [選択されたコレクタ（Selected Collectors）]ペインで [PCEP LSP]
をクリックします。

（注）

basic topologyパラメータが自分のニーズに合わせて更新されていることを確認します。必要に応じて、パ
ラメータを更新します。

ステップ 5 次の構成パラメータを入力します。

• [ソース（Source）]：出力がこのコレクタの入力として機能するソースコレクタを選択します。

• [エージェント（Agents）]：ドロップダウンリストでSR-PCEエージェントを選択します。エージェン
トの作成の詳細については、エージェントの構成を参照してください。

（注）

複数の SR-PCEエージェントを使用する場合は、コレクタが各エージェントに対して処理するデータ
量に応じて、追加の各エージェントが、実行時間全体を延長する場合があるのでご注意ください。こ

の点を考慮して、複数のエージェントの選択時に最適なパフォーマンスを確保します。

• [リアクティブネットワーク（Reactive Network）]：[有効（Enabled）]チェックボックスをオンにす
ると、リアルタイム LSP更新に関する SR-PCEから通知をサブスクライブできます。このオプション
は、デフォルトで有効です。

ステップ 6 （オプション）[詳細設定（Advanced Settings）]パネルを展開し、次の情報を入力します。

• [RSVP使用シグナル名（RSVP use signalled name）]：LSPトンネル名（IOS-XR）の代わりに RSVP
LSPトンネルのシグナル名を使用するには、[有効（Enabled）]チェックボックスをオンにします。

• [SR使用シグナル名（RSVP use signalled name）]：LSPトンネル名（IOS-XR）の代わりに SR LSPト
ンネルのシグナル名を使用するには、[有効（Enabled）]チェックボックスをオンにします。

• [SR追加インデックス（SR add index）]：関連付けられたインターフェイス（IOS-XR）から SR LSP
トンネルにインデックスを追加するには、[有効（Enabled）]チェックボックスをオンにします。

サポートされるコレクタとツール
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• [データ収集タイムアウト（DataCollectionTimeout）]：データ収集に許可される最大時間（分単位）。
指定された制限を超える場合は、データ収集に使用する内部ツールがタイムアウトとなり、終了しま

す。デフォルトは 60分です。

ステップ 7 [次へ（Next）]をクリックします。

ステップ 8 設定をプレビューし、[作成（Create）]をクリックして収集を作成します。

ステップ 9 収集ジョブのスケジュールを設定します。コレクションジョブはすぐに実行するようにスケジュールした
り、特定の間隔で実行するようにスケジュールしたりできます。詳細については、「コレクションのスケ

ジュール」を参照してください。

PCEP LSP情報が収集され、既存の SR-PCEトポロジに追加され、詳細な LSPデータを含む更
新されたネットワークモデルが生成されます。

次のタスク

この収集を送信元ネットワークとして使用して、追加の収集を設定します。さまざまなコレク

タの設定の詳細については、この章の関連トピックを参照してください。収集の編集の詳細に

ついては、コレクションの編集を参照してください。

ネットワークからマルチキャストフローデータを収集す

る
このトピックでは、Multicastコレクタを構成してネットワークからマルチキャストフローデー
タを収集する方法について説明します。

Multicastコレクタには、次のコレクタが含まれます：

• [ログイン検出マルチキャスト（Login find multicast）]：ルータにログインして、マルチ
キャストフローデータを取得または解析します。

• [ログインポーリングマルチキャスト（Login poll multicast）]：ルータにログインしてマル
チキャストトラフィックレートを取得します。

• [SNMP検出マルチキャスト（SNMP find multicast）]：SNMPを使用してマルチキャストフ
ロー情報を収集します。

• [SNMPポーリングマルチキャスト（SNMP poll multicast）]：SNMPを使用してマルチキャ
ストフローのトラフィックレートデータを収集します。

始める前に

事前構成ワークフローに記載されている手順を実行します。

サポートされるコレクタとツール
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手順

ステップ 1 新しいコレクションを作成するか、既存のコレクションを編集するかを決定します。詳細については、コ
レクションの設定またはコレクションの編集を参照してください。

ステップ 2 コレクション構成チェーンの最初の手順として外部スクリプトを使用する場合は、[スタートアップスクリ
プ（Startup Script）]オプションを選択します。（オプション）スタートアップスクリプトを選択した場合
は、BasicTopologyコレクタをスキップするか、スタートアップスクリプトをソースとして構成します。ス
タートアップスクリプトを使用しない場合は、必要に応じて、いずれかの Basic Topologyコレクタを選択
する必要があります。

ステップ 3 [トラフィックとデマンド（Traffic and Demands）]セクションで、[マルチキャスト（Multicast）]、[次へ
（Next）]の順に選択します。

ステップ 4 [構成（Configure）]ページの左側の [選択したコレクタ（Selected Collectors）]ペインにある [マルチキャ
スト（Multicast）]をクリックします。

（注）

basic topologyパラメータが自分のニーズに合わせて更新されていることを確認します。必要に応じて、パ
ラメータを更新します。

ステップ 5 次の構成パラメータを入力します。

• [ソース（Source）]：出力がこのコレクタの入力として機能するソースコレクタを選択します。

•データ収集送信元：使用するコレクタを選択してマルチキャストデータを収集します。オプションに
は、[ログイン検出マルチキャスト（Login find multicast）]、[ログインポーリングマルチキャスト
（Login pollmulticast）]、[SNMP検出マルチキャスト（SNMP findmulticast）]、および [SNMPポーリン
グマルチキャスト（SNMP poll multicast）]があります。

ステップ 6 （オプション）[コレクタ（Collector）]、[設定（Settings）]パネルに順に展開し、関連フィールドに詳細
を入力します。前のステップで選択したコレクタによって、オプションは異なります。詳細オプションの

説明については、Multicastコレクションの詳細オプション（20ページ）を参照してください。

ステップ 7 [Next]をクリックします。

ステップ 8 設定をプレビューし、[作成（Create）]をクリックして収集を作成します。

ステップ 9 収集ジョブのスケジュールを設定します。コレクションジョブはすぐに実行するようにスケジュールした
り、特定の間隔で実行するようにスケジュールしたりできます。詳細については、「コレクションのスケ

ジュール」を参照してください。

Multicastコレクタが構成されます。指定に従ってネットワークからマルチキャストフローデー
タの収集を開始します。

サポートされるコレクタとツール
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次のタスク

この収集を送信元ネットワークとして使用して、追加の収集を設定します。さまざまなコレク

タの設定の詳細については、この章の関連トピックを参照してください。収集の編集の詳細に

ついては、コレクションの編集を参照してください。

Multicastコレクションの詳細オプション
Multicastコレクタを使用する場合は、いくつかの詳細オプションを設定できます。

表 4 : Multicastコレクションの詳細オプション

説明オプション

ログイン検出設定

データ収集に許可される最大時間を分単位で設定します。指定され

た制限を超える場合は、データ収集に使用する内部ツールがタイム

アウトとなり、終了します。デフォルトは 30分です。

データ収集タイムアウト

キャッシュに保管されている既存のマルチキャスト構成データを使

用します。

既存の設定を使用

マルチキャスト構成ファイルがキャッシュにある場合でも、更新し

ます。

設定の強制更新

キャッシュにマルチキャスト構成を保存するか、未選択の場合は、

破棄します。

設定の保存

既存の構成ファイルを上書きします。ファイルの上書き

ログインポーリング設定

データ収集に許可される最大時間を分単位で設定します。指定され

た制限を超える場合は、データ収集に使用する内部ツールがタイム

アウトとなり、終了します。デフォルトは 30分です。

データ収集タイムアウト

ポーリング中に収集するデータサンプルの数を設定します。サンプル数

秒単位でログインレート読み込みの間隔を設定します。ポーリング間隔

トラフィックレベルの名前を示します。トラフィックレベル名

各S|Gグループの複数の送信元からのマルチキャストトラフィック
をフィルタ処理する方法を定義します。

トラフィックフィルタリ

ング

キャッシュに保管されている既存のマルチキャスト構成データを使

用します。

既存の設定を使用

サポートされるコレクタとツール
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説明オプション

マルチキャスト構成ファイルがキャッシュにある場合でも、更新し

ます。

設定の強制更新

キャッシュにマルチキャスト構成を保存するか、未選択の場合は、

破棄します。

設定の保存

既存の構成ファイルを上書きします。ファイルの上書き

SNMP検出設定

データ収集に許可される最大時間を分単位で設定します。指定され

た制限を超える場合は、データ収集に使用する内部ツールがタイム

アウトとなり、終了します。デフォルトは 30分です。

データ収集タイムアウト

SNMPポーリング設定

データ収集に許可される最大時間を分単位で設定します。指定され

た制限を超える場合は、データ収集に使用する内部ツールがタイム

アウトとなり、終了します。デフォルトは 30分です。

データ収集タイムアウト

ポーリング中に収集するデータサンプルの数を設定します。サンプル数

秒単位でログインレート読み込みの間隔を設定します。ポーリング間隔

トラフィックレベルの名前を示します。トラフィックレベル名

各S|Gグループの複数の送信元からのマルチキャストトラフィック
をフィルタ処理する方法を定義します。

トラフィックフィルタリ

ング

デバッグ

ログメッセージの詳細レベルを設定します。デフォルト値は30で、
有効な範囲は 1～ 60です。

冗長

SNMPメッセージを録音します。オプションは、[オフ（Off）]、[録
音（Record）]、および [再生（Playback）]です。デフォルトは [オ
フ（Off）]です。

• [録音（Record）]：ライブネットワークとの間で送受信される
SNMPメッセージは、検出の実行時に内部で録音されます。デ
バッグに使用されます。

• [再生（Playback）]：録音されたメッセージは、ライブネット
ワークから送信されたかのようにコレクタを介して再生される

ため、ネットワークコレクションのオフラインデバッグが可能

です。

• [オフ（Off）]：録音や再生は実行されません。

ネットレコーダー

サポートされるコレクタとツール
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BGPピアリングの検出
このトピックでは、BGPコレクタを構成して、SNMPとログインを使用する BGPトポロジを
検出する方法について説明します。

BGPコレクタは、送信元ネットワークとしてトポロジネットワーク（一般的には、IGPコレク
タ出力）を使用し、BGPリンクを外部 ASNノードに追加します。

Before you begin

事前構成ワークフローに記載されている手順を実行します。

手順

ステップ 1 新しいコレクションを作成するか、既存のコレクションを編集するかを決定します。詳細については、コ
レクションの設定またはコレクションの編集を参照してください。

ステップ 2 コレクション構成チェーンの最初の手順として外部スクリプトを使用する場合は、[スタートアップスクリ
プ（Startup Script）]オプションを選択します。（オプション）スタートアップスクリプトを選択した場合
は、BasicTopologyコレクタをスキップするか、スタートアップスクリプトをソースとして構成します。ス
タートアップスクリプトを使用しない場合は、必要に応じて、いずれかの Basic Topologyコレクタを選択
する必要があります。

ステップ 3 [高度なモデリング（Advanced Modeling）]セクションで、[BGP][次へ（Next）]の順に選択します。

ステップ 4 [構成（Configure）]ページの左側にある [選択されたコレクタ（Selected Collectors）]ペインで [BGP]をク
リックします。

（注）

basic topologyパラメータが自分のニーズに合わせて更新されていることを確認します。必要に応じて、パ
ラメータを更新します。

ステップ 5 [送信元（Source）]ドロップダウンリストから、出力がこのコレクタの入力として機能する送信元コレク
タを選択します。

ステップ 6 （オプション）[詳細設定（Advanced settings）]パネルを展開して、必要に応じて、その他の関連する高
度なフィールドを構成します。詳細オプションの説明については、BGPトポロジの詳細オプション（23
ページ）を参照してください。

ステップ 7 [Next]をクリックします。

ステップ 8 設定をプレビューし、[作成（Create）]をクリックして収集を作成します。

ステップ 9 収集ジョブのスケジュールを設定します。コレクションジョブはすぐに実行するようにスケジュールした
り、特定の間隔で実行するようにスケジュールしたりできます。詳細については、「コレクションのスケ

ジュール」を参照してください。

これで、BGPコレクタが構成され、SNMPとログインを使用する BGPトポロジを検出できる
ようになります。
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次のタスク

この収集を送信元ネットワークとして使用して、追加の収集を設定します。さまざまなコレク

タの設定の詳細については、この章の関連トピックを参照してください。収集の編集の詳細に

ついては、コレクションの編集を参照してください。

BGPトポロジの詳細オプション
BGPコレクタを使用する場合は、いくつかの詳細オプションを設定できます。

表 5 : BGPトポロジコレクションの詳細オプション

説明オプション

含めるASNを指定します。デフォルトでは、すべてのASNが含ま
れます。

ASNを含める

内部 ASNを指定します。内部 ASN

Internet Protocol（IP）のバージョンを指定します。IPv4またはIPv6
を選択できます。

プロトコル

BGPリンクとしてインターフェイスを検出する際に、サブネットの
一致をどの程度厳密に制御するかを指定する IPv4最小プレフィッ
クス長を指定します。

最小 IPv4プレフィック
ス長

BGPリンクとしてインターフェイスを検出する際に、サブネットの
一致をどの程度厳密に制御するかを指定する IPv6最小プレフィッ
クス長を指定します。

最小 IPv6プレフィック
ス長

マルチホップピアを含む可能性のあるルータにログインするかどう

かを指定します。

ログインマルチホップ

プラットフォーム検出をオーバーライドして、指定されたプラット

フォームを使用します。有効な値は、cisco、juniper、alu、huawei
です。

強制ログインプラット

フォーム

プラットフォームの検出が失敗した場合のフォールバックベンダー

を設定します。有効な値は、cisco、juniper、alu、huaweiです。
フォールバックログイン

プラットフォーム

ルータにログインするときに、プラットフォームタイプが検出され

ない場合、enable passwordを送信します。これにより、セカンダリ
「有効化パスワード」を必要とするデバイスで構成を取得または修

正するために必要な上位レベルのアクセス権が付与されます。

enableの送信を試す

Telnetの代替ユーザー名プロンプトを指定します。Telnetユーザー名プロン
プト

サポートされるコレクタとツール
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説明オプション

Telnetの代替パスワードプロンプトを指定します。Telnetパスワードプロン
プト

2つ以上の内部ASN間のリンクを検索します。通常、IGPがこれら
のリンクを検出するため、このアクションは必要ありません。

内部 ASNリンクの検索

ネクストホップ IPアドレスとしてではなく、インターフェイスと
して表現される出口インターフェイスを検索します（これはまれな

ケースです）。

（注）

このアクションにより、BGP検出に対する SNMPリクエストの量
が増加し、パフォーマンスに影響します。

非 IP出口インターフェ
イスの検索

内部 ASNへの BGPリンクを検出します。内部出口インターフェイ

ス

Internet Exchangeパブリックピアリングスイッチに接続されている
BGPピアの送信元MACアドレスを収集します。このアクション
は、MACアカウンティングの場合にのみ必要です。

MACアドレスの取得

DNSを使用して BGP IPアドレスを解決するかどうかを示します。DNSを使用

マルチホップピアの可能性が示されていない場合でも、すべての

ルータを確認するかどうかを示します。このアクションは遅い可能

性があります。

すべてを強制的にチェッ

ク

データ収集に許可される最大時間を分単位で設定します。指定され

た制限を超える場合は、データ収集に使用する内部ツールがタイム

アウトとなり、終了します。デフォルトは 60分です。

データ収集タイムアウト

デバッグ

ログメッセージの詳細レベルを設定します。デフォルト値は30で、
有効な範囲は 1～ 60です。

冗長
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説明オプション

SNMPメッセージを録音します。オプションは、[オフ（Off）]、[録
音（Record）]、および [再生（Playback）]です。デフォルトは [オ
フ（Off）]です。

• [録音（Record）]：ライブネットワークとの間で送受信される
SNMPメッセージは、検出の実行時に内部で録音されます。デ
バッグに使用されます。

• [再生（Playback）]：録音されたメッセージは、ライブネット
ワークから送信されたかのようにコレクタを介して再生される

ため、ネットワークコレクションのオフラインデバッグが可能

です。

• [オフ（Off）]：録音や再生は実行されません。

ネットレコーダー

検出プロセスを記録します。オプションは、[オフ（Off）]、[録音
（Record）]、および [再生（Playback）]です。デフォルトはオフで
す。

• [録音（Record）]：ライブネットワークとの間で送受信される
SNMPメッセージは、ツール実行時に内部で録音されます。デ
バッグに使用されます。

• [再生（Playback）]：録音されたメッセージは、ライブネット
ワークから送信されたかのようにツールを介して再生されるた

め、ネットワークコレクションのオフラインデバッグが可能で

す。

• [オフ（Off）]：録音や再生は実行されません。

ログインレコードモード

VPNトポロジの検出
このトピックでは、VPNコレクタを構成して、レイヤ 2およびレイヤ 3 VPNトポロジを検出
する方法について説明します。

現在、レイヤ 2 VPNでは P2P-VPWS xconnect検出のみがサポートされています。（注）

始める前に

事前構成ワークフローに記載されている手順を実行します。

サポートされるコレクタとツール

25

サポートされるコレクタとツール

VPNトポロジの検出

cisco-crosswork-planning-7-1-collection-setup-and-administration_chapter2.pdf#nameddest=unique_15


手順

ステップ 1 新しいコレクションを作成するか、既存のコレクションを編集するかを決定します。詳細については、コ
レクションの設定またはコレクションの編集を参照してください。

ステップ 2 コレクション構成チェーンの最初の手順として外部スクリプトを使用する場合は、[スタートアップスクリ
プ（Startup Script）]オプションを選択します。（オプション）スタートアップスクリプトを選択した場合
は、BasicTopologyコレクタをスキップするか、スタートアップスクリプトをソースとして構成します。ス
タートアップスクリプトを使用しない場合は、必要に応じて、いずれかの Basic Topologyコレクタを選択
する必要があります。

ステップ 3 [高度なモデリング（Advanced Modeling）]セクションで、[VPN]、[次へ（Next）]の順に選択します。

ステップ 4 [構成（Configure）]ページの左側にある [選択されたコレクタ（Selected Collectors）]ペインで [VPN]をク
リックします。

（注）

basic topologyパラメータが自分のニーズに合わせて更新されていることを確認します。必要に応じて、パ
ラメータを更新します。

ステップ 5 次の構成パラメータを入力します。

• [ソース（Source）]：出力がこのコレクタの入力として機能するソースコレクタを選択します。

• [VPNタイプ（VPN Type）]：少なくとも 1つの VPNタイプを選択します。

• [VPWS]：ネットワークで Virtual Private Wire Service（VPWS）が使用されている場合は、このタ
イプを追加します。

• [L3VPN]：ネットワークでレイヤ 3 VPNが使用されている場合は、このタイプを追加します。

ステップ 6 （オプション）[詳細設定（Advanced settings）]パネルを展開して、必要に応じて、その他の関連する高
度なフィールドを構成します。

表 6 : LSPコレクションの詳細オプション

説明オプション

データ収集に許可される最大時間を分単位で設定します。指定された制限

を超える場合は、データ収集に使用する内部ツールがタイムアウトとなり、

終了します。デフォルトは 60分です。

データ収集タイムアウト

ログメッセージの詳細レベルを設定します。デフォルト値は30で、有効な
範囲は 1～ 60です。

冗長
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説明オプション

SNMPメッセージを録音します。オプションは、[オフ（Off）]、[録音
（Record）]、および [再生（Playback）]です。デフォルトはオフです。

• [録音（Record）]：ライブネットワークとの間で送受信される SNMP
メッセージは、検出の実行時に内部で録音されます。デバッグに使用

されます。

• [再生（Playback）]：録音されたメッセージは、ライブネットワークか
ら送信されたかのようにコレクタを介して再生されるため、ネットワー

クコレクションのオフラインデバッグが可能です。

• [オフ（Off）]：録音や再生は実行されません。

ネットレコーダー

ステップ 7 [次へ（Next）]をクリックします。

ステップ 8 設定をプレビューし、[作成（Create）]をクリックして収集を作成します。

ステップ 9 収集ジョブのスケジュールを設定します。コレクションジョブはすぐに実行するようにスケジュールした
り、特定の間隔で実行するようにスケジュールしたりできます。詳細については、「コレクションのスケ

ジュール」を参照してください。

これで、VPNコレクタが構成されます。

次のタスク

この収集を送信元ネットワークとして使用して、追加の収集を設定します。さまざまなコレク

タの設定の詳細については、この章の関連トピックを参照してください。収集の編集の詳細に

ついては、コレクションの編集を参照してください。

インベントリコレクタとハードウェアテーブル
Inventoryコレクタは、Cisco Crosswork Planningコンポーネントで、

•ハードウェア一覧情報をネットワークデバイスから収集します。

•ハードウェアの種類に基づいて構造化されたテーブル（NetIntHardware*）で収集された
データを保管します。

これらの項では、一覧コレクタを使用して、ハードウェア一覧情報を収集して整理するための

プロセス、コンポーネント、構成テーブル、ベストプラクティスについて説明します。

NetIntHardwareテーブル

NetIntHardware*テーブルは、ハードウェアの種類に基づいて収集されたハードウェア情報を格
納します。

サポートされるコレクタとツール
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NetIntHardwareテーブルの例をいくつか示します。

• NetIntHardwareChassis：ノード IPアドレスとSNMP IDが特定したルータシャーシオブジェ
クトを格納します。

• NetIntHardwareContainer：ルータのスロットエントリを格納します（Field Replaceable Unit
（FRU）タイプのデバイスをインストールできるあらゆるもの）。たとえば、シャーシス
ロット、モジュールスロット、ポートスロットなどです。

• NetIntHardwareModule：別のハードウェアデバイスにインストールできるハードウェアデ
バイスの情報を格納します。通常、これらのデバイスは、ラインカード、モジュール、

ルートプロセッサなどのトラフィックを直接サポートするものであり、他の機能固有の

ハードウェアテーブルのいずれにも分類されません。

• NetIntHardwarePort：ルータの物理的なポートを格納します。

ハードウェア階層

ハードウェアには、オブジェクトがルータ内で存在する場所に基づいて親子関係があります。

シャーシには親がなく、ルートオブジェクトと見なされます。シャーシを除き、すべてのオブ

ジェクトには 1つの親オブジェクトがあり、複数の子オブジェクトを持つことができます。
ポートや空のコンテナなど子のないオブジェクトは、リーフオブジェクトと呼ばれます。ハー

ドウェア階層は通常、ハードウェアオブジェクトが別のオブジェクトにインストールされる方

法を反映します。たとえば、ラインカードを表すモジュールには、スロットを表すコンテナで

ある親オブジェクトがある場合があります。

親は、NetIntHardware*テーブル内で、ParentTable列とParentId列によって識別できます。これ
らの 2つの列を [ノード（Node）]（ノード IPアドレス）列と併用すると、任意のハードウェ
アオブジェクトの親オブジェクトを見つけることができます。

例：

NetIntHardwareContainerエントリは、コンテナ 172.23.123.456に親としてのシャーシがあるこ
とを識別します。NetIntHardwareChassisには、コンテナの ParentIdである 2512347に一致する
SnmpIDエントリがあります。

NetIntHardwareContainer

SlotNumberParentTableNumChildren[名前
（Name）]

モデル

（Model）

ParentIDSnmpIDノード

（Node）

0NetIntHardware
シャーシ

0slot mau
0/0/0/5

25123472503733172.23.123.456

親子関係に基づいて各リーフオブジェクトから対応するルートオブジェクトまで階層をトレー

スすると、一連のオブジェクトタイプでハードウェア階層が形成されます。一覧コレクタは、

このトレースを使用してハードウェアデバイスの処理方法を判断します。このプロセスは、エ

ントリを HWInventoryTemplatesテーブルに追加する際に使用する必要があります。

サポートされるコレクタとツール

28

サポートされるコレクタとツール

インベントリコレクタとハードウェアテーブル



NetIntNodeInventoryテーブル

インベントリコレクタは、NetIntHardware*テーブルを処理して NetIntNodeInventoryテーブル
を作成します。コレクタには2つの構成ファイルが必要で、オプションの構成ファイルを追加
で使用できます。

•テンプレートファイル（必須）：このファイルには、次のテーブルが含まれています。

• HWInventoryTemplates：最終的な NetIntNodeInventoryテーブルのデバイスを分類する
エントリを含み、含まれた状態からプルーニングします。

• HWNameFormatRules：ハードウェアオブジェクト名をより使いやすくするためにフォー
マットするエントリ、および予期しない SNMP結果を修正するエントリが含まれま
す。

•除外ファイル（必須）：ハードウェアオブジェクトが最終的なNetIntNodeInventoryテーブ
ルに含まれないようにするExcludeHWListテーブルが含まれます。これは、トラフィック
を転送または伝送しないハードウェアを除外する場合に役立ちます。

•ハードウェア仕様ファイル（オプション）：SNMPによって返されたスロットが不正確な
場合に、指定されたデバイスのスロット数に関して収集されたデータを調整するために使

用できる HardwareSpecテーブルが含まれます。

テンプレートを変更するか、ファイルを除外することを選択した場合は、それらの変更がソフ

トウェアのアップグレード後に維持されるようにします。

HWInventoryTemplatesテーブルと HWNameFormatRulesテーブル

[インベントリの構築オプション（Build Inventory Options）]セクションの [テンプレートファ
イル（Template File）]オプションは、HWInventoryTemplatesテーブルと HWNameFormatRules
テーブルの両方を含むファイルを呼び出します。

HWInventoryTemplatesテーブル

HWInventoryTemplatesテーブルは、NetIntHardware*テーブルによって参照されるハードウェア
を解釈する方法をインベントリコレクタに指示します。そのため、インベントリコレクタは、

オブジェクトをシャーシ、ラインカード、スロットなどの一般的なベンダーに依存しないハー

ドウェアタイプに分類し、関心のないハードウェアタイプを削除できます。

インベントリハードウェアは、シャーシ、スロット、ラインカード、モジュールスロット、モ

ジュール、ポートスロット、ポート、またはトランシーバとして分類されます。コンテナは、

スロット、モジュールスロット、またはポートスロットのいずれかに分類されます。モジュー

ルは、モジュールまたはラインカードとして分類されます。他のすべてのハードウェアオブ

ジェクトは、その名前で分類されます。たとえば、シャーシはシャーシとして分類されます。

一覧コレクタは、HWInventoryTemplatesテーブルのこれらの列を NetIntHardware*との一致を
確認するために、以下の順序で参照します。

• DiscoveredHWHierarchy、Vendor、Model

• DiscoveredHWHierarchy、Vendor、*（*はModel列のすべてのエントリを意味します）

サポートされるコレクタとツール
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[テンプレートの推測（GuessTemplate）]オプションを使用して、検索をさらに強化できます。
この場合、最初の2つの条件を使用して一致が見つからなかった場合、CiscoCrossworkPlanning
コレクタは DiscoveredHWHierarchyと Vendorの一致のみを検索し、Modelは考慮しません。

一致が見つかった場合、DiscoveredHWHierarchy以降の列により、インベントリコレクタによ
るハードウェアの分類方法が決まります。以降の列により、ハードウェアオブジェクトタイ

プ（シャーシ、スロット、ラインカード、モジュールスロット、モジュール、ポートスロッ

ト、ポート、またはトランシーバ）が識別されます。各列エントリには、Type、Identifier、
Nameの形式があります。

1. Typeは、検出されたハードウェアタイプ（「コンテナ」など）です。

2. Identifierは、（1つ以上の同じタイプの）どのオブジェクトが参照されているのかを指定
します（0、1、...）。

3. Nameは、NetIntHardware*テーブルの列見出しを指定します。これは、NetIntNodeInventory
テーブルで、そのオブジェクトに対して表示される名前です。例：Module,0,Model。
「Model」は、NetIntHardwareModuleテーブルの列の見出しです。

複数の [名前送信元（name source）]列をコロンで指定できます。例：Container,0,Model:Name。

ハードウェアカテゴリが存在しないか、空の場合、一覧コレクタは最終的なNetIntNodeInventory
テーブルにそのカテゴリを含めません。

例：

デフォルトのテンプレートファイルの最初の行を使用して、CiscoCrossworkPlanningコレクタ
は、Cisco ASR9K Chassis-Container-Module-Port-Container-Moduleのように、Vendor、Model、
およびDiscoveredHWHierarchy列に一致するエントリを持つNetIntHardware*テーブルを検索し
ます。

その後、WAE Collectorはハードウェア階層（DiscoveredHWHierarchy列）の各エントリを分類
し、ハードウェアタイプ列でその位置を定義します。

最初のModuleエントリはラインカードとして定義され、#0として識別されます。
NetIntNodeInventoryテーブルに表示される名前は、NetIntHardwareModuleテーブルのModel列
に表示される名前です。2番目のモジュールはトランシーバオブジェクトとして定義され、#1
として識別されます。同じ名前形式を使用します。

階層には 2つのコンテナがありますが、Typeとして定義されるのは 1つだけです。これは、2
番目のコンテナが NetIntNodeInventoryテーブルに表示されないことを意味します。

HWInventoryTemplatesエントリの追加

Cisco Crosswork Planningコレクタは、HWInventoryTemplatesテーブルにないインベントリデバ
イスを検出した場合、リーフオブジェクトの SNMP IDやルータの IPアドレスなど、ハード
ウェア階層の一部を指定して警告を生成します。この情報を使用して、リーフからルートまで

オブジェクトを手動でトレースし、HWInventoryTemplatesテーブル内の適切なエントリを取得
できます。ハードウェア階層のトレースについては、「ハードウェア階層」を参照してくださ

い。

1. 参照用に警告メッセージをコピーし、ステップ 2で使用します。
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30

サポートされるコレクタとツール

インベントリコレクタとハードウェアテーブル



2. ルータの IPアドレス、リーフオブジェクトのSNMPID、名前、およびモデルを使用して、
NetIntHardwarePortまたはNetIntHardwareContainerテーブルのいずれかの警告で参照されて
いるリーフオブジェクトを見つけます。

3. リーフオブジェクトの ParentTable列と ParentId列を使用して、リーフをその親までトレー
スします。連続する各親について、NetIntHardwareChassisテーブルのルートオブジェクト
（シャーシ）に到達するまで、それぞれの ParentTable列と ParentId列を使用します。

4. ハードウェア階層内の各オブジェクトが見つかったら、HWInventoryTemplatesテーブルの
DiscoveredHWHierarchy列に追加します。Vendor列とModel列に入力します。

5. ハードウェア階層内の各オブジェクト（DiscoveredHWHierarchy列）について、標準ハード
ウェアタイプのいずれかに分類します。これは、DiscoveredHWHierarchy列の後に表示され
る列です。

HWNameFormatRulesテーブル

HWNameFormatRulesテーブルは、NetIntNodeInventoryテーブルの名前の形式を指定する方法
を指定します。これは、長い名前や意味のない名前を、ユーザーにとって読みやすく明確な名

前に変換するのに役立ちます。

HWInventoryTemplatesテーブルのエントリごとに、一致するベンダー、ハードウェアタイプ
（HWType）、名前（PatternMatchExpression）が HWNameFormatRulesテーブルで検索されま
す。次に、HWInventoryTemplatesテーブルで指定された名前を使用するのではなく、
ReplacementExpression列で識別された名前で NetIntNodeInventoryテーブルが更新されます。

複数の一致が適用される場合は、最初に見つかった一致が使用されます。PatternMatchExpression
とReplacementExpressionはどちらも、一重引用符で囲んだリテラル文字列または正規表現とし
て定義できます。

例：

HWNameFormatRules

ReplacementExpressionPatternMatchExpressionHWTypeベンダー

‘7507’\A4\Zシャーシシスコ

‘1X10GE-LR-SC’800-20017-.*ラインカードシスコ

$1Juniper (MX960)
Internet Backbone
Router

シャーシJuniper

テーブルの各エントリは次のように機能します。

1. 名前が 4文字で、Aが文字列の先頭、Zが文字列の末尾であるすべての Ciscoシャーシ名
を 7507に置き換えます。

2. 800-20017-.*に一致するすべてのCiscoラインカード名を 1X10GE-LR-SCに置き換えます。
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3. 「Juniper (MX960) InternetBackboneRouter」という名前のすべての JuniperシャーシをMX960
に置き換えます。

SNMPは、多くのスロット名を整数ではなくテキストとして返します。最適に使用するには、
スロット番号からすべてのテキストを削除するのがベストプラクティスです。

（注）

モデルまたは名前によるハードウェアの除外

[一覧構築オプション（Build Inventory Options）]セクションの [除外ファイル（Exclude File）]
オプションは、ExcludeHWListテーブルを含むファイルを呼び出します。このテーブルを使用
すると、モデル、名前、またはその両方に基づいて、NetIntNodeInventoryテーブルから除外す
るハードウェアオブジェクトを特定できます。これは、たとえば、管理ポートとルートプロ

セッサを除外する場合に役立ちます。モデルと名前は、正規表現またはリテラルを使用して指

定できます。

例：

ExcludeHWList

[名前（Name）]モデル（Model）ベンダーHWTable

\/CPU0\/129$シスコNetIntHardwarePort

800-12308-02シスコNetIntHardwareModule

管理シスコNetIntHardwarePort

テーブルエントリ関数は、次のとおりです。

•ベンダーがCiscoで、名前がCPU0/129で終わるNetIntHardwarePortテーブル内のすべての
オブジェクトを除外します。

•ベンダーが Cisco、モデルが 800-12308-02である NetIntHardwareModuleテーブル内のすべ
てのオブジェクトを除外します。

•ベンダーがCisco、名前がMgmtであるNetIntHardwarePortテーブル内のすべてのオブジェ
クトを除外します。

HardwareSpec

[一覧の構築オプション（Build Inventory Options）]セクションの [ハードウェア仕様ファイル
（Hardware Spec File）]オプションは、HardwareSpecテーブルを含むファイルを呼び出しま
す。このテーブルを使用すると、SNMPから返されるデータを調整できます。スロットの総数
（TotSlot）とスロット番号の範囲（SlotNum）の両方を調整できます。たとえば、実際にはルー
トプロセッサを含めて 9個のスロットがあるのに、SNMPはシャーシに 7個のスロットを返す
ことがあります。
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このテーブルでは、スロット、モジュールスロット、またはポートスロットを含むハードウェ

アのみ検索されるため、ハードウェアタイプ（HWType列）は、シャーシ、ラインカード、ま
たはモジュールである必要があります。SlotNumはスロット番号の範囲を示します。たとえ
ば、スロット 0から始まるルータもあれば、スロット 1から始まるルータもあります。

例：

HardwareSpec

SlotNumTotSlotモデル（Model）HWTypeベンダー

1–997609シャーシシスコ

インベントリコレクションの設定

このトピックでは、Inventoryコレクタの構成方法について説明します。

始める前に

事前構成ワークフローに記載されている手順を実行します。

手順

ステップ 1 新しいコレクションを作成するか、既存のコレクションを編集するかを決定します。詳細については、コ
レクションの設定またはコレクションの編集を参照してください。

ステップ 2 コレクション構成チェーンの最初の手順として外部スクリプトを使用する場合は、[スタートアップスクリ
プ（Startup Script）]オプションを選択します。（オプション）スタートアップスクリプトを選択した場合
は、BasicTopologyコレクタをスキップするか、スタートアップスクリプトをソースとして構成します。ス
タートアップスクリプトを使用しない場合は、必要に応じて、いずれかの Basic Topologyコレクタを選択
する必要があります。

ステップ 3 [トラフィックとデマンド（Traffic and Demands）]セクションで、[インベントリ（Inventory）]、[次へ
（Next）]の順に選択します。

ステップ 4 [設定（Configure）]ページで、左側の [選択されたコレクタ（Selected collectors）]ペインにある [インベン
トリ（Inventory）]をクリックします。

（注）

basic topologyパラメータが自分のニーズに合わせて更新されていることを確認します。必要に応じて、パ
ラメータを更新します。

ステップ 5 [送信元（Source）]ドロップダウンリストから、出力がこのコレクタの入力として機能する送信元コレク
タを選択します。

ステップ 6 （オプション）[詳細設定（Advanced settings）]パネルを展開して、必要に応じて、その他の関連する高
度なフィールドを構成します。詳細オプションの説明については、一覧コレクションの高度なオプション

（34ページ）を参照してください。
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ステップ 7 [Next]をクリックします。

ステップ 8 設定をプレビューし、[作成（Create）]をクリックして収集を作成します。

ステップ 9 収集ジョブのスケジュールを設定します。コレクションジョブはすぐに実行するようにスケジュールした
り、特定の間隔で実行するようにスケジュールしたりできます。詳細については、「コレクションのスケ

ジュール」を参照してください。

Inventoryコレクタが設定に基づいて構成されます。

次のタスク

この収集を送信元ネットワークとして使用して、追加の収集を設定します。さまざまなコレク

タの設定の詳細については、この章の関連トピックを参照してください。収集の編集の詳細に

ついては、コレクションの編集を参照してください。

一覧コレクションの高度なオプション

インベントリコレクタを使用する場合は、いくつかの詳細オプションを設定できます。

表 7 :一覧コレクションの高度なオプション

説明オプション

Get inventory options

ルータにログインしてインベントリデータを収集できるように

なります。

ログイン許可済み（Login
allowed）

データ収集に許可される最大時間を分単位で設定します。指定

された制限を超える場合は、データ収集に使用する内部ツール

がタイムアウトとなり、終了します。デフォルトは30分です。

データ収集タイムアウト

（Data collection timeout）

Build inventory options

ExcludeHWListテーブルを含むファイルを選択できます。この
テーブルは、出力の除外に対して照合するためのハードウェア

特性を定義します。

ExcludeHWListを含むサンプルファイルをダウンロードするに
は、[サンプルファイルをダウンロード（Downloadsample file）]
リンクをクリックします。

除外ファイル（Exclude
Files）

未加工の一覧データを処理するときに検索範囲を拡げるかどう

かを示します。

テンプレートの推測（Guess
Template）
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説明オプション

HWInvetoryテンプレートおよびHWNameFormatRulesテーブル
を含むハードウェアテンプレートファイルを選択できるよう

にします。

[サンプルファイルのダウンロード（Download sample file）]リ
ンクをクリックしてサンプルテンプレートファイルをダウン

ロードします。

テンプレートファイル

（Template File）

HardwareSpecテーブルを含むファイルを選択できるようにしま
す。このテーブルは、具体的なハードウェアの種類のスロット

数を定義し、ルータから返されたSNMPデータを検証します。

HardwareSpecを含むサンプルファイルをダウンロードするに
は、[サンプルファイルをダウンロード（Downloadsample file）]
リンクをクリックします。

ハードウェア仕様ファイル

（Hardware spec file）

デバッグ

ログメッセージの詳細レベルを設定します。デフォルト値は30
で、有効な範囲は 1～ 60です。

冗長

SNMPメッセージを録音します。オプションは、[オフ（Off）]、
[録音（Record）]、および [再生（Playback）]です。デフォル
トは [オフ（Off）]です。

• [録音（Record）]：ライブネットワークとの間で送受信さ
れるSNMPメッセージは、検出の実行時に内部で録音され
ます。デバッグに使用されます。

• [再生（Playback）]：録音されたメッセージは、ライブネッ
トワークから送信されたかのようにコレクタを介して再生

されるため、ネットワークコレクションのオフラインデ

バッグが可能です。

• [オフ（Off）]：録音や再生は実行されません。

ネットレコーダー

構成解析を使用したポート、LSP、SRLG、および VPN情
報の収集

このトピックでは、Config parsingコレクタを構成して、ポート、LSP、SRLG、および VPN
情報を収集する方法について説明します。
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構成解析コレクタは、基本トポロジコレクタではありません。SNMPや SR-PCEなど、他のコ
レクション方法では含まれない詳細を補うためにのみ使用する必要があります。

（注）

始める前に

事前構成ワークフローに記載されている手順を実行します。

手順

ステップ 1 新しいコレクションを作成するか、既存のコレクションを編集するかを決定します。詳細については、コ
レクションの設定またはコレクションの編集を参照してください。

ステップ 2 コレクション構成チェーンの最初の手順として外部スクリプトを使用する場合は、[スタートアップスクリ
プ（Startup Script）]オプションを選択します。（オプション）スタートアップスクリプトを選択した場合
は、BasicTopologyコレクタをスキップするか、スタートアップスクリプトをソースとして構成します。ス
タートアップスクリプトを使用しない場合は、必要に応じて、いずれかの Basic Topologyコレクタを選択
する必要があります。

ステップ 3 [高度なモデリング（Advanced Modeling）]セクションで、[構成解析（Config Parsing）]、[次へ（Next）]
の順に選択します。

ステップ 4 [構成（Configure）]ページの左側にある [選択されたコレクタ（Selected Collectors）]ペインで [構成解析
（Config Parsing）]をクリックします。

（注）

basic topologyパラメータが自分のニーズに合わせて更新されていることを確認します。必要に応じて、パ
ラメータを更新します。

ステップ 5 [送信元（Source）]ドロップダウンリストから、出力がこのコレクタの入力として機能する送信元コレク
タを選択します。

ステップ 6 [構成を取得（Get config）]、[構成を解析（Parse config）]パネルの順に展開します。該当するフィールド
に、詳細を入力します。フィールドの説明については、構成解析の詳細オプション（37ページ）を参照
してください。

（注）

• L2VPN構成解析はサポートされていません。

• Config Parsingコレクタで L3VPN情報を収集する場合、すべてのVPNが相互に接続されていると見な
されます。

• Config Parsingコレクタと VPNコレクタの両方が VPN情報を収集する場合は、コレクタチェーン内
で、VPNコレクタが Config Parsingコレクタの前で実行されていることを確認します。

•片方の端が欠落しているシングルエンドの SRLGは、SR-PCEを介して収集されます。ただし、
SRLGSCircuitsテーブルでは、これらのエントリは更新されません。
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ステップ 7 [次へ（Next）]をクリックします。

ステップ 8 設定をプレビューし、[作成（Create）]をクリックして収集を作成します。

ステップ 9 収集ジョブのスケジュールを設定します。コレクションジョブはすぐに実行するようにスケジュールした
り、特定の間隔で実行するようにスケジュールしたりできます。詳細については、「コレクションのスケ

ジュール」を参照してください。

次のタスク

この収集を送信元ネットワークとして使用して、追加の収集を設定します。さまざまなコレク

タの設定の詳細については、この章の関連トピックを参照してください。収集の編集の詳細に

ついては、コレクションの編集を参照してください。

構成解析の詳細オプション

構成解析コレクタを使用する場合は、いくつかの詳細オプションを設定できます。

表 8 :構成解析の詳細オプション

説明オプション

Get config options

デバイスまたはルータから構成詳細を取得します。収集の構成

プラットフォーム検出をオーバーライドして、指定されたプ

ラットフォームを使用します。有効な値は、cisco、juniper、
alu、huaweiです。

強制ログインプラットフォー

ム

プラットフォームの検出が失敗した場合、フォールバックベン

ダーを設定します。有効な値は、cisco、juniper、alu、huaweiで
す。

フォールバックログインプ

ラットフォーム

ルータにログインするときに、プラットフォームタイプが検出

されない場合、enable passwordを送信します。これにより、セ
カンダリ「有効化パスワード」を必要とするデバイスで構成を

取得または修正するために必要な上位レベルのアクセス権が付

与されます。

enableの送信を試す

Telnetの代替ユーザー名プロンプトを指定します。Telnetユーザー名プロンプト

Telnetの代替パスワードプロンプトを指定します。Telnetパスワードプロンプト

データ収集に許可される最大時間を分単位で設定します。指定

された制限を超える場合は、データ収集に使用する内部ツール

がタイムアウトとなり、終了します。デフォルトは60分です。

データ収集タイムアウト

Parse config options
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説明オプション

ネットワークで実行されている IGPプロトコルを選択できるよ
うにします。オプションは、isis、ospfおよびNoneです。デフォ
ルトは [IS-IS]です。

プロトコルタイプ

使用する ISISレベルを示します。エージェントは、IS-ISレベ
ル 1、レベル 2、またはその両方を読み取れます。両方を選択
した場合、エージェントは、両方のレベルを 1つのネットワー
クに統合し、レベル 2を優先させます。

IS-ISレベル

1つの OSPFエリアを収集するか、すべてのエリアを収集する
かを指定します。[エリアID（area ID）]または [すべて（all）]
を指定します。デフォルトは area 0です。

OSPFエリア

収集する ASNを指定します。ASNはデフォルトで無視されま
す。ただし、複数の BGP ASNにまたがるネットワークでは、
このオプションを使用して、ASN内の複数の IGPプロセス ID
またはインスタンス IDから情報を読み取ります。

ASN

解析する設定オブジェクトを選択できます。使用可能なオプ

ションは、LAG、SRLG、RSVP、CS RSVP、VPN、FRR、SR
LSPS、LMP、および SRポリシーです。

オブジェクトを含める

回路を形成するために使用する条件を示します。回路の一致

ポート回路でローカルポートとリモートポートを照合する方法

を制御します。

• Guess：できるだけ多くのポートに一致するポート回路を作
成します。

• None：ポート回路を作成しません。

LAGポートの照合

複数の OSPFプロセスがある場合に使用する OSPFプロセス ID
を指定します。

OSPFプロセス ID

複数の IS-ISインスタンスがある場合に使用する IS-ISインスタ
ンス IDを指定します。

IS-ISインスタンス ID

ルータ IPに使用するループバックインターフェイス番号を示
します。

ループバックインターフェ

イス

解析中に IPアドレスリファレンスの解決を有効にします。参照を解決

構成ファイルのマルチスレッディングプロセスを有効化し、解

析を高速化します。

マルチスレッディング
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説明オプション

複数の showコマンドをフィルタ処理します。showコマンドのフィルタ処
理

構成を解析後、ネットワークトポロジを構築します。トポロジの構築

共有メディアの疑似ノードを作成します。共有メディア

データ収集に許可される最大時間を分単位で設定します。指定

された制限を超える場合は、データ収集に使用する内部ツール

がタイムアウトとなり、終了します。デフォルトは60分です。

データ収集タイムアウト

デバッグ

ログメッセージの詳細レベルを設定します。デフォルト値は30
で、有効な範囲は 1～ 60です。

冗長

SNMPメッセージを録音します。オプションは、[オフ（Off）]、
[録音（Record）]、および [再生（Playback）]です。デフォルト
は [オフ（Off）]です。

• [録音（Record）]：ライブネットワークとの間で送受信さ
れるSNMPメッセージは、検出の実行時に内部で録音され
ます。デバッグに使用されます。

• [再生（Playback）]：録音されたメッセージは、ライブネッ
トワークから送信されたかのようにコレクタを介して再生

されるため、ネットワークコレクションのオフラインデバッ

グが可能です。

• [オフ（Off）]：録音や再生は実行されません。

ネットレコーダー

回路型 RSVP- TE情報の収集
このトピックでは、ネットワークデバイスから回路型 RSVP（CS-RSVP）LSP情報を収集する
方法について説明します。

回路型 RSVP（CS-RSVP）LSPは、同じエンドポイントを持つ 2つの単方向 RSVP LSPをバン
ドルして双方向RSVPLSPを形成する論理エンティティです。これにより、トラフィックはエ
ンドポイント間で常に両方向に移動できます。

CS RSVP- TEデータを収集するには、LSPおよび Config parsingコレクタを構成する必要があ
ります。Configparsingコレクタは、ネットワーク内の各デバイスから構成データを収集し、そ
こから CS-RSVPデータを解析するために必要です。収集が正常に実行されると、集約プラン
ファイルにはデバイスから収集された CS-RSVP LSPの詳細が含まれます。
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始める前に

•事前構成ワークフローに記載されている手順を実行します。

•デバイスで次の構成を確認します。

•双方向が有効になっている RSVP構成。

•双方向構成には、両方向で同じ association id、source-address、global-idが含まれま
す。

•双方向構成は、co-routedとして association typeが指定されます。

手順

ステップ 1 新しいコレクションを作成するか、既存のコレクションを編集するかを決定します。詳細については、コ
レクションの設定またはコレクションの編集を参照してください。

ステップ 2 コレクション構成チェーンの最初の手順として外部スクリプトを使用する場合は、[スタートアップスクリ
プ（Startup Script）]オプションを選択します。（オプション）スタートアップスクリプトを選択した場合
は、BasicTopologyコレクタをスキップするか、スタートアップスクリプトをソースとして構成します。ス
タートアップスクリプトを使用しない場合は、必要に応じて、いずれかの Basic Topologyコレクタを選択
する必要があります。

ステップ 3 [高度なモデリング（Advanced modeling）]セクションで、LSPおよび Config parsingコレクタを選択しま
す。次に、[Next]をクリックします。

ステップ 4 LSPと Config parsingの両方のコレクタを構成します。[オブジェクトを含める（Include objects）]ドロッ
プダウンリストで [RSVP]と [CSRSVP]オプションを選択していることを確認します。このオプションは、
[構成解析（Config parsing）]ページの [構成を解析（Parse config）]セクションで使用できます。

その他の LSPおよび Config parsingオプションの詳細については、「LSP情報の収集（14ページ）」およ
び「構成解析を使用したポート、LSP、SRLG、および VPN情報の収集（35ページ）」を参照してくださ
い。

（注）

シグナル名を取得するには、かならず LSPコレクタを実行してから、Config parsingコレクタを実行しま
す。この順序を守らないと、Config parsingが収集した LSPトンネル名が、LSPコレクタが収集したシグナ
ル名値で置き換えられます。

ステップ 5 （オプション）[詳細設定（Advanced Settings）]パネルを展開し、関連するフィールドを構成します。詳
細オプションの説明については、LSPコレクションの詳細オプション（15ページ）を参照してください。

ステップ 6 [Next]をクリックします。

ステップ 7 設定をプレビューし、[作成（Create）]をクリックして収集を作成します。

ステップ 8 収集ジョブのスケジュールを設定します。コレクションジョブはすぐに実行するようにスケジュールした
り、特定の間隔で実行するようにスケジュールしたりできます。詳細については、「コレクションのスケ

ジュール」を参照してください。
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生成されるネットワークモデルには、CS-RSVP LSPの詳細が含まれます。

次のタスク

この収集を送信元ネットワークとして使用して、追加の収集を設定します。さまざまなコレク

タの設定の詳細については、この章の関連トピックを参照してください。収集の編集の詳細に

ついては、コレクションの編集を参照してください。

ネットワークモデルの可視性を向上させるために Layout
コレクタを構成する

このトピックでは、Layoutコレクタの構成方法について説明します。

Layoutコレクタは、レイアウトプロパティを送信元ネットワークモデルに追加します。これ
により、プロファイルをCiscoCrossworkPlanningにインポートした際の可視性が向上します。
このコレクタは、レイアウトプロパティへの変更を自動的に記録します。送信元ネットワーク

モデルが変更されると、接続先モデルのレイアウトが更新されます。

接続先ネットワークのレイアウトは、送信元ネットワークに適用されるテンプレートとして機

能します。得られるネットワークは、新しい接続先ネットワークとして保存されます。送信元

レイアウトにレイアウト情報が含まれていない場合、接続先ネットワークのレイアウトが送信

元ネットワークに追加されます。送信元ネットワークにレイアウト情報が含まれている場合、

そのレイアウトは、接続先ネットワークのレイアウトと競合がない限り維持されます。競合が

存在する場合、接続先ネットワークのレイアウト情報が送信元ネットワークの情報よりも優先

されます。

レイアウトコレクタは、ノードとサイトのマッピングのみを保存します。ノードの座標は保存

されません。

（注）

Before you begin

事前構成ワークフローに記載されている手順を実行します。

手順

ステップ 1 新しいコレクションを作成するか、既存のコレクションを編集するかを決定します。詳細については、コ
レクションの設定またはコレクションの編集を参照してください。

ステップ 2 コレクション構成チェーンの最初の手順として外部スクリプトを使用する場合は、[スタートアップスクリ
プ（Startup Script）]オプションを選択します。（オプション）スタートアップスクリプトを選択した場合
は、BasicTopologyコレクタをスキップするか、スタートアップスクリプトをソースとして構成します。ス
タートアップスクリプトを使用しない場合は、必要に応じて、いずれかの Basic Topologyコレクタを選択
する必要があります。
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ステップ 3 [トラフィックとデマンド（Traffic andDemands）]セクションで、[レイアウト（Layout）]、[次へ（Next）]
の順に選択します。

ステップ 4 [構成（Configure）]ページの左側にある [選択されたコレクタ（Selected Collectors）]ペインで [レイアウ
ト（Layout）]をクリックします。

（注）

basic topologyパラメータが自分のニーズに合わせて更新されていることを確認します。必要に応じて、パ
ラメータを更新します。

ステップ 5 次の構成パラメータを入力します。

• [ソース（Source）]：出力がこのコレクタの入力として機能するソースコレクタを選択します。

• [テンプレートファイル（Template File）]：レイアウトの詳細のコピー元となるテンプレートプラン
ファイルのパスを入力します。

（注）

Cisco WAEまたは別の Cisco Crosswork Planningインスタンスからコレクタ設定を移行する場合は、コ
レクタ設定のインポート後に [テンプレートファイル（Template File）]フィールドが正しいファイル
で更新されていることを確認します。設定をインポートすると、サーバーでは実際のファイルではな

くファイル名のみ復元されるため、この操作が必要です。フィールドが正しいファイルで更新されて

いない場合、収集は失敗します。

ステップ 6 （オプション）[詳細設定（Advanced Settings）]パネルを展開し、次の情報を入力します。

• [タイムアウト（Timeout）]：データ収集に許可される最大時間（分単位）。指定された制限を超える
場合は、データ収集に使用する内部ツールがタイムアウトとなり、終了します。デフォルトは60分で
す。

ステップ 7 [次へ（Next）]をクリックします。

ステップ 8 設定をプレビューし、[作成（Create）]をクリックして収集を作成します。

ステップ 9 収集ジョブのスケジュールを設定します。コレクションジョブはすぐに実行するようにスケジュールした
り、特定の間隔で実行するようにスケジュールしたりできます。詳細については、「コレクションのスケ

ジュール」を参照してください。

Layoutコレクタが構成されます。

次のタスク

この収集を送信元ネットワークとして使用して、追加の収集を設定します。さまざまなコレク

タの設定の詳細については、この章の関連トピックを参照してください。収集の編集の詳細に

ついては、コレクションの編集を参照してください。

トラフィック統計情報の収集
このトピックでは、Traffic collectionコレクタを構成する方法について説明します。
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Traffic collectionコレクタは、SNMPポーリングを使用して、トラフィック統計情報（インター
フェイストラフィック、LSPトラフィック、MACトラフィック、およびVPNトラフィック）
を収集します。Traffic collectionコレクタを構成し、[コレクタ（Collector）] > [エージェント
（Agents）]の順に選択すると、トラフィックポーラーエージェントを表示できます。エー
ジェント名とコレクション名は一致します。

トラフィックコレクションの実行中、トラフィック詳細を計算するための十分なデータがない

ため、トラフィックデータは、プロファイルに入力されません。2回目または 3回目の実行開
始時に、スケジュール期間、最短期間長、最長期間長に応じて、トラフィックデータがプロ

ファイルに入力され始めます。

（注）

始める前に

•事前構成ワークフローに記載されている手順を実行します。

• VPNトラフィックを取集するには、VPNネットワークモデルが必要です。詳細について
は、「VPNトポロジの検出（25ページ）」を参照してください。

• LSPトラフィックを収集するには、LSPネットワークモデルが必要です。詳細について
は、「LSP情報の収集（14ページ）」を参照してください。

手順

ステップ 1 新しいコレクションを作成するか、既存のコレクションを編集するかを決定します。詳細については、コ
レクションの設定またはコレクションの編集を参照してください。

ステップ 2 コレクション構成チェーンの最初の手順として外部スクリプトを使用する場合は、[スタートアップスクリ
プ（Startup Script）]オプションを選択します。（オプション）スタートアップスクリプトを選択した場合
は、BasicTopologyコレクタをスキップするか、スタートアップスクリプトをソースとして構成します。ス
タートアップスクリプトを使用しない場合は、必要に応じて、いずれかの Basic Topologyコレクタを選択
する必要があります。

ステップ 3 [トラフィックとデマンド（Traffic and Demands）]セクションで、[トラフィックコレクション（Traffic
collection）]、[次へ（Next）]の順に選択します。

ステップ 4 [設定（Configure）]ページで、左側の [選択されたコレクタ（SelectedCollectors）]ペインにある [トラフィッ
ク収集（Traffic Collection）]をクリックします。

（注）

basic topologyパラメータが自分のニーズに合わせて更新されていることを確認します。必要に応じて、パ
ラメータを更新します。

a) トラフィックポーラーを有効にするには、[トラフィック収集（Traffic Collection）]チェックボックス
をオンにします。

b) [送信元（Source）]ドロップダウンリストから、出力がこのコレクタの入力として機能する送信元コ
レクタを選択します。
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c) インターフェイスの継続的なトラフィック収集を実行するには、[インターフェイストラフィックポー
リング（Interface traffic poll）]を有効にして、次のように入力します。

• [ポーリング期間（Polling Period）]：ポーリング期間を秒単位で入力します。60秒から始めるこ
とをお勧めします。

• [QoS]：キューのトラフィックコレクションを有効にする場合は、[有効化（Enable）]チェック
ボックスをオンにします。

• [VPN]：VPNトラフィックコレクションを有効にする場合は、[有効化（Enable）]チェックボッ
クスをオンにします。有効にする場合は、送信元ネットワークモデルでVPNが有効になっている
ことを確認します。

d) LSPの継続的なトラフィック収集を実行するには、[LSPトラフィックポーリング（LSP traffic poll）]を
有効にして、次のように入力します。

• [ポーリング期間（Polling Period）]：ポーリング期間を秒単位で入力します。60秒から始めるこ
とをお勧めします。

（注）

[LSPトラフィックポーリング（LSP traffic poll）]が有効になっている場合は、送信元ネットワークモ
デルにすべての LSP詳細があることを確認します。

e) MACアカウンティングの継続的なトラフィック収集を実行するには、[MACトラフィックポーリング
（MAC traffic poll）]を有効にして、次のように入力します。

• [ポーリング期間（Polling Period）]：ポーリング期間を秒単位で入力します。60秒から始めるこ
とをお勧めします。

（注）

[MACトラフィックポーリング（MAC traffic poll）]が有効になっている場合は、送信元ネットワーク
モデルにMACアドレスがあることを確認してください。

f) （オプション）[SNMPトラフィック計算（SNMPtraffic computation）]パネルを展開し、関連するフィー
ルドに詳細を入力します。フィールドの説明については、トラフィックコレクションの詳細オプショ

ン（45ページ）を参照してください。

ステップ 5 [次へ（Next）]をクリックします。

ステップ 6 設定をプレビューし、[作成（Create）]をクリックして収集を作成します。

ステップ 7 収集ジョブのスケジュールを設定します。コレクションジョブはすぐに実行するようにスケジュールした
り、特定の間隔で実行するようにスケジュールしたりできます。詳細については、「コレクションのスケ

ジュール」を参照してください。

トラフィックの詳細は、スケジュールされたジョブの実行時にのみプランファイルで更新されます。ジョ

ブが実行されない場合、トラフィックデータはプランファイルで更新されません。

トラフィック統計情報は、後続のスケジュールジョブ実行時に、生成されるプロファイルで収

集、表示されます。
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次のタスク

この収集を送信元ネットワークとして使用して、追加の収集を設定します。さまざまなコレク

タの設定の詳細については、この章の関連トピックを参照してください。収集の編集の詳細に

ついては、コレクションの編集を参照してください。

トラフィックコレクションの詳細オプション

トラフィック収集を使用する場合は、いくつかの詳細オプションを設定できます。

表 9 :トラフィックコレクションの詳細オプション

説明オプション

トラフィック計算の最短期間長を秒単位で指定します。デフォル

トは 300秒です。
最短期間長

トラフィック計算の最長期間長を秒単位で指定します。デフォル

トは 450秒です。
最長期間長

生のカウンターデータが保持される期間を分単位で決定します。

デフォルトは 15分です。
rawカウンタ TTL

キャパシティよりも高いトラフィックレートを破棄します。キャパシティを超える分を

破棄

ネットレコードファイルの最大サイズを指定します。ネットレコーダーファイル

の最大サイズ

データ収集に許可される最大時間を分単位で設定します。指定さ

れた制限を超える場合は、データ収集に使用する内部ツールがタ

イムアウトとなり、終了します。デフォルトは 60分です。

データ収集タイムアウト

デバッグ

ログメッセージの詳細レベルを設定します。デフォルト値は 30
で、有効な範囲は 1～ 60です。

冗長
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説明オプション

SNMPメッセージを録音します。オプションは、[オフ（Off）]、
[録音（Record）]、および [再生（Playback）]です。デフォルトは
[オフ（Off）]です。

• [録音（Record）]：ライブネットワークとの間で送受信され
る SNMPメッセージは、検出の実行時に内部で録音されま
す。デバッグに使用されます。

• [再生（Playback）]：録音されたメッセージは、ライブネット
ワークから送信されたかのようにコレクタを介して再生され

るため、ネットワークコレクションのオフラインデバッグが

可能です。

• [オフ（Off）]：録音や再生は実行されません。

ネットレコーダー

トラフィックポーラー設定の調整

このトピックでは、トラフィックポーリングを効率的に実行する方法について説明します。

トラフィックポーラーは、ネットワークから未処理のトラフィックカウンタを収集します。収

集時間は、ネットワークサイズ、ネットワーク遅延、および個々のノードからの応答時間に

よって異なります。

手順

ステップ 1 [トラフィックコレクション（Traffic collection）]構成ページで、トラフィックポーラーの冗長性を 40に
設定します。

ステップ 2 デフォルトのオプションで開始し、数時間連続収集を実行します。デフォルト値は次のとおりです。

Interface traffic poll > Polling period = 60
LSP traffic poll > Polling period = 60
Minimum window length = 300
Maximum window length = 450
Raw counter TTL = 15

ステップ 3 トラフィックコレクションスケジューラーを 300秒ごとに実行するように設定する。

ステップ 4 showtechオプションを使用して、continuous_poller_out.logファイルをダウンロードします。

a) メインメニューで、[管理（Administration）] > [Crosswork Manager] > [Crosswork正常性（Crosswork
Health）] > [コレクタ（Collector）]の順に選択します。

b) [マイクロサービス（Microservices）]タブをクリックします。

c) collection-serviceで、[ ]、[ログを要求（Request logs）]の順に選択します。

d) 生成された tarファイルをダウンロードして、ログファイルを表示します。

ステップ 5 実際の収集時間を検索します。
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例：

Info [40]: LSP Traffic Poller: Collection complete. Duration: 43.3 sec
Info [40]: Interface Traffic Poller: Collection complete. Duration: 42.7 sec

上記の例では、ポーラーがネットワークをポーリングできる最速のペースは約40～50秒です。この値は、
インターフェイストラフィックポーリングと LSPトラフィックポーリングの両方の最短ポーリング期間
を表します。トラフィックポーラーはインターフェイスと LSPの両方のトラフィックを同時に入力するた
め、両方の値を同じ値に設定することをお勧めします。

トラフィックポーラーは、未処理のトラフィックカウンタ c1、c2などを収集してトラフィッ
クを計算します。トラフィックを計算するには、少なくとも 2つのカウンタが必要です。
(c2.counter - c1.counter)/(c2.timestamp - c1.timestamp)

ポーラー構成のベストプラクティス

ポーラー構成を最適化し、信頼性の高いトラフィックデータコレクションを確保するには、

次のベストプラクティスに従います。

•ポーラーには少なくとも 2つのカウンタが必要なため、[最短期間長（Minimum window
length）]を少なくとも [2 * polling period]に設定します。ネットワークのバリエーション
に対応するには、期間長を 25%以上増やします。

最短期間長は、2つのカウンタのサンプルに使用するスライディングウィンドウです。最
も遠い2つのカウンタ、すなわち指定された期間の最新カウンタと最古カウンタを探しま
す。この期間の平均トラフィックが計算されます。ポーラーには少なくとも2つのカウン
タが必要であるため、最小値は少なくともポーリング期間の2倍である必要があります。

• [最長期間長（Maximum window length）]を、少なくとも [2 * polling period]に設定しま
す。ネットワークのバリエーションに対応するには、期間長を 50%以上増やします。応
答しないノードの場合は、100%以上で増やします。

ネットワーク遅延またはノードの応答時間の増加により、最短期間長で、指定期間でカウ

ンタが見つからなかった場合、ポーラーはN/Aとして報告されます。トラフィックデータ
が空になるのを避けるには、[最長期間長（Maximum window length）]と呼ばれる保険期
間を使用します。

• [未処理カウンタTTL（Raw counter TTL）]を [最長期間長（Maximum window length）]
以上に設定します。

トラフィックポーラーは、RAM領域を使用するトラフィック計算のためにメモリに未処
理のカウンタを保存します。トラフィックポーラーは、メモリに保存されている古いカウ

ンタを定期的にクリーンアップします。システムは、未処理カウンタTTL（分）よりも古
いカウンタデータを削除します。

•ポーラーメモリ使用率と、トラフィックの投入にかかった時間を監視します。トラフィッ
クポーラーへのトラフィック投入とは、ネットワーク内のトラフィック計算プロセスとプ

ランファイル更新プロセスです。所要時間はネットワークのサイズによって異なります。

システムは、snmp-traffic-poller-service.logファイルでトラフィック投入に用事田実際の時
間をログに記録します。
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サンプルログファイルからの行：

TrafficCalculatorRfs Did-52-Worker-46: - Traffic calculation took (ms) 379976
TrafficCalculatorRfs Did-52-Worker-46: - Traffic calculation took (ms) 391953
TrafficCalculatorRfs Did-52-Worker-46: - Traffic calculation took (ms) 388853

この例では、トラフィックを投入できる（他のツールによって消費される）最速のレート

は約 400秒です。

• snmp-traffic-poller-service.logファイルに「無効なカウンタ」という警告が表示された場合、
たとえば、c1.counterが c2.counterよりも大きいために負のトラフィックが発生する場合
は、カウンタがリセットまたはオーバーフローした可能性があることに注意してくださ

い。この問題は 32ビットのカウンタでよく発生します。このエラーが頻発する場合は、
スライディングウィンドウのサイズを大きくしてより多くのカウンタを処理し、エラーの

可能性を減らします。

•ただし、トラフィックを投入するよりも速いレートでネットワークをポーリングしないで
ください。上記の例では、最も積極的なポーリング設定は 50秒ですが、トラフィック投
入には約 400秒かかります。これにより、8つのネットワークポーリングが無駄になりま
す。これを解決するには、トラフィックポーリング期間、スライディングウィンドウのサ

イズ、未処理カウンタ TTLを増やします。

•この例の推奨構成は次のとおりです。

1. 次の値を設定します。

Interface traffic poll > Polling period 180
LSP traffic poll enabled
LSP traffic poll > Polling period 180
Minimum window length 400
Maximum window length 800
Raw counter TTL 15
Data collection timeout 60

2. 400秒ごとに実行されるようにトラフィックコレクションスケジューラーを構成
します。

トラフィック投入に対するデータ収集のタイムアウトは 60分に
調整されています。このタイムアウトは通常は使用されないた

め、十分な長さにする必要があります。

（注）

•これらの数値は、CPUリソースとネットワーク帯域幅を節約するために、あまり積極
的にならないように調整できます。手順

1. 次の値を設定します。

Interface traffic poll > Polling period 240
LSP traffic poll enabled
LSP traffic poll > Polling period 240
Minimum window length 600
Maximum window length 1200
Raw counter TTL 20
Data collection timeout 60
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2. 600秒ごとに実行されるようにトラフィックコレクションスケジューラーを構成
します。

トラフィックデマンド情報の収集
デマンド推論コレクタは、ネットワークからトラフィックデマンドに関する情報を収集しま

す。

始める前に

事前構成ワークフローに記載されている手順を実行します。

手順

ステップ 1 新しいコレクションを作成するか、既存のコレクションを編集するかを決定します。詳細については、コ
レクションの設定またはコレクションの編集を参照してください。

ステップ 2 コレクション構成チェーンの最初の手順として外部スクリプトを使用する場合は、[スタートアップスクリ
プ（Startup Script）]オプションを選択します。（オプション）スタートアップスクリプトを選択した場合
は、BasicTopologyコレクタをスキップするか、スタートアップスクリプトをソースとして構成します。ス
タートアップスクリプトを使用しない場合は、必要に応じて、いずれかの Basic Topologyコレクタを選択
する必要があります。

ステップ 3 [トラフィックとデマンド（Traffic and Demands）]セクションで、[デマンド推論（Demand Deduction）]、
[次へ（Next）]の順に選択します。

ステップ 4 [設定（Configure）]ページで、左側の [選択されたコレクタ（Selected Collectors）]ペインにある [デマンド
推論（Demand Deduction）]をクリックします。

（注）

basic topologyパラメータが自分のニーズに合わせて更新されていることを確認します。必要に応じて、パ
ラメータを更新します。

ステップ 5 [送信元（Source）]ドロップダウンリストから、出力モデルがこのコレクタの入力として機能する送信元
コレクタを選択します。

ステップ 6 [デマンドメッシュステップ（Demandmesh steps）]で、[+ステップの追加（+Add step）]をクリックしてス
テップを追加します。

[メッシュステップを追加（Add Mesh Step）]ページで、[次へ（Next）]の詳細を入力します。

a) [名前（Name）]フィールドに、ステップの名前を入力します。
b) [ステップ番号（Step number）]フィールドで、このステップの実行順序を入力します。

c) [ツール（Tool）]ドロップダウンリストで必要なツールを選択します。使用可能なツールは、P2MP
LSPのデマンド、デマンド推論、外部実行可能スクリプト、コピーデマンド、LSPのデマンド、およ
びデマンドメッシュクリエータです。
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d) 選択したツールを実行するには、[有効化（Enable）]チェックボックスをオンにします。
e) [ツール設定（ToolConfiguration）]セクションで詳細を更新または入力します。オプションは、選択し
たツールによって異なります。

f) （オプション）[詳細（Advanced）]パネルを展開し、関連する詳細を入力します。

g) [続行（Continue）]をクリックします。

設定にさらにステップを追加するには、このステップを繰り返します。

追加したステップを削除するには、ステップを選択し、[メッシュステップを追加（Add Mesh Step）]ペー
ジで、[削除（Delete）]ボタンをクリックします。

ステップ 7 [次へ（Next）]をクリックします。

ステップ 8 設定をプレビューし、[作成（Create）]をクリックして収集を作成します。

ステップ 9 収集ジョブのスケジュールを設定します。コレクションジョブはすぐに実行するようにスケジュールした
り、特定の間隔で実行するようにスケジュールしたりできます。詳細については、「コレクションのスケ

ジュール」を参照してください。

デマンド推論コレクタを構成して、ネットワークからトラフィックデマンドに関する情報を収

集します。

次のタスク

この収集を送信元ネットワークとして使用して、追加の収集を設定します。さまざまなコレク

タの設定の詳細については、この章の関連トピックを参照してください。収集の編集の詳細に

ついては、コレクションの編集を参照してください。

NetFlowデータ収集
NetFlowデータ収集は、Cisco Crosswork Planningが以下を実行するプロセスです。

•ネットワークデバイスから NetFlowおよび関連するフロー測定値を収集する

•これらの測定値を集約して、CiscoCrossworkPlanningDesign用の正確なデマンドトラフィッ
クデータを構築する

•デマンド推論を使用したインターフェイス、LSP、およびその他の統計からのデマンドト
ラフィックの推定に代わる手段を提供する

NetFlowコレクタは、トラフィックフローに関する情報を収集し、トラフィックとデマンドの
マトリックスを構築するのに役立ちます。

フロー測定値のインポートは、ネットワークのエッジルータのフローカバレッジが完全または

ほぼ完全な場合に特に役立ちます。さらに、外部の自律システム（AS）間の個々のデマンド
の精度が重要な場合にも役立ちます。
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トポロジ、BGPネイバー、インターフェイス統計など、コレクタによって個別に収集された
データは、フロー測定値と組み合わされてフローをスケーリングし、外部の自律システムと内

部のノードの両方の間で完全なデマンドメッシュを提供します。

NetFlowコレクタが複数のコレクションの一部である場合、それらのコレクションを同時に実
行することはできません。NetFlowコレクタはコレクションの同時実行をサポートしていない
ため、各コレクションは個別に実行する必要があります。

（注）

収集されるデータの種類

Cisco Crosswork Planningは、これらのタイプのデータを収集して、時間の経過とともに、集約
したフローとそのトラフィック測定値を使用してネットワークモデルを構築します。

• NetFlow、JFlow、CFlowd、IPFIX、およびNetstreamフローを使用したフロートラフィック

• SNMP経由で収集されたインターフェイストラフィックと BGPピア情報

•ピアリングセッション上の BGPパス属性

NetFlowコレクション構成の要件
フロー収集プロセスは、入力方向のルータによってキャプチャおよびエクスポートされる IPv4
および IPv6フローをサポートしています。また、IPv4および IPv6 iBGPピアリングもサポー
トしています。

構成要件は次のとおりです。

•ルータを構成して、フローをエクスポートし、フローコレクションサーバーとの BGPピ
アリングを確立する必要があります。

• NetFlowv5、v9、および IPFIXデータグラムをフローコレクションサーバーのUDPポート
番号にエクスポートします。デフォルト設定は 2100です。IPv6フローのエクスポートに
は、NetFlow v9または IPFIXが必要です。

•フローコレクタサーバーの iBGPルートリフレクタクライアントとして設定されたルータ
で BGPセッションを定義します。ルータ自体でこれを設定できない場合は、関連するす
べてのルーティングテーブルの完全なビューを備えた BGPルートリフレクタサーバーを
代わりに使用できます。

•フローエクスポートデータグラムの送信元 IPv4アドレスが iBGPメッセージの送信元
IPv4アドレスと同じネットワークアドレス空間にある場合は、同じアドレスになるように
構成します。

• BGPルータ IDを明示的に構成します。

• BGPルートを受信する場合、BGPのAS path属性の最大長は 3ホップに制限されます。こ
れにより、サーバーの過剰なメモリ消費を防ぐことができます。ASパスを含め、単一の
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IPプレフィックスに付加された BGP属性の合計長は、最大 64 KBと非常に大きくなる可
能性があります。

NetFlowコレクションの設定
このトピックでは、NetFlowコレクタの構成方法について説明します。

始める前に

•事前構成ワークフローに記載されている手順を実行します。

•シングルモードで動作するようにNetFlowエージェントが構成されているか確認します。

手順

ステップ 1 新しいコレクションを作成するか、既存のコレクションを編集するかを決定します。詳細については、コ
レクションの設定またはコレクションの編集を参照してください。

ステップ 2 コレクション構成チェーンの最初の手順として外部スクリプトを使用する場合は、[スタートアップスクリ
プ（Startup Script）]オプションを選択します。（オプション）スタートアップスクリプトを選択した場合
は、BasicTopologyコレクタをスキップするか、スタートアップスクリプトをソースとして構成します。ス
タートアップスクリプトを使用しない場合は、必要に応じて、いずれかの Basic Topologyコレクタを選択
する必要があります。

ステップ 3 [トラフィックとデマンド（Traffic and Demands）]セクションで、[NetFlow][次へ（Next）]の順に選択し
ます。

ステップ 4 [設定（Configure）]ページで、左側の [選択されたコレクタ（Selected Collectors）]ペインにある [NetFlow]
をクリックします。

（注）

basic topologyパラメータが自分のニーズに合わせて更新されていることを確認します。必要に応じて、パ
ラメータを更新します。

ステップ 5 次の構成パラメータを入力します。

• [ソース（Source）]：出力がこのコレクタの入力として機能するソースコレクタを選択します。

• [エージェント（Agents）]：ドロップダウンリストから該当するエージェントを選択します。

ステップ 6 [共通設定（Common Config）]セクションの [イングレス時のASフローの分割（Split AS flows on ingress）]
ドロップダウンリストで、外部 ASNのトラフィック集約方法を選択します。

（オプション）他のフィールドに情報を入力します。フィールドの説明については、NetFlowコレクショ
ンの詳細オプション（53ページ）を参照してください。
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ステップ 7 （オプション）[IASフロー（IAS flows）]および [デマンド（Demands）]パネルを展開し、必要に応じて、
その他の関連する詳細フィールドを構成します。各オプションの説明については、NetFlowコレクション
の詳細オプション（53ページ）を参照してください。次に、[Next]をクリックします。

ステップ 8 設定をプレビューし、[作成（Create）]をクリックして収集を作成します。

ステップ 9 収集ジョブのスケジュールを設定します。コレクションジョブはすぐに実行するようにスケジュールした
り、特定の間隔で実行するようにスケジュールしたりできます。詳細については、「コレクションのスケ

ジュール」を参照してください。

これで、NetFlowコレクション構成は完了です。

次のタスク

この収集を送信元ネットワークとして使用して、追加の収集を設定します。さまざまなコレク

タの設定の詳細については、この章の関連トピックを参照してください。収集の編集の詳細に

ついては、コレクションの編集を参照してください。

NetFlowコレクションの詳細オプション

NetFlowコレクタを使用する場合は、いくつかの詳細オプションを設定できます。

表 10 : NetFlowコレクションの詳細オプション

説明オプション

共通構成

外部ASNのトラフィック集約方法を指定します。複数の外部ASN
が IXPスイッチに接続されている場合、すべての ASNからのト
ラフィックデータを集約するか、MACアカウンティング入力ト
ラフィックに比例して分散するかを決定します。

入力時の ASフローの分割

ネットワーク内の内部 ASの ASNを指定します。ASN

含めるプロトコルバージョンのリストを指定します。カンマ区切

りのリストとしてバージョンを入力します。

アドレスファミリ

1つ以上のノードタグを入力できます。[+]をクリックして、複数
のノードタグを追加します。

外部ノードタグ

出力 ASに接続されたすべてのインターフェースを介してネット
ワークから出るときに Inter ASフローを分割します。

出力時の ASフローの分割

ドロップダウンリストで追加の集約キーを選択できるようにしま

す。

追加集約
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説明オプション

ツールのログレベルを指定します。オプションは、[オフ（Off）]、
[致命的（Fatal）]、[エラー（Error）]、[警告（Warn）]、[通知
（Notice）]、[情報（Info）]、[デバッグ（Debug）]、および [ト
レース（Trace）]です。

ログレベル（Log level）

並列計算で使用するスレッドの最大数を指定します。スレッド数

IASフロー

トラフィックの AS間フローが厳密に破棄されない下限値をメガ
ビット/秒単位で指定します。

AS間フローのトリム

BGPピア関係の出力 IPアドレスを照合するかどうかを指定しま
す。

BGP外部情報の照合

ノードとインターフェイスのフィルタをNode:InterfaceNameの形
式で指定します。これは、フローマトリックスを読み取り、対象

の入力インターフェイスのみをフィルタ処理する際に適用されま

す。

入力インターフェイスフィ

ルタ

ノードとインターフェイスのフィルタをNode:InterfaceNameの形
式で指定します。これは、フローマトリックスを読み取り、対象

の出力インターフェイスのみをフィルタ処理する際に適用されま

す。

出力インターフェイスフィ

ルタ

入力ファイルからのマイクロフローと、マイクロフローのデマン

ドまたはマイクロフローを集約する Inter ASフローとの関係を示
すファイルを生成するかどうかを指定します。

マイクロフローのバックト

ラック

データのインポート元のフロー IDをカンマで区切って入力でき
ます。

フローインポート ID

IASフロー計算のタイムアウトを分単位で指定します。有効な範
囲は、1～ 1440です。デフォルトは 60分です。

IAS計算タイムアウト

デマンド

新しいデマンドの名前を指定します。デマンド名

新しいデマンドのタグ、または既存のデマンドに追加するタグを

指定します。

デマンドタグ

設定したしきい値を下回るデマンドを破棄します（Mbits/秒）。デマンドのトリム

デマンドのサービスクラスを指定します。デマンドサービスクラス

デマンドのトラフィッククラスを指定します。デマンドトラフィックレベ

ル
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説明オプション

フローが欠落しているインターフェイスを含むファイルが生成さ

れるパスを指定します。

欠落しているフロー

ネットワークモデルに対する外部スクリプトの実行
このトピックでは、ネットワークモデルに対して外部スクリプトを実行する方法について説明

します。

外部スクリプトを使用すると、選択したネットワークモデルに対してカスタマイズされたスク

リプトを実行できます。既存のコレクタを指定できないネットワークからのデータを指定する

必要がある場合は、この機能を使用します。この場合、Cisco Crosswork Planningで作成された
既存のコレクションモデルを取得し、カスタムスクリプトからの情報を追加して、必要なデー

タを含む最終ネットワークモデルを作成します。

カスタムスクリプトの例については、「インターフェイスの説明を更新するためのサンプルス

クリプト（58ページ）」を参照してください。

Before you begin

•事前構成ワークフローに記載されている手順を実行します。

•カスタムスクリプトおよびサポートファイルを、指定されたファイル形式または圧縮アー
カイブのいずれかで用意します。

CiscoWAEでスクリプトを使用していて、それをCisco Crosswork Planningで使用する場合は、
修正を加えないと期待通りに動作しない場合があります。これは、さまざまなファイルの参照

方法を含む Cisco WAEと Cisco Crosswork Planningのアーキテクチャの違いによるものです。
Cisco Crosswork Planningで使用するには、適切にスクリプトを調整する必要があります。

（注）

手順

ステップ 1 新しいコレクションを作成するか、既存のコレクションを編集するかを決定します。詳細については、コ
レクションの設定またはコレクションの編集を参照してください。

ステップ 2 必要に応じて、基本ストア登録情報コレクタの 1つを選択します。オプションで、ニーズに合った別の高
度なコレクタを選択します。

ステップ 3 [構成（Configure）]ページで、[高度なモデリング（AdvancedModeling）]または [トラフィックとデマンド
（Traffic and Demands）]セクションの [+外部スクリプトを追加（+ Add External Script）]をクリックしま
す。

ステップ 4 次の詳細を入力します。
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• [コレクタ名（Collector Name）]：このコレクションの名前を入力します。

• [送信元はプランファイルか？（Is source a plan file?）]：プランファイルでスクリプトを実行する場合
は、このチェックボックスをオンにします。このオプションを選択した場合は、[プランファイルを入
力（Input Plan File）]フィールドにプランファイルの詳細を入力します。

• [送信元（Source）]：外部スクリプトを実行するコレクタを選択します。たとえば、[送信元（Source）]
として [BGP]を選択した場合、カスタムスクリプトは BGPコレクタで実行されます。BGP収集から
の出力モデルは、カスタムスクリプトで指定された仕様に基づいて更新されます。また、送信元とし

て、DAREまたは SAgEアグリゲータを選択することもできます。SAgEが送信元のスクリプトは、
SAgE集約とアーカイブタスク後に実行されます。

• [入力ファイル（Input file）]：カスタムスクリプトと、その正常な実行に必要なサポートファイルを
アップロードします。複数のファイルが必要な場合は、アップロードする前に、それらを 1つのアー
カイブに圧縮します。有効なフォーマットは、.py、.sh、.pl、.zip、.tar、.gzおよび .tar.gzです。

（注）

ファイルがアップロードされるたびに、入力ファイルオプションが上書きされます。

• [実行可能なスクリプト（Executable script）]：スクリプト実行プロセスを開始するファイル名を入力
します。これは、[入力ファイル（Input file）]フィールドにアップロードされたファイルの1つです。

外部スクリプトエグゼキュータは、カスタムスクリプトによる特定のファイルいおよびホームディレ

クトリを有効にするコマンドライン引数を指定します。引数は事前定義されており、特定の順序に従

います。各引数が何を表すかを理解することは、適切な使用を確保するために重要です。

以下は、引数の詳細です。

• argv[1]：送信元のプランファイル

• argv[2]：出力プランファイル

• argv[3]：デバイスアクセス認証ファイル

• argv[4]：グローバルネットワークアクセス構成ファイル

• argv[5]：ホームディレクトリ

• argv[6]：ユーザーがアップロードした外部ファイルが利用可能なパス

• argv[7]：アーカイブルートディレクトリにアクセスするパス

Example:

インターフェイスの説明を更新するためのサンプルスクリプト（58ページ）は、「description.xlsx」
という名前の Excel ファイルのデータに基づき、ネットワークの各インターフェイスに、「My IGP
metric is value」という説明を追加します。パラメータは、description.xlsxファイルのホームディレクト
リパスを指定します。スクリプトを正常に実行するには、[入力ファイル（Input file）]フィールド経
由でアップロードする前に圧縮ファイルに Excelファイルを含める必要があります。

• [スクリプト言語（Script Language）]：カスタムスクリプトの言語を選択します。有効なスクリプト
言語は、Python、Shell、および Perlです。
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• [アグリゲータプロパティ（AggregatorProperties）]：集約するテーブルや列を指定する場合は .properties
ファイルで指定し、このフィールドを使用してファイルをアップロードします。デフォルトでは、す

べての列とテーブルが集約されます。

• [タイムアウト（Timeout）]：アクションのタイムアウトを指定します。デフォルトは 30分です。

ステップ 5 [次へ（Next）]をクリックします。

ステップ 6 設定をプレビューし、[作成（Create）]をクリックして収集を作成します。

ステップ 7 収集ジョブのスケジュールを設定します。コレクションジョブはすぐに実行するようにスケジュールした
り、特定の間隔で実行するようにスケジュールしたりできます。詳細については、「コレクションのスケ

ジュール」を参照してください。

カスタムスクリプトは、選択したネットワークモデルに対して実行されます。

外部スクリプト経由での動的データファイルへのアクセス

process_summary

Cisco Crosswork Planningでは、データファイルを Cisco Crosswork Planningコレクタに直接アッ
プロードできます。外部スクリプトは、スクリプトの再パッケージ化または再デプロイを必要

とせずに、実行時にこれらのファイルにアクセスできます。これにより、Cisco Crosswork
Planningコレクタ内のスクリプトで、実行時にユーザーがアップロードした最新のファイルを
使用できるようになり、より効率的なカスタマイズがサポートされます。

このプロセスに関与する主要なコンポーネントは次のとおりです。

•データファイルアップローダ：更新されたデータファイルをコレクタにアップロードしま
す。

•アップロードディレクトリ：データファイルがアップロードされるディレクトリ。

•外部スクリプト：実行中に、アップロードされたデータファイルを読み取ります。

process_workflow

これらは、外部スクリプトを介して動的データファイルにアクセスする段階です。

1. RESTAPI（https://{{server-ip:port}}/cp/collection-service/api/v1/file-gateway）を使用して、更
新されたデータファイルをCisco Crosswork Planningコレクタのアップロードディレクトリ
にアップロードします。

2. 外部スクリプトを実行し、コマンドライン引数としてアップロードディレクトリ内のデー
タファイルへのパスを指定します。argv[6]は、アップロードディレクトリのパスを表しま
す。スクリプトの実行の詳細については、「ネットワークモデルに対する外部スクリプト

の実行（55ページ）」を参照してください。
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同じファイルを複数回アップロードすると、既存のファイルが上書きされます。（注）

3. スクリプトは、実行時にデータファイルの最新バージョンを読み取り、最新のデータを処
理するようにします。

インターフェイスの説明を更新するためのサンプルスクリプト

このサンプル Pythonスクリプト read-from-excel.pyは、Excelファイル description.xlsxからの
データを使用して、「My IGP metric is <value>」という説明をネットワークの各インターフェ
イスに追加します。

スクリプトの内容

import sys
import openpyxl
import os
from com.cisco.wae.opm.network import Network

src = sys.argv[1]
dest = sys.argv[2]
home = sys.argv[5]
srcNet = Network(src)
excel_file = os.path.join(home, "description.xlsx")
wb = openpyxl.load_workbook(excel_file)
sheet = wb.active

row_count = 1
for node in srcNet.model.nodes:

for iface in node.interfaces:
cell_obj = sheet.cell(row=row_count, column=1)
iface.description = 'My IGP metric is ' + str(cell_obj.value)
row_count = row_count + 1
print(iface.description)

srcNet.write(dest)

サードパーティデバイスからデータを収集する方法

process_summary

サポートモジュールは、収集対象と収集方法を決定する引数を受け取る実行可能なプログラム

です。収集されたデータは、指定されたプランファイルを増やし、出力プランファイルを生成

するために使用されます。

サポートモジュールは、以下を満たす必要があります。

• SNMPなどのデータ収集機能を含める

•ポーリングするデバイスへのアクセスを認証ために認証ファイルの入力を許可する

サポートされるコレクタとツール
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•ネットワークアクセス構成ファイルの入力を許可して、タイムアウト、再試行、デバイス
ごとの最大要求数などの収集の詳細を管理する

•ファイルを読み取り、書き込み

これらはすべて、Pythonライブラリのテンプレートとして提供されるサポートモジュールフ
レームワークを構成し、サードパーティ製デバイスからのデータ収集のプロセスを簡素化しま

す。

process_workflow

次の段階では、サポートモジュールを使用してサードパーティ製デバイスからデータを収集す

る方法について説明します。

1. サポートモジュールの書き込みが完了したら、サポートモジュールの設定を使用してそれ
らをコレクタに統合します。

2. サポートモジュールのタイプ、実行可能なスクリプトを指定します。最も簡単な方法は、
Pythonで記述できる実行可能ファイルを使用することです）。次に、スクリプトのパスを
指定します。

3. コレクタは、サポートモジュールを実行するように実行を再編成します。

モジュール構成をサポートするコレクタ

サードパーティのサポートモジュール構成は、次のコレクタで使用できます。

• IGPデータベース（ノードとインターフェイス）

• SR-PCE（ノードとインターフェイス）

• LSP

• BGP

• VPN

•マルチキャスト（すべてのコレクタ）

サードパーティデバイスからデータを収集する

このトピックでは、サポートモジュールを使用してサードパーティ製デバイスからデータを収

集する方法について説明します。

始める前に

•必要なサポートモジュールがあることを確認します。

•事前構成ワークフローに記載されている手順を実行します。
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手順

ステップ 1 新しいコレクションを作成するか、既存のコレクションを編集するかを決定します。詳細については、コ
レクションの設定またはコレクションの編集を参照してください。

ステップ 2 コレクション構成チェーンの最初の手順として外部スクリプトを使用する場合は、[スタートアップスクリ
プ（Startup Script）]オプションを選択します。（オプション）スタートアップスクリプトを選択した場合
は、BasicTopologyコレクタをスキップするか、スタートアップスクリプトをソースとして構成します。ス
タートアップスクリプトを使用しない場合は、必要に応じて、いずれかの Basic Topologyコレクタを選択
する必要があります。

ステップ 3 [高度なモデリング（Advanced modeling）]セクションで、モジュール構成をサポートするコレクタ（59
ページ）にリストされている必要なコレクタのいずれかを選択します。次に、[Next]をクリックします。

ステップ 4 左側の [選択されたコレクタ（Selected collectors）]ペインで、ステップ 3で選択したコレクタを選択し、
必要なすべての構成を変更します。詳細については、該当するコレクタのトピックを参照してください。

（注）

basic topologyパラメータが自分のニーズに合わせて更新されていることを確認します。必要に応じて、パ
ラメータを更新します。

ステップ 5 サードパーティ製デバイスからデータを収集する

a) 3rd party support moduleパラメータの横にある [有効（Enabled）]チェックボックスをオンにします。

すべてのサポートモジュール構成オプションが表示されます。

b) 次のパラメータの詳細を入力します。

• [実行言語（Execute using）]：サポートモジュールの実行に使用する言語を選択します。有効なス
クリプト言語は、Python、Shell、および Perlです。

• [実行可能なスクリプト（Executable script）]：スタートアップスクリプトの完全なパスを入力し
ます。このファイルには、サポートモジュールファイルのスタートアップスクリプト名を取得す

るためのオプションが含まれています。

（注）

スクリプトの完全なパスを指定していることを確認してください。たとえば、

feature/src/supportmodule.pyなどです。パスにはスラッシュ（/）のみを使用し、パスの先頭に「./」
または「/」を含めないでください。

• [サポートモジュール（Support module）]：[参照（Browse）]をクリックしてサポートモジュール
を選択します。サポートモジュールが .zipまたは .tar形式であることを確認します。

c) （オプション）[オプションの引数（Optional Arguments）]セクションで、関連する引数をキーと値の
ペアとして入力します。これは、サポートモジュールの特定の構成パラメータに基づいてデバイスか

らデータを収集する場合に必要です。

ステップ 6 選択したすべてのコレクタで必要な構成パラメータを入力したら、[次へ（Next）]をクリックします。

ステップ 7 設定をプレビューし、[作成（Create）]をクリックして収集を作成します。
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ステップ 8 収集ジョブのスケジュールを設定します。コレクションジョブはすぐに実行するようにスケジュールした
り、特定の間隔で実行するようにスケジュールしたりできます。詳細については、「コレクションのスケ

ジュール」を参照してください。

システムは、提供されたサポートモジュールとパラメータを使用して、指定されたサードパー

ティデバイスからのデータ収集を開始します。

ASプランファイルのマージ
このトピックでは、Merge ASツールを構成して、さまざまな自律システム（AS）からのプラ
ンファイルをマージする方法について説明します。

このツールは、プランファイル内のあらゆる競合を解決します。ネイティブ形式のプランファ

イルをサポートしています。

Important notes on the Merge AS tool

•各 ASは、異なる Cisco Crosswork Planningサーバー上に配置できます。

• AS、回路、ノード、インターフェイス、外部エンドポイント、仮想ノードおよび未解決
のインターフェイスを持つ外部エンドポイントメンバーのみが解決されます。

•次のデマンドが解決されます。

•実際のノードで解決される仮想ノードに関連付けられた送信元または接続先。

•特定の形式でインターフェイスに関連付けられた送信元または接続先。

•外部エンドポイントに関連付けられた送信元または接続先。

•次のデマンドは解決されていません。

• ASN番号のみに関連付けられた送信元または接続先。

•特定のプランファイルの場合、内部ASNは他のプランファイルが外部ASNとして識別す
るものと一致する必要があり、マージするすべての ASはすべてのプランファイルで検出
される必要があります。

始める前に

•事前構成ワークフローに記載されている手順を実行します。

•さまざまな ASのトポロジ情報とトラフィック情報を収集します。

•さまざまな ASからのプロファイルが、同じ Cisco Crosswork Planningサーバー上にあり、
それらのファイルパスが指定されていることを確認します。
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手順

ステップ 1 新しいコレクションを作成するか、既存のコレクションを編集するかを決定します。詳細については、コ
レクションの設定またはコレクションの編集を参照してください。

ステップ 2 上部の [ツール（Tool）]ボタンをクリックします。

ステップ 3 [ASをマージ（Merge AS）]、[次へ（Next）]の順に選択します。

ステップ 4 次の構成パラメータを入力します。

• [デマンドを保持（Retain demands）]：デマンドをマージするには、[有効（Enabled）]チェックボッ
クスをオンにします。

• [タグ名（Tag name）]：.plnファイル内の更新された行の識別に役立つタグ名を入力します。.plnファ
イルのタグ列は、変更された行のタグ名で更新されます。

ステップ 5 [Sourceコレクタ（Source Collector）]セクションで、[+Sourceコレクタを追加（+ Add source collector）]
をクリックし、関連するコレクションとコレクタ名を選択します。

ステップ 6 [送信元DB（Source DB）]セクションで、[+送信元DBを追加（+ Add source DB）]、[参照（Browse）]、
システム内にある送信元プランファイルの順に選択します。

（注）

Cisco WAEまたは別の Cisco Crosswork Planningインスタンスから設定を移行する場合は、設定のインポー
ト後に [DBファイル（DB File）]フィールドが正しいファイルで更新されていることを確認します。設定
をインポートすると、サーバーでは実際のファイルではなくファイル名のみ復元されるため、この操作が

必要です。フィールドが正しいファイルで更新されていない場合、収集は失敗します。

ステップ 7 [次へ（Next）]をクリックします。

ステップ 8 設定をプレビューし、[作成（Create）]をクリックして収集を作成します。

ステップ 9 収集ジョブのスケジュールを設定します。コレクションジョブはすぐに実行するようにスケジュールした
り、特定の間隔で実行するようにスケジュールしたりできます。詳細については、「コレクションのスケ

ジュール」を参照してください。

結果として得られるプランファイルでは、さまざまな ASからのデータが統合されます。

次のタスク

この収集を送信元ネットワークとして使用して、追加の収集を設定します。さまざまなコレク

タの設定の詳細については、この章の関連トピックを参照してください。収集の編集の詳細に

ついては、コレクションの編集を参照してください。

代表的なプランファイル
代表的なプランファイルは、ネットワークプランで、以下を行います。
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•一般的なネットワーク状態をより適切に表すビューを提供する

•アーカイブからの複数のスナップショットを使用して生成される

•指定された時間間隔に対応する複数のトラフィックレベルが含まれる

プランファイルは、ある時点のネットワーク状態のスナップショットです。障害などの一時的

なイベントがコレクション期間中に発生した場合、それらはスナップショットにキャプチャさ

れます。収集されたトラフィックは、5分以内のコレクション期間中に発生した特定のトラ
フィックです。そのため、通常、スナップショットはネットワーク運用の一般的な日または週

全体のネットワーク状態を表すことはありません。したがって、長期的な設計および計画タス

クの基礎として使用することは不適切です。これらのニーズに応えるために、Create
representative planツールは、アーカイブからの複数のスナップショットを使用して、一般的
なネットワーク状態をより代表する単一のプランを構築します。

代表的なプランファイルは、さまざまなインターフェイスで、ピーク使用率が不明またはさま

ざまな時間帯に発生するネットワークを計画する場合に特に役立ちます。すべてのトラフィッ

クレベルで実行されたシミュレーション分析により、ピーク発生時の時間間隔が特定されま

す。

代表プランの特長

•トポロジは、デフォルトでは最新のスナップショットである基本プランから抽出されま
す。ただし、任意のプランファイルを基本プランとして指定できます。

•代表的なプランには、指定された時間間隔ごとに1つずつ、複数のトラフィックレベルが
含まれています。たとえば、1時間あたり 1つのトラフィックレベルです。

•デマンドは、これらの各時間間隔から選択したスナップショットから抽出されます。代表
的なプランファイルの1つのデマンドには、指定された期間のそのデマンドに対するさま
ざまなトラフィック量を表すトラフィック値の範囲が含まれています。

•インターフェイス、LSP、およびノードの測定値は、これらの各時間間隔で選択したスナッ
プショットから抽出されます。

代表的なプラン作成ツールの仕組み

process_summary

Create representative planツールは、アーカイブのスナップショットプランから 1つのプロファ
イルを作成します。これは、プランでトラフィックレベルを作成し、それぞれが 1日または 1
週間の特定の時間間隔のデマンドトラフィックを表します。

process_workflow

これらの段階では、ツールが代表的な計画を作成する方法について説明します。

1. このツールは、サンプル時間の範囲中に指定された時間間隔に該当するすべてのスナップ
ショットを調べます。Cisco Crosswork Planningは、これらのスナップショットのうち、共
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通の基本計画で、障害が発生した回路数が最も少なく、アクティブなインターフェイス数

が最も多いものを選択します。関係がある場合は、デマンドトラフィックの量が最も多い

スナップショットが選択されます。単一のトラフィックレベルのスナップショットのみが

使用されます。

2. ツールは、基本プランからすべてのトラフィック間隔を削除します。

3. このツールでは、期間が日か週かに応じて、HHMM-HHMMまたはDDDHHMM-DDDHHMM
の形式を使用して基本プランに新しいトラフィック間隔を作成します。

たとえば、03:00-04:00と Fri17:00-Fri18:00です。

4. このツールは、時間間隔の該当するスナップショットからすべてのデマンドをインポート
します。

•スナップショットデマンドが基本プランに存在するデマンドと一致する場合、Cisco
Crosswork Planningは、そのデマンドとスナップショットデマンドトラフィックを使
用します。

•一致するデマンドがない場合、Cisco Crosswork Planning Designは 0トラフィックでデ
マンドを作成します。

•デマンドが基本プランに存在するが、スナップショットには存在しない場合、デマン
ドは 0トラフィックで使用されます。

•このツールは、必要なマルチキャストフローとマルチキャスト接続先を含むマルチ
キャストデマンドもインポートします。

5. このツールは、インターフェイス、LSP、および基本プランとスナップショットの両方に
存在するノードの測定されたトラフィックをインポートします。

Result

結果として得られる各代表的なプランファイルには、各トラフィックレベルが行ごとに定義さ

れるレポートセクションが含まれます。

ツールを使用した代表的なプランの作成

このトピックでは、アーカイブされた複数のネットワークスナップショットを使用して、一般

的なネットワーク状態を表すネットワークプランファイルを生成する方法について説明しま

す。

このタスクは、特定の時点ではなく、ネットワーク全体の状態を反映した計画ファイルが必要

な場合に使用します。これは、長期的なネットワーク設計と計画に役立ちます。

Before you begin

•事前構成ワークフローに記載されている手順を実行します。

•アーカイブされたプランファイルがあることを確認します。
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手順

ステップ 1 新しいコレクションを作成するか、既存のコレクションを編集するかを決定します。詳細については、コ
レクションの設定またはコレクションの編集を参照してください。

ステップ 2 [コレクション（Collection）]ページの上部にある [ツール（Tools）]をクリックします。

ステップ 3 [代表プランを作成（Create representative plan成）]、[次へ（Next）]の順に選択します。

ステップ 4 [アーカイブ（Archive）]ドロップダウンで、代表プランの作成元となるアーカイブを選択します。この
ツールは、アーカイブのスナップショットを使用して、最終的な代表プランを生成します。

ステップ 5 関連する構成パラメータを入力します。これらのパラメータの詳細については、Representative plan
configurationパラメータ（65ページ）を参照してください。

ステップ 6 設定をプレビューし、[作成（Create）]をクリックして収集を作成します。

ステップ 7 収集ジョブのスケジュールを設定します。コレクションジョブはすぐに実行するようにスケジュールした
り、特定の間隔で実行するようにスケジュールしたりできます。詳細については、「コレクションのスケ

ジュール」を参照してください。

構成したパラメータに基づいて、代表的なプランファイルが生成されます。

次のタスク

次の操作を実行できます。

• Cisco Crosswork Planning Designアプリケーションから結果のプランファイルにアクセスし
ます。詳細については、「プランファイルの表示またはダウンロード」を参照してくださ

い。

• Cisco Crosswork Planning Designアプリケーションからレポートを表示します。可視化ツー
ルバーで、[アクション（Actions）] > [レポート（Reports）] > [生成されたレポート
（Generatedreports）]の順に選択します。レポートを表示するには、[代表プラン（Regional
Plan）]リンクをクリックします。

Representative plan configurationパラメータ
結果を微調整して、特定の間隔で複数のトラフィックレベルの特定のスナップショットを含め

ることができます。このトピックでは、代表的なプランの構成パラメータについて説明しま

す。

時間間隔パラメータ

これらのパラメータは、結果のプランファイルに対して作成される 1日または 1週間（[期間
（Time period）]で定義）の時間間隔を定義します。
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説明パラメータ

時間間隔を 1日にするか、1週間にするかを定義します。期間

各トラフィックレベルの時間間隔長を分単位で指定します。

デフォルトは 60分です。

期間「日」の場合、上限は、60*24=1,440分です。期間「週」
の場合、上限は、60*24*7 =10,080分です。

時間間隔長

UTC期間での時間間隔の開始時間を定義します。たとえば、
午後 4時は 1600、月曜日の午後 4時はMon1600などです。

1日の場合、形式は「HHMM」です。1週間の場合、形式は
「DDHHMM」です。

たとえば、午後 4時は 1600、月曜日の午後 4時はMon1600な
どです。

デフォルトは、その期間内のすべての時間間隔で、「0000」
（日）または「Mon0000」（週）から始まります。

間隔の開始

時間範囲パラメータの例

これらのパラメータは、アーカイブ内のデータの期間が、指定の時間間隔の入力に使用される

ように定義します。

説明パラメータ

サンプルの終了時刻を指定します。形式は、

YYYYMMDD_HHMMです。デフォルトは、アーカイブの最
終挿入日です。

サンプル時刻

サンプルの長さを日数単位で指定します。期間「日」のデフォ

ルト値は 1、期間「週」のデフォルト値は 7です。
サンプル時間長

その他のパラメータ

これらのパラメータは、アーカイブ内のデータの期間が、指定の時間間隔の入力に使用される

ように定義します。

説明パラメータ

代表プランの作成元となるアーカイブ。このツールは、アー

カイブのスナップショットを使用して、最終的な代表プラン

を生成します。

アーカイブ
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説明パラメータ

この時点でアーカイブ内のスナップショットを、アーカイブ

内の他のスナップショットからのトラフィックレベルで増や

す基本計画として指定します。形式は、YYYYMMDD_HHMM
です）。

デフォルトは、サンプル期間の最新のスナップショットです。

アーカイブの基本時間

アーカイブからのトラフィックレベルで増やすプランファイ

ルを指定します。指定した場合、[アーカイブの基本時間
（Archive base time）]で指定された値がオーバーライドされ
ます。

基本プラン

ログメッセージの詳細レベルを設定します。デフォルト値は

30で、有効な範囲は 1～ 60です。
冗長

サンプルパラメータと代表的なプランの出力

このトピックでは、代表的なプランのサンプルパラメータと出力について説明します。

例 1

この例では、ネットワークのピーク時間は、毎日午後 4時から午後 7時です。このピークトラ
フィックをよりよく理解するために、この範囲内の各時間の代表的なトラフィックレベル（午

後 4時、午後 5時、午後 6時）を作成できます。週次予測を目的として、過去 5日間のサンプ
ルを使用してトラフィックレベルを作成します。出力ファイル名は「representation_day.pln」
で、期間内の最新のスナップショット（110502_0347_UTC.pln）を基本プランとして使用しま
す。このプランは、「バックボーン」という名前のアーカイブにあります。

使用するパラメータ：

•アーカイブ：バックボーン

•基本プラン：110502_0347_UTC.pln

•時間間隔長：60

•サンプル時間長：1

•間隔の開始：1600、1700、1800

出力：

デマンドがイ

ンポートされ

ませんでした

合計デマンド合計デマンド

トラフィック

インター

フェイスの

照合

Snapshot[トラフィック
レベル

（Traffic
level）]

445343534.3225110502_0347_UTC.pln16:00-17:00
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デマンドがイ

ンポートされ

ませんでした

合計デマンド合計デマンド

トラフィック

インター

フェイスの

照合

Snapshot[トラフィック
レベル

（Traffic
level）]

345447583.2325110502_0347_UTC.pln17:00-18:00

345450771.4925110502_0347_UTC.pln18:00-19:00

例 2

この例では、ネットワークのピーク時間は毎日午後 4時前後と、金曜日の午後 8時です。過去
2週間における、これら 6つの期間それぞれの代表的なトラフィックレベルを取得する必要が
あります。今日は火曜日であるため、昨日の午後 4時～ 5時の範囲と先週の月曜日の午後 4時
～ 5時の範囲を使用して、午後 4時トラフィックレベルが作成されます。代表的なプランファ
イルの名前は「weekly_peak.pln」です。基本プラン、110407_0423_UTC.plnは「acme」ディレ
クトリにあります。

使用するパラメータ：

•基本プラン：110407_0423_UTC.pln

•期間：週

•時間間隔長：60

•サンプル時間長：14

•時間間隔の開始：Mon1600、Tuesday1600、Wed1600、Thu1600、Fri1600、Fri2000

出力：

デマンドがイ

ンポートされ

ませんでした

合計デマンド合計デマ

ンドトラ

フィック

インター

フェイスの

照合

Snapshot[トラフィックレ
ベル（Traffic
level）]

21670243534.3297110407_0423_UTC.plnMon16:00-Mon17:00

21670247583.2397110407_0423_UTC.plnTue16:00-Tue17:00

22670150771.4995110407_0423_UTC.plnWed16:00-Wed17:00

21670256831.9197110407_0423_UTC.plnThu16:00-Thu17:00

23670048732.1893110407_0423_UTC.plnFri16:00-Fri17:00

21670253692.3997110407_0423_UTC.plnFri120:00-Fri21:00
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翻訳について
このドキュメントは、米国シスコ発行ドキュメントの参考和訳です。リンク情報につきましては
、日本語版掲載時点で、英語版にアップデートがあり、リンク先のページが移動/変更されている
場合がありますことをご了承ください。あくまでも参考和訳となりますので、正式な内容につい
ては米国サイトのドキュメントを参照ください。


