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HEEDY A MIEENDEEL TV ADOWNT N THEENEAET S VPN X,

* VPN DU —Z 7 — ADWEEE 7RI 2 5| S ZJFEE T U A L,

VPN IZIZ S ESERMENH Y 3, 2L 2E, bA¥2 (L2) VPN & LA ¥ 3 (L3) VPN
Db, TNEIUEEND T AV TR ->TEBY, XX —EHFDOVPNEERH Y £7,
% VPN ¥ A 72i%, B ORE EHFEN S Y £7°, Cisco Crosswork Planning @ VPN £ 7 /L
(I, = b=y MERRIZII T VA ¥ 2 RO WTANITIESNT, ZhbHD VPN #
AT HLEFAR— ML TWET,
LI T KOAFIZOWTHBILET,

« VPN €5 /L, on page 2

* VPN, on page 3

* VPN / — K, on page 6

s LA ¥ 3 VPN D4, on page 10

* VPN X = L —3 3 >34T, on page 13
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VPN FHIZT — 2 & X C& 25—

VPN / — K,

e LAY 2VPN : VPN T, (RIEEAA vF A
v HE—=T x4 X (VSI) ZEtefilx D
VPLS & LT,

« LAY3VPN: VPNIE, #HAEIZRT 7 1 v
7 BHRET D8O VPN J — R BEEf)
o —ED VREEZFELET, £<D
BE. ZO—E#O VRF I, H—0O@%x
i —e22FLET,

=7,

VPN / — K |VPN WOEEGIRA > b, 2 b
ITHEHE ) — RIZTFEL, &/ — K
\ZITHEE D VPN / — RZ2E8) 5
ZENTEET, 1DDVPN/ —
K1 120 VPN [ZDHFLE T

« LA ¥ 2VPN: VPN / — Fix, 11—
TRESNZVSI#FELFET,

« LA ¥ 3VPN: VPN /— Nix, 11—
TREESNTZVRFA LV AZ L AR LE
KR

VPN ) k7RO 2 & Bk

Cisco Crosswork Planning @ VPN h 7w ¥ b— M EReIL, Lv— ¥ —4 v & (RT) /LT,
FTAXVPN /— RO TNV Ay v a %t UTHENLSIVE T, Bt (Connectivity) | 7 a2 /37 o
%, [VPNOBEN/ARE (Add/Edit VPN) 17 ¢ > R TRESNET,

"

Connectivity

‘RT

(I

Full Mesh

VPN @ ~Rwa ¥ L& 887 5 Z & T, Cisco Crosswork Planning I%, FfED VPN O k7
74 v EBETDHVPN ) — FHOT <> REFIHTE, ZO7H, TDOVPNO FF 7 4 v
JEIRIET HA L H—T oA ZAEFHETEET, £D%, Cisco Crosswork Planning 1%, FFiE D
Rt JOMEREE S Y ATxt3 5 VPN OfasstE 23R T& £,

IRDOEEN T ENTWAEE, T~ RIZVPNICBEEM T ONET, 2FED ., FDOVPND

T T4 w7 ERIELET,
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«2 5@ VPN /— KNFE L VPN NIZdH 5,
¢« TV RNRVPN LRILY—ERT T RITH D,

« RT $fic & £52 VPN O5 DI, 1 5D VPN / — RO [RT=2 AR — bk (RT export) | 7
237 4 RO VPN / — RO [RTA AR — bk (RTimport) ] 70 /3X7 ¢ & —F§ 5 MEN
b5,

T R VPN ICBEHEM T OND &, ZORTEIZEY, FLULAN EIZHE0»DX T
T4y I R ABEEMT N T AR Y I 2 L — FENET,

VPN ICBEfTHT ST~ RiZiZ, ZOVPNHITOMD NF 7 4 v 7 2 BINTEDLZ &
MTEBZEITEBELTLIEE N,

i [5%B7 (Description) ]

TIVA A TV A vy 2L, VPN NO VPN / — R OB D 524732
Ay aThdld, TRTCHPHAICEETEET, 0K
1. TXToO VSI @O AGL IS W TH AR S 5
VPLS I8 W T — & T7,

Jo— ¥ =%~ (RT) N— KA =4y NI, LA ¥ 3VPN THEHAIND X B p
fit INTT U RAR—=I7 Ry bU—2728) #ETMUELET,
Z Z T, VRFIX, % VPN / — RIZEE SN [RT= 7 AR — K
(RT export) 1 7’12 /37 ¢ & [RTA > 7A— K (RT import) ] 7'H
RT 4 DREIZESNWT, AT =22 LET,

A VIR—NTZ I AR=F XTBH-TH, WHREEITERS
nEdA, LA FF 74w T7u— i, V=TT
D7 RREZA XA NEFTHEOFZRY £, &2 /—
RADRTAVAR—F"N/—KBDORTZZ AKR— k& —&T 5
e, J—RADPLB~D NI 7 4w 7 70 —RARERIZRD F
R

J—=RBMML/—RA~DNT 7 4 v 7a—%FEBT520%,
J—FRBIZ, /J—FADORT TV AR—F&—ET5HRT A
R— BRI TY, —ETEH4 KR —FENDHRTETT AKR—
FENDRT DZOMBEDLEICEY, EO VPN J— KR F—
B u T TEDLNPNERSNET, VPNAIZ LY VPN B #%
BlEET,

VPN

£ VPNIZ, TOVPNINTT —H EHTED—HD VPN / — R THER S E 4, VPNIZIZL,
VPN Z—EIZ#HAI L, VPNIND NT 7 4 v 7 DV—TF 4 7T HEZERT HROF—F 13
TAMBHY FET,

« [487 (Name) ]: VPN O—E D4 Hi,
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«[#A4 7 (Type) 1: VPN DX A 7, A7 a2 (VPWS, VPLS, F72/XL3VPN) /D%
RLUET,
o [B%#%¢ (Connectivity) ] : Cisco Crosswork Planning 7% VPN O#%ft L BT 27 <~ K& &
TOHLHEERELET,
s [Z/A > 2 (FullMesh) ]: VPNNOTXTOD /) — REICHEHEAFE L £9, Cisco
Crosswork Planning {X, VPN / — R® [RTA > A — ~ (RT Import) ] 77 37 1 & [RT
T AR—h (RT Export) | 7 X7 4 Z ML E5,
* [RT] : ##Ei%, VPN /— F®D [RTA »4"— bk (RT Import) ] 7'®m/ 7 1 & [RT=7 A
A—1F (RTExport) | 7 u X7 ¢ |ZHSEET,
s [—ER2Z T A (Serviceclass) ]: Z @ VPN IZBEHT Hiich—E R T &,
VPN MERR &5 &, VPN /— RO [VPN] Ra vy 77X U A MIFERENET,
VPN D 1E Rk
BLUW VPN Z/ER L, 8 TCVPN / — F&BMT 252 &R TEET (VPN ~D VPN / — KD
1B, on page 8% &)
# L LY VPN D ERK
B LU VPN 2Bk 9 5 121E, ROFIEZFEITLET,
Procedure

AT T30 77 A NEREEST (7077 ANV 22 . [y U —27&Ft (Network Design) ]3—
VICRRINET,

RATYT2 V=N _"=7b [FY3ar (Actions) | >[#EA (Insert) ]>[VPN (VPNs) ]>[VPN] DIEIZER L E
ﬁ‘o

F721

FlzsH 5 [y 8T —2 %~ U — (Network Summary) ]/3%/L"C, [VPN (VPNs) [ #7 D @l %7 U v
7 L/Szj—o

[VPN (VPNs) ] # 7%, [F#l (More) | # 7D FIZHY £F, BARIINLTORWEEIX, [T —7/VDFK
/RIFEF R (Show/hidetables) 17 A =22 () 27U w27 L, [VPN (VPNs) | F =y 7Ry 7 A%F I
LET,

ATw 73 [Name] 7 4 —/V RiZ, VPN O—Z D42 AN LET,

ATV T8 [¥AT (Type) | KT XTI VA RMNL, VPNZA THRRLET, 47 3 03, [L3VPN], [VPLS],
BLO[VPWS] T,

ATY TS WA AT L LTIRT] £721X [V A v = (Full Mesh) ] 28R L £7,
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ATFYT6 VPNOH—E X7 TR

ZIENL £,

ATy 7T BN (Add) 1227V 27 LET,

ATvT8

(A7 ar) #HLLSER LI VPNIZ VPN J —

RZEBMmL £,

RDIEN, onpage 8] #ZMML T 72Xy,

VPN 7—7J )L

FEAMZ OV T,

vns—71 [l

[VPN (VPNs) 17 —7/VICiX, VPNO T X7 ¢ B#ET L —E A7 TR NFT7 497,

BLOZEDO VPNIZEHEEND VPN / — ROERERRENET (Table 1: @HEERFD VPN 7 —
» QoS HITE DFEAIZ OV TIX, Quality of Service (QoS) 0)“/‘211/**\‘/3
VESRLTLIESY, ZZIORENTWRW [U—A M —A (Worst-Case) %

7 )L ¥, on page 5)

- -

NzZ>2uW\T

%, Table3: VPN 7 —7 /LD 2 o L—3 3 VD5, on page 145 SR L TL 72 &0,

\}

VPN ~(® VPN / —

Note |5~

FTRTCDOA L E—T oA RAHEANTWAED, ey fE=

4 v 7 B I ONQoS DEFEIL,

WD VPN IZHRES N —E 2275 Z2HD, VPNHOD
—IIT—T N B HEE

B &H

DEF, LA BFFNT 74 v 7 2k T 5 VPN BERS A TWD & XIZ, ry b

B x—

WA H =3y b N T T 4 I BRERENDIEGE

BHY ET,

\}

Note

TRTOIT7 4 v 7 BIOQoSEXIE, Hi%D VPN IZER SN —E AT T 2RI

VPN THEAENEZTRTOA v H—T =2 ATRESIND VT T 4 v 7 IZFESEET,

a2

Table 1: BEENEEFD VPN T— T L5

el

[£%B8 (Description) ]

[h—E A2 F X (Service class) ]

TOfE

ZO VPN ICEERM T LN TWBY—E R T TR, T—TLHNDOTX
X, 2OV —vR7 T AZEEMTONET,

[/ — R% (Numnodes) ]

ZDVPNIZEEND VPN J — RO,

[HE 7= (Util meas) ]

[,

ZOVPN A ENLTXTDOAL o F—T =4 ZADHIE

LY Wi TN

[ =2 b—bhSNEHFE (Ut sim) ]

T s RIEH =R,

ZOVPN CEHENDTRTOA v HA—T 2 ADV I 2L —F &

[AIE S 7=ikfzZo b

src traff meas) |

T4 v DRE

(Total | Z ™ VPN THIE &N 7=41E 7T b

T4 v DE,

[RIE STt b7 7 4 v 7 Of
dest traff meas) |

i (Total

Z D VPN CRIE SN b T 7 1 v 7 O,
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[£%BA (Description) ]

[ =2 b— b ENT=QoSiEK (QoS violation
sim) ]

ZOVPN THEAENDZ TR COA L Z—T =2 AT B, I =
L—RENZTRTORNT T 4 v 7O, BEEERFO K QoS iE X,
BMEDNIEDOYA, ER NSV 7,

[V = b— b E72QoSIER (%)

violation sim (%)) ]

(QoS

VIialb— bFEINEEEFHAUE—T A AT NNUT 4 DNN—F
F— L LTD QoS iE,

[H7E A 72QoSiEX  (QoS violation meas) ]

ZOVPN THHENDTRXTOAS o F—T7 =4 RZEHT D, HES
NIETXTORNT T 4 v 7O, BEEERFORK QoS Hi, HEN
EOEA, ERNH Y T,

[HIE &N 7=QoSE (%)
(%)) 1

(QoS violation meas

HWEESNTZEHA LV E—T 2 A AXF T 4 D=8 T—T L L
TP QoS JE L,

[E4E (Latency) ]

ZDO VPN THRAEINDITRTOT < KORKIELE,

[# 7 (Tags) ]

VPN Z I 7 —T b T& b 2 — Y —EZRDFHA T,

Sy FU—277Fay kv VPN ZEIRT L2 EIETEET A, VPNIZT—7 L EN L TDOH
BIREBIOP 7V FUETEET, BRTHE, VPNIZEENDLTXTHOVPN /) — R 7 a2y

kAR /R & E T (Figure 1: VPN A @ VPN / — R, on page 10) ,

VPN AMERT 51422 —T 4 ADEH

VPN IZBEAHT BN TWD A v ¥ —7 = f REFRTHICIE. VPN, “o, [A ¥4 —T AR
DT 14 )LZAE (Filter tointerfaces) | DNEIZEIRL 4, 74 VW HUFEINTZZNHDA
H—T 2 A AT _XRCGERTDHE, Xy MU —2 7y NI VPN OMENRERINET,

\}

Note [VPN] T —7 /L ClL, O VPN IZBHEMN T NI —E A7 T ADOHEEOHNHESND

7o, HEHEOMEMBIZT =7 LHTERLIGERHY £7,

VPN /= Kk, /= F#JET 5 VIN &, 77y FOL—F vV FEEWET 5, ko7 7
NI E - TERESNET,
«[¥4 b (Site) ]: VPN / — RBEET HH A+ D4R,

«[/—F (Node) ]: VPN / — RBFEET D/ — ROA4RT, 2D/ — R4 [/ —F
(Nodes) |17 —7 /L COLRNIRIG L ET,
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«[#A4 7 (Type) 1: VPN DX A 7, 77 4/ b ([VPWS]. [VPLS]. F£7-1% [L3VPN]) 7>
DIEIRT D0, XTFIMEE AN L TH LS A TEERTLIZ N TEES, AT D
ELVHILWVYPNZ A TR Ry XD A MIRRSIL, D VPN / — FEB L TUVVPN
CHEAFREIC 2D £,

[4 81 (Name) ]: VPN / — RDO4 i,

[VPN] : 2@ VPN / — RWBFEET S VPN 04|, Fry 77X oY 2 MOk, 247
(Type) 17 4 —/V RTEREINTZH A TOBEFD VPN NFERINET, VPN Zi%EH
FIZVPN ) — FEERCTE 98, ZOVPN/ —RIZVPNOA L AR—L LTy a2 lb—

VallEERERA,

RT #fi a2 X = L— M9 5121%, [VPNEEfE (VPN Connectivity) ] 71 /37 ¢ % [RT] IZ
BELTHDL, ZTZIZEENSMEHD VPN / — KT [RTA > A— bk (RTimport) ] 7 13X
TABLWRT=Z AR —F (RTexport) | 702 XT 4 ZRHETHLERDH Y 7,

[#B7 (Description) ]: VPN /— RD3FikA,

[RTA AR — bk (RTimport) ] & [RT=Z A4 — |k (RTexport) ]: RTHDO~T U 7z Xk
0. MEIZEH L TWD VPN 2 — RGBS vE T, FEIc oW TIE, VPN O ke ¥
L PEGE, onpage 2 SR L T X0,

(7> =) [RD]: /b— hihll - (RD) X, VRF ND/L— & &5 VPN F 721350
VPN IZET 26D LT—RICGHMNLET, 2Nk, BEEL— &2 m— L b—
TA4T T=TNVNT—EIZTHIENMTEET,

VPN / — FD1ER

&

ATy T2

ATvT3

Procedure

T T ANEREET (P77 ANERLSESR) , [y bU—273%F (Network Design) ]
NR=VICRRINET,

V== b [7O a2 (Actions) 1>[#A (Insert) ]>[VPN (VPNs) ]>[VPN/ — K (VPN
node) ] DIEIZEIR L E 9,

E e

FRlzH 5 [ry N —27 %<V — (Network Summary) ] /3%/L"C, [VPN./— K (VPNnodes) | ¥ 7 ®
279 v LET,

[VPN/ — K (VPNnodes) | % 7%, [iffll (More) | ¥ 7D TFIZH Y 3, RINTWRWGEIE,
[7— 7 VD F/FHF R (Show/hidetables) 17 A =212/ () 27V vZ7 L, [VPN/—F (VPNnodes) ]
Frv IRy 7 At I LET,

[+ PN
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ATvT4

ATy TH

ATvT6

ATy T17

ATvT8

ATvT9

ATv 710
ATy TN

[tk (Site) ] 74—/ R&[/—FR (Node) 17 4 —/L RT, VPN ./ — RBFIET DA FEEIRL,
VPN / — RRHEESINTND /) — RERLET,

[#A47 (Type) ] ey 7 X7 U R NNL, VPN XA T Z2@RIRLET, 47 3 0L, [L3VPN],
[VPLS]. X O [VPWS] T,

(481 (Name) ] 7 4 —/V RIZ, VPN / — RO4HIZANLET, —ETHLILETIHY FHA,
[VPN] Fe v 7FZ o U R b, ZOVPN /) — R&EBINT2 VPN Z2&IRLET, BrINdiTTo
VPN NFERENRWIGEIE, [#A47 (Type) | ey X7 A RNTIELWVPN A 7R EIRINT
WHNE I MPEER LT TZE W,

(A7 ar) VPN /) — REHEBT20HEAN LET, & 2L, WAX—ARENOGERH Y
EJr RN

VPN O##5i 25 RT DA%, [RTA A — b (RTimport) ] 7 4 —/L K& [RT=Z AR — k (RT export) ]
T4V RIZ, YT DHL— R E—Fy NEASHLET, BIO VPN /— RO 7 AR — K RT &R CA
VAR—=FRT ZFfOTXTDOVPN /—FRix, ZO VPN / — KK bH v I 7 4 w7 2ZETEEd, Blo
VPN / — RDA >R — K RT LRI L7 AR — K RT ZFFD VPN / — KX, LD VPN /—KIZ 7
T4y EREETEET,

(X7 ar) [RD] 74—V RiZ, v— Fi#Bl T2 A LET,

B (Add) 122U >7 LET,

VPN~ VPN / — FDENN

VPN (Z VPN / — RZBINT 512iE, ROFIEEZEITLET,

Procedure

ATy T

ATy T2

ATvT3

ATy T4

T T ANEREET (7T ANERSESR) o [y NU—275%EF (Network Design) ]3—
VILFERRSINET,

FHENC®H 5 [ hU—27 %~ VU — (Network Summary) ]/3%/LC, [VPN/ — K (VPNNodes) |17 —7 /L
D1 2Lk D VPN /— RERIR L, 7 Vw7 LET,

Note
H—® VPN J — FERETHHEEIE. [727 2> (Actions) 150D - >[#FE (Edit) |47 a &l
HIrZ L TEET,

[VPN] ey 7 Z U A RT, VPN / — RZiBI17 % VPN 23R L 7, RINDHITT D VPN A&
IRENRWGAE, (A7 (Type) | Fu vy 7 X7 U ARNTIELWVPN X A ZTHEIRINTNDENE D
NEMERL TSN,

[fR7E (Save) |27 U v 7 LET,
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VPN / —kT—TJJL

[VPN/ — K (VPN Nodes) ] 7—7/MZiX, VPN /— RO 7 a7 0L VPN ND VPN J —
ROBMRB L OED N T 7 4 v 7 ZiAT DFNRRRFIINET,

Table 2: VPN / — FT7—TJ )L

5l [5%BA (Description) 1]

[ EE#E5L (Total connect) ] RT A VR—RERT =7 AKR—bOXT VT TERSINTZ, ZOVPN / — K
B STV D VPN / — Rk, Zhubix, FU VPN NIZH 56 & e
ERHH ET,

[VPN##5¢4% (VPN connect) ] Z O VPN / — RiZHE S, [VPN]AITER SN TS VPNNIZH D VPN / —
N2k &

[VPN/ — K% (Num VPN nodes) ]|[VPN]FITEZRSN TS, ZTD VPN /— RBETSH VPN ND / — RD¥,
VPN / — RR VPN IZE L TWWEE, ZOMEE Mha) (2720 £,

[ESNERET N T 74927 | 2D/ —RTVPNICASL, MIESNIE T 74 v 7 OE HMETL T 74 v
(Src traff meas) ] 7)

(AE SN fefe b7 70y |20/ —RTVPNROID, MESNTE NT 7 4 v 7 OfE (kL7714 >
(Dest traff meas) ] 7)

[# 7 (Tags) ] VPN / — RZH—O VPNIZHHIZ /L —7 L T& 52— —EZDOiAIF. VPN
— NIZZ 7 %fF1TF 5L, %TVPN Z{EKT 25 & &2, # 7 %ML TVPN
J— R&@Rc&E £7,

Ty RNU—=77 0y bibH VPN /= REBRTHZ L3 TEEEA, ThBIFT =7 &)
LTORERBL VT A VA UETEET,

[VPN/ — K (VPN Nodes) ] 7—7 /L £ 721X [VPN (VPNs) | 7T — 7/ Hi®ING 25 & BE
oA e ZDH A MO ) — RHRFREADOMH TREIVET (Figure 1: VPN N VPN
/— K, on page 10) ,
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Figure 1: VPN R VPN / — K

cri.atl

erl.atl

L 1 7 3VPN 0l

ZOFNE, Acme BUERKIZ 3 DDA T 4 ABRH LM, 2ODTF L F AT 4 A (erl.par B &
Werl.fra) 3Kt (erlllon) L DOHT =X ERZWTHZ LaFFA[T5HF VA EZRLTNET,

{ Acme VPN ert.bru

I 5T, AfhiE, Acme VPN 272V SP VPN / — K (erl.bur) &i@fs L £, Figure 2: RT £
L Acme VPN 7 > 7 o ]\@W onpage 111X, Acme VPN O 7 v 7Y v & ZOHICE
EFNDHTRTD VPN /) — FIZRE I RT Z/r L TWET,

* VPN O£ HillZ Acme C, [##t (Connectivity) (% [RT]. [# A 7 (Type) ]1%[L3VPN]IZ
RESNTWNET,

CRIZ, KT T FAT 4 AL Acme VPN IZRE SN TEY | [# 47 (Type) 1% [L3VPN]
T,

. VW®DhYzalb—3y
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c Acme VPN IZE ENAHMD 2 OO VPN /) — K& F— X 54 572012, AtE (erl.lon)
X, A7 4 ADZ 7 AR —FEfo— b Z—5 > b 2:1 (erl.par) BELO3:1 (erl.fra)
A VAR—FLET,

e IT, AfE (erllon) 1X, V—FX—F v 11l BTV AR—FLET,

INH3IDODOMDO VPN ) — K (W HFDA 7 4+ AL SPVPN J — K)
FLET,

SP VPN / — K (erl.bur) IX Acme VPN IZE FILTWRUW =8, erl.lon & DEEIX. D VPN
DA THFAMNACIEH Y ETHA,

T _T, ThaeA R—

Acme VPN VPN Nodes SP VPN Node
Name:* Type * L3VPN Type * | 3vpN
Type * L3VPN Name * Name *
Connectivity l RT VPN Acme VPN Edit to change

Figure 2: RT #%fit & Acme VPN 7 v 7" U > h D, onpagel]@VPN7y NI
& erl.bur [ O[AIFE CHREE & 72 1 XFEE A L2
T, 7272 L. 2007 T T AT 4 AROERROREE L, BERE2ZITEHA, Z OEEII Figure
3:Acme VPN IZEEND T T T4 7 4 AfORkEE 0)1’5] on page 12 _/Téﬁfb\i‘?“o h
I, VPN IZBEfH T oe T~y RBFAL—T 4 U 7 ENTHW RN E AR L THET,

Figure 2: RT#%: & Acme VPN 7 71 » LDl

1%, erl.fra
VPN RREBEZITHZ L ERLTWVE

RT import 11
RT import 2:1; 3:1;100:100 ﬁ RT export 100:100
RT export L il AMS\ %0 ﬁo:zo
RD 7:1
Headquarters - LO BRU
SP - BRU
Office - FRA
RT import @
FRA
RT import 11
RT export PAR P
Office - PAR
RD RT export 31
RD 73
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Figure 3: Acme VPN IZEENZ TS5 U F 4 7 « A DEZDHI

FRA

”

PAR

Z OFITIL, Figure4: Acme VPNIZJETH VPN / — K& T~ RTT 4 VX MEL S 37 Acme
VPN, on page 13/, Acme VPN [ZJ§9 %5 VPN / — K& BT 57~ RhT7 740 v 7 ICH
9% Acme VPN O 7 ¢ L H LA /R L CWET, 72, [VPN/ —F (VPN Nodes) | 7—7 /b
D [tk (Total connect) |41 & [VPN#EZiEL (VPN Connect) | FIDFHE /R L TWVET,

o K%L (erllon) ZfF7ET 5 VPN J — ROBEEREIT, D/ — KXl 3 50 VPN / —
RETFT—H BT 5720, HAKTT,
KA T 4 AL —E AT TN, HX— VPN /— RO [¥##5i4% (Total connect) ] FIDEIT 2
<7,

« &4t (erl.lon) IZfFfET 5 VPN / — R VPN 833, D/ — RN 25D F 7 4 A &

F— B, 2O0DF T 4 ALRUVPNIZEEN D=, K TYT, 3-2OVPN J —
RiZ+~_T, ML VPNL&EZIHLET,

KA T 4 AEFRC VPN INOD 1 DD VPN J — R EDRBET D720, K47 4 A0 [VPNEHE
% (VPN connect) ] #IOfEIZ 1 T,

P—E AT TN A X —VPN / — K (erl.bur) IL, EF N2 VPNIZFELRWZD, [VPNEE
f5¢48 (VPN connect) ] IO 0TI,
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Figure 4: Acme VPN IZET B VPN / — K&, TI 2 FTI 4 LA B S iz Acme VPN

These VPN nodes ...

VPN Nodes Selected 0/ Total 5 1) &)

o .

fii

Node Type Name VPN Descripti... RT import RT export RD Total connect VPN connect NumVPNn... Srctraffm... Dest traff ... NetintVirtualCir... Actions
OCOI ) ) | ( w ) ) ( ) ( ) ( ) )
D erllon L3VPN Acme_... Acme Acmelinc.. 2:1;3:1;100.. 11 71 4 3 4 NA NA NA
D erl.par L3VPN Acme._... Acme Acmelinc.. 11 21 72 2 1 4 NA NA NA
D erlfra L3VPN Acme_... Acme AcmeInc.. 11 31 7:3 2 1 4 NA NA NA

Belong to this VPN. This VPN filters to ...

VPNs Selected 0/ Total 1 1) (&)

a - =
Name Type Connectivity ~ Serviceclass ~ Numnodes  Util meas util sim Totalsrct... Totaldest... WC util WC failures WC traffic level Latency Actions

OC O C I ) ( ) ( ) ( ) ( ) ( ) ( ) ( ) ( ) ( ) ( )

O Acme L3VPN RT VPN 4 NA 55.37 NA NA NA NA NA 0

These demands

Demands Selected 0/ Total 6 ) @&
Source Destination Traffic + ECMP min % Maximum latency Diff min possible latency Path metric Routed Actions

O ) ( ) ( ) ( ) ( ) ( ) ( ) ( )

() ertpar erllon 344.39 100 0 0 210 true

O enfra erllon 133.48 50 0 0 220 true

(J ertion erl.par 7798 100 0 0 210 true

(J ertion erlfra 2597 50 0 0 220 true

VPN > 2alL—2 3 ah

Yial—varatiy—n (V=R =nb, [FTY 32 (Acdions) 1>[Y—IL (Tools) ]>
[2al—2 329 (Smulation analysis) | DNRIZIEIR) #FET7T5HL, VPNOU—Z |k
r—ZDM R X OUEEA VPN T — 7 UZiEk T 524 F v a b v £4, 2ok, >
[V—ANr—RX%&B| R ZTEE (FailtoWC) |F/IL[V—RA N —ADIEBIEFF & T
%5 (Fail to WC latency) | A 7'V a V2 ZNEIVEHL T, V—RA N — 2O HEE 21T
V—A N —ADBLEZ G EEZTHEELFESED VPN ZiBIRTE £,

Initializers >

Tools > [ Simulation analysis Calculate VPN worst-case utilizations and latency

)

Note -~ _COEEIL, YD VPNICERINT-H—E A2 T ZAHICFD VPN CHEH 5T T
DA VHE =T 2 A ATIRIEEIND N T T 4 v 7 IZHESNHNTITbhbILE T,

Valb—Ta gk T 5L, [VPN (VPNs) | 77— 7V TIROFINREFSNET,

VWWNDLZal—3> .
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Table 3: VPN T—J IO 2 2 L—2 3 V3D

el

[5%88 (Description) ]

[V—A Mr—ZADOfH#E (WCutil) ]

FARTOMESF U BT DT — & kA — A0 VPN 5,

[V—A Nr—ZADkEE (WCfailures) ]

VPN DU — A M — ADMF R EZ 5| & i 2 3FEE,

[V—ARNFr—ADKNTT7 47 LN
)b (WC traffic level) ]

[V—A Nr—ADOEHZE (WCutil) [FITRESNTA L Z—T A ADfEH
REGIERZT T T 4 w7 L,

[U—A 7 —ADQoSiES (WC QoS
violation) ]

ZDOVPN THAENZTRTOA U H—T =2 AZBETEHT—A Mr—2D
QoSEX DI KM, QoSIENIX, V—ANFr—AD T 7 4 v I b, HFAS
NBT—RA RN —ADF ¥ RV F 4 (T—R Mr—2AD QoS HER) #5Ivi-
fEEELL 720 7,

[U—Z hr—Z2DQoSIEM (%)
QoS violation (%)) ]

(wWc

XY XU T4 OR— TV L L TERIND, ZOVPNIZEEND T
TOA V=T 2 A AT EHT—A 7 —AD QoS 1E D i fiti,

[J—A hr—ADIEIE (WClatency) ]

ERBINLHEES T Y FITEBIT H R VPN BIE,

[V—Z N —ZDIELEDEE (WC
latency failures) ]

7 — A Nr—A®D VPN BBIE & 5| &l = 3,

. VPNDOYZal—3Y



BERICDOWT

CORF2IAVMNEI, RKEVRAOARITRF 2 AV MNDSEMRTT, YV IBHRICODEXLTIE
. BERBRIBEFAT. ZEBRICTZ Y 77— DHD. UV IEOR-IHBEI/LTEThTWNS
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TIKETAIPMDRF AV M ESELESZL,



