
デマンドを使用した送信元から接続先への

トラフィックフローのシミュレーション

Cisco Crosswork Planningは、「デマンド」を使用して、ネットワーク上の潜在的なトラフィッ
クフローの送信元と接続先を記述します。ルートシミュレーションにより、このトラフィック

が送信元から接続先までたどるルートが決定されます。このルートは、トポロジ、ルーティン

グプロトコル、およびネットワークの障害状態によって決定されます。IGPルーティングをモ
デル化する場合、これらの送信元と接続先は、トポロジ内のノードまたはインターフェイスで

す。基本的なAS間ルーティングをモデル化する場合、送信元と接続先は、隣接する外部AS、
それらの AS内のピアリングノード、またはそれらのピアリングノードへのインターフェイス
です。

各デマンドには、指定された量のトラフィックがあります。このトラフィックをデマンドに組

み込む方法はいくつかあります。たとえば、デマンド推論ツールを使用して、測定されたトラ

フィックに基づいて、デマンドごとのトラフィックの現実的な量を計算します。

デマンドトラフィックは、CiscoCrossworkPlanningのシミュレーションおよびトラフィックエ
ンジニアリングツールの多くの基礎となります。ネットワークの効果的なプランニング、設

計、導入、および運用には、デマンドとデマンドトラフィックの正確なセットが不可欠です。

トラフィックの傾向とトラフィックの増加を正確に予測するには、デマンドの正確な知識が不

可欠です。

この章では、デマンドの作成方法やトラフィックの推定方法など、デマンドについて説明しま

す。

ここでは、次の内容について説明します。

•デマンド, on page 2
•デマンドの使用方法, on page 5
•デマンドおよびデマンドメッシュの作成, on page 6
•デマンドの可視化, on page 10
•デマンドトラフィック, on page 14
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デマンド
Cisco Crosswork Planningのデマンドは、ネットワーク上の潜在的なトラフィックフローの送信
元と接続先を記述します。デマンドは、シミュレーションされたモデルを介してトラフィック

をルーティングする方法を決定するため、現実的なデマンドとデマンドメッシュ（「デマンド

メッシュ, on page 4」を参照）を作成することは、Cisco Crosswork Planningから得られる他の
情報の精度を確保するために不可欠です。そのため、すべてのデフォルトは、ほとんどのネッ

トワークモデルに最適なデマンドおよびデマンドメッシュを作成するように設定されていま

す。

選択したデマンドパスは、青色で表示されます。「A」は送信元を示し、「Z」は接続先を示
します。

Figure 1:デマンドルート

各デマンドは、それを定義する一意のプロパティ（キー）、その他のプロパティ、およびトラ

フィックで構成されます。次のリストに、これらを要約します。プロパティの完全なリストに

ついては、[デマンド（Demands）]テーブルの使用可能な列を参照してください。

各デマンドは、次の 4つのプロパティを一意に組み合わせることで定義さ
れます。

一意のプロパ

ティ（キー）

[名前（Name）]：デフォルトでは空白です。

[送信元（Source）]：ノード、インターフェイス、外部 AS、または外部エ
ンドポイント。

[接続先（Destination）]：ノード、インターフェイス、外部 AS、外部エン
ドポイント、またはマルチキャスト接続先。
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[サービスクラス（Serviceclass）]：トラフィックのユーザー定義の分類（音
声、ビデオなど）。

一般に使用され

るプロパティ

[遅延境界（Latencybound）]：通常動作時に、デマンドで許容される最大遅
延を設定するポリシー。このプロパティは、Cisco Crosswork Planningトラ
フィックエンジニアリングツールで使用されます。

[トポロジ（Topology）]：デマンドは、特定の IGPに割り当てることがで
き、その IGPに属するインターフェイスを介してのみルーティングされま
す。

[プライベートLSP（Private LSP）]：デマンドがプライベートLSPに関連付
けられている場合、そのデマンドはその LSPを介してのみルーティングで
き、その LSPを通過できる唯一のデマンドがこのデマンドになります。

既存のデマンドを既存のプライベート LSPに関連付けることができます。
[プライベートLSP（PrivateLSP）]ドロップダウンリストには、選択したデ
マンドに現在関連付けられているプライベート LSPが表示されます。別の
プライベート LSPを選択することも、[なし（None）]を選択して関連付け
られた LSPを削除することもできます。

[アクティブ（Active）]：シミュレーション中にアクティブなデマンドのみ
がルーティングされます。

[再ルーティング可能（Reroutable）]：障害を回避するデマンドのルーティ
ングを有効または無効にします。障害を回避する再ルーティングをオフに

すると便利な場合があります。

[LSPが必要（Require LSP）]：このオプションをオンにすると、Cisco
Crosswork Planningのシミュレーションでは、そのデマンドのルーティング
で LSPのみが使用されます。これが不可能な場合、デマンドはルーティン
グされません。デフォルトでは、このオプションは無効になっています。

デフォルトでは、デマンドのトラフィックはゼロであるため、シミュレー

トされたトラフィックをデマンドに追加する必要があります。

デマンドトラフィックは、デマンドのサービスクラスに属します。

デマンドトラフィックはトラフィックレベルごとに設定できます。

トラフィック

デマンドの送信先と接続先

送信元と接続先を作成する場合は、次の推奨事項に従ってください。

•内部ルーティングの場合は、ノードを使用します。

•外部ASの場合は、AS、ノード、およびインターフェイスの組み合わせを使用します。イ
ンターフェイスを使用すると、デマンドトラフィックがノードに出入りする正確なイン

ターフェイスを指定できます。
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•複数の送信元または接続先（および複数のフェールオーバーシナリオ）が必要な、より複
雑なルーティングの場合は、外部エンドポイントを使用します。

•マルチキャストルーティングの場合は、マルチキャスト接続先を使用します。

ノードに複数のインターフェイスがアタッチされており、デマンドがそのノードを送信元また

は接続先とする場合、トラフィックは、IGPメトリックやBGPポリシー（ピアリング回線上）
などの他のプロパティに応じて、それらのインターフェイスの1つ以上に分割されます。ただ
し、これらのインターフェイスの 1つだけを指定できます。

インターフェイスをデマンドの送信元として使用する場合、その送信元はインバウンドイン

ターフェイスです。インターフェイスをデマンドの接続先として使用する場合、その接続先は

アウトバウンドインターフェイスです。

Note

デマンドメッシュ

デマンドメッシュは、ネットワークのすべてまたは一部に多数のデマンドを作成するための時

間効率のよい方法です。デフォルトでは、Cisco Crosswork Planningは、ノード、インターフェ
イス、外部AS、および外部エンドポイント間に送信元/接続先メッシュを作成します。また、
異なる接続先セットを使用してデマンドメッシュを作成する機能など、高度なオプションもあ

ります。

デマンド遅延境界値

各デマンドには、遅延境界を設定できます。これは、通常動作時にデマンドで許容される最大

遅延を設定するポリシーです。これらは、トラフィックエンジニアリングツールのルート選

択のガイドとして使用できます。シミュレーション分析ツールは、これらの値を使用して、

ワーストケースの障害が発生したときに遅延境界に違反するかどうかを判断できます。

[デマンド（Demands）]テーブルには複数の [遅延（Latency）]列があります。主なものは次の
とおりです。

• [平均遅延（Average latency）]：すべての ECMPサブルートでの平均遅延。

• [最小遅延（Minimum latency）]：すべての ECMPサブルートでの最小遅延。

• [最大遅延（Maximum latency）]：すべての ECMPサブルートでの最大遅延。

• [可能な最小遅延（Minpossible latency）]：デマンドが取る可能性のある最短パスの合計遅
延。

• [差分最小可能遅延（Diff min possible latency）]：最大遅延から、可能な最小遅延を引いた
値。

• [遅延境界（Latency bound）]：デマンドで許容される最大遅延。

• [差分遅延境界（Diff latency bound）]：遅延境界から最大遅延を引いた値。
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デマンドの使用方法
デマンドは、次の目的で使用できます。

推奨される手順目的

1. トラフィックの発信元に基づいてデマンドメッシュを作成しま
す。たとえば、すべてのトラフィックがエッジルータ間にある

場合は、それらのエッジルータ間にデマンドメッシュを作成し

ます。詳細については、デマンドメッシュの作成, on page 7を
参照してください。

2. デマンドトラフィックを手動で設定するか、[デマンド推論
（Demand Deduction）]ツールを使用して設定します。詳細につ
いては、「デマンドトラフィックの変更, onpage18」および「デ
マンド推論を使用したデマンドトラフィックの推定, onpage26」
を参照してください。

検出されたネットワー

クをモデル化する

1. デマンドメッシュを作成します。詳細については、デマンドメッ
シュの作成, on page 7を参照してください。

2. トラフィックを設定した後、Cisco Crosswork Planningのツール
を使用してトラフィックを増加させ、ネットワークへの影響を

分析します。デマンドの増加をインポートしたり、選択されて

いるデマンドトラフィックを変更して増加をエミュレートした

り、デマンドグループ化やその他の予測ツールを使用すること

ができます。詳細については、トラフィック増加の影響の評価

を参照してください。

ネットワークでの将来

の使用状況をモデル化

する

1. デマンドメッシュを作成します。詳細については、デマンドメッ
シュの作成, on page 7を参照してください。

2. デマンドを使用したトラフィックのシミュレート, on page 16で
説明されている方法を使用して、デマンドトラフィックを設定

します。

ネットワークを設計す

る

デマンドトラフィックに応じて、Cisco Crosswork Planningのさまざ
まなツールを使用します。

既存のプランを分析す

る
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デマンドおよびデマンドメッシュの作成

デマンドの作成

送信元と接続先の識別を除き、すべての選択とエントリはオプションです。

Procedure

ステップ 1 プランファイルを開きます（プランファイルを開くを参照）。[ネットワーク設計（Network Design）]
ページに表示されます。

ステップ 2 ツールバーから、[アクション（Actions）] > [挿入（Insert）] > [デマンド（Demands）] > [デマンド
（Demand）]の順に選択します。

または

右側にある [ネットワークサマリー（Network Summary）]パネルの [デマンド（Demands）]タブで、
> [デマンド（Demands）]の順にクリックします。

ステップ 3 デマンド名を入力します。

ステップ 4 送信元をノード、インターフェイス、外部AS、または外部エンドポイントとして指定します。必要に応
じて、送信元の他の詳細情報を選択します（Figure 2:送信元と接続先のオプション, on page 6を参照）。

ステップ 5 接続先をノード、インターフェイス、外部AS、外部エンドポイント、またはマルチキャスト接続先とし
て指定します。必要に応じて、接続先の他の詳細情報を選択します。

Figure 2:送信元と接続先のオプション
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ステップ 6 サービスクラスを選択します。サービスクラスがない場合は、新しいサービスクラスを作成して選択し

ます。新しいサービスクラスの作成手順については、「サービスクラスの作成」を参照してください。

ステップ 7 遅延境界の値を入力します。

ステップ 8 トポロジを選択して、そのトポロジに属するインターフェイスまたは LSPだけにデマンドルートを制限
します。デフォルトでは、ルーティングは無制限です。

ステップ 9 Cisco Crosswork Planningのシミュレーションにデマンドを含める場合は [アクティブ（Active）]をオン
（デフォルト）のままにします。このデマンドをシミュレーションから除外する場合は [アクティブ
（Active）]をオフにします。

ステップ 10 各トラフィックレベルについては、[編集（Edit）]ボタンをクリックしてトラフィックの量を指定する
か、空のままにしてデマンド推論ツールを完了します。

ステップ 11 各トラフィックレベルには、[編集（Edit）]ボタンをクリックして、予測目的で使用する増加率を指定し
ます。詳細については、トラフィック増加の影響の評価を参照してください。

ステップ 12 [追加（Add）]をクリックします。

デマンドメッシュの作成

デマンドメッシュを作成するには、次の手順を実行します。

Procedure

ステップ 1 プランファイルを開きます（プランファイルを開くを参照）。[ネットワーク設計（NetworkDesign）]ペー
ジに表示されます。

ステップ 2 ツールバーから、[アクション（Actions）] > [挿入（Insert）] > [デマンド（Demands）] > [デマンドメッ
シュ（Demand mesh）]の順に選択します。

または

右側にある [ネットワークサマリー（Network Summary）]パネルで、[デマンド（Demands）]タブをクリッ

クし、 > [デマンドメッシュ（Demand mesh）]の順にクリックします。

ステップ 3 [デマンドメッシュの詳細（Demand mesh details）]パネルで、次の手順を実行します。

a) デマンド名を入力します。同じ名前を使用するデマンドが大量に作成されないように、デフォルトで
は名前はありません。名前は、ネットワークの特定エリア（VPNなど）を識別する必要がある場合に
役立ちます。ただし、デマンド名を使用しないことで、すべてが同じ名前のデマンドを大量に作成し

ないようにすることができます。

b) サービスクラスを選択します。
c) トポロジを選択します。

ステップ 4 [送信元（Source）]パネルで、次の手順を実行します。

[送信元（Source）]チェックボックスから 1つ以上の送信元を選択します。オプションには、ノード、外
部AS、および外部エンドポイントの使用が含まれます。デフォルトでは、これらのオプションがすべて選
択されています。また、使用可能なすべてのノード、外部AS、および外部エンドポイントが選択されてい
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ます。各オプションの横にある [編集（Edit）]ボタンを使用して、必要なノード、外部AS、または外部エ
ンドポイントのみを選択します。

ステップ 5 [接続先（Destination）]パネルで、次の手順を実行します。

a) 送信元として選択したもの以外の接続先へのデマンドを作成する場合は、[個別の接続先セットを指定
（Specify separate set of destinations）]チェックボックスをオンにして、その他の必要な詳細を選択しま
す。

b) デマンドを一方向でのみ作成する場合は、[接続先から送信元へのデマンドも作成（Also create demands
from destination to source）]チェックボックスをオフにします。これは、別の接続先セットを選択した
場合にのみ適用されます。

ステップ 6 次のいずれかのオプションについて、[その他のオプション（Other options）]パネルを展開し、必要な変更
を加えます。

• [同じ名前の既存のデマンドを削除（Delete existing demands with same name）]：新しいデマンドが作成
される前に、既存のすべてのデマンドを削除します。デフォルト（オフ）では、既存のデマンドが保

持され、新しいデマンドが追加されるだけです。

• [外部ASノードとの間でインターフェイスエンドポイントを使用（Use interface endpoints to/fromexternal
AS nodes）]：外部 ASのデマンドを作成する際、送信元/接続先タイプのインターフェイスを使用し、
外部ASの各ノードに接続されているすべてのインターフェイスのデマンドを作成します。AS関係と
ルーティングポリシーについては、BGPルーティングのシミュレーションを参照してください。

• [AS関係を保持（Respect AS relationships）]：オンにすると、ルーティングポリシーで定義されている
既存のAS関係が保持されます（デフォルト）。オフにすると、AS関係が再作成されます。ルーティ
ングポリシーのプロパティは、[AS関係の編集（Edit AS Relationships）]ウィンドウで定義されます。
AS関係とルーティングポリシーについては、BGPルーティングのシミュレーションを参照してくだ
さい。

• [外部メッシュ設定を保持（Respect external mesh settings）]：オンにすると、外部 ASメッシュ用に定
義されている既存の外部メッシュ設定が保持されます（デフォルト）。オフにすると、外部 ASメッ
シュが再作成されます。外部メッシュのプロパティは、[ASの編集（EditAS）]ウィンドウで設定され
ます。

• [自身へのデマンドを含める（Include demands to self）]：送信元ノードと接続先ノードが同じであるデ
マンドを作成します（デフォルト）。

ステップ 7 [保存（Save）]をクリックします。

LSPのデマンドの作成
LSPのデマンドを作成するには、次の手順を実行します。
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Procedure

ステップ 1 プランファイルを開きます（プランファイルを開くを参照）。[ネットワーク設計（NetworkDesign）]ペー
ジに表示されます。

ステップ 2 右側にある [ネットワークサマリー（Network Summary）]パネルで、[LSP]タブをクリックします。

ステップ 3 をクリックし、[LSPのデマンド（Demands for LSPs）]を選択します。

ステップ 4 デマンドを実行する LSPを選択します。

ステップ 5 結果のデマンドのサービスクラスを選択します。

ステップ 6 新しく作成されたデマンドのトラフィックを選択します。

• LSPセットアップ帯域幅に等しいトラフィック

• LSP測定に等しいトラフィック

•ゼロ（デマンド推論の使用、インポート、手動変更など、他の方法でデマンドトラフィックを挿入す
る必要がある場合に適している）

ステップ 7 これらのデマンドをこれらの LSPのみに設定するという制限を削除するには、[LSPをプライベートとして
マーク（Mark LSPs as private）]をオフにします。それ以外の場合、デフォルトでは、これらの LSPが結果
のデマンドだけを使用するように制限されます。

ステップ 8 [Submit]をクリックします。

デマンド遅延境界値の設定

[デマンドの編集（Edit Demands）]ページを使用して、デマンド遅延境界を固定値に設定でき
ます。すべての値の単位は ms（ミリ秒）です。

デマンド遅延境界を設定するには、次の手順を実行します。

Procedure

ステップ 1 プランファイルを開きます（プランファイルを開くを参照）。[ネットワーク設計（NetworkDesign）]ペー
ジに表示されます。

ステップ 2 右側にある [ネットワークサマリー（Network Summary）]パネルで、[デマンド（Demands）]テーブルから
1つ以上のデマンドを選択します。

ステップ 3 をクリックし、[デマンド（Demands）]を選択します。

Note
単一のデマンドを編集している場合は、[アクション（Actions）]列の下にある > [編集（Edit）]オプ
ションを使用することもできます。

デマンドを使用した送信元から接続先へのトラフィックフローのシミュレーション
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ステップ 4 遅延境界の固定値を設定するには、[遅延境界（Latency bound）]フィールドに値を入力します。

遅延境界を削除するには、このフィールドのテキストを削除します。

ステップ 5 [保存（Save）]をクリックします。

デマンドの可視化
ネットワークプロットにデマンドパスを表示するには、それらを [デマンド（Demands）]テー
ブルで選択します。それらは、ネットワークプロットに青い矢印として表示されます。「A」
は送信元を示し、「Z」は接続先を示します。サイトがネストされている場合、これらの「A」
および「Z」ラベルは、関連するすべての子サイトに表示されます。ネットワークプロットに
表示するデマンドは 3つまで選択できます。[ネットワークサマリー（Network Summary）]
テーブルで選択したデマンドにカーソルを合わせると、ネットワークプロットで強調表示され

ます。

Figure 3:デマンドルート

参加しているノードのみを表示

選択したデマンドに関連付けられているノードのみを表示するには、次の手順に従います。
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手順

ステップ 1 プランファイルを開きます（ [プランファイルを開く（Open Plan Files)]を参照）。[ネットワーク設計
（Network Design）]ページに表示されます。

ステップ 2 [デマンド（Demands）]テーブルからデマンドを選択します。

ステップ 3 ネットワークプロット内の [参加中のみ（Participating Only）]チェックボックスをオンにします。

図 4 :参加ノードのみ

次のタスク

前のビューに戻るには、ネットワークプロットで [参加のみ（Participating only） ]チェック
ボックスをオフにするか、[グループを表示（Show Groups） ]チェックボックスをオンにし
ます。

トラフィックの再ルーティング

デマンドは、障害を回避してトラフィックがどのように再ルーティングされるのかを示すため

に最も一般的に使用されます。青色の点線は、再ルーティングされたデマンドを表していま

す。ブラウンの点線は、別のルートと重複するルートを表します。

デマンドを使用した送信元から接続先へのトラフィックフローのシミュレーション
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図 5 :デマンドの再ルーティング

最短の IGPパスと遅延パス、および重複したパスを表示します
最短の IGPパスおよび最短の遅延パスの説明については、IGPルーティングプロトコルのシ
ミュレーションを参照してください。

最短の IGPパスの表示

デマンドの最短の IGPパスを表示するには、次の手順を実行します：

1. ネットワークプロットの [マップオプション（Map options）]アイコン（ ）をクリッ

クし、[デマンド（Demands）]タブの [最短の IGPパス（Shortest IGP paths）]チェック
ボックスをオンにします。

デフォルトでは、 [シミュレートされたパス（Simulated paths）]オプションが選択されて
おり、デマンドが青い矢印として表示されます。

2. [デマンド（Demands）]テーブルからデマンドを選択します。

最短の IGPパスは、ネットワークプロットに濃い緑色の矢印として表示されます。「Figure 6:
最短の IGPおよびレイテンシパス、およびオーバーラップパス, on page 14」を参照してくださ
い。

最短の遅延パスの表示

デマンドの最短の遅延パスを表示するには、以下の手順を実行します。

デマンドを使用した送信元から接続先へのトラフィックフローのシミュレーション
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1. ネットワークプロットの [マップオプション（Map options）]アイコン（ ）をクリッ

クし、[要求（Demands）]タブの [最短の遅延パス（Shortest latency path） ]チェックボッ
クスをオンにします。

2. [デマンド（Demands）]テーブルからデマンドを選択します。

最短の遅延パスは、ネットワークプロットに薄い緑色の矢印として表示されます。「Figure 6:
最短の IGPおよびレイテンシパス、およびオーバーラップパス, on page 14」を参照してくださ
い。

重複したパスの表示

[マップオプション（Map options） ]アイコンで複数のオプションを選択し、ルートが別の
ルートと重複している場合、ブラウンの矢印が表示されます。
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13

デマンドを使用した送信元から接続先へのトラフィックフローのシミュレーション

最短の IGPパスと遅延パス、および重複したパスを表示します



Figure 6:最短の IGPおよびレイテンシパス、およびオーバーラップパス

デマンドトラフィック
デマンドトラフィックは、デマンドがネットワークを介して伝達しようとしているトラフィッ

クの量です。たとえば、デマンドトラフィックは、シミュレーション中にインターフェイス使

用率を計算するために使用されます。デフォルトでは、デマンドにはトラフィックがないた
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め、シミュレートされたトラフィックはありません。デマンドトラフィックを追加する最も複

雑で強力な方法は、デマンド推論ツールです。このツールは、測定されたトラフィックの値か

らデマンドトラフィックを推定します。

トラフィックレベル

トラフィックレベルは、プランファイル内のさまざまなトラフィックデマンドシナリオを表し

て管理する方法です。これらにより、さまざまなトラフィックシナリオで柔軟な分析と計画が

可能になります。

複数のトラフィックレベルを作成し、デマンドを特定のトラフィックレベルに関連付けること

ができます。表示されるトラフィックレベルによって、プロットとテーブル計算に表示される

内容が決まります。たとえば、トポロジまたはルーティングプロトコルに変更がない完全な静

的ネットワークがあるとします。1日を通して、1つのプランから次のプランに変わるのはト
ラフィックレベルのみです。したがって、1日のさまざまな時間帯のトラフィックレベルをす
べて1つのプランファイルに保存できます。次に、さまざまなトラフィックレベルでビューを
切り替えることにより、単一のプランファイルからネットワークのさまざまな状態を表示でき

ます。

トラフィックレベルの作成と選択

このトピックでは、開いたプランファイルでグローバルに使用できるトラフィックレベルを作

成する方法について説明します。

手順

ステップ 1 プランファイルを開きます（プランファイルを開くを参照）。[ネットワーク設計（NetworkDesign）]ペー
ジに表示されます。

ステップ 2 ツールバーの [トラフィックレベル（Traffic level）]で [トラフィックレベルを管理（Manage traffic levels）]
を選択するか、[アクション（Actions）]、 > [編集（Edit）]、 > [トラフィック（Traffic）]、 > [トラフィッ
クレベル（Traffic levels）]の順に選択します。

ステップ 3 [ ]をクリックして、新しいトラフィックレベルを追加します。

空の行が表示されます。

ステップ 4 名前を入力して、[Save（保存）]をクリックします。

新規作成されたトラフィックレベルが、ツールバーの [トラフィックレベル（Traffic level）]ドロップダウ
ンリストで表示されます。

ステップ 5 [トラフィックレベル（Traffic level）]ドロップダウンリストでトラフィックレベルを選択します。

（注）

プランファイルでは、最大 200のトラフィックレベルを表示できます。

デマンドを使用した送信元から接続先へのトラフィックフローのシミュレーション
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選択したトラフィックレベルは、ネットワークトポロジを視覚化し、ネットワークサマリー

テーブルで計算を実行するときに使用されます。

次のタスク

（オプション）新しく作成されたトラフィックレベルを特定のデマンドに割り当て、またはそ

れを使用して、1日のさまざまな時間帯のネットワークシナリオを確認します。

デマンドを使用したトラフィックのシミュレート

Cisco Crosswork Planningのいくつかのテーブルには、伝送されているトラフィックの量または
使用されているキャパシティのパーセンテージを特定する列があります。たとえば、[インター
フェイス（Interfaces）]テーブルには、シミュレートされたトラフィック使用率を反映する [利
用率シミュレーション（Util sim）]列があります。シミュレーションへの 2つの基本的な入力
は、ネットワーク設定自体と一連のトラフィック「デマンド」です。デマンドとは、あるノー

ド（送信元）から別のノード（接続先）に送信される、指定された量のトラフィックの要求で

す。使用されるルートは、トラフィック、トポロジ、ネットワークの正常性、および使用され

るプロトコルに基づいて決定されます。

このタスクでは、ネットワークプロットでデマンドルートを特定し、デマンドに関連付けら

れているサービスクラスを特定し、デマンドトラフィックおよび遅延を確認し、ネットワー

クプロットのデマンドルートを確認します。

手順

ステップ 1 プランファイルを開きます（プランファイルを開くを参照）。[ネットワーク設計（NetworkDesign）]ペー
ジに表示されます。

ステップ 2 右側にある [ネットワークサマリー（Network Summary）]パネルで、[デマンド（Demands）]タブをクリッ
クして [デマンド（Demands）]テーブルを表示します。

ステップ 3 er1.bosから er1.hstへのデマンドをクリックします。

ネットワークプロットでは、ルートを示す青色の矢印、送信元を示すA、および接続先を示す Zを使用し
て、「bos」サイトから「hst」サイトへのこのデマンドが示されます。

デマンドを使用した送信元から接続先へのトラフィックフローのシミュレーション

16

デマンドを使用した送信元から接続先へのトラフィックフローのシミュレーション

デマンドを使用したトラフィックのシミュレート

cisco-crosswork-planning-design-user-guide-7-1_chapter3.pdf#nameddest=unique_35


図 7 :デマンドルート

ステップ 4 [サービスクラス（Service class）]列を表示します。

a) [テーブル列の表示/非表示（Show/hide table columns）]アイコン（ ）をクリックします。

b) [検索（Search）]フィールドに、「service」という単語を入力します。[サービスクラス（Service class）]
列の名前が表示されます。

c) [サービスクラス（Service class）]チェックボックスをオンにします。

ステップ 5 [サービスクラス（Service class）]列の見出しをクリックして、サービスクラスでデマンドをソートしま
す。

ステップ 6 [トラフィック（Traffic）]列の値を確認して、各デマンドがルーティングしようとしているトラフィック
の量を判断します。

ステップ 7 各デマンドが使用する最長パス上のすべてのインターフェイスについて、遅延の合計を確認します。

a) [デマンド（Demands）]テーブルで、[最大遅延（Maximum latency）]列の見出しをクリックし、値を
確認します。たとえば、最大遅延の値が 23のデマンドを選択します。

b) > [インターフェイスのフィルタ処理（Filter to interfaces）]の順に選択します。[インターフェイス
（Interfaces）]テーブルが開き、このデマンドに含まれるインターフェイスのみが表示されます。

c) [テーブル列の表示/非表示（Show/hide table columns）]アイコン（ ）をクリックし、[シミュレート
された遅延（Delay sim）]列のチェックボックスをオンにします。

[インターフェイス（Interfaces）]テーブルに [シミュレートされた遅延（Delay sim）]列が表示されま
す。

d) すべてのインターフェイスにわたる [シミュレートされた遅延（Delay sim）]の値の合計が、対応する
デマンドの最大遅延と等しいことに注意してください。この場合は 23です。

上記の手順を完了したら、フィルタ処理をクリアします。

ステップ 8 デマンドテーブル内の er1.seaから er1.keyまでのデマンドが 4つの等コストマルチパス（ECMP）ルート
を使用することに注意してください。数値 50%は、50%の分割されたデマンドがこれらの各回線を通過し
ていることを示します。
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ネットワークプロットの [参加のみ（Participating only） ]チェックボックスをオンにして、デマンドルー
トの詳細を表示します。このオプションを選択すると、ネットワークプロットにはデマンドルートに関連

付けられたノードのみが表示されます。

図 8 : ECMPデマンドルート

デマンドトラフィックの変更

デマンドトラフィックを変更して、そのようなトラフィックの変更がネットワークに与える影

響を判断できます。これらの変更は、リージョンまたはサイトに適用することも、ネットワー

ク全体に均一に適用することもできます。たとえば、全体的なトラフィック増加傾向をシミュ

レートすることで、将来のトラフィックの増加をプランニングするために、デマンドトラフィッ

クを増やすことができます。別の例としては、ビデオオンデマンドなどの特定サービスの売上

増加が予想される場合のネットワークへの影響を判断する場合があります。

デマンドトラフィックを変更するための多数のオプションがあり、すべて同じウィンドウから

選択できます。加えた変更は、現在のトラフィックレベルの、選択したデマンドに適用されま

す。デマンドトラフィックは、固定値または次の相対値に変更できます。

•固定値を設定するには、[デマンドの編集（Edit Demands）]ウィンドウを使用します（固
定デマンドトラフィックの変更, on page 18）。

•固定値または相対値を設定するには、デマンドトラフィック変更イニシャライザを使用し
ます（固定または相対デマンドトラフィックの変更, on page 19）。

固定デマンドトラフィックの変更

固定デマンドトラフィックを変更するには、次の手順を実行します。
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Procedure

ステップ 1 プランファイルを開きます（プランファイルを開くを参照）。[ネットワーク設計（NetworkDesign）]ペー
ジに表示されます。

ステップ 2 右側にある [ネットワークサマリー（Network Summary）]パネルで、[デマンド（Demands）]テーブルから
1つ以上のデマンドを選択します。

ステップ 3 をクリックします。

Note
単一のデマンドを編集している場合は、[アクション（Actions）]列の下にある > [編集（Edit）]オプ
ションを使用することもできます。

ステップ 4 [トラフィック（Traffic）]セクションで、[アクション（Actions）]列の [編集（Edit）]ボタンをクリックし
ます。

Figure 9:デマンドトラフィックの変更

ステップ 5 各適用可能なトラフィックレベルで、[トラフィック（Traffic）]フィールドに、シミュレートされたトラ
フィックの目的の量を入力し、[保存（Save）]をクリックします。

ステップ 6 [デマンドの編集（Edit Demand）]ウィンドウで [保存（Save）]をクリックします。

固定または相対デマンドトラフィックの変更

[デマンドトラフィックの変更（Modify demand traffic）]イニシャライザを使用してデマンドト
ラフィックを固定値または相対値に変更するには、次の手順を実行します。

Procedure

ステップ 1 プランファイルを開きます（プランファイルを開くを参照）。[ネットワーク設計（NetworkDesign）]ペー
ジに表示されます。

ステップ 2 ツールバーの [トラフィックレベル（Traffic level）]ドロップダウンリストで、変更を適用するトラフィッ
クレベルを選択します。
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ステップ 3 ツールバーから、[アクション（Actions）] > [イニシャライザ（Initializers）] > [デマンドトラフィックの変
更（Modify demand traffic）]の順にクリックして [デマンドトラフィックの変更（Modify Demand Traffic）]
ページを開きます。

ステップ 4 トラフィックを変更するデマンドを選択します。デフォルトでは、すべてのデマンドが選択されています。
すべての選択を解除し、必要なデマンドを選択します。

ステップ 5 [次へ（Next）]をクリックします。

ステップ 6 Table 1:デマンドトラフィックオプションの変更, on page 20に示されているオプションのいずれかを選択
し、関連する値を選択します。

ステップ 7 [送信（Submit）]をクリックします。

[デマンドトラフィックの変更（Modify Demand Traffic）]ページでは、次のオプションを使用
できます。パーセンテージオプションを除き、すべての値はMbps単位です。

Table 1:デマンドトラフィックオプションの変更

[説明（Description）]オプション

指定したパーセンテージでトラフィックを変更します。正の

パーセンテージはトラフィックに加算され、負のパーセンテー

ジは減算されます。たとえば、トラフィックが1000Mbpsで、
-10と入力した場合、トラフィックは 900 Mbpsに削減されま
す。

[トラフィックを__ %変更
（Change traffic by __ %）]

• [合計で__ Mbpsを比例して追加（Add __ Mbps in total,
proportionally）]：現在のトラフィックに比例してすべての
デマンドに分散される、設定された量のトラフィックを追

加します。たとえば、一方のデマンドに1000Mbpsのトラ
フィックがあり、もう一方のデマンドに2000Mbpsのトラ
フィックがある場合、50Mbpsを比例して追加すると、一
方のデマンドは 1016.67 Mbps、もう一方のデマンドは
2033.33 Mbpsになります。

• [合計で__ Mbpsを一律に追加（Add __ Mbps in total,
uniformly）]：設定された量のトラフィックをすべてのデ
マンドに一律に追加します。たとえば、一方のデマンドに

1000Mbpsのトラフィックがあり、もう一方のデマンドに
2000 Mbpsのトラフィックがある場合、50 Mbpsを一律に
追加すると、一方のデマンドは 1025Mbps、もう一方のデ
マンドは 2025 Mbpsになります。

[追加（Add）]
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[説明（Description）]オプション

• [トラフィックをそれぞれ__ Mbpsに設定（Set traffic to __
Mbps each）]：トラフィックを固定値に設定します。

• [トラフィックを合計で__Mbpsに比例して設定（Set traffic
to __ Mbps in total, proportionally）]：トラフィックを、比
例してすべてのデマンドに分散される特定の値に設定しま

す。たとえば、一方のデマンドに1000Mbpsのトラフィッ
クがあり、もう一方のデマンドに2000Mbpsのトラフィッ
クがある場合、それらを 4000 Mbpsに比例して設定する
と、一方のデマンドは1333.33Mbps、もう一方のデマンド
は 2666.67 Mbpsになります。

• [トラフィックを合計で__Mbpsに一律に設定（Set traffic to
__ Mbps in total, uniformly）]：指定された量のトラフィッ
ク（Mbps単位）をすべてのデマンドに一律に設定します。
たとえば、一方のデマンドに1000Mbpsのトラフィックが
あり、もう一方のデマンドに2000Mbpsのトラフィックが
ある場合、それらを4000Mbpsに一律に設定すると、それ
らはどちらも 2000 Mbpsになります。

[トラフィックを設定（Set
traffic to）]

例：デマンドトラフィックの変更

次の例では、選択したデマンドのデマンドトラフィックを 50%増やします。

デマンドの [トラフィック（Traffic）]列の値をメモします。この例では、35.62 Mbps、50.31
Mbps、および 63.12 Mbpsです。

Figure 10:デマンドトラフィックの変更

デマンドトラフィックを 50%増やすには、[トラフィックを ___ %変更（Change traffic by ___
%）]フィールドに 50と入力します。[トラフィック（Traffic）]列の値が 50%増加し、53.43
Mbps、75.46 Mbps、および 94.68 Mbpsになっていることに注意してください。
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Figure 11: 50%ごとに増加するデマンドトラフィック

デマンド推論とは

ネットワークモデルには、検出されたネットワークでのトラフィック測定が含まれます。トラ

フィックは、インターフェイス、インターフェイスキュー、およびRSVPLSPだけでなく、一
般的なトラフィックフロー（LDPLSPからのものなど）でも測定できます。デマンド推論ツー
ルを使用し、これらの測定値のいずれかに基づいてデマンドトラフィックを見積もることがで

きます。詳細については、デマンド推論を使用したデマンドトラフィックの推定, on page 26
を参照してください。

結果の精度と有用性は、測定されたトラフィックの量や利用可能なタイプなど、多くの要因に

よって異なります。たとえば、ほとんどの場合はインターフェイス測定を使用できますが、

LSP測定により、さらに多くの情報が得られる場合があります。結果は、デマンドメッシュと
ルーティングモデルの精度にも依存します。

通常は、インターフェイストラフィック測定のみがあります。この場合、デマンド推論によっ

て推定される個々のデマンドは、必ずしも正確ではありません。ただし、デマンドの集約は、

非常に正確になる可能性があります。たとえば、障害発生、トポロジ変更、またはメトリック

変更後の全体的な使用率の予測は、基盤となるデマンドが個別に信頼できない場合でも、非常

に正確になる可能性があります。

個々のデマンドの精度を高めるには、RSVPLSPまたはLDPフロー測定などのポイントツーポ
イント測定を含めます。また、デマンド推論で使用するために異なるタイプの測定を組み合わ

せることは有用です。インターフェイス測定は、一般に、使用可能な最も正確な測定であり、

デマンド推論に含まれる場合、欠落したまたは不正確な LSP測定やフロー測定を修正できま
す。

デマンド推論を使用して、[トラフィックの推論（DeduceTraffic）]タイプに設定されている外
部エンドポイントメンバーの [トラフィックバランス（%）（Traffic balance (%)）]値を設定す
ることも可能であることに注意してください。「外部エンドポイントメンバーの指定」を参照

してください。
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測定されたトラフィックとシミュレーションされたトラフィックの違い

デマンド推論は、正確なトポロジ、デマンドメッシュ、およびトラフィック測定に依存しま

す。これらは、デマンドでシミュレートされたトラフィックの結果に影響を与え、シミュレー

トされたトラフィックが測定されたトラフィックと異なる原因となり、そのために Cisco
Crosswork Planningのシミュレーションの精度を低下させる可能性があります。[インターフェ
イス（Interfaces）]テーブルの [測定差の絶対値（Abs meas diff）]列および [測定差/キャパシ
ティ（%）（Meas diff/cap (%)）]列を表示することで、それらの値の近さを確認できます。

• [測定差の絶対値（Abs meas diff）]：測定されたトラフィック（Traff meas）とシミュレー
トされたトラフィック（Traff sim）の差。

• [測定差/キャパシティ（%）（Measdiff/cap (%)）]：キャパシティのパーセンテージとして
表される、測定差の絶対値。

これらの列に表示される値が大きいときは、多くの場合、次のいずれかの状況が発生していま

す。

•不正確な測定：異なる測定（異なるインターフェイスを通過するトラフィックの測定な
ど）が、わずかに異なる時点で行われている可能性があります。それらの測定が行われた

時間の差の間に、トラフィックレベルの変動が発生している可能性があります。これは、

測定値の間に不整合がある可能性があることを意味します。通常、これらの不整合は小さ

く、デマンド推論の結果に重大な影響を与えることはありません。

•不十分な測定：通常、ネットワークには測定されるものよりもはるかに多くのデマンドが
あり、多くのソリューションは、観測されるデータに適合します。デマンド推論は、ポイ

ントツーポイントトラフィックの一般的な動作に関する情報を使用して、可能なソリュー

ションを選択します。

•不適切なネットワーク設定：プランファイル内のネットワークトポロジが正しくない場
合、シミュレートされたルートは当然正しくないため、測定値は適切に解釈されません。

•不均衡なECMP：ECMPハッシュにより、ロードバランシングが不完全になる可能性があ
ります。ただし、デマンド推論では、トラフィックがECMP全体に均等に分散されます。

•スタティックルート：Cisco Crosswork Planningは、スタティックルートをモデル化しませ
ん。それらが存在する場合、デマンドのルートが正しくシミュレートされず、推論エラー

が発生する可能性があります。

•不完全なデマンドメッシュ：トラフィックがノード間でルーティングされているにもかか
わらず、デマンドメッシュにノードが含まれていません。

•不適切な優先順位：[デマンド推論（Demand Deduction）]ウィンドウでは、計算の優先順
位を 1または 2に設定できます。Cisco Crosswork Planningは最初に、優先順位 1として識
別される測定値を使用してデマンドを計算します。そのため、優先順位設定がネットワー

クでのトラフィック測定の整合性と一致しない場合、シミュレートされたトラフィックの

測定値は最適なものになりません。

さらに、[デマンド推論（Demand deduction）]には、誤解を招く結果や望ましくない結果
に関する警告が表示されます。
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•「AS “(AS Name)” contains both dynamic LSPs and interface traffic. Interface traffic in AS has
been ignored.」（AS “（AS名）”に動的 LSPとインターフェイストラフィックの両方が含
まれています。ASのインターフェイストラフィックは無視されました）

動的 LSPのルーティングは非決定的です。そのため、測定されたインターフェイストラ
フィックと測定された動的LSPトラフィックの両方を、これらのインターフェイスを通過
する可能性がある（または可能性がない）LSPに使用することはできません。動的LSPと
インターフェイストラフィックの両方を持つASがネットワークに含まれている場合、こ
の警告が発行され、インターフェイストラフィックは使用されません。

•「Some interface measurements exceed capacities by as much as (percent).」（一部のインター
フェイス測定値が（パーセント値）だけキャパシティを超えています）

この警告は、指定された測定値が、対応する回線キャパシティを超えた場合に発行されま

す。

測定されたトラフィックとシミュレーションされたトラフィックの差異の最小化

デマンド推論では、障害、メトリック変更、設計変更（新しいエクスプレスルートの追加な

ど）といった、トポロジへの増分変更時のインターフェイスの使用率を予測するデマンドが推

定されます。インターフェイスの測定値のみを使用できる場合は、サイト間トラフィックな

ど、デマンド推論計算を微調整して、より良い結果を得ることができます。デマンド推論の結

果の精度を高めるために、次の提案を考慮してください。

•ネットワーク検出プロセスに RSVP LSPまたは LDP測定を含めます。

•デマンドメッシュを制限して、ゼロであることがわかっているデマンドを除外します。た
とえば、コアノードがトラフィックを送信しないことがわかっている場合は、デマンド

メッシュを作成するときにコアノードを除外します。

• [ノード（Nodes）]テーブルを調べて、入る測定されたトラフィック（[測定された接続先
トラフィック（Dest traff meas）]）と出る測定されたトラフィック（[測定された送信元ト
ラフィック（Source traff meas）]）が大きく異なるノードがあるかどうかを確認します。
これらのノードは、トラフィックの送信元または接続先であるために、デマンドメッシュ

に含まれていることを確認してください。

• [デマンド推論（Demand Deduction）]ウィンドウで、最も一貫性のある測定を常に [優先
順位1（Priority1）]に設定します。最も信頼性の高い測定は、通常、インターフェイス測
定です。同様に、LSP測定はエンドツーエンドであるため、やはり一般的に信頼性が高く
なります。複数の測定を優先順位 1に設定できます。

たとえば、フロー測定に一貫性がなく、インターフェイス測定に高い一貫性がある場合

は、インターフェイスを優先順位 1に設定し、フロー測定を優先順位 2に設定する必要が
あります。

•使用可能な測定が少ない場合、または不正確な測定が多い場合、ツールは、回線で、回線
のキャパシティを超えるトラフィックを推定することがあります。これを防ぐには、[デ
マンド推論（DemandDeduction）]ウィンドウで、インターフェイス使用率を100%未満に

デマンドを使用した送信元から接続先へのトラフィックフローのシミュレーション

24

デマンドを使用した送信元から接続先へのトラフィックフローのシミュレーション

測定されたトラフィックとシミュレーションされたトラフィックの差異の最小化



維持するオプションを選択します。これにより、シミュレートされた計算結果は、回線

キャパシティの指定されたパーセンテージを下回ります。

デマンド推論でのフロー測定

[フロー（Flows）]テーブルがプランファイルにすでに存在する場合のみ、それを表示できま
す。UIでフローを作成、編集、または削除することはできません。

Note

ノード、インターフェイス、およびLSPトラフィック測定に加えて、デマンド推論では、より
一般的なフロー測定を使用できます。これらのフロー測定は、指定されたノードからの（また

はこのノードを通過する）、別のノードへの（またはこのノードを通過する）フローである可

能性があります。測定は、これらのノード間フローの組み合わせにすることもできます。この

測定形式は、たとえば、ピアツーピアフロー測定や、LDPルーティングまたはNetFlowから取
得されるトラフィック測定を入力するために使用できます。

フロー測定は、プランファイルの <Flows>テーブルに入力され、UIの [フロー（Flows）]テー
ブルに表示されます。Table 2:フローテーブル列, on page 25には、[フロー（Flows）]テーブル
のより役立つ列の一部が一覧表示されています。含まれるトラフィックは、[送信元タイプ
（From type）]列と [接続先タイプ（To type）]列で正確に定義されることに注意してくださ
い。

Table 2:フローテーブル列

[説明（Description）]列

送信元ノードを指定します。From

• [送信元（Source）]：[送信元（From）]ノードで発信されるトラフィックがフロー
に含まれます。

• [内部（Interior）]：同じAS内の別のノードから [送信元（From）]ノードに入り、
このノードを通過するトラフィックが含まれます。

• [ボーダー（Border）]：異なる AS内の別のノードから [送信元（From）]ノードに
入り、このノードを通過するトラフィックが含まれます。

[送信元タイプ（From type）]

接続先ノードを指定します。To

• [接続先（Dest）]：接続先ノードを接続先とするトラフィック。

• [内部（Interior）]：[接続先（To）]ノードを通過して同じ AS内の別のノードに到
達するトラフィック。

• [ボーダー（Border）]：[接続先（To）]ノードを通過して別の AS内の別のノード
に到達するトラフィック。

[接続先タイプ（To type）]
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[説明（Description）]列

デマンド推論の計算で使用される、測定されたトラフィック。[送信元（From）]列また
は [接続先（To）]列のいずれかに複数のノードが含まれている場合、この測定は、[送
信元（From）]ノードと [接続先（To）]ノードの個別ペア間でのすべてのフローにわた
るトラフィックの合計です。

[測定されたトラフィック
（Traff meas）]

デマンド推論を使用したデマンドトラフィックの推定

デマンド推論ツールでは、トラフィック測定が使用可能な場合にデマンドトラフィックが計算

されます。

使用可能なオプションは、計算に大きく影響する可能性があります。結果の精度の向上につい

ては、測定されたトラフィックとシミュレーションされたトラフィックの差異の最小化, onpage
24を参照してください。デマンド推論計算に含める外部エンドポイントメンバーのセットアッ
プについては、外部エンドポイントを使用した高度なルーティングのシミュレーションを参照

してください。

デマンド推論ツールを使用してデマンドトラフィックを推定するには、次の手順を実行しま

す。

Procedure

ステップ 1 プランファイルを開きます（プランファイルを開くを参照）。[ネットワーク設計（Network Design）]
ページに表示されます。

ステップ 2 ツールバーの [トラフィックレベル（Traffic level）]ドロップダウンリストから、シミュレーションされ
たトラフィックを作成するトラフィックレベルを選択します。使用される測定値は、このトラフィック

レベルから、各デマンドにシミュレーションされたトラフィックは、このトラフィックレベルで配置さ

れます。
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ステップ 3 ツールバーから、[アクション（Actions）] > [ツール（Tools）] > [デマンド推論（Demand deduction）]の
順に選択します。

ステップ 4 （オプション）[測定（測定/合計）（Measurements (measurements / total)）]セクションの [編集（Edit）]
ボタンをクリックして、1つ以上のデマンドのトラフィック測定を変更します。表示されるウィンドウ
で、インターフェイスの測定されたトラフィックを変更できます。トラフィックレベルとインターフェ

イスキューのこれらの測定値はさらに変更できます。

このウィンドウでのもう一つのオプションは、増加プラン作成ツールで使用する増加パーセンテージを

入力することです。増加プランの作成の詳細については、トラフィック増加の影響の評価を参照してく

ださい。

ステップ 5 計算に使用される1つ以上の測定のタイプ（ノード（送信元と接続先）、インターフェイス、LSP、およ
びフロー）を特定します。

ステップ 6 タイプごとに、優先順位を設定します。優先順位が高い場合は [優先順位1（Priority 1）]を選択し、優先
順位が低い場合は [優先順位2（Priority2）]を選択します。複数の測定に同じ優先順位を設定できます。
優先順位が等しい場合は、それらの測定を同等に考慮して同時に計算されます。

デフォルトでは、選択したトラフィックセットで使用可能なすべての測定が使用され、インターフェイ

ス測定はノード、LSP、およびフロー測定よりも優先されます。

ステップ 7 必要な [フィッティングのパラメータ（Fitting parameters）]を選択します。

ステップ 8 トラフィック使用率を100%（デフォルト）以外のパーセンテージ未満に維持する必要がある場合は、[イ
ンターフェイス使用率を__ %未満に維持（Keep interface utilization below __ %）]チェックボックスをオ
ンにして、値を入力します。

ステップ 9 [次へ（Next）]をクリックします。

ステップ 10 デマンド計算の構築に使用するデマンドを選択します。

• [既存のものを使用（Useexisting）]：既存のデマンドのみを使用してデマンドを計算します。このオ
プションは、ノード間の単純なメッシュとして表すことができないデマンドのパターンをシミュレー

トする場合に役立ちます。このウィンドウを開く前に1つ以上のデマンドを選択しなかった場合は、
このオプションを使用します。

• [選択したものを使用（Use selected）]：[デマンド（Demands）]テーブルで選択した行のデマンドを
計算します。このオプションは、VPNサブメッシュなどの一部のデマンドを再計算する場合に役立
ちます。

ステップ 11 マルチキャストデマンドを固定するかどうかを決定します。選択すると、マルチキャストデマンドは現

在のトラフィック値に固定されます。

ステップ 12 ゼロトラフィックのデマンドを削除するかどうかを決定します。デフォルトでは、これらは削除されま

す。これは、メッシュ内の多数のポイントツーポイント使用率が非常に小さい場合、デマンド推論では

通常、シミュレートされたトラフィックのかなりのパーセンテージがゼロであると推定されるためです。

このデフォルトを使用すると、大規模プランでのシミュレーションと最適化のパフォーマンスが大幅に

向上します。トラフィックに関係なく、すべてのデマンドルートに関心がある場合は、ゼロトラフィッ

クのデマンドを削除しないでください。

ステップ 13 [次へ（Next）]をクリックします。
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ステップ 14 [実行設定（Run Settings）]ページで、タスクを今すぐ実行するか、後で実行するようにスケジュールす
るかを選択します。次の [実行（Execute）]オプションから選択します。

• [今すぐ（Now）]：ジョブをすぐに実行するには、このオプションを選択します。ツールが実行さ
れ、変更がネットワークモデルにすぐに適用されます。また、サマリーレポートが表示されます。

[アクション（Actions）] > [レポート（Reports）] > [生成されたレポート（Generated reports）]オ
プションを使用して、後でいつでもレポートにアクセスできます。

• [スケジュールされたジョブとして（As a scheduled job）]：タスクを非同期ジョブとして実行するに
は、このオプションを選択します。次のオプションを設定します。

• [優先順位（Priority）]：タスクの優先順位を選択します。

• [エンジンプロファイル（Engineprofiles）]：要件に応じてエンジンプロファイルを選択します。
このセクションは、全ての利用可能な非同期エンジンプロファイルを表示します。

• [スケジュール（Schedule）]：ツールを実行したい時間に設定します。

ツールは、スケジュールされた時刻に、選択したエンジンプロファイルを使用して実行されます。

[JobManager]ウィンドウを使用して、いつでもジョブのステータスを追跡できます（メインメニュー
から、[Job Manager]を選択）。ジョブが完了したら、出力プランファイルをユーザースペースにイ
ンポートして可視化します。詳細については、JobManagerからの出力プランファイルへのアクセス
を参照してください。

Note
ジョブをスケジュールする前に、必ず、プランファイルを保存してください。ツールをスケジュー

ルされたジョブとして実行する場合、プランファイルの保存されていない変更は考慮されません。

ステップ 15 [送信（Submit）]をクリックします。デマンド推論ツールは、シミュレートされたトラフィックを計算
し、デマンド推論レポートに結果を一覧表示します。

デマンド推論例

この例では、単純なネットワークでデマンド推論ツールを使用した場合の結果を示します。

Figure 12: 2つのデマンドを含み、デマンドトラフィックのないネットワーク, on page 29は、
ネットワーク内の 2つのデマンドのルートを示しています。これらのデマンドは、ECMPによ
り2つの並列コア回線間で分割されており、それらには最後のホップまで共通のルーティング
があります。これらのデマンドにはまだトラフィックが含まれていないため、[デマンド
（Demands）]テーブルの [トラフィック（Traffic）]列には 0と表示されます。
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Figure 12: 2つのデマンドを含み、デマンドトラフィックのないネットワーク

Figure 13: [測定されたトラフィック（Measured traffic）]ビューと、デマンドに関連付けられた
インターフェイス, on page 30には、[測定されたトラフィック（Measured traffic）]ビューと、
2つのデマンドに関連付けられた 5つのインターフェイス（そのうちの 3つは測定されたトラ
フィックを持つ）が示されています。

• Edge1から Core1への測定されたトラフィックは 470 Mbpsです。

• Core1から Core2へのインターフェイスの一方は 210 Mbps、もう一方は 240 Mbpsで、合
計 450 Mbpsです。この不均等な分割は、ECMPの不完全なロードバランシングが原因で
す。

• Core2から Edge2へ、または Core2から Edge3へのトラフィックはありません。
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Figure 13: [測定されたトラフィック（Measured traffic）]ビューと、デマンドに関連付けられたインターフェイス

デフォルトのオプションでデマンド推論を実行すると、[シミュレートされたトラフィック
（Simulated traffic）]ビューが表示されます。測定されたインターフェイストラフィック以外
に、デマンドトラフィックに関する他の情報はありません。そのため、デマンド推論では、ま

ず、470 Mbpsの測定されたトラフィック（Edge1から Core1へ）と 450 Mbpsの測定されたト
ラフィック（Core1から Core2へ）の差が分割され、460 Mbpsの推定総デマンドトラフィック
が得られます。他の情報がない場合は、この 460が均等に分割され、各デマンドに 230 Mbps
のトラフィックが割り当てられます（Figure 14:デマンドトラフィックを示す [シミュレーショ
ン（Simulated）]ビュー, on page 31）。[インターフェイス（Interfaces）]テーブルの [シミュ
レートされたトラフィック（Traff sim）]列に値が表示され、ネットワークプロットには、デ
マンドに関連付けられた5つのインターフェイスすべてに関するシミュレートされたトラフィッ
クのパーセンテージが表示されます。

• Edge1から Core1へのシミュレートされたトラフィックは 460 Mbpsです。

• Core1インターフェイスと Core2インターフェイスはどちらも 230 Mbpsです。

• Core2から Edge2へ、および Core2から Edge3へはどちらも 230 Mbpsです。

[インターフェイス（Interfaces）]テーブルの [測定差の絶対値（Absmeas diff）]列と [測定
差/キャパシティ（%）（Meas diff/cap (%)）]列には、測定された値とシミュレートされた
値の不一致が示されます。

• Edge1から Core1への差は 10 Mbps（1%）です。

• Core1から Core2への一方の差は 20 Mbps（2%）、もう一方の差は 10 Mbps（1%）です。
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• Core2からEdge2へのインターフェイスにもCore2からEdge3へのインターフェイスにも、
測定されたトラフィックがないため、値はありません。

Figure 14:デマンドトラフィックを示す [シミュレーション（Simulated）]ビュー

この同じ例で、Core2から Edge2へのインターフェイスに 50 Mbpsのトラフィックがあった場
合、結果は異なります。このインターフェイスは 1つのデマンドによってのみ使用されるた
め、50 Mbpsの測定されたトラフィックは、その 1つのデマンドだけの推定値として使用され
ます。前と同じロジックを使用すると、デマンドの合計は 460 Mbpsになるため、他のデマン
ドは、その差である 410 Mbpsに設定されます。
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翻訳について
このドキュメントは、米国シスコ発行ドキュメントの参考和訳です。リンク情報につきましては
、日本語版掲載時点で、英語版にアップデートがあり、リンク先のページが移動/変更されている
場合がありますことをご了承ください。あくまでも参考和訳となりますので、正式な内容につい
ては米国サイトのドキュメントを参照ください。


