
Cisco Crossworkネットワークコントロー
ラでのトラフィックエンジニアリング

トラフィックエンジニアリング（TE）は、ネットワーク内のトラフィックを最適化およびス
テアリングして、優先順位付けされたトラフィックに保証された帯域幅ルートを使用するな

ど、運用目標を達成したり、カスタムサービスを提供したりする方法です。TEは、トラフィッ
クに事前定義されたルートを強制し、使用可能なリソースを効果的に使用することでネット

ワークパフォーマンスを向上させます。

Crosswork Network Controllerを使用する最大の利点の 1つは、トポロジマップで SR-TEポリ
シーと RSVP-TEトンネルを可視化できることです。これにより、これらのポリシーのプロビ
ジョニングと管理が簡素化されます。

具体的な内容は、次のとおりです。

•サポート対象の SR-TEポリシーと RSVPトンネル（1ページ）
•セグメントルーティング（SR）（3ページ）
•セグメントルーティングパス計算要素（SR-PCE）（5ページ）
• SR-TEポリシー PCCおよび PCE設定のソース（6ページ）
•リソース予約プロトコル（RSVP）（6ページ）
• RSVP-TEトンネル PCCおよび PCE設定のソース（8ページ）
•サンプルポリシーおよびデバイスの設定（8ページ）
•トラフィックエンジニアリングダッシュボード （11ページ）
• TEイベントと使用率履歴の表示（13ページ）
• TEデバイスの詳細の表示（15ページ）
• TE設定の構成（16ページ）
• SR-TEポリシーと RSVP-TEトンネルの解決（18ページ）

サポート対象の SR-TEポリシーと RSVPトンネル
CrossworkNetwork Controllerトラフィックエンジニアリングは、さまざまな SR-TEポリシーと
RSVPトンネルの可視化とプロビジョニングをサポートしています。UIで YANGモデルベー
スのフォームを公開し、外部システムと統合するためのAPIを提供することで、サービスのプ
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ロビジョニングを簡素化する一方で、Cisco NSOは基盤となるプロビジョニングエンジンとし
て機能します。

さらに、Crosswork Network Controllerは、テレメトリと SR-PCEとの対話を使用して、作成し
なかった既存のサービス（ブラウンフィールドサービスの実装など）を検出して可視化できま

す。これらのサービスは、Crosswork Network Controllerで管理対象外としてマークされます。
これらのサービスを変更するために、管理者はデバイス CLI、NSOのサービスモデルまたは
API、Crosswork Network Controller UIツールセット、および場合によっては、既存のサービス
を管理対象外から管理対象に移行するスクリプトを使用できます。

オペレータは、 Cisco CX Professional Servicesとコラボレーションしたり、 Cisco DevNetのリ
ソースや項目を活用したりして、Crosswork Network Controllerの機能をカスタマイズまたは拡
張できます。これには、特定のユースケースに合わせて調整されたカスタム機能パックの開発

を含めることができます。

表 1 :サポート対象の TEテクノロジー

CrossworkネットワークコントローラTEテクノロジー

プロビジョニング（PCEに
よって開始）

視覚化

SR-MPLS

SRv6

RSVP

フレキシブルアルゴリズム

1Tree-SID

回線型

1
静的 Tree-SIDポリシーのみサポートされています。ダイナミック Tree-SIDポリシーは、
デバイス上で手動でプロビジョニングするか、APIを介してのみプロビジョニングでき
ますが、Crosswork Network Controller UIで可視化できます。

Crossworkは、ロールベースアクセス制御（RBAC）の使用をサポートしており、ユーザーが
実行できる機能だけでなく、それらの機能を実行できるデバイスも制限します。詳細について

は、『 Cisco Crosswork Network Controller Administration Guide』を参照してください。

（注）
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サポート対象の SR-TEポリシーと RSVPトンネル

https://www.cisco.com/c/en/us/support/cloud-systems-management/crosswork-network-controller/model.html#MaintainandOperate


セグメントルーティング（SR）
トラフィックエンジニアリング用のセグメントルーティングは、送信元と宛先のペア間のト

ンネルを通じて行われます。トラフィックエンジニアリング用のセグメントルーティングで

は、送信元ルーティングの概念が使用されます。送信元はパスを計算し、パケットヘッダーで

セグメントとしてエンコードします。セグメントは、任意のタイプの命令の識別子です。例え

ば、トポロジセグメントは、宛先へのネクストホップを識別します。各セグメントを識別す

るセグメント ID（SID）は、32ビットの符号なし整数で構成されます。各セグメントは、送信
元から接続先までのエンドツーエンドのパスであり、プロバイダーコアネットワークのルー

タに、IGPによって計算された指定されたパスに従うように指示します。宛先はトンネルの存
在を認識しません。

セグメント

内部ゲートウェイプロトコル（IGP）は、2つのタイプのセグメント、プレフィックスセグメ
ントと隣接関係セグメントを配布します。各ルータ（ノード）と各リンク（隣接関係）には、

関連付けられたセグメント識別子（SID）があります。

•プレフィックスSIDは、IPプレフィックスに関連付けられます。これは、ラベルのセグメ
ントルーティンググローバルブロック（SRGB）範囲から手動で設定され、IS-IS
（Intermediate System to Intermediate System）またはOSPF（Open Shortest Path First）によっ
て配布されます。プレフィックスセグメントは、その宛先への最短パスに沿ってトラフィッ

クを誘導します。ノードSIDは、特定のノードを識別する特別なタイプのプレフィックス
SIDです。ノードのループバックアドレスをプレフィックスとして使用して、ループバッ
クインターフェイスの下に設定されます。

プレフィックスセグメントはグローバルセグメントであるため、プレフィックス SIDは
セグメントルーティングドメイン内でグローバルに一意です。

•隣接関係セグメントは、隣接関係SIDと呼ばれるラベルによって識別されます。このラベ
ルは、出力インターフェイスなど、隣接ルータへの特定の隣接関係を表します。隣接関係

SIDは、IS-ISまたはOSPFによって配布されます。隣接関係セグメントは、トラフィック
を特定の隣接関係に誘導します。

隣接関係セグメントはローカルセグメントであるため、隣接関係 SIDは特定のルータに
対してローカルに一意です。

番号付きリストでプレフィックス（ノード）と隣接関係セグメント IDを組み合わせることに
より、ネットワーク内で任意のパスを構築できます。各ホップにおいて、先頭のセグメントが

ネクストホップを識別するために使用されます。セグメントはパケットヘッダーの先頭に順

番にスタックされます。先頭のセグメントに別のノードの IDが含まれている場合、受信ノー
ドは等コストマルチパス（ECMP）を使用してパケットをネクストホップに移動させます。ID
が受信ノードの IDである場合、ノードは先頭のセグメントをポップし、次のセグメントに必
要なタスクを実行します。
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セグメントルーティング（SR）



SRポリシー

トラフィックエンジニアリングを実現するためのセグメントルーティングでは、ネットワーク

を介してトラフィックを誘導する「ポリシー」を使用します。SRポリシーパスは、セグメン
ト ID（SID）リストと呼ばれるパスを指定するセグメントのリストとして表されます。各セグ
メントは、送信元から接続先までのエンドツーエンドのパスであり、ネットワークルータに、

IGPによって計算された最短パスではなく指定されたパスに従うように指示します。パケット
が SRポリシーへと誘導される場合、ヘッドエンドは SIDリストをパケットにプッシュしま
す。残りのネットワークは、SIDリストに埋め込まれた命令を実行します。

Crossworkは、次の SR関連ポリシーの可視化（および一部のプロビジョニング）をサポート
しています。

• SR-MPLSおよび SRv6

•フレキシブルアルゴリズム

•ツリーセグメント識別子（Tree-SID）マルチキャストトラフィックエンジニアリング

• SR回線型

SRポリシーにはダイナミックと明示的の 2つのタイプがあります。

ダイナミック SRポリシー

動的パスは、最適化の目的と一連の制約に基づいています。ヘッドエンドはソリューションを

計算し、結果としてSIDリストまたはSIDリストのセットを生成します。トポロジが変更され
ると、新しいパスが計算されます。ヘッドエンドにトポロジーに関する十分な情報がない場

合、ヘッドエンドは計算をパス計算エンジン（PCE）に委任できます。

明示的 SRポリシー

明示的なポリシーを設定する場合は、プレフィックスまたは隣接SIDのリストで構成される明
示的なパスを指定します。各 SIDはパス上のノードまたはリンクを表します。

分離

Crosswork Network Controllerはディスジョイントポリシーを使用して、2つの送信元ノードか
ら 2つの接続先ノードへのトラフィックをディスジョイントパスに沿って誘導する 2つのセッ
トのセグメントリストを計算します。これらのディスジョイントパスの起点は、同じヘッドエ

ンドまたは異なるヘッドエンドです。

ディスジョイントレベルは、2つの計算されたパスで共有すべきではないリソースのタイプを
指定します。次の分離パスの計算がサポートされています。

•リンク：パスは同じインターフェイスまたは物理リンクを共有しません。

•ノード：パスは同じノードを共有せず、ルーティングデバイスの完全な独立性を確保しま
す。

• SRLG：パスは共通リスクを共有するリンクを表す共有リスクリンクグループ（SRLG）
を回避します。
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セグメントルーティング（SR）

b-cnc-traffic-engineering-7-1_chapter2.pdf#nameddest=unique_4
b-cnc-traffic-engineering-7-1_chapter4.pdf#nameddest=unique_5
b-cnc-traffic-engineering-7-1_chapter5.pdf#nameddest=unique_6
https://www.cisco.com/c/en/us/td/docs/cloud-systems-management/crosswork-network-controller/7-1/CNC-BW-Mgmt/b-cnc-bandwidth-management-7-1/m2-circuit-style-sr-te-to-reserve-bandwidth.html


• SRLGノード：パスは共有SRLGと共有ノードの両方を回避し、最高レベルの障害の切り
分けを提供します。

所定のディスジョイントグループ IDで最初の要求が受信されると、セグメントのリストが計
算され、最初の送信元から最初の宛先への最短パスがエンコードされます。2つ目の要求が同
じディスジョイントグループ IDで受信されると、両方の要求で受信された情報を使用して 2
つのディスジョイントパス（1つは最初の送信元から最初の宛先へのパス、もう 1つは 2つ目
の送信元から 2つ目の宛先へのパス）が計算されます。

•分離は、同じ分離 IDを持つ 2つのポリシーでサポートされています。

•アフィニティと分離を同時に設定することはできません。

（注）

セグメントルーティングパス計算要素（SR-PCE）
Crossworkネットワークコントローラは、テレメトリと Ciscoセグメントルーティングパス計
算要素（SR-PCE）から収集されたデータの組み合わせを使用して、最適なTEトンネルを分析
および計算します。

CiscoSR-PCEは、物理デバイスまたは仮想マシン内で実行されている仮想ルータのいずれかで
実行されている Cisco IOS XRオペレーティングシステムによって提供されます。SR-PCEは、
ネットワークを最適化するために TEトンネルを制御および再ルーティングするのに役立つス
テートフル PCE機能を提供します。PCEでは、パス計算クライアント（PCC）が PCCを起点
とする PCEピアへのヘッドエンドトンネルを報告し、制御を委任する一連の手順を記述しま
す。PCCおよび PCEは、更新をネットワークにプッシュするために SR-PCEが使用するパス
計算要素通信プロトコル（PCEP）の接続を確立します。

CrossworkNetwork Controllerは、SR-PCEとの PCEPピアリングを確立しないデバイスを含む、
IGPドメインのすべてのデバイスを検出します。ただし、TEトンネルを展開するにはPCEPピ
アリングが必要です。

互換性の問題を回避するには、SR-PCEバージョンのサポートと互換性について、『Cisco
Crosswork Network Controllerリリースノート』を参照してください。

SR-PCEおよび HAの設定については、『Cisco Crosswork Network Controller 7.1アドミニスト
レーションガイド』の「Cisco SR-PCEプロバイダー」を参照してください。

（注）
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セグメントルーティングパス計算要素（SR-PCE）

https://www.cisco.com/c/en/us/support/cloud-systems-management/crosswork-network-controller/model.html
https://www.cisco.com/c/en/us/support/cloud-systems-management/crosswork-network-controller/model.html
https://www.cisco.com/c/en/us/td/docs/cloud-systems-management/crosswork-infrastructure/7-1/AdminGuide/b_CiscoCrossworkAdminGuide_7_1/m_DLM.html#cisco-sr-pce-providers
https://www.cisco.com/c/en/us/td/docs/cloud-systems-management/crosswork-infrastructure/7-1/AdminGuide/b_CiscoCrossworkAdminGuide_7_1/m_DLM.html#cisco-sr-pce-providers


SR-TEポリシー PCCおよび PCE設定のソース
UIまたは APIを使用して設定された SR-TEポリシーは、Crosswork Network Controllerで変更
または削除できる唯一のポリシータイプです。ただし、Crosswork Network Controllerによって
検出および報告されたSR-TEポリシーは、次のソースから設定されている可能性があります。

•パス計算クライアント（PCC）によって開始：PCCで直接設定されたポリシー（PCCに
よって開始された SR-TEポリシーの例（9ページ）を参照）。これらのポリシーは、
Crosswork Network Controllerによってプロビジョニングまたは管理されないため、UIに
[不明（Unknown）]と表示されます。ただし、オンデマンド帯域幅（BWoD）ポリシーと
回線型（CS）ポリシーは例外です。PCCによって開始された場合でも、CrossworkNetwork
Controllerはその属性と目的に基づいてそれらを認識して分類するため、これらは [不明
（Unknown）]としてラベル付けされません。

回線型ポリシーは常に PCCによって開始されます。（注）

•パス計算要素（PCE）によって開始：PCEで設定されたか、または Crosswork Network
Controllerによって動的に作成されたポリシー。PCEによって開始されたポリシータイプ
の例：

•動的

• Explicit

•オンデマンド帯域幅（PCCまたは PCEのいずれか）

•ローカル輻輳の緩和

• SR回線型マネージャ

リソース予約プロトコル（RSVP）
リソース予約プロトコル（RSVP）は、システムによるネットワークからのリソース予約要求
を可能にするシグナリングプロトコルです。RSVPは、他のシステムからのプロトコルメッ
セージを処理し、ローカルクライアントからのリソース要求を処理して、プロトコルメッセー

ジを生成します。結果として、リソースは、ローカルおよびリモートクライアントの代わりに

データフローに予約されます。RSVPは、これらのリソース予約を作成、保守および削除しま
す。

RSVP-TEプロセスには、次の機能が含まれています。

•エンドポイント制御。ヘッドエンドとテールエンドでの TEトンネルの確立と管理に関連
付けられます。
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SR-TEポリシー PCCおよび PCE設定のソース

https://www.cisco.com/c/en/us/td/docs/cloud-systems-management/crosswork-network-controller/7-1/CNC-BW-Mgmt/b-cnc-bandwidth-management-7-1/m2-bandwidth-on-demand-for-bandwidth-reservation.html
https://www.cisco.com/c/en/us/td/docs/cloud-systems-management/crosswork-network-controller/7-1/CNC-BW-Mgmt/b-cnc-bandwidth-management-7-1/m2_mitigate-congestion-locally.html
https://www.cisco.com/c/en/us/td/docs/cloud-systems-management/crosswork-network-controller/7-1/CNC-BW-Mgmt/b-cnc-bandwidth-management-7-1/m2-circuit-style-sr-te-to-reserve-bandwidth.html


•リンク管理。TEラベルスイッチパス（LSP）のリソース認識型ルーティングを実行し、
MPLSラベルをプログラムするためにリンクリソースを管理します。

•高速再ルーティング（FRR）。保護が必要な LSPを管理し、これらの LSPにバックアッ
プトンネル情報を割り当てます。

TEと RSVP間の連携動作では、TE内にエンドポイント制御、リンク管理、および FRR機能
が存在することを前提としています。

RSVP-TE明示的ルーティング（ストリクト、ルーズ）

RSVP-TEの明示的ルートは、明示的ルートオブジェクト（ERO）で抽象ノードとして指定可
能なネットワークトポロジ内の特別なパスです。これらのノードは、一連の IPプレフィック
スまたは一連の自律システムである可能性があります。明示的パスは管理上指定することも、

制約付き最短パス優先（CSPF）などのアルゴリズムを使用して自動的に計算することもでき
ます。

EROで指定された明示的パスは、ストリクトパスまたはルーズパスです。

ストリクトパスとは、ERO内のネットワークノードとその先行ノードが隣接し、直接接続され
ている必要があることを意味します。

ルーズ ERO（ホップ）とは、EROで指定されたネットワークノードがパス内にある必要があ
るものの、その前のノードと直接接続されている必要がないことを意味します。EROの処理中
にルーズホップに遭遇した場合、ルーズホップを処理するノードは、パスに沿った、それ自

身から ERO内の次のノードまで、1つ以上のノードを使用して EROを更新できます。ルーズ
パスの利点は、EROの作成時にパス全体を指定したり、既知にする必要がないことです。ルー
ズパスの欠点は、下位のルーティングプロトコルでの一時的な状態中に転送ループが発生す

る可能性があることです。

RSVP-TEトンネルは、UIを使用したプロビジョニング時にルーズホップを使用して設定でき
ません。

（注）

RSVP FRR（高速再ルート）

ルータのリンクまたは隣接デバイスに障害が発生すると、インターフェイス停止の通知を受信

することでルータはこの障害を検出する場合が多くあります。インターフェイスが停止したこ

とをルータが認識すると、ルータはそのインターフェイスを出る LPSを、それぞれのバック
アップトンネルに切り替えます（バックアップトンネルがある場合）。

FRR（高速再ルート）オブジェクトは PATHメッセージ中で使用され、ファシリティバック
アップとして使用されるバックアップ方式を示すフラグが格納されています。FRRオブジェク
トは、セットアップと保留の優先順位を指定します。これらは、バックアップパスの選択に使

用される属性フィルタと帯域幅要件のセットに含まれています。
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リソース予約プロトコル（RSVP）



RESV（予約）メッセージのレコードルートオブジェクト（RRO）は、 LSPでのローカル保護
（FRRなど）の可用性または使用をレポートします。また、その LSPで帯域幅保護とノード
保護を使用できるかどうかも示します。

FRR要件のシグナリングは、TEトンネルヘッドエンドで開始されます。パスに沿って、ロー
カル修復ポイント（PLR）は、PLRでのバックアップトンネルの可用性に基づいて FRR要件
を評価します。適切なバックアップトンネルが使用可能な場合、PLRはそれを選択し、バック
アップトンネル情報をヘッドエンドにシグナリングします。FRRイベントがトリガーされると
（例：リンクまたはノード障害）、PLRはバックアップトンネルを介して PATHメッセージを
バックアップトンネルが元の LSPに再参加するマージポイント（MP）に送信します。また、
MPは PATHメッセージ内の PLRによって組み込まれた RSVP-Hopオブジェクトを使用して
RESVメッセージをPLRに送信します。このメカニズムにより、フェールオーバープロセス中
に元の LSPがMPによって切断されなくなります。

さらに、PLRは PATH-ERRORメッセージを使用して TEトンネルヘッドエンドにシグナリン
グし、元の LSPに沿った障害と、影響を受けた LSPで FRRがアクティブに使用されているこ
とを示します。この情報を使用して、ヘッドエンドは TEトンネルの新しい LSPを確立しま
す。新しいLSPが（make-before-break手法を使用して）設定されると、ヘッドエンドは失敗し
たパスを切断します。

RSVP-TEトンネル PCCおよび PCE設定のソース
Crossworkによって検出および報告されるRSVP-TEトンネルは、次のソースから設定されてい
る可能性があります。

•パス計算クライアント（PCC）によって開始：PCCで直接設定された RSVP-TEトンネル
（PCCによって開始された RSVP-TEトンネルの例（10ページ）を参照）。

•パス計算要素（PCE）またはPCCによって動的に開始：RSVP-TEトンネルは、PCEによっ
て動的に計算および確立されるか、PCCによって要求されます。

PCCで設定された RSVP-TEトンネルや、PCEや PCCによって動的に開始された RSVP-TEト
ンネルは、Crosswork Network Controllerで可視化できます。

サンプルポリシーおよびデバイスの設定
このセクションでは、トラフィックエンジニアリングおよび最適化機能に関連するポリシーと

デバイス設定の例を示します。

トラフィックエンジニアリングとテレメトリ機能がCrossworkNetworkController内で正常に動
作するようにするには、デバイスを適切に設定する必要があります。他の Crosswork Network
Controller機能と連携するようにデバイスを設定する方法の詳細については、『CiscoCrosswork
Infrastructureとアプリケーションアドミニストレーションガイド』の「デバイスの導入準備」
の章を参照してください。
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https://www.cisco.com/c/en/us/td/docs/cloud-systems-management/crosswork-infrastructure/7-1/AdminGuide/b_CiscoCrossworkAdminGuide_7_1/m_onboarding.html
https://www.cisco.com/c/en/us/td/docs/cloud-systems-management/crosswork-infrastructure/7-1/AdminGuide/b_CiscoCrossworkAdminGuide_7_1/m_onboarding.html


Crosswork Network Controllerは、作成しなかった既存のサービス（ブラウンフィールドサービ
スの実装など）を検出して可視化できます。テーブルからポリシーを選択すると、これらの

サービス設定の詳細がトポロジ画面に表示されます。ただし、これらのポリシーは、Crosswork
NetworkControllerで管理対象外としてマークされます。これらのサービスを変更するために、
管理者はデバイス CLI、NSOのサービスモデルまたは API、Crosswork Network Controller UI
ツールセット、および場合によっては、既存のサービスを管理対象外から管理対象に移行する

スクリプトを使用できます。

PCCによって開始された SR-TEポリシーの例
この例は、ヘッドエンドルータでの SR-TEポリシーの設定を示します。このポリシーでは、
特定のアフィニティ制約に基づいてヘッドエンドルータによって計算されるダイナミックパス

を使用します。この例では、SampleSRTEという名前のポリシーが、次の属性で作成されま
す。色の値は 100、候補の優先度は 100、メトリックタイプはTE、そして色は redが割り当て
られたリンクを除外するアフィニティ制約です。

お使いのデバイスの SR設定のマニュアルを参照して、説明とサポートされている設定コマン
ドを確認してください（『Segment Routing Configuration Guide for Cisco ASR 9000 Series Routers』
など）。

segment-routing
traffic-eng
policy sampleSRTE
color 100 end-point ipv4 1.1.1.2
candidate-paths
preference 100
dynamic
metric
type te
!
!
constraints
affinity
exclude-any
name RED
!
!
!
!
!

複数のループバックIPアドレスをサポートするポリシーの送信元アド
レス設定

複数のループバック IPアドレスをサポートするには、これらのポリシー設定を、ポリシーの
ヘッドエンドまたは発信元として機能する PCCデバイスに含める必要があります。

すべてのポリシーのグローバル設定

Router# segment-routing traffic-eng candidate-paths all source-address ipv4 ip-address
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https://www.cisco.com/c/en/us/td/docs/routers/asr9000/software/asr9k-r6-3/segment-routing/configuration/guide/b-segment-routing-cg-asr9000-63x.html


特定のポリシーの設定

Router# segment-routing traffic-eng policy policy-name source-address ipv4 ip-address

PCCによって開始された RSVP-TEトンネルの例
次に、PCCによって開始された RSVP-TEトンネルのデバイス設定の例を示します。特定のデ
バイスの説明およびサポートされているRSVP-TEトンネルコンフィギュレーションコマンド
を表示するには、該当するマニュアルを参照してください（たとえば、「MPLS Command
Reference for Cisco NCS 5500 Series, Cisco NCS 540 Series, and Cisco NCS 560 Series Routers」）。

interface tunnel-te777
ipv4 unnumbered Loopback0
destination 192.168.0.8
path-option 10 dynamic
pce
delegation

!

アフィニティマップの設定

アフィニティマップを使用すると、ネットワークオペレータは、人間が読める名前（「赤」、

「低遅延」、「高帯域幅」など）をリンク属性を表す特定のビット位置に関連付けることがで

きます。アフィニティマッピングがCrossworkNetworkControllerUIで定義されていない場合、
アフィニティ名は「UNKNOWN」と表示されます。SR-TEポリシー、Tree-SID、RSVP-TEト
ンネル、または Crosswork Network Controllerでサポートされているその他のポリシーの一部と
して可視化を目的としてアフィニティ属性を設定するには、デバイスで設定されたアフィニ

ティマップも Crosswork Network Controllerで再作成する必要があります。デバイスで構成され
ているアフィニティマッピングの収集から始めて、一致する名前とビット位置を使用して

Crosswork Network Controller UIで同じマッピングを定義します。

デバイスでの SR-TEアフィニティマップの設定

これは、デバイスでのSR-TEアフィニティマッピングの設定例です。詳細については、Crosswork
Network Controllerでの TEリンクアフィニティの設定を参照してください。
RP/0/RP0/CPU0:c12#sh running-config segment-routing traffic-eng affinity-map
Wed Jul 27 12:14:50.027 PDT
segment-routing
traffic-eng
affinity-map
name red bit-position 1
name blue bit-position 5
name green bit-position 4
!
!
!

デバイスでのフレキシブルアルゴリズムのアフィニティマップ設定

これは、デバイスでのフレキシブルアルゴリズムのアフィニティマッピングの設定例です。詳

細については、「Crosswork Network Controllerでのフレキシブルアルゴリズムのアフィニティ
の設定」を参照してください。
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https://www.cisco.com/c/en/us/td/docs/iosxr/ncs5500/mpls/b-mpls-cr-ncs5500.html
https://www.cisco.com/c/en/us/td/docs/iosxr/ncs5500/mpls/b-mpls-cr-ncs5500.html
b-cnc-traffic-engineering-7-1_chapter2.pdf#nameddest=unique_16
b-cnc-traffic-engineering-7-1_chapter2.pdf#nameddest=unique_16
b-cnc-traffic-engineering-7-1_chapter4.pdf#nameddest=unique_17
b-cnc-traffic-engineering-7-1_chapter4.pdf#nameddest=unique_17


router isis CORE
is-type level-2-only
net 49.0001.0000.0000.0002.00
log adjacency changes
affinity-map b33 bit-position 33
affinity-map red bit-position 1
affinity-map blue bit-position 5
flex-algo 128
priority 228
advertise-definition
affinity exclude-any blue indigo violet black
!

トラフィックエンジニアリングダッシュボード
TEダッシュボードにより、RSVP-TEトンネル、SR-MPLS、SRv6、および Tree-SIDポリシー
情報の概要が提供されます。

TEダッシュボードにアクセスするには、[サービスとトラフィックエンジニアリング（Services
& Traffic Engineering）] > [TEダッシュボード（TE Dashboard）]を選択します。
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図 1 :トラフィックエンジニアリングダッシュボード

このガイドの HTMLバージョンを表示している場合は、画像をクリックしてフルサイズで表
示してください。

（注）

Cisco Crossworkネットワークコントローラでのトラフィックエンジニアリング
12

Cisco Crossworkネットワークコントローラでのトラフィックエンジニアリング

トラフィックエンジニアリングダッシュボード



説明引き出し

線番号

トラフィックエンジニアリングダッシュレット：ポリシーの状態に応じて、合計

ポリシー数とポリシー数を表示します。

また、すべての TEポリシーの数と、すべての TEサービスのメトリックタイプに
応じたポリシーまたはトンネルの数も表示されます。

詳細情報をドリルダウンするには、値をクリックします。トポロジマップと TE
テーブルが表示され、クリックしたフィルタリングされたデータのみが表示され

ます。

1

トラフィックしきい値の下にあるポリシーとトンネル：

選択した期間に定義されたしきい値を下回るトラフィックがある RSVP-TEトンネ
ルおよびSR-MPLSポリシーを表示します。この情報は、未使用のポリシーやトン

ネルを見つけてフィルタリングするために使用される場合があります。 をクリッ

クして LSPしきい値の範囲を更新し、単位を KbpsからMbpsに変更します。

（注）

SRv6およびTree-SIDポリシーではトラフィック使用率はキャプチャされません。

2

表示する時間範囲（日付、1ヵ月、1週間、1日、および1時間）に基づいて、ダッ
シュレット上のデータをフィルタリングできます。

3

ポリシーおよびトンネル変更イベント：選択した時間範囲内で、パスまたは状態

変更イベントが発生したすべてのポリシーおよびトンネルをイベント数順に表示

します。この情報は、不安定なポリシーとトンネルを特定するのに役立ちます。

（注）

Tree-SIDポリシーのリーフノードの追加または削除は、イベントとしてキャプチャ
されます。

4

TEイベントと使用率履歴の表示
履歴データは、ポリシーまたはトンネルのトラフィックレートとイベントの変更をキャプチャ

します。SRv6または Tree-SIDポリシーではトラフィックレートはキャプチャされません。ト
ラフィックエンジニアリングイベントと使用率の履歴を表示するには、次の手順に従います。

始める前に

LSP使用率の収集を有効にして、データを保持する期間を設定してください。
<c_configure-te-services.xml>を参照してください。
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手順

ステップ 1 [サービスとトラフィックエンジニアリング（Services & Traffic Engineering）] > [トラフィックエンジニア
リング（Traffic Engineering）]を選択します。

ステップ 2 [アクション（Actions）]列から、ポリシーまたはトンネルの > [履歴の表示（View Details）] > [履歴
（History）]を選択します。[履歴（History）]ページには、そのデバイスの関連する履歴データが表示さ
れます。

ステップ 3 イベントをクリックすると、パスまたは状態変更イベントの情報が表示されます。

図 2 : TEイベントと使用率履歴

追加遅延データ

Cisco Crossworkネットワークコントローラでのトラフィックエンジニアリング
14

Cisco Crossworkネットワークコントローラでのトラフィックエンジニアリング

TEイベントと使用率履歴の表示



CrossworkServiceHealthがインストールされている場合、遅延（平均）と遅延差異の情報を使用できます。
詳細については、『Cisco Crosswork Network Controller Service Health Monitoring Guide』の「Enable SR PM
Monitoring for Links and TE Policies」を参照してください。

拡張 TEリンク遅延メトリック（最小遅延値）は、最適化メトリックまたは累積遅延境界として SRポリ
シーのパスの計算に使用できます。

これは、SRポリシーを介して送信されるトラフィックで発生するエンドツーエンドの遅延をモニターし、
遅延が要求された「上限」を超えず、SLAに違反していないことを確認するために使用できます。転送テー
ブル内の候補パスまたは SRポリシーのセグメントリストをアクティブ化する前に、エンドツーエンドの
遅延値を確認したり、転送テーブル内のアクティブな候補パスまたは SRポリシーのセグメントリストを
非アクティブ化したりできます。

図 3 :モニタリングが有効な場合の VPNサービスの例

TEデバイスの詳細の表示
トラフィックエンジニアリングデバイスの詳細（SR-MPLS、SRv6、RSVP-TE、およびフレキ
シブルアルゴリズム情報）を表示するには、次の手順に従います。

手順

ステップ 1 [サービスとトラフィックエンジニアリング（Services & Traffic Engineering）] > > [トラフィックエンジニ
アリング（Traffic Engineering）]を選択します。

Cisco Crossworkネットワークコントローラでのトラフィックエンジニアリング
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https://www.cisco.com/c/en/us/support/cloud-systems-management/crosswork-network-automation/products-user-guide-list.html


ステップ 2 トポロジマップで、デバイスを選択します。

ステップ 3 [デバイスの詳細（Device details）]で、[トラフィックエンジニアリング（Traffic engineering）]> [ポリシー
トンネルタイプ（policy-tunnel-type）]を選択します。各タブには、そのデバイスに関連付けられたポリシー
またはトンネルデータが表示されます。

この例では、選択したデバイスの Tree-SID情報の詳細を示します。

図 4 :トラフィックエンジニアリングデバイスの詳細

（注）

このガイドのHTMLバージョンを表示している場合は、画像をクリックしてフルサイズで表示してくださ
い。

ステップ 4 （オプション）この情報を共有するには、URLをコピーしてリンクを他のユーザーに送信します。

TE設定の構成

TEタイムアウト設定の構成
SR-TEポリシー、RSVP-TEトンネル、オンデマンド帯域幅、および IGPパスのデータのプロ
ビジョニングと取得のタイムアウト設定を行うには、[管理（Administration）]>[設定（Settings）]
> [システム設定（Systemsettings）]タブ> [トラフィックエンジニアリング（Traffic engineering）]
> [全般設定（General settings）]を選択します。タイムアウト期間のオプションを入力します。
詳細については、 をクリックしてください。

SR-PCEの応答が遅い場合、タイムアウトの設定でアクションの応答時間を変更します。大規
模トポロジの設定を変更したり、遅延や負荷による SR-PCE応答の遅延に対処したりできま
す。

（注）

Cisco Crossworkネットワークコントローラでのトラフィックエンジニアリング
16

Cisco Crossworkネットワークコントローラでのトラフィックエンジニアリング

TE設定の構成



図 5 :トラフィックエンジニアリングタイムアウトの設定

TE用のデバイスグループの表示方法の設定
デバイスグループが選択されているものの、そのグループに選択したSRポリシー、サービス、
または RSVP-TEトンネル内のデバイスが属していない場合があります。こうした場合に、ど
のような情報をトポロジマップに表示するかを設定できます。動作を設定するには、[管理
（Administration）] > [設定（Settings）] > [ユーザー設定（User settings）]タブ > [スイッチデバ
イスグループ（Switch device group）]を選択して、いずれかの動作オプションを選択します。

デフォルトでは、ユーザーは毎回デバイスグループビューを選択するように求められます。

TEデータ保持設定の構成
LSP使用率の履歴ビュー（[履歴（Historical）]タブ）を表示するには、LSP使用率の収集を有
効にし、データを保持する期間を指定する必要があります。これを行うには、[管理
（Administration）] > [システム設定（System settings）] > [データ保持（Data retention）] >
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[ネットワークパフォーマンス（Network performance）]を選択し、[LSP使用率（LSP
utilization）]チェックボックスをオンにします。必要に応じて、デフォルトのデータ保持期間
を編集できます。

保持期間を短くすると、新しい保持期間より古いデータはすべて失われます。たとえば、毎日

の保持間隔が 31日に設定されていて、その後 7日に短縮された場合、7日より古いデータはす
べて削除されます。

（注）

SR-TEポリシーと RSVP-TEトンネルの解決
孤立した TEポリシーとは、PCEで開始された SR-TEポリシー（SRv6、SR-MPLS、および
Tree-SID）または Crossworkネットワークコントローラ内で最後のクラスタデータ同期後に作
成された RSVP-TEトンネルです。高可用性セットアップでのスイッチオーバー後、システム
は孤立したTEポリシーがあるかどうかを自動的にチェックします。孤立したポリシー/トンネ
ルは、バックアップ/復元操作の後にも発生する可能性があります。ポリシーの詳細は表示で
きますが、最後のデータ同期に含まれていないため、変更することはできません。Crosswork
ネットワークコントローラは、孤立したTEポリシーを検出するとアラームを表示します（[ア
ラート（Alerts）] > [アラームとイベント（Alarms and Events）]）。

Crossworkネットワークコントローラには、これらの孤立をクリアするためのAPIが用意され
ています。孤立した SR-TEポリシーまたは RSVP-TEトンネルのリストを取得するには、
cisco-crosswork-optimization-engine-sr-policy-operations:sr-datalist-operまたは
cisco-crosswork-optimization-engine-rsvp-te-tunnel-operations:rsvp-te-datalist-operを使用しま
す。ここで、is-orphan=Trueで、デフォルトのアクションは GETです。孤立を再び管理可能
にするには、ポリシータイプごとに対応する URLに対して SAVEアクションを使用します。
詳細については、Devnetの APIドキュメント（APIリファレンス > Crosswork Optimization
Engine）を参照してください。
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https://devnetapps.cisco.com/docs/crosswork/7-1/


翻訳について
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