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SNMP #ERE % 5292121, RO CLI a2~ REA L 9,

Device#configure snmp [enable | disable]

SNMP ®O7'a ha ) N\—a VERETDHIZE, ROCLIa~w>y REfFEHLET,

Device#configure snmp version {v2c | v3}
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Device#configure snmp v2c community-id <length 1-64>

SNMP v3 . —H =L ZI5ET HI21L (SNMPv3 D) . RO CLI =~y REHEHLET,

Device#configure snmp v3 username <length 32>

SNMP v3 = —HW— %2 U — R&ZIEET HI21L (SNMPv3 D&) RO CLL =< REMFHL
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Device#configure snmp v3 password <length 8-64>
SNMPV3F%FE7 & b 2L E24EET H11E (SNMPV3 DA) | IROCLIa~> RE/FHALET,
Device#configure snmp auth-method <md5|sha>

SNMP v3 5 B4k 7 2 b a /L Z3RET HI21L (SNMPv3 DA) . RO CLI =~ REFEHALE
7,

Device#configure snmp encryption {des | aes | none}
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none # AJJLE T,

SNMP v3 i B XA 7 L— X & IRET HI121E (SNMPv3 D&) . RO CLL =2~ K& L
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Device#configure snmp secret <length 8-64>

SNMP EH# F 7 v 7REFIRET HIT0E, ROCLI a2~ FEEAL £,

Device#configure snmp periodic-trap {enable | disable}

EHSNMP hZ v 7 oi@s ~ 7 v 7HEEZRET 212, WO CLIa~w>y REEALET,

Device#configure snmp trap-period <1-2147483647>
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Device#configure snmp event-trap {enable | disable}

SNMPNMS R A M FEITIP 7 L AZFEET HI2IE, RO CLL a2~ REMHLET,

Device#configure snmp nms-hostname {hostname |Ip Address}

SNMP & E &N THI121F, WO CLI 2~ REFHLET,

Device#configure snmp disabled
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SNMP D& EF
SNMP v2 @ CLI :

Device#configure snmp v2 community-id <length 1-64>
Devicefconfigure snmp nms-hostname hostname/Ip Address
Device#configure snmp trap-period <1-2147483647>
Devicef#fconfigure snmp periodic-trap enable/disable
Deviceffconfigure snmp event-trap enable/disable

. SNMP M%7 & #REE



| SNMP D33 & #REE
cu 1=k % snmp oiit ]

Device#configure snmp version v2c
Device#configure snmp enabled

SNMP v3 @ CLI :

Device #configure snmp nms-hostname hostname/Ip Address
Device#configure snmp trap-period <1-2147483647>
Device#configure snmp v3 username <length 32>
Device#configure snmp v3 password <length 8-64>
Device#configure snmp auth-method <md5|sha>
Devicef#configure snmp encryption <aes|des|none>
Device#configure snmp secret <length 8-64>
Device#configure snmp periodic-trap enable/disable
Device#configure snmp event-trap enable/disable
Device#configure snmp version v3

Device#configure snmp enabled

CLI [Z & % SNMP D #&3iE

SNMP ZEE+ 51213, RO show 2~ REFEH L ET,

Device# show snmp

SNMP: enabled

Version: v3

Username: username

Password: password
Authentication method: SHA
Encryption: AES

Encryption Passphrase: passphrase
Engine ID: 0x8000000903c0f87fe5£314
Periodic Trap: enabled
Notification Period (minutes): 5
Event Trap: enabled

NMS hostname: 192.168.116.11
Device# show snmp

SNMP: enabled

Version: v2c

Community ID: test

Periodic Trap: enabled
Notification Period (minutes): 5
Event Trap: enabled

NMS hostname: 192.168.116.11
Device# show system status snmpd
Service Status

Service Name : snmpd
Loaded : loaded
Active : active (running)

Main ProcessID : 6437
Running Since : Mon 2022-09-19 14:45:27 UTC; 3h 34min ago
Service Restart : 0
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[SNMP mode] K&z 7% 7 U A Rk [v2e] ZBINL £,
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CISco Cisco URWB IW9165DH Configurator
ULTRA RELIABLE 5.81.160.216 - MESH POINT MODE
WIRELESS BACKHAUL

W Service m SNMP
W Monitor SNMP
GENERAL SETTINGS SNMP mode: v2c ~

- general mode
- wireless radio

- antenna alignment and stats Enable SNMP periodic trap:
NETWORK CONTROL

Community ID:  test

Enable SNMP event trap:
- advanced tools

ADVANCED SETTINGS NMS hostname:  192.168.0.100
- advanced radio settings
 static routes Motification period (minutes). 1
- allowlist / blocklist
- snmp ~—
- radius ‘
-ntp

- ethernet filter

- 12tp configuration

- vlan settings

- Fluidity

- misc settings

MANAGEMENT SETTINGS

- remote access

- firmware upgrade

- status

- configuration settings

- reset factory default

- reboot

- logout

@ 2024 Cisco andlor its zfiliates. All rights reserved

[Community ID] 7 4 —/V RIZ2 X 2 =7 @B+ OMEZ AT LET,
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[Enable SNMP event trap] = v 7 R v 7 A% A N2 LT, EER VAT LARE A X2 hD SNMP A X k
N7 v 7 EHH L, [NMShostname] 7 4 —/L RIZHxy NT—VHFBAT— 3> (NMS) OKRA N %
ABLET,

BE
FT v POREHRE 70D NMS A A MZiX, SNMPv2e T v FHINET 5 X 9 1T E S L7~ SNMP ——
T NI TT,

[Enable SNMP periodic trap] = v 7 R v 7 A% A N2 LT, EHAYR SNMP + 7 v 72 Hc L (EF
NIZ—EDMIFHT SNMP 7 v 723 8E S41ET) | [NMS hostname] 7 4 —/L FIT NMS DA A 4% A
73U EF, [Notification period] (2@ ENHAM (HALD) Z AN LET,
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ATw 75 [Save] 7 Vv 7 LET,

GUI #ERAL=SNMP/A— 3 > v3DETE
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[SNMP] 7 1~ RUNRRRINET,

Mmm
CIsco

ULTRA RELIABLE
WIRELESS BACKHAUL

IW Service m
IW Monitor

GENERAL SETTINGS
- general mode

- wireless radio

- antenna alignment and stats
NETWORK CONTROL

- advanced tools
ADVANCED SETTINGS

- advanced radio settings
- static routes

- allowlist / blocklist

- snmp

- radius

-ntp

- ethernet filter

- 12tp configuration

- vlan settings

- Fluidity

- misc settings
MANAGEMENT SETTINGS

- remote access

- firmware upgrade

- status

- configuration settings

- reset factory default

- reboot

- logout

Cisco URWB IW9165DH Configurator
5.81.160.216 - MESH POINT MODE

SNMP
SNMP mode: v3 v

SNMP v3 username:

SNMP v3 password:

Show SNMP 3 password: [_|
SNMP v3 authentication proto:  MD5 ~
SNMP v3 encryption: No Encryption v
SNMP v3 encryption passphrase:

Show SNMP v3 encryption passphrase:
Enable SNMP periodic trap: [_]
Enable SNMP event trap: [_|

Engine ID: Currently Unavailable

NMS hostname:

Notification period (minutes):

=l

AT w72 [SNMP v3 username] 7  —/L KIZ SNMP v3 = —H—£ % A L £,
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* SHA
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[SNMP v3 encryption] K2 > 7*#7  U 2 kbbb 2 5k 7' m ha VA& RIRLET, koA T a %
AT £,
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* DES (7 —# I 5 8ik%)

« AES (Advanced Encryption Standard)

GE)
Fy NT—=TNOFTXTOT 7 EARA L M, FIUK ST e ha Lz ETH0ERH D £,

B b/ XA 7 L— X% H 9 5I21%, [SNMP v3 encryption passphrase] 7 4 —/L RIZH LVWIR T L— X%
ATTLET,

[Enable SNMP periodic trap] F = v 7 R v 7 A% A N2 LT, EH SNMP b7 v 71k W EZENT—ED
BT SNMP b7 v 7MREE S5 X 912 L, [NMS hostname] 7 o —/L FIZ NMS DR A &2 AN L%
9", [Notification period] |ZiBAEIMIM] (AL AT LET,

[Enable SNMP event trap] = v 7 R v 7 A% A4 N2 LT, BEER VAT LARE A <2 hD SNMP A < k
N7 v 7% HHZ L, [NMS hostname] 7 1 —/L FIZ NMS DR A &2 AT LET,

GE)
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[Savel] 27 U v 27 LET,
SNMP 2Nz T 5L, ROR Y T v TFNREREINET,

Please re-configure all valid values to enable
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