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Router#

show utd engi ne standard status

Engine version : 1.0.19.Sv2.9.16.1_XE17.3
Profile : Cloud-Low

System memory :
Usage : 6.00 %
Status : Green
Number of engines 1

<#root>
Engine
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Health Reason

Engine(#1):
Yes

Green None
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