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o UL 62368-1

o UL 60950-1

o CAN/CSA-C22.2 No. 62368-1
o CAN CSA C22.2 60950-1

o EN 62368-1

o [EC 62368-1

o AS/NZS 62368.1

o GB4943.1

« FCC 47CFR15 7 5 2 A
« AS/NZS CISPR 32 7 5 % A

« EN55032/CISPR 32 7 5 % A

« ICES-003 7 7 % A

«VCCl 7 5 2 A

«KSC9832 77 %A

e CNS-13438 7 5 % A
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CSF6160-A-TD-K9 Cisco Secure Firewall 6160 777 1 7 .~ A, Threat Defense
CSF6160-A-ASA-K9 Cisco Secure Firewall 6160 777 1 7 > A, ASA
CSF6170-A-TD-K9 Cisco Secure Firewall 6170 77 4 7 . A, Threat Defense
CSF6170-A-ASA-K9 Cisco Secure Firewall 6170 7' 4 7 . A, ASA

© 2025 Cisco and/or its affiliates. All rights reserved. 9/10 ~—v


https://www.cisco.com/c/en/us/products/collateral/security/secure-firewall/guide-c07-737902.html
https://www.cisco.com/c/en/us/products/collateral/security/secure-firewall/guide-c07-737902.html

BREEOR 2

VAaDEEOESIEE (CSR) VAR— o [BERS) B7varTid, ®E, YV a—var, EH, RS
B, 7794 F ==kt 5, PATORERER) O — A= T F72HE L TNOET,

£9. REGSICHTLIEERIE Y2 (CSR VAR— b TBREORHM] £ 7 2 a IR ~0ZRY 7 2R LET,

B OMEHZ BT 2 IS K OSBRI B4 5 1F ME
B, Ny TV RNy r—UraUGETREEWIESGICET 5 FH WEEE j# &

VAATE, Ny r—UF—XEEREFENTOREME L TOET, 25 OFRITRFTOERG 2 KB L Ty
WHBEMEDN B 0 £, 2 a3ld, BWes, B, 3R TObDTHD Z L 2EKH, (Rif. 3OO0 8
o THOHDIERITIFHERLICEFRISNLZZERHY £,

KEF TITREER I—0Ov/ A4t
HUTAN=TFHY/E SV HR=IL PLARTINIL (A FVY)

VZFHFRZECH 400 OA T4 ZZMEELTWE T, A 74 AD(ERR, BEEES. FAX FS(3H11D Web 4 b (www.cisco.com/jp/go/offices) =T EE< 721N,
Cisco $& U Cisco O, Cisco Systems, Inc. £/z[EZDEESHOXEL LV ZDMOEICH I ZEHIEL/EBFHETT, YRIADBEO—EICONTIE.

www.cisco.com/jp/go/trademarks ZZE< 7230\, BHIN TV Y —K/\—T 1 DFEIL. FNZFNOREEICRBBLE T, [/\—~—) £/ld Tpartner] EVWSFEAMFERAINTNTH.
VA ORIC/N— b F =2y TRRHIFETZIEEEKRTHLDOTIEHDEEA. (110R)

Printed in USA C78-5568376-00 11/25

© 2025 Cisco and/or its affiliates. All rights reserved. 10/10 _—¥


https://www-1.compliance2product.com/c2p/getAttachment.do?code=YM6Y0yThdO6Wj1FxxYPYfUG2dtFkTeFWGpzLRO8tcURFEifUCRV403Tq2ZMWP6Ai
https://www.cisco.com/c/en/us/about/product-innovation-stewardship/materials.html
https://www.cisco.com/c/en/us/about/product-innovation-stewardship/product-recycling/weee-compliance.html

	はじめに
	ハイライト
	ハードウェアの概要
	パフォーマンス
	拡張性
	ハードウェア仕様
	コンプライアンス
	発注情報
	環境保全

