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C H A P T E R 1
UCC 5G AMF - Release Change Reference

• Features and Behavior Changes Quick Reference, on page 1
• Collision Handling, on page 2
• Context Transfer Guard Timer Configuration and Call Flow Changes—CSCwa80975, on page 2
• Inclusion of SMF Update Context Request During the N26 HO Failure—CSCwd70817, on page 4
• Insensitive Case Comparisons of the AMF Components—CSCwd84867, on page 5
• Triggering UE Context Release based on UE Connection State—CSCwd60959, on page 6

Features and Behavior Changes Quick Reference
The following table indicates the default values for features and behavior changes in this release.

Release Introduced/ ModifiedDefaultFeatures/ Behavior Changes

NAEnabled – Always-onCollision Handling, on page 2

2023.01.0Enabled – Always-onContext Transfer Guard Timer
Configuration and Call Flow
Changes—CSCwa80975, on page
2

2023.01.0Enabled – Always-onInclusion of SMF Update Context
Request During the N26 HO
Failure—CSCwd70817, on page
4

2023.01.0Enabled – Always-onInsensitive Case Comparisons of
the AMF
Components—CSCwd84867, on
page 5

2023.01.0Enabled – Always-onTriggering UE Context Release
based on UE Connection
State—CSCwd60959, on page 6
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Collision Handling

Feature Summary

Summary Data

Table 1: Summary Data

AMFApplicable Products or Functional Area

SMIApplicable Platforms

Enabled – Always-onFeature Default Setting

UCC 5G Access and Mobility Management Function
- Configuration and Administration Guide

Related Documentation

Feature Description
The AMF interacts and supports multiple nodes. A few of the nodes are as the following:

• UE/GNB

• UDM

• AUSF

• SMF

When multiple nodes send simultaneous request towards the AMF, there's a possibility of collision at the
AMF node.

The AMF collision handling feature supports handling the collision between different procedures at the AMF
node.

Context Transfer Guard Timer Configuration and Call Flow
Changes—CSCwa80975

Behavior Change Summary and Revision History

Summary Data

Table 2: Summary Data

AMFApplicable Product(s) or Functional Area
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SMIApplicable Platform(s)

Enabled – Always-onFeature Default Setting

Not ApplicableRelated Changes in this Release

UCC 5G Access and Mobility Management Function
- Configuration and Administration Guide

Related Documentation

Revision History

Table 3: Revision History

ReleaseRevision Details

2023.01First introduced.

CDETS ID: CSCwa80975

Behavior Change
Previous Behavior: The previous behavior activities listed as follows:

• The timer value can be configured in any range between <unsignedInt, 0–35712000>.

• The guard timer gets started on receiving the N14 context transfer update request.

• In the guard timer running state, no handling of UDM Deregistration notification is present.

New Behavior: The new behavior activities listed as follows:

• The CLI is updated to configure guard timer values in the range [0-10].

The default value is 5. The value 0 is used to disable the timer in the procedure.

• If enabled, the UE context guard timer starts on receiving the context transfer request.

• On a successful transfer, the UE context will be cleaned on timer expiry.

Customer Impact: No impact.
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Inclusion of SMF Update Context Request During the N26 HO
Failure—CSCwd70817

Behavior Change Summary and Revision History

Summary Data

Table 4: Summary Data

AMFApplicable Product(s) or Functional Area

SMIApplicable Platform(s)

Enabled – Always-onFeature Default Setting

Not ApplicableRelated Changes in this Release

UCC 5G Access and Mobility Management Function
- Configuration and Administration Guide

Related Documentation

Revision History

Table 5: Revision History

ReleaseRevision Details

2023.01First introduced.

CDETS ID: CSCwd70817

Behavior Change
Previous Behavior: When the HO failure is received from the gNB, the AMF is unable to send
smfupdateCtxtReq to the SMF with n2smInfoType, even when n2smInfo wasn’t received from the AN.

New Behavior: When the AMF receives an HO failure note from the gNB, it acts as follows:

• The AMF sends the SMF Update Context Request to the SMF without the N2SM type of information.

• If the N2SM information is missing from the AN, the AMF doesn't include the HO state and its cause
attributes.

Customer Impact: No impact.
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Insensitive Case Comparisons of the AMF
Components—CSCwd84867

Behavior Change Summary and Revision History

Summary Data

Table 6: Summary Data

AMFApplicable Product(s) or Functional Area

SMIApplicable Platform(s)

Enabled – Always-onFeature Default Setting

Not ApplicableRelated Changes in this Release

UCC 5G Access and Mobility Management Function
- Configuration and Administration Guide

Related Documentation

Revision History

Table 7: Revision History

ReleaseRevision Details

2023.01First introduced.

CDETS ID: CSCwd84867

Behavior Change
Previous Behavior: The AMF doesn't allow the following request:

• When the UE is requested, but the DNN doesn’t match the case of a configured DNN (AMF) or a
subscribed DNN (from the UDM).

New Behavior: The following instances aren’t part of the AMF standard specifications:

• If the UE requests for the Cisco configured DNN, but the AMF is configured with Cisco credentials.

• If the subscribed UDM responds with the Cisco credentials, but the request gets denied.

As per the standard specification, this comparison must be case-insensitive.

Customer Impact: No impact.
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Triggering UE Context Release based on UE Connection
State—CSCwd60959

Behavior Change Summary and Revision History

Summary Data

Table 8: Summary Data

AMFApplicable Product(s) or Functional Area

SMIApplicable Platform(s)

Enabled – Always-onFeature Default Setting

Not ApplicableRelated Changes in this Release

UCC 5G Access and Mobility Management Function
- Configuration and Administration Guide

Related Documentation

Revision History

Table 9: Revision History

ReleaseRevision Details

2023.01First introduced.

CDETS ID: CSCwd60959

Behavior Change
Previous Behavior: The previous behavior activities listed as follows:

• The UE sends a Service Request in Uplink NAS transport for data or signaling.

• The AMF sends a Service Reject since the UE is in the NOT ALLOWED AREA.

• The AMF sends the UE context release command to the gNB post reject and the gNB replies with the
UE context release complete. The UE isn’t marked as idle after this step.

The UE context release command was sent when the AMF initiated a service reject action for the UE in
connected mode.

New Behavior: The new behavior activities listed as follows:

• The UE continues sending a Service Request in Uplink NAS transport for data or signaling.

• The AMF continues sending a Service Reject since the UE is in the NOT ALLOWED AREA.
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• The AMF doesn't send the UE context release command to the gNB post reject and the UE is still in a
connected state.

• The UE context release command doesn't get initiated from the AMFwhen the service reject gets initiated
in connected mode.

• The UE sends a Service Request to the AMF in the Uplink NAS Transport NGAP message and the PDU
reactivation gets initiated properly.

Customer Impact: No impact.
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