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What's New in Release 2.3.4
This release provides updates for fixing security vulnerabilities and bugs. The following software modules
are updated:

• bind-libs

• expat

• gzip

• python

• rsync

• rsyslog

• xz

• zlib

• haproxy

An AMI package is now available for this release. To upgrade to this release, see Upgrade Path.

Caveats
The following sections provide information about the resolved caveats pertaining to Cisco Spaces: Connector
2.3.4. This release has no open caveats.

Open Caveats in Cisco Spaces: Connector, Release 2.3.4
There are no open caveats in this release of Cisco Spaces: Connector.
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Resolved Caveats in Cisco Spaces: Connector, Release 2.3.4
This section lists the bugs that are resolved in this release of Cisco Spaces: Connector.

Table 1: Resolved Caveats

DescriptionCaveat

Allows two DNS entries during setup.CSCwc04599

Cisco Spaces: Connector does not allow you to change
the DNS domain, if you skipped the configuration
during initial installation.

CSCwc05639

Connector displays an invalid DNS entry even when
the entry is a valid IP address.

CSCwd31514

Release 2.3.4
2

Release 2.3.4
Resolved Caveats in Cisco Spaces: Connector, Release 2.3.4

https://bst.cloudapps.cisco.com/bugsearch/bug/CSCwc04599
https://bst.cloudapps.cisco.com/bugsearch/bug/CSCwc05639
https://bst.cloudapps.cisco.com/bugsearch/bug/CSCwd31514
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