
Release 2.3.3

• What's New in Release 2.3.3, on page 1
• Caveats, on page 1

What's New in Release 2.3.3
This release provides updates for fixing security vulnerabilities of the Centos 7 operating system. Some of
the modules that are updated include libxml2, libxslt, libX11, and nss.

Caveats
Caveats describe unexpected behavior in the Cisco Spaces: Connector.

Open Caveats in Cisco Spaces: Connector, Release 2.3.3
There are no open caveats in this release of Cisco Spaces: Connector.

Resolved Caveats in Cisco Spaces: Connector, Release 2.3.3
This section lists the bugs that are resolved in this release of Cisco Spaces: Connector.

Table 1: Resolved Caveats

DescriptionCaveat

Vulnerabilities on Cisco Spaces: Connector: need to upgrade CentOS to latest
version.
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