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What's new in Release 3, January 2025
Table 1: What's new in January 2025

DescriptionFeature

The base OS packages are upgraded with the latest versions.Base OS package
updates

The vulnerability fixes are available until December 2024.Vulnerability fixes
in this release

• The AP streaming of GNSS data and UWB wayfinding is available for EFT.

• The dot1x authentication-based occupancy support is available for IoT Wired.

Connector 3.2:
features and
enhancements

• FIPS support is available for the OVA-deployed connector on the VMware platform.

• Supported Controller Versions:

• 17.15.3

• 17.12.6

FIPS
implementation

• The DMS or Cloud endpoint selection is available during the initial Proxy setup.Enhancements and
bug fixes

To upgrade to Release 3, January 2025, see Upgrade Path for Release 3.Note
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Issues

Open issues in Release 3, January 2025
Table 2: Open issues

DescriptionID

Connector 3.2: FIPS does not support AAA in FIPS modeCSCwn96041

Unable to token a 3.1 and below connector post Connector 3.2 ReleaseCSCwo22598

Resolved issues in Release 3, January 2025
Table 3: Resolved issues

DescriptionID

Need an option to choose the DMS endpoint while configuring proxyCSCwn99116
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https://bst.cloudapps.cisco.com/bugsearch/bug/CSCwn96041
https://bst.cloudapps.cisco.com/bugsearch/bug/CSCwo22598
https://bst.cloudapps.cisco.com/bugsearch/bug/CSCwn99116
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