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• What's New in Cisco Spaces: Connector 2.2, on page 1
• What's New in Cisco Spaces: Connector 2.1 , on page 2
• What's New in Cisco Spaces: Connector 2.0 , on page 2
• Caveats, on page 2

What's New in Cisco Spaces: Connector 2.2
• Cisco Spaces: Connector 2.2 has the following new commands:

• connectorctl checktimezone

• connectorctl listtimezone

• connectorctl changetimezone

• connectorctl enabledebug

• connectorctl viewdebuglogs

• connectorctl disabledebug

• connectorctl restartservices

• connectorctl servicestatus

• connectorctl containerstatus

• connectorctl ntpconfig

• connectorctl networkconfig

• Support for AAA on Cisco Spaces: Connector 2.2 is added.

• Cisco Spaces: Connector 2.2 GUI is updated to include details about gateway, domain, netmask, and
NTP server.

• Cisco Spaces: Connector 2.2 installation workflow is updated to include time zone configurations.

• The following additional Linux commands are now allowed on the restricted CLI:

• route
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• clear

• wget

• who

What's New in Cisco Spaces: Connector 2.1
• Cisco Cisco Spaces: Connector 2.1 CLI now has new commands. The newly added commands are as
follows:

• connectorctl createcsr

• connectorctl importcacert

• connectorctl validatecert

• connectorctl dockersubnet

What's New in Cisco Spaces: Connector 2.0
• Cisco Spaces: Connector 2.0 allows a specific set of Linux commands on the CLI. See Restricted
Command-Line Interface:

• Cisco Spaces: Connector 2.0 CLI now has the following commands:

• connectorctl setproxycert certificate

• connectorctl lockinterval

• connectorctl passwordpolicy

• connectorctl generatecert

• connectorctl showcert

• connectorctl techsupport

• connectorctl ntprestrict ipaddress

• connectorctl ntpunrestrict ipaddress

Caveats
Caveats describe unexpected behavior in the Cisco Spaces: Connector.

Open Caveats in Cisco Spaces: Connector, Release 2.2
This section lists the bugs that are open in this release of Cisco Spaces: Connector.
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https://www.cisco.com/c/en/us/td/docs/wireless/cisco-dna-spaces/connector/connector3/b_connector_cli30/m_restricted.html
https://www.cisco.com/c/en/us/td/docs/wireless/cisco-dna-spaces/connector/connector3/b_connector_cli30/m_restricted.html


Table 1: Open Caveats

DescriptionCaveat

cmxadmin user cannot access connector Web UI
when AAA is configured

CSCvt28589

AAA with IPSec enabled does not work when
certificate generated on connector is of key type
ECDSA

CSCvt29826

Cisco Spaces: Connector Upgrade From 1.0 to 2.2
fails.

CSCvt63222

Open Caveats in Cisco Spaces: Connector, Release 2.1.1
Table 2: Open Caveats

DescriptionCaveat

Re-configuring of proxy fails after upgrade from
Connector 2.0 to Connector 2.1.1. You must install a
new OVA or contact support to install the patch.

CSCvr68037

Resolved Caveats in Cisco Spaces: Connector, Release 2.2
Table 3: Resolved Caveats

DescriptionCaveat

Cisco Spaces: Connector allows root login via
command line interface.

CSCvr67351

Re-configuring of proxy fails after upgrade from
Connector 2.0 to Connector 2.1.1. You must install a
new OVA or contact support to install the patch.

CSCvr68037

Resolved Caveats in Cisco Spaces: Connector, Release 2.1
Table 4: Resolved Caveats

DescriptionCaveat

Cisco Spaces: Connector appears to be built using
ESXi 5.5.

CSCvp77288

Cisco Spaces: Connector deployment attempts to list
the OS as RedHat.

CSCvp77214

Cisco Spaces: Connector download logs button does
not work.

CSCvq38246
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https://bst.cloudapps.cisco.com/bugsearch/bug/CSCvt28589
https://bst.cloudapps.cisco.com/bugsearch/bug/CSCvt29826
https://bst.cloudapps.cisco.com/bugsearch/bug/CSCvt63222
https://bst.cloudapps.cisco.com/bugsearch/bug/CSCvr68037
https://bst.cloudapps.cisco.com/bugsearch/bug/CSCvr67351
https://bst.cloudapps.cisco.com/bugsearch/bug/CSCvr68037
https://bst.cloudapps.cisco.com/bugsearch/bug/CSCvp77288
https://bst.cloudapps.cisco.com/bugsearch/bug/CSCvp77214
https://bst.cloudapps.cisco.com/bugsearch/bug/CSCvq38246


Resolved Caveats in Cisco Spaces: Connector, Release 1.0.188
Table 5: Resolved Caveats

DescriptionCaveat

DMSAgent does not validate SSL certificates during
HTTPS requests without a proxy.

CSCvo04257

Time on the connector Web UI is incorrect and
difficult to read.

CSCvo21259
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https://bst.cloudapps.cisco.com/bugsearch/bug/CSCvo04257
https://bst.cloudapps.cisco.com/bugsearch/bug/CSCvo21259
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