
Preface

This preface describes this guide and provides information about the installation and configuration of IEC6400
Edge Compute Appliance, and related documentation.

It includes the following sections:

• About this Guide, on page i
• Related Documentation, on page i
• Communications, Services, and Additional Information, on page i

About this Guide
This guide details the installation and configuration of the IEC6400 Edge Compute Appliance. The IEC6400
Edge Compute Appliance uses the Ultra-Reliable Wireless Backhaul (URWB) technology with Cisco UCS
C220 M6 Rack Server. The IEC6400 Release 1.0.1 fixes the following issues:

• The SNMP v3 encryption protocols mentioned in the GUI are now same as those configured using CLI.

• The NTP authentication methods mentioned in the GUI are now same as the authentication methods
configured using CLI.

Related Documentation
For more details about Regulatory Compliance and Safety Information, see Regulatory Compliance and Safety
Information.

Communications, Services, and Additional Information
• To receive timely, relevant information from Cisco, sign up at Cisco Profile Manager.

• To get the business impact you’re looking for with the technologies that matter, visit Cisco Services.

• To submit a service request, visit Cisco Support.

• To discover and browse secure, validated enterprise-class apps, products, solutions, and services, visit
Cisco DevNet.
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https://www.cisco.com/c/dam/en/us/td/docs/unified_computing/ucs/hw/regulatory/compliance/rcsi-0421-book.pdf
https://www.cisco.com/c/dam/en/us/td/docs/unified_computing/ucs/hw/regulatory/compliance/rcsi-0421-book.pdf
https://www.cisco.com/offer/subscribe
https://www.cisco.com/go/services
https://www.cisco.com/c/en/us/support/index.html
https://developer.cisco.com/ecosystem/spp/


• To obtain general networking, training, and certification titles, visit Cisco Press.

• To find warranty information for a specific product or product family, access Cisco Warranty Finder.

Cisco Bug Search Tool

Cisco Bug Search Tool (BST) is a gateway to the Cisco bug-tracking system, whichmaintains a comprehensive
list of defects and vulnerabilities in Cisco products and software. The BST provides you with detailed defect
information about your products and software.

Documentation Feedback

To provide feedback about Cisco technical documentation, use the feedback form available in the right pane
of every online document.
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http://www.ciscopress.com
http://www.cisco-warrantyfinder.com
https://bst.cloudapps.cisco.com/bugsearch/
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