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Features and Supported Releases
This section provides information about the different features that are supported on web authentication and
the release in which they were introduced.

Table 1: Web Authentication Features and Releases

Introductory ReleaseFeature DescriptionFeature Name

Cisco IOS XE Amsterdam 17.3.1The following commands have
been introduced to manage HTTP
and HTTPS requests for web
authentication.

• secure-webauth-disable

• webauth-http-enable

HTTP/HTTPS access for Web
authentication

Cisco IOS XE Amsterdam 17.3.1Automatic upload of custom web
authentication HTML files on to
the flash on the active and member
switches through the Web UI.

Auto upload of custom pages

Cisco IOS XE Bengaluru - 17.4.1Support for layer 2 multi
authentication methods have been
introduced for LWA and EWA.

Multi authentication methods

Cisco IOS XE Gibraltar - 16.11.1Support for configuring IPv6ACLs
for web authentication have been
introduced.

IPv6 ACLs for Webauthentication

Cisco IOS XE Gibraltar - 16.10.1Local Web Authentication (LWA)
and External Web Authentication
(EWA) features are introduced.

Local and external Web
authentication
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