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What's New in this Release
Cisco Spaces dashboard

The following features are introduced in the Cisco Spaces dashboard:

Cisco Webex Integration

Cisco Webex is now integrated with Cisco Spaces. This integration enables Cisco Webex devices in the
Webex Control Hub account to perform a cloud-to-cloud integration between Webex Control Hub and
Cisco Spaces.

This integration supports:

• Synchronization of CiscoWebex entities such as CiscoWebex workspaces, devices, workspace locations,
and floor details from theWebex Control Hub. The synchronization process is scheduled in the backend
every three hours after the token is configured in the Cisco Spaces dashboard. Choose Setup > Webex
to configure the tokens.

• Cisco Webex devices to send device data such as temperature, air quality, occupancy, and so on, which
is then used in Cisco Smart Workspaces

Currently, this integration is only intended for Cisco Smart Workspaces users.Note

What's Changed in this Release
Cisco Spaces dashboard

The following enhancements are made in the Cisco Spaces Dashboard:
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Single Use Access Code in Cisco Spaces

Cisco Spaces is enhanced to support the creation of a single-use access code. ChooseCaptive Portal >Access
Code >Create Access Code to create a new single-use access code. The generated access code is for one-time
use only. You can choose either the Numeric or the Alphanumeric option while creating the access code.

The status of the new access code is shown as Available in the View Access Codes window. After the access
code is used, the status changes to Used.

Captive Portal

The following enhancement is made in the Cisco Spaces Captive Portal:

Single Use Access Code Support in Captive Portal Runtime

The Cisco Spaces Captive Portal is enhanced to support single-use access codes. The generated access code
is for one-time use only. If the access code is already used once, the following error message is displayed:
invalid access code.

Caveats
Caveats describe unexpected behavior in the Cisco DNA Spaces application. The Resolved Caveats and Open
Caveats sections list the caveats in this release.

The following information is provided for each caveat:

• Identifier: Each caveat is assigned a unique identifier (ID) with a pattern of CSCxxNNNNN, where x is
any letter (a-z) and N is any number (0-9). These IDs are frequently referenced in Cisco documentation,
such as Security Advisories, Field Notices, and other Cisco support documents. Cisco Technical Assistance
Center (TAC) engineers or other Cisco staff can also provide you with the ID for a specific caveat.

• Description: A description of what is observed when the caveat occurs.

This section contains the following topics:

Cisco Bug Search Tool
Cisco Bug Search Tool (BST) is a gateway to the Cisco bug-tracking system, whichmaintains a comprehensive
list of defects and vulnerabilities in Cisco products and software. The BST provides you with detailed defect
information about your products and software.

Open Caveats
There are no open caveats in this release of Cisco Spaces.

Resolved Caveats
This section lists the bugs that have been resolved in this release of Cisco Spaces.
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https://bst.cloudapps.cisco.com/bugsearch/


Table 1: Cisco Spaces Resolved Caveats

Caveat DescriptionCaveat Identifier

Clients are not showing up in the Detect and Locate app due to null ancestor IDs in
the map floor API response.

CSCwb99689
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https://bst.cloudapps.cisco.com/bugsearch/bug/CSCwb99689
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