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Feature Summary and Revision History
Summary Data

UASApplicable Product(s) or Functional
Area

UGPApplicable Platform(s)

Enabled - Always-onFeature Default

Not applicableRelated Changes in This Release

• Ultra Services Platform Deployment Automation Guide

• Ultra M Solutions Guide

Related Documentation

Revision History

ReleaseRevision Details

6.10First introduced.

Feature Description
This feature imposes these additional regulations for the passwords of all user, local, administrative, and
system accounts to improve the security.
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• The passwords configured for UAS components and UEM must not contain any repetitive alphabets or
digits (for example, aaaa, 1111).

• The passwords must not contain any dictionary words.
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