  
   
    
     [bookmark: pgfId-1004110][bookmark: marker-1004548][bookmark: 65850]Tra[bookmark: marker-1009898]nslated [bookmark: marker-1006153]Safety Warnings 
      
      
 
     
 
 
    [bookmark: pgfId-1045596]For translated safety warnings, refer to the safety warning document that shipped with your access point or that is available on Cisco.com. 
 
    [bookmark: pgfId-1045597]To browse to the document on Cisco.com, follow these steps:
 
    
 
    [bookmark: pgfId-1045598]Step 1 Click this link and go to the Cisco Wireless documentation home page:

http://www.cisco.com/en/US/products/hw/wireless/index.html
 
    [bookmark: pgfId-1045604]Step 2 Click Support and the Support and Documentation page displays.
 
    [bookmark: pgfId-1049778]Step 3 Click Wireless in the Find Product Support column.
 
    [bookmark: pgfId-1049768]Step 4 Click 1530.
 
    [bookmark: pgfId-1047505]Step 5 Click Install and Upgrade.
 
    [bookmark: pgfId-1045605]Step 6 Click Install and Upgrade Guides.
 
    [bookmark: pgfId-1045606]Step 7 Click Translated Safety Warnings for Cisco Aironet 1530 Series Outdoor Mesh Access Points.
 
    [bookmark: pgfId-1045637]
 
     
     
 
    
 
    
 
    [bookmark: pgfId-1034553]
 
   
 
  
 
  
  
   
   
    
     [bookmark: pgfId-1007671][bookmark: 41495]Declarations of Conformity and [bookmark: marker-1007754][bookmark: marker-1007755]Regulatory Information 
      
      
 
     
 
 
    [bookmark: pgfId-1007761]This appendix provides [bookmark: marker-1007759]declarations of conformity and [bookmark: marker-1007760]regulatory information for the Cisco Aironet 1532 Outdoor Access Point.
 
    [bookmark: pgfId-1007762]This appendix contains the following sections:
 
     
     	 [bookmark: pgfId-1022384]Manufacturers Federal Communication Commission Declaration of Conformity Statement
 
     	 [bookmark: pgfId-1007770]Industry Canada
 
     	 [bookmark: pgfId-1015262]European Community, Switzerland, Norway, Iceland, and Liechtenstein
 
     	 [bookmark: pgfId-1015267]Declaration of Conformity for RF Exposure
 
     	 [bookmark: pgfId-1015280]Guidelines for Operating Cisco Aironet Access Points in Japan
 
     	 [bookmark: pgfId-1015284]VCCI Statement for Japan
 
     	 [bookmark: pgfId-1007778]Administrative Rules for Cisco Aironet Access Points in Taiwan
 
     	 [bookmark: pgfId-1021835]EU Declaration of Conformity
 
    
 
   
 
    
     [bookmark: pgfId-1021839][bookmark: 96788]Manufacturers [bookmark: marker-1021838]Federal Communication Commission Declaration of Conformity Statement
 
    [bookmark: pgfId-1007785]
 
     
     [image: ] 
    
 
    [bookmark: pgfId-1016031]
 
     
      
       
        
        	 
        	[bookmark: pgfId-1016037]AIR-CAP1532I-A-K9
 [bookmark: pgfId-1026279]AIR-CAP1532I-B-K9
  
        	  
        	[bookmark: pgfId-1016055]AIR-CAP1532E-A-K9
 [bookmark: pgfId-1026302]AIR-CAP1532E-B-K9
  
        	[bookmark: pgfId-1014858]Manufacturer:
 [bookmark: pgfId-1009159]Cisco Systems, Inc.
170 West Tasman Drive
San Jose, CA 95134-1706
USA
 [bookmark: pgfId-1007791]This device complies with Part 15 rules. Operation is subject to the following two conditions:
 [bookmark: pgfId-1007792] 1. This device may not cause harmful interference, and
 [bookmark: pgfId-1007793] 2. This device must accept any interference received, including interference that may cause undesired operation.
 [bookmark: pgfId-1007794]This equipment has been tested and found to comply with the limits of a Class A digital device, pursuant to Part 15 of the FCC Rules. These limits are designed to provide reasonable protection against harmful interference when the equipment is operated in a residential environment. This equipment generates, uses, and radiates radio frequency energy, and if not installed and used in accordance with the instructions, may cause harmful interference. However, there is no guarantee that interference will not occur. If this equipment does cause interference to radio or television reception, which can be determined by turning the equipment off and on, the user is encouraged to correct the interference by one of the following measures:
 
          
          	 [bookmark: pgfId-1007795]Reorient or relocate the receiving antenna.
 
          	 [bookmark: pgfId-1007796]Increase separation between the equipment and receiver.
 
          	 [bookmark: pgfId-1007797]Connect the equipment to an outlet on a circuit different from which the receiver is connected.
 
          	 [bookmark: pgfId-1007798]Consult the dealer or an experienced radio/TV technician.
 
         
 
          
           
         
 
         
 
          
          [bookmark: pgfId-1007799] 
          Caution The Part 15 radio device operates on a non-interference basis with other devices operating at this frequency when using Cisco-supplied antennas. Any changes or modification to the product not expressly approved by Cisco could void the user’s authority to operate this device. 
           
           
 
          
 
         
 
          
           
         
 
         
 
          
          [bookmark: pgfId-1007800] 
          Caution To meet regulatory restrictions, the access point must be professionally installed. 
           
           
 
          
 
         
 
          
           [bookmark: pgfId-1024410]Requirements of operator to register the RLAN device operating Outdoors in the 5150 -5250 MHz band and addressing possible interference issues in this band
 
          [bookmark: pgfId-1024510]Section 15.407(j) of the rules established filing requirements for U-NII operators that deploy a collection of more than 1000 outdoor access points with the 5.15-5.25 GHz band, parties must submit a letter to the FCC lab acknowledging that, should harmful interference to licensed services in this band occur, they will be required to take corrective action. Corrective actions may include reducing power, turning off devices, changing frequency bands, and/or further reducing power radiated in the vertical direction.
 
          [bookmark: pgfId-1024517]Federal Communications Commission 
 
          [bookmark: pgfId-1024518]Laboratory Division, Office of Engineering and Technology 
 
          [bookmark: pgfId-1024519]7435 Oakland Mills Road, Columbia, MD, 21046 
 
          [bookmark: pgfId-1024520]Attn: U-NII Coordination
 
         
 
          
           [bookmark: pgfId-1014956]I[bookmark: 94980]ndustry Canada
 
           
            
             
              
              	 
              	[bookmark: pgfId-1026895]AIR-CAP1532I-A-K9
  
              	[bookmark: pgfId-1026897]2461B-LDK102090P
  
             
 
              
              	 
              	[bookmark: pgfId-1026903]2461B-LDK102089P
  
             
 
             
           
 
          
 
           
            [bookmark: pgfId-1007805]Canadian Compliance Statement
 
           [bookmark: pgfId-1024813]This device complies with Industry Canada licence-exempt RSS standard(s). Operation is subject to the following two conditions: (1) this device may not cause interference, and (2) this device must accept any interference, including interference that may cause undesired operation of the device.
 
            
             
              
               
               	 
                 
                 [bookmark: pgfId-1024859]Antenna Type 
                
  
               	 
                 
                 [bookmark: pgfId-1024861]Antenna Gain 
                
  
               	 
                 
                 [bookmark: pgfId-1024863]Antenna Impedance 
                
  
              
 
               
               	[bookmark: pgfId-1024978]Dual-band Omni 
  
               	[bookmark: pgfId-1024867]3/5 dBi 
  
               	[bookmark: pgfId-1024869]50 ohms
  
              
 
               
               	[bookmark: pgfId-1025121]Dual-band Omni 
  
               	[bookmark: pgfId-1025900]4/7 dBi 
  
               	[bookmark: pgfId-1025952]50 ohms
  
              
 
               
               	[bookmark: pgfId-1025379]Dual-Band Directional
  
               	[bookmark: pgfId-1025000]8/8 dBi 
  
               	[bookmark: pgfId-1025002]50 ohms
  
              
 
               
               	[bookmark: pgfId-1025646]Single-Band Directional Patch 
  
               	[bookmark: pgfId-1024994]13/14 dBi 
  
               	[bookmark: pgfId-1026185]50 ohms
  
              
 
              
            
 
           
 
           [bookmark: pgfId-1026211]Operation in the band 5150-5250 MHz is only for indoor use to reduce the potential for harmful interference to co-channel mobile satellite systems.
 
           [bookmark: pgfId-1026212]La bande 5 150-5 250 MHz est rservs uniquement pour une utilisation  l'intrieur afin de rduire les risques de brouillage prjudiciable aux systmes de satellites mobiles utilisant les mmes canaux.
 
          
 
         
 
          
           [bookmark: pgfId-1013008][bookmark: 27164]Declaration of Conformity for [bookmark: marker-1013007]RF Exposure
 
          [bookmark: pgfId-1013012]This access point product has been found to be compliant to the requirements set forth in CFR 47
Section 1.1307 addressing RF Exposure from radio frequency devices as defined in Evaluating Compliance with FCC Guidelines for Human Exposure to Radio Frequency Electromagnetic Fields. Antennas that have 8 dBi to 14 dBi gain should be located at a minimum of 19.7 inches (50 cm) or more from the body of all persons. Antennas that have less than 8 dBi gain should be located at a minimum of 7.9 inches (20 cm) or more from the body of all persons.
 
          [bookmark: pgfId-1013016]This access point is also compliant to EN 50835 for RF exposure.
 
         
 
          
           [bookmark: pgfId-1013018][bookmark: 94438]European Community, Switzerland, Norway, Iceland, and Liechtenstein
 
          [bookmark: pgfId-1016198]Access Point Models:
 
          [bookmark: pgfId-1016213]AIR-CAP1532I-E-K9
 
          [bookmark: pgfId-1021376]AIR-CAP1532E-E-K9
 
         
 
          
           [bookmark: pgfId-1016535][bookmark: 96292]Declaration of Conformity with regard to the R&TTE Directive 1999/5/EC & Medical Directive 93/42/EEC
 
          [bookmark: pgfId-1013026]This declaration is only valid for configurations (combinations of software, firmware, and hardware) provided and supported by Cisco Systems. The use of software or firmware not provided and supported by Cisco Systems may result in the equipment no longer being compliant with the regulatory requirements. 
 
          [bookmark: pgfId-1013030]
 
           
           [image: ] 
          
 
          [bookmark: pgfId-1013031]
 
          [bookmark: pgfId-1013035]
 
           
           [image: ] 
          
 
          [bookmark: pgfId-1013036]
 
          [bookmark: pgfId-1016425]The following standards were applied:
 
          [bookmark: pgfId-1016426]EMC—EN 301.489-1 v1.8.1; EN 301.489-17 v2.1.1
 
          [bookmark: pgfId-1016427]Health & Safety—EN60950-1: 2005; EN 50385: 2002
 
          [bookmark: pgfId-1016428]Radio—EN 300 328 v 1.7.1; EN 301.893 v 1.5.1
 
          [bookmark: pgfId-1013037]The conformity assessment procedure referred to in Article 10.4 and Annex III of Directive 1999/5/EC has been followed.
 
          [bookmark: pgfId-1016423]This device also conforms to the EMC requirements of the Medical Devices Directive 93/42/EEC.
 
           
            
          
 
          
 
          [bookmark: pgfId-1013043]Note This equipment is intended to be used in all EU and EFTA countries. Outdoor use may be restricted to certain frequencies and/or may require a license for operation. For more details, contact Cisco Corporate Compliance.
 
           
           
 
          
 
          
 
           
           [image: ] 
          
 
          [bookmark: pgfId-1013053]
 
         
 
          
           [bookmark: pgfId-1013055][bookmark: 90392]Declaration of Conformity for [bookmark: marker-1013054]RF Exposure
 
          [bookmark: pgfId-1016466]The following is the declaration of conformity for RF exposure for the United States, Canada, European Union and Australia.
 
           
            [bookmark: pgfId-1016486]United States
 
           [bookmark: pgfId-1021382]This system has been evaluated for RF exposure for Humans in reference to ANSI C 95.1 (American
 
           [bookmark: pgfId-1021383]National Standards Institute) limits. The evaluation was based on ANSI C 95.1 and FCC OET Bulletin
 
           [bookmark: pgfId-1021384]65C rev 01.01. To maintain compliance, the minimum separation distance for antennas that have 8 dBi to 14 dBi gain, is 19.7 inches (50 cm) from general bystanders. The minimum separation distance from antennas that have less than 8 dBi gain to general bystanders is 7.9 inches (20 cm).
 
          
 
           
            [bookmark: pgfId-1016468]Canada
 
           [bookmark: pgfId-1021396]This system has been evaluated for RF exposure for Humans in reference to ANSI C 95.1 (American
 
           [bookmark: pgfId-1021397]National Standards Institute) limits. The evaluation was based on RSS-102 Rev 2. To maintain compliance, the minimum separation distance for antennas that have 8 dBi to 14 dBi gain, is 19.7 inches (50 cm) from general bystanders. The minimum separation distance from antennas that have less than 8 dBi gain to general bystanders is 7.9 inches (20 cm).
 
          
 
           
            [bookmark: pgfId-1016470]European Union
 
           [bookmark: pgfId-1021405]This system has been evaluated for RF exposure for Humans in reference to the ICNIRP (International
 
           [bookmark: pgfId-1021406]Commission on Non-Ionizing Radiation Protection) limits. The evaluation was based on the EN 50385
 
           [bookmark: pgfId-1021407]Product Standard to Demonstrate Compliance of Radio Base stations and Fixed Terminals for Wireless
 
           [bookmark: pgfId-1021408]Telecommunications Systems with basic restrictions or reference levels related to Human Exposure to
 
           [bookmark: pgfId-1021409]Radio Frequency Electromagnetic Fields from 300 MHz to 40 GHz. To maintain compliance, the minimum separation distance for antennas that have 8 dBi to 14 dBi gain, is 19.7 inches (50 cm) from general bystanders. The minimum separation distance from antennas that have less than 8 dBi gain to general bystanders is 7.9 inches (20 cm).
 
          
 
           
            [bookmark: pgfId-1016508]Australia
 
           [bookmark: pgfId-1021417]This system has been evaluated for RF exposure for Humans as referenced in the Australian Radiation
 
           [bookmark: pgfId-1021418]Protection standard and has been evaluated to the ICNIRP (International Commission on Non-Ionizing
 
           [bookmark: pgfId-1021419]Radiation Protection) limits. To maintain compliance, the minimum separation distance for antennas that have 8 dBi to 14 dBi gain, is 19.7 inches (50 cm) from general bystanders. The minimum separation distance from antennas that have less than 8 dBi gain to general bystanders is 7.9 inches (20 cm).
 
          
 
         
 
          
           [bookmark: pgfId-1013060][bookmark: 57066]Guidelines for Operating Cisco Aironet Access Points in Japan
 
          [bookmark: pgfId-1013061]This section provides guidelines for avoiding interference when operating Cisco Aironet access points in Japan. These guidelines are provided in both Japanese and English.
 
          [bookmark: pgfId-1013065]Access Point Model:
 
          [bookmark: pgfId-1013066]AIR-CAP1532E-Q-K9
 
          [bookmark: pgfId-1020709]AIR-CAP1532I-Q-K9
 
           
            [bookmark: pgfId-1013067]Japanese Translation
 
           [bookmark: pgfId-1015576]
 
           [bookmark: pgfId-1013074] 1. Before using this equipment, make sure that no premises radio stations or specified low-power radio stations of RF-ID are used in the vicinity.
 
           [bookmark: pgfId-1013075] 2. If this equipment causes RF interference to a premises radio station of RF-ID, promptly change the frequency or stop using the device; contact the number below and ask for recommendations on avoiding radio interference, such as setting partitions.
 
           [bookmark: pgfId-1013076] 3. If this equipment causes RF interference to a specified low-power radio station of RF-ID, contact the number below.
 
           [bookmark: pgfId-1013077]Contact Number: 03-6434-6500
 
          
 
           
            [bookmark: pgfId-1014989][bookmark: 92185]VCCI Statement for Japan
 
           [bookmark: pgfId-1015007]
 
            
             
              
              	 
                
                 
               
 
               
 [bookmark: pgfId-1014993]Warning 
 
                
                
 
               

  
              	 [bookmark: pgfId-1014995]
 
                
                
 
               
This is a Class B product based on the standard of the Voluntary Control Council for Interference from Information Technology Equipment (VCCI). If this is used near a radio or television receiver in a domestic environment, it may cause radio interference. Install and use the equipment according to the instruction manual.
  
             
 
              
              	 [bookmark: pgfId-1015000]
 
                
                [image: ] 
               
  
              	 [bookmark: pgfId-1015005]
 
                
                [image: ] 
               
 [bookmark: pgfId-1015006]
 
                
                
 
               

  
             
 
             
           
 
          
 
         
 
          
           [bookmark: pgfId-1013082][bookmark: 22306]Administrative Rules for Cisco Aironet Access Points in Taiwan
 
           
           [image: ] 
          
 
         
 
          
           [bookmark: pgfId-1013093]English Translation
 
          [bookmark: pgfId-1013094]Administrative Rules for Low-power Radio-Frequency Devices
 
          [bookmark: pgfId-1013095]Article 12
 
          [bookmark: pgfId-1013096]For those low-power radio-frequency devices that have already received a type-approval, companies, business units or users should not change its frequencies, increase its power or change its original features and functions.
 
          [bookmark: pgfId-1013097]Article 14
 
          [bookmark: pgfId-1013098]The operation of the low-power radio-frequency devices is subject to the conditions that no harmful interference is caused to aviation safety and authorized radio station; and if interference is caused, the user must stop operating the device immediately and can't re-operate it until the harmful interference is clear.
 
          [bookmark: pgfId-1013099]The authorized radio station means a radio-communication service operating in accordance with the Communication Act. 
 
           
           [image: ] 
          
 
         
 
          
           [bookmark: pgfId-1017891]English Translation
 
          [bookmark: pgfId-1017930]Low-power Radio-frequency Devices Technical Specifications
 
          [bookmark: pgfId-1017931]4.7
 
          [bookmark: pgfId-1017932]Unlicensed National Information Infrastructure
 
          [bookmark: pgfId-1017933]4.7.6
 
          [bookmark: pgfId-1017934]The U-NII devices shall accept any interference from legal communications and shall not interfere the legal communications. If interference is caused, the user must stop operating the device immediately and can't re-operate it until the harmful interference is clear.
 
          [bookmark: pgfId-1017935]4.7.7
 
           
           [image: ] 
          
 
         
 
          
           [bookmark: pgfId-1016830]English Translation
 
          [bookmark: pgfId-1016849]When installing the product, please use the provided or designated connection cables/power cables/AC adapters. Using any other cables/adapters could cause a malfunction or a fire. Electrical Appliance and Material Safety Law prohibits the use of UL-certified cables (that have the “UL” shown on the code) for any other electrical devices than products designated by CISCO. The use of cables that are certified by Electrical Appliance and Material Safety Law (that have “PSE” shown on the code) is not limited to CISCO-designated products.
 
         
 
          
           [bookmark: pgfId-1018026][bookmark: 61862][bookmark: 48882]EU Declaration of Conformity
 
          [bookmark: pgfId-1018095]All the Declaration of Conformity statements related to this product can be found at the following location:
 
         
 
          
           [bookmark: pgfId-1018178]Operation of Cisco Aironet Access Points in Brazil
 
          [bookmark: pgfId-1018179]This section contains special information for operation of Cisco Aironet access points in Brazil.
 
           
            [bookmark: pgfId-1018180]Access Point Models
 
           [bookmark: pgfId-1018181]AIR-CAP1532E-Z-K9
 
           [bookmark: pgfId-1026976]AIR-CAP1532I-Z-K9
 
          
 
           
            [bookmark: pgfId-1026977]Regulatory Information
 
           [bookmark: pgfId-1023821]Figure B-1 contains Brazil regulatory information for the access point models identified in the previous section.
 
           [bookmark: pgfId-1023822]Figure B-1 [bookmark: 98462]Brazil Regulatory Information
 
            
            [image: ] 
           
 
          
 
           
            [bookmark: pgfId-1018186]English Translation
 
          
 
         
 
         
  
       
 
       
     
 
    
 
   
 
  
  
   
   
    
     [bookmark: pgfId-1025973][bookmark: 89923]Channels and Power Levels 
      
      
 
     
 
 
    [bookmark: pgfId-1025974]For channel and maximum power level settings, refer to the Channels and Maximum Power Settings for Cisco Aironet Lightweight Access Points and Bridges document available on the Cisco Wireless documentation page of Cisco.com.
 
    [bookmark: pgfId-1025975]To browse to the document, follow these steps:
 
    
 
    [bookmark: pgfId-1025976]Step 1 Click this link and go to the Cisco Wireless documentation home page:
http://www.cisco.com/en/US/products/hw/wireless/index.html
 
    [bookmark: pgfId-1025978]Step 2 Click Support. The Support and Documentation page displays.
 
    [bookmark: pgfId-1025979]Step 3 Click Wireless
 
    [bookmark: pgfId-1025980]Step 4 Click 1530.
 
    [bookmark: pgfId-1025981]Step 5 Click Install and Upgrade.
 
    [bookmark: pgfId-1025982]Step 6 Click Install and Upgrade Guides.
 
    [bookmark: pgfId-1025983]Step 7 Click Channels and Maximum Power Settings for Cisco 1530 Series Outdoor Access Points document. 
 
    [bookmark: pgfId-1025984]
 
     
     
 
    
 
    
 
   
 
  
 
  
  
   
   
    
     [bookmark: pgfId-1044913][bookmark: marker-1044910][bookmark: 93024]Access Point Data Sheet 
      
      
 
     
 
 
    [bookmark: pgfId-1046494]The detailed technical specifications for the Cisco Aironet 1530 Series Outdoor Access Points are available at the following URL:
 
    [bookmark: pgfId-1046955]http://www.cisco.com/en/US/prod/collateral/wireless/ps5679/ps12831/data_sheet_c78-728356.html
 
   
 
  
 
  
  
   
   
    
     [bookmark: pgfId-1017407][bookmark: 24100]Access Point Pinouts 
      
      
 
     
 
 
    [bookmark: pgfId-1017408]This appendix describes the pin signals of the access point [bookmark: marker-1023643]Ethernet connectors, and the power injector input and output connectors. 
 
    [bookmark: pgfId-1036447]Table E-1 describes the pin signals of the access point LAN connector
 
    [bookmark: pgfId-1036383] 
 
     
      
       
       [bookmark: pgfId-1036340]Table E-1 [bookmark: 14327]Access Point LAN Connector Pinouts 
 
       
       
        
        	 
          
          [bookmark: pgfId-1036344]Pin Number 
         
  
        	 
          
          [bookmark: pgfId-1036346]Signal Name 
         
  
       
 
        
        	[bookmark: pgfId-1036348]1
  
        	 [bookmark: pgfId-1036350]Ethernet signal pair (10/100/1000BASE-T)
  
       
 
        
        	[bookmark: pgfId-1036352]2
  
       
 
        
        	[bookmark: pgfId-1036356]3
  
        	 [bookmark: pgfId-1036358]Ethernet signal pair (10/100/1000BASE-T)
  
       
 
        
        	[bookmark: pgfId-1036360]6
  
       
 
        
        	[bookmark: pgfId-1036364]4
  
        	 [bookmark: pgfId-1036366]Ethernet signal pair (10/100/1000BASE-T)
  
       
 
        
        	[bookmark: pgfId-1036368]5
  
       
 
        
        	[bookmark: pgfId-1036372]7
  
        	 [bookmark: pgfId-1036374]Ethernet signal pair (10/100/1000BASE-T)
  
       
 
        
        	[bookmark: pgfId-1036376]8
  
       
 
        
        	[bookmark: pgfId-1036380]Shield
  
        	[bookmark: pgfId-1036382]Chassis ground
  
       
 
       
     
 
    
 
    [bookmark: pgfId-1028346]Table E-2 describes the pin signals for the access point PoE-in Ethernet connector. The Pinouts given in this table are applicable to AIR-POWERINJ1500. Not all PoE power sources follow these pinouts.
 
    [bookmark: pgfId-1036406]
 
     
      
       
       [bookmark: pgfId-1028302]Table E-2 [bookmark: 54976]Access Point PoE-In Ethernet Connector Pinouts for AIR-POWERINJ1500
 
       
       
        
        	 
          
          [bookmark: pgfId-1028306]Pin Number 
         
  
        	 
          
          [bookmark: pgfId-1028308]Signal Name 
         
  
       
 
        
        	[bookmark: pgfId-1028310]1
  
        	 [bookmark: pgfId-1028561]Ethernet signal pair (10/100/1000BASE-T) and DC return
  
       
 
        
        	[bookmark: pgfId-1028315]2
  
       
 
        
        	[bookmark: pgfId-1028319]3
  
        	 [bookmark: pgfId-1028566]Ethernet signal pair (10/100/1000BASE-T) and DC (+)
  
       
 
        
        	[bookmark: pgfId-1028323]6
  
       
 
        
        	[bookmark: pgfId-1028327]4
  
        	 [bookmark: pgfId-1028570]Ethernet signal pair (1000BASE-T) and DC (+)
  
       
 
        
        	[bookmark: pgfId-1028331]5
  
       
 
        
        	[bookmark: pgfId-1028335]7
  
        	 [bookmark: pgfId-1028574]Ethernet signal pair (1000BASE-T) and DC return
  
       
 
        
        	[bookmark: pgfId-1028339]8
  
       
 
        
        	[bookmark: pgfId-1028343]Shield 
  
        	[bookmark: pgfId-1028345]Chassis ground
  
       
 
       
     
 
    
 
    [bookmark: pgfId-1026269]Table E-3 describes the pin signals for the power injector input connector (To Switch).
 
    [bookmark: pgfId-1026278]
 
     
      
       
       [bookmark: pgfId-1026285]Table E-3 [bookmark: 12385]Power Injector Input Connector (To Switch) Pinouts
 
       
       
        
        	 
          
          [bookmark: pgfId-1026337]Pin Number 
         
  
        	 
          
          [bookmark: pgfId-1026339]Signal Name 
         
  
       
 
        
        	[bookmark: pgfId-1026293]1
  
        	 [bookmark: pgfId-1028117]Ethernet signal pair (10/100/1000BASE-T)
  
       
 
        
        	[bookmark: pgfId-1026329]2
  
       
 
        
        	[bookmark: pgfId-1026333]3
  
        	 [bookmark: pgfId-1028122]Ethernet signal pair 10/100/1000BASE-T)
  
       
 
        
        	[bookmark: pgfId-1026297]6
  
       
 
        
        	[bookmark: pgfId-1026353]4
  
        	 [bookmark: pgfId-1028126]Ethernet signal pair (1000BASE-T)
  
       
 
        
        	[bookmark: pgfId-1026349]5
  
       
 
        
        	[bookmark: pgfId-1026345]7
  
        	 [bookmark: pgfId-1028130]Ethernet signal pair (1000BASE-T)
  
       
 
        
        	[bookmark: pgfId-1026341]8
  
       
 
        
        	[bookmark: pgfId-1028039]Shield
  
        	[bookmark: pgfId-1028134]Chassis ground
  
       
 
       
     
 
    
 
    [bookmark: pgfId-1026138]Table E-4 describes the RJ-45 pin signals for the power injector output connector (To AP). The Pinouts given in this table are applicable to AIR-POWERINJ1500. Not all PoE power sources follow these pinouts.
 
    [bookmark: pgfId-1028053]
 
     
      
       
       [bookmark: pgfId-1026152]Table E-4 [bookmark: 21694]Power Injector AIR-POWERINJ1500 Output Connector (To AP) Pinouts
 
       
       
        
        	 
          
          [bookmark: pgfId-1026203]Pin Number 
         
  
        	 
          
          [bookmark: pgfId-1026205]Signal Name 
         
  
       
 
        
        	[bookmark: pgfId-1026171]1
  
        	 [bookmark: pgfId-1028539]Ethernet signal pair (10/100/1000BASE-T) and DC return
 [bookmark: pgfId-1026227]
  
       
 
        
        	[bookmark: pgfId-1026175]2
  
       
 
        
        	[bookmark: pgfId-1026179]3
  
        	 [bookmark: pgfId-1026229]Ethernet signal pair (10/100/1000BASE-T) and DC (+)
  
       
 
        
        	[bookmark: pgfId-1028078]6
  
       
 
        
        	[bookmark: pgfId-1026183]4
  
        	 [bookmark: pgfId-1026185]Ethernet signal pair (1000BASE-T) and DC (+)
  
       
 
        
        	[bookmark: pgfId-1026187]5
  
       
 
        
        	[bookmark: pgfId-1026195]7
  
        	 [bookmark: pgfId-1026197]Ethernet signal pair (1000BASE-T) and DC return
  
       
 
        
        	[bookmark: pgfId-1026199]8
  
       
 
        
        	[bookmark: pgfId-1027984]Shield 
  
        	[bookmark: pgfId-1027986]Chassis ground
  
       
 
       
     
 
    
 
    [bookmark: pgfId-1028059]
 
   
 
  
 
  
  
   
   
    
     [bookmark: pgfId-1007671][bookmark: 62208]Configuring DHCP Option 43 
      
      
 
     
 
 
    [bookmark: pgfId-1007758]For information on how to configure how to use DHCP Option 43 and to see sample configurations for DHCP Option 43 for lightweight Cisco Aironet access points (LAPs), go to the following URL:
 
    [bookmark: pgfId-1021319]http://www.cisco.com/c/en/us/support/docs/wireless-mobility/wireless-lan-wlan/97066-dhcp-option-43-00.html
 
    [bookmark: pgfId-1021223]
 
    [bookmark: pgfId-1021350]
 
    [bookmark: pgfId-1007889]
 
   
 
  
 
  
  
   
   
    
     [bookmark: pgfId-1045387][bookmark: 86381]Overview 
      
      
 
     
 
 
    [bookmark: pgfId-1070730]The Cisco Aironet 1530 Series Outdoor Access Point (hereafter called the access point or AP) is a wireless outdoor access point which is designed for use in a variety of network configurations. The access point supports wireless client access, point-to-point bridging, point-to-multipoint bridging, and point-to-multipoint mesh wireless connectivity.
 
   
 
    
     [bookmark: pgfId-1127185]About the 1532 Access Point
 
    [bookmark: pgfId-1103931]The 1532 access point supports two radios (2.4-GHz and 5-GHz) and provides client access using the unlicensed RF Wi-Fi spectrum. The 2.4 GHz radio is used for client access and the 5 GHz radio can be dedicated for backhaul traffic or can used for both backhaul and client access. Depending on the radio, the access point can support 1 to 300 Mb/s data rates (for specific data rates, refer to Appendix D, “Access Point Data Sheet”).
 
    [bookmark: pgfId-1089563]The access point is a standalone unit that can be wall, pole or tower mounted. The access point can also operate as a relay node for other access points not directly connected to a wired network. Intelligent wireless routing is provided by the patented [bookmark: marker-1080153]Adaptive Wireless Path Protocol (AWPP). This enables each access point to identify its neighbors and intelligently choose the optimal path to the wired network by calculating the cost of each path in terms of signal strength and the number of hops required to get to a controller.
 
    [bookmark: pgfId-1088789]The access point can be configured, monitored, and operated through a Cisco wireless LAN controller (hereafter called a controller) as described in the Cisco Wireless LAN Controller Configuration Guide. The Cisco Wireless Mesh Access Points, Design and Deployment Guide, Release 7.6 describes how to plan and initially configure the Cisco mesh network, which supports wireless point-to-point, point-to-multipoint, and mesh deployments. The controllers use a browser-based management system, a command-line interface (CLI), or the Cisco Prime Infrastructure (PI) network management system to manage the controller and the associated access points. The access point supports hardware-based advanced encryption standard (AES) encryption between wireless nodes to provide end-to-end security. The access point can also be deployed in an autonomous mode and be configured via the CLI.
 
    [bookmark: pgfId-1028273]This chapter provides information on the following topics:
 
     
     	 [bookmark: pgfId-1033622]Hardware Models
 
     	 [bookmark: pgfId-1109167]Hardware Features
 
     	 [bookmark: pgfId-1072882]Network Deployment Examples
 
    
 
   
 
    
     [bookmark: pgfId-1173607][bookmark: 37383]Hardware Models
 
    [bookmark: pgfId-1173608]The model numbers (or part numbers) and configuration for the Cisco Aironet 1532 Outdoor Access Points are described in Table 1-1.
 
    [bookmark: pgfId-1110428]For a detailed description of the declarations of conformity and regulatory information for the 1532 access points refer to Appendix B, “Declarations of Conformity and Regulatory Information.”
 
     
      
       
       [bookmark: pgfId-1144219]Table 1-1 [bookmark: 84549]1532 Access Point Model Numbers and Descriptions 
 
       
       
        
        	 
          
          [bookmark: pgfId-1136882]Model (or part number) 
         
  
        	 
          
          [bookmark: pgfId-1136884]Configuration 
         
  
       
 
        
        	[bookmark: pgfId-1136886]AIR-CAP1532I-x-K9
  
        	[bookmark: pgfId-1136894]The AP 1532I has integrated antennas and contains a 2.4 GHz and 5 GHz radio with an option to configure in centralized, Flexconnect, or mesh mode. This is a stand alone unit that can be wall, pole or tower mounted. It can also operate as a relay node for other access points that are not directly connected to a wired network.
  
       
 
        
        	[bookmark: pgfId-1137107]AIR-CAP1532E-x-K9
  
        	[bookmark: pgfId-1157908]The AP 1532E has 4 external antenna ports and contains a 2.4 GHz and 5 GHz radio with an option to configure in centralized, Flexconnect, or mesh mode. This is a stand alone unit that can be wall, pole or tower mounted. It can also operate as a relay node for other access points that are not directly connected to a wired network.
  
       
 
       
     
 
    
 
     
      [bookmark: pgfId-1130258]Regulatory Domains
 
     [bookmark: pgfId-1126440]The “-x” in the 1532 model numbers represent the domain. For example, in AIR-CAP1532I-x-K9, the -x represents a regulatory domain for a specific country. For specific regulatory domains supported by each 1532 access point model, refer to the Wireless LAN Compliance Status at the following URL:
 
     [bookmark: pgfId-1126899]http://www.cisco.com/en/US/prod/collateral/wireless/ps5679/ps5861/product_data_sheet0900aecd80537b6a.html
 
    
 
   
 
    
     [bookmark: pgfId-1125473][bookmark: 29530]Hardware [bookmark: marker-1072981]Features
 
    [bookmark: pgfId-1115422]This section describes the hardware features of the 1532 access point models. The following hardware features are described in this section:
 
     
     	 [bookmark: pgfId-1115425]Connectors
 
     	 [bookmark: pgfId-1148688]Antenna Port Locations
 
     	 [bookmark: pgfId-1115434]Multiple Power Sources
 
     	 [bookmark: pgfId-1119121]Ethernet (PoE) Ports
 
     	 [bookmark: pgfId-1115472]Optional Hardware
 
    
 
     
      [bookmark: pgfId-1115517][bookmark: 35921]Connectors
 
     [bookmark: pgfId-1115567]Figure 1-4 and Figure 1-5 show the access point connectors for all models. Figure 1-1 shows the bottom connectors for internal antenna model, and Figure 1-2 and Figure 1-3 show the external antenna Type-N connectors. 
 
      
       
     
 
     
 
     [bookmark: pgfId-1115858]Note The illustrations in this document show all available connections for the access point. Unused connections are capped with a connector plug to ensure the watertight integrity of the access point. Liquid-tight adapters are provided for connector openings, which can be installed before or after deploying the access point. 
 
      
      
 
     
 
     
 
    
 
     
      [bookmark: pgfId-1147160]1532I/1532E Connectors
 
     [bookmark: pgfId-1112012]Figure 1-1 [bookmark: 61873]Access Point Models AIR-CAP1532I-x-K9 Bottom Connectors
 
     [bookmark: pgfId-1112016]
 
      
      [image: ] 
     
 
     [bookmark: pgfId-1158659]
 
      
       
        
         
         	 
           
           [bookmark: pgfId-1158652]1 
          
  
         	[bookmark: pgfId-1158654]LAN port.
 [bookmark: pgfId-1173291]If the port is not in use, then the covering plug must be tightened to 12.5 lbf-in torque. Otherwise, it may lead to water leaking into the access point.
  
         	 
           
           [bookmark: pgfId-1158656]2 
          
  
         	[bookmark: pgfId-1158658]POE-in port.
 [bookmark: pgfId-1173378]If the port is not in use, then the covering plug must be tightened to 12.5 lbf-in torque. Otherwise, it may lead to water leaking into the access point.
  
        
 
        
      
 
     
 
     [bookmark: pgfId-1158742]Figure 1-2 [bookmark: 98326]Access Point Models AIR-CAP1532E-x-K9 Bottom Connectors
 
     [bookmark: pgfId-1158668]
 
      
      [image: ] 
     
 
     [bookmark: pgfId-1158617]
 
      
       
        
         
         	 
           
           [bookmark: pgfId-1158927]1 
          
  
         	[bookmark: pgfId-1158929]Antenna 1 port.
  
         	 
           
           [bookmark: pgfId-1158931]2 
          
  
         	[bookmark: pgfId-1158933]Antenna 2 port.
  
        
 
         
         	 
           
           [bookmark: pgfId-1158935]3 
          
  
         	[bookmark: pgfId-1158937]LAN port.
 [bookmark: pgfId-1173183]If the port is not in use, then the covering plug must be tightened to 12.5 lbf-in torque. Otherwise, it may lead to water leaking into the access point.
  
         	 
           
           [bookmark: pgfId-1158939]4 
          
  
         	[bookmark: pgfId-1158941]POE-in port.
 [bookmark: pgfId-1173274]If the port is not in use, then the covering plug must be tightened to 12.5 lbf-in torque. Otherwise, it may lead to water leaking into the access point.
  
        
 
        
      
 
     
 
     [bookmark: pgfId-1144923]Figure 1-3 [bookmark: 28689]Access Point Model AIR-CAP1532E-x-K9 Top Connectors
 
     [bookmark: pgfId-1144939]
 
      
      [image: ] 
     
 
     [bookmark: pgfId-1145085]
 
      
       
        
         
         	 
           
           [bookmark: pgfId-1145103]1 
          
  
         	[bookmark: pgfId-1145105]Antenna port 4
  
         	 
           
           [bookmark: pgfId-1145107]2 
          
  
         	[bookmark: pgfId-1145109]Antenna port 3
  
        
 
        
      
 
     
 
      
       
     
 
     
 
     [bookmark: pgfId-1159371]Note The AIR-CAP1532I-x-K9 does not have any top connectors.
 
      
      
 
     
 
     
 
    
 
     
      [bookmark: pgfId-1147193] 1532I/E Connectors 
 
     [bookmark: pgfId-1112217]Figure 1-4 [bookmark: 49995]Access Point Model AIR-CAP1532I-x-K9 and AIR-CAP1532E-x-K9 Left Side Connectors
 
     [bookmark: pgfId-1112221]
 
      
      [image: ] 
     
 
      
       
        
         
         	 
           
           [bookmark: pgfId-1165512]1 
          
  
         	[bookmark: pgfId-1165514]Console port and Reset button (covered)
 [bookmark: pgfId-1172788]The console port and the reset button are under a hex-shaped sealed plug. Inspect the seal of the plug and properly tighten it at the time of installation, and also every time the plug is removed and replaced. Tighten the plug to 15 lbf-in. If you do not tighten the plug properly, it will not meet IP67 criteria, and may lead to water leaking into the unit.
  
        
 
        
      
 
     
 
     [bookmark: pgfId-1147212]Figure 1-5 [bookmark: 75928]Access Point Model AIR-CAP1532I-x-K9 and AIR-CAP1532E-x-K9 Right Side Connectors
 
     [bookmark: pgfId-1112604]
 
      
      [image: ] 
     
 
     [bookmark: pgfId-1112798]
 
      
       
        
         
         	 
           
           [bookmark: pgfId-1112884]1 
          
  
         	[bookmark: pgfId-1112886]Ground Pad.
  
         	 
           
           [bookmark: pgfId-1112888]2 
          
  
         	[bookmark: pgfId-1112890]DC Power-In (covered).
 [bookmark: pgfId-1173395]If the port is not in use, then the covering plug must be tightened to 12.5 lbf-in torque. Otherwise, it may lead to water leaking into the access point.
  
        
 
        
      
 
     
 
    
 
     
      [bookmark: pgfId-1136979][bookmark: 25532]Antenna Port Locations
 
     [bookmark: pgfId-1148368]Figure 1-6 shows the antenna port locations for model AIR-CAP1532E-x-K9. The ports used depend on the optional antennas ordered.
 
     [bookmark: pgfId-1136981]Figure 1-6 [bookmark: 95520]External Antenna Port Locations for Access Point Models AIR-CAP1532E-x-K9
 
     [bookmark: pgfId-1100952]
 
      
      [image: ] 
     
 
     [bookmark: pgfId-1100948]
 
      
       
        
         
         	 
           
           [bookmark: pgfId-1101047]1 
          
  
         	[bookmark: pgfId-1139343]Antenna port 1 – Type N connector
  
         	 
           
           [bookmark: pgfId-1113076]2 
          
  
         	[bookmark: pgfId-1113078]Antenna port 2- Type N connector
  
        
 
         
         	 
           
           [bookmark: pgfId-1101055]3 
          
  
         	[bookmark: pgfId-1139406]Antenna port 3– Type N connector (with cap)
  
         	 
           
           [bookmark: pgfId-1113072]4 
          
  
         	[bookmark: pgfId-1113080]Antenna port 4- Type N connector (with cap)
  
        
 
        
      
 
     
 
    
 
     
      [bookmark: pgfId-1092770]Radio Operation
 
      
       
     
 
     
 
     [bookmark: pgfId-1162217]Warning In order to comply with radio frequency (RF) exposure limits, the antennas should be placed no less than 20 cm (8”) from your body or nearby persons. Statement 339
 
      
      
 
     
 
     
 
      
       
     
 
     
 
     [bookmark: pgfId-1162271]Warning Do not locate the antenna near overhead power lines or other electric light or power circuits, or where it can come into contact with such circuits. When installing the antenna, take extreme care not to come into contact with such circuits, because they may cause serious injury or death. For proper installation and grounding of the antenna, please refer to national and local codes (for example, U.S.: NFPA 70, National Electric Code, Article 180, Canada: Canadian Electrical Code, Section 54). Statement 1052
 
      
      
 
     
 
     
 
      
       
     
 
     
 
     [bookmark: pgfId-1162313]Warning Only trained and qualified personnel should be allowed to install, replace, or service this equipment. Statement 1030
 
      
      
 
     
 
     
 
    
 
     
      [bookmark: pgfId-1161973]AP1532I (Internal Antenna)
 
     [bookmark: pgfId-1162004]The 1532I access point 802.11b/g/n radio is used primarily for local access and its 802.11a/n radio for wireless backhaul in the Mesh.
 
     [bookmark: pgfId-1162007]The 2 GHz b/g/n radio operates in 2.4 GHz ISM band. It supports channels 1-11 in the US, 1-13 in Europe, and 1-13 in Japan. It has 3 transmitters with a maximum total output power of 29 dBm for 802.11b/g/n operation. Output power is configurable for 8 levels in 3 dB steps. It has three receivers that enable maximum-ratio combining (MRC).
 
     [bookmark: pgfId-1162032]The 5 GHz a/n radio operates in the UNII-2 band (5.25 - 5.35 GHz), UNII-2 Extended/ETSI band (5.47 - 5.725 GHz), and the upper ISM band (5.725 - 5.850 GHz). It has two transmitters with a maximum total output power of 27 dBm depending on the regulatory domain. The total maximum output power for the upper ISM band is 27 dBm for A-domain. Tx power settings will change depending on the regulatory domain. Output power is configurable in 3 dB steps. Its three receivers enable maximum-ratio combining (MRC).
 
     [bookmark: pgfId-1162062]The 1532I access point is equipped with three integrated dual-band antennas with 3 dBi gain at 2 GHz and 5 dBi gain at 5 GHz.
 
    
 
     
      [bookmark: pgfId-1162102][bookmark: 44391]AP1532E (External Antenna)
 
     [bookmark: pgfId-1170060]The 1532E access point is equipped with four N-type RF connectors. The 1532E can be configured via software to support dual band or single band antennas. When configured for dual band antennas, antenna ports 1 and 2 on the bottom of the unit (Figure 1-2) are used to support multiple input/multiple output (MIMO) operation on both 2.4 and 5 GHz radios. When using the Cisco Aironet AIR-ANT2547V-N or AIR-ANT2547VG-N omindirectional antennas, the antenna can be connected directly to the access point (Figure 2-16). If the antennas are remotely located, an appropriate low loss RF cable should be used.
 
      
       
     
 
     
 
     [bookmark: pgfId-1170067]Note Ensure that the antenna band mode is configured before the 1532E access point is installed.
 
      
      
 
     
 
     
 
     [bookmark: pgfId-1170068]When configured for single band antennas, antenna port 1 and antenna port 2 support MIMO operation for the 2.4 GHz radio, and antenna ports 3 and 4 (Figure 1-3) support MIMO on the 5 GHz radio. See the Cisco Wireless LAN Controller Configuration Guide for information on the software configuration.
 
    
 
     
      [bookmark: pgfId-1163772][bookmark: 37332]Multiple Power Sources
 
     [bookmark: pgfId-1163773]The 1530 series access point supports these power sources:
 
      
      	 [bookmark: pgfId-1163774]DC power – 24-57 VDC
 
      	 [bookmark: pgfId-1163775]Power over Ethernet (PoE) – For more information, see “Powering the Access Point” section.
 
     
 
      
       
     
 
     
 
     [bookmark: pgfId-1163776]Warning Installation of the equipment must comply with local and national electrical codes. Statement 1074
 
      
      
 
     
 
     
 
      
       
     
 
     
 
     [bookmark: pgfId-1163666]Warning This equipment must be externally grounded using a customer-supplied ground wire before power is applied. Contact the appropriate electrical inspection authority or an electrician if you are uncertain that suitable grounding is available. Statement 366
 
      
      
 
     
 
     
 
      
       
     
 
     
 
     [bookmark: pgfId-1163700]Warning Do not work on the system or connect or disconnect cables during periods of lightning activity. Statement 1001
 
      
      
 
     
 
     
 
      
       
     
 
     
 
     [bookmark: pgfId-1163701]Warning Connect the unit only to DC power source that complies with the safety extra-low voltage (SELV) requirements in IEC 60950 based safety standards. Statement 1033
 
      
      
 
     
 
     
 
      
       
     
 
     
 
     [bookmark: pgfId-1107616]Warning To reduce the risk of fire, use only No. 26 AWG or larger telecommunication line cord. Statement 1023
 
      
      
 
     
 
     
 
      
       
     
 
     
 
      
      [bookmark: pgfId-1076336] 
      Caution Several forms of PoE are supported. See Table 
      Table 2-7 for the PoE options and their corresponding modes of operation. 
       
       
 
      
 
     
 
      
       
     
 
     
 
      
      [bookmark: pgfId-1163787] 
      Caution Do not place the power injector in an unprotected outdoor environment because water could get into the power injector and cause a short circuit and possible fire. 
       
       
 
      
 
     
 
      
       
     
 
     
 
      
      [bookmark: pgfId-1076342] 
      Caution When the access point is installed outdoors or in a wet or damp location, the AC branch circuit that is powering the access point should be provided with ground fault protection (GFCI), as required by Article 210 of the National Electrical Code (NEC). 
       
       
 
      
 
     
 
    
 
     
      [bookmark: pgfId-1164000][bookmark: 49850]Power injectors
 
     [bookmark: pgfId-1164043]The 1530 series access points support the following power injectors:
 
      
      	 [bookmark: pgfId-1164054]AIR-PWRINJ1500-2= – 100-240 VAC input, indoor use only
 
      	 [bookmark: pgfId-1164074]AIR-PWRINJ-30= – 100-240 VAC input, indoor use only
 
     
 
      
       
     
 
     
 
     [bookmark: pgfId-1164106]Warning To reduce the risk of fire, use only No. 26 AWG or larger telecommunications line cord. Statement 1023
 
      
      
 
     
 
     
 
      
       
     
 
     
 
      
      [bookmark: pgfId-1164165] 
      Caution The power injector (AIR-PWRINJR4- and AIR-PWRINJ1500-2=) must be used in an indoor environment only. 
       
       
 
      
 
     
 
      
       
     
 
     
 
      
      [bookmark: pgfId-1164180] 
      Caution When the access point is installed outdoors, or in a wet or damp location, the AC branch circuit that is powering the access point should be provided with ground fault protection (GFCI), as required by Article 210 of the National Electrical Code (NEC). 
       
       
 
      
 
     
 
    
 
     
      [bookmark: pgfId-1107731][bookmark: 26634]Ethernet (PoE) [bookmark: marker-1107730]Ports
 
     [bookmark: pgfId-1164278]The access point supports an Ethernet uplink port (PoE-In). The access point Ethernet uplink port uses an RJ-45 connector (with weatherproofing) to link the access point to the 10BASE-T, 100BASE-T or 1000BASE-T network. The Ethernet cable is used to send and receive Ethernet data and to optionally supply inline power from the power injector or a suitably powered switch port.
 
      
       
     
 
     
 
     [bookmark: pgfId-1164279]Tip The access point senses the Ethernet and power signals and automatically switches internal circuitry to match the cable connections.
 
      
      
 
     
 
     
 
      
       
     
 
     
 
     [bookmark: pgfId-1164280]Warning To reduce the risk of fire, use only No. 26 AWG or larger telecommunication line cord. Statement 1023
 
      
      
 
     
 
     
 
     [bookmark: pgfId-1164281]The Ethernet cable must be a shielded outdoor rated Category 5e (CAT5e) or better cable. The access point senses the Ethernet and power signals and automatically switches internal circuitry to match the cable connections.
 
    
 
     
      [bookmark: pgfId-1070118][bookmark: 46515][bookmark: 79093]Optional Hardware
 
     [bookmark: pgfId-1105438]Depending on what you ordered, the following optional access point hardware may be part of your shipment:
 
      
      	 [bookmark: pgfId-1125369]External antennas, depending on which ones you purchased (See “AP1532E (External Antenna)” section for information on available external antennas.)
 
      	 [bookmark: pgfId-1125371]Wall/Pole mount bracket (AIR-ACC1530-PMK1 [=])
 
      	 [bookmark: pgfId-1164371]Wall/Pole mount bracket with tilt mechanism, spare only (AIR-ACC1530-PMK2=)
 
      	 [bookmark: pgfId-1125375]Street light power tap (AIR-PWR-ST-LT-R3P=), works only with the AC/DC power adapter.
 
      	 [bookmark: pgfId-1125376]Power injector (AIR-PWRINJ1500-2=, AIR-PWRINJ-30=)
 
      	 [bookmark: pgfId-1164376]AP cover / Solar Shield for 1532, spare only (AIR-ACC1530-CVR=)
 
      	 [bookmark: pgfId-1164377]AC/DC power adapter, spare only (AIR-PWRADPT-1530=)
 
      	 [bookmark: pgfId-1164378]Spare Parts kit containing extra cable glands, power connector, ground lug, etc. (AIR-ACC1530-KIT1=)
 
     
 
    
 
   
 
    
     [bookmark: pgfId-1079876][bookmark: 69154][bookmark: 50041]Network Deployment Examples
 
    [bookmark: pgfId-1165014]The access point is a wireless device designed for wireless client access and point-to-point bridging, point-to-multipoint bridging, and point-to-multipoint mesh wireless connectivity. The access point provides 5-GHz backhaul capability to link with another access point to reach a wired network connection or to provide repeater operations for other access points.
 
    [bookmark: pgfId-1165015]The access point plays two primary radio roles: a root access point (hereafter called a RAP) or a mesh (non-root) access point (hereafter called a MAP), which is the default role of all access points. When the access point has a fiber or wired Ethernet connection to the controller (through a switch), the radio role is called a RAP. In order to be considered a RAP, the access point must be configured as a RAP. A RAP is a parent node to any bridging or mesh network. A controller can support one or more RAPs, each one parenting the same or different wireless networks. There can be more than one RAP for the same mesh network for redundancy. RAPs and MAPs can support wireless clients on the 2.4-GHz and 5-GHz band. Client access on 5-GHz is called universal client access.
 
    [bookmark: pgfId-1089674]When the access point does not have a wired Ethernet connection to the controller (through a switch), the radio role is called a MAP. The MAPs have a wireless connection (through the backhaul interface) to other MAPs and finally to a RAP which has an Ethernet connection through a switch to the controller. MAPs may also have a wired Ethernet connection to a local LAN and serve as a bridge endpoint for that LAN (using a point-to-point or point-to-multipoint bridge connection). 
 
     
      [bookmark: pgfId-1075630]Wireless [bookmark: marker-1075582][bookmark: marker-1075583]Backhaul
 
     [bookmark: pgfId-1076108]The access point supports wireless backhaul capability using the 5 GHz radio to bridge to another access point to reach a wired network connection to a controller (see Figure 1-7). The access point connected to the wired network is considered a RAP in this configuration. The remote access point is considered a MAP and transfers wireless client traffic to the RAP for transfer to the wired network. Control And Provisioning of Wireless Access Points (CAPWAP) control traffic is also transferred over this bridged link.
 
     [bookmark: pgfId-1071532]Figure 1-7 [bookmark: 11583]Access Point Backhaul Example
 
     [bookmark: pgfId-1071613]
 
      
      [image: ] 
     
 
     [bookmark: pgfId-1071534]
 
    
 
     
      [bookmark: pgfId-1071535]Point-to-Point [bookmark: marker-1073001]Bridging 
 
     [bookmark: pgfId-1124011]The access points can be used to extend a remote network by using the 5 GHz backhaul radio to bridge the two network segments as shown in Figure 1-8. To support Ethernet bridging, you must enable bridging on the controller for each access point. By default this capability is turned-off for all access points.
 
     [bookmark: pgfId-1071756]Wireless client access is supported; however, if bridging between tall buildings, the 2.4-GHz wireless coverage area may be limited and possibly not suitable for direct wireless client access.
 
     [bookmark: pgfId-1071765]Figure 1-8 [bookmark: 70002]Access Point Point-to-Point Bridging Example
 
     [bookmark: pgfId-1071932]
 
      
      [image: ] 
     
 
     [bookmark: pgfId-1071774]
 
     [bookmark: pgfId-1169756]The access points can also support point-to-point bridging under autonomous mode. In this autonomous mode, the bridging can be done on the 2.4 or 5 GHz radio, but not both. In this mode, one access point is designated as the root and the other end is designated as the non-root bridge.
 
     [bookmark: pgfId-1169774]Figure 1-9 Access Point Point-to-Point Bridging in Autonomous Mode
 
     [bookmark: pgfId-1169778]
 
      
      [image: ] 
     
 
     [bookmark: pgfId-1169768]
 
    
 
     
      [bookmark: pgfId-1071973]Point-to-Multipoint Bridging
 
     [bookmark: pgfId-1072382]The access points can be used as a RAP to connect multiple remote MAPs with their associated wired networks. By default this capability is turned-off for all access points. To support Ethernet bridging, you must enable bridging on the controller for each access point. Wireless client access can be provided over the bridging link; however, if bridging between tall buildings, the 2.4-GHz wireless coverage area may be limited and possibly not suitable for direct wireless client access. Figure 1-10 illustrates an example of access point-to-multipoint bridging.
 
     [bookmark: pgfId-1071792]Figure 1-10 [bookmark: 78632]Access Point to Multipoint Bridging Example
 
     [bookmark: pgfId-1071947]
 
      
      [image: ] 
     
 
     [bookmark: pgfId-1071801]
 
     [bookmark: pgfId-1169829]The access points can also support point-to-multipoint bridging under autonomous mode. In this autonomous mode, the bridging can be done on the 2.4 or 5 GHz radio, but not both. In this mode, one access point is designated as the root and the other end is designated as the non-root bridge.
 
     [bookmark: pgfId-1169841]Figure 1-11 Access Point to Multipoint Bridging in Autonomous Mode
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      [bookmark: pgfId-1071810]Point-to-Multipoint Mesh [bookmark: marker-1073002]Network
 
     [bookmark: pgfId-1124114]The access point is typically deployed in a mesh network configuration. In a typical mesh deployment, one or more RAPs have a wired network connection through a switch to a controller. Other remote MAPs without wired network connections use the backhaul feature to optimally link to a RAP that is connected to the wired network. In the mesh network, the links between the access points are referred to as the backhaul links.
 
     [bookmark: pgfId-1071348]Intelligent wireless routing is provided by the Adaptive Wireless Path protocol (AWPP). This enables each MAP to identify its neighbors and intelligently choose the optimal path to the RAP with the wired network connection by calculating the cost of each path in terms of signal strength and the number of hops required to get to a controller with signal strength given priority since signal strength determines the data rate available for backhaul.
 
     [bookmark: pgfId-1072850]Figure 1-12 illustrates a typical mesh configuration using MAPs and RAPs.
 
     [bookmark: pgfId-1070854]Figure 1-12 [bookmark: 91852]Typical Mesh Configuration Using Access Points
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      [bookmark: pgfId-1070911]Layer 3 Network Operation
 
     [bookmark: pgfId-1072639]The access points support Layer 3 network operation. Access points and controllers in Layer 3 configurations use IP addresses and UDP packets, which can be routed through large networks. Layer 3 operation is scalable and recommended by Cisco.
 
     [bookmark: pgfId-1070859]Figure 1-13 illustrates a typical Layer-3 wireless network configuration containing access points and a controller.
 
     [bookmark: pgfId-1070862]Figure 1-13 [bookmark: 79620]Typical [bookmark: marker-1070861]Layer 3 Access Point Network Configuration Example
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