Load Certificates and Keys Onto Expressway

* Load Certificates and Keys Onto Expressway, on page 1
* Load a Server Certificate and Private Key Onto Expressway, on page 2
* Manage the Trusted CA Certificate List, on page 3

Load Certificates and Keys Onto Expressway

The Expressway uses standard X.509 certificates. The certificate information must be supplied to
the Expressway in PEM format. Typically three elements are loaded:

* The server certificate (which is generated by the certificate authority, identifying the ID of the
certificate holder, and should be able to act as both a client and server certificate).

* The private key (used to sign data sent to the client, and decrypt data sent from the client,
encrypted with the public key in the server certificate). This must only be kept on the Expressway
and backed up in a safe place — security of the TLS communications relies upon this being kept
secret.

« A list of certificates of trusted certificate authorities.

Note New installations of Expressway software (from X8.1 onwards) ship with a temporary trusted CA,
and a server certificate issued by that temporary CA. We strongly recommend that you replace the
server certificate with one generated by a trusted certificate authority, and that you install CA
certificates for the authorities that you trust.

N

Note On Expressway-C and Expressway-E, we recommend that you do not upload multiple CA certificates
with the same common name. This is because the endpoints may fail to log in if Expressway is
configured to authenticate endpoints using an external IdP.
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Warning  Warning messages that may be displayed
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. Load a Server Certificate and Private Key Onto Expressway

From X8.10, the upload mechanism for server certificates (Maintenance > Security > Server
certificate) displays a warning if the certificate fails to meet certain criteria. Cases when the warning
is displayed include:

* Certificate does not have an acceptable level of security.

* Certificate is missing a common name (CN) attribute. An alarm is also raised in this case.

Because some Expressway services don't work without the common name (MRA, Jabber Guest,
and the Web Proxy for Cisco Meeting Server).

* The certification authority (CA) or certificate revocation list (CRL) is not recognized.

The certificate upload is not prevented.

Load a Server Certificate and Private Key Onto Expressway

The Expressway’s server certificate is used to identify the Expressway when it communicates with client
systems using TLS encryption, and with web browsers over HTTPS.

As well as these instructions, a video demonstration of the process provided by Cisco TAC engineers is
available on the Expressway/VCS Screencast Video List page.

To upload a server certificate:

1.
2.

Go to Maintenance > Security > Server certificate.

Use the Browse button in the Upload new certificate section to select and upload the server certificate
PEM file.

If you used an external system to generate the Certificate Signing Request (CSR) you must also upload
the server private key PEM file that was used to encrypt the server certificate. (The private key file will
have been automatically generated and stored earlier if the Expressway was used to produce the CSR for
this server certificate.)

* The server private key PEM file must not be password protected.

* You cannot upload a server private key if a certificate signing request is in progress.

Click Upload server certificate data.

* When you generate a CSR in X7, the application puts csr.pem and privkey_csr.pem into
/tandberg/persistent/certs.

* When you generate a CSR in X8, the application puts esr.pem and privkey.pem into
/tandberg/persistent/certs/generated_csr.

If you want to upgrade from X7 and have an unsubmitted CSR, then we recommend you to discard the CSR
before upgrade, and then regenerate the CSR after upgrade.
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https://www.cisco.com/c/en/us/support/docs/unified-communications/expressway-series/214390-expressway-vcs-screencast-video-list.html
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Manage the Trusted CA Certificate List

The Trusted CA certificate page (Maintenance > Security > Trusted CA certificate) allows you
to manage the list of certificates for the Certificate Authorities (CAs) trusted by this Expressway.
When a TLS connection to Expressway mandates certificate verification, the certificate presented
to the Expressway must be signed by a trusted CA in this list and there must be a full chain of trust

(intermediate CAs) to the root CA.

Browse_ 1

* To upload a new file containing one or more CA certificates, Browse to the required PEM file
and click Append CA certificate. This will append any new certificates to the existing list of
CA certificates. If you are replacing existing certificates for a particular issuer and subject, you
have to manually delete the previous certificates.

* To replace all of the currently uploaded CA certificates with the system's original list of trusted
CA certificates, click Reset to default CA certificate.

* To view the entire list of currently uploaded trusted CA certificates, click Show all (decoded)
to view it in a human-readable form, or click Show all (PEM file) to view the file in its raw

format.

* To view an individual trusted CA certificate, click View (decoded) in the row for the specific

CA certificate.

* To delete one or more CA certificates, tick the box(es) next to the relevant CA certificate(s)

and click Delete.
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. Manage the Trusted CA Certificate List
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