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Introduction to Cisco Finesse Release 10.0(1)
These release notes describe requirements, restrictions, and caveats for Cisco Finesse Release 10.0(1). Before
you install Cisco Finesse, review this document for information about issues that may affect your system.

Supported Upgrade Paths
The following table lists the supported upgrade paths to Finesse 10.0(1).

Upgrade pathCurrent version

A direct upgrade from Release 8.5(3) to Release 10.0(1) is not supported. You
must upgrade to Release 9.0(1), then upgrade to Release 9.1(1), and then upgrade
to Release 10.0(1).

Release 8.5(3)

A direct upgrade from Release 9.0(1) to Release 10.0(1) is not supported. You
must upgrade to Release 9.1(1) and then upgrade to Release 10.0(1).

Release 9.0(1)

Upgrade to Release 10.0(1).Release 9.1(1)
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Upgrade pathCurrent version

Upgrade to Release 10.0(1).Release 9.1(1) ES1

Upgrade to Release 10.0(1).Release 9.1(1) ES2

Upgrade to Release 10.0(1).Release 9.1(1) ES3

Upgrade to Release 10.0(1).Release 9.1(1) ES4

Upgrade to Release 10.0(1).Release 9.1(1) ES5

Cisco Finesse ISOs are bootable. For example, if you need to rebuild your secondary server, you can
upgrade your primary server to the latest release and then perform a fresh installation with the Finesse
ISO on your secondary server.

Note

Documentation Changes
The following table lists the documents that have title changes, content changes, or are new for Release 10.0(1).

ChangeStatusDocument

Content has been restructured to align with
approved content models.

Name change: This document was named theCisco
Finesse Installation and Getting Started Guide in
earlier releases.

TransformedCisco Finesse Installation and
Upgrade Guide

Content has been restructured to align with
approved content models.

Name change: This document was named theCisco
Finesse Administration and Serviceability Guide
in earlier releases.

TransformedCisco Finesse Administration Guide

Describes the user interface of the Finesse desktop
for agents and supervisors. Also includes how to
use the desktop and some troubleshooting
information.

NewCisco Finesse Desktop User Guide

Updated with newworkflow, workflow action, and
recording APIs. Includes platform-based API
differences for Unified CCE and Unified CCX.

Content changesCisco Finesse Web Services
Developer Guide

Lists the documents for Cisco Finesse and all
related documentation.

TransformedDocumentation Guide for Cisco
Finesse Release 10.0(1)
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Related Documentation
Cisco Finesse documentation is available from the Finesse page on Cisco.com:

http://www.cisco.com/en/US/products/ps11324/tsd_products_support_series_home.html

This documentation includes

• These release notes

• Cisco Finesse Documentation Guide

• Cisco Finesse Administration Guide

• Cisco Finesse Installation and Upgrade Guide

• Cisco Finesse Desktop User Guide for Unified Contact Center Enterprise

• Open Source licensing information

For information about Finesse deployments with Unified Contact Center Express (Unified CCX), see the
Unified CCX documentation on Cisco.com:

http://www.cisco.com/en/US/partner/products/sw/custcosw/ps1846/tsd_products_support_series_home.html

Developer information is available from the Finesse page on the Cisco Developer Network (requires sign in
with Cisco.com user ID and password):

http://developer.cisco.com/web/finesse/home

The Cisco Developer Network provides API documentation (Cisco Finesse Web Services Developer Guide),
a blog, and forums.

Troubleshooting tips for Cisco Finesse are available on DocWiki at:

http://docwiki.cisco.com/wiki/Troubleshooting_Cisco_Finesse

For the most up-to-date documentation for all Cisco Unified Contact Center products, go to the Cisco web
page for Cisco Unified Contact Center products:

http://www.cisco.com/cisco/web/psa/default.html?mode=prod

Select Customer Collaboration > Contact Center.

New and Updated Features

New Features
The following sections describe new features for Cisco Finesse Release 10.0(1).

Deployment with Unified Contact Center Express
Cisco Finesse Release 10.0(1) is supported with Unified Contact Center Express (Unified CCX). Finesse is
available for Unified CCX with an Enhanced or Premium license.

Release Notes for Cisco Finesse Release 10.0(1)    
3

Release Notes for Cisco Finesse
Related Documentation

http://www.cisco.com/en/US/products/ps11324/tsd_products_support_series_home.html
http://www.cisco.com/en/US/partner/products/sw/custcosw/ps1846/tsd_products_support_series_home.html
http://developer.cisco.com/web/finesse/home
http://docwiki.cisco.com/wiki/Troubleshooting_Cisco_Finesse
http://www.cisco.com/cisco/web/psa/default.html?mode=prod


In a Unified CCX deployment, Finesse is installed coresident with Unified CCX, as part of the Unified CCX
installer. Finesse does not have its own DVD or ISO for Unified CCX.

In a Unified CCX deployment, you can access Finesse administration from the Unified CCX Administration
web interface. Select Cisco Finesse Administration from the drop-down list on the main Unified CCX
Administration web page. All changes must be made in Finesse administration on the primary or Side A node.
You can sign in to Finesse administration on the secondary (Side B) node; however, the administration interface
on this node is read-only.

For more information about Finesse in a Unified CCX deployment, see the Unified CCX documentation.

Localization
Cisco Finesse Release 10.0(1) introduces localization for the Finesse desktop. The language pack is available
as a Cisco Option Package (COP) file.

Localization is supported only for Finesse with Unified Contact Center Enterprise. This release does not
support localization for Finesse with Unified CCX.

Note

The following table lists the supported languages and their locale files:

Locale FileLanguage

da_DKDanish

nl_NLDutch

en_USEnglish

fi_FIFinnish

fr_FRFrench

de_DEGerman

it_ITItalian

nb_NONorwegian

pt_BRPortuguese

es_ESSpanish

sv_SESwedish

Agents can set the language on the desktop in the following ways:

• Choose a language from the language selector drop-down list on the sign-in page.

• Change their browser preferred language.
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• Pass the locale as part of the agent desktop URL (for example, an agent who wants to use French can
enter the following URL: http://hostname of Finesse server/desktop?locale=fr_FR).

Localization is not supported for the following in this release:

• Finesse administration console

• Finesse with Unified CCX

• Tab labels for third-party gadgets deployed in the Finesse container

You define the tab labels for third-party gadgets in the Finesse layout XML file. These
labels are hard-coded and are independent of the language chosen for the desktop. You
can define only one label for a tab. You cannot define multiple labels for a tab using
different languages.

Note

Workflows
This release of Cisco Finesse allows administrators to create workflows and assign them to teams. Workflows
manage agent activity based on call events.

A Workflows tab was added to the Finesse administration console. On this tab, administrators can create
workflows and workflow actions. In this release, Finesse supports two workflow action types:

• Browser pop: Opens a browser window on the agent desktop when workflow conditions are met

• HTTP request: Makes an HTTP request to an API on behalf of the desktop user

Workflows can be configured to trigger

• When a call arrives

• When a call is answered

• When a call ends

• When making a call

• While previewing an Outbound Option call

A Workflows tab has also been added to the Manage Team Resources gadget to allow an administrator to
assign workflows to specific teams. You cannot create a global workflow. If you need a workflow for all
agents, you must create it and assign it to all teams.

Finesse supports the following number of workflows and workflow actions:

• 100 workflows per Finesse system

• 100 workflow actions per Finesse system

• 20 workflows per team
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Live Data Reports
The Finesse desktop includes Cisco Unified Intelligence Center Live Data real-time reports for agents and
supervisors. Live Data reports are included for Unified CCX in the out-of-the-box Finesse desktop. For
Packaged Contact Center Enterprise (Packaged CCE), Live Data reports must be added to the Finesse desktop
via the administration console.

For Packaged CCE deployments, the Finesse default layout XML includes commented gadget URLs for Live
Data reports. You can uncomment the URLs to add the reports to the default desktop layout. For more
information, see the Cisco Finesse Administration Guide.

To use Live Data reports, you must have a working Cisco Unified Intelligence Center server in your
contact center deployment.

Note

Live Data reports are not supported for Unified CCE deployments in this release.

The following reports are available in the Finesse agent desktop for Unified CCX:

• Agent State Log

• Agent Statistics

• Agent CSQ Statistics

• Agent Team Summary

The following reports are available in the Finesse supervisor desktop for Unified CCX:

• Team State

• Team Summary

• CSQ Summary

• CSQ Detail

Desktop Sign In with Agent ID or Username
In previous releases, agents signed in to the Finesse desktop with their agent ID. In Release 10.0(1), Unified
CCE agents can use either their agent ID (numeric) or their username (alphanumeric) to sign in.

Unified CCX agents sign in with agent IDs. They do not have usernames. Agent IDs for Unified CCX
agents can contain alphanumeric characters, hyphens, underscores, and periods. However, agent IDs
cannot begin or end with a period or contain two periods in a row.

Note

The Finesse APIs support the use of agentId or username in the authorization header. However, APIs continue
to use the agentId in the URIs and in the content of requests and responses.
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System CLI
For Unified CCE deployments, Cisco Finesse Release 10.0(1) supports the use of System CLI to collect
Finesse logs. If Finesse is deployedwith Unified CCERelease 9.0(x), youmust perform additional configuration
on the Unified CCE ADS machines to add Finesse as a device type. If Finesse is deployed with Unified CCE
Release 10.0(1), no additional configuration is required. For more information, see the Unified System CLI
Quick Start Guide.

E.164 Support
Finesse supports E.164 phone numbers (numbers that begin with a plus sign). In a Unified CCX deployment,
agents can sign in to Finesse using E.164 extensions (Unified CCE does not allow agents to use E.164
extensions). Finesse supports placing calls to E.164 numbers for both Unified CCE and Unified CCX
deployments.

New APIs
The following APIs are new in this release:

• Dialog - Start recording: Allows a user to record an active call (supported only for Finesse deployments
with Unified CCX).

• Team - Get list of workflows: Allows an administrator to retrieve a list of workflows assigned to a
specific team.

• Team - Update list of workflows: Allows an administrator to assign workflows to or unassign workflows
from a team.

• Workflow - Get workflow: Allows an administrator to retrieve a specific workflow.

• Workflow - Get list of workflows: Allows an administrator to retrieve a list of workflows.

• Workflow - Create workflow: Allows an administrator to create a new workflow.

• Workflow - Update workflow: Allows an administrator to edit an existing workflow.

• Workflow - Delete workflow: Allows an administrator to delete an existing workflow.

• WorkflowAction - Get workflow action: Allows an administrator to retrieve a specific workflow action.

• WorkflowAction - Get list of workflow actions: Allows an administrator to retrieve a list of workflow
actions.

• WorkflowAction - Create workflow action: Allows an administrator to create a new workflow action.

• WorkflowAction - Update workflow action: Allows an administrator to edit an existing workflow action.

• WorkflowAction - Delete workflow action: Allows an administrator to delete an existing workflow
action.

Updated Features
The following sections describe features that have been updated for Cisco Finesse Release 10.0(1).
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Desktop Failover Changes
In previous releases, if the Finesse server went out of service and the desktop failed over to the alternate server,
agents were required to sign in to the desktop again. In this release, when the desktop loses its connection to
the Finesse server, a message appears to inform agents that their connection was lost and asks them to wait
for a reachable server to be found. When the desktop connects to a Finesse server, the message disappears
and agents are automatically signed back in to the desktop.

Manage Desktop Layout Gadget
The Manage Desktop Layout gadget has been enhanced to allow you to view the default layout XML and
revert to the default layout. Click Finesse Default Layout XML to expand the gadget and reveal the default
layout XML. You can use this feature to compare your custom layout with the default layout.

If you have customized your desktop and want to revert back to the default layout, you can click the Restore
Default Layout button. If you do not have a customized desktop and upgrade from Release 9.1(1), you can
click this button to ensure your layout includes any gadget changes that were made since the last release.

Team Performance Gadget
The Finesse Team Performance gadget was changed from an XML file to a JSP file. If you upgrade from
Cisco Finesse, Release 9.1(1), you must perform an additional manual step after you complete the upgrade
procedure.

If you use the default desktop layout, in theManage Desktop Layout gadget, click theRestore Default Layout
button.

If you use a custom desktop layout, in the Manage Desktop Layout gadget, locate the following line in the
Finesse layout XML:
<gadget>http://localhost/desktop/gadgets/TeamPerformance.xml</gadget>
Change it to the following and then click Save:
<gadget>http://localhost/desktop/gadgets/TeamPerformance.jsp</gadget>

In this release, “http://localhost” is optional.Note

Internet Explorer Support
Cisco Finesse Release 9.1(1) supported Internet Explorer 9.0 for the agent and supervisor desktop and the
administration console in Compatibility Mode. In this release, Internet Explorer 9.0 is fully supported. If an
agent signs in to Finesse and has CompatibilityMode enabled in Internet Explorer 9.0, the agent sees a message
that states that Finesse does not support Compatibility Mode and it must be disabled to continue.

Finesse does not support Internet Explorer 8.0 in this release.
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Cisco Security Agent
In previous releases of Finesse, it was mandatory to run a CLI command to disable Cisco Security Agent
(CSA) after the installation was complete. In this release, CSA is automatically disabled during the installation.
You do not need to disable it manually.

This change applies to Finesse deployments with Unified CCE only.Note

Network Adapter and LRO Settings
In previous releases of Finesse, you were required to use the Flexible network adapter and disable Large
Receive Offload (LRO) on the VMWare host. In this release, you must use the E1000 network adapter. With
the E1000 network adapter, LRO can be enabled or disabled.

This change applies to Finesse deployments with Unified CCE only.

Third-Party Gadget Changes
In previous releases, third-party gadgets were not migrated across upgrades. In this release, third-party gadgets
are preserved during an upgrade, which eliminates the need to manually upload them to the Finesse servers
after the upgrade is complete. Third-party gadgets are also now included in DRS backup and restore.

The 3rdpartygadget account is used to upload third-party gadgets to Finesse. The CLI command and the
process for setting or resetting the password for this account has changed. The new CLI command to set or
reset the password is as follows:

utils reset_3rdpartygadget_password

When you run this CLI, you are prompted to enter the password. After you enter the password, you are
prompted to confirm it.

The 3rdpartygadget account password is not migrated across an upgrade. After you upgrade your Finesse
system, you must reset the password on both Finesse nodes.

Changed APIs
The following APIs were updated in this release:

• SystemInfo - Get SystemInfo: This API was updated to include the deploymentType parameter. This
parameter identifies the platform in which Finesse is deployed.
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Important Notes

Cisco Finesse Installation
In a Unified CCE deployment, Cisco Finesse is installed on a virtual machine (VM) and runs on the Cisco
Unified Voice Operating System platform, similar to Cisco Unified Communications Manager. This platform
does not support navigation into, or manipulation of, the file system.

To install Finesse, you must first obtain the Finesse installer and the Cisco Finesse Open Virtual Archive
(OVA) file. You can obtain the Cisco Virtual Server (OVA) files needed to create a Virtual Machine from
http://www.cisco.com/cisco/software/type.html?mdfid=283613135&flowid=30701.

You can find detailed installation instructions in the Cisco Finesse Installation and Upgrade Guide.

IMPORTANT: DNS client configuration is mandatory for Cisco Finesse. During the installation, you must
select Yes on the DNS Client Configuration screen and specify the DNS client information. If you fail to
complete this step, after the installation is complete, agents will not be able to sign in to the desktop. You will
need to reinstall Finesse.

In a Unified CCX deployment, Finesse is installed coresident with Unified CCX, as part of the Unified CCX
installer. For more information about installing Finesse with Unified CCX, see the Cisco Unified Contact
Center Express Installation Guide.

Load Balancers
Finesse does not support the use of load balancers. A load balancer may cause issues with failover.

Cisco Finesse Log Files
Finesse supports CLI commands for collecting log files. For more information, see the Cisco Finesse
Administration Guide, which you can open from the Finesse Documentation page at http://www.cisco.com/
en/US/products/ps11324/tsd_products_support_series_home.html.

One Desktop Session Supported Per Agent
Cisco Finesse supports only one desktop session at a time for each agent. If an agent signs in to the Finesse
desktop and then tries to sign in to a second desktop session in another browser window or on another computer,
on the same Finesse server, Finesse signs the agent out of the first desktop session.

If an agent signs in to Finesse and then opens another browser tab with the same URL, Finesse signs the agent
out of the first session and automatically signs the agent in on the second tab. If the agent then opens a third
tab with the same URL, the agent is taken to the sign-in page on the third tab. The agent remains signed in
on the second tab and can continue to use the desktop. However, if the browser is refreshed, the agent is signed
out of the second tab and presented with the sign in page.

It is possible for an agent to sign in to the desktop using the URL for one Finesse server and then sign in to
the desktop using the URL for the alternate Finesse server. If the first server goes down and the desktop fails
over to the alternate server, Finesse signs the agent out of the session on the alternate server.
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Finesse does not support an agent signing in to two desktop sessions at the same time using the URL for each
Finesse server.

Desktop Layout Not Saved if VM is Hard Rebooted after Layout Change
When you make a change to the desktop layout in the administration console, and then hard reboot the system
within 5 minutes of making that change, theManage Desktop Layout gadget displays an empty desktop layout
field and an error message that it is unable to retrieve data.

After making a desktop layout change, the layout is not fully committed to the database for 5 minutes. If you
need to restart the system during this time, perform a safe restart that shuts down the services in a clean manner.
If you must perform a hard reboot, wait at least 6 minutes after making the change to the desktop layout to
do so.

Conference Limitations
An agent or supervisor who signs in to the Agent Desktop after being on an active conference with other
devices (which are not associated with another agent or supervisor) may experience unpredictable behavior
with the desktop because of incorrect call notifications from Unified CCE. These limitations also encompass
failover scenarios where failover occurs while an agent or supervisor is participating in a conference call.
When failover occurs and the agent is redirected to the alternate Finesse server, that agent may see unpredictable
behavior on the desktop. Examples include (but are not limited to):

• The desktop does not reflect all participants in the conference call.

• The desktop does not reflect that the signed-in agent is in an active call.

• Finesse receives inconsistent call notifications from Unified CCE.

Wrap-Up and Transfer
An agent cannot enter wrap-up data following a completed transfer because the call is not only cleared, but
also completely ended. If an agent wants to enter wrap-up data for a transferred call, that agent must select a
wrap-up reason while the call is in progress.

Participant Lists with CVP Queuing
Calls that are queued through a Cisco Unified Customer Voice Portal (CVP) route point do not display
participant lists correctly. The route point may appear in the list as a participant or some participants may be
missing. Call control does work correctly for these calls.

For more information about known scenarios, see the following troubleshooting tip:

Desktop: Incomplete participant list after conference or transfer via route point when CVP is used for queuing
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Retrieve Button on Finesse Triggers Conference with BiB on EX90
An agent is using the Finesse desktop and EX90. The agent places a call on hold and makes a consultation
call to another agent. When the agent clicks the Retrieve button on the Finesse desktop to go back to the
original call, the action triggers the Built-In Bridge (BiB) on the EX90. To prevent this, the agent can click
the Hold button to place the consultation call on hold and then click Retrieve to go back to the original call.

Cannot Use Finesse and CAD Agents on the Same Unified CCX Server
Unified CCX does not support mixed mode where Finesse and Cisco Agent Desktop (CAD) agents operate
on the same Unified CCX server. If Finesse services are enabled, using CAD agents is not supported and may
destabilize the system.

Requirements

Hardware and Software Requirements
Agent Phones: Agent phones can be Cisco IP hard phones or Cisco IP Communicator soft phones.

For a list of supported phones for Finesse in Unified CCE deployments, see the “IP phone support” section of
the Compatibility Matrix for Unified CCE.

For a list of supported phones for Finesse in Unified CCX deployments, see the Cisco Unified Contact Center
Express Software and Hardware Compatibility Guide

Finesse does not support the configuration of multiple lines on agent phones. However, if your agents use
8900 Series or 9900 Series phones, you must enable Multi-Line on the Unified Communications Manager
peripheral. Because this configuration option is a peripheral-wide option, if you enable Multi-Line for even
one agent who uses an 8900 Series or 9900 Series phone, you must enable it for all agents.

Although you must enable Multi-Line on the Unified Communications Manager peripheral for 8900 Series
and 9900 Series phones, you must configure only one extension for each phone in Unified Communications
Manager.

Cisco Jabber for Windows: Finesse supports Cisco Jabber for Windows as a contact center voice endpoint
in Unified CCE deployments. Finesse supports the following Jabber functionality:

• Voice media termination

• Built-In Bridge (for silent monitoring)

• IM and Presence

Finesse does not support video. Agents cannot use Jabber to transfer or conference calls. Agents must use
the Finesse desktop for transfer and conference.

Note

You must change the default configuration for Jabber as follows:

• Change Maximum number of calls from 6 to 2.
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• Change Busy trigger from 2 to 1.

API Software: You can run API requests and view responses using two utilities, which you can download:
Pidgin and Poster. Find details in the Cisco Finesse Web Services Developer Guide, which you can open from
the Finesse Documentation page on the Cisco Developer Network.

Poster may not work properly with HTTPS requests. If you want to test HTTPS requests, you can download
and use RESTClient.

Note

Browser Software:Finesse clients are qualified to run on Internet Explorer 9.0 or Firefox. The following
table lists the supported platforms and browsers.

Browser and Recommended VersionOperating System

Internet Explorer 9.0

Firefox (version 24 or later)

Windows XP (Service Pack 3 or later)

Internet Explorer 9.0

Firefox (version 24 or later)

Windows 7

Firefox (version 24 or later)Mac OS X

Finesse does not support Internet Explorer Compatibility View.Note

The minimum supported screen resolution for Finesse clients is 1280 x 1024.

Requirements, such as processor speed and RAM, for clients that access the Finesse desktop can vary.
Desktops that receive events for more than one agent (such as a supervisor desktop running Team
Performance and Queue Statistics gadgets or an agent desktop running Live Data reports that contain
information about other agents or skill groups) require more processing power than desktops that receive
events for a single agent.

Factors that determine how much power is required for the client include, but are not limited to, the
following:

Important

• Contact center traffic

• Additional integrated gadgets in the desktop (such as Live Data reports or third-party gadgets)

• Other applications that run on the client and share resources with the Finesse desktop

Cisco Unified Contact Center Enterprise (Unified CCE): Cisco Finesse requires Unified CCE Release
9.0(x) or 10.0(1).

Cisco Packaged Contact Center Enterprise (Packaged CCE): Cisco Finesse requires Packaged CCE
Release 10.0(1)
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Cisco Unified Contact Center Express (Unified CCX):Cisco Finesse requires Unified CCXRelease 10.0(1).

Hardware: Click here for information about the system hardware requirements for Unified Communications
servers. For virtualization information for Cisco Finesse, go to http://docwiki.cisco.com/wiki/Virtualization_
for_Cisco_Finesse.

Cisco Finesse Release 10.0(1) supports ESXi 5.0 or ESXi 5.1.Note

Load and Capacity:In a Unified CCE deployment, Finesse is qualified to support up to 1800 agents and 200
supervisors (for a total of 2000 users) per Finesse server pair. Finesse supports up to 1000 Outbound Option
agents. For example, you can have 200 supervisors, 800 agents for inbound calls, and 1000 Outbound Option
agents.

Finesse supports up to 54,000 calls per hour.

HTTPS is not supported for large deployments (more than 1000 users).Note

In a Unified CCX deployment, Finesse is qualified to support up to 360 agents and 40 supervisors (for a total
of 400 users). Unified CCX supports HTTPS only.

Caveats

Bug Search Tool
If you have an account with Cisco.com, you can use the Bug Search tool to find caveats of any severity for
any release.

Access the Bug Search tool at https://www.cisco.com/cisco/psn/bssprt/bss. Enter the bug identifier in the
search box and press return or click Search.

Open Caveats
This section contains a list of defects of severity 1, 2, or 3 that are currently pending in Cisco Finesse Release
10.0(1). The caveats are sorted in order of severity.

HeadlineComponentSeverityIdentifier

CCE:OF http sessions not closed properly causing limited
memory leak

desktop-webservice3CSCul13964

Finesse config data cannot be restored from subscriber in a
DRS scenario

ccx-integration3CSCul50527

UCCX GT:Finesse Supervisor Does not load Team list after
failover

ccx-integration3CSCul54479
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HeadlineComponentSeverityIdentifier

Login stuck in "Signing in..." dialog if too many agents are
signed in

desktop-webservice3CSCul59075

CCE: After Agent PIM failover, Agent with IE browser is
logged out

desktop-webservice3CSCul59996

CCX:Allow secondary Supervisor to SM a monitored call
after error dialog

supervisor-desktop3CSCul66558

CCE/CCX: Unable to save layout from UI when LO obj does
not exist in DB

admin3CSCul85047

Resolved Caveats
This section contains a list of resolved caveats of severity 1, 2, or 3 (those that have been fixed since the last
release). The caveats are sorted in order of severity.

HeadlineComponentSeverityIdentifier

Calls from CCE with no BeginCall Event get "stuck" on
Agent Desktop

desktop-webservice2CSCug23304

Finesse Port Utilization Guide Needs Better Def
Assignments

documentation3CSCuf07978

Finesse has publish issues if loginname& loginid of 2 diff
agents match

desktop-webservice3CSCuf88189

Desktop gets stuck in an infinite loop when it loses
connection to OF

desktop-webservice3CSCug28528

Desktop session gets invalidatedwhen a requested resource
is not found

agent-desktop3CSCug72809

Using reltime option using CLI doesn't gather ClientLogsserviceability3CSCug84910

Supervisor cannot force sign-out an agent while silent
monitoring a call

supervisor-desktop3CSCuh41684

Finesse doesn't preserve configuration after upgradevos-platform3CSCuh41731

Finesse did not reconnect to CTI after a CTI crashdesktop-webservice3CSCuh87882

Event not published to client when wrapup agt ends held
consult call

desktop-webservice3CSCui55974
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HeadlineComponentSeverityIdentifier

Active call not displayed on agent after relogin -browser
close scenario

desktop-webservice3CSCui65994

Docwiki description incorrectdocumentation3CSCul17789

CCE and CCX: PhoneBook update not shown on desktop
after DB restart

desktop-webservice3CSCul20619

RTR won't work after restoring Finesse Default Layout
XML

ccx-integration3CSCul51796

CCE: First queue in queue statistics may disappear on
membership update

agent-desktop3CSCul81903

Closed Caveats
This section contains a list of caveats of severity 1, 2, or 3 that have been closed in this release.

HeadlineComponentSeverityIdentifier

Log in using agent creds on cfadmin fails without any
error msg

admin3CSCue39554

Call gadget not show up after Tomcat failover failback
during SM call

agent-desktop3CSCug08995

Cannot end Silent Monitor call after PG failover and
failback

supervisor-desktop3CSCug09027

finesse - XSS vulnerability found in Get parameter
gadget

admin3CSCug16576

finesse - XSS vulnerability found in "/gadgets/proxy"admin3CSCug16590

finesse - XSS vulnerability found in Get parameter urladmin3CSCug16600

finesse - XSRF vulnerabilityadmin3CSCug16762

Throwing improper error while editing text Finesse
Desktop Layout.

cce-integration3CSCuh43734

Finesse CCO page does not list End of Life or End of
Sale notices

documentation3CSCuh47423

UCCX Cores - Finesse Tomcat OutOfMemory and
high CPU

ccx-integration3CSCuh59520
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HeadlineComponentSeverityIdentifier

All webservices log should be under the same
directory-CLI log collection

vos-platform3CSCuh62056

For system enforced NOT-READY state
changes,Finesse displays last NRRC

ccx-integration3CSCuh72012

Finesse login doesn't point to correct error message.agent-desktop3CSCuh74893

Phonebook and Contacts table headers not aligned with
rest of table

admin3CSCuh85228

Agent login OF error when Finesse in service due to
no xmpp node created

desktop-webservice3CSCui04945

ag1 loses call control buttons when ag2 xfers a conf
call to RP

agent-desktop3CSCui30839

Team composition changes do not reflect in Finesse
supervisor desktop

ccx-integration3CSCui66727

Retrieve button on Finesse was triggering conference
with BiB on EX90

cce-integration3CSCuj42828

Finesse confuses ID with Login Name, leads to
CF_INVALID_OBJECT_STATE

desktop-webservice3CSCuj78107

Agent states are changing to Logout,Login and Not
ready when refreshed

ccx-integration3CSCul32797

Old COP2 keys/filters need to be removed before
shipping Finesse 10.0

vos-platform3CSCul35546

CCE/CCX: XML Error parsing is not consistent in
error display

cuic-integration3CSCul38739

Documentation Feedback
You can provide comments about this document by sending e-mail to the following address:

mailto:contactcenterproducts_docfeedback@cisco.com

We appreciate your comments.
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