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Introduction

This document describes the network features and subscriber features supported by the

Cisco BTS 10200 Softswitch. It explainsthe behavior of each feature from the end-user perspective, and
the effect of provisionable options on feature behavior. This document is designed for engineers,
technicians, and system administrators who install, configure, and operate the BTS 10200.

Organization

This Network and Subscriber Feature Descriptions document contains the following chapters:

Chapter 1, “Network Features”—The BTS 10200 supports network features such as emergency
services (911), operator services, SIP triggers, toll-free calling, information service calls, n11
calling, and NRUF support.

Chapter 2, “Lawful Intercept and Enhanced CALEA Features’—The BTS 10200 supports the call
datainterface and call content function for lawful intercept, along with the provisioning interface
required to configure a wiretap.

Chapter 3, “Subscriber Features’—The BTS 10200 supports subscriber features such as call
forwarding, call waiting, caller 1D, hostage negotiation, multiline hunt group (MLHG), voice mail,
and Centrex features.

Chapter 4, “Class of Service Restrictions and Outgoing Call Barring Features”—The BTS 10200
supports class of service restrictions (controlled by the service provider) and outgoing call barring
options (activated by the end users).

Chapter 5, “Feature Interactions’—The system allows the service provider to assign features and
services to subscribers, and allows for interactions among the features.

Chapter 6, “Interactive Voice Response Functions’—The BTS 10200 supports interactive voice
response (IVR) functions for features such as screening list editing, privacy screening, and
no-solicitation announcement.

[ oL-25010-02
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Obtaining Documentation and Submitting a Service Request

For information on obtaining documentation, submitting a service request, and gathering additional
information, see the monthly What’s New in Cisco Product Documentation, which also listsall new and
revised Cisco technical documentation, at

http://www.cisco.com/en/US/docs/general /whatsnew/whatsnew.html

Subscribe to the What’ s New in Cisco Product Documentation as a Really Simple Syndication (RSS) feed
and set content to be delivered directly to your desktop using areader application. The RSS feeds are a free
service and Cisco currently supports RSS Version 2.0.

Document Change History

Thefollowingtableliststherevision history for the Cisco BTS 10200 Softswitch Network and Subscriber
Feature Descriptions, Release 6.0.4.

Version Number |Issue Date Status Reason for Change
OL-25010-02 May 14, 2012 |Initial Initial document for Release 6.0.4
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== CHAPTER 1

Network Features

Revised: May 14, 2012, OL-25010-02

Introduction

The Cisco BTS 10200 Softswitch supports network features as described in the following sections:

s

Note

Interoperability

Numbering Plans and Dialing Procedures (includes information on digit manipulation, E.164
dialing plan, casual dialing (dial around), dial 1 options, directory services, easily recognizable
codes, Information service calls (900 and 976), n11 support (211, 311, 411, 511, 611, 711, 811). and
NRUF reporting)

Emergency Services (911)

Operator Services (includes information on Busy Line Verification and Operator Interrupt)
SIP Triggers

8XX (Toll-Free Calling)

Active Call Information Display

Alerting Notification to Third-Party Feature Server

Calling Party Number Options for Outbound SETUP Messages
Dialing Parity (IntraLATA Toll Presubscription)

Local Number Portability (LNP)

Trunk and Line Testing

Sh Interface

In general, BTS 10200 features delivered by gateway clients behave identically to their public switched
telephone network (PSTN) counterparts.

For information on the hostage negotiation (HN) feature, see the “Hostage Negotiation” section on
page 3-66.

[ oL-25010-02
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M interoperability

N

Note

For lawful intercept and CALEA, see Chapter 2, “Lawful Intercept and Enhanced CALEA Features.”
For subscriber features, see Chapter 3, “ Subscriber Features.”

For outgoing call restrictions see Chapter 4, “Class of Service Restrictions and Outgoing Call Barring
Features.”

Some features can be accessed and controlled by the subscriber using a handset and vertical service
codes (VSCs). VSCs are provisionable by the service provider, and the customary values are country
specific. The VSC values used throughout this chapter are for illustration purposes. For convenience,
some V SC values are preprovisioned in the BTS 10200. The valid formats for VSC ASCII strings are
listed in the VSC table in the Cisco BTS 10200 Softswitch CLI Database.

To view the current V SC values provisioned on your system, use the show vsc CLI command. To
provision V SCs, see the VSC provisioning procedure in the Cisco BTS Provisioning Guide.

Typically, the system responds to user handset actions by providing an appropriate announcement.
However, if an announcement is not provisioned or cannot be played, an alternate tone (for example, a
reorder tone) is played. Announcements are listed in the Cisco BTS 10200 Softswitch Provisioning
Guide, and tones are listed in the Cisco BTS 10200 Softswitch Operations and Maintenance Guide.

Interoperability

A

The BTS 10200 interworks with a wide range of network elements (NEs), but there are certain
limitations. we recommend that you keep the following caution in mind as you prepare to purchase and
use NEs for your network.

Caution

Somefeaturesinvolvethe use of other network elements (NEs) deployed in the service provider network,
for example, gateways, media servers, announcement servers, eM TAs, and SIP phones. See the
“Component Interoperability” section of the Release Notes for a complete list of the specific peripheral
platforms, functions, and software loads that have been used in system testing for interoperability with
the BTS 10200 Release 6.0.4 software. Earlier or later releases of platform software might be
interoperable, and it might be possible to use other functions on these platforms. The list in the Release
Notes certifies only that the required interoperation of these platforms, the functions listed, and the
protocols listed have been successfully tested with the BTS 10200.

Numbering Plans and Dialing Procedures

~

Note

The BTS 10200 supports the numbering plans and dialing procedureslisted in Table 1-1. These features
are described in the sections that follow.

For additional details on the rules used in the numbering plans and dialing procedures, see the Routing
and Dial Plan Guide.

Cisco BTS 10200 Softswitch Network and Subscriber Feature Descriptions, Release 6.0.4
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| Chapterl Network Features
Numbering Plans and Dialing Procedures
Table 1-1 Support for Numbering Plans and Dialing Procedures
Feature Description Reference

Digit Manipulation —

E.164 Dialing Plan Implementation ITU-T Recommendation
E.164

Casual Dialing (Dial Around) —
Dial 1 Optionsfor Local, Toll, and InterLATA Calls —

Directory Services (411, 555-1212, and 0+ Listing Services) GR-532-CORE
FSD-30-17-0000
Easily Recognizable Codes GR-2892-CORE

SR-2275, Sec. 3.3
Information Service Calls (900 and 976) —

n11 support (211, 311, 411, 511, 611, 711, 811) GR-532-CORE
FSD-30-16-0000

NRUF Reporting for NANPA Audit Support —

Digit Manipulation

2
Tip

Thedigit manipulation (DIGMAN) feature allows you to modify both calling number and called number
for both incoming and outgoing calls within the BTS 10200.

The calling party number is also known as ANI (automatic number identification). The called party
number is also known as DNIS (dialed number identification service).

Y ou can use the DIGMAN feature to modify the nature of address (NOA) of ANI and/or DNIS numbers.
This feature provides the following benefits in the service provider network:

« Dial plans for both North American Numbering Plan (NANP) and ITU-T E.164 numbering plan
» Flexible call processing
» ANI- or DNIS-based routing
For additional standards information, see the following industry sources:
NANP—See http://www.nanpa.com
e |ITU-T Recommendation E.164, The International Public Telecommunication Numbering Plan

The BTS 10200 performs digit manipulation by matching and replacing digits in the digit string that is
being processed.

E.164 Dialing Plan Implementation

The BTS 10200 implements a dialing plan based on ITU-T Recommendation E.164, The International
Public Telecommunication Numbering Plan, a standard for numbering and routing. This dialing plan
uses a generic numbering scheme for number evaluation. The BTS 10200 performs digit manipulation
on ANI data of the calling party, and on DNIS data of the called party.

[ oL-25010-02
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B Numbering Plans and Dialing Procedures

National Number

In the E.164 numbering scheme, there are three parts to any national number (number that terminates
within the country):

National destination code (NDC)—Identifies aregion of the country (1 to 6 digits, typically 3).
Provisioning of the NDC is optional. Some countries do not use NDCs in the national number.

Exchange code (EC)—Identifies an area served by a single central office (CO) switching facility (1
to 6 digits, typically 4).

Dialing number (DN)—Identifies a subscriber line (1 to 4 digits, typically 4).

The combination [EC + DN] is called the subscriber number (SN).
The combination [NDC + EC + DN], or [NDC + SN], is called the national number (NN).

[NDC+ EC+DN] isinterpreted as[NPA + NXX + XXXX] in NANP, where NPA (numbering plan area)
=200 t0 999, NXX (office code) = 200 to 999, and X XXX = 0000 to 9999. The BTS 10200 applies the
NANP interpretation if the NANP-DIAL-PLAN flagissettoY (yes) in the DIAL-PLAN-PROFILE
table.

A subscriber originates a call by dialing as follows:

To place acall to aphone in the same EC (served by the same CO), dial the SN. In most cases, this
is considered alocal call.

To place acall to a phone in another EC, but within the same region (same NDC), dial the SN. In
most cases, thisis considered alocal toll call.

To placeacall to aphonein another region (different NDC), dial the national (trunk) prefix and the
NN. The national prefix variesfrom country to country. In most cases, thistype of call is considered
anational toll call.

Examples of national prefixesinclude:
— 0inChina

1 and 0 within NANP

9 in Finland and Spain

— 16in France

For countries that do not use NDCs, it is not necessary to provision any value for the NDC parameter in
the BTS 10200.

International Number

The international number is the number dialed in one country to reach a subscriber in another. Each
country is assigned a country code (CC). The international number is the combination [CC + NN], or
[CC + NCD + EC + DN]. Table 1-2 lists several examples.

l_ Cisco BTS 10200 Softswitch Network and Subscriber Feature Descriptions, Release 6.0.4
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Numbering Plans and Dialing Procedures

Table 1-2 Examples of International Numbers
Complete
International
Country City cc NDC EC DN Group |Number
Belgium Bruxelles 32 02 123 XXXX 32-02-123-xxxx
China Chengdu 86 28 8293 XXXX 86-28-8293-xXXXX
Germany Dusseldorf 49 211 12 XXXX 49-211-12-XXXX
Canada Montreal 1 514 870 XXXX 1-514-870-xxxx
United London 44 71 248 XXXX 44-71-248-XXXX
Kingdom

To place acall to a phone in another country, the caller must dial an international prefix and then the
international number. Thus, the complete digit string to dial is[international prefix + CC + NN]. The
international prefix varies from country to country. Examples of international prefixes include:

e 00in China
Example of a call from Chinato Montreal: 00-1-514-870-xxxXx
- 011, 01in NANP
Example of a call from the United States to Bruxelles: 011-32-02-123-xXxXX
In some countries, two or more international prefixes might be used
- Toreach different groups of countries

» To reach countries within a group

Casual Dialing (Dial Around)

Casual dialing, also known as dial around, is afeature that allows subscribers to make 101X XXX calls.
In the BTS 10200 implementation, the digit map CLI command tokens provide the digit pattern. The
digit pattern specifies all possible acceptable patterns. An example of a casual digit patternis 1010321
or 1010220. The digit map table tells the media gateway (MGW) how to collect and report dialed digits
to the Call Agent (CA). Subscribers can prefix their toll, interLATA, or international calls with

101X XXX. Casual dialing supports the following casual calls:

e 10IXXXX + 0/1 + NPA + NXX-XXXX
« 101XXXX + 0/00
e 101XXXX + 011/01 + CC + NN

Dial 1 Options for Local, Toll, and InterLATA Calls

The service provider can provision the system to control the use of prefix 1 for specific types of calls
and for specific subscribers. Local, toll, and interLATA call types can each beindependently provisioned
in the subscriber-profile table as follows:

» Require that the subscriber dials the number with a prefix 1—If the system is provisioned this way,
and the caller attemptsto dial the number without using a prefix 1, the system rejects the call and
provides an appropriate announcement (Release Code 10).

Cisco BTS 10200 Softswitch Network and Subscriber Feature Descriptions, Release 6.0.4
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» Require that the subscriber dials the number without a prefix 1—If the system is provisioned this
way, and the caller attempts to dial the number using a prefix 1, the system rejects the call and
provides an appropriate announcement (Release Code 9).

» Allowsthe subscriber to dial the number with or without a prefix 1—Allow call processing to
proceed whether a prefix 1 is dialed on not.

For service access code (SAC) calls such as 500, 700, 800, and 900, the user must dial the prefix 1. The
flags LOCAL-PFX1-OPT, INTERLATA-PFX1-OPT, and TOLL-PFX1-OPT in the Subscriber table do
not affect these types of calls.

For alist of the specific provisioning parameters, see the Subscriber Profiletablein the Cisco BTS10200
Softswitch CLI Database. For acompletelist of rel ease cause codes, seethe appendix of the Provisioning
Guide.

Directory Services (411, 555-1212, and 0+ Listing Services)

The BTS 10200 supports the directory services access feature as specified in Telcordia document
GR-532-CORE, LSSGR: Interface To Directory Assistance System (FSD 30-17-0000).

Directory services allows a subscriber to obtain the listed telephone number for a given name and
address. The caller dials a specific service number to reach directory services, also referred to as
directory assistance (DA). When a subscriber dials one of the following digit patterns, the BTS 10200
routes the call to the applicable directory servicesin the PSTN:

e 411 or 555-1212 (DA)

» 1+411, 1+555-1212 (toll DA)

e 1-NPA-555-1212 (mostly for out-of-town/state numbers)
e 1-8XX-555-1212 (toll-free numbers)

- 0O+ listing services

The service to the caller can be provided manually by alive operator, automated by avoice or dual tone
multifrequency (DTMF) recognition system, or by a combination of these. The volume level from an
automated voice-response unit, however, should be comparable to that of alive operator. Different
network operators can employ different systems in providing directory services.

A typical directory services request requiresthat the caller first give the name of the town and city. The
caller then provides the name of the person or businessthat the caller wantsto call, including the spelling
of unusual names. Finally, the caller statesif the request is for residence or business. Additional services
include handling multiple requests made during the same call and automatic connection to the person (or
business) the caller wants to call.

Easily Recognizable Codes

The BTS 10200 supports selected easily recognizable codes (ERCs), as described in document SR-2275,
Telcordia Notes on the Network, Section 3.3. The supported ERCs are;

» 500 personal communications services (PCS)—See the Alliance for Telecommunications Industry
Solutions (ATIS) document INC-95-0407-009, Personal Communication Services NOONXX. Code
Assignment Guidelines, for a PCS description.

» 700 service access calls (SAC)—Range of codes used by interexchange carriers (IXCs) to provide
services on the network.
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» Toll-free service call features (8XX)—See the “8X X (Toll-Free Calling)” section on page 1-33 for
a description.

» 900/976 information service calls—See the “Information Service Calls (900 and 976)” section on
page 1-7 for a description.

Other Telcordiareference documents include:
» SR-2275, Telcordia Notes on the Network
» GR-2892-CORE, Switching and Signaling Generic Requirements for Toll-Free Service Using AIN

Information Service Calls (900 and 976)

Information service calls (1SCs) provide a variety of announcement-related services on a national or
local basis. There are two general categories of this service:

» Public announcement services (PAS)—Weather, sports, horoscope, and so forth
» Media-stimulated calling (M SC)—Telephone voting, radio station call-ins, and so forth
National calls are dialed as 1-900-xxx-xxxx and local calls are dialed as NPA-976-xxxXx.

n11 support (211, 311, 411, 511, 611, 711, 811)
N

Note 911 serviceis covered in the “Emergency Services (911)” section on page 1-9.

This section describes BTS 10200 support for n11 services. The typical relationship between the n11
codes and the nature of dial (NOD) valuesis as follows.

nll Code NOD Value
211 INFO

311 NON-EMG
411 DA

511 TRAFFIC
611 REPAIR
711 RELAY
811 BUSINESS

For acomplete list of NOD values, see the Nature of Dial command in the Cisco BTS 10200 Softswitch
CLI Database. To view the current NOD values provisioned on your system, use the show nod CLI
command.

For additional information on n11 calling, see the following industry documents:
e Telcordia document GR-352-CORE, LSSGR: Service Codes N11 (FSD 30-16-000)
« The NANPA web site, http://www.nanpa.com/number_resource_info
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Community Information and Referral Services (211)
The 211 service provides access to information from government service agencies and certain public
charity groups.

Nonemergency Services (311)

Some city governments offer 311 service to provide nonemergency information to the community. The
caller dials 311 and the Call Agent translates this to the closest nonemergency access office.

The BTS 10200 supports nonemergency services (311) for routing calls to a specified route type and
identification. Routes for all nonemergencies (311) are allocated through the destination table by
defining the call type (call-type=NON-EMG) and the routing information for the dialed digits.
Directory Assistance (411)
The 411 service provides directory assistance. See the “Directory Services (411, 555-1212, and 0+
Listing Services)” section on page 1-6.
Traffic and Transportation Information (511)

The 511 service provides access to information about local traffic conditions.

Repair Service (611)

The 611 service connectsto thelocal telephone repair service (if the service provider offersthis service).

Telecommunications Relay Services (711)

The 711 service provides access to telecommunications relay services (TRS).

Local Billing Services (811)

The 811 service connects to the local telephone billing office.

NRUF Reporting for NANPA Audit Support

Numbering Resource Utilization and Forecast (NRUF) reporting provides NANPA audit data based on
provisioned values in the dn2subscriber table. For FCC-required NANPA audit compliance, the report
input is NPANXX. In markets outside of NANPA, the input can be based on either the combination of
the NDC and the EC, or just the EC.

The datafor NRUF reporting is generated based on either the NDC or the EC. The service provider can
use the report dn-summary command to generate the following reports:

« Report on all DNs belonging to a specific NDC and EC
» Report on athousands group within a specific NDC and EC
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Emergency Services (911)

Note

Description

The BTS 10200 supports emergency services (911) as specified in Telcordiadocument GR-529-CORE,
LSSGR: Basic 911 Emergency Service (FSD 15-01-0000).

Other Telcordia reference documents include
e SR-4163, E9-1-1 Service Description

» GR-350-CORE, E911 Public Safety Answering Point: Interface Between a 1/1A ESS Switch and
Customer Premises Equipment

For information on the hostage negotiation feature, see the “Hostage Negotiation” section on page 3-66.

This section covers the following topics:
» ‘“Description” section on page 1-9
» “Important Provisioning Requirements’ section on page 1-10
- “Feature Interactions” section on page 1-10
« “911 Overflow Announcement” section on page 1-11
« “Emergency 911 Trunk Connection Loss Alarm” section on page 1-11
- “Emergency Call Display” section on page 1-12
« “Emergency Callback” section on page 1-12
- “911 Ring Back” section on page 1-14

» “Feature Provisioning Commands” section on page 1-16

The digit string 911 is typically used in the United States. Other digit strings are used elsewhere in the
world.

Emergency serviceis a public safety feature providing emergency call routing to a designated
Emergency Service Bureau (ESB), normally called the public safety answering point (PSAP) in the
United States. The 3-digit 911 number is assigned for public use in many areas of the United States and
Canada for reporting an emergency and requesting emergency assistance. Depending on municipal
requirements and procedures, an ESB attendant can transfer the call to the proper agency, collect and
relay emergency information to the agency, or dispatch emergency aid directly for one or more
participating agencies.

911 calls are location dependent and must be selectively routed to the appropriate PSAP depending on
where the call originates. The routing processis part of the Enhanced 911 (E911) feature set and works
asfollows:

1. Inthe PSTN, thelocal serving end office routes the call to the designated E911 tandem for that
serving area.

2. The E911 tandem then routes the call to the proper PSAP.

Once the caller is connected to the PSAP attendant, the PSAP system typically displays the caller’s
directory number to the PSAP attendant. Additional data (such as the subscriber’s name, address and
closest emergency response units) may also be retrieved from the local carrier automatic location
identification (ALI) database and displayed to the PSAP attendant.

[ oL-25010-02
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The service provider can provision aflag for each subscriber to specify which number to send with
emergency calls—the subscriber directory number or the subscriber billing number.

Special emergency functions can be provided via a channel-associated signaling (CAS) trunking
gateway (TGW) that supports ESB trunks or emergency service line (ESL) trunks with MF signaling.
Examples of special emergency functions include:

» Operator callback—Allows the PSAP to automatically ring back the caller.

« End-to-end called-party hold—The BTS 10200 keeps the connection active even if the caller goes
on hook.

« Operator disconnect—Allows the PSAP to terminate the call even though the caller has not gone
on hook.

For additional details on these functions see the “911 Ring Back” section on page 1-14.

Important Provisioning Requirements

Service providersin the United States typically provision the Destination table with call-type=EMG for
the digit string 911, and call-subtype=NONE (default), because 911 is a central dispatch point for all
emergency, ambulance, fire, and police calls.

A

Caution  Onthe BTS 10200, for acall to be considered an emergency, it must be provisioned as call-type EMG.
If you are using separate DNs for ambulance, fire, and police service (typically applies to networks
outside the United States), we strongly recommend that you provision these as call-type EMG and
call-subtype <AMBULANCE or FIRE or POLICE> in the Destination table. Thisisthe only way to be
sure that they will be given all the treatment of the EMG call-type.

Depending on the region of the world, the provisionable timers might require different values, or might
not be needed, and they can be turned off. The called-party control feature, typically used in the United
States, can also be turned off. All other functions of the emergency number are the same as for the 911
feature.

Y ou can make the emergency service feature available to all subscriber lines connected to aBTS 10200
by means of the default office service ID, or to all subscribersin a specific POP by means of the office
service ID. See the “ Office Service ID and Default Office Service ID” section on page 3-167 for a
general description of this provisionable service.

Feature Interactions

The following feature interactions apply to emergency calls (call-type=EMG):

- During a 911 call from a subscriber line, the call waiting (CW) and three-way calling (TWC)
features are automatically disabled for the subscriber line.

» The following interactions occur when a Centrex subscriber invokes call hold (CHD) and places a
call to an emergency number:

— When the emergency operator answersthe call, atwo-party call is active between the subscriber
and the emergency operator. The on-hold party remains on hold.

— When the subscriber presses the Flash button or hookswitch, athree-way call is established
among the subscriber, the emergency operator, and the previously on-hold party.

— Itisnot possible to place the emergency operator on hold.
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911 Overflow Announcement

The system plays an announcement when all circuitsto the emergency center are busy and the emergency
call cannot be completed to the emergency center. An example of an announcement for this featureiis,
“We are experiencing 911 difficulties. Please hang up and dial O to reach an operator for emergency
assistance.” The announcement is applied when the announcement resource is available and applicable.
For the specific cause code and announcement 1D, see the “ Release Cause Codes and Announcement”
IDs section in the Provisioning Guide.

Emergency ANI

A service provider can provision aflag for a subscriber to specify which caller ID number to send with
emergency calls—the subscriber DN or the billing DN.

The Emergency ANI feature allows the service provider to provision Enhanced 911 (E911) specific
number for subscribers, which may be different from subscriber directory number (DN) or the billing
DN.

A 911 call isdirected to a Public Safety Answering Point (PSAP), the specific PSAP being dependent
on the location where the call originates. The routing process is part of the E911 feature set. For more
information on the routing process and the E911 feature set, see the “Emergency Services” section of
the Cisco BTS 10200 Softswitch Network and Subscriber Feature Descriptions Guide, Release 6.0.4.

When subscribers move between different rate centers but keep the same number, the address of the
subscriber changes. Emergency calls made by the subscriber might not be supported by the current
PSAP. Thisleads to incorrect PSAP call routing, and incorrect or non-existing address lookups.
Therefore, any modification of the current subscriber numbers and flags associated with outbound
caller ID in the subscriber table might result in incorrect routing of emergency calls.

Provisioning a separate emergency ANI-specific number ensures that the outbound caller D number of
the subscriber does not change when the subscriber moves to a different rate center. This also ensures
that the call is routed to the correct PSAP and correct address of the subscriber is looked up.

For information on provisioning this feature, see the Cisco BTS 10200 Softswitch Provisioning Guide.

Emergency 911 Trunk Connection Loss Alarm

The BTS 10200 is capable of generating a critical alarm of when an emergency trunk resource becomes
remotely or locally blocked. This alarm will be raised when any of the following events occurs:

- The gateway becomes unreachable.

» The emergency trunk termination is administratively made OOS through CLI commands on the
BTS 10200.

- The emergency trunk termination is remotely or locally blocked.

This feature is applicable only to emergency trunks of type CAS, SS7 and ISDN. The
EMERGENCY -TRUNK-GROUP token in the applicable trunk group table must be provisioned to
support this feature. For CAS trunk groups, the E911 / EMERGENCY -TRUNK token must also be
provisioned.
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Emergency Call Display

The Display Emergency Calls feature will provide acommand line interface (CL1) command to display
the count of all on-going emergency calls based on the call-type and trunk group. A query call-count
command will display count of 911 on-going calls in the Cisco BTS 10200 system, based on call type
and trunk groups designated as 911 trunk groups. The query call-count command is defined as follows:

query call-count call-type=emergency [emergency|police|ambulance|fire|all-emergency|alll;
[tgn-id=xxxx]; [tg=an alphanumeric description of TG]

The call-type token is mandatory and can take values emergency, police, ambulance, fire,
all-emergency, and all. The tgn-id and tg tokens are optional and if specified the call-count will be
provided for the specified trunk group (TG) only. When the tgn-id and tg tokens are provided as part of
command, they should be consistent for the same trunk group. If they areinconsistent, afailure message
isdisplayed as output. When the tgn-id and tg is specified, the call count will include both in-bound and
out-bound calls on the specified TG for the specified call-type.

Note  Inthecall counts, the Cisco BTS 10200 includes all calls regardless of whether acall isanswered or in
the setup phase (transient or active).

The call-type emergency is defined as a 911 call in the United States. The call-types police, fire, and
ambulance may not be applicablein United States, but the command has these options and output report
will support these call types.

Inaquery call-count command execution, when emergency is specified in call-typefield, the command
response will display count for only call-type as emergency (EMG). In aquery call-count command
execution, when all-emergency is specified in call-typefield, the command response will display counts
for all emergency calls (emergency (911), police, fire and ambulance). In aquery call-count command
execution, when all isspecified in call-typefield, the command response will display countsfor all active
callsin the system. Inaquery call-count command execution, if tgn-id and tg (optional parameters) are
also specified along with call type, then the call-count will be provided for that TG only in the command
response. In aquery call-count command execution, if the tgn-id and tg that are specified areinvalid or
inconsistent, the following error message will be displayed:

Invalid TGN ID: XXXX
Invalid TG: [an alphanumeric description of TG]

In overload conditions, the query call-count command will be blocked.

Emergency Callback

The Emergency Callback (ECB) feature allows public safety answering point (PSAP) numbers to call
back a subscriber provisioned on the Cisco BTS 10200 Softswitch. The BTS 10200 treats these callbacks
as special high-priority calls so that for the subscriber with an active PSAP call, all terminating features
are disabled except Call Waiting (CW) and Call Forwarding Busy (CFB). The advantage of the ECB
feature isthat the BTS 10200 blocks all terminating services that could potentially interrupt a call from
aPSAP line.

ECB isan office-based feature. The BT S 10200 provides ECB to any subscriber associated with an office
service that has ECB.

ECB is available when you assign it to the office service ID, then add the PSAP line directory number
(DN) to the emergency_number_list table per the instructions for the Emergency Number List table in
the Cisco BTS 10200 CLI Database. The BTS 10200 then determines which incoming calls should be
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classified as ECB. The BTS 10200 first checksthelist of DNs specified in the emergency number list to
determine if the calling DN is a PSAP number. If the DN isin the list, the BTS 10200 treats the call as
ECB, blocking all terminating services except CW and CFB.

For additional information about the interaction between ECB and the CW and CFB features, refer to

Feature Interactions.

Feature Interactions

Call Waiting

This section describes the interactions between ECB and terminating features.

A subscriber who isin an ECB call cannot invoke CW. The following table describes the interaction

between ECB and CW.

If

Then

The ECB subscriber has an active call and
receives acall from a PSAP line.

The terminating subscriber can accept the
incoming ECB call but will be unable to toggle
back to thefirst caller because all hookflashes are
blocked.

The subscriber isin acall with two other callers
using CW and receives a call from a PSAP line.

The PSAP caller hears a busy tone because no
more calls can be accommodated in CW.

The subscriber isin acall with aPSAP line and
receives a call from a normal subscriber.

The second caller hears the busy tone but the ECB
subscriber does not hear the CW tone. If the ECB
subscriber subscribes to Call Forwarding Busy
(CFB), the second call is forwarded to the new
DN.

The subscriber has an active PSAP call and
receives a call from another PSAP line.

The second PSAP caller hears a busy tone but the
subscriber does not hear a CW tone.

Other Terminating Features

The following table describes the interaction between ECB and other features.

Feature

Behavior with ECB

Anonymous Call Rejection

A PSAP call is always accepted by the ECB
subscriber even if the caller is anonymous. If the
calling party is unidentifiable to the BTS 10200,
the call is not classified as ECB. If ACR is
activated, the call is rejected.

Automatic Recall

The ECB subscriber cannot invoke the automatic
recall feature for a PSAP line.

Busy Line Verification

If the ECB subscriber is already engaged in an
ECB call, the subscriber does not receive an
interrupt and the PST is played back.
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Feature

Behavior with ECB

CALEA

Communications Assistance for Law
Enforcement Act (CALEA) is supported for ECB
exactly asit iswith normal calls.

Call Forwarding Busy

If the ECB subscriber isin acall, the PSAP caller
hears a busy tone but the call is not forwarded.

Call Forwarding No Answer

If the subscriber does not pick up thecall, it isnot
forwardedtotheforwarding DN. The CFNA timer
is not started and the phone continues to ring.

Call Forwarding Unconditional

The subscriber receives the PSAP call even if
CFU is activated.

Call Hold/Call Park/Call Transfer/Three Way

These services are inhibited during a PSAP call.

Calling Number Delivery/Calling Name Delivery

The PSAP calling name and number are not
displayed to the subscriber.

Call Waiting

Refer to Call Waiting for a description of ECB
interaction with CW.

Do Not Disturb

The subscriber receives PSAP calls even if DND
is activated.

Directed Call Pickup

No other subscribers can pick up PSAP calls.

Distinctive Ringing

Distinctive ringing is not available.

Multi-Line Hunt Group

Thereis no special handling for MLHG. MLHG
behaves the same for ECB and non-ECB calls.

Seasonal Suspend

A subscriber who has the seasonal suspend
feature enabled can receive calls.

Selective Call Acceptance

The PSAP call isnot checked against the SCA list,
so the call is not blocked.

Selective Call Rejection

The PSAP call isnot checked against the SCR list,
so the call is not blocked.

Temporary Disconnect

Temporary disconnect subscribers do not receive
ECB calls.

For information on provisioning this feature, see Cisco BTS 10200 Softswitch Provisioning Guide.

911 Ring Back

911 ring back describes a scenario wherein a Public Safety Answering Point (PSAP) operator is
communicating with someone who has dialed 911 and the caller hangs up before the PSAP operator has
all of the information that the operator needs. The operator commands the terminating switch to ring

Note

back the caller.

There are two different types of 911 service: Basic 911 (B911) and Enhanced 911 (E911). InB911 it is
absolutely necessary that the switch (BTS 10200) retainsthe call and connection when a caller hangs up.
(Because E911 gets location information through AN, it is unnecessary for the operator to request
further information and therefore the local switch can disconnect the call if the caller hangs up.)

l_ Cisco BTS 10200 Softswitch Network and Subscriber Feature Descriptions, Release 6.0.4
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When the caller and the PSAP are both on the same BTS 10200, the BTS 10200 retains the call and
connection if the B911 caller hangs up. If the caller and the PSAP are on separate BTS 10200 nodes, the
connection between the two BTS 10200 nodes is maintained over a SIP trunk.

Sequence of Events for 911 Ring Back

The example shown in Figure 1-1 is atypical sequence of events for the 911 ring back over SIP trunk.
In this example, there is a cable subscriber that dials 911 and the call is connected to a PSAP operator.
After the connection is established, the cable subscriber hangs up before the operator has gathered all of
the necessary information. Upon request from the operator, the BTS 10200 rings back the cable
subscriber’ s phone so that the conversation with the PSAP operator can continue. Figure 1-1 illustrates
the following sequence of events:

1. A subscriber with an emergency situation on BTS2 (BTS2_sub) dials 911.

2. Thedial planisset uptoroutethiscall toaSIPtrunk. BTS2 sendsthe SIP INVITE (with the number
set to 911) to BTSL.

3. BTS1 receivesthe SIP INVITE (911) and routes the call to the 911 operator PSAP CAS trunk.
4. The normal SIP trunk call sequence between BTS1 and BTS2 occurs to complete the 911 call.

5. After the connection is established between BTS2_sub and the operator, BTS2_sub hangs up. BTS2
does not release the call because it isa 911 call.

6. When the 911 operator connected to BTS1 detects that BTS2_sub has hung up, the operator applies
ahook flash, which generatesan MGCP NTFY (operator ring back) from the CAS gateway to BTSL.

BTS1 sends a SIP UPDATE with OSPS RING indicator over the SIP trunk towards BTS2.

When BTS2 receivesthe SIP UPDATE with OSPS RING indicator, it sendsan MGCP RQNT (ring)
to the residential gateway and causes the BTS2_sub phone to ring.

© ~N

Figure 1-1 Network Diagram for B911 Operator Ring Back
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Note  The network diagram for E911 is similar to the B911 diagram except that there is always one or more
E911 tandem switches between the TG-t and the PSAP.
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SIP Trunk Provisioning

The SIP trunk between the two BTS 10200 nodes is provisioned through the softsw-tg-profile table.
When you provision the 911 feature, you must provision this table for any SIP trunks between the
BTS 10200 nodes. The ENABLE_P_DCS _OSPS HEADER token in thistable has adefault value of N;
you must set it to Y for this SIP trunk. When thistoken isset to Y and an OSPS-related request is made,
the BTS 10200 includes a P-DCS OSPS header in the outgoing INVITE or UPDATE messages as
defined in RFC-3603. If thistoken is set to N, the system does not send outgoing SI P requests or accept
incoming SIP requests that are OSPS related.

Feature Provisioning Commands

To provision this feature, see the 911 provisioning procedure in the Provisioning Guide.

Operator Services

The BTS 10200 supports the operator services specified in Telcordia Requirement FR-271, Operator
Services Systems Generic Requirements (OSSGR).

Operator servicesis a call-processing function that enables callers to access either alive operator or an
automated function to complete calls or gain access to information. The service provider can supply this
feature or outsource it to a third-party vendor. Some additional functions accomplished by operator
services include automatic call distribution, billing detail recording, and information retrieval.

This section includes the following additional topics:
» Numbers Used to Access Operator Services, page 1-16
- Types of Services, page 1-16
- Busy Line Verification (BLV) and Operator Interrupt (Ol) Services, page 1-17

Numbers Used to Access Operator Services

The following numbers are commonly used to access operator services:
e 0—Local operator support

» 00—Operator support outside the local calling area, by means of a presubscribed interexchange
carrier (PIC)

« 0O+ area code and number—Operator support when the destination number is known (that is, for
collect calls, calling card calls, person-to-person calls, and so forth), using PIC

» CAC+0+—Operator services, using a dialed carrier access code (CAC)
» 01+CC+NN—International operator services, using PIC
» CAC+01+CC+NN—International operator services, using adialed CAC

Types of Services

Operator services provided to callers typically include:
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Assistance

General information
Directory assistance
Dialing instructions
Rate information
Credit recording
Trouble reporting

Call completion
Alternate billing services (ABS)
Calling card calls
Collect calls
Third-number calls
Handling options
Person-to-person calls
Conference calls

Call transfer
Real-time rating

Rate quotes

Time and charges
Notify

Operator Services Il

This section describes busy line verification (BLV) and operator interrupt (Ol) services. Ol is also
referred to as emergency interrupt (El). BLV and Ol services are based on GR-1176 (FSD 80-01-0300),

Busy Line Verification, part of Telcordia OSSGR requirements (FR-271).

Description and Operation

BLV service permitsthe user to obtain operator assistanceto determineif acalled lineisin use. The user
dials 0, waits for the operator to pick up the line, and requests BLV service. Ol service permits the
operator to speak directly with the busy party. The service provider can deny BLV service to any
subscriber by setting type=denied for fname=BLV in the subscriber-feature-data table (see the BLV

provisioning link listed below). Note that denying BLV also denies Ol.
BLV and Ol services work as follows:

1.

o o~ wDn

The user calls the operator and requests BLV service regarding a specific called line.

The operator provides the BLV service.

For Ol, the operator interrupts the conversation in progress and relays a message.

If the interrupted party at the called line is willing to hang up, he or she does so.
The user can originate a new call to the called DN.

[ oL-25010-02
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Note

At the user’ s request, the operator can directly connect the user to the called line.

The BLV feature can be made available to all subscriber lines connected to a BTS 10200 by use of the
default office service ID, or to all subscribers in a specific POP using the office service ID. See the
“Office Service ID and Default Office Service ID” section on page 3-167 for a general description of
this provisionable service.

Feature Interactions

The following feature interactions are applicable to the BLV and Ol services:

When the operator attempts BLV, if the verified party is engaged in acall and has features currently
invoked, the operator might receive a busy tone and might not be able to perform an interrupt on the
call. Inthissection, “currently invoked” meansthat another feature has already been triggered in the
call. There are a few exceptions, such as Cancel Call Waiting (CCW) and Do Not Disturb (DND);
for example, BLV can be successfully performed even if CCW or DND is currently invoked on the
call.

If the verified party (terminating subscriber) has call forwarding unconditional (CFU) activated, the
operator receives a busy tone and cannot perform an interrupt on the call.

BLV/OIl over SIP Trunk between BTS 10200 Nodes

When the caller and the operator service position system (OSPS) are on separate BTS 10200 nodes, the
connection between the two BTS 10200 nodes is provided by a SIP trunk.

Figure 1-2 shows atypical sequence of events that occur for BLV/OI over the SIP trunk. The sequence
deals with the case in which a busy party isinvolved.

1.

A person (the customer) istrying to call a BTS 10200 subscriber (the busy party), but is unable to
get through.

The customer asks the operator to verify whether or not the busy party isin a phone conversation
with another party (the 3rd party).

The operator puts the customer on hold and calls the busy party over aBLV (no-test) trunk that is
connected to BTSL.

BTS1 receivestheincoming BLV call and determines that the called party number should be routed
out a SIP trunk that is connected to BTS2. It sends a SIP INVITE with BLV indicator to BTS2.

BTS2 receives the incoming SIP INVITE with BLV indicator and determines the call should be
routed to a cable subscriber (the busy party). When BTS2 determines that the cable subscriber is
already connected to the 3rd party, it first creates a connection between the operator and the busy
party. Next it conferences this connection with a preexisting connection between the busy part and
third party to form athree-way connection between the operator, the busy party, and the 3rd party.

The operator now listens to the busy party and 3rd party conversation through special circuitry that
garblestheir voicesto protect their privacy. At this point the operator’ s voice is muted by the OSPS.

The operator reports back to the customer that the busy party isin a conversation.

The customer requests that the operator break into the conversation and ask if the busy party is
willing to hang up and take a call from the customers.
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9. The operator puts the customer back on hold and presses an emergency interrupt button on the
console which deactivatesthe garbling circuitry, un-mutes the microphone, and sends an emergency
(operator) interrupt tone over theline, so that the busy party and the 3rd party know that the operator
is interrupting into their conversation.

10. The Trunking Gateway recognizes the operator interrupt tone and sends a NTFY event to BTS1.
BTS1translatesNTFY event into an outgoing SIP UPDATE (operator interrupt) message that is sent
towards BTS2. BTS2 responds to the UPDATE with a 2000K (but does not act on it).

11. The operator explains to the busy party that another caller (the customer) would like to speak with
the busy party and asksif the busy party iswilling to hang up and accept the call. The operator then
rel eases the connection to them and reports back to the customer that is on hold.

12. If the busy party agrees to hang up, the customer has the option of redialing the number or
completing the call as an operator-assisted call.

In Figure 1-2, the customer and 3rd party are shown to bein the PSTN (SS7) network, but they could be

BTS 10200

elsewhere.
Figure 1-2 Network Diagram for BLV/OI
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The SIP trunk between the two BTS 10200 nodes is provisioned through the softsw-tg-profile table.
When you provision the BLV feature, you must provision this table for any SIP trunks between the
BTS 10200 nodes. TheENABLE_P DCS OSPS HEADER tokeninthistable hasadefault value of N;
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you must setittoY for this SIP trunk. When thistoken is set to Y and an OSPS-related request is made,
the BTS 10200 includes aP-DCS OSPS header in the outgoing INVITE or UPDATE messages as defined
in RFC-3603. If thistoken isset to N, the system does not send outgoing Sl P requests or accept incoming
SIP requests that are OSPS related.

Feature Provisioning Commands

To provision this feature, see the BLV provisioning procedure in the Provisioning Guide.

SIP Triggers

This section describes the SIP triggers feature. Also refer to the “BTS 10200 CALEA Interaction with
SIP Triggers Feature” section on page 2-9.

Feature Limitation

SIP triggers are not supported for Centrex subscribers.

Technical Description of SIP Triggers

The SIP Triggers feature uses the SIP protocol, with some extensions, to enable the BTS 10200 to
interoperate with third-party application servers so that Multi-Service Operators (MSQOs) can provide
customers with enhanced features and services. The triggers can be used by the third-party servers to
provide originating services (such as voice dial) when a subscriber places a call, and enhanced
terminating services (such as TV caller ID and custom ringback) when a subscriber receivesacall. This
section describes the triggers that enable this interoperation with the third-party application servers.

The BTS 10200 supports multiple application servers. Application servers are provisioned per
subscriber origination and subscriber termination. Y ou can provision SIP triggers on an individual
subscriber level on the BTS 10200.

From the perspective of the BTS 10200, a SIP subscriber appears as a SIP user agent (UA); thisistrue
whether the subscriber’s deviceisa SIP eMTA, ATA, or PAP2. At the customer premises, the
subscriber’ s device performs the role of the UA, and might perform other operational functions as well.

Figure 1-3 shows atypical network architecture for SIP triggers, including the connection between the
BTS 10200 and the third-party application server.
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Figure 1-3 Typical Network Architecture for SIP Triggers
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Acronyms for Figure 1-3

CALEA—Communications Assistance for Law Enforcement Act
NCS—Network-based call signaling

SBC—Session border controller

CMTS—Cable modem termination system

IV R—Interactive voice response

Terminology Used in this Section

The following terminology is used in this section:

« TAT_1and TAT_2—Termination attempt triggers, collectively referredtoas TAT inthisdocument.
Thesetriggers occur at different pointsinthecall; TAT_1 occurs before TAT_2, and can be used by
an external application server to provide specific servicesat specific pointsinthecall. Thesetriggers
are provisioned as fname=TAT_1 and fname=TAT_2.

- OHD—Off-hook trigger with provisionable delay. The OHD trigger for each subscriber can be
designated as off-hook immediate (OHI) or off-hook delayed (OHD). For MGCP and NCS
subscribers. you provision the specific trigger type through the offhook-trigger-type parameter in
the Subscriber table:

— OHD occurs when a provisionable timer (ohd-timer) runs out after the caller goes off-hook.
— OHI occursimmediately after the caller goes off-hook.

Cisco BTS 10200 Softswitch Network and Subscriber Feature Descriptions, Release 6.0.4
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Off-Hook Trigger (Delayed and Immediate)

The BTS 10200 responds to the OHD trigger differently for MGCP/NCS subscribers than for SIP
subscribers.

Thereisan OHD trigger provisioned as fname=OHD in the Feature table, and there is a delayed or
immediate designation provisioned as offhook-trigger-type=OHD or OHI in the Subscriber table. The
ohd_timer parameter is also provisioned in the Subscriber table.

~

Note  The BTS 10200 does not invoke the ohd-timer for SIP subscribers.

OHD Treatment for MGCP/NCS Subscribers

The OHD trigger occurs either immediately after the user goes off-hook (if offhook-trigger-type in the
Subscriber table is set to OHI) or after a delay set through a configurable timer (if
offhook-trigger-type=OHD).

- If off-hook immediate is provisioned, the BTS 10200 establishes a connection to the external
application server provisioned for that combination of subscriber and trigger, and sends the call to
the server immediately after the caller goes off-hook.

- If off-hook delayed is provisioned and the user goes off-hook, dial toneis provided to the subscriber
for the configured number of seconds. When the delay timer expires, dial tone is stopped and the
BTS 10200 establishes a connection to the external application server provisioned for that
combination of subscriber and trigger, and sends the call to the server. If the user starts dialing
before the delay timer expires, the BTS 10200 allows digit collection to be completed before
establishing the connection to the application server. Depending on the service invoked (for
example, dial by name), the application server determinesthe desired called party and sends the call
back to the BTS 10200 to continue originating processing.

OHD Treatment for SIP Subscribers

When the BTS 10200 receives an INVITE message from the SIP subscriber (that is, from the UA), it
takes actions based on the content of the incoming INVITE and the parameters provisioned in the
BTS 10200 database.

This section contains the following topics:
- OHD Associated with a Vertical Service Code, page 1-22
» OHD Assigned to the Subscriber, page 1-23
- OHD Call Flow Diagrams, page 1-23

OHD Associated with a Vertical Service Code

Y ou can associate the OHD feature with aspecific vertical service code (V SC), for examplefname=0OHD
and digit_string=*40. In this case, if the BTS 10200 receives ad INVITE from the UA, it takes the
following action:

» If theincoming INVITE To header begins with *40, the BTS 10200 strips off all digits and sends
the INVITE to the application server. Here are examples of this process:

INVITE(*40) ->BTS 10200-> INVITE( )
INVITE(*40 + 10DIGITS) ->BTS 10200-> INVITE( )
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« Iftheincoming INVITE To header does not begin with the provisioned V SC digit string for the OHD
feature (*40 in this example), the BTS 10200 processes the call locally without sending it to the
application server.

OHD Assigned to the Subscriber

Y ou can assign the OHD feature to a subscriber, and designate the value of the offhook_trigger_type (in
the Subscriber table) as OHD or OHI. In this case, when the BTS 10200 receives an INVITE from the
UA, it takes the following action:

- If offhook_trigger_typeisset to OHI, the BTS 10200 sends an INVITE (without any V SC or digits)
to the application server. Here are examples of this process:

INVITE(*92 + 10DIGITS) ->BTS 10200-> INVITE( )
INVITE(*40 + 10DIGITS) ->BTS 10200-> INVITE( )

- If offhook_trigger_typeis set to OHD, and the incoming INVITE To header begins with any VSC,
the BTS 10200 sends the INVITE (including the original VSC and any digits received) to the
application server. Here are examples of this process:

INVITE(*92 + 10DIGITS) ->BTS 10200-> INVITE(*92 + 10DIGITS)
INVITE(*40 + 10DIGITS) ->BTS 10200-> INVITE(*40 + 10DIGITS)

- |If offhook_trigger_typeis set to OHD, and the incoming INVITE To header contains dialed digits
(but no VSC), the BTS 10200 proceeds as follows:

— If the dialed digits match a DN that is provisioned in the BTS 10200 with call _type=EMG (an
emergency call such as 911), the BTS 10200 checks the value provisioned for
EMG-ROUTE-TO-ASintheca configtable. If itissetto N (default), the BTS 10200 processes
the emergency call locally without sending it to the application server.

— If thedialed digits are for an EMG call and EMG-ROUTE-TO-ASissetto Y, the BTS 10200
sends the INVITE (including the dialed digits) to the application server. Here are examples of
this process:

INVITE(911) ->BTS 10200-> INVITE(911)
INVITE(110) ->BTS 10200-> INVITE(110)

— If the dialed digits are for aregular (nonemergency) DN, the BTS 10200 checks the value
provisioned for ROUTE-CALLS-TO-AS-WITH-DIGITSintheca configtable. IfitissettoN,
the BTS 10200 processes the call locally without sending it to the application server.

— If the dialed digits are for aregular (nonemergency) DN and
ROUTE-CALLS-TO-AS-WITH-DIGITS isset to Y (default), the BTS 10200 sends the
INVITE (including the dialed digits) to the application server. Here is an example of this
process:

INVITE (3925550123) ->BTS 10200-> INVITE(3925550123)

When the SIP trigger is not sent successfully to the application server due to a sever or network
connectivity problem due to any problem, the BTS 10200 connects the call to an VR server to enable
digit collection and call completion. However, if the IVR connection is unsuccessful, the call fails.

OHD Call Flow Diagrams

The diagrams in this section show examples of OHD call flows for SIP subscribers

The OHI scenario is shown in Figure 1-4.
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Figure 1-4 Offhook_trigger_type set to OHI
SUB INVITE (AS VSC) INVITE ()
offhook sent by SIP UA Sent from BTS &
to BTS to AS 8
The OHD scenario is shown in Figure 1-5.
Figure 1-5 Offhook_trigger_type set to OHD
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The usage-sensitive scenario is shown in Figure 1-6.

Figure 1-6 Usage-Sensitive OHD Scenario
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Route Headers for OHD

The BTS 10200 inserts two route headersin the INVITE that is sent to the application server:

- Topmost route header—Intended for the application server to identify the logic to be executed on
the application server and can be either provisioned at the BTS 10200 per subscriber, or set with a
default for all Off-Hook Delay subscribers.

» Return route header—Intended to identify the necessary call session and processing information
when the INVITE is returned to the BTS 10200. This route header must be returned unchanged to
the BTS 10200 in the INVITE that is sent from the application server to the BTS 10200.
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Termination Attempt Triggers (TAT 1 and TAT _2)

Thistrigger occurs when a call terminatesto a BTS 10200 subscriber that has one or both TAT triggers
(TAT_1and TAT_2) enabled. The BTS 10200 sends the terminating call to the external application
server before ringing the subscriber. The application server may provide services such as screening or
custom ringback. If the application server determines that the call should be offered to the subscriber, it
sends the call back to the BTS 10200 to continue termination processing.

The TAT triggers operate as follows:

- The TAT_1 trigger takes precedence over all other BTS 10200 terminating features at the
TERMINATION_ATTEMPT_AUTHORIZED trigger detection point. However, if the CNAM
TCAP query is provisioned for asubscriber, it is performed beforethe TAT_1 trigger and the name
is provided to the application server. The BTS 10200 honorsthe calling nhame it receives from the
application server and does not launch a CNAM query again if the name is present in the INVITE
received back from the application server.

« TheTAT_2trigger isthelast featureinvoked at the TERMINATION_ATTEMPT_AUTHORIZED
trigger detection point.

A TAT trigger is not disabled even if the user isin an Emergency call. However, areturn INVITE from
the application server fails at the BTS 10200 if the user isin an Emergency call.

As it processes a TAT, the BTS 10200 manages the following scenarios:
» Successful application server invocation
» Unsuccessful application server invocation
« Application server terminates call
« Application server sends call back to the BTS 10200 for termination processing

The system populates two Route headersin the INVITE it sends to the application server. The contents
of the Route headers are controlled by provisioning. The provisioning of the first Route header is
determined by the requirements of the application server and that of the second is determined by the
requirements of the BTS 10200. The following examples illustrate the format of the Route field, with
both the first Route header and return Route header shown in the example:

Examples—Route header in the INVITE Message:

Route: <topmost route>, <return route>;service-ref=SCM0579081256

Route: <sip:TAT l-app@APP_SERVER1l.serviceprovider.com;lr>,
<sip:TAT 1l@btsl.serviceprovider.com;lr>;service-ref=SCM0579081256

Route: <sip:TAT 2-app@APP_SERVER1l.serviceprovider.com;lr>,
<sip:TAT 2@btsl.serviceprovider.com;lr>;service-ref=SCM0537491333

~

Note  The meaning of Ir in the route header is loose routing. See RFC 3261 for a description.

Subscriber Features

The following are examples of services that could be offered in conjunction with the TAT and OHD
triggers if there ia an appropriate application server in the network.

- Voice Menu (Off-Hook Delay Trigger)
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- Voice Dialing (Off-Hook Delay Trigger)

» Multi-party Voice Dialing (Off-Hook Delay Trigger)

- TV-Caller ID: with or without Picture (Terminating Trigger)
» Custom Ring-back Tone (Terminating Trigger)

« Enhanced Voicemail Ul (Off-Hook Delay Trigger)

» Message Status (Off-Hook Delay Trigger)

» Missed Call Status (Off-Hook Delay Trigger)

- Voicemail Screening (Specific Digit String (vertical service code))
- Smart Call Forward (Terminating Trigger)

« Smart Call Return (Off-Hook Delay Trigger)

» Diapad Sound Effects (Off-Hook Delay Trigger)

e Multi-Ring Call Forward (Terminating Trigger)

- Click to Dial (3PCC mechanisms)

N

Note Support of subscriber featuresis not limited to those identified in the preceding list.

Failover Behavior

During transitions (for example, while the call to the application server is being placed or while the call
from the application server is placed to the destination), afailover of the call agent or feature server is
likely to cause the call to be dropped.

If acall isconnected to the application server, or if acall is connected end to end, afailover of the call
agent or feature server does not disrupt the call.

Feature Interactions for OHD Trigger

The OHD trigger is supported for MGCP, NCS, and SIP subscribers. Features that are provided by the
application server interwork with the features provided by the BTS 10200. Table 1-3 describes the
feature interactions for the OHD trigger.

[ oL-25010-02
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Table 1-3 Feature Interactions for OHD Trigger
Feature Abbreviation |Feature Interaction
Vertical Service Codes (VSCs): (various) If the user dials the VSC during the dial tone, the BTS 10200
. Activation, deactivation, and collects the VSC digits and then forwards the call to the
intelr\:ogljation featll:/re; including the application server. If the user dialsthe VSC after the BTS 10200
use of \VSCs. for exarﬁpIeAC ACT establishes the call to the application server, the application
AC DEACT, CBLK. CCW. CEUA ’ server collects the VSC digits.
CFBI , CNAB, CNDB, COT, The application server is configured to send the REFER back to
DND_ACT, and DND_DEACT. the BTS 10200 with the VSC if it is not capable of handling this
« VSCs dialed to access feature V SC. When the REFER is received by the BTS 10200, the
management functions, for example BTS 10200 provides origination processing. During origination
PS MANAGE. PS O ,CI DSD processing, if moredigits must be collected, the BTS 10200 does
CIDSS. VM A’CCESé ’ so by playing appropriate tones directly at the endpoint.
.« Initial VSCs_entered by the handset After the process (activation, deactivation, interrogation, or
user to invoke AC and AR feature management) is complete, the BTS 10200 does not
' invoke SIP triggers to the application server again.
Toll Free 8XX OHD Trigger takes precedence.
Emergency Service 911 Emergency calls are routed to the application server if the
BTS 10200 Call Agent Configuration table is provisioned to do
so:
add ca-config type=EMG-ROUTE-TO-AS;
datatype=BOOLEAN; VALUE=Y;
If EMG-ROUTE-TO-AS s set to N (default), the BTS 10200
processes the call locally and does not invoke the application
server.
If EMG-ROUTE-TO-ASissetto Y and the dialed digits match
the digit string provisioned in the emer gency-number -list table,
the BTS 10200 has the capability to route the call to the
application server. The actual treatment of the call is as follows:

« If the user dials the emergency number before the call is
connected to the application server, the BTS 10200
processesthecall locally and does not invokethe application
server.

« If the user dials the emergency number after the call is
connected to the application server, the application server is
expected to collect the digits and send a REFER or return
INVITE to the BTS 10200. When the BTS 10200 receives
the REFER or return INVITE, it makes the call to the
emergency number.

Automatic Callback AC When the subscriber enters the V SC on the handset, the

BTS 10200 invokes the OHD trigger.

When the BTS 10200 callsback the subscriber, the callback does
not invoke OHD.

When the BTS 10200 sets up the final call to the remote phone,
it treats this as a new call and invokes the OHD trigger to the
application server.
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Table 1-3 Feature Interactions for OHD Trigger (continued)

Feature Abbreviation |Feature Interaction

Automatic Recall AR Same as AC.

Class of Service COos OHD takes precedence and COS screening is applied after the
return INVITE from the application server is received at the
BTS 10200.

Authorization Code and Account Code features are already
being supported using IVR. Therefore, these features, if needed,
can be configured on the BTS 10200 to be supported using IVR.

Call Transfer CT A second origination attempt also goes through the application
server.
Hotline HOTLINE If HOTLINE and OHD are active, the hotline number is

expanded and the number isincluded in the request URI user part
sent to the application server.

Hotline Variable HOTV Same as Hotline.

Limited Call Duration LCD OHD takes precedence and the process of checking the prepaid
server occurs after the return INVITE is received from the
feature server.

Local Number Portability LNP OHD takes precedence and alocal nhumber portability query is
invoked after the return INVITE is received from the feature
server.

Outgoing Call Barring OoCB OHD takes precedence and OCB is applied after the application
server sends the call back to the BTS 10200.

Speed Call - 1/2 digit SC1D Call isrouted to the application server with the speed-dial digits.

SC2D Whenthereturn INVITE isreceived from the application server,
the BTS 10200 provides the speed call functionality.

Three Way Call TWC The second origination attempt goes to the application server.

Three Way Call Deluxe TWCD Same as TWC.

Usage Sensitive Three Way Call USTWC Same as TWC.

Warmline WARMLINE [If warm line and OHD are provisioned, the warmline number is

included inthe INVITE message (user part of request URI) to the
application server.

Note If asubscriber is provisioned for both warmline and
OHD, the delay for OHD should not be used. Either the
subscriber dials before the warmline timeout and the
dialed number is provided to the application server, or
the warmline timeout occurs, and the warmline number
is provided to the application server. The application
server will not collect digits. Off Hook Immediate is not
available. Speak to Dial is not available.

Similarly, the offhook delay timer for OHD isnot used if
hotlineisalso active. If both OHD and hotline are active,
the BTS 10200 will immediately send an INVITE to the
application server that includes the provisioned hotline
number. The user will not receive an initial dial tone.

Cisco BTS 10200 Softswitch Network and Subscriber Feature Descriptions, Release 6.0.4
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Feature Interactions for TAT 1 and TAT_2 Triggers

TAT_1and TAT_2 are supported for MGCP, NCS and SIP subscribers.

Features that are provided by the application server interwork with the features provided by the
BTS 10200. Table 1-4 describes the feature interactions for the TAT_1 and TAT_2 triggers.

A

Caution

It is the responsibility of the application server to honor the privacy settings of the calling party based

on the information received in the message from the BTS 10200 for the TAT_1 and TAT_2 triggers.

Table 1-4 Feature Interactions for TAT_1 and TAT_2 Triggers
Interaction for MGCP and NCS
Feature Abbreviation Subscribers Interaction for SIP Subscribers

Emergency-Service

911

If the called user isalready in an
emergency call, and the

BTS 10200 receives an
additional incoming call for this
user, the TAT trigger isinvoked,
andthe BTS 10200 sendsthe new
call information to the
application server. The
application server might send a
return INVITE. If the user isin
the emergency call when the
BTS 10200 receives the return
INVITE, the BTS 10200 failsthe
new incoming call.

Same as for MGCP/NCS

Anonymous Call Rejection ACR The order of precedence for the |If the featureis provided by the
triggersis TAT_1, ACR, TAT_2. |SIP endpoint, the TAT_1 and
If the call is rejected by ACR, TATEIZI triggers are invoked
TAT-2 is not invoked. normaty.
If the feature is provided by the
BTS 10200, the interaction isthe
same for SIP subscribers as for
M GCP/NCS subscribers.
Busy Line Verification BLV BLV takes precedence and the  |BLV is not supported for SIP
TAT trigger is not invoked. subscribers.
Call-Forwarding-Busy/ CFB/CFNA/  |The order of precedence for the |Same asfor MGCP/NCS
Call-Forward-No-Answer/ CFC/CFU triggersisTAT_1, CFU, TAT_2, - Lo
. . = —~ |Note  Thereminder ring is not
gzll: I;orwarzl_ng (ljombl r;ed/ N Invocation [CFB/CFNA/CFC]. provided for SIP
| -Forwarding-Unconditional - subscribers, but this does
nvocation not change the feature
interaction.
Calling Identity Delivery on Call CIDCW The TAT takes precedence over |For SIP subscribers, CIDCW isa

Waiting

CIDCW and the return INVITE
from application server resultsin
CWw.

SIP endpoint feature, not a
feature of the BTS 10200.
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Table 1-4 Feature Interactions for TAT_1 and TAT_2 Triggers (continued)
Interaction for MGCP and NCS

Feature Abbreviation Subscribers Interaction for SIP Subscribers

Calling Name Delivery CNAM The CNAM query is performed |Same asfor MGCP/NCS
before the TAT isinvoked.

Calling Number Delivery CND Theapplication server isatrusted |Same asfor MGCP/NCS
entity; therefore, the calling
number isalwaysdelivered tothe
application server.

Call Waiting Ccw The TAT takes precedence over |For SIP subscribers, CW isa SIP
CW and the return INVITE from |endpoint feature, not a feature of
application server resultsin CW. |the BTS 10200.

Call Waiting Deluxe CwWD Same as CW. Same as CW.

Do Not Disturb DND TAT-1 takes precedence and If the feature is provided by the
DND isinvoked after receiving |SIP endpoint, the TAT_1 and
the return INVITE from the TAT_2 triggers are invoked
application server. normally.

Note  DND takes precedence |If the feature is provided by the
over TAT-2. BTS 10200, the interaction isthe
same for SIP subscribers as for
MGCP/NCS subscribers.

Distinctive Ringing Call Waiting DRCW The order of precedence for the |Same asfor MGCP/NCS
triggersis TAT 1, TAT 2,

DRCW.

No Solicitation Announcement NSA The order of precedence for the |Same asfor MGCP/NCS
triggersis TAT_1, NSA, TAT_2.

Privacy Screening PS The order of precedence for the |Same asfor MGCP/NCS
triggersis TAT_1, PS, TAT_2.

Remote Call Forwarding RCF The TAT-1 trigger takes Same as for MGCP/NCS
precedence over RCF.

Selective Call Acceptance/ SCA/SCF/SCR | TAT-1 takes precedence and Same as for MGCP/NCS

Selective Call Forwarding/ SCA/SCF/SCR isinvoked after

Selective Call Rejection receiving thereturn INVITE
from the application server.

SCA/SCF/SCR takes precedence
over TAT-2.

Voicemail VM The order of precedence for the |Same asfor MGCP/NCS
triggersis TAT_1, VM, TAT_2.

Voicemail Always VMA The TAT-1 trigger takes Same as for MGCP/NCS

precedence over VMA.

Provisioning Commands

To provision this feature, see the “SIP Triggers” provisioning procedure in the Provisioning Guide.
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Error Handling

This section describes how the BTS 10200 operates when it receives 4xx, 5xx, and 6xx responses over
the IP Multimedia Subsystem (IMS) Service Control (ISC) interface from the application server.

Table 1-5 lists the response codes and indicates how the BTS 10200 operates when it receives 4xx, 5xx,
and 6xx responses over the | SC/application server interface.

Table 1-5 uses the following terms:

« Continue—Indicates that the BTS 10200 processes the call locally. In the case of the OHI or OHD
trigger with no digits, the BTS 10200 prompts the user, collects the address digits, and then
processes the call locally.

» Error Treatment—Indicates that the BTS 10200 connects the user to a configured tone or
announcement and then disconnects the call.

Table 1-5 BTS 10200 Management of Error Response Codes

Response Code OHI or OHD with No Digits ~ |OHD with Digits, TAT
400—Bad Request Continue Continue
401—Unauthorized Continue Continue
402—Payment Required Continue Continue
403—Forbidden Continue Error Treatment
404—Not Found! Continue Continue
405—Method Not Allowed Continue Continue
406—Not Acceptable Continue Continue
407—Proxy Authentication Required Continue Continue
408—Request Timeout Continue Continue
410—Gone Continue Error Treatment
413—Request Entity Too Large Continue Continue
414—Request URI Too Large Continue Continue
415—Unsupported Media Type Continue Continue
416—Unsupported URI Scheme Continue Continue
420—Bad Extension Continue Continue
421—Extension Required Continue Continue
423—Interval Too Brief Continue Continue
480—Temporarily Unavailable Continue Continue
481—Call/Transaction Does Not Exist ~ |Continue Continue
482—L oop Detected Continue Error Treatment
483—Too Many Hops Continue Continue
484—Address Incomplete Continue Error Treatment
485—Ambiguous Continue Continue
486—Busy Here Continue Error Treatment
487—Request Terminated Continue Error Treatment

Cisco BTS 10200 Softswitch Network and Subscriber Feature Descriptions, Release 6.0.4
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Table 1-5 BTS 10200 Management of Error Response Codes (continued)

Response Code OHI or OHD with No Digits  |OHD with Digits, TAT
488—Not Acceptable Here Continue Continue
491—Request Pending Continue Continue
493—Undecipherable Continue Continue
500—Server Internal Error Continue Continue
501—Not Implemented Continue Continue
502—Bad Gateway Continue Error Treatment
503—Service Unavailable Continue Continue
504—Server Timeout Continue Continue
505—Version Not Supported Continue Continue
513—Message Too Large Continue Continue
600—Busy Everywhere Continue Error Treatment
603—Decline Continue Error Treatment
604—Does Not Exist Anywhere Continue Error Treatment
606—Not Acceptable Continue Error Treatment

1. The application server might send a 404 or 305 response code if the user is not subscribed to the requested service
(feature). If a 305 isreturned, the FQDN of the contact header received in the 305 must be of the receiving BTS 10200.
Receiving the 305 prompts the BTS 10200 to continue to process the call locally without reengaging the application
server. If the BTS 10200 receives a 404 response code, it continues to process the call locally. The 404 also might be
generated by adownstream node; but, the BTS 10200 is not ableto differentiateif the 404 is generated by the application
server or the downstream node. Therefore, attempting to process the call locally might fail again. The number of times
that the BTS 10200 reattempts this “failed call” can depend on the number of triggers executed before the 404 error is
encountered. In the worse case, if auser is configured with OHD, TAT_1, and TAT_2, the BTS 10200 can reattempt
the call four times before the caller is connected to error treatment.

8XX (Toll-Free Calling)

Note

Thetoll-free feature enables the called party, rather than the calling party, to be charged for acall. These
calls are prefixed with the 1+8X X service access codes. The seven digits following the 8XX codes are
used for routing the call. For an inbound or outbound 8X X call, the BTS 10200 checksthe local toll-free
database first. If the corresponding DN is not found in the local toll-free database, the system sends a
guery to the service control point (SCP) to request the corresponding DN.

All aspects of toll-free calling are transparent to the caller. A caller expectsto dial 1-8XX-NXX-XXXX
to reach the desired destination. The company that translates the number to a specific DN and the
company that routes the call must appear transparent to callers. Most callers are not aware that their
dialed 8XX number is changed into a specific DN. What matters to the callersis that they reach what
they perceive to be the called number, and they are not billed for the call.

Thetoll-free (8XX) feature can be made availableto all subscriber lines connected to aBTS 10200 using
the default office service ID, or to all subscribersin a specific POP using the office service ID. See the
“Office Service ID and Default Office Service ID” section on page 3-167 for a general description of
this provisionable service.

Reference: SR-2275, Sec. 14.6.
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8XX Call Processing

The system processes outbound 8XX calls as follows:
1. The CA signalsthe AIN FSto perform an 8XX query.
2. The AIN FS performs an internal database query.

3. If aninternal record isfound for the 8XX number, the AIN FS provides the routing information to
the CA and the call is attempted.

N

Note  For anincoming 8XX call that has anetwork-specific NOA (based on GR-317), when the system
finds the record in the internal database, it assignsthe value 2 (TOLL_FREE_LOCAL) to the
Database Query Typel field in the resulting call detail record (CDR).

4. If nointernal record is found, the next action depends on how the NOA token is provisioned in the
dial plan table. If NOA is provisioned as NATIONAL (the default value), the AIN FS performs an
external service control point (SCP) query. If arouteisfound, the CA completesthe call. Otherwise
the call is released.

N
Note  For anincoming 8XX call that has a network-specific NOA, the system does not attempt an
external query. The call is released with release cause No Route to Destination.

Figure 1-7 shows the processing of an outbound 8XX call placed by a subscriber.

Figure 1-7 Processing of an Outbound 8XX Call

SCP

SCP query
if required

Outbound Routed off-net External
/Z/' 8XX caII network
/ R t d t //
outed on-ne [l/

Cisco BTS 10200
Softswitch

191381

Notes for Figure 1-7

1. A subscriber dials an 8XX call.
2. The system attempts to translate the 8XX call to aDN initslocal database.

3. If thereisno record in the local database, the system sends a query to the SCP and receives a
translated DN.

4. The system routes the call to the appropriate subscriber (on-net call) or external network (off-net
call).
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Figure 1-8 shows the processing of an 8XX call received from the network with a network-specific
NOA.
Figure 1-8 Processing of an 8XX Call with a Network-Specific NOA
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Notes for Figure 1-8

1. The system receives an incoming SS7 call with atoll-free (8XX) dialed DN and with
NOA=network-specific.

2. The system attempts to translate the 8XX call to aDN initslocal database.

3. The system routes the call to the appropriate subscriber (on-net call) or external network (off-net
cal).

Local Toll-Free Database

This section explains how the system uses information from the local toll-free database.

The BTS 10200 translates inbound and outbound 8X X numbers at the Feature Server (FS) using alocal
8XX database. The 8XX service supports the following features:

» Origin-dependent routing

« Time-of-day routing

- Percentage-based routing

- Information digit-based screening
» Black/white list screening

The BTS 10200 also supports optional DNIS service. In an 8XX DNIS service, when acall isterminated
to aPBX (call center), 4 digits are outpulsed to the PBX to identify the originally dialed 8XX number.
In case of custom DNIS, up to 22 digits can be outpulsed with additional information such as:

« Original 8XX number dialed
« Automatic number identification (ANI)
- Originating line information of the calling party

When atranslated number (for an original 8XX call) isreceived, the Analyzed Info DP triggers the FS.
The BTS 10200 looks up the DNIS and TG information for the call. The DNIS information is then
outpulsed to the PBX. If an overflow condition is encountered, the call is routed to the overflow trunk.
The overflow trunk can be a PSTN trunk.

Cisco BTS 10200 Softswitch Network and Subscriber Feature Descriptions, Release 6.0.4
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See SR-2275, Telcordia Notes on the Network, Section 14.6, for additional information on toll-free
database services.

SCP-Based Toll-Free Services

This section explains how the system uses information from the external toll-free database.

The BTS 10200 communicates with an SCP-based database called the toll-free database service, which
contains information for routing the call. The database service provides information about the network
service provider selected to complete the call and information for translating the toll-free number to a

specific 10-digit directory number (DN). The routing of the call can vary depending on the arrangements
made between the tol|-free subscriber and the network service provider. These arrangements can include
selective routing based on the time of day, day of week, and location from which the call originates.

Direct Calls to C-numbers

Certain directory numbers such as 7XX, 8XX, or 9XX numbers, when dialed get translated into a
specific DN. These specific DNs, also known as C-numbers, cannot be directly dialed by a subscriber
and can be reached by using 7XX, 8XX, or 9XX numbers.

C-numbers are set as dialable in the OFFI CE-CODE table. See the
Cisco BTS 10200 Softswitch CLI Database for information on this table. When the DIAL ABL E token
is set as N, the number cannot be reached through user dialing.

The CALL-OFFERING-ALLOWED token in the CPC table enables the service provider to override
the value set for DIALABLE token in the OFFI CE-CODE table.

When acall isreceived and its calling party category is provisioned in the CPC table, BTS 10200
overridesDIALABL E=N set for the called office code number when CALL-OFFERING-ALLOWED
isY inthe CPC table. This setting allows the call to directly terminate to the translated number.

To support this feature, "translated number" with value 246 is added for "Calling Party Category" CDB
field in the billing record.

See the Cisco BTS 10200 Softswitch CLI Database for information on using the CPC table.

Provisioning Commands

To provision this feature, see the 8XX (Toll-Free Calling) provisioning procedure in the Provisioning
Guide.

Active Call Information Display

The BTS 10200 provides a CLI command that allows the service provider to display information about
an active (in-progress) call (originating or terminating). The implementation is based on Telcordia
document GR-529-CORE, Call Tracing (FSD 15-03-000).

The input parameter can be any subscriber-specific or trunk-specific information including:
» Subscriber-specific information:
- DN

Cisco BTS 10200 Softswitch Network and Subscriber Feature Descriptions, Release 6.0.4
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— TSAP address of the residential gateway (RGW)
— MLHG ID and terminal
— Centrex group ID and extension
— Termination ID
e Trunk-specific information:
— SlPcal ID
- H.323cadl ID
— Trunk group ID and trunk 1D (for SS7, ISDN or CAS)

The system output (display) includes available information about the calling and called parties (for
example, calling number, called number, call state, trunk type, call 1D, charge number, and redirected
number). The system supports both brief and verbose display modes.

For additional information about required inputs and available outputs, see the “Viewing Active Calls’
information in the Operations and Maintenance Guide.

Alerting Notification to Third-Party Feature Server

Note

Call Flow

The BTS 10200 can be provisioned to deliver alerting notification (notification of power ringing or
call-waiting tone on the subscriber line) and call data to a third-party feature server (3PTYFS). This
featureisavailablefor both off-net-to-on-net calls and on-net-to-on-net calls. It can be assigned globally
(for all subscribers on the switch), on aper-POP basis, or for individual subscribers. The feature supports
advertising of an externally addressable FQDN to an external third-party feature server when necessary.
The service provider can use appropriately designed and configured feature servers to make use of this
notification and data to provide value-added services to subscribers; for example, delivery of caller ID
on a subscriber television or computer screen.

Throughout this document, this feature (alerting notification to 3PTYFS) is referred to as Alerting
Notification.

This document does not describe the messaging interface specifications or call-data fields provided by
the BTS 10200. Developers of applications for the 3PTY FS who are interested in the interface
specifications should contact their Cisco account team.

The call flow works as follows:
1. The BTS 10200 receives signaling for an incoming call and sets up the call to the subscriber line.

2. Atthe CALL_ACCEPTED trigger detection point (TDP) in the call, the BTS 10200 generates a
CALL_ACCEPTED_NOTIFY trigger and sends a SIP Invite message directed to a3PTYFS. The
SIP Invite message includes a Feature Control Protocol (FCP) attachment containing the call data.

3. The3PTYFSreceivesthe SIP message and executes any actions that have been programmed into it.

Alerting Notification has no impact on the setup or progress of the call. The BTS 10200 continues with
normal call processing regardless of any response from the 3PTYFS.
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Prerequisites

A

The BTS 10200 locates the 3PTY FS through a TSAP address that is provisioned in the BTS 10200
database. If the TSAP addressis a domain name, the domain name must also be configured in the service
provider domain name system (DNS) server.

The BTS 10200 advertises its own TSAP address to the 3PTY FS. There are specific requirements for
entering this information during initial software installation. For details, see the “Installation
Considerations” section on page 1-38.

The 3PTYFS should be provisioned to support this feature in accordance with the applicable product
documentation. The BTS 10200 does not send any provisioning or status/control commands to the
3PTYFS.

Caution

The data in the FCP attachment generated by the BTS 10200 is plain ASCII text and is not encrypted.
The security of the connection between the BTS 10200 and the 3PTYFSis the responsibility of the
service provider. It istheresponsibility of the 3PTY FSto honor the presentation privacy restrictions and
to control any usage or display of thisinformation based on those restrictions.

Restrictions and Limitations

CALL_ACCEPTED_NOTIFY Trigger Sent for Incoming Calls to Subscribers Only

The system sendsthe CALL_ACCEPTED_NOTIFY trigger to the SPTYFS only if the called party isa
subscriber on the BTS 10200. Thisistrue even if the featureis provisioned globally (at the office level)
on the BTS 10200.

Limitations when Calling Party Is Using Certain SIP and H.323 Devices

Some calling-party devices (certain SIP- and H.323-based endpoints) might not send an explicit alerting
indication (180 Ringing for SIP and Alerting for H.323). In these cases, the Call Agent does not report
the CALL_ACCEPTED_NOTIFY trigger to the 3PTYFS.

Subsequent Triggers

The BTS 10200 does not send updated information to the 3PTY FS based on subsequent triggersin the
call (following the CALL_ACCEPTED TDP). For example, if a user hangs up while another call is on
hold (in call-waiting mode) and the phone is rung again, the BTS 10200 does not report a trigger and
does not send any data.

NAPTER and SRV Record Lookup Not Supported

Thisfeature does not support the use of the Naming Authority Pointer (NAPTR) or DNS services (SRV)
records for lookup of the 3PTY FS domain name. The DNS server must be populated with the address
(A) record for the fully qualified domain name (FQDN) specified in the TSAP address of the 3PTYFS.

Status and Control Commands
The status featur e-server command reports the status of feature server components internal to the
BTS 10200. However, the BTS 10200 does not send any status or control commands to the 3PTYFS.

Installation Considerations

For Alerting Notification to function correctly, specific data must be entered into the opticall.cfg file at
thetime of initial BTS 10200 software installation. The choice of data depends on whether the 3PTY FS
is to be deployed in the same private (internal) management network as the BTS 10200 or in a public
network.
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If the 3BPTYFS is deployed in the same private (internal) management network as the BTS 10200,
the 3PTYFS can obtain the | P address of the BTS 10200 from the DNS server. That DNS entry
resolves correctly to the private P address.

If the 3BPTYFS is deployed in a public network (outside the private management network of the
BTS 10200), the 3PTY FS must reach the BTS 10200 by using an external |P address. In this case,
you must populate opticall.cfg and the DNS server with the external |P address for the BTS 10200.

This installation data al so affects the provisioning requirements for the 3PTY FS in the Feature Server
table:

If the BPTYFSis deployed in the private management network, the
EXTERNAL-FEATURE-SERVER parameter must be set to N.

If the 3BPTYFS is deployed in a public network, the EXTERNAL-FEATURE-SERVER parameter
must besetto Y.

Installation of the 3PTY FS and peripheral devicesis outside the scope of this document. Those devices
and software should be installed according to the applicable product documentation.

Feature Provisioning Commands

For provisioning steps, see the Alerting Notification provisioning procedure in the Provisioning Guide.

Calling Party Number Options for Outbound SETUP Messages

The BTS 10200 provides options for controlling the calling party number (CPN) data sent in the
outbound SETUP message on calls outbound or redirected from the BTS 10200 to the PSTN.

A

Note

Additional details on the CLI tables and tokens described in this section are available in the
Cisco BTS 10200 Softswitch Database.

Option to Send Billing DN as CPN for Outbound Calls

The system has a provisionable option for sending a subscriber billing DN (or main DN of a PBX
subscriber) as the CPN in outbound SETUP messages on outbound nonemergency calls. Thisis
provisionable by means of the SEND-BDN-AS-CPN token in the Subscriber table.

If SEND-BDN-AS-CPN issetto Y, the system sends the billing DN of the subscriber asthe CPN in
the outbound SETUP message. If the billing DN is not provisioned, the system sends the value of
the subscriber directory number (DN1).

If SEND-BDN-AS-CPN isset to N, the system sends the subscriber DN1 asthe CPN in the outgoing
SETUP message. For PBX, the system sends the individual subscriber DN (received in the SETUP
message) as the CPN in the outbound SETUP message.

The sending of the subscriber name and number is subject to the provisioning of the PRIVACY tokenin
the Subscriber table.
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Option to Send Billing DN as CPN for Emergency Calls

The system has a provisionable option for sending a subscriber billing DN (or main DN of a PBX
subscriber) as the CPN in outbound SETUP messages on outbound emergency calls. Thisis
provisionable in CLI commands by means of the SEND-BDN-FOR-EMG token in the Subscriber table.

Note  Inthis document, emergency calls are calls to DNs that are provisioned as call-type=EMG in the
Destination table.

- |If SEND-BDN-FOR-EMG issetto Y, the system sendsthe billing DN of the subscriber asthe CPN
in the outbound SETUP message. If the billing DN is not provisioned, the system sends the value of
the subscriber directory number (DN1).

» |f SEND-BDN-FOR-EMG is set to N, the system sends the subscriber DN1 as the CPN in the
outbound SETUP message. For PBX, the system sendstheindividual subscriber DN (received in the
SETUP message) as the CPN in the outbound SETUP message.

The system sends the main subscriber number, if it is provisioned, according to the following rules:;

« If anISDN PBX has main-sub-id provisioned with send-bdn-for-emg=N, send-bdn-as-cpn=N, and
itisan EMG call, then the DN1 of the main-sub-id is sent as the calling party number.

- If anISDN PBX has main-sub-id provisioned with send-bdn-for-emg=Y, send-bdn-as-cpn=N, and
itisan EMG call, then the billing-dn of the main-sub-id is sent as the calling party number.

Option to Send Redirecting Number as CPN for Redirected Calls

This feature allows the service provider to control the CPN data sent in the outbound SETUP message
on redirected calls outbound from the BTS 10200 to the PSTN.

The CPN option is provisionable (via CLI commands) using the SEND-RDN-AS-CPN token in the
TRUNK-GRP table:

- If thistokenissetto Y (yes), the system overwrites the existing CPN with the redirecting number
(RDN) and includes the new value in the outbound SETUP message.

- If thistoken is set to N (no), the system does not change the existing CPN data.
N is the default value.

This feature is applicable to the following scenarios:
» Redirection by a Subscriber Phone, page 1-40
» Redirection of aBasic or Tandem Call, page 1-41

Redirection by a Subscriber Phone

Figure 1-9 shows an exampl e of the networks and phones involved in redirection by a subscriber phone.
Table 1-6 explains how to provision the SEND-RDN-AS-CPN token for various call-redirection
scenarios and results.
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Figure 1-9 General Network View for Redirection by a Subscriber Phone
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Table 1-6 Provisioning SEND-RDN-AS-CPN in TRUNK-GRP Table for Redirection by a Subscriber Phone
Existing Value Effect on Content of
CPNand RDN  |Provisioned for |Outbound Outbound
Data SEND-RDN- SETUP SETUP Data
Scenario (See Figure 1-9) (Example) AS-CPN Message (Example)
On-net-to-off-net call (either of the following): CPN= Y Overwrite CPN CPN=
A ->B ->fwd -> C -> fwd -> off-net 972-555-1111 with RDN 972-555-3333
RDN= RDN=
A -> C -> fwd -> off-net
972-555-3333 972-555-3333
N Do not change CPN  |CPN=
972-555-1111
RDN=
972-555-3333
Off-net-to-on-net to off-net call: CPN= Y Overwrite CPN CPN=
Inbound off-net call -> B -> fwd -> off-net 214-555-7777 with RDN 972-555-2222
. - RDN= RDN=
Note In this example, the existing RDN
(from the incoming SETUP message) 817-555-8888 972-555-2222
is 817-555-8888. (from N Do not change CPN  |CPN=
Thenew RDN isthe DN of the forwarding |incoming 214-555-7777
phone, Subscriber B—972-555-2222. SETUP RDN=
message) 972-555-2222

Redirection of a Basic or Tandem Call

Figure 1-10 illustrates the redirection of a basic or Tandem call.
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Figure 1-10 Example of Redirection of Basic or Tandem Call
Incoming SETUP message
CPN: 214-555-7777
OCN: 817-555-6666
RDN: 972-555-5555
EI‘ CLD: 512-555-4444

Outbound SETUP message
BTS 10200 CPN: (see notes)

OCN: 817-555-6666

RDN: 972-555-5555
CLD: 512-555-4444

PSTN

280852

Notes for Figure 1-10

e CPN = caling party number
OCN = original called number
» RDN = redirecting number
CLD = called number

In this scenario, The SETUP message for the incoming call has a CLD (called number)
512-555-4444. If this number does not correspond to a subscriber, the BTS 10200 routes the call
back to the PSTN according to provisioning in the dial plan. By default, the data in the outbound
SETUP message (the message sent from the BTS 10200 to the PSTN) is the same as the data in the
incoming SETUP message. However, if the SEND-RDN-AS-CPN parameter in the TRUNK-GRP
tableissetto Y, and the RDN is available in the incoming SETUP message, the system replaces the
CPN value with the RDN value. Table 1-7 explains how to provision the SEND-RDN-AS-CPN
token for call redirection.

Table 1-7 Provisioning SEND-RDN-AS-CPN in TRUNK-GRP Table for Redirection of Basic/Tandem Call
Value
Content of Provisioned for |Effect On
Incoming SEND-RDN- Outbound
SETUP Data AS-CPN SETUP Content of Outbound
Scenario (See Figure 1-10) (Example) (Default = N) Message SETUP Data (Example)
Basic or Tandem call with RDN available |CPN= Y Overwrite CPN CPN= 972-555-5555
in the incoming SETUP message 214-555-7777 with RDN RDN= 972-555-5555
RDN= N Do not change CPN | CPN= 214-555-7777
972-555-5555
RDN= 972-555-5555
Basic or Tandem call with RDN not CPN= Y Do not change CPN  |CPN= 214-555-7777
availablein theincoming SETUP message |214-555-7777 RDN not available
RDN not N Do not change CPN | CPN= 214-555-7777
available
RDN not available
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Dialing Parity (IntraLATA Toll Presubscription)

The BTS 10200 supports this feature in accordance with Telcordia document GR-693-CORE, L SSGR:
Presubscription Indication (FSD 20-24-0000).

Dialing parity—also known as intraLATA toll presubscription—allows subscribers to select a
telecommunications company for intraLATA calls (local toll calls) in the same way they select a
long-distance provider. With dialing parity, subscribers are able to dial the number they want and have
a preselected carrier—a competitive local exchange carrier (CLEC), incumbent local exchange carrier
(ILEC), or along-distance carrier—automatically handle the call if itisalocal (intraLATA) toll call.
Preselecting alocal toll carrier eliminates the need for dial-around servicefor local toll calls (101X XXX
numbers). Prior to implementation of dialing parity, long-distance carriers provided intraLATA service
by dialing around an ILEC or CLEC by means of 101XXXX numbers (carrier access codes—CACS).

Local access and transport areas (LATAS) were created after the breakup of the AT& T system. LATAS
are also known as called service areas or local toll calling areas. CLECs and ILECs provide two types
of callsto their subscribers within the LATA:

e Local calls
« Local toll calls

Local toll calls are typically calls to places more than 16 miles from the subscriber location in urban
areas and more than 13 milesin rural areas. Local toll calls do not qualify as either local or long
distance—they are between the two and are subject to different rates.

Local Number Portability (LNP)

Note

The BTS 10200 supports local number portability (LNP) for North American and I TU-based systems.
For general information, see Number Portability Switching Systems, T1.TRQ-02-2001., which provides
unofficial agreement within T1S1. T1S1 isthe ATIS accredited body for signaling. This document is
available at http://www.atis.org.

L NP permits subscribers who change their local phone company to keep their existing telephone
numbers. An FCC order requires this feature in the 100 top metropolitan service areas in the United
States. LNP permits callsto be routed to the subscriber’ s new local switch without any particular per-call
action required of either the calling or called party. Each switch contains a database of the office codes
(NPA-NXXs) associated with subscriber numbers that have been ported in or ported out.

The LNP feature can be made available to all subscribers lines connected to a BTS 10200 using the
default office service ID, or to all subscribersin a specific POP using the office service ID. See the
“Office Service ID and Default Office Service ID” section on page 3-167 for a general description of
this provisionable service.

The BTS 10200 supports the LNP function as follows:

» Rangesor blocks of ported numbersare provisionableinthe BTS 10200, with block size granul arity
from 100 to 10,000 DNs per block.

- During call processing, if the dialed digits/destined digits match 3 to 10 contiguous digits of aported
NPA-NXX-XXXX at the Info_Analyzed/ Collected Info trigger detection point (TDP), aquery is
initiated to an external database using the AIN Info_Analyzed message. This LNP trigger is also
known as the public office dialing plan (PODP) trigger.
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» TheBTS 10200 processes the received response (Analyze Route) from the TCAP query and
determines whether the dialed digits have been translated to a location routing number (LRN):

— If the CalledPartyI D received from the Analyze Route differs from the dialed digits (that is, if
the LRN comes back), the call is routed based on the received CalledPartyI D asthe ISUP IAM
CalledPartyNumber and sets the ForwardCallIndicator parameter to “Number translated.” The
ISUP IAM also includes the ISUP Generic Address Parameter (GAP) set to the dialed digits.

— If the CalledPartyID received from the Analyze Route is the same as the dialed digits (that is,
if no LRN comes back), the call isrouted based on the received CalledPartyl D asthe ISUPIAM
CalledPartyNumber and sets the | SUP ForwardCalllndicator (FCI) parameter to
“Number translated.”

— When the LNP query results in an error, the call is routed based on the dialed digits or
destination digits, and does not include the ISUP GAP. The FCI is set to “Number not
translated.”

For a comprehensive description of LNP functions and provisionable parameters, see the Routing and
Dial Plan Guide.

To provision LNP options, select the appropriate procedures in the Provisioning Guide:
« Local Number Portability (LNP) for ANSI/North America
» Local Number Portability (LNP) ITU Local BTS Database Query
» SS7 Provisioning

DTMF Relay Based on RFC 2833—Call Agent Controlled Mode

The system supports Call Agent (CA) controlled mode for dual tone multifrequency (DTMF) relay based
on RFC 2833. During call setup, the CA (the BTS 10200) can authorize an embedded multimedia
terminal adapter (eMTA) or media gateway (MGW) to invoke RFC 2833 DTMF relay procedures.

This feature affects MGCP, NCS, TGCP, SIP, and H.323 gateways and endpoints connected to the
BTS 10200. The implementation is compliant with the following requirements from industry standards:

e Section 7.1.1 of PKT-SP-NCS1.5-101-050128
« Section 7.1.1 of PKT-SP-TGCP1.5-101-050128

Interfaces

The following interfaces are supported for this feature:
» NCS-based eMTA subscribers
» MGCP-based and TGCP-based TGWs (SS7, ISDN, CAS)
» MGCP-based subscribers

Protocol Interworking

This feature can be invoked on the following types of calls:
» MGCP(subscribers and trunks) <-> NCS(subscribers)
»  MGCP(subscribers and trunks) <-> H.323(endpoints and trunks)

Cisco BTS 10200 Softswitch Network and Subscriber Feature Descriptions, Release 6.0.4
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» NCS(subscribers) <-> H.323(endpoints and trunks)

» MGCP(subscribers and trunks) <-> SlIP(subscribers and trunks)

» NCS(subscribers) <-> SIP(subscribers and trunks)

» SIP(subscribers and trunks) <-> H.323(endpoints and trunks)

e  MGCP(subscribers and trunks) <-> M GCP(subscribers and trunks)
» H.323(endpoints and trunks) <-> H.323(endpoints and trunks)

» SIP(subscribers and trunks) <-> SIP(subscribers and trunks)

» NCS(subscribers) <-> NCS(subscribers)

The BTS 10200 sends the RFC 2833 DTMF relay parameters to the MGW or endpoint when setting up
the initial call and also when setting up features involved in the call, for example forwarded calls.

In addition to configuring the BTS 10200, you must also configure the gateways and endpoints
appropriately for the desired features.

Cisco BTS 10200 Softswitch Network and Subscriber Feature Descriptions, Release 6.0.4
[ oL-25010-02 .m



Chapter 1 Network Features |

M DTMF Relay Based on RFC 2833—Call Agent Controlled Mode

Availability of Legacy Behavior

An endpoint can send RFC 2833 DTMF parameters in the Session Description Protocol (SDP) message
based on the configuration in the endpoint and without control of the CA. Thislegacy behavior can be
preserved by accepting the default values of the following parametersin the BTS 10200 database:

« Inthe gos table, dtmf-telephone-event-enabled defaults to N.
« Inthe h323-tg-profile and h323-term-profile tables, rfc2833-payload defaults to 98.
« Inthe mgw-profile table, dtmf-telephone-event-supp defaultsto AUTO.

Limitations

This section discusses limitations on the implementation of this feature.

Limitations Based on Interactions with Out-Of-Band Digit Transmission

The BTS 10200 assigns a higher priority to the authorization of RFC 2833 DTMF relay than to the
authorization of out of band (OOB) digits. If both RFC 2833 and OOB support are enabled in the qos
and mgw-profile tables, the system sends RFC 2833 authorization but not OOB authorization. However,
the actual implementation of RFC 2833 or OOB implementation depends on the configuration of the two
endpointsin the call. If an endpoint specifically requests the use of OOB digits (for example, a SIP
subscribe/notify case), the BTS 10200 requests OOB digits al so.

Limitations on CA Control

The implementation of RFC 2833 DTMF relay in a specific call depends on payload negotiation by the
two endpoints in the call. The following two cases illustrate the limitations on the control exercised by
the CA:

- If the BTS 10200 sends authorization during call setup, but the two endpoints cannot successfully
negotiate payload parameters, RFC 2833 DTMF relay is not performed.

For MGCP, NCS, and SIP endpoints, payload negotiation is done through SDP exchange. For H.323
endpoints it is done through H.245 messages.

« |If the BTS 10200 does not send RFC 2833 DTMF relay authorization during call setup, but one of
the endpoints sends SDP messages containing RFC 2833 attributes, the BTS 10200 passes the
attributes through to the other endpoint. In such a case. the two endpoints might negotiate payload
parameters, and RFC 2833 DTMF relay could be performed.

Limitations on Interoperability with Other NEs

The BTS 10200 interworks with a wide range of network elements (NESs), but there are certain
limitations. We recommend that you keep the following caution in mind as you prepare to purchase and
use NEs for your network.

Conditions for Sending LCO for RFC 2833 Telephone-Events

The following conditions apply to BTS 10200 messaging for RFC 2833 telephone-events to the
originating and terminating sides in the call. The implementation of these capabilities depends upon the
provisioning of certain parameters in the database.

Cisco BTS 10200 Softswitch Network and Subscriber Feature Descriptions, Release 6.0.4
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- |If the originating side does not support RFC 2833, the BTS 10200 does not send telephone-events
to the terminating side even if the terminating side supports RFC 2833.

- If the originating side supports RFC 2833, the BTS 10200 sends tel ephone-eventsto the terminating
side before checking whether the terminating side supports RFC 2833.

- If the originating side supports RFC 2833, but the DTMF flag in the mgw-profile table is set to N,
the BTS 10200 does not send telephone-events to either side.

If the originating endpoint is NCS, MGCP, or TGCP based, the BTS 10200 sends a create-connection
(CRCX) message containing the local connection option (LCO) for RFC 2833 telephone-events if the
originating endpoint is provisioned in the BTS 10200 with:

» (os table—dtmf-tel ephone-event-enabled=y

« mgw-profile table—One of the following is true: (1) dtmf-telephone-event-supp=y, or

(2) dtmf-telephone-event-supp=auto and the endpoint reports the telephone-event codec in the
AUEP ACK message.

The system can also send a CRCX message containing the LCO for RFC 2833 telephone-events if the
terminating and originating endpoints are both MGCP based, or if both endpoints are NCS or TGCP
based, and the following parameters are provisioned in the BTS 10200:

- Both endpoints are provisioned with codec-neg-supp=y in the mgw-profile table.
« The terminating endpoint is provisioned with:
— gos table—dtmf-tel ephone-event-enabled=y

— mgw-profile table—One of the following is true: (1) dtmf-telephone-event-supp=y, or

(2) dtmf-telephone-event-supp=auto and the endpoint reports the telephone-event codec in the
AUEP ACK message.

When DNs are exhausted within an NPA, an additional NPA isassigned to the region. The new NPA can
be allocated as an overlay over the existing NPA, in which case there is no major impact on the
BTS 10200. However, when the new NPA is assigned based on a geographical split of the region, there

are significant impacts. The assignment of the new NPA based on a geographical split is referred to as
split-NPA.

The split-NPA impacts both provisioning (EMS) and call processing subsystems in the BTS 10200.
Several provisioning tasks must be performed to introduce a new NPA into aregion, including:

« Duplicate records (tasks to be performed before permissive period)

« Update ANI records (tasks to be performed during permissive period)

» Cleanup (tasks to be performed after permissive period)

N

Note  The permissive period is the time frame during which both the old NPA and the new NPA can
be dialed to reach the subscribers affected by the split.

Before the permissive period begins, subscribers affected by the split-NPA can be reached only via the
old NPA. Duplicate records for both old and new NPAs are created before the permissive period begins.

During the permissive period, both old and new NPAs can be dialed (10-digit dialing is required). The
subscriber (ANI) and subscriber feature data records are updated to the new NPA during the permissive
period.
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Once the permissive period ends, subscribers affected by the split-NPA can be reached only viathe new
NPA. Thisisreferred to asthe mandatory dialing period for the new NPA. The duplicate records created
before the permissive period are cleaned up after the mandatory period begins.

For additional information on split-NPA, see the ATIS document INC97-0404-016, NPA Code Relief
Planning & Notification Guidelines.

N

Note  To provision this feature, see the Split NPA provisioning procedure in the Provisioning Guide.

T.38 Fax Relay, Modem, and TDD Handling

This section describes the BTS 10200 fax, modem, and Telecommunications Devices for the Deaf
(TDD) handling feature.

The Cisco BTS 10200 Softswitch supports ITU-T T.38 procedures on the following interfaces:

NCS MTA subscribers
MGCP subscribers
MGCP (or TGCP) trunking gateways (SS7, ISDN)
H.323 trunks
T.38 fax is supported for the following H.323 configurations:
— H.323 trunk using fast connect procedure (fast start)
— H.323 trunk using non-fast connect procedure (slow start)
— H.323 trunk using gatekeeper (H.225 RA S messaging)
— H.323 trunk not using gatekeeper (direct trunks)
— H.323 trunk with and without H.245 tunneling enabled
SIP trunks
RFC 3261-compliant SIP endpoints

Following is alist of industry references for T.38 fax relay:

ITU-T Recommendation T.38 (06/98), Proceduresfor Real-Time Group 3 Facsimile Communication
Over IP Networks

ITU-T Recommendation T.38 Annex D, SIP/SDP Call Establishment Procedures
F. Andreasen, draft-andreasen-mgcp-fax-04.txt, August 2004, FXR: MGCP Fax Package
H.323 Specification, Annex D, Version 2 (also incorporated into H.323 Version 4)

This section covers the following topics:

Understanding the Fax, Modem, and TDD Handling Feature
MGCP/NCS Interface

SDP Attributes Support for T.38 Fax Relay

MTA DQOS Support for T.38 Fax Relay

Fallback to Audio Mediawhen T.38 Negotiation Fails
Audio Restore After Successful T.38 Fax Transmission
T.38 Glare Handling
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- SDP Attributes Encoding Formats
» SIP Support for Call Legs

» Protocol Interworking

« Control Configuration

- Limitations

» Feature Provisioning Commands

Understanding the Fax, Modem, and TDD Handling Feature

Voice Over Internet Protocol (VolP) converts sounds into data; when converting, tones are lost. To fix
theissue of lost tonesthe I TU devel oped the T.38 standard. T.38 converts sounds into datawithout losing
these tones. Fax, modem, and TDD communications do not need the same kind of treatment voice calls
do. Upspeed carries fax, modem, and TDD calls in-band over a voice call without the overhead of a
G.729 codec and voice-enhancing features.

BTS 10200 Call Agents (CAs) manage calls and control mediagateways (MGWSs). A gateway can bethe
BTS 10200 itself or another device, likeaMultimedia Terminal Adapter (MTA) or an Integrated Access
Device (IAD). Using different modes on the BTS 10200, you can set gateways to do the following upon
receiving fax, modem, or TDD tones;

» Use (upspeed) the G.711 codec
» Turn off silence suppression, echo cancellation (EC), and voice activity detection (VAD)
Table 1-8 describes the modes supported by the BTS 10200.

Table 1-8 Modes for Fax, Modem, and TDD Handling

Mode Functions

T.38 Loose |Uses User Defined Protocol Transport Layer (UDPTL) packetsto carry fax data; UDPTL
is a UDP-based protocol not used outside of T.38 and is the most common transport for
T.38.

or

Uses Transmission Control Protocol (TCP).

T.38 Strict |UsesUDPTL packetsto carry fax data; UDPTL isaUDP-based protocol not used outside
of T.38 and is the most common transport for T.38.

or

Uses TCP

Requires remote devices (MTAS, |ADSs) to report their support of T.38 in the Session
Description Protocol (SDP) message to the BTS 10200.

GW Excludes CA; gateway controls how to handle calls.
Always supported, even if the gateway does not do anything special for fax.
Prevents CA from sending conflicting commands during gateway’s special fax handling.
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MGCP/NCS Interface

The system supports the following fax procedures from the MGCP or NCS endpoint:
» T.38loose mode (as defined by the FXR package).
» Cisco-proprietary gateway mode (not using the FXR package).

» Fax using existing audio media (fax pass-through)—The system does not support audio codec
upspeeding in this case.

SDP Attributes Support for T.38 Fax Relay

The system supports the exchange of media path (SDP or H.245) attributes between the BTS 10200
managed end devices that support T.38. These attributes are:

- Capabilities attributes defined in RFC-3407 (which indicate the endpoint is T.38 capable)

» T.38attributesdefinedin ITU-T T.38 Annex D. (These attributes negotiate T.38 properties between
endpoints)

MTA DQOS Support for T.38 Fax Relay

There are DQOS considerations for NCS MTA subscribers when the call switches between audio and
T.38 codec. The BTS 10200 follows the DQOS flow characteristics for T.38 sessions described in the
PacketCable specification “ pkt-sp-codec.”

For DQOS, the BTS 10200 creates new gates for the T.38 codec when the call switchesto T.38 media,
because endpoints can change their media IP and ports when switching between audio and T.38.

Fallback to Audio Media when T.38 Negotiation Fails

The system supportsaudio fallback on all interfaces supporting T.38 fax. Failureto negotiate T.38 media
occurs when the non-fax detecting endpoint fails a request to modify the connection (MDCX) to T.38,

and the MDCX contained a T.38 remote connection descriptor (SDP) from the fax-detecting end. When
this occurs, a counter incrementsto track the event occurrences. Any other T.38 procedure fail scenarios
do not trigger the fallback procedure. Instead, the call is cleared by the endpoint.

Audio fallback on T.38 negotiation failure requires collaboration by the endpoints. The MGCP/NCS
endpoint requirements are;

» Non-Fax Detecting Endpoint
- Fax Detecting Endpoint

Non-Fax Detecting Endpoint

When the non-fax detecting endpoint failsthe MDCX request to modify the connection to T.38, and this
MDCX contained a T.38 remote connection descriptor (SDP) from the fax-detecting end, then the
non-fax detecting endpoint continues with its current audio media settings.
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Fax Detecting Endpoint

When the non-fax detecting endpoint fails a switch to T.38, the fax-detecting endpoint is still in T.38
media mode. The BTS 10200 sends an MDCX to the fax detecting endpoint to abort T.38 procedures
and revert to previous audio media. The fax detecting endpoint responds with an audio SDP, and the
BTS 10200 exchanges this SDP with the remote end.

The BTS 10200 applies the following recommendation, forecast as an update, to the MGCP FXR
package. However, it does not send the “off” Fax LCO to abort T.38 procedures. Instead, it sends an
“L:<previous codec>" LCO.

If aremote SIP endpoint or gateway sends a Re-Invite with T.38 SDP to switch to T.38 media, and
receives afail response, it should fall back to previous SDP settings.

For H.323 calls, if the non-H.323 endpoint fails to switch to T.38 fax while the H.323 side is already
switched to T.38 fax, the H.323 side reapplies the H.245 procedure and returns to audio codec.

Audio Restore After Successful T.38 Fax Transmission

The BTS 10200 can restore audio media after successful T.38 fax transmission. However, thisfeatureis
beyond the scope of the FXR package and requires collaborative support by the endpoints.

For the BTS 10200 to provide this feature, the MGCP/NCS endpoints must complete the following:

» Once the Cisco BTS 10200 Softswitch is notified of the completion of T.38 fax transmission, it
sends an MDCX to the notifying endpoint to revert to previous audio media. The notifying endpoint
responds with an audio SDP, and the BTS 10200 exchanges this SDP with the remote end.

- Remote SIP endpoints or gateways must send a Re-Invite message containing audio media SDP to
restore audio.

T.38 Glare Handling

The BTS 10200 applies a Call Agent-controlled switch to T.38 fax media when initiated by either the
originating or terminating endpoint. This includes the scenario in which both endpoints initiate the
switch, causing a glare condition at the BTS 10200.

For details about glare handling, contact your Cisco support representative.

SDP Attributes Encoding Formats

SDP capability attributes can be formatted either of the following two ways when the BTS 10200 sends
the attribute information out of the network by means of MGCP, NCS and SIP protocols.

» RFC 3407 based encoding method. In this method, SDP is encoded:

a=sgn: 0

a=cdsc: 1 audio RTP/AVP 0 18 96

a=cpar: a=fmtp:96 0-16,32-35
a=cdsc: 2 image udptl t38

- Cisco proprietary method. In this method, SDP is encoded:

a=X-sqgn:0
a=X-cap: 1 audio 0 18 96
a=X-cpar: a=fmtp:96 0-16,32-35

Cisco BTS 10200 Softswitch Network and Subscriber Feature Descriptions, Release 6.0.4
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a=X-cap: 2 image udptl t38

The BTS 10200 selects the encoding method based on the following guidelines:

« For the SIP interface, the BTS 10200 always performs encoding using the RFC 3407-based
encoding method.

« For MGCP/NCS endpoints, the BTS 10200 uses a provisionable field to choose between the
encoding methods.

» The H.323 interface does not use SDP, so this section is not applicable to H.323.

SIP Support for Call Legs

The system supports T.38 fax relay Call Agent-controlled mode to SIP lines and trunks where one or
both call legs are SIP. In addition to passing the SDP advertisement of T.38 fax codec, the BTS 10200
issues are-invite or similar SIP method to change the codec of an established session to a T.38 fax relay
codec session once the fax event is detected (such as operating in a Call Agent-controlled mode).

This has a dependency on SIP CPEs and media gateways. We recommend that the T.38 session be
initiated by the terminating endpoint.

For more information, refer to ITU T.38 03/2002.

Protocol Interworking

The BTS 10200 supports T.38 for both SIP lines and SIP trunks, and interworking with the following
protocols as either terminating or originating:

 MGCP line and trunk
e NCS (for cable)
e H.323 trunk
After the fax is done, the call falls back to a voice call.
The detailed protocol interworking matrix is shown in Table 1-9.

Table 1-9 Protocol Interworking Matrix
MGCP line (eMTA
Protocol H.323 Trunk Using NCS) and Trunk |[SIP Line and Trunk
H.323 trunk X X X
MGCP line (eMTA using NCS) |X X X
SIP line and trunk X X X

Figure 1-11 shows an example of MGCP and SIP interworking.
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Figure 1-11 Example of MGCP and SIP Interworking for T.38 Fax
Fax detected MGCP network - SIP network
1(\\\\.’ on MGCP side ‘ Fax signaling Fax detection is signaled‘
- '. d to the SIP network )
MGW Cisco
(MGCP) BTS 10200
Softswitch
Provisioning on MGW Provisioning on
o Cisco BTS 10200 Softswitch
T.38 fax capabilities enabled
QoS table for MGCP interface:
FAX-T38-ENABLED not provisioned,
or FAX-T38-ENABLED=Y
QoS table for SIP interface:
FAX-T38-ENABLED not provisioned, -

or FAX-T38-ENABLED=Y g
Table 1-10 illustrates how the BTS 10200 uses the T.38 fax protocol when afax is detected. Usage
depends on the value of the QoS fax_t38_enabled token for each endpoint involved in the call, as well
as the protocol type of each endpoint. The symbols used in the table are:

» T38—The Cisco BTS 10200 Softswitch uses the T.38 protocol for fax transmission.

« X—The Cisco BTS 10200 Softswitch does not use the T.38 protocol for fax transmission.

» T38*—Since one of thefield valuesin this combinationis set to N, the MGCP endpoint involved in
this call does not receivethelocal connection option (L:fxr:fx/t38) intheinitial CRCX request from
Cisco BTS 10200 Softswitch. However, if the endpoint receives a T.38 SDP from the remote end
detecting fax, then it is assumed to support the switch to T.38 media connection.

Table 1-10 T.38 Fax Usage based on QoS Fax-t38-enabled Value

Interface/Protocol (Value) SIP (Y) SIP (N) H.323(Y) |H.323(N) |[MGCP (Y) |MGCP (N)
SIP (Y) T38 T38 T38 X T38 T38*

SIP (N) T38 T38 X X T38* T38*

H323 (Y) T38 X T38 T38 T38 X

H323 (N) X X T38 T38 X X

MGCP(Y) T38 T38* T38 X T38 X

MGCP (N) T38* T38* X X X X

TDD Handling
Each TDD call hastwo call legs, one from the hearing user to the relay operator and one from the relay
operator to the non-hearing user. The hearing user and the relay operator need the settingsinvolved with
aregular voice call. The non-hearing user and the relay operator need the settings that support a TDD
device, so the BTS 10200 upspeeds the call between the relay operator and the non-hearing user. To
provision TDD handling, set the following options in the MGW Profile table:
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- TDD_TONE_SUPPtoY
- MODEM_TONE_SUPPtoY
- FAX_INBAND_METHOD to FT_UPSPEED

Control Configuration

The BTS 10200 can be configured with either Call Agent-controlled T.38 mode or gateway controlled
T.38 mode.

Limitations

T.38 fax relay has the following limitations:
» BTS 10200 Unsupported T.38 Fax Transport Methods
» BTS 10200 Unsupported T.38 Interface
« MGCP/NCS Interface—T.38 Fax Modes Unsupported
- Call Waiting and Three Way Calling Limitations
- Limitations on End-to-End SDP Exchange for T.38 Media and the H.323 Interface
» Internet Fax Terminal Endpoint Types—Not Supported

« Limitations on BTS 10200 Handling of T.38 Failure Event Notification from an MGCP or NCS
Endpoint

BTS 10200 Unsupported T.38 Fax Transport Methods

The BTS 10200 does not support the following T.38 fax transport methods from ITU-T T.38:
- TCP
-« Fax over RTP

BTS 10200 Unsupported T.38 Interface
Support for ITU-T T.38 procedures is not provided on the following interfaces managed by the
BTS 10200 (including the interworking between supported and unsupported interfaces):
» H.323 subscriber lines.
« CAStrunks.

MGCP/NCS Interface—T.38 Fax Modes Unsupported

The Cisco BTS 10200 Softswitch does not support the following MGCP FXR package defined T.38 fax
modes from the MGCP/NCS endpoint:
» Gateway mode (though the Cisco-proprietary Gateway mode is supported)

« Off mode
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If the BTS 10200 does not signal any FXR fax mode in the Local Connection Options, including “ Off”
mode, the gateway can engage in Gateway mode. If this occurs, the BTS 10200 does not receive any
Gateway mode notification events from the endpoint because it does not request them. The BTS 10200
is not notified of the gateway mode activity. The BTS 10200 honors the FXR package reguirements
during gateway mode by not interfering with the gateway procedures in this case.

Call Waiting and Three Way Calling Limitations

Werecommend that BTS 10200 subscribers disable the Call Waiting feature before making acall for fax
transmission. This protects against any interruptions during fax transmission.

In certain multi-party call feature scenarios, such as three-way calling where a user has engaged the
three-way call feature on the BTS 10200 and one party attempts a switch to T.38 fax, the endpoint fails
to switch the call to T.38. The party can be either disconnected or switched back to audio depending on
the endpoint capabilities.

The BTS 10200 makes no distinction with respect to call features between calls using audio and calls
using fax transmission.

Limitations on End-to-End SDP Exchange for T.38 Media and the H.323 Interface

The H.323 protocol must negotiate T.38 fax connection attributes (example: bit rate, maximum buffer
size) during the voice call establishment using Terminal Capability Set (TCS) messages. However, for
SIP and MGCP, the endpoint does not report T.38 fax connection attributes until the fax actually starts.
When this occurs from an interworking H.323 endpoint and a SIP/MGCP interface, and the H.323
endpoint is ready to send a TCS message during the voice call establishment phase, the T.38 fax
attributes are not available from the SIPMGCP interface.

To overcomethisinterworking limitation, all Cisco 10S gatewaystake on the defaultsfor these attributes
while exchanging TCS messages. The BTS 10200 follows the same philosophy for H.323 to/from
MGCP/NCS and H.323 to/from SIP calls. The BTS 10200 assumes the following defaults:

« Maximum Bit Rate = 14.4 kbps. This can be configured in the T38 MAX _BIT_RATE field in the
CA_CONFIG table.

» Fill Bit Removal = false.

- MMR Transcoding = false.

» JBIG Transcoding = false.

- Data Rate Management Method = transferredTCF.

« Maximum Buffer Size = 200. This can be configured in T38_ MAX_BUFFER_SIZE field in
CA_CONFIG table.

« Maximum Datagram Size = 72. This can be configured in T38_ MAX_DATAGRAM_SIZE fieldin
the CA_CONFIG table.

» Error Correction = t38UDPRedundancy.

To overcome other interworking limitations with SIP, |0S H.323 gateways send the fax UDP port in
H.245 Open Logical Channel (OLC) messages. A provisioning field (REMOTE_FAX_PORT_
RETRIEVAL_MSG) isadded in h323-tg-profile and h323-term-profile, enabling the H.323 interface to
read aremote endpoint’ sfax UDP port either from OL C message or from OLC Ack message. (This does
not apply to T.38 fax transmissions across H.323-to-H.323 calls on the BTS 10200. In this case, the
H.245 messages are exchanged directly through the BTS 10200.)
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Internet Fax Terminal Endpoint Types—Not Supported

The BTS 10200 does not support endpoints that negotiate for T.38 media on initial call setup. These
endpointsinclude internet fax terminals or internet-aware fax devices, and internet telephony gateways
that only support T.38 real-time fax communications (by design or by configuration), or are statically
configured to support T.38 fax calls only.

Limitations on BTS 10200 Handling of T.38 Failure Event Notification from an MGCP or NCS Endpoint

The BTS 10200 releases the call if the MGCP or NCS fax-detecting endpoint issues a “t38(failure)”
event. Thisevent is sent by the endpoint when it encounters a problem with the T.38 fax relay procedure,
as stated in the MGCP FXR package.

Feature Provisioning Commands

To provision this feature, see the T.38 Fax Relay provisioning procedure in the Provisioning Guide.

Trunk and Line Testing

This section describes trunk and line testing features, and includes the following topics:
« Trunk Testing, page 1-56
» Testing Capability for 911 FGD-OS Trunks, page 1-58
» Network Loopback Test for NCS/MGCP Subscriber Endpoints, page 1-59
» Network Loopback Test for ISDN PRI Trunks, page 1-59

For general troubleshooting procedures, see the Troubleshooting Guide.

Trunk Testing

Trunk testing isused to eval uate the transmission quality of the shared trunksthat interconnect switching
systems. Trunk testing is extremely important in monitoring system health, because it is the only
practical way to objectively evaluate the performance of individual trunks.

Trunk testing requires the following equipment and test lines. (Some additional types of equipment and
lines can also be used.) A basic system setup is shown in Figure 1-12.

- Test controller

o Test set(s)

- Originating test line (OTL)
- Terminating test line (TTL)
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Figure 1-12 Trunk Testing Setup
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76169

Trunk under test

Near End Test Origination Test Calls

The BTS 10200 supports calls used to test individual trunksthat connect alocal gateway with a gateway
or PSTN switch at aremote office. The BTS 10200 supports OTL and TTL capability. User-provided test
equipment and, optionally, test controllers can be connected to the test lines. Proper selection of test
equipment and test functions helps to ensure interoperability between different carriers.

The processes described in this section are applicable to the BTS 10200. The processes might work
differently on other switches.

The process for testing aBTS 10200 OTL is as follows:
1. The user verifies that the remote CO has the desired 1xx test line available.
2. The user sets up atest device on a CAS TGW that is connected to the local BTS 10200.

3. The user provisions the CAS-TG-PROFILE table, setting TEST-LINE = YES. (Provisioning
commands are described in the Cisco BTS 10200 Softswitch CLI Database.)

4, On thetest device at the CAS TGW side, the user enters digits representing the circuit to be tested
and the test to be performed:

— TG, for example 0003
— Trunk number, for example 0018

The complete trunk address in this example is 00030018.
— Test type (10x), for example 104

The technician dials KP-00030018-104-ST.

5. The BTS 10200 automatically inserts either 9581 or 9591 in front of the test type digitsto create a
dialing string.

The complete test string in this example is PREFIX | 00030018 | 9581104 | END.
>

Note  Alternatively, withthe BTS 10200, the user can dial thetest type with the 9581 or 9591 included:
KP-00030018-9581104-ST.

6. The BTS 10200 selects the trunk to be tested based on the user-defined trunk address.
7. The TGW outpulses the digits to the remote switch over the designated trunk.
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1xx Test Line Support

When the BTS 10200 is the near-end switch, the following process takes place at the remote switch:

1. Theremote switch recognizesthetrunk test prefix (9581 or 9591) on theincoming signal, and it uses
the test type to route the test to the appropriate test line.

2. The appropriate tests are performed on the test set.
3. Additional test processes may be used, depending on the specific test configuration.

When the BTS 10200 is supporting the TTL capability (test call originated at another switch), the
BTS 10200 receives the 958 or 959 call, recognizes the 958 or 959 type, and routes the test to the
appropriate test line.

The BTS 10200 enables a TDM-based testing device to perform continuity testing over an MF CAS
TDM trunk interface. An MGCP-based trunking gateway must be present in the test path. The TDM test
typeisthe traditional 1xx test type, with an additional enhancement—the ability to route the test call to
a specified DN on a given trunk circuit.

T108 Test Line Support

The T108 test line feature determines the performance of trunks connecting digital exchange switches,
including voice over packet (VoP) softswitches. BTS 10200 incoming trunks requesting other 1xx-type
test lines are routed to shared test lines for the requested tests, regardless of which gateway terminates
the trunk or which gateway/I AD terminates the test line. The T108 test line feature requests a test to be
performed within the same gateway where the trunk under test (TUT) is terminated, and provides a

digital loopback within the gateway. The T108 test line feature supports manual and automated testing.

The T108 test line sequence is as follows:

1. The near-end switch originates the test sequence by placing atest call, identifying the trunk to be
selected, and the test line number. A digital test pattern generator is used in the test setup shown in
Figure 1-12.

2. Thenear-end switch uses the trunk identifier to override normal call processing and select only the
requested trunk.

3. Thefar-end switch responds to the destination humber and connects to the T108 test line. The T108
test line enables a digital loopback.

4. When the near-end switch receives answer supervision, it conducts digital test sequences to
ascertain trunk performance.

5. Once the test sequences are completed, the near-end switch releases the test call and both switches
release the trunk connection.

6. The far-end switch can detect if the test connection exceeds a preset time and releases the test
connection if the preset time is exceeded.

The T108 test line is also used for trunk redirection (wholesale dial) for Internet services where the
carrier modem termination is integrated into the trunk gateway. In this case, the integral digital stored
program (DSP) normally supports modem-only transmissions.

Testing Capability for 911 FGD-OS Trunks

When turning up 911 Feature Group D Operator Services (FGD-OS) trunks, there is an exchange of
off-hook/on-hook signaling and the passing of tone back and forth without a complete call setup.
Signaling for this function is based on the MGCP MO package.
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Upon receiving a CLI command or Test Access request, the BTS 10200 sends the request to the gateway
by means of MGCP signaling to trigger the test capability on the 911 trunk at the gateway (not part of a
call setup sequence). The BTS 10200 reports the result to the operator upon receiving the notification
from the gateway (for example, receiving off-hook or on-hook notification). Once this gateway test
capability on a911 trunk isin place, it can be invoked remotely across the MGCP interface associated
with the BTS 10200.

In order to support this function, the gateway itself must be able to provide the test capability to send
and monitor the reception of the signaling and passing tone without a call setup involvement.

Network Loopback Test for NCS/MGCP Subscriber Endpoints

This feature enables a testing device to perform network loopback tests from any line-side NCS/MGCP
Residential Gateway or MTA. The loopback tests can be initiated from designated test endpoints
(subscribers) controlled by the BTS 10200. The procedure for setting up the test includes configuring
the test lines as subscriber terminations and provisioning the MGW parameters. The system allows
NCS/MGCP endpointsin atrunk group to be provisioned as a test trunk group with specific test
attributes.

Restrictions and Limitations

The following restrictions and limitations apply:

» Thetesting and tested devices must be configured on the same Call Agent. The system cannot
perform network loopback test calls that originate from another switch.

» The system does not provide the ability to perform network loopback testing across H.323 or SIP
networks.

= You cannot perform the Network Loopback Test if the status of the subscriber to be tested is
unequipped (UEQP) or operational-out-of-service (0O0S).

» Although you can test this feature using a regular MTA as the testing device by configuring the
endpoints as subscriber terminations in the BTS 10200, you need appropriate test equipment to
perform voice-quality testing.

Configuring and Operating

The procedures for configuring the lines and gateways and the procedure for performing the tests are
described in the “Network Loopback Test” section of the Troubleshooting Guide.

Network Loopback Test for ISDN PRI Trunks

This feature allows operators to conduct network loopback testing originating from shared ISDN PRI
trunks. The shared test trunk group accepts both normal and test calls. Test calls are identified by
provisioning the call-type and call-subtype tokens in the Destination table.

For detailed requirements and procedures for running this type of trunk test, see the “ISDN Network
Loopback Test” section in the Troubleshooting Guide.
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Sh Interface

This section describes the Sh interface between the Cisco BTS 10200 Softswitch acting as a Telephony
Application Server (TAS) and a Home Subscriber Server (HSS). This document appliesto BTS 10200
Release 6.0 MRL1. It includes the following topics:

- Understanding the Sh Interface

- Limitations

Understanding the Sh Interface

HSS is an external database that stores BTS 10200 TAS subscriber profiles. HSS does not handle calls,
but supports P Multimedia Subsystem (IMS) network entities (like BTS 10200 and other switches) that
do. HSS uses the subscriber profiles to locate subscribers. The BTS 10200 and HSS interact as follows:

1. An operator provisions TAS subscriber profiles on the BTS 10200.

2. TheBTS 10200 storesthe TAS subscriber profilesin its own databases on the Element Management
System (EMS) and Call Agent (CA) or Feature Server (FS). These are the database tables:

— Emergency ANI
— HSSPublic ID
— Screen List Editing (SLE)
— Single Number Reach (SNR)
— SIP Trigger Profile
— Speed Call: 1-Digit (SC1D)
— Speed Call: 2-Digit (SC2D)
— Subscriber
— Subscriber Feature Data
— Subscriber Service Profile
— Subscriber Time-Of-Day Schedule
3. The BTS 10200 pushes updated subscriber data to the HSS when either of the following occurs:
— An operator enters commands to retrieve, add, change, or delete subscriber data.
— A TAS subscriber uses their handset to control their calling features.

The BTS 10200 is the master database for subscribers. Provisioned subscriber datais saved in the
BTS10200 first, then pushed to HSS for storage.

When the HSS is unreachable, you can still provision on the BTS 10200. The BTS 10200 queues
transactions and when HSS becomes available, the BTS 10200 pushes the queued data to the HSS.

Table 1-11 describes the kind of subscriber data Sh requests by the BTS 10200 return.

Table 1-11 Subscriber Data from Sh Requests
Name Description
Repository data Transparent service data
Public identifiers Subscriber’s Public User Identities (PUIS)
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Name Description

IMS User State not supported in current release
S-CSCF Name not supported in current release
Initial Filter Criteria not supported in current release
Location Information not supported in current release
User State not supported in current release
Charging information not supported in current release
MSISDN not supported in current release

BTS 10200 and HSS Communications

The HSS and BTS 10200 communicate using the Sh interface over the Diameter protocol. Diameter isa
peer-to-peer protocol. The HSS and BTS 10200 communicate about subscriber data as follows:

« BTS 10200 queries subscriber profiles stored on the HSS.

« BTS 10200 registers/deregisters for subscriber profile updates.

- BTS 10200 updates subscriber profiles stored on the HSS.

» HSSnotifies BTS 10200 when subscriber profiles change on the HSS.

The BTS 10200 generates and responds to Diameter command codes. Diameter uses these command
codes to identify its message types.

The BTS 10200 connects to more than one HSS as a Diameter peer:

» Priority based—Primary and secondary HSSs mean all Diameter requests go to the primary. If the
primary goes down, all requests go to the secondary.

« Round Robin—BTS 10200 sends Diameter requests evenly between operational HSSs.

Sh Interface Commands

The Sh interface operates in data handling mode or subscription/notification mode.
» Datahandling is performed by a
— Sh Pull request (Sh-Pull)—Retrieves data from the HSS
— Sh Update request (Sh-Update)—Sends data to the HSS

» Subscription/Notification (Sh-SubNotif) subscribesthe BTS 10200 to get notified by the HSS when
subscriber data updates.

- Notification (Sh-Notif) notifiesthe BT S 10200 when subscriber datais updated on the HSS by other
network entities.

Each time the BTS 10200 requests access to subscriber data, the HSS uses a list to verify it has
permission. HSS manages permissions using Sh-Pull, Sh-Update, and Sh-SubNotif. For example, the
BTS 10200 may have permission to perform Sh-Pull, but not Sh-Update.

Table 1-12 describes Sh interface commands used to manage subscribers between the BTS 10200 and
HSS.
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Table 1-12 Sh Interface Commands by Pair
Command Originator | Description Response
User-Data-Request BTS 10200 |Thiscommand requests datafor asubscriber. |UDA
(UDR)
User-Data-Answer HSS This command is aresponse to UDR. N/A
(UDA)
Command Originator  |Description Response
Profile-Update-Request BTS 10200 |This command updates subscriber data. PUA
(PUR)
Profile-Update-Answer HSS This command is aresponse to PUA. N/A
(PUA)
Command Originator | Description Response
Subscribe-Notifications- BTS 10200 |This command subscribes/unsubscribes for |SNA
Request notifications when asubscriber'sinformation
(SNR) changes.
Subscribe-Notification- HSS This command is a response to SNR. N/A
Answer (SNA)
Command Originator | Description Response
Push-Notification-Request |HSS Thiscommand sends subscriber datachanges |PNA
(PNR) to the BTS 10200.
Push-Notification-Answer BTS 10200 |This command is aresponse to PNR. N/A
(PNA)

BTS 10200 Clustering

Clustering (grouping) BTS 10200s improves service availability and allows you to be flexible in
provisioning subscribers and features. In a cluster, each BTS 10200 serves its own subscribers.
Clustering requires no special provisioning, it issimply a matter of how you organize your network.

Y ou can move some or all of these subscribers to another BTS 10200 in the cluster during a planned
migration or disaster recovery. Because each BTS 10200 stores its subscriber data in the HSS, during
migration or disaster recovery, the destination BTS 10200 pulls subscriber data from the HSS.

See Moving Subscriber Groups fromBTS 10200 to BTS 10200 section in the Cisco BTS 10200 Softswitch
Provisioning Guide for more information.

Each BTS 10200 has its own BTS-id. This BTS-id is checked against the subscriber group owner to

determine whether that BTS 10200 ownsthe subscriber. To update a subscriber’ s data, make changes on
the BTS 10200 that owns the subscriber’ s public-1D. Other BTS 10200s have read-only access to each
other’ s subscribers. However, a subscriber with the handset provisioning feature can update their data
viaany BTS 10200 in the cluster.
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Telephony Application Server W

Release 6.0 MR1 of the BTS 10200 only supports HSS interaction for TAS subscribers; it does not
support the following subscriber types:

- Cable (MTA)

« Centrex Group

- H.323

- ISDN

» IVR'saccess DN for IVR

- MGCP (IAD)

e MLHG

- NCS

- PBX

« Remote Call Forwarding’s (RCF's) virtual subscribers
- Remote Activation of Call Forwarding’'s (RACF's) access DN
« SIP(non-TAS)

The transaction queue HDM process must be fully initialized before the CLI/CPM/CPI processes can
write HSS requests into TRANSACTION_QUEUE table for BTS-to-HSS requests. In case when
platform has just started or re-started, if the user requests some BT S-to-HSS commands, the commands
will fail in the time elapse when the HDM processis not fully initialized. The HDM process takes some
time to fully initialize.

For information on measurements of this feature, see the Cisco BTS 10200 Softswitch Operation and
Maintenance Guide.

For information on provisioning this feature, see the Cisco BTS 10200 Softswitch Provisioning Guide.
For troubleshooting information, see the Cisco BTS 10200 Softswitch Troubleshooting Guide.

Telephony Application Server

The Telephony Application Server (TAS) TAS application allows the BTS 10200 to communicate with
serving call session control function (S-CSCF) servers over an |P multimedia service control (1SC)
interface to provide subscriber calling features. The TAS can perform origination processing and
termination processing; it can also route callsif requested by the originating S-CSCF. The TAS and the
S-CSCF are both SIP-based applications. (The S-CSCF is external to the BTS 10200.)
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Cisco BTS 10200 Softswitch Network and Subscriber Feature Descriptions, Release 6.04



Chapter 1 Network Features |

M Telephony Application Server

Limitations

Figure 1-13 shows the TAS interfaces in atypical network.

Figure 1-13 TAS Interfaces In a Typical Network
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This section lists limitations (conditions for which the TAS application is not designed to work).
The TAS application has the following limitations;

» It processes only calls originating on I SC trunks.

« For billing purposes, it supports call detail block (CDBS), but not event messages (EMs).

- It does not validate that the second route header refers explicitly to the S-CSCF.

« When ENUM isinvoked on an incoming call, the system can terminate the call only to anon-TAS
trunk or non-TAS subscriber.

The TAS does not support the following:
« Centrex or multiline hunt group (MLHG) subscribers
« Direct routing of calls between two S-CSCF nodes
« Routing over the ISC interface.
- Cal transfer through SIP REFER
- SIP triggers (chaining of application servers)
- Namedialing
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- Operator and emergency services—Busy line verification (BLV), operator interrupt (Ol) and 911
callback

- Thefollowing REQ-URI features: E.164 formatting, dial-around indicator, calling party category,
nature of address, and carrier identification code)

» P-Called-Party header

Origination Processing

The TAS application provides origination processing (also called origination services) based on a
request it receives from the S-CSCF over the ISC interface. The TAS application processes the
origination request from the S-CSCF and then returns the call to the S-CSCF. The S-CSCF determines
whether the call requires further processing by the TAS and can send a new request to the TAS.

Figure 1-14 shows an example of how the TAS responds to an S-CSCF origination request, in this case
an origination request with atoll-free dialed DN.

Figure 1-14 Example of Origination Request—Origination of Toll-Free Call
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The process shown in Figure 1-14 is as follows:

1. The S-CSCF sends the origination request to the TAS, including the public ID of the caller and the
dialed DN. The Invite message contains the following routing headers:

— Route: sip:orig@tas;Ir
— Route: sip:scscf@scscf:5210;1r

2. The TAS matchesthe public ID of the caller to a subscriber 1D in the BTS 10200 internal database.
In addition, the TAS translates the dialed DN digits according to the dial plan provisioned for the
originating subscriber and determines the type of call. (The TAS includesthe call typein the billing
record for the call.)

3. If necessary, the TAS queries the local Domain Name System (DNS) server or external ENUM
server in the process of translating the public ID. In addition, the TAS queries the external Service
Control Point (SCP) in the process of translating the toll-free DN.

Cisco BTS 10200 Softswitch Network and Subscriber Feature Descriptions, Release 6.0.4
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4. The TAS performs class of service (COS) screening to determine whether this subscriber is allowed
to initiate this type of call.

— The TASreturns the call, along with the translated digits and COS screening results, to the
S-CSCF. The Invite message contains the routing header Route: sip:scscf @scscf:5210;1r.

(The S-CSCF is responsible for continuing with routing and call setup.)

Note  The S-CSCF can use the TAS to provide origination processing even if the call does not invoke any
specific calling features from the TAS. For example, the S-CSCF might require digit translation for a
dialed DN, but no other processing from the TAS.

Table 1-3 describes the level of support provided to TAS subscribers on originating calls that the
BTS 10200 receives on the I SC interface.

Table 1-13 Support for TAS Subscribers On Originating Calls

Originating Feature Abbreviation  |Support for TAS Subscribers

Vertical Service Codes (VSCs): |(various) For MGCP and NCS endpoints, the system collects digits in two stages.

- Activation, deactivation, and For SIP-based endpoints (including TAS subscribers), the VSC and any

interrogation features, additional digits (such as aforward-to DN) are collected by the S-CSCF.
including the use of VSCs, The S-CSCF aggregates the VSC and all of the additional collected
for example CBLK, CFUA, digits, and then presents them to the TAS at a single event during call
CFBI, CNAB, CNDB, setup.
DND_ACT, and
DND_DEACT.

- VSCsdialedtoaccessfeature
management functions, for
example PS_ MANAGE,
PS_O, CIDSD, CIDSS,

VM_ACCESS.

Toll Free 8XX Origination processing is supported for TAS subscribers.

Emergency Service 911 Only E911 support (without called-party control) is provided. Basic 911
with suspend procedure is not supported.

Automatic Callback AC Not supported for TAS subscribers.

Automatic Recall AR Not supported for TAS subscribers.

Class of Service COS Origination processing is supported for TAS subscribers. However
account and authorization code functions are not supported.

Customer Originated Trace COoT Not supported for TAS subscribers.

Call Transfer CT Thisis a SIP endpoint feature, not afeature of TAS.

Hotline HOTLINE Not supported for TAS subscribers.

Hotline Variable HOTV Not supported for TAS subscribers.

Limited Call Duration LCD Not supported for TAS subscribers.

Outgoing Call Barring OCB Origination processing is supported for TAS subscribers.

Speed Call - 1 /2 digit SC1D Not supported for TAS subscribers.

SC2D

Cisco BTS 10200 Softswitch Network and Subscriber Feature Descriptions, Release 6.0.4
m. 0L-25010-02 |



| Chapterl Network Features

Telephony Application Server W

Table 1-13 Support for TAS Subscribers On Originating Calls (continued)

Originating Feature Abbreviation  |Support for TAS Subscribers

Three Way Call TWC Thisis a SIP endpoint feature, not afeature of TAS.
Three Way Call Deluxe TWCD Thisis a SIP endpoint feature, not a feature of TAS.
Usage Sensitive Three Way Call |[USTWC Thisis a SIP endpoint feature, not a feature of TAS.
Warmline WARMLINE |Not supported for TAS subscribers.

Termination Processing

The TAS application provides termination processing (also called termination services) based on a
request it receives from the S-CSCF over the | SC interface. The TAS application processes each
termination request from the S-CSCF and then returns the call to the S-CSCF. The S-CSCF determines
whether the call requires further processing by the TAS and can send a new request to the TAS

If aterminating subscriber hasacall-forwarding feature (for example, CFU, CFB, CFNA, or CFC) active
on the subscriber line, the TAS application does not automatically attempt to route the call to the
forward-to DN. Instead, the TAS returns the subscriber termination information (including the
call-forwarding data) to the S-CSCF for processing. Subsequently, the S-CSCF has the option of sending
anew origination request to the TAS based on the forward-to DN.

Figure 1-15 shows an example of how the TAS responds to an S-CSCF termination request, in this case
the termination of an incoming call to a busy line with CFB assigned and active.

Figure 1-15 Example of Termination Request—Termination of Incoming Call to Busy Line
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The process shown in Figure 1-15 is as follows:

1. The S-CSCF sends the termination request to TAS, including the public 1D of the called party (the
terminating subscriber line). The Invite message contains the routing header
Route: sip:scscf @scscf:5210;1r.
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The TAS matches the public ID of the called party to a subscriber ID in the BTS 10200 internal
database.

If necessary, the TAS queries the local DNS server or external ENUM server in the process of
translating the public ID.

The TAS returns the call to the S-CSCF with the public ID unchanged.

The S-CSCF attemptsto terminate the call to the called party. However, the called party is busy, and
the call cannot be completed.

The S-CSCF sends a 486 message (Busy Here) to the TAS.

The TAS determines that the subscriber has CFB assigned and active to a specific forward-to DN,
and looks up the public ID associated with the forward-to DN.

The TAS sendsthe call back to the S-CSCF with thisnew public ID. The TAS also sendsthe original

SIP headers that were part of the incoming call.

The S-CSCF isresponsible for continuing with routing and call setup. For example, the S-CSCF might
return the call to the TAS as a hew originating request directed to the forward-to DN.

The TAS includes an acknowledgement of the CFB treatment in the billing record for the call.

Note  The S-CSCF can use the TAS to provide termination processing even if the call does not invoke any
specific calling features from the TAS.

Table 1-4 describes the level of support provided to TAS subscribers on terminating calls.

Table 1-14

Support for TAS Subscribers On Terminating Calls

Terminating Feature Abbreviation  |Support for TAS Subscribers

Anonymous Call Rejection ACR Termination processing is supported for TAS subscribers.

Busy Line Verification BLV Not supported for TAS subscribers.

Call-Forwarding-Busy/ CFB/CFNA/ Termination processing is supported for TAS subscribers.

Call-Forward-No-Answer/ CFC/CFU

Call Forwarding Combined/ ;

I at

Call-Forwarding-Unconditional - nvocation

Invocation

Calling Identity Delivery on Call CIDCW Thisis a SIP endpoint feature, not a feature of TAS.

Waiting

Calling Name Delivery CNAM Termination processing is supported for TAS subscribers. *

Calling Number Delivery CND Thethe calling number is always delivered to the application server,
even if the CND feature is disabled for the subscriber; this treatment
is provided because the application server is atrusted entity.
However, if CNAM isdisabled for the subscriber, the system does not
send the calling name nor the calling number.

Call Waiting Ccw Thisis a SIP endpoint feature, not a feature of TAS.?

Call Waiting Deluxe CWD Thisis a SIP endpoint feature, not a feature of TAS.?

Distinctive Alerting Call Waiting DACWI Thisis a SIP endpoint feature, not a feature of TAS.?

Indication

Do Not Disturb DND Termination processing is supported for TAS subscribers.
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Table 1-14 Support for TAS Subscribers On Terminating Calls (continued)

Terminating Feature Abbreviation  |Support for TAS Subscribers

Distinctive Ringing Call Waiting DRCW Termination processing of the ringing part is supported for TAS
subscribers. The TAS sends a unique alerting indication to the SIP
endpoint. The endpoint plays the ring tone if it is capable of
interpreting the alerting indication from the TAS.

For the call-waiting scenario, the TAS processes the al erting request.
Some SIP endpoints are capable of delivering the distinctive
call-waiting tone, and others are not.

Loca Number Portability LNP Termination processing is supported for TAS subscribers. The TAS
performs an LNP query if the dialed number matches a digit string
provisioned in the ported_office_code table.

Multiple Directory Number MDN Termination processing of the ringing part is supported for TAS
subscribers. The TASinformsthe S-CSCF of the specific ring typeto
apply. You provision the ring types in the bts-public-id table.

Call waiting is not applicableto TAS.

No Solicitation Announcement NSA Not supported for TAS subscribers.

Privacy Screening PS Not supported for TAS subscribers.

Remote Activation of Call RACF Termination processing is supported for TAS subscribers. Y ou must

Forwarding provision a UAN domain name for this feature in the feature_config
table.

Remote Call Forwarding RCF Not supported for TAS subscribers.

Selective Call Acceptance/ SCA/SCF/SCR |Termination processing is supported for TAS subscribers.

Selective Call Forwarding/

Selective Call Rejection

1. Seethe CNAM rulesin Table 1-15.
2. Call waiting function is not supported for TAS calls.

The CNAM rules for calls terminating to TAS subscribers are shown in Table 1-15. In thistable, TAS
action refers to the SIP headers that appear in the incoming and outgoing INVITE. Pass through means
that the values are preserved from the incoming to the outgoing INVITES.

Table 1-15

CNAM Rules for Terminating Calls

TAS Mode

Name Available

TAS Action

Orig or Orig+Route N

Pass through the From and PAID? headers.

Orig or Orig+Route Y

Pass through the From and PAID headers.

Term N Mark From hosthame as anonymous, delete From user
part, display name and PAID header in their entirety.
Term N (but forwarding |Pass through the user name and PAID header in their
has occurred) entirety.
Term Y Pass through user name and host on the From and PAID

headers. Set Display name on From and PAID based on
the CNAM feature.

1. PAID = P-Asserted Identity

[ oL-25010-02
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Origination + Routing Processing

If the S-CSCF requests the TAS to perform origination + routing processing, the TAS provides
origination processing, then routes the call according to the dial plan provisioned for the originating line.

Figure 1-16 shows how the TAS responds to an S-CSCF origination + routing request, in this case an
origination + routing request with OCB screening.

Figure 1-16 Example of Origination + Routing Request—Call with OCB Screening
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The process shown in Figure 1-16 is as follows. Note that Steps 1 through 3 are the same as Steps 1
through 3 in the “Origination Processing” section on page 1-65.

1. The S-CSCF sends the origination request to the TAS, including the public ID of the caller and the
dialed DN.

2. The TAS matches the public ID of the caller to asubscriber ID inthe BTS 10200 internal database.
In addition, the TAS translates the dialed DN digits according to the dial plan provisioned for the
originating subscriber and determines the type of call. (The TAS includesthe call typein the billing
record for the call.)

3. If necessary, the TAS queries the local Domain Name System (DNS) server or external ENUM
server in the process of translating the public ID. In addition, the TAS queries the external Service
Control Point (SCP) in the process of translating the toll-free DN.

4. The TAS performs COS and OCB screening to determine whether this subscriber is allowed to
initiate this type of call.

5. TheTASroutesthe call according to thedial plan provisioned for the originating line. Examples are
shown in Figure 1-16 for

— Path labeled 5A—If the terminating party is served by the same S-CSCF as the originating line,
the TAS routes the call over the ISC interface to the S-CSCF.

— Path labeled 5B—If the terminating party is on another network, the TAS routes the call over a
SIP trunk connected to an external media gateway controller (MGC) component or a call
management server (CMS) component. The MGC and/or CM S can run on aseparate BTS 10200
system.

Cisco BTS 10200 Softswitch Network and Subscriber Feature Descriptions, Release 6.0.4
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Certain SIP messaging takes placewhenthe TASroutesacall. The TAS operatesasaB2BUA. It receives
the call from the S-CSCF on the | SC interface. The top-most Route header must correspond to the TAS
and there must be one other Route header (corresponding to the next entity to which the S-CSCF requests

the call to be routed). If these headers are not present, the TAS fails the call with 403 Forbidden.
Figure 1-17 shows an alternate (optional) configuration in which the routing request is handled

internally in the BTS 10200. This method can be used if the CMS and MGC applications are located on
the same BTS 10200 hardware as the TAS application.

Figure 1-17
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To provision TAS interface and subscribers, see the Cisco BTS 10200 Softswitch Provisioning Guide.
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Lawful Intercept and Enhanced CALEA Features

Revised: May 14, 2012, OL-25010-02

Introduction

This chapter describes the lawful intercept interface supported by the Cisco BTS 10200 Softswitch,
including CALEA features.

For information on the hostage negotiation feature, see the “Hostage Negotiation” section on page 3-66.

General Description of Lawful Intercept Implementation

The BTS 10200 supportsthe call datainterface and call content function for lawful intercept, along with
the provisioning interface required to configure awiretap. The BTS 10200 provides support for lawful
intercept using two different, industry-developed architectures: PacketCable and the Cisco Service
Independent Intercept (Sl1). Depending on their network type, service providers may chooseto configure
their networks consistent with either of these architecturesin their effort to meet their obligations rel ated
to lawful intercept. Given the constantly evolving nature of industry-developed standards, service
providers must recognize that the features and functionality of the BTS 10200 described below might
also be subject to change over time.

Each country controlsits own laws applicable to lawful intercept. For example, in the United States, one
of the applicable laws is referred to as the Communications Assistance for Law Enforcement Act
(CALEA).

Lawful Intercept Provisioning Interface

The BTS 10200 supports a secure provisioning interface for the processing of wiretap requests from law
enforcement agencies through a mediation device. The service provider can limit viewing and
provisioning of these parameters to selected authorized personnel. The applicable parameters (entered
through CL1) includethe DN, tap type, and call datachannel for datatransmission. Thetap type specifies
whether the tap order is a pen register (outgoing call information), atrap and trace (incoming call
information), a pen and trace (incoming and outgoing call information), or an intercept (bidirectional
plus the call content).

[ oL-25010-02
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Note

To provision this feature, see the CALEA provisioning procedure in the Provisioning Guide.

Lawful Intercept Call Data Interface

The BTS 10200 provides the PacketCable EM S/IRADIUS interface for the transmission of
call-identifying information to the lawful intercept delivery function (DF) server, as required by
Appendix A, “PCES Support,” in PKT-SP-EM1.5-102-050812, PacketCable Event Messages
Specification (EMS), August 12, 2005.

Full call-identifying information (call data) is shipped to aDF server fromthe BTS 10200 for the subject
under surveillance for various call types (for example, basic call and call forwarding).

Lawful Intercept Call Content Function

Note

The call content function provides for capturing voice in areplicated Real-Time Transport Protocol
(RTP) stream. The BTS 10200 can be configured to operate with simultaneous support for PacketCable
intercept and Cisco Sll, or with Cisco SlI only.

Simultaneous support for PacketCable intercept and Cisco Sl is achieved as follows: During the
call-setup phase, the BTS 10200 searches for a PacketCable-compliant call-content intercept access
point (IAP) in the call path. If the BTS 10200 determines that there is no such IAP available in the call
path, it falls back to Cisco SlI.

An intercept access point (IAP) is a point within a communication system where some of the
communications or call identifying information of an intercept subject’s equipment, facilities, and
services are accessed.

Additional information about each type of intercept is provided below:

» PacketCable intercept—In PacketCable intercept, areplicated RTP stream is sent to the DF server
by an aggregation router or atrunking gateway upon request from the BTS 10200. The BTS 10200
requests that the relevant AP (aggregation router or trunking gateway) duplicate and transport the
RTP stream to a predefined | P address and port number.

The BTS 10200 uses Common Open Policy Service (COPS) protocol when sending the above
request to an aggregation router, and it uses M edia Gateway Control Protocol (M GCP) when sending
the request to a trunking gateway.

» Cisco Service Independent Intercept—In Cisco S|, areplicated RTP stream is sent to the DF server
by an aggregation router or atrunking gateway upon request from the DF server. The DF server uses
SNMPv3 as the control protocol to send the intercept request to the appropriate |AP.

Enhanced CALEA Features

This document describes enhancements to the Communications Assistance for Law Enforcement Act
(CALEA) feature for the BTS 10200 and contains the following sections:

« CALEA Enhancement Overview
e Generic CALEA Enhancements

l_ Cisco BTS 10200 Softswitch Network and Subscriber Feature Descriptions, Release 6.0.4
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- Surveillance for Calls Involving Multiple CM Ss

- BTS 10200 CALEA Interaction with SIP Endpoints

» Interface Implementation between the BTS 10200 and Delivery Function Server

« BTS 10200 CALEA Interaction with SIP Triggers Feature

e CALEA Backward Compatibility

- Compliance with CALEA Requirementsin PKT-SP-EM1.5-101-050128 Appendix A

» Compliance with CALEA Requirementsin PKT-SP-CM SS1.5-101-050128 Section 7.7.2

CALEA Enhancement Overview

CALEA features were enhanced to comply with the PacketCable specifications. In addition to generic
CALEA enhancements as specified in PacketCable specifications, this section includes clarificationsfor
surveillance functions performed by the Cisco BTS 10200 when the subscriber under surveillance is
configured as a SIP endpoint and when the call under surveillance involves multiple CM Ss.

The CALEA feature enhancements comply with the following PacketCable specifications:

» PacketCable 1.5 Event Message Specification, PKT-SP-EM 1.5-101-050128, January 28, 2005,
Cable Television Laboratories, Inc. (Appendix A: EM CALEA Requirement Compliance)

» PacketCable 1.5 Call Management Server Specification, PK T-SP-CM SS1.5- 101-050128, January
28, 2005, Cable Television Laboratories, Inc. (Section 7.2.2: CMSS CALEA Requirement
Compliance)

Generic CALEA Enhancements

When an origination or termination attempt is detected for a call under surveillance, the BTS 10200
issues call-data event messages to the Delivery Function deviceto provide call-identifying information.
The BTS 10200 follows the procedural and encoding guidelines specified in PKT-SP-EM 1.5-
101-050128 Appendix A for sending these event messages. Table 2-1 lists all the call-data event
messages supported by the BTS 10200.

Table 2-1 CALEA Call-Data Event Messages Supported by the BTS 10200

Message Description

Signaling Start The BTS 10200 generates this message whenever an origination attempt
or termination attempt is detected for a call under surveillance.

Media Report The BTS 10200 generates this message when SDP information from
both sides of the call is available for the call under surveillance.

Call Answer The BTS 10200 generates this message whenever a call under
surveillance moves to the answered state.

Call Disconnect The BTS 10200 generates this message whenever a call under
surveillance moves to the disconnected state.

Signaling Stop The BTS 10200 generates this message when a call under surveillance
has ended.
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Table 2-1 CALEA Call-Data Event Messages Supported by the BTS 10200 (continued)
Message Description
Service Instance The BTS 10200 generates this message when afeatureisinvoked by the

BTS 10200 for the subject under surveillance.

Note  The BTS 10200 does not send this message if it is not aware of
a service invocation (for example, a Call Waiting at a SIP
endpoint).

Signal Instance The BTS 10200 generatesthis message whenever it receivesinformation
from the subject or sends information to the subject.

Note TheBTS 10200 cannot (and is not required to) report some
signalsif the tapped user has a SIP endpoint (refer to Table 2-3
for detailed information) or for cases in which the BTS10200
does not apply the signal itself to NCS endpoints. For example,
the Ringback signal is not applied and not reported to the DF if
the media-gateway of the terminating party (C) isableto provide
the remote ringback.

Note  This message was introduced in Release 5.0.

Redirection The BTS 10200 generates this message if call forwarding/transfer is
invoked by the BTS 10200 for the associate of the subscriber under
surveillance.

Note  This message was introduced in Release 5.0.

Surveillance Stop The BTS 10200 generates this message when the surveillance function
for a call under surveillance ends.

Note  This message was introduced in Release 5.0.

Conference Party Change | The BTS 10200 generates this message if the subscriber under
surveillance joins two calls (using the Three-way call feature on BTS)
and if one of the communicating parties subsequently leaves the
conference.

Note  The BTS 10200 does not send this message if it is not aware of
the three-way call (for example, athree-way call at a SIP
endpoint).

Note  This message was introduced in Release 5.0.

Detailed information about compliance with the requirements in specification PK T-SP-EM 1.5-
101-050128 Appendix A is provided in Table 2-4.

Surveillance for Calls Involving Multiple CMSs

When a call under surveillance spans multiple call management systems (CM Ss), one CM S might not
have access to all call identifying information or call-content intercept-access points to perform
surveillance. RFC-3603 and PK T-SP-CM SS1.5- 101-050128 specify the procedure for a CM Sto request
other adjacent CM Ss to perform surveillance on its behalf. According to these procedures, a CM S can
request aCM ST (CMS at the terminating side of the call) or aCM ST (CM S at the originating side of the
call) to perform surveillance functions. The CM S uses the SIP P-DCS-L AES header to make the request.
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The Cisco BTS 10200 supports the sending and receiving of the P-DCS-LAES header in various SIP
messages using guidelines specified in PacketCable specification PKT-SP-CM SS1.5- 101-050128. The
detailed compliance with the procedures specified in the PKT-SP-CM SS1.5- 101-050128 specification
is provided in Table 3. The following statements describe how the Cisco BTS 10200 uses the SIP
P-DCS-LAES header to implement CALEA.

When the BTS 10200 requires assistance from another CM S to perform the call-data surveillance
function or call-dataand call-content surveillance function, it includesthe SIP P-DCS-L AES header
in a SIP message. Depending on the call scenario, the following SIP messages can carry the
P-DCS-LAES header as an indication of a surveillance request sent to the CMST or CMS:

— INVITE (or RE-INVITE) message
183 Progress

180 Alerting

— 200 OK

— 302 Redirection

When the BTS 10200 requires the assistance of an adjacent CMS in performing the call-data
surveillance function, it includes BCID, CDC-IP-Address, and CDC-1P-Port information in the SIP
P-DCS-LAES header.

When the BTS 10200 requires the assistance of an adjacent CM S to perform the call-data and
call-content surveillance functions, it includes BCID, CDC-IP-Address, CDC-1P-Port, CCC-1D,
CCC-IP-Address, and CCC-IP-Port information in the SIP P-DCS-LAES header.

When the BTS 10200 receives P-DCS-LAES header information in any of the following SIP
messages, it takes on the surveillance responsibility based on the content of SIP P-DCS-LAES
header.

— The BTS 10200 assumes the responsibility of Call-Data surveillance if the P-DCS-LAES
header is included in a SIP message with valid BCID, CDC-IP-Address, and CDC-IP-Port
information.

— The BTS 10200 assumes the responsibility of Call-Data and Call-Content if the P-DCS-LAES
header is included in a SIP message with BCID, CDC-IP-Address, CDC-IP-Port, CCC-1D,
CCC-IP-Address, and CCC-IP-Port information.

The grammar for the P-DCS-LAES header is specified in two documents:

PKT-SP-CM SS1.5-101-050128 Section 7.7.2.1 and RFC 3603 Section 8. The BTS 10200 conforms
to the grammar rules specified in PKT-SP-CM SS1.5-101-050128 Section 7.7.2.1 for the encoding
and decoding of the P-DCS-LAES header.

P-DCS-Redirect = “P-DCS-Redirect” HCOLON Called-ID *(SEMI redir-params)
Called-1D = LDQUOT addr-spec RDQUOT

redir-params = redir-uri-param / redir-count-param /generic-param
redir-uri-param = “redirector-uri” EQUAL Redirector

Redirector = LDQUOT addr-spec RDQUOT

redir-count-param = “count” EQUAL Redir-count

Redir-count = 1*DIGIT
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BTS 10200 CALEA Interaction with SIP Endpoints

The BTS 10200 Softswitch follows the guidelines specified in PKT-SP-EM 1.5- 101-050128 A ppendix
A for sending call-identifying information to the delivery function for SIP endpoints. While attempting
to deliver call-content information, the BTS 10200 notifies the DF server about the unavailability of
call-content |AP on either the originating side or terminating side of the call. These packet-cable
compliant call-content |APs typically are not available when the caller and called are SIP endpoints. In
order to capture call-content information for these cases, the Delivery Function Server must use the
Service Independent Intercept (SIl) architecture and initiate a request for duplication of RTP streams.

Note the following additional clarifications about satisfying CALEA requirements for SIP endpoints:

- If feature functionality is provided at the endpoint, the BTS 10200 does not receive any explicit
indication about the feature provided by the endpoint. Therefore the BTS 10200 is not required to
send Service Instance messages indicating invocation of afeature.

e Therequirementsin PKT-SP-EM1.5- 101-050128 Appendix A that pertain to sending Signal
Instance messages is explicitly designed for NCS/MGCP endpoints. |f atapped subscriber is using
SIP endpoints, the BTS 10200 does not instruct the endpoint to play any signals/tones towards the
user explicitly. However, the BTS 10200 may send information in SIP messages that trigger an
endpoint to play tone or display information to the user. Table 2-2 defines how the BTS10200
behaves with regard to sending Signal Instance messages when a tapped subscriber is using a SIP

endpoint.
Table 2-2 Signals Supported for Signaling Instance Messages to SIP Endpoints
Signal Type BTS 10200 Behavior
Busy Tone BTS10200 reports SIGNAL INSTANCE message with Audible

tone = BUSY when it sends a 486 busy towards the SIP endpoint
under surveillance.

Calling Name/Number BTS10200 reports SIGNAL INSTANCE message with Terminal
Display attribute containing Calling Name, Calling Number, and
Date if they are included in the INVITE message sent toward the
subject with SIP endpoint.

Ringing Tone BTS10200 reports SIGNAL INSTANCE message with Audible
signal = ringing when it receives a 180 Alerting from the subject
with SIP endpoint.

Note In this case, the SIP Endpoint might have played a
call-waiting tone instead towards the user.

Distinctive Ringing Tone BTS10200 reports SIGNAL INSTANCE message with Audible
signal = distinctiveringing when it receivesa 180 Alerting from the
subject with SIP endpoint and the BT S10200 included the
Alert-Info header in the SIP INVITE message sent towards the user.

Note In this case, the SIP Endpoint might have played a
call-waiting tone or a normal ringing tone instead towards
the user.

Ring back tone BTS10200 reports SIGNAL INSTANCE message with Audible
signal = ringing after sending an 180 Alerting to the subject with
SIP endpoint.
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Table 2-2 Signals Supported for Signaling Instance Messages to SIP Endpoints (continued)
Signal Type BTS 10200 Behavior
Reorder tone BTS 10200 reports SIGNAL INSTANCE message with Audible

signal = reorder-tone when it receives an INVITE message that is
processed but cannot be routed due to reasons such as Invalid
destination number, routing failure, etc. The BTS 10200 typically
sendsa4X X or 5X X message to the SIP endpoint in such scenarios.

M essage Waiting indicator/ BTS10200 reports SIGNAL INSTANCE message with Terminal
Visual Message waiting Display Attribute = VMWI_ON or VMWI_OFF.
indicator

Note Instead, the SIP Endpoint might play a Message waiting
indicator tone towards the subject instead of providing a
VMWI signal.

Table 2-3 specifies the SIGNALS that are not reported by BTS10200 when a tapped user is associated
with a SIP endpoint.

Table 2-3 Unsupported Signals for Signaling Instance Messages to SIP Endpoints

Signal Type BTS 10200 Behavior

Stutter Dial tone BTS10200 does not request the SIP endpoint to play a Stutter Dial
tone.

Confirmation Tone BTS10200 does not request thee SIP endpoint to play a
confirmation tone.

Dial tone BTS10200 does not request the SIP endpoint to play Dial tone.

Off-hook warning tone BTS10200 does not request SIP endpoint to play off-hook warning

tone. Endpoint may decide to play this tone depending on its own
capability or configuration.

Ring Splash BTS10200 does not request the SIP endpoint to play a Ring splash.

DTMF tones BTS10200 does not send out-of-band DTMF signals towards SIP
endpoints.

Call Waiting tone BTS10200 cannot detect when a SIP endpoint plays a call-waiting
tone towards the user interface. Call Waiting tone is a SIP endpoint
feature.

Interface Implementation between the BTS 10200 and Delivery Function Server

This section summarizes the message i nterface implementation between the BTS 10200 and the Delivery
Function server.

- TheBTS 10200 implements the following additional messages along with the associated attributes
to deliver call-identifying information towards the Delivery function server. The details of the
message and associated attributes are provided in PKT-SP-EM 1.5-101-050128, Appendix A.

— Signal Instance
— Redirection

— Surveillance Stop
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— Conference Party Change

- The BTS 10200 also implements the Electronic Surveillance Indication attribute in the Signaling
Start message as defined in PKT-SP-EM 1.5-101-050128, Appendix A. However, this attribute can
be used in many call scenarios other than those explicitly presented in packet-cable specifications.
The BTS 10200 implements this attribute according to the following guidelines:

— The BTS 10200 includes the Electronic Surveillance Indication attribute in a Signaling Start
message sent from the forwarded-to party in case the call was already under surveillance as a
result of awiretap on the party forwarding the call.

— The BTS 10200 includes the Electronic Surveillance Indication attribute in a Signaling Start
message sent from the final terminating party in case surveillance responsibility is transferred
to the BTS from other parties involved in the call due to their inability to perform complete
surveillance.

— The BTS 10200 includes the Electronic Surveillance Indication attribute in a Signaling Start
message sent from an originating party in case surveillance responsibility is transferred to the
BTS from other parties involved in the call due to their inability to perform complete
surveillance.

» The message flows between the BTS 10200 and the Delivery Function server have changed for
call-forwarding and call-redirection cases since Release 5.0. The changes ensure that a common
logic can be used at the Delivery Function server without regard to the number of CMSs and the
number of tapsinvolved in the call path. The following case shows the changes to the interface
between the BTS 10200 and delivery function server.

Scenario Example

A@cmsl calls B@cmsl. B@cmsl has an active call-forwarding unconditional feature to forward all
callsto C@cmsl. B isthe tapped party in this call scenario.

The BTS 10200 uses the following messages to send call-identifying information to the Delivery
function server:

—> DF (BCID-Bt) Signaling Start (Terminating) (Calling: A) (Called: B)

—> DF (BCID-Bo0) Signaling Start (Originating) (Calling: A) (Called: C) (ESI Remote-BCID:
(BCID-Bt))

—> DF (BCID-Bt) Signal Instance (Network Signal) (rs) (Signal-To-Party: B)

—> DF (BCID-Ct) Signaling Start (Terminating) (Calling: A) (Called: C) (ESI Remote-BCID:
(BCID-B0))

—> DF (BCID-Bo) Service Instance (Call Forward) (Related-BCID: BCID-Bt) (Redirected-From:
B) (Redirected-To: C)

—> DF (BCID-Ct) Media Report (Open) (CCCID: X)
—> DF (BCID-Ct) Signal Instance (Network Signal) (rg) (Signal-To-Party: C)
—> DF (BCID-Ct) Call Answer (Charge Number: B)

————————————————— Active Call under surveillance -----------=--=--=--mccmemmme
—> DF (BCID-Bt) Signaling Stop

—> DF (BCID-Ct) Media Report (Close) (CCCID: X)

—> DF (BCID-Bo) Signaling Stop

—> DF (BCID-Ct) Call Disconnect
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—> DF (BCID-Ct) Signaling Stop
—> DF (BCID-Ct) Surveillance Stop (End of Surveillance)

BTS 10200 CALEA Interaction with Centrex and MLHG Feature

MLHG group as well as Centrex group is typically setup with aMain DN (Pilot DN) that is advertised
publicly and intended as the main entry point for callsto reach aterminal in the group. In addition, each
terminal within the group may be assigned its own DN (Associate DN). BTS 10200 allows performing
surveillance on Pilot DN or Associate DN (if defined).

Inthe case whereaPilot DN isplaced under surveillance, BTS 10200 sends call-identifying information
for any call originating from the any terminal aswell as any call terminating to any terminal. In the case
where the Associate DN is placed under surveillance, BTS 10200 sends the call-identifying information
for any call originated by theterminal or any call terminated to terminal that is associated with the tapped
DN.

If both Pilot DN and Associate DN are placed under surveillance, the BT S10200 performs asurveillance
based on the Associate DN, that is, Origination and Termination attempt messages shall carry Associate
DN as Calling and/or Called Party number attribute.

Both MLHG group and Centrex group may have SIP and NCS endpoints as terminals. If the terminals
are SIP endpoints, some information may not be available to BTS 10200 and is not reported to the DF
server. For additional information on SIP endpoints, refer to the CALEA Support for SIP endpoints.

CALEA Support for Calls within the Centrex Group

Note

The requirements for performing surveillance on calls originating from one member and terminating to
another member in the same Centrex group may or may not be required as per CALEA requirementsin
each country. In general, BTS 10200 does not attempt to hide any call-identifying information for such
call scenarios, but typically call-content information is not available with CMTS for duplication.

Since Packet-Cable EM 1.5 specifications does not specify detailed CALEA requirements for this
feature. BTS 10200 uses GR-2973 specifications as a reference and sends the call-identifying
information towards Delivery function server using the interface defined in Packet-Cable EM 1.5
Specifications Appendix A.

BTS 10200 CALEA Interaction with SIP Triggers Feature

To use the SIP triggers feature functionality (not defined by the PacketCable 1.5 specifications) on the
BTS 10200, acall can berouted to an external application server for feature processing. The BTS 10200
supports two types of triggers: Originating Trigger and Terminating Trigger. For both types, when a
trigger is detected, the BTS 10200 routes the call to the application server through a SIP interface.
Typically, the application server executes the feature logic and performs one of the following two
operations to enable the BTS 10200 to route the call to the final destination.

« An application server might initiate a new call (by sending a new INVITE message) to the BTS
10200 and include a SIP header to enable the BTS 10200 to associate the new call with the original
call for which feature logic was invoked.
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- An application server might send a 3XX redirect back to the BTS 10200 when feature logic
processing is complete.

Therest of this section summarizes how the BTS 10200 operates and interacts with the application server
to perform surveillance on calls for which the Originating or Terminating Trigger feature is invoked.

For additional information on SIP Triggers refer to the “ SIP Triggers” section on page 1-20.

When the BTS 10200 detects any origination or termination attempt, it checks for active surveillance
associated with the originating or terminating party before routing the call to the application server. If
the subscriber is under surveillance, the BTS 10200 sends a Signaling Start message to the Delivery
Function server and performs the call-content surveillance function on an available call-content
Intercept access point. In addition, when the call is being routed to the application server, the

BTS 10200:

« Initiates anew Signaling Start message with Electronic Surveillance Indication attribute containing
the billing-correlation-id set to the billing-correlation-id included in the previous Signaling Start
message sent to the Delivery Function server.

e IncludesaP-DCS-LAES header with abilling-correlation-id associated with the terminating half of
the call.

If the application server redirects the call-back to the BTS 10200, the BTS 10200 forwards the
surveillance to the terminating side of the call. However, if the application server initiatesanew call (by
sending new INVITE message) to the BTS 10200, the BTS 10200 expects the same (unchanged)
P-DCS-LAES header (sent earlier on the original call) in the new INVITE message. The BTS 10200
performs the following operations when it receives an INVITE message from the application server:

- Initiates anew Signaling Start message with Electronic Surveillance Indication attribute containing
the billing-correlation-id set to the billing-correlation-id included in the previous Signaling Start
message sent to the Delivery Function server

- Transfers the surveillance towards the terminating side of the call

In addition, if the surveillance function cannot be performed on the terminating side of the call, the
BTS 10200 includes anew P-DCS-LAES header in an 18X or 200 response sent back to the application
server. It isassumed that the application server can include the P-DCS-LAES header in a SIP Response
message sent back to the BTS 10200 on the original call.

CALEA Backward Compatibility

The Enhanced CALEA feature in Cisco BTS 10200 implements new messages and attributes defined in
newer versions of the PacketCabl e specifications. In addition, the BTS 10200 has enhanced the internal
algorithms to select the call-content | APs according to the requirements associated with support of the
P-DCS-LAES header for performing the surveillance function across multiple CMSs. These
enhancements required additional development in the Delivery Function server so that it could continue
performing surveillance functions for call-scenarios that include a single CMS or multiple CM Ss. For a
case in which the event Enhanced Delivery function server is not available, the BTS 10200 provides
configurationoptions(EM-PROTOCOL-VERSION-MAJOR and EM-PROTOCOL-VERSION-MINOR
flags in the ESS table) which enable the BTS to interoperate with existing software versions of the
Delivery Function server.
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By using the configuration options, the BTS 10200 provides backward compatibility by disabling the
new messages and attributes implemented in BT S10200 (Release 5.0 and later). However, BTS 10200
(Release 5.0 and later) does not provide backward compatibility to permit selecting the call-content AP
to generate the duplicate call-content based on the algorithm implemented in older releases of the BTS
10200 software.

The BTS 10200 enables use of the version flags that provide backward compatibility for certain
requirements (or implementations) to avoid interoperation problems with the current version of the
Delivery Function server. However, the BTS 10200 does not provide control for all of the different
versions of the PacketCable specifications that describe the use of these flags.

CALEA Operation Similar to BTS Release 4.5

To configure CALEA to operate asit did for BTS 10200 Release 4.5, set the following ESS table tokens
asfollows:

Option 1
- EM-PROTOCOL-VERSION-MAJOR =11
- EM-PROTOCOL-VERSION-MINOR = 06
e GENERAL-PURPOSEFLAG =1

In this configuration, the BTS 10200 does not send the P-DCS-LAES header and ignores the receipt of
the P-DCS-LAES header. The BTS also disables support of all the new messages implemented on top of
BTS 10200 Release 4.5 (which include, SIGNAL INSTANCE, REDIRECTION, CONFERENCE
PARTY CHANGE, SURVEILLANCE STOP). Furthermore, the BTS disables the Electronic
Surveillance Indication attribute in the Signaling Start message. In addition, the BTS 10200 does not
attempt to forward the surveillance responsibility towards the terminating party in call-forwarding
situations, assuming that the forwarding party remains in the call path for the duration of the call.

For this option, set the following Softswitch Trunk Group Profile table tokens as follows:
- ENABLE P DCS LAES HEADER=N
- SEND_LAES IN_RESPONSE =N
« ENABLE_ES EVENTS=N

CALEA Operation Similar to BTS Release 4.5 with SIGNAL INSTANCE Message

To configure CALEA to operate as it did for BTS 10200 Release 4.5, with the addition of SIGNAL
INSTANCE MESSAGE support, set the following ESS table tokens as follows:

Option 2:
- EM-PROTOCOL-VERSION-MAJOR =11
« EM-PROTOCOL-VERSION-MINOR = 07
« GENERAL-PURPOSEFLAG=1

In this configuration, the BTS 10200 does not send the P-DCS-LAES header and ignores the receipt of
the P-DCS-LAES header. The BTS also disables the sending of all the new messages defined only in
PacketCable 1.5 specifications (which include, REDIRECTION, CONFERENCE PARTY CHANGE,

[ oL-25010-02

Cisco BTS 10200 Softswitch Network and Subscriber Feature Descriptions, Release 6.04



Chapter 2 Lawful Intercept and Enhanced CALEA Features |

W Enhanced CALEA Features

SURVEILLANCE STOP). The BTS also disables the Electronic Surveillance Indication attributein the
Signaling Start message. Furthermore, the BTS 10200 does not attempt to forward the surveillance
responsibility towards the terminating party in call-forwarding situations, assuming that the forwarding
party remainsin the call path for the duration of the call.

For this option, set the following Softswitch Trunk Group Profile table tokens as follows:
- ENABLE_P _DCS LAES HEADER =N
- SEND_LAES IN_RESPONSE =N
- ENABLE_ES EVENTS=N

CALEA Operation According to PacketCable 1.5 Specification

To configure the CALEA feature to operate according to the PacketCable 1.5 specifications, set the
following ESS table tokens as follows:

Option 3:
« EM-PROTOCOL-VERSION-MAJOR = 15
« EM-PROTOCOL-VERSION-MINOR = 00
« GENERAL-PURPOSEFLAG=0

In this configuration, the BTS 10200 sends the P-DCS-LAES header and processes the receipt of the
P-DCS-LAES header based on configuration options specified by various flags in the Softswitch Trunk
Group Profile (softsw-tg-profile) table. The BTS also supports of all the new messages defined only in
Packet-cable 1.5 specifications (which include, REDIRECTION, CONFERENCE PARTY CHANGE,
SURVEILLANCE STOP). The BTS also enables support of the Electronic Surveillance Indication
attribute in the Signaling Start message. Furthermore, the BTS 10200 forwards the surveillance
responsibility towards the terminating party in call-forwarding/transfer situations.

Compliance with CALEA Requirements in PKT-SP-EM1.5-101-050128
Appendix A
Table 2-4 describes the requirements included in the PacketCable specification

PKT-SP-EM 1.5-101-050128, Appendix A and indicatesthe level of compliance provided by the CALEA
feature in Cisco BTS 10200.

Note  If the endpoint typeisa SIP endpoint, refer to Table 2-1. The section “BTS 10200 CALEA Interaction
with SIP Endpoints” section on page 2-6 identifies caveats that pertain to the operation of CALEA with
SIP endpoints.

Table 2-4 Cisco BTS 10200 Compliance with PKT-SP-EM 1.5-101-050128, Appendix A

Requirement Description Compliance

REQ2529 The PCES event message sent to the delivery function (DF) must not affect the Compliant
monotonically increasing sequence-number that appears in the Event Message header
sent to the RKS.

REQ6108 All PCES event messages must have the Event Object field in the EM Header attribute set |Compliant
to 1.
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Table 2-4 Cisco BTS 10200 Compliance with PKT-SP-EM 1.5-101-050128, Appendix A (continued)
Requirement Description Compliance
REQ6109 PCES event messages must not be sent to the RKS. Compliant
REQ6110 Intercept Access Points (for example, CMS, CMTS, and MGC) and DF must support the |Compliant
Radius Protocol over UDP.
REQ6111 If an AP does not receive an Accounting-Response message within the configured retry |Compliant
REQ6112 interval, it must continue resending the same Accounting-Request until it receives an
acknowledgment from the DF or the maximum number of retriesisreached. The |AP can
drop the request after the maximum retries is reached.
REQ6113 When a DF receives a PCES event message in a Radius Accounting-Request message Not applicable
from an IAP, it must send an Accounting-Response message to the |AP.
Section A.1, Service Instance Message
REQ2530 If the service (call) is under surveillance, the Service Instance Event Message must be  |Compliant
generated with all the standard required parameters and with the additional required
electronic surveillance parameters.
Section A.2, Signaling Start
REQ2534 If the service is under surveillance as defined in requirement 8, this event message must |Compliant
be generated with all the standard required parameters and with the additional required
electronic surveillance parameters.
REQ2535 The MGC must generate, timestamp, and send this event to the DF for aterminating call |Compliant
under surveillance to a PSTN gateway.
REQ2536 The MGC must timestamp this message when it sendsthe SS7 IAM message or transmits |Compliant
the dialed digits on an MF-trunk.
REQ2537 For an originating call from an MTA or from a PSTN Gateway, if the MGC receives Compliant
REQ2538 signaling notification from the terminating CM S that the call is to be intercepted but the
terminating device is unable to perform the interception, the MGC must timestamp and
send an additional Signaling_Start event message to the Electronic Surveillance Delivery
Function before it delivers a response to the originating MTA or PSTN gateway.
This Signaling_Start event message must contain the Electronic_Surveillance_Indication
attribute, and the value of the Direction_Indicator attribute must be integer 2
(2=Terminating).
REQ2539 The CM S must generate, timestamp, and send this event to the DF if the originating call |Compliant
from an MTA is under surveillance.
REQ2540 The CM S must timestamp and send this event message to the DF after all translation of |Compliant
the dialed digits is complete, whether the translation is successful or not. This includes
unroutable digits reported to the CMS (that is, partially dialed digits).
REQ2541 The CM S must generate, timestamp, and send this event to the DF for aterminating call |Compliant
to an MTA under surveillance, or for aterminating call under surveillance to an MTA.
REQ2542 The CM S must timestamp and send this event message to the Electronic Surveillance Compliant
Delivery Function prior to invoking any termination features.
REQ2534.13.1 |TheElectronic_Surveillance_|Indication attribute must be present in events sent to the DF |Compliant

for terminating calls that have been redirected by a surveillance subject.

Section A.3, Signaling Stop
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Table 2-4 Cisco BTS 10200 Compliance with PKT-SP-EM 1.5-101-050128, Appendix A (continued)
Requirement Description Compliance
REQ6120 If the service (call) is under surveillance, this event message must be generated with all  |Compliant
the standard required parameters and with the additional required electronic surveillance
parameters.
REQ6121 A Signaling_Stop message must not be generated unless a Signaling_Start message with |Compliant

the same BCID has been generated for the call.

REQ6122 A Signaling_Stop message must be generated if a Signaling_Start message with the same |Compliant
BCID has been generated for the call (In exception cases, this may be the result of a
proprietary timeout or cleanup process.)

REQ6123 Originating CMS: In the single-zone scenario, the originating CM S must timestamp this |Compliant
EM message immediately upon transmission of the NCS-signaling DLCX message.

REQ6124 Originating CMS: In the intradomain or interdomain scenario, the originating CMS must |Compliant
timestamp this message upon transmission of the last signaling event in the following list:

« Transmission of the NCS-signaling DLCX message
« Transmission of the CMSS-signaling BY E message or CANCEL message

REQ6125 Terminating CMS: In the single-zone scenario, the terminating CM S must timestamp this |Compliant
EM message immediately upon transmission of the NCS-signaling DLCX message.

REQ6124 Terminating CMS: Intheintradomain or interdomain scenario, the originating CMS must |Compliant
timestamp this message upon transmission of the last signaling event in the following list:

« Transmission of the NCS-signaling DLCX message
« Transmission of the CMSS-signaling BY E message or CANCEL message

REQ6124 Originating MGC (off-net to on-net): The originating MGC must timestamp this EM Compliant
message immediately upon the last signaling event in the following list:

 REQ6127.1—Transmission/receipt of an RLC to/from the Signaling Gateway that
communicates with the SS7 network

« REQ6127.2—Transmission of the MGC-issued TGCP DLCX message
« REQ6127.3—Receipt of an MG-issued TGCP DLCX message

« REQ6127.4—Transmission of the CMSS-signaling BY E message or CANCEL
message
REQ6128 Terminating MGC (on-net to off-net). Compliant

The terminating MGC must timestamp this EM message immediately upon transmission
of the TGCP-signaling DLCX message.

Section A .4, Call Answer

REQ2552 If the service (call) is under surveillance, this event message must be generated with all |Compliant
the standard required parameters and with the additional required electronic surveillance
parameters.
REQ2553 The CMS or MGC must send this event message to the DF. Compliant
Section A.5, Call Disconnect
REQ2556 If the service (call) is under surveillance, this event message must be generated with all  |Compliant
the standard required parameters and with the additional required electronic surveillance
parameters.
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Table 2-4 Cisco BTS 10200 Compliance with PKT-SP-EM 1.5-101-050128, Appendix A (continued)
Requirement Description Compliance
REQ2557 The CMS or MGC must send this event message to the DF. Compliant
Section A.6, QOS Reserve (Not applicable)
Section A.7, QOS Releases (Not applicable)
Section A.8, QOS Commit (Not applicable)
Section A.9, Media Report Message
REQ5992 The CM S and MGC must send this message: Compliant
REQ5992.1—When it opens a new media channel and receives a confirmation that
include identification of the Session Description Protocol (SDP)
REQ5992.2—When it closes a media channel
REQ5992.3—When it receives a new SDP for an open media channel
REQ5993 REQ5993—The CM S or MGC must timestamp this message on receipt of response from |Compliant
an endpoint that triggered the sending of the message (for example, aresponse from a
modify or delete connection).
REQ6071 REQ6071.1—The EM_Header attribute must be present as the first attribute of the EM. |Compliant
REQ6001 REQ6001.1—The CCC_ID attribute must be present for call content surveillance. CMS |Compliant
and MGC provide CCC_ID.
REQ6001.2—The CCC_ID attribute must not be present for call data surveillance.
REQ6002 REQ6002.1—The SDP_Upstream attribute must be included if SDPisreceived from the |Compliant
surveillance subject's associate.
REQ6003 REQ6003.1—The SDP_Downstream attribute must be included if SDP isreceived from |Compliant
the surveillance subject.
REQ6072 REQ6072.1—The Channel _State attribute must be included and set to “Open” if anew |Compliant
channel has been opened, to “Change” if SDP is being provided for an opened channel,
or to “Close” if the media channel has been closed.
REQ6073 REQ6073.1—The Flow_Direction attribute must be included and it must indicate the Not Compliant
direction of flow, either upstream or downstream. (BTSincludes
both SDPsin
one Media
report
message.)
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Table 2-4 Cisco BTS 10200 Compliance with PKT-SP-EM 1.5-101-050128, Appendix A (continued)
Requirement Description Compliance
Section A.10, Signal Instance Message
Section A.11, Terminal Display Information Attribute Structure
REQ5994 If the service is under surveillance, the Signal Instance message must be generated and |Compliant
time-stamped when any of the following events occurs, unless theinformation reportedin
the Signal Instance message would be redundant with the information reported by other
event messages (for example, Signaling_Start):
» REQ5994.1—The CMS receives a positive acknowledgment in response to a
Notification Request command that asked for immediate generation of asignal
contained in Table 66 the surveillance subject
« REQ5994.2—The CMS receives a Notify command that indicates the surveillance
subject'sinitiation of asignal contained in Table 67 of the PacketCable specification.
* REQ5994.3—For DTMF tones, the CM'S must not generate the Signal Instance
message until it has received all of the digits provided by the surveillance subject.
REQ5997 When the generation of the Signal Instance message isdueto Condition 1inthe preceding |Compliant
requirement (REQ5994), the Signal_Type attribute in Table 68 of’ the PacketCable must
be set to avalue of “1” (Network Signal).
REQ5998 The Alerting Signal, Subject Audible Signal, Terminal Display Info, and Misc Signaling |Compliant
Information attributes must be present in the Signal Instance message generated in
response to Condition 1 (Network Signal) if applied to the party under surveillance.
REQ5999 When the generation of the Signal Instance message is due to Condition 2 in REQ5994, |Compliant
the Signal Type attribute in Table 68 of the PacketCable specification must be set to a
value of “2” (Subject Signal).
REQ6000 The Switch Hook Flash, Digits Dialed, and Misc Signaling Information attributes must be |Compliant
present in the Signal Instance message that is generated if the subject under surveillance
receives any of these signaling instances.
REQ6074 The required attributes must be present in the Signal Instance message as defined in the |Compliant
REQ6075 Comment section of Table 68 in the PacketCable specification.
REQ6646
REQ6647
REQ6007
REQ6008
REQ6009
REQ6010
REQ6011
REQ6012
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Table 2-4 Cisco BTS 10200 Compliance with PKT-SP-EM 1.5-101-050128, Appendix A (continued)

Requirement Description Compliance

Section A.12, Conference Party Change

REQ6648 The CM S must generate this event message for a conference call that wasinitiated by the |Compliant
user under surveillance when:

+ REQ6648.1—The subject adds a one or more additional partiesto an existing call to
form a conference call.

- REQ6648.2—A party in a subject-initiated conference call is placed on hold.
- REQ6648.3—A party in a subject-initiated conference call is retrieved from hold.
REQ6649 The EM Header attribute must be present as the first attribute of the EM. Compliant

REQ6650 Within the EM Header, the BCID must be one of the BCIDs associated with acall leg  |Compliant
participating in the conference call.

REQ6651 Thisattribute must be included when known, to identify all communicating parties, when |Compliant
the conference is established by the intercept subject's service.

REQ6652 Thisattribute must be included when known, to identify acommunicating party when one |Compliant
isadded to the conference established by the intercept subject's service. Thisattribute can
appear multiple times, one for each added party. This attribute can appear independently
or in combination with other attributes.

REQ6653 This attribute must be included when known, to identify a previously communicating Partially

party, when that party is removed (for example, placed on hold) from the conference compliant
established by theintercept subject's service. Thisattribute can appear multipletimes, one |(hold cases not
for each removed party. This attribute can appear independently or in combination with |addressed)
other attributes.

Section A.13, Surveillance Stop
Not available | The CMS must timestamp this EM immediately at: Compliant
13—At the End of acall

14—When CM S determines that surveillance cannot be started, or can no longer be
performed

Not available |Surveillance Stop destination: Compliant
« 1—Surveillance Stop appliesto local surveillance only.

« 2—Surveillance Stop applies to both local and remote surveillance.
» 3= Surveillance Stop applies only to remote surveillance.

Not available |Surveillance Stop type: Compliant
e 1—End of surveillance (CDC and, if present, CCC)
« 2—End of CCC only (CDC to continue)

Not available |Electronic Surveillance Indication Compliant

This structure must be included when the local DF is not part of the DF chain (that is, the
CM S has not established a DF chain by not including the ESI attribute in a Signaling Start
EM). This structure must not be included when the local DF is part of the DF chain (that
is, the CM S has established a DF chain by including the ESI attribute in a Signaling Start
EM).

Cisco BTS 10200 Softswitch Network and Subscriber Feature Descriptions, Release 6.0.4
[ oL-25010-02 .m



Chapter 2 Lawful Intercept and Enhanced CALEA Features |

W Enhanced CALEA Features

Table 2-4 Cisco BTS 10200 Compliance with PKT-SP-EM 1.5-101-050128, Appendix A (continued)

Requirement Description Compliance
Section A.14, Redirection

Not available | The Redirection message must be sent to the DF if acall involving asurveillance subject |Compliant
is redirected and:

« The CMSisaware of the redirection.
» No Service Instance is generated for the redirection.

Not available |The EM Header, Redirected From Party Number, Redirected To Party Number, Carrier |Compliant
Identification Code, and Related BCID attribute must be sent according to the
requirements in Table 73 of the PacketCable Specification.

Compliance with CALEA Requirements in PKT-SP-CMSS1.5-101-050128
Section 7.7.2

Table 2-5 lists the requirements presented in the PacketCable specification PK TCBL 1.5 CM SS Section

7.7.2, Appendix D and indicates the level of compliance provided by the Enhanced CALEA feature for
Cisco BTS 10200.

Note ~ The BTS 10200 does not originate a REFER message to the other CM S to transfer the call but can
process the REFER message received from another CM S.

Table 2-5 Cisco BTS 10200 Compliance with PKTCBL 1.5 CMSS Section 7.7.2, Appendix D

Requirement |Description Compliance
Section 7.6.1, Procedures at Originating Exchange (REFER M ethod)

REQ5025 The CMS originating a REFER must include additional header parameters for Not applicable

P-DCS-Billing-Info, and should include the additional header parameters for

BTS does not originate
P-DCS-LAES, and P-DCS-Redirect, as specified in Section 7.7. 9!

REFER message on
CMSS trunk.

Section 7.7.2, P-DCS-LAES

REQ7454 The LAES-BCID field must always be present. The LAES-CCCID field must be  |Compliant
REQ7455 present when the LAES-Content field is present. The LAES-Key field must not be
included.

REQ7456

REQ7457 When CM SO receives a 3XX Redirect response containing a P-DCS-LAES header |Compliant
inresponseto an INVITE, or receives a REFER request containing aP-DCS-LAES
header in the Refer-To header for an active dialog, it must copy the received
P-DCS-LAES header into the subsequent INVITE that is generated as aresult of the
REFER or Redirect.

Cisco BTS 10200 Softswitch Network and Subscriber Feature Descriptions, Release 6.0.4
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Table 2-5 Cisco BTS 10200 Compliance with PKTCBL 1.5 CMSS Section 7.7.2, Appendix D (continued)

Requirement |Description ‘Compliance
Section 7.7.2.2.1.1, Redirected Call Ends Early

REQ7458 If CM SO receivesa REFER request or 3X X Redirect response message asdescribed |Compliant
above, but the call ends before the subsequent INVITE is sent (if, for example, the
call is abandoned), then CM SO must send a Surveillance Stop message to its local
DF containing the following information:

» REQ7458.1—The local BCID already assigned to the call (thisisarequired
field in the event message header)

» REQ7458.2—The remote BCID assigned by CM ST and received in the
P-DCS-LAES header

» REQ7458.3—The call-data | P address and port of the remote DF of CMST
received in the P-DCS-LAES header

» REQ7458.4—An indicator specifying that both call-data and call-content
surveillance are to be stopped

 REQ7458.5—An indicator specifying that the local surveillance session (if
active) and remote surveillance session are to be stopped

Section 7.7.2.2.1.2, P-DCS-LAES Header Cannot Be Included in Subsequent INVITE

Section 7.7.2.2.1.2.1, CM SO Chooses to Perform Requested Surveillance

REQ7459 If CMSO chooses to perform the requested call-data surveillance function, it must |Compliant
send a Signaling-Start message to itslocal DF containing the following information:

« REQ7459.1—The local BCID already assigned to the call (thisisarequired
field in the event message header)

 REQ7458.6—The remote BCID assigned by CMST and received in the
P-DCS-LAES header

» REQ7459.2—The call-data | P address and port of the remote DF of CMST
received in the P-DCS-LAES header

REQ7460 If CM SO isalready monitoring the call (for example, due to an outstanding lawfully |Compliant
authorized surveillance order on the originating subscriber) when it receives a
P-DCS-LAES header, it must send a second Signaling-Start messagetoitslocal DF,
containing the appropriate parameters as specified in the preceding item
(REQ7459).

REQ7461 If the P-DCS-LAES header received in the 3XX Redirect response or REFER Compliant
request also indicates that call content surveillance is to be performed (in addition
to call data surveillance), then CM SO must allocate alocal CCCID for the call and
request the CM TS of the originating line (or MG of the originating trunk if the
originator is off-net) to provide a copy of the call content to the local DF.

Cisco BTS 10200 Softswitch Network and Subscriber Feature Descriptions, Release 6.0.4
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Table 2-5

Cisco BTS 10200 Compliance with PKTCBL 1.5 CMSS Section 7.7.2, Appendix D (continued)

Requirement

Description

Compliance

REQ7462

In addition to the call-data information specified in REQ7459, CM SO must include
the following datain the Signaling-Start message to the local DF:

REQ7462.1—The local CCCID assigned to the call.

REQ7462.2—The remote CCCID assigned by CM ST and received in the
P-DCS-LAES header.

REQ7462.3—The call-content | P address and port of the remote DF of CMST
received in the P-DCS-LAES header.

REQ7462.4—When the call ends, CM SO must send a Surveillance-Stop
message to itslocal DF containing the local BCID and indicating that both local
and remote call-data and call-content surveillance are to be stopped.

Compliant

Section 7.7.2.2.1.2.2, CM SO Chooses to Perform Call-Data but Not Call-Content

REQ7463

If the P-DCS-LAES header received in the 3XX Redirect response or REFER
request indicates that both call-data and call-content surveillance are to be
performed, but CM SO chooses to support only call-data (and not call-content),

CM SO must send a Signaling-Start message to itslocal DF containing the call-data
information specified in Section 7.7.2.2.1.2.1.

Compliant

REQ7464

CM SO must send a Surveillance-Stop message containing the following
information:

REQ7464.1—The local BCID assigned by CM SO to the call. (This BCID was
bound to the remote surveillance session by the previous Signaling-Start
message.)

REQ7464.2—An indicator specifying that only the remote surveillance session
isto be stopped. (This allows alocal surveillance session that may bein
progress on the originating endpoint to continue.)

REQ7464.3—An indicator specifying that (only) call-content surveillanceisto
be stopped. (This allows the remote call-data surveillance to continue.)

Compliant

7.7.2.2.1.2.3 CMSO Chooses Not to Perform the Requested Surveillance

REQ7465

If CM SO chooses not to perform any of the requested surveillance functions, it must
send a Surveillance-Stop message to its local DF containing the following
information:

REQ7465.1—Thelocal BCID assigned by CM SO to the call. (Even though the
local BCID is arequired parameter, it does not convey any useful information
in this case, because the local BCID was not bound to the remote surveillance
session by a previous Signaling-Start message.)

REQ7465.2—The remote BCID assigned by CM ST and received in the
P-DCS-LAES header.

REQ7465.3—The call-data | P address and port of the remote DF of CMST
received in the P-DCS-LAES header.

REQ7465.4—An indicator specifying that only the remote surveillance session
isto be stopped. (This allows alocal surveillance session that may be in
progress on the originating endpoint to continue.)

Not applicable

Noscenarioisidentified
where CMSO (if BTS)
chooses not to perform
the requested
surveillance.
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Table 2-5 Cisco BTS 10200 Compliance with PKTCBL 1.5 CMSS Section 7.7.2, Appendix D (continued)
Requirement |Description Compliance
REQ7466 An indicator specifying that both call-data and call-content surveillance areto be  |Not applicable

stopped.

Noscenarioisidentified
where CM SO (if BTS)
chooses not to perform

the requested
surveillance.
Section 7.7.2.3.1, Terminating Line is Able to Accept the Call:
REQ7467 If the terminating line is able to accept the call and alocal outstanding lawfully Compliant
authorized electronic surveillance order exists for the line or if aP-DCS-LAES ; —
I dentity of terminatin
header was received in the INVITE, CMST must send a Signaling-Start message to I(ine isaﬁsumed to be g
the local DF containing the identity of the terminating line and the local BCID defined as the phone
assigned to the call. (The local BCID is a mandatory field.) number associated with
the terminating line.
Signaling start is sent
for theterminating party
as identified by the
information in the
INVITE message.)
If the call is forwarded
by theinitial
terminating party to
another subscriber, the
identify of the final
terminating party should
be derived from the last
Redirection message
associated with the call.
REQ7468 If a P-DCS-LAES header was received, CMST must include the following Compliant
additional information in the Signaling-Start message:
» REQ7468.1—The remote BCID assigned by the remote CM S and received in
the P-DCS-LAES header
» REQ7468.2—The call-data | P address and port of the remote DF received in the
P-DCS-LAES header
REQ7469 If either the local electronic surveillance order or thereceived P-DCS-LAES header |Compliant
indicates that call-content surveillance is to be performed, the CMST must allocate
alocal CCCID for the call and request the CMTS of the terminating line (or MG of
the terminating trunk if the terminator is off-net) in order to provide a copy of the
call content to the local DF.
REQ7470 In addition to the call-data parameters, the CM ST must include the local CCCID in |Compliant
the Signaling-Start message it sends to the local DF.
Cisco BTS 10200 Softswitch Network and Subscriber Feature Descriptions, Release 6.0.4
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Table 2-5

Cisco BTS 10200 Compliance with PKTCBL 1.5 CMSS Section 7.7.2, Appendix D (continued)

Requirement

Description

Compliance

REQ7471

If a P-DCS-LAES header was received that indicates that call-content surveillance
isto be performed, CMST must include the following additional information in the
Signaling-Start message:

« REQ7471.1—Theremote CCCID assigned by the remote CMS and received in
the P-DCS-LAES header

» REQ7471.2—The call-content | P address and port of the remote DF received in
the P-DCS-LAES header

Compliant

REQ7472

When the call ends, CM ST must send a Surveillance-Stop message to its local DF
containing the local BCID and indicating that both local and remote call-data and
call-content surveillance are to be stopped.

Compliant

Section 7.7.2.3.2, Terminating Line |s Unable to Accept the Call

REQ7473

If CMST receives an INVITE request containing a P-DCS-LAES header, and the
terminating endpoint is not able to accept the call for some reason (for example, line
is busy, line is unknown), and CM ST does not need to otherwise initiate a
surveillance session, CM ST must send a Surveillance-Stop message containing the
following information;

 REQ7473.1—The local BCID assigned by CMST to this call
Note  Toavoid affecting other surveillance sessions, CM ST must usethe BCID for
this call and not the BCID of any other in-progress call on the same line.
« REQ7473.2—The remote BCID received in the P-DCS-LAES header

» REQ7473.3—Thecall-data|P address and port of the remote DF received in the
P-DCS-LAES header

« REQ7473.4—An indicator specifying that both call-data and (if active)
call-content surveillance are to be stopped

Compliant

Section 7.7.2.3.3, Terminating CMS Is Unable to Perform Call-Content Surveillance

REQ7474

If CMST receives an INVITE containing a P-DCS-LAES header requesting
call-data and call-content surveillance, and CM ST is unable to perform the
call-content surveillance for some reason (for example, call routed to voice mail
server), CMST must continue to perform the call-data surveillance as specified in
Section 7.7.2.3.1.

Compliant

REQ7475

Once this procedure has established the local-to-remote call-data surveillance
information in the local DF, CMST must send a Surveillance-Stop message
containing the following information:

- REQ4857.1—The local BCID assigned to the terminating call
« REQ4857.2—An indication that call-content surveillance is to be terminated

Compliant

Section 7.7.2.3.4, Terminating CM S Redirects or Transfers the Call

REQ7476

If CMST isrequired to perform surveillance on a call (either as aresult of
terminating to a subscriber with alawfully authorized surveillance order, or as
specified in the P-DCS-LAES header of the INVITE message from the CM SO), but
the call is redirected or transferred to a new terminating line, CMST must send a
Signaling-Start message to the local DF containing the identity of the terminating
line and the local BCID assigned to the call.

Compliant

l_ Cisco BTS 10200 Softswitch Network and Subscriber Feature Descriptions, Release 6.0.4
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Cisco BTS 10200 Compliance with PKTCBL 1.5 CMSS Section 7.7.2, Appendix D (continued)

Requirement

Description

Compliance

REQ7477

If a P-DCS-LAES header was received, CM ST must include the following
additional information in the Signaling-Start message:

« REQ7477.1—The remote BCID assigned by the remote CM S and received in
the P-DCS-LAES header

» REQ7477.2—Thecall-data|P address and port of the remote DF received in the
P-DCS-LAES header

Compliant

REQ7478

If either the local electronic surveillance order or the received P-DCS-L AES header
indicates that call-content surveillance is to be performed, CMST must allocate a
local CCCID for the call.

Compliant

REQ7479

In addition to the call-data parameters, CM ST must include the local CCCID in the
Signaling Start message to the local DF.

Compliant

REQ7480

If aP-DCS-LAES header was received indicating that call-content surveillanceisto
be performed, then CM ST must include the following additional information in the
Signaling-Start message:

» REQ7480.1—The remote CCCID assigned by the remote CMS and received in
the P-DCS-LAES header

» REQ7480.2—The call-content | P address and port of the remote DF received in
the P-DCS-LAES header

Compliant

Section 7.7.2.3.4.1, CMST Sends REFER Request or Redirect Response!

REQ7481

If CMST transfers or forwards the call by sending a REFER request or Redirect
response to the originating CMS, then it must include a P-DCS-L AES header in the
Redirect response or in the Refer-To header of the REFER request.

Compliant

REQ7482

The P-DCS-LAES header must contain the following information:
» REQ7482.1—The local BCID assigned to the call
» REQ7482.2—The call-data | P address and port of the local DF

Compliant

REQ7483

If CM ST isrequired to perform call-content surveillance for the call, it must include
the following additional data in the P-DCS-LAES header:

» REQ7483.1—The local CCCID assigned to the call
» REQ7483.2—The call-content | P address and port of the local DF

Compliant

REQ5178

If the P-DCS-LAES header is present in the 183-Session-Progress response
(indicating surveillance is required on the terminating subscriber, but that the
terminating equipment is unable to perform that function), CM SO must include this
information in the Authorization for Quality of Service, or must signal this

information to the device performing the intercept (for example, a media gateway).

Compliant

REQ5221
REQ5349

If aP-DCS-LAES header is present in the 3xx response, CM SO should include that
header unchanged in the reissued INVITE.

Compliant

1. The BTS 10200 does not support sending a REFER message.
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Subscriber Features

Revised: May 14, 2012, OL-25010-02

Introduction

¢

Note

The Cisco BTS 10200 Softswitch supports subscriber features, including selected custom local area
signaling service (CLASS) features, as described in the following sections. Most of these features are
defined in Telcordia LSSGR documents or in corresponding I TU-T documents. In most cases, The
BTS 10200 features delivered via gateway clients behave identically to their PSTN counterparts. These
features are described in the following sections:

» Call Forwarding Features, page 3-6

- Call Waiting Features, page 3-45

» Calling Identity Features, page 3-55

« Direct Inward/Outward Dialing for PBX, page 3-64

» Hostage Negotiation, page 3-66

e Multiline Hunt Group (MLHG), page 3-71

» Features for Centrex Subscribers Only, page 3-106

- Additional Features Applicable to Centrex and POTS, page 3-111
Additional general information is provided in the following sections:

- Office Service ID and Default Office Service ID, page 3-167

« Notes on Bundling Features in Services, page 3-168

For network features, see Chapter 1, “Network Features.”

For lawful intercept and CALEA, see Chapter 2, “Lawful Intercept and Enhanced CALEA Features.”
For outgoing call restrictions see Chapter 4, “Class of Service Restrictions and Outgoing Call Barring
Features.”

Some features can be accessed and controlled by the subscriber using a handset and vertical service
codes (VSCs). VSCs are provisionable by the service provider (any valid unique ASCII string up to five
characters long), and the customary values are country specific. The VSC values used throughout this
chapter are for illustration purposes. For convenience, some V SC values are preprovisioned in the
BTS 10200. Thevalid formats for VSC ASCII strings are listed in the Vertical Service Code commands
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in the Cisco BTS 10200 Softswitch CLI Database. To view the current V SC values provisioned on your
system, use the show vsc CLI command. To provision V SCs, see the VSC provisioning procedurein the
Cisco BTS 10200 Softswitch Provisioning Guide.

Typically, the system responds to user handset actions by providing an appropriate announcement.
However, if an announcement is not provisioned or cannot be played, an appropriate tone (confirmation
tone or reorder tone) is played. A list of these announcements and tonesis provided in Chapter 8, “ Cause
Codes and Announcement IDs” in the Cisco BTS 10200 Softswitch Provisioning Guide.

ﬁ For information on provisioning these features, see the Feature Provisioning chapter in the
Cisco BTS 10200 Softswitch Provisioning Guide.

Interoperability

The BTS 10200 interworks with a wide range of network elements (NES), but there are certain
limitations. Cisco recommends that you keep the following caution in mind as you prepare to purchase
and use NEs for your network.

A

Caution  Somefeaturesinvolvethe use of other network elements (NES) deployed in the service provider network,
for example, gateways, media servers, announcement servers, eM TAs, and SIP phones. See the
“Component Interoperability” section of the Release Notes for a complete list of the specific peripheral
platforms, functions, and software loads that have been used in system testing for interoperability with
the BTS 10200 Release 6.0.4 software. Earlier or later releases of platform software might be
interoperable and it might be possible to use other functions on these platforms. The list in the Release
Notes certifies only that the required interoperation of these platforms, the functions listed, and the
protocols listed have been successfully tested with the BTS 10200.

Subscriber Feature List

Table 3-1 lists the subscriber features that are described in this chapter, an industry reference document
(if applicable), and the category of subscriber for which this service is available.

Table 3-1 Subscriber Features
Industry Reference Subscriber
Feature Description Document Category
Call Forwarding Features
Call Forwarding Unconditional (CFU) FSD 01-02-1401 Centrex
GR-580 POTS
Call Forwarding Variablefor Basic Business |FSD 01-02-1450 Centrex
Group (CFVBBG) GR-586 POTS
Remote Activation of Call Forwarding Centrex
(RACF) POTS

Cisco BTS 10200 Softswitch Network and Subscriber Feature Descriptions, Release 6.0.4
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Table 3-1 Subscriber Features (continued)
Industry Reference Subscriber
Feature Description Document Category
Remote Call Forwarding (RCF) FSD 01-02-1450 Centrex
GR-586 POTS
Call Forwarding Busy (CFB) FSD 01-02-1450 Centrex
TR-TSY-000586 POTS
Call Forwarding No Answer (CFNA) FSD 01-02-1450 Centrex
TR-TSY-000586 POTS
FSD 01-02-2200
TR-TSY-001520
Call Forwarding Combination (CFC) Centrex
POTS
Call Waiting Features
Call Waiting (CW) FSD 01-02-1201 Centrex
TR-NWT-000571 POTS
Cancel Call Waiting (CCW) FSD 01-02-1204 Centrex
TR-TSY-000572 POTS
Calling Identity Delivery on Call Waiting FSD 01-02-1090 Centrex
(CIDCW) TR-NWT-000575 POTS
Call Waiting Deluxe (CWD) Centrex
POTS
Calling Identity Features
Calling Identity Delivery FSD 01-02-1051 Centrex
- Calling Number Delivery (CND) GR-31-CORE POTS
- - FSD 01-02-1070
Calling Name Delivery (CNAM) TR-NWT-001188
Calling Line Identification Presentation FSD 01-02-1051 Centrex
(CLIP) GR-31-CORE POTS
and
ITU-T
Recommendation
1.251.3 (08/92)
Calling Identity Delivery Blocking (CIDB) |FSD 01-02-1053 Centrex
« Calling Number Delivery Blocking GR-391-CORE POTS

(CNDB)

- Calling Name Delivery Blocking
(CNAB)

« Calling Identity Delivery and
Suppression (CIDSD and CIDSS)
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Table 3-1 Subscriber Features (continued)
Industry Reference Subscriber
Feature Description Document Category
Calling Line Identification Restriction FSD 01-02-1053 Centrex
(CLIR) GR-391-CORE POTS
« Calling Number Delivery Blocking and
ITU-T
(CNDB) .
Recommendation
« Calling Name Delivery Blocking 1.251.4 (08/92)
(CNAB)
- Calling Identity Delivery and
Suppression (CIDSD and CIDSS)
Direct Inward/Outward Dialing for PBX
- Analog DID for PBX TIA/EIA-464B POTS only
- DOD For PBX FSD 04-02-0000 POTS only
TR-TSY-000524
Hostage Negotiation
» Hostage Negotiation Centrex
POTS
Multiline Hunt Group (MLHG)
Multiline Hunt Group (MLHG) FSD 01-02-0802 Centrex
TR-TSY-000569 POTS
Features for Centrex Subscribers Only
Call Hold (CHD) FSD 01-02-1305 Centrex only
TR-TSY-000579
Call Park and Call Retrieve FSD 01-02-2400 Centrex only
GR-2913-CORE
Direct Inward/Outward Dialing for Centrex |FSD 01-01-1000 Centrex only
TR-TSY-000520
Directed Call Pickup (With and Without FSD 01-02-2800 Centrex only
Barge-In) TR-TSY-000590
Distinctive Alerting/Call Waiting Indication |FSD 01-01-1110 Centrex only
(DA/CWI) GR-520-CORE
Multiple Directory Numbers (MDN) Centrex only
Additional Features Applicable to Centrex and POTS
Anonymous Call Rejection (ACR) FSD 01-02-1060 Centrex
TR-TSY-000567 POTS
Automatic Callback (AC)—Repeat Dialing |GR-215-CORE Centrex
POTS
Automatic Recall (AR)—Call Return GR-227-CORE Centrex
POTS

l_ Cisco BTS 10200 Softswitch Network and Subscriber Feature Descriptions, Release 6.0.4

0L-25010-02 |



| Chapter3

Subscriber Features

Subscriber Feature List

Table 3-1 Subscriber Features (continued)
Industry Reference Subscriber
Feature Description Document Category
Call Block - Reject Caller (CBLK) Centrex
POTS
Call Transfer (CT) FSD 01-02-1305 Centrex
TR-TSY-000579 POTS
Change Number (CN) Centrex
POTS
Customer-Originated Trace (COT) FSD 01-02-1052 Centrex
GR-216-CORE POTS
Do Not Disturb (DND) FSD 01-02-750 Centrex
SR-504 POTS
Hotline Service Centrex
(See also “Hotline-Variable Service POTS
(HOTV)” and “Warmline Service’)
Hotline-Variable Service (HOTV) Centrex
POTS
Interactive Voice Response (IVR) Functions Centrex
POTS
Limited Call Duration Service POTS
(Prepaid/Postpaid) with RADIUS Interface
to AAA
M essage Waiting Indicator (MWI)—Audible Centrex
and Visual POTS
Multiple Directory Numbers (MDN) POTS only
No Solicitation Announcement (NSA) Centrex
POTS
Privacy Screening (Calling Identity with Centrex
Enhanced Screening) POTS
Speed Call FSD 01-02-1101 Centrex
- Speed Call for Individual Subscribers | 1R 1SY-000570 POTS

e Group Speed Call (Centrex and MLHG
only)
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Table 3-1 Subscriber Features (continued)
Industry Reference Subscriber
Feature Description Document Category
Subscriber-Controlled Services and FSD 30-28-1000 Centrex
Screening List Editing (SLE) GR-220-CORE POTS
« Selective Call Forwarding (SCF) FSD 01-02-1410
TR-TSY-000217
« Selective Call Acceptance (SCA)
. — FSD 01-02-0760
. | IR R
Selective Call Rejection (SCR) TR-TSY-000218
- Distinctive Ringing/Call Waiting 'II:'EDT()SlYOéO(l)ig
(DRCW) Ther
Three-Way Calling (TWC) FSD 01-02-1301 Centrex
TR-TSY-000577 POTS
Three-Way Calling Deluxe (TWCD) Centrex
POTS
Usage-Sensitive Three-Way Calling FSD 01-02-1304 Centrex
(USTWC) TR-TSY-000578 POTS
Visual Message Waiting Indicator (VMWI) |GR-2942-CORE Centrex
POTS
Voice Mail (VM) and Voice Mail Always Centrex
(VMA) POTS
Warmline Service Centrex
(See also “Hotline Service”) POTS

Call Forwarding Features

Call forwarding is a group of features allowing incoming calls to a subscriber line to be forwarded to
another telephone number, including a cellular phone number, under various circumstances. Call
forwarding features allow asubscriber lineto be forwarded to anumber that itself can be forwarded. This
chaining of call forwardsis allowed to amaximum of five different stations aslong as none of the station
numbers appearstwicein theforwarding list (in order to prevent loops). Before forwarding acall outside
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of a zone or off net, the system must determine if the forwarding station already has an active call that
has been forwarded to the same destination. If so, forwarding is denied to the second call and a station
busy signal is returned to the caller.

Call Forwarding Enhancements

This feature allows a subscriber to activate CF on a new destination number (DN) without first having
to deactivate it on an old DN; the new DN overwrites the old on the BTS 10200. This aligns with
European CF standards. After the subscriber activates the new DN, an announcement confirms the new
DN and its CF status.

Thisfeature also allows a subscriber to check whether CF is active on a DN without having to manually
enter that DN. When the subscriber checks, the system plays an announcement explaining which DNs
have CF.

Prerequisites
This feature requires an announcement server that can support announcements with variable phrases.
This announcement server must be able to play messages regarding subscribers’ CF.

To provision this enhancement, see the Call Forwarding Enhancement section in the Cisco BTS 10200
Softswitch Provisioning Guide.

Types of Call Forwarding Features

The following types of call forwarding features are provided by the Cisco BTS 10200 Softswitch:
» Call Forwarding Unconditional (CFU)
» Call Forwarding Variable for Basic Business Group (CFVBBG)
« Remote Activation of Call Forwarding (RACF)
» Remote Call Forwarding (RCF).
- Call Forwarding Busy (CFB)
» Call Forwarding No Answer (CFNA)
» Call Forward Not Reachable (CFNR)
» Call Forwarding Combination (CFC)

« Call Forwarding Redirection (CFR)—This is a Sl P-specific feature. With CFR, the SIP endpoint
initiates the call forwarding. For adescription and provisioning commands, see the“ Sending 302 on
Call Redirection” section in the Cisco BTS 10200 Softswitch SIP Guide.

Call Forwarding Unconditional (CFU)

The Cisco BTS 10200 Softswitch providesthe call forwarding unconditional (CFU) feature. CFU allows
the user to forward all calls regardless of the status of the user’sline. A typical forwarding addressis
voice mail, aremote telephone, or an attendant.

Reference documents include:
e LSSGR module FSD 01-02-1401 (GR-580), Call Forwarding Variable

Cisco BTS 10200 Softswitch Network and Subscriber Feature Descriptions, Release 6.0.4
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e LSSGR module FSD 01-02-1450 (GR-586), Call Forwarding Subfeatures
« ITU-T Q-732.2
« ITUI-252.4

The service provider can provision the CFU feature to be active immediately on the customer line, or to
be activated by the individual subscriber using the handset. The user activates the CFU feature on the
local phone, and enters the forward-to phone number where the user wishes to have the calls forwarded.

Thisforward-to directory number (DN) isreferred to as the B-number. The allowed types of B-numbers
arelisted in Table 3-2.

Table 3-2 Allowed Types of B-numbers

Subscriber Type Allowed B-number

POTS DN, without extensions

Centrex Public access code + external DN, without extensions
An extension within the business group

The following conditions apply to the CFU feature:
« The CFU feature can be provided to POTS, Centrex, and MLHG subscribers.
» The CFU featureisin the deactivated mode unless activated by the service provider or subscriber.

» Call forwarding hop scenarios are restricted to a maximum of five hops. The call will be completed
on the provisioned maximum number of hops.

The CFU feature is composed of four associated features, which are described in the following sections:
» CFU Activation (CFUA), page 3-8
» CFU Deactivation (CFUD), page 3-11
e CFU Interrogation (CFUI), page 3-11
- CFU Invocation, page 3-12
Additional information about this feature is covered in the following sections:
» Invalid User Actions, page 3-12
» CFU Feature Interactions, page 3-13

» Feature Provisioning Commands, page 3-14

CFU Activation (CFUA)

This section discusses how the service provider can customize CFU activation, and the CFU activation
procedures available to the handset user.

Blocking Call Forwarding to Certain Types of DNs

The service provider can block call forwarding to certain types of DNsby provisioning the nature of dial
(NOD) parameter for the call-forwarding features (CFU, CFB, CFNA, and CFC) in the NOD Restrict
List (nod-restrict-list) table. For example, if you provision NOD=TOLL-FREE and NOD=EMG in the
nod-restrict-list table, the system will not allow call-forwarding to DNs of those types.

Cisco BTS 10200 Softswitch Network and Subscriber Feature Descriptions, Release 6.0.4
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Caution

P
Tip

If you want to block call-forwarding to an emergency (EMG) DN, such as 911, you must provision
NOD=EMG for the call-forwarding features (CFU, CFB, CFNA, and CFC) in the
NOD-RESTRICT-LIST. Thisisnecessary to comply with therulein Telcordiadocument GR-580, which
says that 911 should not be a permitted “forward to” number.

To provision the CFU feature, see the CFU provisioning procedure in the Cisco BTS 10200 Softswitch
Provisioning Guide.

CFUA Customization Options

The behavior of CFU activation can be customized using the following provisionable options.

Courtesy call (CC)—The CC flag controls the delivery of a courtesy call while activating CFU.
— A value of N indicates that no courtesy call will be placed.

— A value of ANS or NOANS indicates that a courtesy call will be placed. ANS means that the
courtesy call will haveto be answered for CFU to be activated. NOANS means that the courtesy
call does not have to be answered for CFU to be activated.

Second stage dial tone (SDT)—The SDT flag controlsthe delivery of adial tone after the subscriber
enters the vertical service code (V SC) for activation or interrogation of CFU. The permitted values
for thisflag are:

- NO_TONE

DIAL_TONE
STUTTER_DIAL_TONE
CONFIRMATION_TONE
CONFIRMATION_DIAL_TONE

N

Note  For SIP phone subscribers, the SDT parameter has no effect. The SDT option is available
through the dial plan in the SIP phone.

Final stage dial tone (FDT)—The FDT flag controls the system response to a successful activation,
deactivation, or interrogation of CFU by the subscriber. If FDT is not provisioned, the system
provides a success announcement. The permitted values for this flag are the same as for the SDT

flag.
A

Note For SIP phone subscribers, only the success announcements will be provided. The
confirmation tone and dial tone will not be provided, even if the FDT flag is set.

Reminder ring (RR)—When RR is provisioned as Y, a subscriber who has an idle station with CFU
activated, receives areminder ring when incoming calls are forwarded. If the subscriber goes
off-hook after hearing the RR, the system ignores the off-hook condition, and does not complete the
call to this station; the call is forwarded to the DN provisioned for CFU. A reminder ringisa
half-second burst of ringing. The reminder ring is not applied when the forwarding station is off
hook.
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Multiple call forwarding (M CF)—When MCEF is provisioned as Y, the system allows multiple
incoming calls to be forwarded by the subscriber at the same time. If a subscriber already has CFU
invoked, additional calls to the subscriber will be forwarded by CFU based on the MCF flag. If the
MCEF flag is set to N, the system allows only one CFU invocation.

International call forwarding (INTL)—When the INTL flag is set to N, the system does not allow
forwarding to an international number. When INTL is set to Y, the system checks for other
restrictions on international calls, and allows forwarding if there are no other restrictions
provisioned for the call type and calling number. (Other provisionable restrictions on international
calling can be based on the nature of dial [NOD] and the subscriber feature data.)

For detailed information on how to set these parameters, see the following sources:

CFUA Handset Procedures

To view alist of these feature options for CFU, use the show feature-profile-base fname=cfu%
CLI command.

To view the possible values for each of these feature options, see the Cisco BTS 10200 Softswitch
CLI Database. Pull down the Feature Matrix [By Table] menu option, then display the
FEATURE_PROFILE list.

To provision the CFU feature, see the CFU provisioning procedure in the
Cisco BTS 10200 Softswitch Provisioning Guide.

CFU can be activated by the service provider or by the individual user. The procedures are as follows:

CFU can be activated permanently at subscription time by the service provider. The service provider
provisions the forward-to DN as requested by the subscriber. All calls made to the subscriber’sline
will be forwarded to the single forward-to number that was provisioned.

CFU can be activated by the user as follows.

See the “CFUA Customization Options” section on page 3-9 for details of customized
features CC, SDT, and FDT.

The user lifts the handset and listens for dial tone.

The user presses the VSC applicable to CFU activation (for example, typically *72 in North
Americaand *57* in China). The VSC values are provisionable by the service provider.

If provisioned for SDT, and if CFU can be activated, the system returns the provisioned dial
tone.

The user enters the B-number (local, long distance, or international) where calls are to
be forwarded.

The user receives an appropriate error announcement if the forward-to number isinvalid or
restricted, or if the feature cannot be activated.

If the feature can be activated to the forward-to number entered, the system returns a
confirmation tone and attemptsto place a courtesy call to the forward-to number (if provisioned
for CC).

If the forwarded-to party answers the courtesy call (when CC is provisioned as ANS), or if CC
is provisioned as NOANS, the CFU feature is activated.
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Note  When CC is provisioned for ANS, and if the forwarded-to line is busy or does not answer,
the CFU featureis not activated. The user can still activate CFU by repeating the activation
procedure within 2 minutes of the first attempt. No courtesy call is set up during the second
attempt. The user hears aconfirmation tone. If more than 2 minutes el apse before the second
attempt, the second attempt is treated as a first attempt.

— If FDT isprovisioned, the user hears a confirmation tone for 1 second, followed by the
provisioned dial tone, indicating that activation was successful. If FDT is not provisioned, the
user hears a success announcement.

A

Note FDT and CC are mutually exclusive—The system never provides FDT if a courtesy call is
placed during the activation attempt (whether or not the courtesy call is answered). FDT is
only provided, if provisioned, when a courtesy call is not involved.

— CFU isnow activated, and will stay active until it is deactivated with the appropriate
deactivation VSC, or is overridden by the service provider viaa CLI command.

CFU Deactivation (CFUD)

CFU can be deactivated by the service provider viaa CLI command. Alternatively, CFU can be
deactivated by the individual user as follows:

Note  Seethe“CFUA Customization Options” section on page 3-9 for details of the customized

feature FDT.

The user lifts the handset and listens for dial tone.

The user presses the VSC applicable to CFU deactivation (for example, typically *73 in North
Americaand #57# in China). The VSC values are provisionable by the service provider.

The user receives an appropriate error announcement if the feature cannot be deactivated.

If deactivation was successful, and if FDT is provisioned, the user hears a confirmation tone for 1
second, followed by the provisioned dial tone. If FDT is not provisioned, the user hears a success
announcement.

CFU isnow deactivated, and will stay deactivated until it is activated with the appropriate activation
V SC, or is overridden by the service provider viaa CLI command.

CFU Interrogation (CFUI)

CFU interrogation allows a user to check whether CFU is activated to a particular phone. The user
performs an interrogation as follows.

See the “CFUA Customization Options” section on page 3-9 for details of customized features
SDT and FDT.

The user lifts the handset and listens for dial tone.

[ oL-25010-02
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» The user presses the VSC applicable to CFU interrogation (for example, typically *#57* in China).
The VSC values are provisionable by the service provider.

» |If provisioned for SDT, and if CFU can beinterrogated, the system returnsthe provisioned dial tone.
If not provisioned for SDT, no tones are provided.

» The user enters the forward-to number to be interrogated (B-number).

N

Note  The user can follow the B-number with a # to indicate the end of B-number entry.

)
Note If the user entersadigit string that does not match exactly the B-number against which CFU
was activated, the interrogation attempt results in an error announcement.

» The user receives an appropriate error announcement if the CFU feature is not forwarded to the
B-number entered, or if the B-number isinvalid.

- |If FDT is provisioned and the CFU feature is activated to the forward-to number entered, the user
hears a confirmation tone for 1 second, followed by the provisioned dial tone.

- If FDT isnot provisioned and the CFU feature is activated to the forward-to number entered, the
system returns a success announcement.

CFU Invocation

CFU invocation is the actual procedure the system follows to forward the call.

Invalid User Actions

The following user actions are invalid, and the system provides an appropriate error announcement:
» The user enters an invalid directory number (DN) for the B-number.

» The user triesto activate CFU (with CC set to ANS) for the second time within a 2-minute interval
toaDN which isdifferent from the one used in the first attempt. (In addition, the history associated
with the first attempt will be removed.)

« During CFU activation, the user enters a B-number that is determined by the system to be atype
blocked by provisioning in the NOD-RESTRICT-LIST table. For example, if the nature of dial
(NOD) for the B-number is set to EMG (emergency), but calls with NOD=EMG are blocked by
provisioning in the NOD-RESTRICT-LIST table, the activation to that B-number will be denied.

» Theuser triesto activate CFU from a DN that has outgoing calls blocked by the OCB feature, or the
user enters a B-number, but calls to that DN are blocked by OCB. For example, the call from the
user’ s phone to the B-number would be a domestic long-distance call, but these calls are blocked by
setting K=2 against the OCB feature in the SUBSCRIBER-FEATURE-DATA table.

Note  Thedatabasetables(NOD-RESTRICT-LIST and SUBSCRIBER-FEATURE-DATA) mentioned
inthe abovelist are described in the Cisco BTS 10200 Softswitch CL| Database. For information
on billing records, see the Cisco BTS 10200 Softswitch Billing Guide. For information on
measurements, see the Cisco BTS 10200 Softswitch Operations and Maintenance Guide.

» The user tries to activate CFU from or to a DN for which calls are restricted by the COS feature.
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The user tries to activate CFU when already activated (the B-number is not overwritten).

The user tries to activate CFU to an international DN, but the service provider has blocked
forwarding to international DNs. The service provider can block forwarding to international DNs
using the international flag in the FEATURE table.

The user tries to activate CFU to his or her own extension or DN.
The user tries to deactivate CFU when already deactivated.

Theuser interrogates CFU, but entersadigit string that does not match exactly the B-number against
which CFU was activated. For example, if CFU was activated with a5-digit string corresponding to
a Centrex extension, and interrogation is attempted using a 10-digit string of the complete DN, the
interrogation attempt will result in an error announcement. (See the complete list of standard Cisco
BTS 10200 announcements in the Cisco BTS 10200 Softswitch Provisioning Guide.)

The user tries to interrogate CFU on a fresh system (a system with no entry in the
SUBSCRIBER-FEATURE-DATA table). In this case, the user receives the error announcement
immediately after entering the interrogation code (for example, *#57*). The system does not wait
for the user to enter the B-number

CFU Feature Interactions

This section describes the interaction of other subscriber features with the CFU feature.

CLIP, CNAM, and CND (caller ID features)—When a call is forwarded, the forwarded-to party
receives the DN of the calling party on the caller ID display.

OCB—The interaction of CFU and OCB depends upon the sequence in which they are activated:

— If OCB isactivated prior to CFU activation—OCB screening is performed on each DN the user
enters when attempting to activate CFU. Successful CFU activation depends on the existing
OCB K-VALUE and the forward-to DN:

Note If the existing OCB K-VALUE is set to block calls to the forward-to DN, then the system
does not allow CFU activation. The user receives an error announcement.

Note If the OCB K-VALUE allows callsto this DN, then the CFU activation process continues.
Oncethe CFU activation attempt to a specific DN is accepted by the system, it is applicable
permanently regardless of any future OCB K-VALUE changes. That is, future changesto the
OCB K-VALUE have no effect on CFU invocation. CFU to this DN can be deactivated by
the user in the normal manner (#57#).

— If CFU isactivated prior to OCB activation—The user can activate the OCB feature, or change
the OCB K-VALUE, regardless of the existing CFU feature. However, invocation of OCB
depends upon the type of call:

Note  User-dialed calls—User-dialed calls can be blocked by OCB (depending onthe K-VALUE).

Note  Forwarded calls—CFU remains active as originally set up by the user, therefore, calls
forwarded by the CFU feature cannot be blocked using OCB screening.

[ oL-25010-02
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« COS—If acal toaDN isrestricted by COS screening, CFU cannot be activated or invoked to that
DN.

- If asubscriber has CFU activated and the operator attempts to use the BLV or Ol functions, the
operator will receive a busy tone and will not be able to perform an interrupt on the call.

Feature Provisioning Commands

Provisioning commands are available in the Cisco BTS 10200 Softswitch Provisioning Guide.

P

Tip To provision this feature, see the CFU provisioning procedure in the
Cisco BTS 10200 Softswitch Provisioning Guide.

Call Forwarding Variable for Basic Business Group (CFVBBG)

This section describes the CFVBBG feature and its associated features—CFVABBG, CFUD, and CFUI.

CFVBBG Description

Call Forwarding Variable for Basic Business Group (CFVBBG) isthe CFU variant for BBG subscribers
with Centrex service. It has the same behavior as CFU, except that it uses CFVABBG as its associated
activation feature. Associating CFVABBG causes different treatment of the courtesy call while
activating CFVBBG.

N

Note  The other associated features for CFVBBG are CFUD and CFUI. These associated features
behave the same as described in the “CFU Deactivation (CFUD)” and “CFU Interrogation
(CFUI)” sections.

N

Note  CFUA isnot an allowed associated feature for CFVBBG.

The following limitations and behaviors apply to CFVBBG:
« CFVBBG can be provided to Centrex and MLHG subscribers only.
- All feature interactions for CFVBBG are the same as for CFU.
- CFVBBG logs the billing record as a CFU record.

- CFVBBG generates measurements as CFU measurements.

CFVBBG Activation—CFVABBG

The system provides a BBG feature variant of CFUA called CFVABBG. For BBG subscribers, it is not
recommended to deliver a courtesy call to aforwarded-to extension of another internal BBG line while
activating forwarding. Other mechanics of operation of this feature are the same for CFVABBG as for
CFUA, except that the courtesy call (CC) flag is always turned off.

The following limitations and behaviors apply to CFVABBG.
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N

Note  Seethe“CFUA Customization Options” section on page 3-9 for details of the CC flag.

- CFVABBG can only be assigned to Centrex (BBG) subscribers.

» For typical business group call forwarding treatment, it is recommended to set the CC flagto N. In
this case, CFVABBG implements the following courtesy call treatment during activation:

— When activated to an extension, no courtesy call is placed.

— When activated to an outside line, a courtesy call is placed. If the forwarded-to party answers
the courtesy call, the feature is activated.

S,

Note If theforwarded-to lineisbusy or does not answer, the feature is not activated. The user can
still activate CFVBBG by repeating the activation procedure within 2 minutes of the first
attempt. No courtesy call is set up during the second attempt. The user hears a confirmation
tone. If more than 2 minutes el apse before the second attempt, the second attempt is treated
as afirst attempt.

- CFVABBG usesthe NOD-RESTRICT-LIST entry for CFU.

» Activating CFVBBG will create arecord in the SUBSCRIBER-FEATURE-DATA table with
FNAME as CFU.

« All feature interactions for CFVABBG are the same as for CFUA.
- CFVABBG logsthe hilling record as a CFUA record.
- CFVABBG generates measurements as CFUA measurements.

Note  Thedatabasetables(NOD-RESTRICT-LIST and SUBSCRIBER-FEATURE-DATA) mentioned
in the above list are described in the Cisco BTS 10200 Softswitch CLI Database. For information
on billing records, see the Cisco BTS 10200 Softswitch Billing Guide. For information on
measurements, see the Cisco BTS 10200 Softswitch Operations and Maintenance Guide.

Feature Provisioning Commands

Provisioning commands are available in the Cisco BTS 10200 Softswitch Provisioning Guide.

pe

Tip To provision this feature, see the CFVBBG provisioning procedure in the
Cisco BTS 10200 Softswitch Provisioning Guide.

Remote Activation of Call Forwarding (RACF)

Remote activation of call forwarding (RACF) permits user s to control their CFU functions when they
are away from the phone. The service provider sets up this function for the user, and designates a DN
the user should call to access interactive voice response (1VR) functions that control the RACF feature.
Once the RACF function is set up, the user can take the following actions from a remote station:

- Activate CFU
» Deactivate CFU

Cisco BTS 10200 Softswitch Network and Subscriber Feature Descriptions, Release 6.0.4
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- Change the target DN of CFU

The procedure is similar to making call-forwarding changes at a home or local business phone, but
requires the additional step of dialing the remote location:

» The user dials aremote-access DN and is prompted to enter the directory number of the home or
local business phone and then the RACF authorization code (a personal identification code, PIN).
The PIN can be shared by a group, or can be unique to the individual subscriber.

N
Note A shared (nonunique) PIN is usually assigned to the subscriber group by the service

provider. It can be changed only by the service provider, and not through handset
provisioning.

» Upon successful validation of the PIN, the user’s current CFU activation status is checked.

— If the CFU featureis currently inactive (calls are not being forwarded), the user is prompted to
enter a DN to which calls should be forwarded.

— If the CFU featureis currently active (calls are being forwarded), the user is given the option of
deactivating CFU or changing the DN to which call should be forwarded.

N

Note  When the user accesses the RACF function, and enters (or changes) the DN to which calls are
forwarded, the system checks the validity of the forwarded number.

» A subscriber with a unique PIN can change the PIN using the VSC function. (A specific VSC, for
example *98, is assigned and provisioned by the service provider.) The PIN can only be changed
from the base phone.

g%

For more details about the VR interactions for this feature, see Chapter 6, “Interactive V oice Response
Functions.”

Tip To provision this feature, see the RACF provisioning procedure in the
Cisco BTS 10200 Softswitch Provisioning Guide.

Remote Call Forwarding (RCF)

The Cisco BTS 10200 Softswitch implements the remote call forwarding (RCF) feature as specified in
LSSGR module FSD 01-02-1450 (GR-586), Call Forwarding Subfeatures.

RCF alowsall incoming callsto be routed automatically to aremote DN, which can be in another region
(NANP areafor North America). RCF is activated by the service provider at customer request. With the
RCF feature, all calls to the specified DN are always forwarded to a remote address. This serviceis
similar to the CFU service with these exceptions:

» Forwarding is always activated and not controlled by the customer. (The forwarded-to number
cannot be changed by direct customer action.)

» Nolocal office terminal (physical telephone) is associated with the dialed number from which
forwarding occurs.
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- Multiple simultaneous calls can be active between the base switching office and the remote RCF
terminal.

The billing data produced by the Cisco BTS 10200 Softswitch identifies the invoked feature as CFU and
not RCF. The calling party is charged for the call to the RCF DN. The called party (RCF DN) can be
charged for the CFU feature usage. The service provider can also charge the called party (RCF DN) for
the call from the RCF base DN to the remote DN.

To provision this feature, see the RCF provisioning procedure in the
Cisco BTS 10200 Softswitch Provisioning Guide.

Call Forwarding Busy (CFB)

Note

The Cisco BTS 10200 Softswitch provides the call forwarding busy (CFB) feature. CFB allows a user

(the called party) to instruct the network to forward calls when the lineis busy or unreachable. A typical
forwarding number is voice mail. The forwarding station is off hook when the CFB feature is executed,
therefore no reminder ring is generated. CFB is set up by the service provider at the subscriber’ srequest.

A specific trigger, T_NOT_REACHABLE, must be provisioned for the CFB feature to enable the call
forwarding on unreachable condition.

Reference documents include:
e LSSGR module FSD 01-02-1401 (GR-580), Call Forwarding Variable
e LSSGR Module FSD 01-02-1450 (GR-586), Call Forwarding Subfeatures
e ITU-T Q-732.2
« ITUI-252.4

The service provider can provision the CFB feature to be active immediately on the customer line, or to
be activated by the individual subscriber using the handset. The user activates the CFB feature on the
local phone, and enters the forward-to phone number where the user wishes to have the call s forwarded.
This forward-to DN isreferred to as the B-number. The allowed types of B-numbers are listed in
Table 3-3.

Table 3-3 Allowed Types of B-numbers

Subscriber Type Allowed B-number

POTS DN, without extensions

Centrex Public access code + external DN, without extensions
An extension within the business group

The following conditions apply to the CFB feature:
« The CFB feature can be provided to POTS, Centrex, and MLHG subscribers.
« The CFB feature isin the deactivated mode unless activated by the service provider or subscriber.

- Call forwarding hop scenarios are restricted to amaximum of five hops. The call will be completed
on the provisioned maximum number of hops.
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- Multiple call forwarding (MCF) is a provisionable option that allows multiple incoming calls to be
forwarded by the subscriber at the same time. If a subscriber already has CFB invoked, additional
callsto the subscriber will be forwarded by CFB based on the MCF flag. If the MCF flag is turned
off, only one CFB invocation is allowed.

The CFB feature is composed of four associated features, which are described in the sectionsthat follow:
- CFB Variable Activation (CFBVA), page 3-18
« CFB Variable Deactivation (CFBVD), page 3-20
» CFB Interrogation (CFBI), page 3-20
- CFB Invocation, page 3-21
Additional information about this feature is covered in the following sections:
» Invalid User Actions, page 3-21
- CFB Feature Interactions, page 3-22
» Feature Provisioning Commands, page 3-23

CFB Variable Activation (CFBVA)

This section discusses how the service provider can customize CFBV A, and the CFBV A procedures
available to the handset user.

Blocking Call Forwarding to Certain Types of DNs

The service provider can block call forwarding to certain types of DNs by provisioning the nature of dial
(NOD) parameter for the call-forwarding features (CFU, CFB, CFNA, and CFC) in the NOD Restrict
List (nod-restrict-list) table. For example, if you provision NOD=TOLL-FREE and NOD=EMG in the
nod-restrict-list table, the system will not allow call-forwarding to DNs of those types.

A

Caution  If you want to block call-forwarding to an emergency (EMG) DN, such as 911, you must provision
NOD=EMG for the call-forwarding features (CFU, CFB, CFNA, and CFC) in the
NOD-RESTRICT-LIST. Thisisnecessary to comply with therulein Telcordiadocument GR-580, which
says that 911 should not be a permitted “forward to” number.

P

Tip To provision the CFB feature, see the CFB provisioning procedure in the
Cisco BTS 10200 Softswitch Provisioning Guide.

CFBVA Customization Options
The behavior of CFBV A can be customized using the following provisionable options. The detailed
provisioning steps for these options are provided in the Cisco BTS 10200 Softswitch Provisioning Guide.

» Courtesy call (CC)—The CC flag controls the delivery of a courtesy call while activating CFB.
Although this option can be provisioned, as a practical matter it usually is not provided with CFB
service in most markets.

- Second stage dial tone (SDT)—The SDT flag controlsthe delivery of adial tone after the subscriber
enters the VSC for activation or interrogation of CFB. The permitted values for this flag are:

— NO_TONE
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— DIAL_TONE

- STUTTER_DIAL_TONE

— CONFIRMATION_TONE

— CONFIRMATION_DIAL_TONE

Note  For SIP phone subscribers, the SDT parameter has no effect. The SDT option is available
through the dial plan in the SIP phone.

Final stage dial tone (FDT)—The FDT flag controls the system response to a successful activation,
deactivation, or interrogation of CFB by the subscriber. If FDT is not provisioned, the system
provides a success announcement. The permitted values for this flag are the same as for the SDT

flag.
~

Note  For SIP phone subscribers, only the success announcements will be provided. The
confirmation tone and dial tone will not be provided, even if the FDT flag is set.

Multiple call forwarding (MCF)—When provisioned as Y, MCF allows multiple incoming calls to
be forwarded by the subscriber at the same time. If asubscriber already has CFB invoked, additional
calls to the subscriber will be forwarded by CFB based on the MCF flag. If the MCF flag is set to
N, only one CFB invocation is allowed.

International call forwarding (INTL)—When the INTL flag is set to N, forwarding to an
international number isnot allowed. When INTL issetto Y, the system checksfor other restrictions
on international calls, and allows forwarding if there are no other restrictions provisioned for the
call type and calling number. (Other provisionable restrictions on international calling can be based
on the nature of dial (NOD) and the subscriber feature data.)

For detailed information on how to set these parameters, see the following sources:

To view alist of these feature options for CFU, use the show featur e-profile-base fname=cfb%
CLI command.

To view the possible values for each of these feature options, see the Cisco BTS 10200 Softswitch
CLI| Database. Pull down the Feature Matrix [By Table] menu option, then display the
FEATURE_PROFILE list.

To provision the CFB feature, see the CFB provisioning procedure in the
Cisco BTS 10200 Softswitch Provisioning Guide.

CFBVA Handset Procedures

CFB can be activated by the service provider or by the individual user. The procedures are as follows:

N

Note

CFB can be activated permanently at subscription time by the service provider. The service provider
provisionstheforward-to DN asrequested by the subscriber. When the phoneis off hook, calls made
to the subscriber’ s line will be forwarded to the single forward-to number that was provisioned.

CFB can be activated by the user as follows.

See the “CFBV A Customization Options” section on page 3-18 for details of customized
features CC, SDT, and FDT.

— The user lifts the handset and listens for dial tone.
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— The user presses the VSC applicable to CFB activation (for example, typically *90 in North
Americaand *40* in China). The VSC values are provisionable by the service provider.

— If provisioned for SDT, and if CFB can be activated, the system returns the provisioned dial
tone.

— The user enters the B-number (local, long distance, or international) where calls are to
be forwarded.

N
Note  Centrex subscribers can specify a second forwarding number for in-group calls, but they

cannot program this forwarding number via handset. The service provider setsthis up at the
Centrex subscriber’s request.

— The user receives an appropriate error announcement if the forward-to number isinvalid or
restricted, or if the feature cannot be activated.

— If FDT is provisioned, the user hears a confirmation tone for 1 second, followed by the
provisioned dial tone, indicating that activation was successful. If FDT is not provisioned, the
user hears a success announcement.

— CFB isnow activated, and will stay active until it is deactivated with the appropriate
deactivation VSC, or is overridden by the service provider viaa CLI command.

CFB Variable Deactivation (CFBVD)

CFB can be deactivated by the service provider. viaa CLI command. Alternatively, CFB can be
deactivated by user as follows.

N
Note  Seethe“CFBVA Customization Options” section on page 3-18 for details of the customized
feature FDT.

« The user lifts the handset and listens for dial tone.

» The user presses the VSC applicable to CFB deactivation (for example, typically *91 in North
America and #40# in China). The VSC values are provisionable by the service provider.

» The user receives an appropriate error announcement if the feature cannot be deactivated.

« |If deactivation was successful, and if FDT is provisioned, the user hears a confirmation tone for
1 second, followed by the provisioned dial tone. If FDT is not provisioned, the user hears a success
announcement.

CFB isnow deactivated, and will stay deactivated until it isactivated with the appropriate activation VSC
or is overridden by the service provider viaa CLI command.

After deactivation, the incoming calls are not forwarded and are completed on the user's phone. If the
user has subscribed to and activated call waiting (CW), the system provides the CW tone, and further
CW procedures will apply.

CFB Interrogation (CFBI)

CFB interrogation allows a user to check whether CFB is activated to a particular phone. The user
performs an interrogation as follows.
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N

Note  Seethe“CFBVA Customization Options” section on page 3-18 for details of customized

CFB Invocation

features SDT and FDT.

The user lifts the handset and listens for dial tone.

The user presses the V SC applicable to CFB interrogation (for example, typically *#40* in China).
The VSC values are provisionable by the service provider.

If provisioned for SDT, and if CFB can beinterrogated, the system returnsthe provisioned dial tone.
If not provisioned for SDT, no tones are provided.

The user enters the forward-to number to be interrogated (B-number).

Note  The user can follow the B-number with a # to indicate the end of B-number entry.

Note If theuser entersadigit string that does not match exactly the B-number against which CFB
was activated, the interrogation attempt will result in an error announcement.

The user receives an appropriate error announcement if the CFB feature is not forwarded to the
B-number entered, or if the B-number isinvalid.

If FDT is provisioned and the CFB feature is activated to the forward-to number entered, the user
hears a confirmation tone for 1 second, followed by the provisioned dial tone.

If FDT is not provisioned and the CFB feature is activated to the forward-to number entered, the
system returns a success announcement.

CFB invocation is the actual procedure the system follows to forward the call.

Invalid User Actions

The

Note

following user actions are invalid, and the system provides an appropriate error announcement:
The user enters an invalid directory number (DN) for the B-number.

During CFB activation, the user enters a B-number that is determined by the system to be a type
blocked by provisioning in the NOD-RESTRICT-LIST table. For example, if the nature of dial
(NOD) for the B-number is set to EMG (emergency), but calls with NOD=EMG are blocked by
provisioning in the NOD-RESTRICT-LIST table, the activation to that B-number will be denied.

The user triesto activate CFB from aDN that has outgoing calls blocked by the OCB feature, or the
user enters a B-number, but calls to that DN are blocked by OCB. For example, the call from the
user’ s phone to the B-number would be a domestic long-distance call, but these calls are blocked by
setting K=2 against the OCB feature in the SUBSCRIBER-FEATURE-DATA table.

Thedatabasetables(NOD-RESTRICT-LIST and SUBSCRIBER-FEATURE-DATA) mentioned
inthe abovelist are described in the Cisco BTS 10200 Softswitch CLI Database. For information
on billing records, see the Cisco BTS 10200 Softswitch Billing Guide. For information on
measurements, see the Cisco BTS 10200 Softswitch Operations and Maintenance Guide.
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» The user tries to activate CFB from or to a DN for which calls are restricted by the COS feature.
» The user triesto activate CFB when already activated (the B-number is not overwritten).

» The user triesto activate CFB to an international DN, but the service provider has blocked
forwarding to international DNs. The service provider can block forwarding to international DNs
using the international flag in the FEATURE table.

e The user tries to activate CFB to his or her own extension or DN.
» The user tries to deactivate CFB when already deactivated.

« Theuser interrogates CFB, but entersadigit string that does not match exactly the B-number against
which CFB was activated. For example, if CFB was activated with a 5-digit string corresponding to
a Centrex extension, and interrogation is attempted using a 10-digit string of the complete DN, the
interrogation attempt will result in the applicable announcement. (See the complete list of standard
Cisco BTS 10200 announcements in the Cisco BTS 10200 Softswitch Operations and Maintenance
Guide.)

» The user tries to interrogate CFB on afresh system (a system with no entry in the
SUBSCRIBER-FEATURE-DATA table). In this case, the user receives the error announcement
immediately after entering *#40*. The system does not wait for the user to enter the B-number.

CFB Feature Interactions

This section describes the interaction of other subscriber features with the CFB feature.

CLIP,CNAM, and CND (caller ID features)—When acall isforwarded, the forwarded-to party receives
the DN of the calling party on the caller ID display.

OCB—The interaction of CFB and OCB depends upon the sequence in which they are activated:

- If OCB is activated prior to CFB activation—OCB screening is performed on each DN the user
enters when attempting to activate CFB. Successful CFB activation depends on the existing OCB
K-VALUE and the forward-to DN:

— If theexisting OCB K-VALUE is set to block calls to the forward-to DN, then the system does
not allow CFB activation. The user receives an error announcement.

— Ifthe OCB K-VALUE allows callsto this DN, then the CFB activation process continues. Once
the CFB activation attempt to a specific DN is accepted by the system, it is applicable
permanently regardless of any future OCB K-VALUE changes. That is, future changes to the
OCB K-VALUE have no effect on CFB invocation. CFB to this DN can be deactivated by the
user in the normal manner (#40%#).

« |If CFB isactivated prior to OCB activation—The user can activate the OCB feature, or change the
OCB K-VALUE, regardless of the existing CFB feature. However, invocation of OCB depends upon
the type of call:

— User-dialed calls—User-dialed calls can be blocked by OCB (depending on the K-VALUE).

— Forwarded calls—CFB remainsactive asoriginally set up by the user, therefore, callsforwarded
by the CFB feature cannot be blocked using OCB screening.

CW (or CWD)—If both CFB and CW (or CWD) are subscribed to and activated by the user, CW (or
CWD) takes precedence. An incoming call to a user already on a call with CW (or CWD) activated will
be given the CW (or CWD) tone, and further CW (or CWD) procedures will be applied. The following
additional conditions apply:

« If auser with CW (or CWD) is already involved in a call, the next incoming call is not forwarded.
However, any additional incoming calls will be forwarded.
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- If auser with CW (or CWD) has gone off hook but has not yet completed a call or the call isin a
ringing state, and there is an incoming call, the call will be forwarded.

COS—If acall toaDN isrestricted by COS screening, CFB cannot be activated or invoked to that DN.

AR—If Automatic Recall (AR) isused to call a subscriber with CFB feature, the call is not forwarded
when the CFB subscriber is off-hook. Instead, the calling subscriber hears the announcement “ The user
you are calling isbusy. The system will check the linefor next 30 minutes, and then you will be notified”.
Therefore, CFB feature is not activated when AR is used to call an off-hook CFB subscriber. For
example, consider a situation where Subscriber A usesthe AR feature to call another Subscriber B, who
has the CFB feature activated to forward all callsto C. Subscriber B is now off-hook, and Subscriber A
calls Subscriber B using AR. In this case, A's call is not forwarded to C. Instead, Subscriber A hears an
announcement informing that Subscriber B is busy.

Feature Provisioning Commands

P

Tip

Provisioning commands are available in the Cisco BTS 10200 Softswitch Provisioning Guide.

To provision this feature, see the CFB provisioning procedure in the
Cisco BTS 10200 Softswitch Provisioning Guide.

Call Forwarding No Answer (CFNA)

Note

The BTS 10200 providesthe call forwarding no answer (CFNA) feature. CFNA allowsauser (the called
party) to instruct the network to forward incoming callsthat are not answered within a specified number
of rings. (Five rings is the default setting, but number of ringsis configurable.) A typical forwarding
number is voice mail. This service can be used with either rotary or dual tone multifrequency (DTMF)
equipped customer premises equipment (CPE).

The service provider can provision a parameter that determines the timeout (and thus the number of
6-second rings) before a call is forwarded. The timeout can be set at the feature level (in the Feature
table) and at the subscriber level (in the Subscriber Feature Datatable), and the setting for the subscriber
takes precedence over the setting at the feature level.

The CFNA feature affects the called party in specific ways, depending upon whether the called party
phone is on hook or off hook when the call comesin:

- If the forwarding phone is on hook when a call comesin, the phone will ring in the normal manner,
and then the call will be forwarded when the CFNA timer runs out.

- If theforwarding phoneis off hook when the call comesin, no reminder ring is generated. However,
if the user has subscribed to and activated CW (or CWD), the CW (or CWD) treatment will be given
first, and then the call will be forwarded after the CFNA timer runs out. The forwarding station is
ringing when the CFNA feature is executed, therefore no reminder ring is generated.

Reference documents include:
e LSSGR module FSD 01-02-1401 (GR-580), Call Forwarding Variable
» LSSGR Module FSD 01-02-1450 (GR-586), Call Forwarding Subfeatures
e LSSGR module FSD 01-02-2200 (GR-1520), Ring Control
. ITU-TQ-732.2
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« ITUI-252.4

The service provider can provision the CFNA feature to be active immediately on the customer line, or
to be activated by the individual subscriber using the handset. The user activates the CFNA feature on
the local phone, and enters the forward-to phone number where the user wishes to have the calls

forwarded. Thisforward-to DN isreferred to asthe B-number. The allowed types of B-numbersare listed

in Table 3-4.

Table 3-4 Allowed Types of B-numbers

Subscriber Type Allowed B-number

POTS DN, without extensions

Centrex Public access code + external DN, without extensions
An extension within the business group

The following conditions apply to the CFNA feature:
- The CFNA feature can be provided to POTS, Centrex, and MLHG subscribers.
- The CFNA featureisin the deactivated mode unless activated by the service provider or subscriber.

- Call forwarding hop scenarios are restricted to a maximum of five hops. The call will be completed
on the provisioned maximum number of hops.

« Multiple call forwarding (MCF) is a provisionable option that allows multiple incoming calls to be
forwarded by the subscriber at the sametime. If a subscriber already has CFNA invoked, additional
callsto the subscriber will be forwarded by CFNA based on the MCF flag. If the MCF flag is turned
off, only one CFNA invocation is allowed.

The CFNA feature is composed of four associated features, which are described in the sections that
follow:

- CFNA Variable Activation (CFNAVA), page 3-24
« CFNA Variable Deactivation (CFNAVD), page 3-27
» CFNA Interrogation (CFNALI), page 3-27
« CFNA Invocation, page 3-28
Additional information about this feature is covered in the following sections:
« Invalid User Actions, page 3-28
» CFNA Feature Interactions, page 3-29

» Feature Provisioning Commands, page 3-30

CFNA Variable Activation (CFNAVA)

This section discusses how the service provider can customize CFNAV A, and the CFNAV A procedures
available to the handset user.

Blocking Call Forwarding to Certain Types of DNs

The service provider can block call forwarding to certain types of DNs by provisioning the nature of dial
(NOD) parameter for the call-forwarding features (CFU, CFB, CFNA, and CFC) in the NOD Restrict
List (nod-restrict-list) table. For example, if you provision NOD=TOLL-FREE and NOD=EMG in the
nod-restrict-list table, the system will not allow call-forwarding to DNs of those types.
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Caution

P
Tip

If you want to block call-forwarding to an emergency (EMG) DN, such as 911, you must provision
NOD=EMG for the call-forwarding features (CFU, CFB, CFNA, and CFC) in the
NOD-RESTRICT-LIST. Thisisnecessary to comply with therulein Telcordiadocument GR-580, which
says that 911 should not be a permitted “forward to” number.

To provision the CFNA feature, see the CFNA provisioning procedure in the
Cisco BTS 10200 Softswitch Provisioning Guide.

CFNAVA Customization Options

The behavior of CFNAV A can be customized using the following provisionable options. The detailed
provisioning steps for these options are provided in the Cisco BTS 10200 Softswitch Provisioning Guide.

Courtesy call (CC)—The CC flag controls the delivery of a courtesy call while activating CFNA.
Although this option can be provisioned, as a practical matter it usually is not provided with CFNA
service in most markets.

Second stage dial tone (SDT)—The SDT flag controlsthe delivery of adial tone after the subscriber
enters the VSC for activation or interrogation of CFNA. The permitted values for this flag are:

- NO_TONE

DIAL_TONE
STUTTER_DIAL_TONE
CONFIRMATION_TONE
CONFIRMATION_DIAL_TONE

~

Note  For SIP phone subscribers, the SDT parameter has no effect. The SDT option is available
through the dial plan in the SIP phone.

Final stage dial tone (FDT)—The FDT flag controls the system response to a successful activation,
deactivation or interrogation of CFNA by the subscriber. If FDT is not provisioned, the system
provides a success announcement. The permitted values for this flag are the same as for the SDT

flag.
~

Note  For SIP phone subscribers, only the success announcements will be provided. The
confirmation tone and dial tone will not be provided, even if the FDT flag is set.

Multiple call forwarding (M CF)—When provisioned as Y, MCF allows multiple incoming callsto
be forwarded by the subscriber at the same time. If a subscriber already has CFNA invoked,
additional calls to the subscriber will be forwarded by CFNA based on the MCF flag. If the MCF
flag is set to N, only one CFNA invocation is allowed.

International call forwarding (INTL)—When the INTL flag is set to N, forwarding to an
international number isnot allowed. When INTL issetto Y, the system checksfor other restrictions
on international calls, and allows forwarding if there are no other restrictions provisioned for the
call type and calling number. (Other provisionable restrictions on international calling can be based
on the nature of dial (NOD) and the subscriber feature data.)

For detailed information on how to set these parameters, see the following sources:
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- Toview alist of these feature options for CFU, use the show featur e-profile-base fname=cfna%
CLI command.

- To view the possible values for each of these feature options, see the Cisco BTS 10200 Softswitch
CLI Database. Pull down the Feature Matrix [By Table] menu option, then display the
FEATURE_PROFILE list.

» To provision the CFNA feature, see the CFNA provisioning procedure in the
Cisco BTS 10200 Softswitch Provisioning Guide.

CFNAVA Handset Procedures

CFNA can be activated by the service provider or by the individual user. The procedures are as follows:

« CFNA can be activated permanently at subscription time by the service provider. The service
provider provisions the forward-to DN as requested by the subscriber. When the phone is not
answered, calls made to the subscriber’ sline will be forwarded to the single forward-to number that
was provisioned.

« CFNA can be activated by the user as follows.
Y

Note  Seethe“CFNAVA Customization Options’ section on page 3-25 for details of customized
features CC, SDT, and FDT.

— The user lifts the handset and listens for dial tone.

— The user presses the VSC applicable to CFNA activation (for example, typically *92 in North
Americaand *41* in China). The VSC values are provisionable by the service provider.

— If provisioned for SDT, and if CFNA can be activated, the system returns the provisioned dial
tone.

— The user enters the B-number (local, long distance, or international) where calls are to
be forwarded.

N
Note  Centrex subscribers can specify a second forwarding number for in-group calls, but they

cannot program this forwarding number via handset. The service provider setsthisup at the
Centrex subscriber’s request.

— The user receives an appropriate error announcement if the forward-to number isinvalid or
restricted, or if the feature cannot be activated.

— If the feature can be activated to the forward-to number entered, the system returns a
confirmation tone and attemptsto place a courtesy call to the forward-to number (if provisioned
for CC).

— If the forwarded-to party answers the courtesy call (when CC is provisioned as ANS), or if CC
is provisioned as NOANS, the CFNA feature is activated.

Note  When CC is provisioned for ANS, and if the forwarded-to line is busy or does not answer,
the CFNA feature is not activated. The user can still activate CFNA by repeating the
activation procedure within 2 minutes of the first attempt. No courtesy call is set up during
the second attempt. The user hears a confirmation tone. If more than 2 minutes elapse before
the second attempt, the second attempt is treated as a first attempt.
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- |If FDT isprovisioned, the user hears a confirmation tone for 1 second, followed by the provisioned
dial tone, indicating that activation was successful. If FDT is not provisioned, the user hears a
success announcement.

- CFNA isnow activated, and will stay active until it is deactivated using the appropriate deactivation
V SC, or is overridden by the service provider viaa CLI command.

CFNA Variable Deactivation (CFNAVD)

CFNA can be deactivated by the service provider viaa CLI command. Alternatively, CFNA can be
deactivated by the individual user as follows.

N
Note  Seethe“CFNAVA Customization Options” section on page 3-25 for details of the customized
feature FDT.

» The user lifts the handset and listens for dial tone.

» The user presses the VSC applicable to CFNA deactivation (for example, typically *93 in North
America and #41# in China). The VSC values are provisionable by the service provider.

« The user receives an appropriate error announcement if the feature cannot be deactivated.

» |If deactivation was successful, and if FDT is provisioned, the user hears a confirmation tone for
1 second, followed by the provisioned dial tone. If FDT is not provisioned, the user hears a success
announcement.

CFNA isnow deactivated, and will stay deactivated until it is activated using the appropriate activation
VSC or is overridden by the service provider viaa CLI command.

After deactivation, the incoming calls are not forwarded and are completed on the user's phone.

CFNA Interrogation (CFNAI)

CFNA interrogation allows a user to check whether CFNA is activated to a particular phone. The user
performs an interrogation as follows.

N
Note  Seethe“CFNAVA Customization Options’ section on page 3-25 for details of customized
features SDT and FDT.

» The user lifts the handset and listens for dial tone.

» Theuser pressesthe V SC applicableto CFNA interrogation (for example, typically *#41* in China).
The VSC values are provisionable by the service provider.

« |If provisioned for SDT, and if CFNA can beinterrogated, the system returns a confirmation tone for
one second and then the provisioned dial tone. If not provisioned for SDT, no tones are provided.

» The user enters the forward-to number to be interrogated (B-number).

~

Note  The user can follow the B-number with a # to indicate the end of B-number entry.
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S,

Note If the user enters adigit string that does not match exactly the B-number against which
CFNA was activated, the interrogation attempt will result in an error announcement.

» The user receives an appropriate error announcement if the CFNA feature is not forwarded to the
B-number entered or if the B-number isinvalid.

- |If FDT isprovisioned and the CFNA feature is activated to the forward-to number entered, the user
hears a confirmation tone for one second, followed by the provisioned dial tone.

- If FDT isnot provisioned and the CFNA feature is activated to the forward-to number entered, the
system returns a success announcement.

CFNA Invocation

CFNA invocation is the actual procedure the system follows to forward the call.

Invalid User Actions

The following user actions are invalid, and the system provides an appropriate error announcement:
e The user enters an invalid directory number (DN) for the B-number.

« During CFNA activation, the user enters a B-number that is determined by the system to be atype
blocked by provisioning in the NOD-RESTRICT-LIST table. For example, if the nature of dial
(NOD) for the B-number is set to EMG (emergency), but calls with NOD=EMG are blocked by
provisioning in the NOD-RESTRICT-LIST table, the activation to that B-number will be denied.

» The user triesto activate CFNA from a DN that has outgoing calls blocked by the OCB feature, or
the user enters a B-number, but callsto that DN are blocked by OCB. For example, the call from the
user’ s phone to the B-number would be a domestic long-distance call, but these calls are blocked by
setting K=2 against the OCB feature in the SUBSCRIBER-FEATURE-DATA table.

Note  Thedatabasetables(NOD-RESTRICT-LIST and SUBSCRIBER-FEATURE-DATA) mentioned
in the above list are described in the Cisco BTS 10200 Softswitch CLI Database. For information
on hilling records, see the Cisco BTS 10200 Softswitch Billing Guide. For information on
measurements, see the Cisco BTS 10200 Softswitch Operations and Maintenance Guide.

» The user tries to activate CFNA from or to a DN for which calls are restricted by the COS feature.
« The user tries to activate CFNA when already activated (the B-number is not overwritten).

« The user tries to activate CFNA to an international DN, but the service provider has blocked
forwarding to international DNs. The service provider can block forwarding to international DNs
using the international flag in the FEATURE table.

« The user tries to activate CFNA to his or her own extension or DN.
» The user tries to deactivate CFNA when already deactivated.

» The user interrogates CFNA, but enters a digit string that does not match exactly the B-number
against which CFNA was activated. For example, if CFNA was activated with a 5-digit string
corresponding to a Centrex extension, and interrogation is attempted using a 10-digit string of the
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complete DN, the interrogation attempt will result in the applicable announcement. (See the
complete list of standard Cisco BTS 10200 announcements in the Cisco BTS 10200 Softswitch
Provisioning Guide.)

The user tries to interrogate CFNA on a fresh system (a system with no entry in the
SUBSCRIBER-FEATURE-DATA table). In this case, the user receives the error announcement
immediately after entering *#41*. The system does not wait for the user to enter the B-number.

CFNA Feature Interactions

This section describes the interaction of other subscriber features with the CFNA feature.

CLIP, CNAM, and CND (caller ID features)—When a call is forwarded, the forwarded-to party
receives the DN of the calling party on the caller ID display.

COS—If acall toaDN isrestricted by COS screening, CFNA cannot be activated or invoked to that
DN.

OCB—The interaction of CFNA and OCB depends upon the sequence in which they are activated:

— If OCB isactivated prior to CFNA activation—OQOCB screening is performed on each DN the
user enters when attempting to activate CFNA. Successful CFNA activation depends on the
existing OCB K-VALUE and the forward-to DN:

Note If the existing OCB K-VALUE is set to block calls to the forward-to DN, then the system
does not allow CFNA activation. The user receives an error announcement.

Note If the OCB K-VALUE alowscallsto this DN, then the CFNA activation process continues.
Oncethe CFNA activation attempt to aspecific DN isaccepted by the system, it isapplicable
permanently regardless of any future OCB K-VALUE changes. That is, future changesto the
OCB K-VALUE have no effect on CFNA invocation. CFNA to this DN can be deactivated
by the user in the normal manner (#41%#).

— If CENA isactivated prior to OCB activation—The user can activate the OCB feature, or change
the OCB K-VALUE, regardless of the existing CFNA feature. However, invocation of OCB
depends upon the type of call:

Note  User-dialed calls—User-dialed calls can be blocked by OCB (depending onthe K-VALUE).

Note  Forwarded calls—CFNA remains active as originally set up by the user, therefore, calls
forwarded by the CFNA feature cannot be blocked using OCB screening.

There is an interaction when a Centrex subscriber has all three of the following features assigned
and active:

1. Call hold—CHD.
2. Call waiting—CW or CIDCW or both.
3. Call forwarding on no answer—CFNA, VM (or VMA), or any combination of these.

[ oL-25010-02
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For information on thisinteraction, seethe“CHD with CW/CIDCW and CFNA/VM/VMA” section
on page 3-107.

- |If CHD isassigned to the subscriber along with CFNA (CFNA active), the following interaction
occurs.

— A (the subscriber) and B are on an active call.
— CucdlsA.
— Chearsabusy tone and is not connected. The call from C isnot forwarded by the CFNA feature.

e« CW or CWD—If both CFNA and CW (or CWD) are subscribed to and activated by the user, the
interaction isasfollows. If the user ison an active call when anew call comesin, the CW (or CWD)
tone will be played. If the user presses the Flash button or hook switch before the CFNA timer runs
out, the user will be connected to the new call, and the call will proceed according to the CW (or
CWD) feature. If the user takes no action, and the CFNA timer runs out, the waiting call will be
forwarded per the CFNA procedure.

Several provisionable parameters can affect the processing of this call.

— The CW timeout is based on a switch-wide parameter, NO-ANSWER-TMR in the ca-config
table (default 185 seconds). There is also a parameter, START-NO-ANSWER-TMR in the
ca-config table, to specify whether NO-ANSWER-TMR is to be started or not; default is N.

The CFNA timeout is provisioned viathe TYPE1=TO parameter in the Feature table (default
30 seconds).

— |If Subscriber A has the default timer settings (that is, CFNA TO=30 seconds and
NO-ANSWER-TIMER=185 seconds), and has the START-NO-ANSWER-TMR parameter set
to Y (not the default), the call is processed as follows:

[1] A calls B, B answers.
[2] CcallsA, A hears the CW tone, C hearsring tone.

[3] If A does not attempt to answer the waiting call (C), and CFNA times out (30 seconds), Cis
forwarded according to normal CFNA procedures.

However, if the CFNA timeout (TO) is set to avalue greater than NO-ANSWER-TMR, when
NO-ANSWER-TMR expires, C is disconnected and hears a busy tone, and CFNA is cancelled.

Feature Provisioning Commands

Provisioning commands are available in the Cisco BTS 10200 Softswitch Provisioning Guide.

ﬁ To provision this feature, see the CFNA provisioning procedure in the Cisco BTS 10200 Softswitch
Provisioning Guide.

Call Forward Not Reachable (CFNR)

This feature forwards an incoming call when the subscriber (for whom the call isintended) is
unreachable. The unreachable condition can occur if the gateway serving the subscriber lineis down, or
if any intermediate network element serving the subscriber line is down.

The system treats the subscriber line to be unreachable if any one of the following conditionsis true:

» The Media Gateway Control Protocol (MGCP) or Network-based call signaling (NCS) termination
or media gateway (MGW) is administratively or operationally out of service (OOS).
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» TheBTS 10200 call-setup process has timed out after retransmitting create connection (CRCX)
messages to the MGCP or NCS MGW without achieving a successful call setup.

» A SIPsubscriber Address Of Record (AOR) used in SIP is administratively or operationally out of
service (O0OS).

N
Note  In previous releases, the unreachable feature was provisionable through a special trigger on the Call

Forward Busy feature. CFNR allows the unreachabl e feature to be provisioned and assigned
independently from the CFB feature.

CFNR is supported for the following categories of subscriber, provisioned with the category parameter
in the Subscriber table:

e Individual

» Centrex main subscriber

- Centrex individual

« Centrex multiline hunt group (MLHG) main subscriber
 MLHG main subscriber

e MLHG individua

e« MLHG preferential individual

The service provider can provision the CFNR feature to be active immediately on the customer line, or
to be activated by the individual subscriber using the handset. The user activates the CFNR feature on
the local phone, and enters the forward-to phone number where the user wishes to have the calls
forwarded. This forward-to dialed Number (DN) is referred to as the B-number. The allowed types of
B-numbers are listed in Table 3-5.

Table 3-5 Allowed Types of B-numbers

Subscriber Type Allowed B-number

POTS DN, without extensions

Centrex Public access code + external DN, without extensions
An extension within the business group

The following conditions apply to the CFNR feature:
» The CFNR feature can be provided to NCS, SIP, Centrex, and MLHG subscribers.
- The CFNR featureisin the deactivated mode unless activated by the service provider or subscriber.

- Call forwarding hop scenarios are restricted to a maximum of five hops. The call is completed on
the provisioned maximum number of hops.

« Multiple call forwarding (MCF) is a provisionable option that allows multiple incoming calls to be
forwarded by the subscriber at the same time. If a subscriber already has CFNR invoked, additional
callsto the subscriber are forwarded by CFNR based on the MCF flag. If the MCF flag is turned off,
only one CFNR invocation is allowed.

N

Note A specific trigger, T_NOT_REACHABLE, must be provisioned for the CFNR feature to enable the call
forwarding on unreachable condition.
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The CFNR feature is composed of three associated features, which are described in the sections that
follow:

- CFNR Variable Activation, page 3-32
» CFNR Variable Deactivation, page 3-34
« CFNR Invocation, page 3-34
Additional information about this feature is covered in the following sections:;
« Invalid User Actions, page 3-35
» CFNR Feature Interactions, page 3-35

» Feature Provisioning Commands, page 3-37

CFNR Variable Activation

This section discusses how the service provider can customize the CFNR Variable Activation
(CFNRVA), and the CFNRV A procedures available to the handset user.

Blocking Call Forwarding to Certain Types of DNs

The service provider can block call forwarding to certain types of DNsby provisioning the nature of dial
(NOD) parameter for the call-forwarding features (CFU, CFB, CFNA, CFC, and CFNR) in the NOD

Restrict List (nod-restrict-list) table. For example, if you provision NOD=TOLL-FREE and NOD=EMG
in the nod-restrict-list table for CFNR, the system does not allow call forwarding to DNs of those types.

A

Caution  If you want to block call-forwarding to an emergency (EMG) DN, such as 911, you must provision
NOD=EMG for the call-forwarding features (CFU, CFB, CFNA, CFC, and CFNR) in the
NOD-RESTRICT-LIST. Thisisnecessary to comply with therulein Tel cordiadocument GR-580, which
says that 911 should not be a permitted “forward to” number.

CFNRVA Customization Options

The behavior of CFNRV A can be customized using the following provisionable options:

» Second stage dial tone (SDT)—The SDT flag controlsthe delivery of adial tone after the subscriber
enters the VSC for activation of CFNR. The permitted values for this flag are

— NO_TONE —If the value is set to NO_TONE, no tone is played.
— DIAL_TONE —If thevalue is set to DIAL_TONE, the dial tone is played.

— STUTTER DIAL_TONE —If thevalueis set to STUTTER_DIAL_TONE, a stutter dial tone
is played.

— CONFIRMATION_TONE —If thevalueis set to CONFIRMATION_TONE, aconfirmation is
played, followed by the dial tone.

— CONFIRMATION_DIAL_TONE —If the value is set to CONFIRMATION_DIAL_TONE, a
confirmation tone is played.

N
Note  For SIP phone subscribers, the SDT parameter has no effect. The SDT option is available
through the dial plan in the SIP phone.
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Final stage dial tone (FDT)—The FDT flag controls the system response to a successful activation
or deactivation of CFNR by the subscriber. If FDT isnot provisioned, the system provides a success
announcement. The permitted values for this flag are the same as for the SDT flag.

A

Note For SIP phone subscribers, only the success announcements are provided. The confirmation
tone and dial tone will not be provided, even if the FDT flag is set.

Multiple call forwarding (MCF)—When provisioned as Y, MCF allows multiple incoming calls to
be forwarded by the subscriber at the same time. If a subscriber already has CFNR invoked,
additional calls to the subscriber are forwarded by CFNR based on the MCF flag. If the MCF flag
is set to N, only one CFNR invocation is allowed.

International call forwarding (INTL)—When the INTL flag is set to N, forwarding to an
international number isnot allowed. When INTL issetto Y, the system checks for other restrictions
on international calls, and allows forwarding if there are no other restrictions provisioned for the
call type and calling number. (Other provisionable restrictions on international calling can be based
on the nature of dial (NOD) and the subscriber feature data.)

CFNRVA Handset Procedures

N

Note

CFNR can be activated by the service provider or by the individual user. The procedures are as follows:

CFNR can be activated permanently at subscription time by the service provider. The service
provider provisions the forward-to DN as requested by the subscriber. When the phone is off hook,
calls made to the subscriber’ s line are forwarded to the single forward-to number that was
provisioned.

CFNR can be activated by the user by means of the following procedure.
— The user lifts the handset and listens for dial tone.

— The user pressesthe V SC applicableto CFNR activation. The V SC val ues are provisionable by
the service provider.

— If provisioned for SDT, and if CFNR can be activated, the system returns the provisioned dial
tone.

— The user enters the B-number (local, long distance, or international) where calls are to
be forwarded. For Centrex subscribers, the B-number can be an extension number and access to
POTS.

— The user receives an appropriate error announcement if the forward-to number isinvalid or
restricted (as described in the “Blocking Call Forwarding to Certain Types of DNS” section on
page 3-32), or if the feature cannot be activated.

— If FDT is provisioned, the user hears a confirmation tone for 1 second, followed by the
provisioned dial tone, indicating that activation was successful. If FDT is not provisioned, the
user hears a success announcement.

See the “CFNRVA Customization Options” section on page 3-32 for details of SDT and FDT.

— CFNRisnow activated, and it stays active until it is deactivated with the appropriate
deactivation VSC, or is overridden by the service provider through use of a CLI command.

[ oL-25010-02
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Note  For SIP endpoints, the system does not return the SDT and FDT dial tones. The SIP subscriber
continues handset provisioning without waiting for dial tones. The system does not validate the
B-number for SIP subscribers.

Note The system does not send a courtesy call to the forwarded-to line unlessit is provisioned.

CFNR Variable Deactivation

CFNR variable can be deactivated (CFNRVD) by the service provider by means of a CLI command.
Alternatively, CFNR can be deactivated by means of the following procedure.

« The user lifts the handset and listens for dial tone.

» The user presses the VSC applicable to CFNR deactivation. The VSC values are provisionable by
the service provider.

« If deactivation was successful, and if the FDT is provisioned, the user hears a confirmation tone for
1 second, followed by the provisioned dial tone. If FDT is not provisioned, the user hears a success
announcement. (FDT is not provided to SIP subscribers.)

CFNR is now deactivated, and it stays deactivated until it is activated with the appropriate activation
V SC or is overridden by the service provider through use of a CLI command.

N

Note  Seethe“CFNRVA Customization Options” section on page 3-32 for details of the customized feature
FDT.

CFNR Invocation

CFNR invocation is the actual procedure the system follows to forward the call.
CFNR can be invoked as follows:
» The user lifts the handset and listens for the dial tone.

» The user enters the B-number (local, long distance, or international number) where a call has to be
made. For Centrex subscribers, the B-number can be an extension.

- If the subscriber (for whom the call isintended) is unreachable then CFNR getsinvoked and the call
gets forwarded to the forward-to number. The unreachable condition can occur if the gateway
serving the subscriber line is down, or if any intermediate network element serving the subscriber
lineis down.

The system treats the subscriber line to be unreachable if any one of the following conditionsis true:

» The Media Gateway Control Protocol (MGCP) or Network-based call signaling (NCS) termination
or media gateway (MGW) is administratively or operationally out of service (OOS).

» TheBTS 10200 call-setup process has timed out after retransmitting CRCX messages to the MGCP
or NCS MGW without achieving a successful call setup.

« A SIP subscriber Address Of Record ((AOR) used in SIPisadministratively or operationally out of
service (00S).
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The following user actions are invalid, and the system provides an appropriate error tone or
announcement:

Note

The user enters an invalid directory number (DN) for the B-number.

During CFNR activation, the user enters a B-number that is determined by the system to be a type
blocked by provisioning in the NOD-RESTRICT-LIST table. For example, if the NOD for the
B-number is set to EM G (emergency), but callswith NOD=EMG are blocked by provisioning in the
NOD-RESTRICT-LIST table, the activation to that B-number is denied.

The user tries to activate CFNR from a DN that has outgoing calls blocked by the OCB feature, or
the user enters a B-number, but callsto that DN are blocked by OCB. For example, the call from the
user’ s phone to the B-number would be a domestic long-distance call, but these calls are blocked by
setting K=2 against the OCB feature in the SUBSCRIBER-FEATURE-DATA table.

Thedatabasetables(NOD-RESTRICT-LIST and SUBSCRIBER-FEATURE-DATA) mentioned
inthe abovelist are described in the Cisco BTS 10200 Softswitch CL I Database. For information
on billing records, see the Cisco BTS 10200 Softswitch Billing Reference Guide. For information
on measurements, see the Cisco BTS 10200 Softswitch Operations and Maintenance Guide.

The user tries to activate CFNR from or to a DN for which calls are restricted by the COS feature.

The user tries to activate CFNR when it has already been activated (the B-number is not
overwritten).

The user tries to activate CFNR to an international DN, but the service provider has blocked
forwarding to international DNs. The service provider can block forwarding to international DNs
using the international flag in the FEATURE table.

The user tries to activate CFNR to his or her own extension or DN.

CFNR Feature Interactions

This section describes the interaction of other subscriber features with the CFNR feature.

CFB—If a subscriber line has both CFB and CFNR assigned and active, the CFNR feature takes

prec

edence. If CFB isprovisioned with the T_BUSY trigger but not the T_NOT_REACHABLE trigger,

there is no interaction between CFB and CFNR. If CFB is provisioned with both triggers (T_BUSY and

T_NOT_REACHABLE), the interactions are as listed in Table 3-6.
Table 3-6 CFNR-CFB Feature Interaction®
CFB CFB CFNR CFNR Condition Detected by the BTS 10200  |Feature
Assigned |Activated |Assigned |Activated |onthe Subscriber Line Invoked 2
Y or N N N N None. No feature invoked. Neither
Y N No. No feature invoked. Neither
Y If endpoint is unreachable. CFNR
If endpoint is reachable but busy Neither
(off-hook). Does this go in here???
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Table 3-6 CFNR-CFB Feature Interaction® (continued)
CFB CFB CFNR CFNR Condition Detected by the BTS 10200  |Feature
Assigned |Activated |Assigned |Activated |on the Subscriber Line Invoked ?
Y Y N N If endpoint is unreachable. CFB
If endpoint is reachable but busy CFB
(off-hook).
Y N If endpoint is unreachable. Neither—
Busy tone.®
If endpoint is reachable but busy CFB
(off-hook).
Y If endpoint is unreachable. CFNR
If endpoint is reachable but busy CFB
(off-hook).

1. Thistableisapplicableif you have provisioned both CFB triggers (T_BUSY and T_NOT_REACHABLE).

. If CFNR isinvoked, the system forwards the call to the forward-to number (FDN1) provisioned for CFNR. If CFB isinvoked,
the system forwards the call to the FDN1 provisioned for CFB.

3. Inthis case, the system delivers a busy tone to the caller and does not forward the call. This treatment is based on the
assumption that the subscriber has CFNR assigned but has intentionally deactivated CFNR and turned off the MGW or
embedded multimediaterminal adapter (eMTA) on their premises. That is, the subscriber has intentionally made their MGW
or eMTA unreachable and does not want calls forwarded.

ML HG—For an inbound call to the main subscriber of a MLHG (category = mlhg in the Subscriber
table), if the main subscriber has aterminal assigned and that terminal isunreachable, and the subscriber
has CFNR assigned and active, the BTS 10200 does not perform a hunt. The call receives CFNR
treatment.

CLIP, CNAM, and CND (caller ID features)—When acall isforwarded, the forwarded-to party receives
the DN of the calling party on the caller ID display.

OCB—The interaction of CFNR and OCB depends upon the sequence in which they are activated:

« |f OCB is activated prior to CFNR activation—OCB screening is performed on each DN the user
enterswhen attempting to activate CFNR. Successful CFNR activation depends on the existing OCB
K-VALUE and the forward-to DN:

If the existing OCB K-VALUE is set to block callsto the forward-to DN, then the system does not
allow CFNR activation. The user receives an error announcement.

If the OCB K-VALUE allows calls to this DN, then the CFNR activation process continues. Once
the CFNR activation attempt to aspecific DN isaccepted by the system, it is applicable permanently
regardless of any future OCB K-VALUE changes. That is, future changes to the OCB K-VALUE
have no effect on CFNR invocation. CFB to this DN can be deactivated by the user in the normal
manner (entering the appropriate V SC).

- If CFNRisactivated prior to OCB activation—The user can activate the OCB feature, or change the
OCB K-VALUE, regardless of the existing CFNR feature. However, invocation of OCB depends
upon the type of call:

— User-dialed calls: User-dialed calls can be blocked by OCB (depending on the K-VALUE).

— Forwarded calls: CFNR remains active as originally set up by the user, therefore, calls
forwarded by the CFNR feature cannot be blocked using OCB screening.

COS—If acall toaDN isrestricted by COS screening, CFNR cannot be activated or invoked to that DN.
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Feature Provisioning Commands

Provisioning commands are available in the Cisco BTS 10200 Softswitch Provisioning Guide.

Call Forwarding Combination (CFC)

The system supports a set of vertical service codes (V SCs) to activate, deactivate, and interrogate Call
Forwarding Combination (CFC). Once activated, CFC forwards incoming calls to the subscriber when
the subscriber is either busy or does not answer. This feature combines the functionality of CFB and

CFNA.
The forward-to DN isreferred to as the B-number. The allowed types of B-numbers are listed in
Table 3-7.
Table 3-7 Allowed Types of B-numbers
Subscriber Type Allowed B-number
POTS DN, without extensions
Centrex Public access code + external DN, without extensions
An extension within the business group

The following conditions apply to the CFC feature:
« The CFC feature can be provided to POTS, Centrex, and MLHG subscribers.
« The CFC feature is in the deactivated mode unless activated by the service provider or subscriber.

- Call forwarding hop scenarios are restricted to amaximum of five hops. The call will be completed
on the provisioned maximum number of hops.

- Multiple call forwarding (MCF) is a provisionable option that allows multiple incoming calls to be
forwarded by the subscriber at the same time. If a subscriber already has CFC invoked, additional
callsto the subscriber will be forwarded by CFC based on the MCF flag. If the MCF flag is turned
off, only one CFC invocation is allowed.

Vertical Service Codes for CFC

Thevalues of theV SCsare provisionable. Typical VSC examplesfor the CFC subfeatures are asfollows:
- *B68—CFC_ACT (CFC Activation without change of forward-to DN)
» *88—CFC_DEACT (CFC Deactivation)
 *201—CFC_DN_CHG_ACT (CFC Activation with change of forward-to DN)
e *202—CFCI_NO_DN_VRFY (CFC Interrogation without forward-to DN verification)
e *203—CFCI (CFC Interrogation with forward-to DN verification)
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Blocking Call Forwarding to Certain Types of DNs

The service provider can block call forwarding to certain types of DNs by provisioning the nature of dial
(NOD) parameter for the call-forwarding features (CFU, CFB, CFNA, and CFC) in the NOD Restrict
List (nod-restrict-list) table. For example, if you provision NOD=TOLL-FREE and NOD=EMG in the
nod-restrict-list table, the system will not allow call-forwarding to DNs of those types.

A

Caution  If you want to block call-forwarding to an emergency (EMG) DN, such as 911, you must provision
NOD=EMG for the call-forwarding features (CFU, CFB, CFNA, and CFC) in the
NOD-RESTRICT-LIST. Thisis necessary to comply with the rule in Telcordia document GR-580,
which says that 911 should not be a permitted “forward to” number.

Detailed Feature Description

The CFC feature is composed of six associated features, which are described in the sections that follow:
« CFC Activation (CFC_ACT)
- CFC Deactivation (CFC_DEACT)
e CFC Activation with Directory Number Change (CFC_DN_CHG_ACT)
» CFC Interrogation with No Directory Number Verification (CFCI_NO_DN_VRFY)
» CFC Interrogation (CFCI)
« CFC Invocation (CFC)
Additional information about this feature is covered in the following sections:
- Flags Applicable to CFC Activation and Deactivation Subfeatures, page 3-40
e Invalid User Actions, page 3-43
» CFC Feature Interactions, page 3-44

» Feature Provisioning Commands, page 3-45

CFC Activation (CFC_ACT)

CFC activation allows the end user to activate CFC to a pre-defined DN (which was set up when
provisioning the feature). However, the end user cannot change the DN viathis feature.

To activate CFC, the subscriber dialsthe access codefor activation. If thefinal dial tone parameter (FDT)
is provisioned, the subscriber hears the provisioned dial tone if the feature is successfully activated. If
the feature is not successfully activated, the subscriber hears a reorder tone, or an announcement, if the
announcements are provisioned.

If the featureisalready active, the subscriber hears a stutter dial tone confirming that the featureis active.

While activating CFC, the pre-defined DN is validated. To be valid, the DN must conform to the
dial-plan provisioned in the Call Agent (CA).

Activating CFC has some limitations, including:
» The subscriber cannot activate CFC if the pre-defined DN is the subscriber’s own DN or extension.

» The subscriber cannot activate CFC if the pre-defined DN is blocked by Outgoing Call Barring
(OCB).
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» The subscriber cannot activate CFC if the pre-defined DN has a call-type which is blocked by the
CFC nod-restrict-list. Where applicable, all CFC features treat the nod-restrict list as a black list.

The pre-defined DN can be a speed code. However, to be valid, the translated DN must conform to the
dial-plan provisioned in the CA.

For CENTREX subscribers, the pre-defined DN can be an extension or a PAC followed by a DN.

CFC Deactivation (CFC_DEACT)

CFC deactivation allows the end user to deactivate the CFC feature. However, even if the feature is
deactivated, the forwarding DN for the subscriber is preserved.

To deactivate CFC, the subscriber dials the access code for deactivation. If the FDT parameter is
provisioned, the subscriber hears the provisioned dial tone if the feature is successfully deactivated. If
the feature is not successfully deactivated, the subscriber hears a reorder tone or an announcement, if
announcements are provisioned.

If the feature is already inactive, the subscriber hears a stutter dial tone confirming that the featureis
inactive.

For CFC deactivation, the DN validity is not checked. The feature simply deactivates CFC without any
checks.

CFC Activation with Directory Number Change (CFC_DN_CHG_ACT)

CFC with directory number change enables the subscriber to activate CFC to a user-defined remote DN,
and the end user can change the DN viathis feature.

To activate this feature, the subscriber begins by dialing an access code for activation. If the second dial
tone parameter (SDT) is provisioned, the subscriber hears the provisioned dial tone, and enters the
Forwarding DN. If the FDT parameter is provisioned, the subscriber hears the provisioned dial tone if
the feature is successfully activated. If the feature is not successfully activated, the subscriber hears a
reorder tone or an announcement, if announcements are provisioned.

If thefeatureisalready active, the subscriber hears astutter dial tone confirming that the featureisactive.

While activating the feature, the user-defined DN is checked for validity. To be valid, the DN must
conform to the dial-plan provisioned in the CA.

Activating CFC with Directory Number Change has some limitations, including:
« Thesubscriber cannot activate CFC if the user-defined DN isthe subscriber’s own DN or extension.
» The subscriber cannot activate CFC is the user-defined DN is blocked by OCB.

» The subscriber cannot activate CFC is the user-defined DN has a call-type which is blocked by the
CFC nod-restrict-list. Where applicable, all CFC features treat the nod-restrict list as a black list.

The user-defined DN can be a speed code. However, to be valid, the translated DN should conform to
the dial-plan provisioned in the CA. The feature stores the translated DN as the forwarding number in
the database.

For CENTREX subscribers, the pre-defined DN can be an extension or aPAC followed by aDN. If CFC
isactivated with an extension, the feature stores that extension as the forwarding number in the database.

[ oL-25010-02
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CFC Interrogation with No Directory Number Verification (CFCI_NO_DN_VRFY)

CFC Interrogation with no directory number verification enables the subscriber to verify (or interrogate)
whether CFC is active on the subscriber’s line or not.

To use the feature, the subscriber dials a star code. If the FDT parameter is provisioned and CFC is
active, the subscriber hearsthe provisioned dial tone. If CFC is not active, the subscriber hears areorder
tone or an announcement, if announcements are provisioned.

CFC Interrogation (CFCI)

CFC interrogation enables the subscriber to verify (or interrogate) whether CFC is active on the
subscriber’s line to a certain DN or not.

To use the feature, the subscriber dials the access code for interrogation. If the SDT parameter is
provisioned, the subscriber hears the provisioned dial tone, and enters the DN against which to perform
the verification. If the FDT parameter is provisioned, and if CFC is active to that DN, the subscriber
hears the provisioned dial tone. If CFC is not active, or active to a different DN, the subscriber hears a
reorder tone or an announcement, if announcements are provisioned.

The verification is done against the exact DN stored in the database for CFC. The feature does not
translate or do any conversion before comparing the numbers (like extension to a DN, or adding a
country code if the number is not fully specified by the user, or converting from a speed code to a DN).

CFC Invocation (CFC)

The CFC invocation feature forwards a call coming to the subscriber when the subscriber is either busy
or does not answer. CFC checks the nod-restrict-list check for call-types blocked on CFC. Provision the
nod-restrict-list with the same fname as CFC.

CFC is considered deactivated unless explicitly activated by the subscriber.
The following flags are provisionable in the feature table, and affect the forwarding behavior of CFC:

« Multiple call forwarding (M CF)—Setting the MCF flag to Y (Y es) allows multiple calls to be
forwarded at the same time. Setting the MCF flag to N (No) allows the subscriber to have only one
busy or one no-answer call forwarded at atime.

e Timeout (TO)—The TO flag is used for the no-answer timeout for CFC. The default value is 30
seconds.

Flags Applicable to CFC Activation and Deactivation Subfeatures

There arethree optional TYPE-VALUE pairsto configure for CFC subfeaturesin the feature table. The
TYPE-VALUE pairs correspond to the SDT, FDT and CC flags. This section describes the feature
behavior based on these flags.

Table 3-8 shows which flags are applicable to each feature, and lists the default values for the flags.
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Table 3-8 Flags for CFC Activation and Deactivation Subfeatures
Feature Flag Default Value(s)
CFC_DN_CHG_ACT SDT DIAL_TONE
Note ThelINTL flagisalso |FDT STUTTER_DIAL_TONE
applicable to this cC N
feature (default N).
CFC _DEACT SDT Feature does not need the flag when
executed.
FDT STUTTER_DIAL_TONE
cC Feature does not need the flag when
executed.
CFC_ACT SDT Feature does not need the flag when
executed.
FDT STUTTER_DIAL_TONE
cC Feature does not need the flag when
executed.
CFCI_NO _DN_VRFY SDT Feature does not need the flag when
executed.
FDT STUTTER_DIAL_TONE
cC Feature does not need the flag when
executed.
CFClI SDT DIAL_TONE
FDT STUTTER_DIAL_TONE
cC Feature does not need the flag when
executed.

TYPE-VALUE Pair 1—SDT

Thefirst TYPE-VALUE pair for the second dial tone (SDT) is:

TYPEn=SDT;
VALUEn= [NO_TONE | DIAL_TONE | STUTTER_DIAL_TONE ‘ CONFIRMATION_TONE | CONFIRMATION_DIAL_TONE]

If provisioned, this pair specify the tone to play just after the subscriber dials the VSC.
The following tones play based on the val ues set:

» Ifthe VALUE isset to NO_TONE, no tones play.

- If VALUE issetto DIAL_TONE, the dial tone plays.

« If VALUE issetto STUTTER DIAL_TONE, astutter dial tone plays.

« IftheVALUE issetto CONFIRMATION_DIAL_TONE, aconfirmation, followed by the dial tone,
plays.
« Ifthe VALUE isset to CONFIRMATION_TONE, a confirmation tone is played.

[ oL-25010-02
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S,

Note For SIP phone subscribers, the SDT parameter has no effect. The SDT option is available
through the dial plan in the SIP phone.

TYPE-VALUE Pair 2—FDT

The second TYPE-VALUE pair for final dial tone (FDT) is:

TYPEn=FDT;
VALUEn=[NO_TONE | DIAL_TONE | STUTTER_DIAL_TONE ‘ CONFIRMATION_TONE | CONFIRMATION_DIAL_TONE]

If provisioned, the pair dictates what tone to play after the subscriber successfully activates or
deactivates the feature.

The following tones play based on the values set:

- IftheVALUEissetto NO_TONE and if the announcement server is provisioned, an announcement
plays.

« If VALUE issetto DIAL_TONE, adial tone plays.

- If VALUE issetto STUTTER _DIAL_TONE, a stutter dial tone plays.

« IftheVALUEissetto CONFIRMATION_DIAL_TONE, aconfirmation, followed by the dial tone,
plays.

« Ifthe VALUE is set to CONFIRMATION_TONE, a confirmation tone is played.

N

Note  For SIP phone subscribers, only the success announcements will be provided. The confirmation
tone and dial tone will not be provided, even if the FDT flag is set.

TYPE-VALUE Pair 3—CC

The third TYPE-VALUE pair is:

TYPEn=CC;
VALUEn=[ANS | NOANS |N]

If provisioned, the pair above dictates the feature behavior after the subscriber successfully activatesthe
CFC_DN_CHG_ACT feature.

Note Thisflag is applicable to only this feature.

The feature behaviors depend on the following values:

- If the VALUE isset to ANS, acourtesy call is placed to aforwarding number entered by the user;
CFC is activated to that number only when the remote party answers the call. If the remote party
does not answer, or if the subscriber hangs up, the subscriber has two minutes to dial the
CFC_DN_CHG_ACT access code, followed by the same number, to force CFC activation to that
number. At this point, no courtesy call is placed to the number, and CFC is activated.

« Ifthevalueisset to NOANS, acourtesy call isplaced to the forwarding number entered by the user,
but the remote party need not answer the call to activate CFC. CFC is activated whether the courtesy
call is successful, or whether the remote party answered.
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- Ifthe VALUE isset to N, no courtesy call is placed when the subscriber successfully activates
CFC_DN_CHG_ACT. Instead, the feature looks up the FDT flag for the appropriate treatment.

Additional Provisioning Details

For detailed information on how to set these parameters, see the following sources:

- Toview alist of these feature options for CFU, use the show featur e-pr ofile-base fname=cfc%
CLI command.

« To view the possible values for each of these feature options, see the Cisco BTS 10200 Softswitch
CLI Database. Pull down the Feature Matrix [By Table] menu option, then display the
FEATURE_PROFILE list.

« To provision the CFC feature, see the CFC provisioning procedure in the
Cisco BTS 10200 Softswitch Provisioning Guide.

Invalid User Actions

The following user actions are invalid, and the system provides an appropriate error announcement:
e The user enters an invalid directory number (DN) for the B-number.

» The user triesto activate CFC (with CC set to ANS) for the second time within a 2-minute interval
toaDN whichisdifferent from the one used in the first attempt. (In addition, the history associated
with the first attempt will be removed.)

» During CFC activation, the user enters a B-number that is determined by the system to be atype
blocked by provisioning in the NOD-RESTRICT-LIST table. For example, if the nature of dial
(NOD) for the B-number is set to EMG (emergency), but calls with NOD=EMG are blocked by
provisioning in the NOD-RESTRICT-LIST table, the activation to that B-number will be denied.

» Theuser triesto activate CFC from aDN that has outgoing calls blocked by the OCB feature, or the
user enters a B-number, but calls to that DN are blocked by OCB. For example, the call from the
user’ s phone to the B-number would be a domestic long-distance call, but these calls are blocked by
setting K=2 against the OCB feature in the SUBSCRIBER-FEATURE-DATA table.

Note  Thedatabasetables(NOD-RESTRICT-LIST and SUBSCRIBER-FEATURE-DATA) mentioned
inthe abovelist are described in the Cisco BTS 10200 Softswitch CLI Database. For information
on hilling records, see the Cisco BTS 10200 Softswitch Billing Guide. For information on
measurements, see the Cisco BTS 10200 Softswitch Operations and Maintenance Guide.

» The user tries to activate CFC from or to a DN for which calls are restricted by the COS feature.
« The user tries to activate CFC when already activated (the B-number is not overwritten).

» The user tries to activate CFC to an international DN, but the service provider has blocked
forwarding to international DNs. The service provider can block forwarding to international DNs
using the international flag in the FEATURE table.

» The user tries to activate CFC to his or her own extension or DN.
» The user tries to deactivate CFC when already deactivated.

Cisco BTS 10200 Softswitch Network and Subscriber Feature Descriptions, Release 6.0.4
[ oL-25010-02 .m


http://www.cisco.com/en/US/docs/voice_ip_comm/bts/6.0.3/command/guide/chapter5_6.0.3_prov.html#wp1375416

Chapter 3 Subscriber Features |

M Call Forwarding Features

The user interrogates CFC, but entersadigit string that does not match exactly the B-number against
which CFC was activated. For example, if CFC was activated with a 5-digit string corresponding to
a Centrex extension, and interrogation is attempted using a 10-digit string of the complete DN, the
interrogation attempt will result in an error announcement. (See the complete list of standard Cisco
BTS 10200 announcements in the Cisco BTS 10200 Softswitch Provisioning Guide.)

The user tries to interrogate CFC on a fresh system (a system with no entry in the
SUBSCRIBER-FEATURE-DATA table). In this case, the user receives the error announcement
immediately after entering the interrogation code (for example, *68). The system does not wait for
the user to enter the B-number

CFC Feature Interactions

This section describes the interaction of other subscriber features with the CFC feature.

CLIP, CNAM, and CND (caller ID features)—When a call is forwarded, the forwarded-to party
receives the DN of the calling party on the caller ID display.

OCB—The interaction of CFC and OCB depends upon the sequence in which they are activated:

— If OCB isactivated prior to CFC activation—OCB screening is performed on each DN the user
enters when attempting to activate CFC. Successful CFC activation depends on the existing
OCB K-VALUE and the forward-to DN:

Note If the existing OCB K-VALUE is set to block calls to the forward-to DN, then the system
does not allow CFC activation. The user receives an error announcement.

Note If the OCB K-VALUE allows callsto this DN, then the CFC activation process continues.
Once the CFC activation attempt to a specific DN is accepted by the system, it is applicable
permanently regardless of any future OCB K-VALUE changes. That is, future changesto the
OCB K-VALUE have no effect on CFC invocation. CFC to this DN can be deactivated by
the user in the normal manner (#57#).

— If CFCisactivated prior to OCB activation—The user can activate the OCB feature, or change
the OCB K-VALUE, regardless of the existing CFC feature. However, invocation of OCB
depends upon the type of call:

Note  User-dialed calls—User-dialed calls can be blocked by OCB (depending on the K-VAL UE).

Note  Forwarded calls—CFC remains active as originally set up by the user, therefore, calls
forwarded by the CFC feature cannot be blocked using OCB screening.

CFC_ACT and COS: If acall toaDN isrestricted by COS screening, CFC cannot be activated or
invoked to that DN.

CFC Activation/Deactivation and Speed Call/Abbreviated Dial: Subscribers can set their speed
call to the CFC Activation/Deactivation access codes. For example, with One-Digit Speed Call, the
subscriber can set the speed call for digit “2” to map to “*68” which can be the CFC Activation
access code.
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- CFC Activation and OCB: CFC Activationto aDN blocked by outgoing call barring (OCB) results
in are-order tone or announcement.

» CFC Activation with DN Change and OCB: CFC Activation with DN Change to a DN blocked
by OCB results in are-order tone or announcement.

« CFC and OCB: Calls are not forwarded by CFC to DNs blocked by OCB for the subscriber.

« CFC and CFU: If asubscriber has both CFC and call forwarding unconditional (CFU) assigned and
active, incoming calls are forwarded by CFU.

« CFC and CFB: If asubscriber has both CFC and CFB assigned and active, incoming calls on which
the subscriber is busy are forwarded by CFB.

« CFC and CFB, CFB isdeactivated: If a subscriber has both CFC and CFB assigned, and CFC
active and CFB inactive, incoming calls on which the subscriber is busy are forwarded by CFC.

-« CFC and CFNA: If asubscriber has both CFC and CFNA assigned and active, incoming calls on
which the subscriber does not answer are forwarded by CFNA.

- CFCand CFNA, CFNA isdeactivated: If asubscriber has both CFC and CFNA assigned, and CFC
active and CFNA inactive, incoming calls on which the subscriber does not answer are forwarded
by CFC.

« CFC and VM: If asubscriber has both CFC and voice mail (VM) assigned and active, and the
subscriber is either busy or does not answer, the call is forwarded by CFC.

e CFC and VM, CFC deactivated: If a subscriber has both CFC and VM assigned but CFC is
deactivated and VM is active, and the subscriber is either busy or does not answer, the call is
terminated to VM.

e CFC and VMA: If asubscriber has both CFC and VMA assigned and active, the call isterminated
to VM.

N
Note  Voice Mail (VM) enables the subscriber to forward calls to voice mail when the subscriber is

busy or does not answer the phone. VVoice Mail Always (VMA) enablesthe subscriber to forward
all callsto voice mail, regardless of the state of the phone.

Feature Provisioning Commands

To provision this feature, see the CFC provisioning procedure in the Cisco BTS 10200 Softswitch
Provisioning Guide.

Call Waiting Features

Call waiting features notify acalled party, who isalready on an active call, that another incoming call is
being attempted on the line. The called party has the option of answering or ignoring the new incoming
call. This section describes four call waiting features:

- Call Waiting (CW), page 3-46

« Cancel Call Waiting (CCW), page 3-49

- Calling ldentity Delivery on Call Waiting (CIDCW), page 3-50
- Call Waiting Deluxe (CWD), page 3-52
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Limitations

N

Note CW, CCW, and CIDCW are typically bundled as an integral part of a service package.

If your network uses an | SUP variant other than ANSI I SUP, the system supports CWD, but not CW or
CIDCW.

Call Waiting (CW)

CW Activation

P
Tip

The BTS 10200 supports the call waiting (CW) feature as specified in LSSGR module FSD 01-02-1201
(TR-NWT-000571), Call Waiting.

CW informs a busy station that another call iswaiting through the application of a 300 ms, 440 Hz tone.
Ten seconds after the initial tone, a second toneis applied if the waiting call has not been answered. To
answer the waiting call and place the original call on hold, the user presses the Flash button or
hookswitch. A subsequent flash returns the user to the original call. Additional flashes can be used to
toggl e between the two calls aslong asthey are both still connected. The waiting call hears ringing until
it isanswered.

When awaiting call is accepted, there are two active sessions. To end the currently active session, the
user goes on hook. The user’s phone will then ring to indicate that the other caller is still holding. The
user can pick up the phone to resume that session.

If a media gateway-connected handset is off hook, but no active call yet exists (that is, receiving adial
tone), then an incoming call receives a station busy tone and CW is not activated.

Only oneinstance of CW can be active for agiven subscriber line at any given time. Thus, if asubscriber
line were involved in both an active call and a waiting call, then an additional incoming call attempt
results in the caller receiving a busy tone or being forwarded (CFB). The user involved in the CW call
is not aware of the additional incoming call attempt.

N
Note  For information on the CIDCW feature, see the “Calling Identity Delivery on Call Waiting
(CIDCW)" section on page 3-50.

CW, CIDCW, and CWD interaction—CWD has ahigher precedence than CIDCW, and CIDCW hasa
higher precedence than CW.

CW has multiple activation options as follows:
» Activated permanently at subscription time by service provider.

When CW and CIDCW are first provisioned by the service provider, they are active immediately by
default. To assign these features in the deactivated state, configure the subscriber-feature-data table for
that subscriber to make CW and CIDCW deactivated.

- The feature can be activated by the individual user if the service provider has assigned the call
waiting deluxe activation (CWDA) feature. The steps are as follows.
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— The user lifts the handset, and listens for a dial tone.

— The user presses the activation VSC (for example, *58). If CW can be activated, the system
returns a success announcement. An error announcement, indicating the type of error, is given
if activation is unsuccessful.

~
Note If CW isalready activated on this subscriber line, the activation attempt is accepted and
processed as a hew activation attempt.

— CW isnow activated, and will stay active until it is deactivated (see“ CW Deactivation” below).

CW deactivation options are as follows:

Service provider deactivation at user request.

The feature can be deactivated by the individual user if the service provider has assigned the call
waiting deluxe deactivation (CWDD) feature. The steps are as follows.

— The user lifts the handset and listens for a dial tone.

— The user presses the deactivation VSC (for example, *59). A success announcement is given on
a successful deactivation. An error announcement, indicating the type of error, is given if
deactivation is unsuccessful.

N
Note If CW isalready deactivated on this subscriber line, the deactivation attempt is accepted and
processed as a new deactivation attempt.

— CW isnow deactivated, and will stay inactive until it is activated (see “CW Activation” above).

CW Feature Interactions

CFNA—If both CW and CFNA are subscribed to and activated by the user, the interaction is as
follows. If the user is on an active call when a new call comesin, the CW (or CWD) tone will be
played. If the user pressesthe Flash button or hookswitch before the CFNA timer runs out, the user
will be connected to the new call, and the call will proceed according to the CW (or CWD) feature.
If the user takes no action, and the CFNA timer runs out, the waiting call will be forwarded per the
CFNA procedure.

Several provisionable parameters can affect the processing of this call.

— The CW timeout is based on a switch-wide parameter, NO-ANSWER-TMR in the ca-config
table (default 185 seconds). There is also a parameter, START-NO-ANSWER-TMR in the
ca-config table, to specify whether NO-ANSWER-TMR is to be started or not; default is N.

The CFNA timeout is provisioned viathe TYPE1=TO parameter in the Feature table (default
30 seconds).

— If Subscriber A has the default timer settings (that is, CFNA TO=30 seconds and
NO-ANSWER-TIMER=185 seconds), and has the START-NO-ANSWER-TMR parameter set
to Y (not the default), the call is processed as follows:

[1] A calls B, B answers.
[2] CcallsA, A hears the CW tone, C hears ring tone.

[ oL-25010-02
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[3] If A does not attempt to answer the waiting call (C), and CFNA times out (30 seconds), Cis
forwarded according to normal CFNA procedures.

However, if the CFNA timeout (TO) is set to avalue greater than NO-ANSWER-TMR, when
NO-ANSWER-TMR expires, C is disconnected and hears a busy tone, and CFNA is cancelled.

VM—If both CW and VM are subscribed to and activated by the user, the following scenarios apply.
Several provisionable parameters can affect the processing of this call.

— The CW timeout is based on a switch-wide parameter, NO-ANSWER-TMR in the ca-config
table (default 185 seconds). There is also a parameter, START-NO-ANSWER-TMR in the
ca-config table, to specify whether NO-ANSWER-TMR is to be started or not; default is N.

The VM timeout is provisioned via the TY PE1=TO parameter in the Feature table (default 4
seconds).

— If Subscriber A has the default timer settings (that is, VM TO=4 seconds and
NO-ANSWER-TIMER=185 seconds), and has the START-NO-ANSWER-TMR parameter set
to Y (not the default), the call is processed as follows:

[1] A calls B, B answers.
[2] CcallsA, A hears the CW tone, C hears ring tone.

[3] If A does not attempt to answer the waiting call (C), and VM times out (4 seconds), C is
forwarded according to normal VM forwarding procedures.

However, if the VM timeout (TO) is set to a value greater than NO-ANSWER-TMR, when
NO-ANSWER-TMR expires, C is disconnected and hears a busy tone, and VM is cancelled.

If CHD is assigned to the subscriber along with CW, the following interaction occurs.
— A (the subscriber) and B are on an active call.
- CucdlsA.
— A hearsthe CW tone. (C hears ringback.)
— If A presses the Flash button or hookswitch, B is put on hold and A hears adial tone.
— If Adials*52, A is connected to C.
— If A'ignores the CW tone, C continues to hear ringback. The call is not forwarded.

There is an interaction when a Centrex subscriber has all three of the following features assigned
and active:

1. Call hold—CHD.
2. Call waiting—CW or CIDCW or both.
3. Call forwarding on no answer—CFNA, VM (or VMA), or any combination of these.

For information on thisinteraction, seethe“CHD with CW/CIDCW and CEFNA/VM/VMA” section
on page 3-107.

CW and DACWI Interaction for a CENTREX subscriber—If the DACWI feature is assigned to the
called party (CENTREX subscriber), and the incoming call is from outside the CENTREX group,
the called party is given adistinctive call-waiting indication. If theincoming call is from within the
CENTREX group, the called party is not given a distinctive call-waiting indication, but a regular
call-waiting indication is given.

Feature Provisioning Commands

Provisioning commands are available in the Cisco BTS 10200 Softswitch Provisioning Guide.
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To provision this feature, see the CW provisioning procedure in the Cisco BTS 10200 Softswitch
Provisioning Guide.

Cancel Call Waiting (CCW)

The Cisco BTS 10200 Softswitch supports cancel call waiting (CCW) feature activation as specified in
L SSGR module FSD 01-02-1204 (TR-TSY-000572), Cancel Call Waiting.

CCW allows auser to disable CW, which also disablesthe CIDCW feature for the duration of acall (see
the “Calling Identity Delivery on Call Waiting (CIDCW)" section on page 3-50). CCW is normally
included asanintegral part of a service package containing the CW and CIDCW features. CCW isuseful
when the user does not want to be interrupted during an important call or during an outgoing data/fax
call.

The user activates and deactivates the CCW feature as follows:
e To make an uninterrupted new call:
— The user lifts the handset, and listens for adial tone.

— The user enters the CCW VSC (for example, *70). The system responds by disabling the
CW/CIDCW features and returning three short beeps and then the dial tone.

— Now CCW is activated for the duration of the call, until the user goes on hook again.
— After the user goes on hook, the CW/CIDCW service will be back in effect automatically.
A

Note  There are exceptions. If a user was involved in a multiparty call, and received a ringback
after going on hook, CCW remains active for the call.

« To make acurrently active call go uninterrupted:
— The user presses Flash button or hookswitch

— The user enters the CCW VSC (for example, *70). The system responds by disabling the
CW/CIDCW features and returning three short beeps and then the dial tone.

— Now CCW is activated for the remainder of the current call, until the user goes on hook again.
— The user presses Flash button or hookswitch to return to the original call.

After the current call is completely released, the CW service will be back in effect automatically.

If thereisa CA switchover during an active call with CCW invoked, CCW will not be supported on that
call after the switchover.

To provision this feature, see the CCW provisioning procedure in the Cisco BTS 10200 Softswitch
Provisioning Guide.

[ oL-25010-02
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Calling Identity Delivery on Call Waiting (CIDCW)

g%

The BTS 10200 supports the calling identity delivery on call waiting (CIDCW) feature as specified in
L SSGR module FSD 01-02-1090 (TR-TSY-000575), Calling Identity Delivery on Call Waiting.

CIDCW isaservicethat enables a called party to receive information about a calling party on awaiting
call while off hook on an existing call. CIDCW providesthe capability of calling identity delivery (CID)
information to the called party on waiting calls. CIDCW is considered an enhancement of the CW
feature, and requires the basic CW feature, along with the CND or CNAM feature.

When CW and CIDCW are first provisioned by the service provider, they are active immediately by
default. To assign these features in the deactivated state, configure the subscriber-feature-data table for
that subscriber to make CW and CIDCW deactivated.

When acalled party has been alerted of anincoming call, the called party placesthe current far-end party
on hold by pressing the Flash button or hookswitch to retrieve the waiting call. the Flash button or
hookswitch can be used to toggle between the current far-end party and the held party. The details of
these functions are as follows:

- A called party currently on acall receives notification, viaashort beep repeated 3 times, that another
call iscomingin.

« Theincoming name and/or number is displayed after the first beep.
» Thecalled party can either ignore the new call or can accept it while putting the existing call on hold.

» Toignorethe new call, the called party continues uninterrupted on the existing call, and the beep
indication will time out after 3 repetitions.

» To accept the new call and put the existing call on hold, the called party presses and rel eases the
Flash button or hookswitch.

- To alternate between the two calls, the called party can press and release the Flash button or
hookswitch.

- If either one of the remote stations goes on hook, the remai ning remote station continues as anormal
session with the called party.

» The called party can end either session by going on hook during the currently active session. This
ends the session. The phone will ring to indicate that the other party is still holding. The called party
can pick up the phone and the session to that calling party resumes as a normal call.

If the calling party’ s caller ID is not available (for example, if the caller has blocked caller ID) then the
called party’s caller ID display will indicate an anonymous call or other unidentified caller message as
in the caller ID feature.

CIDCW Activation

P
Tip

CIDCW has multiple activation options as follows:
» Activated permanently at subscription time by service provider.

When CW and CIDCW are first provisioned by the service provider, they are active immediately by
default. To assign these features in the deactivated state, configure the subscriber-feature-data table for
that subscriber to make CW and CIDCW deactivated.
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- The feature can be activated by the individual user if the service provider has assigned the call
waiting deluxe activation (CWDA) feature. The steps are as follows.

— The user lifts the handset, and listens for a dial tone.

— Theuser pressesthe activation V SC (for example, *58). If CIDCW can be activated, the system
returns a success announcement. An error announcement, indicating the type of error, is given
if activation is unsuccessful.

A
Note If CIDCW isalready activated on this subscriber line, the activation attempt is accepted and
processed as a new activation attempt.

— CIDCW isnow activated, and will stay active until it isdeactivated (see“ CIDCW Deactivation”
below).

CIDCW Deactivation

CIDCW deactivation options are as follows:
» Service provider deactivation at user request.

- The feature can be deactivated by the individual user if the service provider has assigned the call
waiting deluxe deactivation (CWDD) feature. The steps are as follows.

— The user lifts the handset and listens for a dial tone.

— The user presses the deactivation VSC (for example, *59). A success announcement is given on
a successful deactivation. An error announcement, indicating the type of error, is given if
deactivation is unsuccessful.

A
Note |f CIDCW isalready deactivated on this subscriber line, the deactivation attempt is accepted
and processed as a new deactivation attempt.

— CIDCW isnow deactivated, and will stay inactive until it isactivated (see“ CIDCW Activation”
above).

CIDCW Feature Interactions
- CW, CIDCW, and CWD interaction—CWD has a higher precedence than CIDCW, and CIDCW has
a higher precedence than CW.

« Thereisan interaction when a Centrex subscriber has all three of the following features assigned
and active:

1. Cadl hold—CHD.
2. Call waiting—CW or CIDCW or both.
3. Call forwarding on no answer—CFNA, VM (or VMA), or any combination of these.

For information on thisinteraction, see the“CHD with CW/CIDCW and CFNA/VM/VMA” section
on page 3-107.

Feature Provisioning Commands

Provisioning commands are available in the Cisco BTS 10200 Softswitch Provisioning Guide.

Cisco BTS 10200 Softswitch Network and Subscriber Feature Descriptions, Release 6.0.4
[ oL-25010-02 .m


http://www.cisco.com/en/US/docs/voice_ip_comm/bts/6.0.3/command/guide/provgd603.html

Chapter 3 Subscriber Features |

M Call Waiting Features

ﬁ To provision this feature, see the CIDCW provisioning procedure in the Cisco BTS 10200 Softswitch
Provisioning Guide.

Call Waiting Deluxe (CWD)

CWD service informs a busy phone (user on an active call) that another call is waiting through the
application of a call-waiting tone. Ten seconds after the initial tone, a second tone is applied if the
waiting call has not been answered. To process the waiting call, the called party can take one of the
following actions:

» The called party can go on hook to disconnect from the active call. The system will ring the called
party, and the called party can take the phone off hook to be connected to the waiting call.

» To process the waiting call, the called party can press the Flash button or hookswitch. The system
places the remote party on hold and provides arecall (stutter) dial tone to the called party. After
receiving the recall dial tone, the called party can take one of the following actions:

— If thecalled party pressesdigit 1, the active call isdropped and avoice connection is established
with the waiting party.

— If the called party presses the digit 2, a voice connection is established with the waiting party.
From this point the called party can press the Flash button or hookswitch, receive recall dial
tone, and press 2 to alternate between the parties.

While on a CWD call with the other two parties, the called party can exercise the following additional
options after pressing the Flash button or hookswitch and receiving recall dial tone:

- |If thecalled party pressesdigit 3 instead of 2, all three parties are conferenced together, and the call
proceeds as in the three-way calling deluxe (TWCD) feature. (For more information on this call
behavior, see the “Three-Way Calling Deluxe (TWCD)” section on page 3-156.)

- If the called party presses digit 1 instead of 2, the active call is dropped and a voice connection is
established with the waiting party.

« If the called party goes on hook to disconnect from the active call, the system will ring the called
party. The called party can take the phone off hook to be connected to the waiting call.

N
Note  If aMGW-connected handset is off hook, but no active call exists (that is, receiving adial tone), then an
incoming call receives a busy tone and CWD is not activated.

Only one instance of CWD can be active for a given subscriber line at any given time. Thus, if a
subscriber line were involved in both an active call and awaiting call, then an additional incoming call
attempt results in the caller receiving a busy tone or being forwarded (CFB). The called party involved
in the CWD call is not aware of the additional incoming call attempt.

The following conditions apply to the CWD feature:
» The CWD feature can be provided to POTS, Centrex, and MLHG subscribers.
- The CWD featureisin the deactivated mode unless activated by the subscriber.

The CWD feature is composed of four associated features, which are described in the sections that
follow:

« CWD Activation, page 3-53
« CWD Deactivation, page 3-53
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» CWD Interrogation, page 3-54
- CWD Invocation, page 3-54

CWD Timers
There are three timers that apply to the CWD feature:

» Call-waiting timeout timer (TO), measured in seconds—This is the time that an incoming call can
be held in call-waiting mode. After the timer expires, the waiting call is disconnected. The default
valueis 15.

» Feature reconnect timer (FEATURE-RECONNECT-TMR), measured in seconds—During the
course of using the CWD feature, if the subscriber is connected to areorder tone or announcement,
the subscriber is automatically reconnected to the previous call leg after the specified
FEATURE-RECONNECT-TMR timeout period. The default valueis 10.

» Reconnect timer (RECONNECT-TMR), measured in seconds—When a subscriber hangs up with
another call on hold, the subscriber is rung back. The ringing is applied for the duration of this
RECONNECT-TMR. If the subscriber does not answer the call within this time period, the call is
torn down. The default value can be provisioned in the CA-CONFIG table. If the timer is not
provisioned in the CA-CONFIG table, the preset value 36 is used as default.

CWD Activation
CWD has multiple activation options as follows:
« Activated permanently at subscription time by service provider.
» Activated by user:
— The user lifts the handset, and listens for a dial tone.
— The user presses the activation VSC (for example, *58 in North Americaand *58# in China). If
CWD can be activated, the system returns a success announcement. An error announcement,
indicating the type of error, is given if activation is unsuccessful.
— CWD isnow activated, and will stay active until it is deactivated (see “CWD Deactivation”
below).
CWD Deactivation
CWD deactivation options are as follows:
» Service provider deactivation at user request.
» Deactivated by user:
— The user lifts the handset and listens for a dial tone.
— The user presses the deactivation V SC (for example, *59 in North Americaand #58# in China).
A success announcement is given on a successful deactivation. An error announcement,
indicating the type of error, is given if deactivation is unsuccessful.
— CWD is now deactivated, and will stay inactive until it is activated (see “CWD Activation”
above).
Cisco BTS 10200 Softswitch Network and Subscriber Feature Descriptions, Release 6.0.4
I oL-25010-02 .m



Chapter 3 Subscriber Features |

M Call Waiting Features

CWD Interrogation

CWD interrogation allows a user to check whether CWD is activated on his or her local phone. The user
enters the VSC for CWD interrogation (for example, *56 in North America and *#58#* in China). A
success announcement is given to the user if CWD is activated, and an appropriate announcement is
provided if it is deactivated.

CWD Invocation

CWD invocation isthe actual set of procedures the system follows when a user (with CWD activated) is
already on an active call and receives a call from a third party.

Invalid User Actions

The valid user actions are described in the sections above. The following user actions are invalid, and
the system provides an appropriate error announcement:

» The user tries to interrogate CWD on a fresh system (a system with no entry in the
SUBSCRIBER-FEATURE-DATA table).

- The user presses the Flash button or hookswitch, receives recall dial tone, and then enters a digit
other than 1, 2, or 3.

CWD Feature Interactions

CWD and CFNA Interaction—If both CFNA and CWD are subscribed to and activated by the user, the
interaction isasfollows. If the user is on an active call when anew call comesin, the CWD tone will be
played. The CWD feature does not perform any timing in this case (that is, CWD does not start the
call-waiting disconnect timer). If the user presses the hookswitch before the CFNA timer runs out, the
user will be connected to the new call, and the call will proceed according to the CWD feature. If the
user takes no action, and the CFNA timer runs out, the waiting call will be forwarded per the CFNA
procedure.

CWD and CFB Interaction—If both CWD and CFB are activated, CWD has higher precedence than
CFB.

CWD and TWCD Interaction—T hese two feature invocations are mutually exclusive. When one feature
isinvoked, the other feature is not allowed.

N

Note  During athree-way call, the CWD feature does not work for the party that initiated the three-way
call. However, the CWD feature would work normally for the other two (non-initiating) parties.

CWD and CLIP interaction—If the called user is given a call waiting indication, and has subscribed to
the CLIP service, then the calling line identification is presented to the user at the time the call waiting
indication is given.

CWD, CIDCW, CW Interaction—CWD has ahigher precedence than CIDCW, and CIDCW has a higher
precedence than CW.

CWD and CCW Interaction—When CCW is activated, CWD will be inhibited. (Note that CCW isa
per-call activated feature.)
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CWD and DRCW Interaction—If the calling party number isin the DRCW list of the called party, and
if DRCW is activated, the called party is given a distinctive call-waiting indication. Otherwise, the
regular call-waiting indication is given.

CWD and DACWI Interaction for a CENTREX subscriber—If the DACWI feature is assigned to the
called party (CENTREX subscriber), and the incoming call is from outside the CENTREX group, the
called party is given adistinctive call-waiting indication. Otherwise, the regular call-waiting indication
isgiven.

CWD and MDN Interaction—If the calling party dials the called party number different from main
number, the called party isgiven adistinctive call-waiting indication. Otherwise, the regular call waiting
indication is given.

CWD and DACWI Interaction—If thisis adirect inward dialing (DID) call and DACWI featureis
assigned, the called party is given adistinctive call-waiting indication. Otherwise, aregular call-waiting
indication is given.

Feature Provisioning Commands

Provisioning commands are available in the Cisco BTS 10200 Softswitch Provisioning Guide.

Jo

Tip To provision this feature, see the CWD provisioning procedure in the Cisco BTS 10200 Softswitch
Provisioning Guide.

Calling ldentity Features

Calling identity features include:
» Calling Identity Delivery, page 3-56
— Calling Number Delivery (CND), page 3-56
— Calling Name Delivery (CNAM), page 3-56
« Calling Line Identification Presentation (CLIP), page 3-56
« Calling Identity Delivery Blocking (CIDB), page 3-58
— Calling Number Delivery Blocking (CNDB), page 3-59
— Caling Name Delivery Blocking (CNAB), page 3-60
— Calling Identity Delivery and Suppression (CIDSD and CIDSS), page 3-60
» Calling Line Identification Restriction (CLIR), page 3-61
— Calling Number Delivery Blocking (CNDB), page 3-62
— Calling Name Delivery Blocking (CNAB), page 3-63
— Calling Identity Delivery and Suppression (CIDSD and CIDSS), page 3-63
S

Note  The calling identity delivery on call waiting (CIDCW) featureis described in the “ Call Waiting
Features’ section on page 3-45.
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[ oL-25010-02 .E


http://www.cisco.com/en/US/docs/voice_ip_comm/bts/6.0.3/command/guide/chapter5_6.0.3_prov.html#wp1082417

Chapter 3 Subscriber Features |

M Calling Identity Features

Calling Identity Delivery

The identity of the caller is provided in two features, calling number delivery (CND) and calling name
delivery (CNAM), as described in the following sections.

Calling Number Delivery (CND)

»
Tip

The BTS 10200 supportsthe CND feature as specified in the Telcordia L SSGR module FSD 01-02-1051
(TR-NWT-000031), Calling Number Delivery, and GR-30-CORE, Voiceband Data Transmission
Interface.

The CND feature provides CPE with the date, time, and DN of an incoming call. When the called
subscriber lineis on hook, the calling party information is delivered during thelong silent interval of the
first ringing cycle. Telcordiadocument GR-30-CORE specifiesthe generic requirementsfor transmitting
asynchronous voice band data to the CPE.

To provision this feature, see the CND provisioning procedure in the Cisco BTS 10200 Softswitch
Provisioning Guide.

Calling Name Delivery (CNAM)

5%

The BTS 10200 supports the CNAM feature as specified in LSSGR module FSD 01-02-1070
(TR-TSY-001188), Calling Name Delivery Generic Requirements.

CNAM isaterminating user feature allowing CPE connected to a switching system to receive acalling
party’ s name, number, and the date and time of the call during the first silent interval. If a private status
is assigned with the name, the name will not be delivered and a private indicator code P is sent to the
CPE. If the name is not available for delivery, the switch sends an out-of-area/unavailable code O to
the CPE. When transferring or forwarding callsinternally, the private calling hame can be obtained from
the Cisco BTS 10200 Softswitch databases and passed on to the internal called user.

To provision this feature, see the CNAM provisioning procedure in the Cisco BTS 10200 Softswitch
Provisioning Guide.

Calling Line Identification Presentation (CLIP)

Thissection describesthe calling lineidentification presentation (CLIP) feature. Thisfeatureisavailable
to POTS, Centrex, and MLHG subscribers.

References:
« Telcordia LSSGR, CLASS Feature: Calling Number Delivery, GR-31-CORE
- ITU-T: 1.251.3 (08/92) Calling Line Identification Presentation
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CLIP Feature Description

CLIP is asupplementary service offered to the called party that displays the calling party DN and the
date and time of the call. The calling lineidentification information isincluded in the incoming message
(for example, SETUP, IAM, R2 digits, SIP, and so forth) from the originating DN. Interoffice
application of this service depends on network deployment of signaling methods capable of transmitting
the calling line identification.

The Cisco BTS 10200 Softswitch supports this feature for the following types of incoming calls:

Intraoffice calls—Calls that originate and terminate on lines supported by one
Cisco BTS 10200 Softswitch. (The calling party’s DN isretrieved from the
Cisco BTS 10200 Softswitch memory.)

Incoming interoffice calls from another Cisco BTS 10200 Softswitch on the packet network.

Incoming interoffice calls from another stored program controlled switch (SPCS) on the packet
network or the connection-oriented network.

The calling party’ s information can be public, private, or unavailable:

Public—If the calling line identification information isincluded in the message from the originating
DN, and is not blocked, the Cisco BTS 10200 Softswitch displays it on the called party’s display.

Private (anonymous)—If the calling line DN has been marked to indicate that it is private, the
Cisco BTS 10200 Softswitch does not transmit the DN to the called party. Instead, it sends the date,
time, and a private indicator, signified by the ASCII letter “P”, to the called party in place of the
calling line DN.

Unavailable—If the calling line identification information is not available, the
Cisco BTS 10200 Softswitch displays an out-of-area/ DN-unavailable indicator, signified by the
ASCII letter “O”, along with the date and time.

CLIP Feature Activation and Deactivation

CLIP is offered to users on a subscription basis. Once the feature has been successfully assigned, the
called party should receive the date, time, and calling number, if available and allowed to be disclosed,
for all subsequent incoming calls. If the called party does not subscribeto thisfeature, the calling party’ s
identity information is not transmitted to the called party’ s handset.

[ oL-25010-02
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CLIP Feature Interactions

CFU—When CLIPissubscribed and the user activates CFU, all incoming calls areforwarded at the base
phone, and the Cisco BTS 10200 Softswitch forwards the original calling DN to the remote phone.

CFNA—When CLIP is subscribed and the user activates CFNA, all unanswered incoming calls are
forwarded at the base phone, and the Cisco BTS 10200 Softswitch forwards the original calling DN to
the remote phone.

CFB—When CLIPissubscribed and the user activates CFB, incoming calls are forwarded when the base
phone is off hook, and the Cisco BTS 10200 Softswitch forwards the original calling DN to the remote
phone.

CLIR—There are no interactions between CLIP and CLIR when active on the same line. Indirect
interactions occur between CLIP and CLIR when the calling party subscribes to CLIR and the called
party subscribes to CLIP. If the calling party uses any of the CLIR features to make the status of the
calling DN private, the terminating SPCS (Cisco BTS 10200 Softswitch) transmitsa“P” (indicating
private status) to the terminating phone.

CWD—If the called user is given a call waiting indication, and has subscribed to the CLIP service, then
the calling line identification is presented to the user at the time the call waiting indication is given.

Feature Provisioning Commands

Jo

Tip

Provisioning commands are available in the Cisco BTS 10200 Softswitch Provisioning Guide.

To provision this feature, see the CLIP provisioning procedure in the Cisco BTS 10200 Softswitch
Provisioning Guide.

Calling Identity Delivery Blocking (CIDB)

The Cisco BTS 10200 Softswitch supports calling identity delivery blocking (CIDB) features as
specified in LSSGR module FSD 01-02-1053 (TR-NWT-000391), Calling Identity Delivery Blocking
Features

CIDB alowscaller to control whether or not their calling identity information is delivered with outgoing
calls. Identity includes directory number (DN) and/or name of the caller. CIDB does not affect the
presentation of caller’s information when making 911 calls.

The CIDB feature affects the presentation status (PS) of the calling identity information. The PSisaflag
that lets the network know if it is permissible to deliver the information to the called party. Both the
calling number and calling name have PS information associated with them. There are two types of
PS flags—permanent and per-call:

» Permanent PS (PPS)—The service provider provisions PPS flags, either public or private, for each
subscriber line. These values are defined as follows:

— Public—Calling identity information (calling name and/or calling number) is delivered with
outgoing calls. The local switch (BTS 10200) informs the remote switch that it is permissible
to deliver the caller’ s identity information on the remote phone.

— Private (anonymous)—Calling identity information (calling name and/or calling number) is not
delivered with outgoing calls. The local switch (BTS 10200) informs the remote switch that it
isnot permissible to deliver the caller’ sidentity information on the remote phone.

l_ Cisco BTS 10200 Softswitch Network and Subscriber Feature Descriptions, Release 6.0.4

0L-25010-02 |


http://www.cisco.com/en/US/docs/voice_ip_comm/bts/6.0.3/command/guide/provgd603.html
http://www.cisco.com/en/US/docs/voice_ip_comm/bts/6.0.3/command/guide/chapter5_6.0.3_prov.html#wp834353
http://www.cisco.com/en/US/docs/voice_ip_comm/bts/6.0.3/command/guide/provgd603.html
http://www.cisco.com/en/US/docs/voice_ip_comm/bts/6.0.3/command/guide/provgd603.html

| Chapter3 Subscriber Features

Calling Identity Features

» Per-call PS (PCPS) has significance only to the current outgoing call. On a per-call basis, a caller
with the CIDB feature enabled can override the default values for the PS flags. The per-call features
arelisted in Table 3-9 and described in the “ Calling Number Delivery Blocking (CNDB)” section
on page 3-59 through the “ Calling Identity Delivery and Suppression (CIDSD and CIDSS)” section
on page 3-60.

N
Note  Thevertical service codes (V SCs), also called star codes, listed in Table 3-9 and throughout this section
are typical values. The service provider can provision these values with any valid unique ASCII string
up to five characters long. For a complete list of valid VSC formats and preprovisioned V SCs, see the
V SC table in the Cisco BTS 10200 Softswitch CLI Database.
Table 3-9 Per-Call CIDB Feature Summary
Permanent Privacy |Effect Of CNDB Effect Of CNAB Effect Of CIDSD Effect Of CIDSS
Status (PPS) (*67) (*95) (*82) (*96)
Identity Item Number |Name Number |Name Number |Name Number |Name
Number |Name PS PS PS PS PS PS PS PS
I dentity: Public Public Private |Private! |Public Private |Public |Public Private |Private
Number Public Private |Private |Private |Public Public Public |Public Private |Private
[CND] Private  |Public |Public |Public Private |Private |Public |Public Private |Private
+ Private |Private |Public |Private |Private |Private! |Public |Public Private |Private
Name
[CNAM]
Number: Public n/a Private |n/a n/a n/a Public |n/a Private |n/a
[CND] only |Private |n/a Public |n/a n/a n/a Public |n/a Private |n/a

1. When the number is private, no name query is performed.

When acaller goes off hook and does not enter a per-call CIDB code that affect the caller’ s PS, then the
value of the caller’s PPS is used as the presentation status for that call. When a CIDB per-call featureis
used on acall, only the current call is affected. The PPSis used for future calls (unless the caller enters
one of the per-call features again.)

Calling Number Delivery Blocking (CNDB)

Calling number delivery blocking (CNDB) allows the caller to control the status of their caller number
privacy on a per-call basis. For all new calls, the privacy status reverts back to the PPS.

To use the CNDB feature, the caller does the following:
» The caller goes off hook and receives a dial tone.
« Thecaller entersthe CNDB VSC (for example, *67). The system responds with a dial tone.

« Thecaller enters the desired phone number for the remote station. The CNDB function toggles the
PPS of the caller’s number for this call:

— If the PPSis private, CNDB makes the PS public for this call
— If the PPSis public, CNDB makes the PS private for this call

[ oL-25010-02
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N

Note  When the number is private, no name query is performed.

ﬁ To provision this feature, see the CNDB provisioning procedure in the Cisco BTS 10200 Softswitch
Provisioning Guide.

Calling Name Delivery Blocking (CNAB)
Calling name delivery blocking (CNAB) allows the caller to control the status of their caller name
privacy on a per-call basis. For all new calls, the privacy status reverts back to the PPS.
To use the CNAB feature, the caller does the following:
- The caller goes off hook and receives adial tone.
» The caller enters the CNAB VSC (for example, *95). The system responds with a dial tone.

» The caller enters the desired phone humber for the remote station. The CNAB function toggles the
PPS of the caller’s name for this call:

— If the PPSis private, CNAB makes the PS public for this call
— If the PPSis public, CNAB makes the PS private for this call

N,

Note  When the number is private, no hame query is performed.

Note  The CNAB feature is not supported over SIP trunks.

Tip To provision this feature, see the CNAB provisioning procedure in the Cisco BTS 10200 Softswitch
Provisioning Guide.

Calling Identity Delivery and Suppression (CIDSD and CIDSS)

The BTS 10200 supports the delivery function and the suppression function of calling identity delivery
and suppression (CIDSD and CIDSS, respectively). CIDSD and CIDSS are per-call features.

CIDSD and CIDSS allow acaller to explicitly indicate on a per-call basis whether both the calling name
and calling number will be treated as private or public. When CIDSD or CIDSS s used, the system does
not query the PPS of the caller’s DN and name. The following conditions apply:

- CIDS Déelivery (CIDSD)—If the caller enters the VSC for CIDSD (for example, *82), the current
call istreated as public regardless of the default privacy status permanently associated with the
calling name and number.

» CIDS Suppression (CIDSS)—If the caller entersthe V SC for CIDSS (for example, * 96), the current
call istreated as private regardless of the default privacy status permanently associated with the
calling name and number.

For all new calls, the privacy status reverts back to the PPS.
To use the CIDSD or CIDSS feature, the caller does the following:
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- The caller goes off hook and receives adial tone.

» Thecaller entersthe VSC for CIDSD or CIDSS (for example, *82 or *96) and receives a dial tone
again.

» The caller enters the desired phone number for the remote phone.
« Thecaller'sID will be displayed or blocked as follows:

— For *82, the caller’s ID will be delivered (that is, it will not be blocked) at the remote station,
assuming the remote station has the caller 1D function.

— For *96, the caller’s ID will be blocked at the remote station, assuming the remote station has
the caller ID function.

The next time this caller makes a phone call, the default caller 1D settings (PPS) will apply, unless the
caller again enters the VSC for CIDSD or CIDSS.

ﬁ To provision these features, see the CIDSD and CIDSS provisioning proceduresin the
Cisco BTS 10200 Softswitch Provisioning Guide.

Calling Line Identification Restriction (CLIR)

This section describes the calling line identification restriction (CLIR) feature. Thisfeatureis available
to POTS, Centrex, and MLHG subscribers.

References:
e TelcordiaLSSGR, CLASS Feature: Calling Identity Delivery Blocking Features, GR-391-CORE
e [TU-T: 1.251.4 (08/92) Calling Line Identification Restriction

CLIR is asupplementary service that allows callers to control whether or not their calling identity
information is delivered with outgoing calls. Identity includes directory number (DN) and/or name of
the caller. The presentation of calling identity information (at the terminating phone) is described in the
“Calling Line Identification Presentation (CLIP)” section on page 3-56.

When provisioned by the service provider, the calling party can restrict the display of hisor her DN on
either a permanent basis or a per-call basis. The CLIR feature consists of the following per-call
associated features:

» Calling Number Delivery Blocking (CNDB), page 3-62
» Calling Name Delivery Blocking (CNAB), page 3-63
« Calling Identity Delivery and Suppression (CIDSD and CIDSS), page 3-63

Calling Identity Presentation Status

The CLIR feature affects the presentation status (PS) of the calling identity information. The PSisaflag
that lets the network know if it is permissible to deliver the information to the called party. Both the
calling number and calling name have PS information associated with them. There are two types of
PS flags—permanent and per-call:

» Permanent PS (PPS)—The service provider provisions PPS flags, either public or private, for each
subscriber line. These values are defined as follows:

Cisco BTS 10200 Softswitch Network and Subscriber Feature Descriptions, Release 6.0.4
[ oL-25010-02 .m


http://www.cisco.com/en/US/docs/voice_ip_comm/bts/6.0.3/command/guide/chapter5_6.0.3_prov.html#wp1220342
http://www.cisco.com/en/US/docs/voice_ip_comm/bts/6.0.3/command/guide/chapter5_6.0.3_prov.html#wp834692

Chapter 3 Subscriber Features |

M Calling Identity Features

— Public—Calling identity information (calling name and/or calling number) is delivered with
outgoing calls. Thelocal SPCS (Cisco BTS 10200 Softswitch) informs the remote SPCS that it
is permissible to deliver the caller’ s identity information to the remote phone.

— Private (anonymous)—Calling identity information (calling name and/or calling number) is not
delivered with outgoing calls. The local SPCS (Cisco BTS 10200 Softswitch) informs the
remote SPCS that it is not permissible to deliver the caller’ s identity information to the remote
phone.

» Per-call PS (PCPS) has significance only to the current outgoing call. On a per-call basis, a caller
with the CLIR feature enabled can override the default values for the PS flags. The per-call features
arelisted in Table 3-10 and described in the “ Calling Number Delivery Blocking (CNDB)” section
on page 3-62 through the “ Calling Identity Delivery and Suppression (CIDSD and CIDSS)” section
on page 3-63.

Note  Thevertical service codes (VSCs), also called star codes, listed in Table 3-10 and throughout this section
are typical values. The service provider can provision these values with any valid unique ASCII string
up to five characters long. For a complete list of valid VSC formats and preprovisioned V SCs, see the
V SC table specification and V SC appendix in the Cisco BTS 10200 Softswitch CLI Database.

Table 3-10 Per-Call CLIR Feature Summary
Permanent Privacy |Effect Of CNDB Effect Of CNAB Effect Of CIDSD Effect Of CIDSS
Status (PPS) (*67%) (*95%) (*82%) (*96*)
Identity Item Number |Name Number |Name Number |Name Number |Name
Number |Name PS PS PS PS PS PS PS PS
I dentity: Public Public Private |Private’ |Public Private |Public |Public Private |Private
Number Public Private |Private |Private |Public Public Public  |Public Private |Private
[CND] Private |Publict |Public |Public |Private |Private |Public |Public | Private |Private
+ Private |Private |Public |Private |Private |Privatel |Public |Public Private |Private
Name
[CNAM]
Number: Public n/a Private |n/a n/a n/a Public |n/a Private |n/a
[CND] only |Private |n/a Public |n/a n/a n/a Public |n/a Private |n/a

1. When the number is private, no name query is performed.

When a caller goes off hook and does not enter a per-call CLIR code that affect the caller’ s PS, then the
value of the caller’s PPSis used as the presentation status for that call. When a CLIR per-call featureis
used on acall, only the current call is affected. The PPSis used for future calls (unless the caller enters
one of the per-call features again.)

Calling Number Delivery Blocking (CNDB)

The CNDB associated feature affects the PS designation of the caller’s DN. CNDB works as follows:
» The caller goes off hook and receives dial tone.
» Thecaller entersthe CNDB VSC (for example, *67*). The system responds with a dial tone.

l_ Cisco BTS 10200 Softswitch Network and Subscriber Feature Descriptions, Release 6.0.4
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- The caller enters the desired phone number for the remote phone. The local switch
(Cisco BTS 10200 Softswitch) retrieves the PPS value of the DN for the caller’s line, and then
forwards the opposite of the PS value to the remote switch. Therefore:

— If the PPS of the DN is public, the Cisco BTS 10200 Softswitch sends a PCPS of private.
— If the PPS of the DN is private, the Cisco BTS 10200 Softswitch sends a PCPS of public.

N

Note  When the number is private, no name query is performed.

pe

Tip To provision this feature, see the CNDB provisioning procedure in the Cisco BTS 10200 Softswitch
Provisioning Guide.

Calling Name Delivery Blocking (CNAB)

The CNAB associated feature affects the PS designation of the caller’s name. CNAB works as follows:
» The caller goes off hook and receives dial tone.
« Thecaller entersthe CNAB VSC (for example, *95*). The system responds with a dial tone.

» The caller enters the desired phone number for the remote phone. The local switch
(Cisco BTS 10200 Softswitch) retrieves the PPS value of the name for the caller’ s line, and then
forwards the opposite of the PS value to the remote switch. Therefore:

— If the PPS of the name is public, the Cisco BTS 10200 Softswitch sends a PCPS of private.
— If the PPS of the name is private, the Cisco BTS 10200 Softswitch sends a PCPS of public.
A

Note  When the number is private, no name query is performed.

Note  The CNAB feature is not supported over SIP trunks.

Tip To provision this feature, see the CNAB provisioning procedure in the Cisco BTS 10200 Softswitch
Provisioning Guide.

Calling Identity Delivery and Suppression (CIDSD and CIDSS)

The BTS 10200 supports the delivery function and the suppression function of calling identity delivery
and suppression (CIDSD and CIDSS, respectively). CIDSD and CIDSS are per-call features.

CIDSD and CIDSS allow acaller to explicitly indicate on a per-call basis whether both the calling name
and calling number will be treated as private or public. When CIDSD or CIDSSis used, the system does
not query the PPS of the caller’s DN and name. The following conditions apply:

- CIDSDelivery (CIDSD)—If the caller enters the VSC for CIDSD (for example, *82*), the current

call istreated as public regardless of the default privacy status permanently associated with the
calling name and number.
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» CIDS Suppression (CIDSS)—If the caller enters the VSC for CIDSS (for example, *96*), the
current call istreated as private regardless of the default privacy status permanently associated with
the calling name and number.

For all new calls, the privacy status reverts back to the PPS.
To use the CIDSD or CIDSS feature, the caller does the following:
« The caller goes off hook and receives a dial tone.

» Thecaller entersthe VSC for CIDSD or CIDSS (for example, *82* or *96*) and receives adial tone
again.

» The caller enters the desired phone number. for the remote phone
- Thecaler's D will be displayed or blocked as follows:

— For *82*, the caller’s 1D will be delivered (that is, it will not be blocked) at the remote station,
assuming the remote station has the caller 1D function.

— For *96*, the caller’ s ID will be blocked at the remote station, assuming the remote station has
the caller ID function.

The next time this caller makes a phone call, the default caller 1D settings (PPS) will apply, unless the
caller again enters the VSC for CIDSD or CIDSS.

Jo

Tip To provision these features, see the CIDSD and CIDSS provisioning procedures in the
Cisco BTS 10200 Softswitch Provisioning Guide.

CLIR Feature Interactions

CLIP—There are no interactions between CLIP and CLIR when active on the same line. Interactions
occur between CLIP and CLIR when the calling party subscribes CLIR and the called party subscribes
to CLIP. If the calling party uses any of the CLIR features to make the status of the calling DN private,
the terminating SPCS (Cisco BTS 10200 Softswitch) transmitsa “P” (indicating private status) to the
terminating phone.

TWCD—A user with TWCD can press the Flash button or hook switch and use any of the CLIR per-call
restrictions before dialing the next phone number. This allows the user to control the presentation of his
or her PSto the third party in the three-way call.

Feature Provisioning Commands

Provisioning commands are available in the Cisco BTS 10200 Softswitch Provisioning Guide.

P

Tip To provision this feature, see the CLIR provisioning procedure in the Cisco BTS 10200 Softswitch
Provisioning Guide.

Direct Inward/Outward Dialing for PBX

The Cisco BTS 10200 Softswitch supports the direct inward dialing (DID) and direct outward dialing
(DOD) features for PBX.
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Analog DID for PBX

P
Tip

DOD For PBX

The Cisco BTS 10200 Softswitch supports analog DID for PBX as specified in TIA/EIA-464B,
Requirements for Private Branch Exchange (PBX) Switching Equipment, April 1, 1996.

The analog DID one-way feature allowsincoming callsto alocal PBX network to complete to a specific
station without attendant assistance. The station address is provided by the CA that controls an access
gateway (AGW) connecting to the PBX. The number of digits to be outpulsed by the AGW to the PBX
is configurable in the CA.

N

Note

For guidancein provisioning the CA to support thisfeature, see the Cisco BTS 10200 Softswitch
Operations Manual.

Figure 3-1 shows atypical application, with aresidential user (UserA) attempting to call a PBX user
station (UserB). UserB isidentified by a specific set of extension digitsin the PBX. The

Cisco BTS 10200 Softswitch uses MGCP signaling to communicate with the AGW, and controls the
outpulsing of digitsfromthe AGW tothe PBX. A foreign exchange office (FXO) board inthe AGW uses
reverse battery signaling (per TIA/EIA-464B) to communicate with aDID trunk board in the PBX over
an analog DID one-way trunk. When completing a call termination to the PBX, the extension digits for
UserB are outpulsed from the AGW toward the PBX. The PBX receives the extension digits and then
completes the call to UserB.

Figure 3-1 Example of PBX Analog DID One-Way Application
MGCP/IP MGCP/IP
Call agent
RGW AGW
/ e P e Equipped with FXO board
supporting reverse battery
— — signaling
User A Direction of call
Analog 1-way
DID trunk
B 4
PBX User B ©

To provision PBX-DID subscribers, you must use the proper settingsin the PBXDID table and Subscriber
(subscriber) table. See the PBX-DID Subscriber provisioning procedure in the
Cisco BTS 10200 Softswitch Provisioning Guide.

Reference: LSSGR module FSD 04-02-0000 (TR-TSY-000524), Direct Inward Dialing.

The DOD feature allows outgoing calls from a specific station to be completed through the local PBX
network without attendant assistance. The CA serving the PBX recognizes the station address and routes
the call to the PBX.
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Hostage Negotiation

Feature Description

Centrex Subscribers

Multiline Hunt Groups

If aCisco BTS 10200 Softswitch subscriber hostage is involved in a hostage situation, the Hostage
Negotiation LEA feature allows the hostage subscriber to make immediate contact with the Law
Enforcement Authority (LEA).

The Hostage Negotiation LEA feature enables you to provision aBTS 10200 subscriber as a subscriber
hostage for hostage negotiation calls. The feature restrictsincoming callsto and outgoing calls from the
subscriber hostage. Regardless of the directory number (DN) the hostage subscriber dials, the outgoing
call terminates at HOSTAGE_OUTBOUND_DN, which connects the hostage subscriber directly to the
LEA.

With releases prior to 6.0, the Cisco BTS 10200 Softswitch did not have a feature to support a hostage
situation. If aBTS 10200 subscriber wasinvolved in ahostage crisis situation, there was no direct means
of restricting calls originated by or terminating to the subscriber hostage. Such restrictions enable the
LEA to facilitate negotiations. Also, certain features associated with the subscriber hostage, such as
Selective Call Acceptance (SCA) and Anonymous Call Rejection (ACR), had the potential to impede
LEA efforts to contact the hostage.

The Hostage Negotiation LEA feature addresses these problems by
« Allowing a subscriber to be defined as a hostage subscriber so calls can receive special handling
« Restricting incoming and outgoing calls as required by the LEA

» Restricting certain features which would impede the LEA from effectively handling the hostage
situation

The BTS 10200 allows only those inbound calls that originate from a preassigned set of nhumbers to
terminate to the hostage subscriber. The BTS 10200 forwards all inbound calls that you do not specify
in the Hostage Negotiation-Selective Call Acceptance (HN-SCA) list to HN_FWD_DN, whichisa
preassigned LEA number. If you do not specify avalue for HN_FWD_DN, the BTS provides the caller
with abusy signal and releases the call. The BTS 10200 supports up to five entries in the HN-SCA list.

The BTS 10200 impedes all featuresthat can interrupt the hostage negotiation process, such as Selective
Call Acceptance and Anonymous Call Rejection, for hostage subscribers, as required by the LEA.

The Hostage Negotiation LEA feature does not restrict the Custom Dial Plan (CDP) feature so any
hostage subscriber can have an extension or associated Centrex group code as HN-OUTBOUND-DN and
HN-FWD-DN. This ensures that the BTS 10200 routes the call from the subscriber hostage within the
Centrex group or outside the Centrex group as appropriate.

Y ou can enter an extension, POTS-access, or attendant number as the value for HN-OUTBOUND-DN
and HN-FWD-DN. However, you must enter a 10-digit number as the HN-SCA-DN value.

Y ou cannot apply the feature to an entire multiline hung group (MLHG), but you can apply it to
individual group members. If thereisahostage situation, the BTS 10200 impedes hunting for the MLHG
subscriber. If a hostage subscriber is busy with any type of call, the BTS 10200 attempts to match any
incoming callsto the HN-SCA-LIST. If the system does not find a match for such acall, it forwards the
call to HN-FWD-DN.

l_ Cisco BTS 10200 Softswitch Network and Subscriber Feature Descriptions, Release 6.0.4
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Long Duration Call Cutoff

The BTS 10200 inhibits all features, both originating and terminating, and including 9-1-1, for the
hostage subscriber except CDB. If you provision HN_OUTBOUND_DN or HN_FWD_DN 9-1-1, the
BTS 10200 routes the call to the preassigned LEA number.

Restrictions and Limitations

Cause Codes

Y ou cannot provision a ported-out subscriber as a hostage subscriber on the BTS 10200, although you
can provision HN_OUTBOUND_DN and HN_FWD_DN as ported out numbers.

The Hostage Negotiation LEA feature is the highest-priority feature in the BTS 10200 unless you give
an external feature in the FIM/XML file ahigher priority. If you do that, the hostage negotiation feature
will no longer work and the subscriber may be able to make regular outgoing calls and receive incoming
cals.

The following cause codes are associated with the Hostage Negotiations LEA feature:

Table 11 Hostage Negotiations LEA Feature Cause Codes
Cause Code Description
HN_FWD_DN_NOT_PROVISIONED HN_FWD_DN is not provisioned.

HN_OUTBOUND_DN_NOT_PROVISIONED |[HN-OUTBOUND-DN is not provisioned.

For information on provisioning this feature, see the Cisco BTS 10200 Softswitch Provisioning Guide.

Long Duration Call Cutoff

Billing

Note

The Long Duration Call Cutoff feature allows the service provider to disconnect the calls that run for a
long period of time.

To enable this feature, the service provider needs to configure a new parameter,
LONG-DURATION-CALL-CUTOFF-TMR in the CA-CONFIG table. This parameter (timer) can take
values from 0 to 48 (hrs). The timer starts when the subscriber answers the call; and the call is
disconnected when the timer expires.

This feature can be provisioned only by the service provider.

See the Cisco BTS 10200 Softswitch Provisioning Guide, Release 6.0.4 for information on provisioning
this feature.

A new Service ID with value 85 has been added in the Call Detail Block (CDB) record for the Long
Duration Call Cutoff feature. For more information on Service ID and CDB record, refer to the Feature
Server-Derived Call Data chapter in Cisco BTS 10200 Softswitch Billing Interface Guide, Release 6.0.4.
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Feature Interaction

When the LONG-DURATION-CALL-CUTOFF parameter interacts with certain features, the behavior
of this parameter changes. Table 3-12 provides the interaction scenarios of the
LONG-DURATION-CALL-CUTOFF parameter with

» Call Transfer (CT)
» Call Forwarding

» Three-Way Calling (TWC)

. Call Hold (CHD)
. Cal Park (CPRK)

Table 3-12 Sample Scenarios
Feature Behavior with... |Scenarios
CT Scenario 1

Subscriber A has the CT feature.

A calls Subscriber B; when the call is answered, the long duration call cutoff
timer (t1) starts.

A hookflashes and calls Subscriber C. When C answers the call, another
timer (t2) starts.

A transfersthe call; and B and C are in an active call.

When A transfers the call, timer t1 stops; when timer t2 expires, the call
between B and C is disconnected.

Scenario 2

Subscriber B has the CT feature.

Subscriber A calls B. Timer t1 is started when the call is answered by B.

B hookflashes and calls Subscriber C. When C answers, timer t2 is started.
B transfers the call, and A and C are in an active call.

When timer t1 expires, the call between A and C is disconnected.

Call Forwarding

Subscriber A calls Subscriber B. B does not answer and the call isforwarded
to Subscriber C.

When C answers the call, timer t1 starts for the call between A and C.
This call is disconnected when timer t1 expires.

TWC

Scenario 1

Subscriber A calls Subscriber B. B answers the call and timer t1 starts.
A hookflashes and calls Subscriber C.

C answers the call and timer t2 starts (on A’s phone).

A hookflashes again and all three subscribers are in conference. (A isthe
originator of both calls.)

When timer t1 expires, the call between A and B is disconnected, and when
timer t2 expires, the call between A and C is disconnected.
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Table 3-12 Sample Scenarios (continued)

Feature Behavior with...

Scenarios

TWC

Scenario 2
Subscriber A calls Subscriber B.

B answers the call and timer t1 starts on A’s phone. (B is the terminating
party.)

B hookflashes and calls Subscriber C.

C answers the call and timer t2 starts on B’ s phone. (B is the originating
party.)

B hookflashes and all the three subscribers are in conference.

When timer t1 expires, the call from A to B is disconnected; the call from B
to C is disconnected only when timer t2 expires.

CHD

Scenario 1

Subscriber A has CHD service.

A calls Subscriber B. B answers the call, and timer t1 starts on A’s phone.
A hookflashes, dials the CHD V SC code, and calls Subscriber C.

C answers the call and timer t2 starts on A’s phone.

A and C arein an active call.

When timer t1 expires, the call between A and B is disconnected. When
timer t2 expires, the call between A and C is disconnected.

Scenario 2

Subscriber A has CHD service.

A calls Subscriber B and B answersthe call. Timer tlisstartson A’s phone.
A hookflashes, dials CHD V SC code, and calls Subscriber C.

C answers the call and timer t2 is started on A’s phone. A and C arein an
active call.

A hookflashes again and dials the CHD V SC code.
Now, A and B arein an active call.

When timer t1 expires, the call between A and B is disconnected. A then
hookflashes to get back to C. When timer t2 expires, the call between A and
C is disconnected.

[ oL-25010-02
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Table 3-12 Sample Scenarios (continued)

Feature Behavior with... |Scenarios

Scenario 3
Subscriber B has the CHD service.
Subscriber A calls B.

B answers the call, and timer t1 starts on A’s phone. (B is the terminating
party.)
B hookflashes, dials the CHD V SC code, and calls Subscriber C.

C answersthe call and timer t2 startson B’ s phone. (B isthe originating party
here.)

B and C are in an active call now.

When timer t1 expires, the call between A and B is disconnected. The call
between B and C is disconnected, only when timer t2 expires.

CPRK Scenario 1

Subscriber B has CPRK service, and Subscriber C has CPRK_RET service.
Subscriber A calls B.

B answers the call, and timer t1 is started on A’s phone.

B parks the call to another DN.

C retrieves the call, and another timer t2 started.
A and C arein an active call.
When timer t1 expires, the call between A and C is disconnected.

Scenario 2

Subscriber A has CPRK service.

A calls Subscriber B.

B answers the call, and timer t1 is started on A’s phone.
A parksthe call.

No other subscriber retrieves the call.

When the timer (t1) expires, the call to B is disconnected.

Scenario 3

Subscriber A has CPRK service, and Subscriber C has CPRK_RET service.
A calls Subscriber B.

B answers the call, and timer t1 starts on A’s phone.

A parksthe call.

C retrieves the call, and timer t2 starts.

B and C arein an active call.

When the timer t1 expires, the call between B and C is disconnected.
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Multiline Hunt Group (MLHG)

Note

The BTS 10200 supports multiline hunt group (MLHG) features. An MLHG is a collection of lines
organized into a group with asingle pilot DN (also referred to as the group DN or the main-subscriber
DN). Optionally, individual DNs can be assigned to some or all of thelinesin the group. Each linein an
MLHG has aterminal number that identifies its position in the group. When there is an incoming call,
the system performs a hunt for an idle line; the hunting sequence is provisionable as described in this
section.

Reference: LSSGR module FSD 01-02-0802 (GR-569-CORE), Multiline Hunt Service.

The MLHG feature is supported for MGCP, NCS, and SIP subscribers, and an MLHG can have a
combination of MGCP, NCS, and SIP subscribers.

This section covers the following MLHG topics:
« Hunting Sequence, page 3-71
« Assigning and Activating MLHG Features, page 3-75
« MLHG Provisioning Options and Use Cases, page 3-76
» Terminal Make Busy and Group Make Busy Features, page 3-78
» Special Hunting Treatment for SIP Subscribers, page 3-80
» Treatment of Outbound Call Features, page 3-81
« Treatment of Inbound Call Features, page 3-81
« Billing for MLHG, page 3-90

» Basic Provisioning Procedure and CLI Reference, page 3-90

Hunting Sequence

The system hunts for an idle line by means of a defined search sequence. The sequence is specified by
the provisioning of the hunt-type parameter in the MLHG table—regular, circular, or uniform call
distribution (UCD). The system also supports preferential hunt lists.

The starting point for the hunt depends upon whether the incoming call is being routed to the group or
to the individual. These scenarios are described in the following sections:

« Incoming Call to the Pilot DN, page 3-71
e Incoming Call to an Individual DN, page 3-73

Incoming Call to the Pilot DN

If the dialed digits of the incoming call match the DN for the main-sub-id (the pilot DN), the call is
routed to the group. Figure 3-2 illustrates this process.

[ oL-25010-02
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Figure 3-2 Searching an MLHG—Incoming Call to the Pilot DN (Example)

System tries Terminal 1 first.

Hunt stops here
if all lines are busy.

MLHG
Terminals (5][6] 7{ 9 10

Hunting Call completed to Terminal 7
if it is the first idle terminal.

Regular hunt and circular hunt

Next Free Terminal (NFT) =4

New call completed to NFT ) ]
Hunt continues at Terminal 1

if all lines are busy.

e _»M2 3 4 EEOEO0 .. |

Terminals ¢~

Hunt for an idle terminal results in NFT = 2.

191406

Next call will be given to Terminal 2.

UCD hunt

Notes for Figure 3-2

« A rectangle surrounding a number means the line is busy.

» Regular hunt and circular hunt (the hunting treatment for regular hunt and circular hunt are identical
when the pilot DN isdialed)—The incoming call isrouted to Terminal 1. If Terminal 1 is busy, the
system hunts for the next idle terminal. If none of the terminals (2 through 10) is available, the hunt
ends and the system does not answer the call.

» UCD hunt—From previous calls, the system has set the next-free-terminal (NFT) pointer to
Terminal 4. Therefore the call is completed to Terminal 4. When the call is completed to Terminal
4, the system sets the NFT pointer to the next idle line (Terminal 2). The system will give the next
call to Terminal 2.
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Incoming Call to an Individual DN

If the dialed digits of theincoming call match the DN for an individual terminal, the call is routed to that
specific terminal. However, if that terminal is busy, the system hunts for an idle line. Figure 3-3
illustrates this process.

Figure 3-3 Searching an MLHG—Incoming Call to an Individual Terminal (Example)

System tries dialed DN (Terminal 5) first.

Hunt stops here
if all lines are busy.

Regular hunt MLHG
Terminals 1 2 3 4[5][6][7][8] 9_10
\ -
Hunting Call completed to Terminal 9
if it is the first idle terminal.
System tries dialed DN (Terminal 5) first.
Hunt continues at Terminal 1
__________________ if all lines are busy.
Circular hunt e, T ~<
MLHG :,<J
Terminals “>1 2 3 4 [5][6][7][B) 9 10 --°°
— > \
Hunting Call completed to Terminal 9

if it is the first idle terminal.

System tries dialed

Next Free Terminal (NFT) = 4 DN (Terminal 5) first.

Current NFT pointer setting Hunt continues at Terminal 1
if all lines are busy.

UCD hunt MLHG ST 2 3 4 [5][6][7][8][O] L0 ~~~\<J

Terminals ¢~ )

~~~~~~

Hunt for an idle terminal results in NFT = 2.

191405

Next call will be given to Terminal 2.

Notes for Figure 3-3

« A rectangle surrounding a number means the line is busy.

« Regular hunt—The incoming call is routed to the terminal with the dialed DN, Terminal 5in this
example. If Terminal 5 is busy, the system hunts for the next idle terminal, Terminal 9 in this
example. If none of the terminals (6 through 10) is available, the hunt ends and the system does not
answer the call.

» Circular hunt—The incoming call is routed to the terminal with the dialed DN, Terminal 5in this
example. If Terminal 5 is busy, the system hunts for the next idle terminal, Terminal 9 in this
example. If none of the terminals (6 through 10) is available, the hunt continues with Terminal 1
through 4. If none of the terminals up to n-1 (where n isthe dialed DN) is available, the hunt ends
and the system does not answer the call.

Cisco BTS 10200 Softswitch Network and Subscriber Feature Descriptions, Release 6.0.4
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» UCD hunt—The incoming call is routed to the terminal with the dialed DN, Terminal 5 in this
example. If Terminal 5isidle, the system completes the call to Terminal 5 and does not attempt to
change the NFT pointer. If Terminal 5 is busy, the system completes the call to the NFT. In this
example, the system has already set the NFT pointer to Terminal 4. Therefore the call is completed
to Terminal 4. When the call is completed to Terminal 4, the system performsacircular hunt for the
next idle line, beginning with the terminal that follows the one on which the call was completed. It
setsthe NFT pointer to the next idleline (Terminal 2 in thisexample). The system will give the next
call to Terminal 2.

- If the terminal associated with the dialed DN of the incoming call is provisioned in the Subscriber
table with a mlhg-pref-list-id, the system first hunts according to the process described in the
“Preferential Hunt Lists” section on page 3-74. Preferential hunting is supported only if the hunt
typeisregular or circular (not UCD).

Preferential Hunt Lists

The system supports preferential hunt lists. There can be up to 64 preferential hunt lists per MLHG, and
amaximum of 18 terminals are allowed in each list. Preferential hunt works only if the inbound call was
dialed to the DN of a specific terminal. If the called DN isbusy, and if the terminal associated with that
DN is provisioned in the Subscriber table with a mihg-pref-list-id, the system first searches the
preferential hunt list in aspecified sequence. The call isgiven to thefirst idle member of that preferential
hunt list. If all the terminalsin the preferential hunt list are busy, the hunting continues in the main
MLHG list starting from the terminal after the last terminal in the preferential hunt list. This processis
shown in Figure 3-4.

Note  The system does not invoke the preference list (preferential hunt) if hunt-type=UCD inthe MLHG table.

Figure 3-4 Searching a Preferential Hunt List (Example)

Preferential Hunt List

, Busy
DN ’_—’ rel-terminall — (Terminal 18)

rel-terminal2 — (Terminal 225)
rel-terminal3 — (Terminal 123)

Terminal 1 rel-terminal4 — (Terminal ~ 7)

Terminal 2 rel-terminal5 — (Terminal 44)
° rel-terminal6 — (Terminal 15)
. ,
* Busy

Terminal 14

Terminal 15

; -~
Terminal 16 Start Hunt Here

Terminal 17

191407
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Assigning and Activating MLHG Features

This section explains what causes a feature to be assigned and active on the MLHG main subscriber and
MLHG individual.

For features that require activation, individual subscribers typically activate the feature on their own
handsets using vertical service codes (V SCs). Activation of afeature for one member of the MLHG does
not affect activation for another user. Activation for the main subscriber does not cause activation for
any of the individual subscribers, even if the individual subscribers have GRP=Y.

MLHG Main Subscriber

MLHG Individual

A

Features are assigned directly to the main subscriber by provisioning the Subscriber Profile or
Subscriber Service Profile table. For the main subscriber, afeature is active if it is assigned to the
subscriber, and activated by either of the following methods:

- If aterminal is assigned to the main subscriber, the feature can be activated through handset
provisioning or through the Subscriber Feature Data table.

« If aterminal is not assigned to the main subscriber (term=none in the Subscriber table), the feature
can be activated through the Subscriber Feature Data table.

There are two methods of assigning a feature to an MLHG individual:

» Set GRP =Y in the Subscriber table—This causes the MLHG individual to inherit all the features
assigned to the main subscriber.

» Set GRP = N in the Subscriber table—In this case, the MLHG individual inherits no features from
the main subscriber. Individual features can be assigned directly to the individual subscriber.

Caution

If you set GRP =Y for aparticular MLHG individual (which causesthe MLHG individual to inherit all
the features from the MLHG main subscriber), do not directly add any featuresto the MLHG individual,
This could cause unexpected feature interactions.

The system honorsthe GRP flag only if the term-type of theindividual MLHG subscriber andthe MLHG
main subscriber are the same, either term-type=term or term-type=sip (that is, both are NCS/MGCP or
both are SIP). Otherwise the system treats the subscriber as grp=N, even if you have provisioned grp=Y .

[ oL-25010-02
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Table 3-13 lists the parameters that affect assignment and activation of features on the MLHG

individual.
Table 3-13 Parameters Affecting Assignment and Activation of Features on MLHG Individual
MLHG Individual Subscriber Result—

Feature Feature Feature Status of the

Assigned to Assigned  |Activated |Feature on

Main to MLHG on MLHG  |the MLHG

Subscriber  |GRP = [Individual |Individual |Individual Explanation

Y Y N Y Active MLHG individual inherits feature from the main sub.
Feature is activated on the MLHG individual.

Y or N N Y Y Active Feature is assigned directly to the MLHG individual.
Featureis activated on the MLHG individual.

Y Y N N Not active. MLHG individual inherits feature from the main sub.
Feature is not activated on the MLHG individual.

N Y N n/a Not active. | The feature is not assigned.

Y or N N Y or N N Not active.  |Regardless of feature assignment, the feature is not
activated on the MLHG individual.

MLHG Provisioning Options and Use Cases

Table 3-14 explains how provisioning in the Subscriber table affects the behavior of aterminal in the
MLHG.

Cisco BTS 10200 Softswitch Network and Subscriber Feature Descriptions, Release 6.0.4
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Impact of Provisioning CATEGORY, MLHG-ID, and GRP Parameters in the Subscriber Table

Provision CATEGORY
(default=INDIVIDUAL) As

MLHG-ID Required?

Provision GRP
(default=N) As

Telephony Features Provided by the System
and Hunt Scenario

MLHG

Required

(no effect)

This is the main subscriber for the MLHG.

It is optional to assign aterm-id to this
subscriber.

MLHG-INDIVIDUAL
or
MLHG-PREF-INDIV 1

Required

Y2

Theindividual subscriber inherits all of the
features of the main subscriber. The individual
cannot be provided with any additional features.

A

Caution

Do not attempt to assign individual
features to a subscriber when grp=y.
The system will not honor these
features for this subscriber.

This subscriber must have aterm-id that
matches aterm-id in the mlhg-terminal table.
Thisterminal isincluded in the hunt when the
pilot number is called. It can also receive calls
directly to an individual DN if provisioned in
the subscriber table.

MLHG-INDIVIDUAL
or
MLHG-PREF-INDIV

Required

Theindividual subscriber does not inherit any of
the features of the main subscriber. The
individual can be provided with features
through regular subscriber and feature
provisioning.

This subscriber must have aterm-id that
matches a term-id in the mlhg-terminal table.
Thisterminal isincluded in the hunt when the
pilot number is called. It can also receive calls
directly to an individual DN if provisioned in
the subscriber table.

INDIVIDUAL

Not required (no effect)

(no effect)

The individual can be provided with features
through regular subscriber and feature
provisioning.

If the term-id of this subscriber matches a
term-id in the mlhg-terminal table, thislineis
included in the hunt when the pilot number is
called. However, when the DN of thisindividual
lineiscalled directly, no hunting treatment is
offered, even if the lineis busy.

1. Forindividual membersof the MLHG, you can provision the category parameter in the subscriber table as mlhg-individual or mlhg-pref-indiv. The system
treats these settings identically.

2. Feature inheritance works only if the term-type of the individual MLHG subscriber and the MLHG main subscriber are the same, either term-type=term
or term-type=sip (that is, both are NCS/MGCP or both are SIP). Otherwise the system treats the subscriber as grp=N, even if you have provisioned grp=Y.

[ oL-25010-02
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Main subscriber—Each MLHG has a single main-sub-id, also referred to as the group ID. The
main-sub-id identifies a subscriber record that contai ns parametersfor the group, including the pilot DN.
In the Subscriber table, you must assign category=mlhg (or ctxg-mlhg) to this main subscriber. Also in
the Subscriber table, you can assign aterm-id to this subscriber (optional).

Subscribers—Any termination reachable through an individual DN must be set up as a subscriber
(provisioned with avalue for DN1 in the Subscriber table), and any termination to physical line must be
defined with auniqueterm-id (the sameterm-id in both the Subscriber and MLHG-Terminal tables). Any
termination that can originate calls must be set up as a subscriber.

Terminals—Each linein an MLHG must have aterminal number that identifiesits position in the group.
Y ou must provision aterminal number inthe MLHG-Terminal tablefor every lineinthe MLHG. During
amultiline hunt, the terminals are attempted in numerical order, from lowest to highest.

Nonhunt terminal—Y ou can provision a MLHG endpoint as a nonhunt terminal through the
mlhg_non_hunt_terminal parameter in the Subscriber table. By default, this option is disabled
(mlhg_non_hunt_terminal=N). If you set mlhg_non_hunt_terminal=Y, incoming calls to the individual
subscriber’s DN do not invoke hunting.

Features—The system delivers the same features to the subscriber regardless of how the features are
assigned (assigned and activated on the individual subscriber, or inherited from the main subscriber and
activated on the individual subscriber).

Feature activation—If afeature requires activation by the user, activation for one user inthe MLHG does
not affect activation for another user. Activation for the main subscriber does not cause activation for any
of the individual subscribers, even if the subscribers have GRP=Y .

A

Caution  For featuresthat require activation by the user, each user has the option of activating the feature, but this
does not occur automatically.

S

Note  When the pilot DN’ s status is made TEMP_DISCONNECTED, the whole group is considered as
temporarily disconnected. This behavior is applicable for calls directly terminating on the pilot DN.
However, calls terminating on individual DNs in the MLHG group is not impacted by the temporarily
disconnected status of the main subscriber. That is, when the status of the pilot number is
TEMP_DISCONNECTED the members in the group will be able to receive calls individually, but will
be unable to originate call individually.

Terminal Make Busy and Group Make Busy Features

The Terminal Make Busy (TMB) and Group Make Busy (GMB) features enable the BTS 10200 to give
incoming callers the appearance that specific terminals within aMLHG or all members of the MLHG
are busy.

TMB—The feature works as follows:

» When the subscriber activates TMB for a specific terminal, the system skips the terminal in the
hunting sequence and gives the call to the next idle terminal in the MLHG.

» When the subscriber activates TMB for all terminalsin the MLHG, the system automatically gives
the call a busy tone or forwards it to voicemail if voicemail is provisioned.

» The subscriber can originate calls from the terminal even if TMB is active.

Cisco BTS 10200 Softswitch Network and Subscriber Feature Descriptions, Release 6.0.4
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GMB—The feature works as follows:

» Any subscriber within the MLHG that supports the GMB feature can activate or deactivate the
feature.

- When GMB is active, the calling party receives a busy tone when dialing the MLHG pilot DN or
main subscriber. None of the members of the MLHG receives the call and the hunt mechanism is
disabled. If the main subscriber has forwarding-busy treatments such as Call Forward Busy (CFB)
and voicemail activated, the BTS 10200 forwards the calls.

« When GMB is active and the calling party dials the DN of an individual terminal belonging to the
MLHG, the system completes the call to the individual terminal if idle; however, if the individual
terminal isnot idle, the system performs a hunt and completes the call to the next idleline. (If TMB
is also active on the line, the calling party receives busy treatment.)

» The subscriber can originate calls from any terminal within the MLHG even if GMB is active.

Y ou can provision the TMB and GMB features for terminals associated with an MLHG by adding the
features to the MLHG and specifying the VSC, custom dial plan (for ctxg-mlhg subscribers), and
subscriber service. Y ou can assign TMB to individual DNs or extensionswithinaMLHG, and GMB for
the entire MLHG. The system supports the TMB and GMB features for MLHG subscribers provisioned
with any of the following categories:

- MLHG

e MLHG-Individual

e MLHG-Pref-Individual
e CTXG-MLHG

The subscriber activates and deactivates the TMB and GMB features by entering aVSC. Y ou can
provision the following make-busy activation and deactivation features:

« Terminal Make Busy Activation (TMBA)

- Terminal Make Busy Deactivation (TMBD)

» Group Make Busy Activation (GMBA)

» Group Make Busy Deactivation (GMBD)
The TMB and GMB features interact only with CFB and voicemail features. Table 3-15 and Table 3-16
provide examples of normal interactions between TMB and CFB.

Table 3-15 TMB-CFB Interactions when CFB is Active for Both Pilot DN and Terminal DN

Called Number Condition of Called Number BTS 10200 Action

Pilot DN Pilot busy Hunt for next available terminal
Pilot and all terminals busy Call forwarded per CFB

MLHG terminal  |MLHG terminal busy Hunt for next available terminal
All terminals busy Call forwarded per CFB

[ oL-25010-02
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Table 3-16 TMB-CFB Interactions when CFB is Active for Terminal DN Only

Called Number Condition of Called Number BTS 10200 Action

Pilot DN Pilot busy Hunt for next available terminal
Pilot and all terminals busy Busy tone

MLHG terminal  |MLHG terminal busy Hunt for next available terminal
All terminals busy Call forwarded per CFB

With TMB activated, the BTS 10200 provides the calling party with an off-hook busy tone when they
activate most features.

The BTS 10200 supports normal behavior for CFB and voicemail when TMB or GMB (or both) are
activated.

Special Hunting Treatment for SIP Subscribers

Beginning with Release 6.0, the BTS 10200 supports the multiline hunt group (MLHG) feature for SIP
endpoints. It continues to support MLHG for NCS and MGCP endpoints asin prior releases. A MLHG
can contain a combination of SIP, NCS, and MGCP phones, and you can provision any of these phone
types for the main subscriber.

If a SIP endpoint in the MLHG is not registered, the BTS 10200 performs a hunt and delivers the
incoming call to anidlelineinthe MLHG. This treatment is the same for calls to SIP-based individual
members of the MLHG aswell as calls to the pilot number associated with a SIP-based main subscriber.

Y ou can provision a SIP endpoint as a nonhunt terminal through the mlhg_non_hunt_terminal parameter
in the Subscriber table. By default, this option is disabled (mlhg_non_hunt_terminal=N). If you set
mlhg_non_hunt_terminal=Y, incoming calls to the individual subscriber’s DN do not invoke hunting.
(Thisisanew feature for Release 6.0, and it is applicable to MGCP and NCS endpoints as well as SP
endpoints.)

Some S|P endpoints can handle multiple calls through the call processing capability on the phone itself
(for example, the call waiting feature on the phone). The system tracks the presence of calls on each
AOR associated with the SIP subscriber in the MLHG. A provisionable parameter
(mlhg_sip_deliver_if_busy in the Subscriber table) allows a call to be delivered to a busy SIP endpoint
when all MLHG lines are busy. This feature isinvoked in the following situation:

- The BTS 10200 receives an incoming call, and the dialed DN is the DN of a SIP-based subscriber
(the called party). The subscriber could be either the main subscriber or an individual group
member.

« Themlhg_sip_deliver_if_busy parameter isset to Y for this subscriber.
« Thissubscriber is already on acall (busy).

« The system performs a hunt in the normal manner, but all of the linesin the MLHG are currently
busy.

« The system attempts to deliver the call to the original called party with the expectation that the call
can be connected as an additional call to the busy SIP phone.

By default, the delivery of callsto abusy SIP endpoint is disabled (mlhg_sip_deliver_if_busy=N). For
SIP endpoints, you can enable it by setting mlhg_sip_deliver_if_busy=Y. If the busy SIP endpoint
rejects the incoming call (with a non-200 response to the initial INVITE), the system fails the call with
aBUSY cause.
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Limitations

If you want an individual MLHG member to inherit all the features of the MLHG main subscriber, you
should set the parameter grp=Y for this MLHG member in the Subscriber table. However, feature
inheritance works only if the term_type of the individual MLHG subscriber and the MLHG main
subscriber are the same, either term_type=term or term_type=sip (that is, both are NCS/MGCP or both
are SIP). Otherwise the system treats the subscriber as grp=N, even if you have provisioned grp=Y.

Treatment of Outbound Call Features

Temporarily disconnected status—If temporarily-disconnected status is assigned to the subscriber
record for the main subscriber (Subscriber table: status=temp-disconnected), the system treats all the
linesin the MLHG (that is, all the lines provisioned with the same mlhg-id as the main subscriber) as
temporarily disconnected. Thisis true regardless of the provisioned value for the grp parameter in the
Subscriber table.

Call forwarding—When a call isforwarded from alinein the MLHG, the forwarding signaling contains
the DN of the subscriber associated with the original dialed number.

Account codes and authorization codes—Y ou can provision the system to collect account codes and
authorization codes from members of the MLHG. First, set up aclass of service (COS) restriction in the
COS-Restrict table for the appropriate account code or authorization code treatment. Then provision the
subscribers as follows:

« If you want to assign the COS treatment (including account codes and authorization codes) to all
members of the MLHG (that is, to all the lines provisioned with the same mlhg-id as the main
subscriber), assign the COS to the main subscriber and provision all members of the MLHG with
arp=Y.

« If you provision any individual subscriber with grp=N, that individual does not inherit the COS
feature from the main subscriber, However, you can still provision the individual with any desired
features, including any available COS.

Speed call:

» Group speed call—To provide the group speed call feature to all members of the MLHG, provision
the subscriber record for every member of the MLHG with grp=Y, and provision the main subscriber
with the group speed call feature (GSC1D and GSC2D).

N

Note  When both speed call and group speed call features are assigned to the main subscriber, both the
features are inherited by all members of the group (having GRP=Y in subscriber table). When a
member subscriber attempts to invoke speed call feature, the individual speed calling takes
precedence over group speed-calling. The group-speed-call feature is not invoked in such
scenarios.

« Individual speed call—If you set grp=N for any member of the MLHG, then that member is provided
only with the features assigned to the individual subscriber record (including any individual speed
call features), and none of the features assigned to the main subscriber.

Treatment of Inbound Call Features

This section explains how the system treats an inbound call when afeatureis assigned and active on an
MLHG subscriber line. The handling of inbound calls depends on the following factors:

Cisco BTS 10200 Softswitch Network and Subscriber Feature Descriptions, Release 6.0.4
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The dialed directory number (DN)—Thisis the number dialed by the remote originating party. The
dialed DN could bethe pilot DN (the DN of the main subscriber of the MLHG) or the individual DN
of any MLHG member.

Active features—The treatment of the call depends on the features that are assigned and activated
on the subscriber associated with the dialed DN. If a hunt occurs, the properties (the features and
feature activation data) of the dialed DN are applied, not the properties of the hunted terminal.

N
Note If the hunted terminal goes off-hook to receive the call, the user of the hunted terminal can

initiate midcall features (for example, by depressing the hook or pressing the Flash button).
The midcall features are based on the properties of the individual hunted terminal.

Call waiting tone—Call Waiting (CW) and Caller ID on Call Waiting (CIDCW) are disabled for all
MLHG subscribers. The CW tone is not applied on the main subscriber or mlhg-individual
endpoints under any scenario.

Temporarily disconnected status—If temporarily-disconnected status is assigned to the subscriber
record for the main subscriber (Subscriber table: status=temp-disconnected), the system does not
perform any hunting, and it treats all the linesin the MLHG (that is, all the lines provisioned with
the same mlhg-id as the main subscriber) as temporarily disconnected. Thisistrue regardless of the
provisioned value for the grp parameter in the Subscriber table.

Typically, a subscriber service contains multiple features, and the system applies the features
according to the normal feature precedence as documented in Chapter 5, “ Feature Interactions.”

Additional features—The following sections describe the treatment of incoming calls for the
features listed below.

- CFB:

Table 3-17, “ Treatment of Incoming Call to Pilot DN for CFB Feature”

Table 3-18, “Treatment of Incoming Call to MLHG Individual DN for CFB Feature”
— CFNA:

Table 3-19, “Treatment of Incoming Call to Pilot DN for CFNA Feature’

Table 3-20, “Treatment of Incoming Call to MLHG Individual DN for CFNA Feature”
- CFCor VM:

Table 3-21, “Treatment of Incoming Call to Pilot DN for CFC or VM Feature’

Table 3-22, “Treatment of Incoming Call to MLHG Individual DN for CFC or VM Feature”
- CFU or VMA:

Table 3-23, “Treatment of Incoming Call to Pilot DN for CFU or VMA Feature”

Table 3-24, “Treatment of Incoming Call to MLHG Individual DN for CFU or VMA Feature”
— SCA, SCF, and SCR:

Table 3-25, “Treatment of Incoming Call to Pilot DN for SCA, SCF, or SCR Feature’

Table 3-26, “ Treatment of Incoming Call to MLHG Individual DN for SCA, SCF, or SCR
Feature”

- DRCW:
Table 3-27, “ Treatment of Incoming Call to Pilot DN for DRCW Feature”
Table 3-28, “Treatment of Incoming Call to MLHG Individual DN for DRCW Feature”
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Table 3-17 lists the call treatment for inbound calls to the MLHG pilot number (main subscriber DN)
based on the assignment and activation of Call Forwarding Busy (CFB) for that main subscriber.

Table 3-17

Treatment of Incoming Call to Pilot DN for CFB Feature

CFB Assignment and Activation on the
Main Subscriber

Scenario (Condition When Call Comes In to
the Pilot DN)

Call Treatment Given to the Inbound
Call

(For these scenarios, CFB assignment
and activation have no effect.)

Terminal of the main-sub is busy, or no
terminal is assigned to the main-sub.

The system hunts for an idle line.

Terminal of themain-sub or hunted terminal
isidle but does not answer.

Ringing on idle line.

CFB assigned and activated.

CFB assigned but not activated, or CFB
not assigned.

All terminals busy.

Call forwarded per CFB.

Busy tone

Table 3-18 liststhe call treatment for inbound callsto the MLHG individual subscriber DN based on the
assignment and activation of CFB for that individual.

Table 3-18

Treatment of Incoming Call to MLHG Individual DN for CFB Feature

CFB Assignment and Activation on the
MLHG Individual

Scenario (Condition When Call Comes In to
DN of the MLHG Individual)

Call Treatment Given to the Inbound
Call

(For these scenarios, CFB assignment
and activation have no effect.)

MIhg-individual is busy.

The system hunts for an idle line.

MIlhg-individual or hunted terminal isidle
but does not answer.

Ringing on idleline.

CFB assigned and activated.

CFB assigned but not activated, or CFB
not assigned.

All terminals busy.

Call forwarded per CFB.

Busy tone

CFNA

Table 3-19 lists the call treatment for inbound calls to the MLHG pilot number (main subscriber DN)
based on the assignment and activation of Call Forwarding No Answer (CFNA) for that main subscriber.

Table 3-19

Treatment of Incoming Call to Pilot DN for CFNA Feature

CFNA Assignment and Activation on the
Main Subscriber

Scenario (Condition When Call Comes In to
the Pilot DN)

Call Treatment Given to the Inbound
Call

(For this scenario, CFNA assignment
and activation have no effect.)

Terminal of the main-sub is busy, or no
terminal is assigned to the main-sub.

The system hunts for an idle line.

CFNA assigned and activated.

CFNA assigned but not activated, or
feature not assigned.

Terminal of the main-sub or hunted terminal
isidle but does not answer.

Call forwarded per CFNA.

Ringing onidleline.

(For this scenario, CFNA assignment
and activation have no effect.)

All terminals busy.

Busy treatment.
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Table 3-20 lists the call treatment for inbound callsto an MLHG individual subscriber DN based on the
assignment and activation of CFNA for that individual.

Table 3-20 Treatment of Incoming Call to MLHG Individual DN for CFNA Feature

CFNA Assignment and Activation on the
MLHG Individual

Scenario (Condition When Call Comes In to
DN of the MLHG Individual)

Call Treatment Given to the Inbound
Call

(For this scenario, CFNA assignment
and activation have no effect.)

MIhg-individual is busy.

The system hunts for an idle line.

CFNA assigned and activated.

CFNA assigned but not activated, or
feature not assigned.

MLHG-individual or hunted terminal isidle
but does not answer.

Call forwarded per CFNA.
Ringing on idle line.

(For this scenario, CFNA assignment
and activation have no effect.)

All terminals busy.

Busy treatment.
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Table 3-21 lists the call treatment for inbound calls to the MLHG pilot number (main subscriber DN)
based on the assignment and activation of Call Forwarding Combination (CFC) or Voice Mail (VM) for
that main subscriber.

~

Note

Information for the Voice Mail Always (VMA) featureisin Table 3-23 and Table 3-24.

Table 3-21

Treatment of Incoming Call to Pilot DN for CFC or VM Feature

Feature (CFC or VM) Assignment and
Activation on the Main Subscriber

Scenario (Condition When Call Comes In to
the Pilot DN)

Call Treatment Given to the Inbound
Call

(For this scenario, feature assignment
and activation have no effect.)

Terminal of the main-sub is busy, or no
terminal is assigned to the main-sub.

The system hunts for an idle line.

Feature assigned and activated.

Feature assigned but not activated, or
feature not assigned.

Terminal of the main-sub or hunted terminal
isidle but does not answer.

Call forwarded per CFC or VM.

Ringing on idle line.

Feature assigned and activated.

Feature assigned but not activated, or
feature not assigned.

All terminals busy.

Call forwarded per CFC or VM.

Busy treatment.

Table 3-22 lists the call treatment for inbound callsto an MLHG individual subscriber DN based on the
assignment and activation of CFC or VM for that individual.

Table 3-22

Treatment of Incoming Call to MLHG Individual DN for CFC or VM Feature

Feature (CFC or VM) Assignment and
Activation on the MLHG Individual

Scenario (Condition When Call Comes In to
DN of the MLHG Individual)

Call Treatment Given to the Inbound
Call

(For this scenario, feature assignment
and activation have no effect.)

MIlhg-individual is busy.

The system hunts for an idle line.

Feature assigned and activated.

Feature assigned but not activated, or
feature not assigned.

Mlhg-individual or hunted terminal isidle
but does not answer.

Call forwarded per CFC or VM.

Ringing onidleline.

Feature assigned and activated.

Feature assigned but not activated, or
feature not assigned.

All terminals busy.

Call forwarded per CFC or VM.

Busy treatment.

[ oL-25010-02
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CFU or YMA

Table 3-23 lists the call treatment for inbound calls to the MLHG pilot number (main subscriber DN)
based on the assignment and activation of Call Forwarding Unconditional (CFU) or Voice Mail Always
(VMA) for that main subscriber.

~

Note

Information for the Voice Mail (VM) featureisin Table 3-21 and Table 3-22.

Table 3-23

Treatment of Incoming Call to Pilot DN for CFU or VMA Feature

Feature (CFU or VMA) Assignment and
Activation on the Main Subscriber

Scenario (Condition When Call Comes In to
the Pilot DN)

Call Treatment Given to the Inbound
Call

Feature assigned and activated.

Feature assigned but not activated, or
feature not assigned.

Terminal of the main-sub is busy, or no
terminal is assigned to the main-sub.

Call forwarded per CFU or VMA.

The system hunts for an idle line.

Feature assigned and activated.

Terminal of the main-subisidle.

Call forwarded per CFU or VMA.

Feature assigned but not activated, or
feature not assigned.

Terminal of the main-sub isidle but does
not answer.

Ringing onidleline.

Feature assigned and activated.

Feature assigned but not activated, or
feature not assigned.

All terminals busy.

Call forwarded per CFU or VMA.

Busy treatment.

Feature assigned and activated on main
subscriber.

Special Case—Dialed DN of incoming call
isDN of the mlhg-individual, not DN of the
main-sub.

Call treatment is based on the
provisioned properties (features and
feature data) of the mlhg-individual.

Table 3-24 lists the call treatment for inbound callsto an MLHG individual subscriber DN based on the
assignment and activation of CFU or VMA for that individual.

Table 3-24

Treatment of Incoming Call to MLHG Individual DN for CFU or VMA Feature

Feature (CFU or VMA) Assignment and
Activation on the MLHG Individual

Scenario (Condition When Call Comes In to
DN of the MLHG Individual)

Call Treatment Given to the Inbound
Call

Feature assigned and activated.

Feature assigned but not activated, or
feature not assigned.

MIhg-individual is busy.

Call forwarded per CFU or VMA.

The system hunts for an idle line.

Feature assigned and activated.

Terminal of the mlhg-individual isidle.

Call forwarded per CFU or VMA.

Feature assigned but not activated, or
feature not assigned.

MIhg-individual or hunted line isidle but
does not answer.

Ringing onidle line.

Feature assigned and activated.

Feature assigned but not activated, or
feature not assigned.

All terminals busy.

Call forwarded per CFU or VMA.

Busy treatment.
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SCA, SCF, and SCR

Table 3-25 lists the call treatment for inbound calls to the MLHG pilot number (main subscriber DN)
based on the assignment and activation of Selective Call Acceptance (SCA), Selective Call Forwarding
(SCF), or Selective Call Rejection (SCR) for that main subscriber. The system invokes the SCA, SCF,
or SCR feature only if the DN of the calling party isincluded in the screening list of the called party.

Table 3-25 Treatment of Incoming Call to Pilot DN for SCA, SCF, or SCR Feature

Feature (SCA, SCF, or SCR) Assignment | Scenario (Condition When Call Comes Into |Call Treatment Given to the Inbound

and Activation on the Main Subscriber  |the Pilot DN) Call
Feature assigned and activated. Terminal of the main-sub is busy, terminal |SCA (on list)—Hunting; see
of main-sub isidle, or no terminal is additional scenariosin thistable.

assigned to the main-sub. SCA (not on list)—Call is not

accepted; SCA announcement.

SCF (on list)—Call forwarded per
SCF.

SCF (not on list)—Hunting; see
additional scenariosin thistable.

SCR (onlist)—Call rejected per SCR
with SCR announcement.

SCR (not on list)—Hunting; see
additional scenariosin this table.

Feature assigned but not activated, or The system hunts for an idle line.

feature not assigned.

Feature assigned and activated. Terminal of themain-sub or hunted terminal |SCA (on list)—Ringing on idle line.

Isidle but does not answer. SCF (not on list)—Ringing on idle

line.
SCR (not on list)—Ringing on idle
line.

Feature assigned but not activated, or Ringing onidleline.

feature not assigned.

Feature assigned and activated. All terminals busy. SCA (on list)—Busy treatment.

SCF (not on list)—Busy treatment.
SCR (not on list)—Busy treatment.

Feature assigned but not activated, or Busy treatment.
feature not assigned.

Cisco BTS 10200 Softswitch Network and Subscriber Feature Descriptions, Release 6.0.4
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Table 3-26 lists the call treatment for inbound callsto an MLHG individual subscriber DN based on the
assignment and activation of SCA, SCF, or SCR for that individual.

Table 3-26

Treatment of Incoming Call to MLHG Individual DN for SCA, SCF, or SCR Feature

Feature (SCA, SCF, or SCR) Assighment
and Activation on the MLHG Individual

Scenario (Condition When Call Comes In to
DN of the MLHG Individual)

Call Treatment Given to the Inbound
Call

Feature assigned and activated.

Feature assigned but not activated, or
feature not assigned.

Mlhg-individual is busy, or terminal of
mlhg-individual isidle.

SCA (on list)—Hunting; see
additional scenariosin this table.

SCA (not on list)—Call is not
accepted; SCA announcement.

SCF (on list)—Call forwarded per
SCF.

SCF (not on list)—Hunting; see
additional scenariosin this table.

SCR (onlist)—Call rejected per SCR
with SCR announcement.

SCR (not on list)—Hunting; see
additional scenariosin thistable.

The system hunts for an idle line.

Feature assigned and activated.

Feature assigned but not activated, or
feature not assigned.

MIhg-individual or hunted terminal isidle
but does not answer.

SCA (on list)—Ringing on idle line.
SCF (not on list)—Ringing on idle
line.

SCR (not on list)}—Ringing on idle
line.

Ringing on idleline.

Feature assigned and activated.

Feature assigned but not activated, or
feature not assigned.

All terminals busy.

SCA (on list)—Busy treatment.
SCF (not on list)—Busy treatment.
SCR (not on list)—Busy treatment.

Busy treatment.
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Table 3-27 lists the call treatment for inbound calls to the MLHG pilot number (main subscriber DN)
based on the assignment and activation of Distinctive Ringing Call Waiting (DRCW) for that main
subscriber. The system invokes the DRCW feature only if the DN of the calling party isincluded in the
DRCW screening list of the called party.

Note

Call Waiting (CW) and Caller ID on Call Waiting (CIDCW) are disabled for all MLHG subscribers. The

CW tone is not applied on the main subscriber or mlhg-individual endpoints under any scenario.

Table 3-27

Treatment of Incoming Call to Pilot DN for DRCW Feature

DRCW Assignment and Activation on the
Main Subscriber

Scenario (Condition When Call Comes In to
the Pilot DN)

Call Treatment Given to the Inbound
Call

(For this scenario, feature assignment
and activation have no effect.)

Terminal of the main-sub is busy, or no
terminal is assigned to the main-sub.

The system hunts for an idle line.

Feature assigned and activated.

Feature assigned but not activated, or
feature not assigned.

Terminal of the main-sub or hunted lineis
idle.

DRCW (on list)—Ringing per
DRCW.

DRCW (not on list)—Regular
ringing.

Regular ringing.

(For this scenario, feature assignment
and activation have no effect.)

All terminals busy

Busy treatment.

Table 3-28 lists the call treatment for inbound callsto an MLHG individual subscriber DN based on the
assignment and activation of DRCW for that individual.

Table 3-28

Treatment of Incoming Call to MLHG Individual DN for DRCW Feature

DRCW Assignment and Activation on the
MLHG Individual

Scenario (Condition When Call Comes In to
DN of the MLHG Individual)

Call Treatment Given to the Inbound
Call

(For this scenario, feature assignment
and activation have no effect.)

MIlhg-individual is busy.

The system hunts for an idle line.

Feature assigned and activated.

Feature assigned but not activated, or
feature not assigned.

Mlhg-individual or hunted lineisidle.

DRCW (on list)—Ringing per
DRCW.

DRCW (not on list)—Regular
ringing.

Regular ringing.

(For this scenario, feature assignment
and activation have no effect.)

All terminals busy

Busy treatment.
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MLHG Nonhunt

The MLGH Nonhunt feature enables you to provision a subscriber (belonging to an MLHG group) as a
nonhunt subscriber. Subsequently, when a nonhunt subscriber is called directly, and the subscriber is
busy, the Cisco BTS 10200 does not perform MLHG hunting to other terminals in the MLHG.

Note  Although the Cisco BTS 10200 will not perform MLHG hunting to other terminals for a subscriber for
whom the MLHG_NON_HUNT_TERMINAL token isset to Y when that subscriber is called directly,
the Cisco BTS 10200 does invoke other terminal features for which the subscriber is provisioned.
However, the Cisco BTS 10200 does not invoke the call waiting feature for this subscriber.

If the MLHG pilot number is called, or any other member in the MLHG group (with
MLHG_NON_HUNT_TERMINAL=N) is called directly, as part of the MLHG hunting, the
Cisco BTS 10200 still can select the terminal of the nonhunt subscriber (with
MLHG_NON_HUNT_TERMINAL=Y) to receive the call.

To provision this feature, see the Cisco BTS 10200 Softswitch Provisioning Guide.

Billing for MLHG

Billing fields for calls originated by DNs within the MLHG are populated as follows.
Field 23 (originating number):
« Thevalue of the DN1 field of the individual subscriber, if available.
- Otherwise, the value of the DN1 field of the main subscriber.
Field 25 (charge number)
- Thevalue of the billing-dn field of the subscriber if available.
» Otherwise, the value of the billing-dn field of the main subscriber if available.
» Otherwise, the value of the DN1 field of the main subscriber if available.
« Otherwise, the value of the DN1 field of the subscriber.
For complete billing information, see the Billing Guide.

Basic Provisioning Procedure and CLI Reference

For the basic sequence of steps to provision aMLHG, see the MLHG provisioning procedure in the
Cisco BTS 10200 Softswitch Provisioning Guide.

Toseeadetailed list of all provisionable valuesfor the MLHG, MLHG Terminal, and MLHG Preference
List tables, see the applicable tables in the Cisco BTS 10200 Softswitch CLI Database.

Cisco BTS 10200 Softswitch Network and Subscriber Feature Descriptions, Release 6.0.4
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Single Number Reach

Single Number Reach allows the subscriber to unify subscriber services and features by using one master
routing number to reach a subscriber. Subscribers can be reached at one or multiple user endpoints
(UEs), even if those UEs belong to a different service provider. Y ou can assign Single Number Reach
to subscriberswith physical UEs, or virtual subscriberswithout physical UEs. Use Single Number Reach
to allow the following:

- Multiple UEs to be reached via the same number

« Individual UEs with multiple access mechanisms to have the same number
Single Number Reach does the following:

« Incoming calls are sent to voice mail.

« Incoming calls are sent to a single destination number.

« Incoming calls are routed to UE(s) based on forwarding schedules in the order provisioned by the
subscriber. See Find-me.

Single Number Reach Feature Description

The Single Number Reach feature enhances Follow-me while adding Find-me.

Follow-me

Single Number Reach works with follow-me which uses the Call Forwarding Unconditional (CFU) and
Voice Mail Always (VMA) features. When the Follow-me feature is active and the forwarding number
is present, the Follow-me feature forwards the incoming call to the forwarding number unconditionally.
See Cisco BTS 10200 Softswitch Network and Subscriber Feature Descriptions, Release 6.0.4. for more
on CFU and VMA.

Follow-me can only be associated with a subscriber’ s master number. As long as the master number is
not assigned to avirtual subscriber, subscribers can enter vertical service codes (V SCs) to change CFU
and VMA configuration from the UE associated with their master number.

Subscribers provision CFU and VMA using the interactive voice response (IVR) interface or web-based
interface. See“SNR_ACT Feature” section on page 3-93 and “ Subscriber Web-Based Interface” section
in the Cisco BTS 10200 Provisioning Guide.

Figure 3-5 provides an illustration of the follow-me feature for both virtual and nonvirtual numbers.

Cisco BTS 10200 Softswitch Network and Subscriber Feature Descriptions, Release 6.0.4
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Figure 3-5 Single Number Reach - Follow-me Feature
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Find-me

The Find-me feature is a search feature that is set depending on one’s holiday, time of day (TOD), or
end of day (EOD) schedules. Find-me isamulti CFU that branches a call depending on the assigned
schedul e that the user predefines. The system rings each idle line as defined in the schedule. When a call
is answered on one device, all other dialed calls are terminated or cancelled.

Using Single Number Reach’s address book of 10 UES, the subscriber chooses combinations of UESto
ring at different times of day and holidays or vacations. When find-me is active, each UE in the group
begins ringing. If the call is answered, all UEs stop ringing. If unanswered, when the ring maximum is
reached, the call goes to voice mail. Callers hear an announcement saying we are trying to reach the
desired party. After the announcement, they hear the ringback tone.

UEs in the find-me group schedules have subscriber-provisionable ring delays. Subscribers can set the
following parameters:

» Delay until ringing starts—0-15 seconds, where 0 means ring immediately.
e Number of rings—0-15, where
— 15 means continue ringing indefinitely until a system or device timeout is reached.

— 0 means do not ring this UE. Use 0 to temporarily prevent calling a UE without removing the
UE from the schedule.

- Ring Type—0-7

Find-me can be associated only with asubscriber’ s master number. One master number can be associated
with the following schedules:
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- Six time of day (TOD) schedules that allow up to 7 UEs from the subscriber's address book.
» One holiday schedule that allows up to 7 DNs or AORs and up to 18 holiday entries.
Each schedule has a priority. When schedules overlap, the one with higher priority takes precedence.

If a subscriber has answered a find-me call and subsequent calls are made to the master number, these
later calls are controlled using the ALLOW-MULTIPLE-INVOCATIONS feature_config and
snr_profile flags. See “ Single Number Reach Feature-Config and Feature-Config-Base Table” section
in the Cisco BTS 10200 Softswitch Provisioning Guide.

Find-meismainly provisioned using the web-based interface. The IVR interfacejust provides activation
or deactivation of the feature. Seethe“SNR_ACT Feature” section on page 3-93 and to the “ Subscriber
Web-Based Interface” section in the Cisco BTS 10200 Softswitch Provisioning Guide.

Figure 3-6 shows the illustration of the find-me feature for both virtual and non-virtual numbers.

Figure 3-6 Single Number Reach - Find-me Feature
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SNR_ACT Feature

The SNR activation (SNR_ACT) enables the SNR. It activates the Follow-me, Find-me, and VMA
features. The SNR_ACT usesthe VR server. If the VR server isnot working and accessible, SNR_ACT
does not work. Using the Single Number Reach IVR interface, SNR_ACT allows subscribers to do the
following:

» Activate and deactivate Single Number Reach
« Activate and deactivate VMA
« Activate and deactivate CFU

[ oL-25010-02
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» Configure the CFU forwarding number

CFU, VMA, and Single Number Reach are mutually exclusive when a subscriber provisions them using
the IVR,; activating one of them deactivates the others. When a subscriber activates the CFU, VMA or
Single Number Reach through the IVR, a check ensuresthat the feature to be activated is assigned to the
subscriber.

Virtual subscribers cannot simultaneously deactivate all three Single Number Reach modes using the
IVR. (Virtual subscribers have a termination type (term-type)=none. For example, the subscriber
associated with the master number has term-type=none.) The system requires that at least VMA be
active; otherwise calls to the master number fail.

To accessthe IVR interface, a subscriber needs a user ID (master number) and a personal identification
number (PIN). Most phones support entering digits (letters or characters) into an 1VR system; therefore,
the master number is always a DN and not an AOR.

The PIN is not used to access the web-based interface, however the subscriber can reset their PIN via
the web-based interface. See “ Subscriber Web-Based Interface” section in the Cisco BTS 10200

Softswitch Provisioning Guide.

Feature Interactions

Table 3-29 describes feature interaction between Single Number Reach and existing features.

Table 3-29 Single Number Reach (Find-me) Feature Interaction Matrix
Interaction

Interaction on Master on the Impacted
Feature Number Forked Calls Module(s)
911 Not applicable. No impact —
Anonymous Call Noimpact. ACR occurs |No impact. —
Rejection (ACR) before Single Number

Reach.
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Table 3-29 Single Number Reach (Find-me) Feature Interaction Matrix (continued)
Interaction
Interaction on Master on the Impacted
Feature Number Forked Calls Module(s)
Automatic Callback When subscriber No impact. Plain old telephone
(AC) activates AC toward the service (POTS), Basic

Single Number Reach
master number, then the
following conditionsare
true:

If Single Number Reach
number is avirtual,
destination switch that
cannot monitor avirtual
subscriber, Thentreat as
nonunique.

If the Single Number
Reach number is
physical, thedestination
switch performs normal
processing if the
number islocal.
Otherwise, it is off-net
or pstn; then it is not
applicable.

When a subscriber
activates AC and he or
sheis:

Virtual - Not applicable.

Physical - originating
switch performs normal
processing.

Single Number Reach
feature does not get
invoke for the AC
ringback call.

Call module (BCM)

[ oL-25010-02
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Table 3-29

Single Number Reach (Find-me) Feature Interaction Matrix (continued)

Feature

Interaction on Master
Number

Interaction
on the
Forked Calls

Impacted
Module(s)

Automatic Recall (AR)

When a subscriber
activatesthe AR toward
the Single Number
Reach master number
then the following
conditions are true:

If the Single Number
Reach master number is
avirtual number, then
the destination switch
cannot monitor the
virtual subscriber. Treat
as non-unique.

The Single Number
Reach master number is
physical, thedestination
switch performs the
normal processing if the
number islocal.
Otherwise, it is off-net
or pstn; then it is not
applicable.

When the subscriber
activates AR and he or
sheis:

Virtual number- Not
applicable.

Physical - originating
switch performs normal
processing.

Single Number Reach
feature does not get
invoke for the AR
ringback call.

No impact.

POTS, BCM

Busy Line Verification
(BLV)

Single Number Reachis
inhibited when BLV is
invoked on the master
number.

Not applicable.

POTS

Call Block (CBLK)

Not applicable. CBLK
originating with
starcode.

Invocation is the same
as SCR.

No impact.
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Table 3-29 Single Number Reach (Find-me) Feature Interaction Matrix (continued)
Interaction
Interaction on Master on the Impacted
Feature Number Forked Calls Module(s)
Call Forwarding Busy |Single Number Reach  |If thereisaforked call, |POTS
(CFB) has precedence over the subsequent call is
CFB. not forwarded if the
. terminating party is on
When Single Number .
Reach isinvoked, CFB Lhe BTS. The maxi mrL:m
is inhibited. op count prevents the
call from any further
diversion.
Call Forwarding Single Number Reach  |If thereisaforked call, |POTS
Combination (CFC) has precedence over the subsequent call is
CFC. not forwarded if the
: terminating party is on
When Single Number .
Reach isinvoked, CFC Lhe BTS. The maxi mﬁm
is inhibited. op count prevents the
call from any further
diversion.
Call Forwarding No Single Number Reach  |If thereisaforked call, |POTS
Answer (CFNA) has precedence over the subsequent call is
CFNA. not forwarded if the
: terminating party is on
When Single Number .
Reach isinvoked, Lhe BTS. The maxi mﬁm
CFNA is inhibited. Op count prevents the
call from any further
diversion.
Call Forwarding Not Single Number Reach  |If thereisaforked call, |[POTS
Reachable (CFNR) has precedence over the subsequent call is
CFNR. not forwarded if the
When Single Number tﬁrmlnatl n% party 'son
Reach isinvoked, L eBTS. The maxi mﬁm
CFNR isinhibited. Op count prevents the
call from any further
diversion.
Call Forwarding CFRisnot applicable. |If thereisaforked call, |[POTS

Redirection (CFR)

CFR happens at the
trunk level. 302 will be
dropped in this case.

the subsequent call is
not forwarded if the
terminating party is on
the BTS. The maximum
hop count prevents the
call from any further
diversion.

[ oL-25010-02
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Table 3-29 Single Number Reach (Find-me) Feature Interaction Matrix (continued)
Interaction
Interaction on Master on the Impacted
Feature Number Forked Calls Module(s)
Call Forwarding CFU isequivalenttothe |If thereisaforked call, |[POTS
Unconditional (CFU) Follow-me feature. the subsequent call is
not forwarded if the
terminating party is on
the BTS. The maximum
hop count prevents the
call from any further
diversion.
Call Forwarding Same as CFU at Same as CFU at —
Variable (CFV) invocation time. invocation time.
Call Hold (CHD) No impact. No impact. —
Call Park (CPRK) Not applicable. No impact. —
Call Park Retrieve Not applicable. No impact. —
(CPRK_RET)
Call Transfer (CT) Not applicable. Not applicable. —
Call Waiting (CW) Single Number Reach  |No impact. POTS
has higher precedence.
When Single Number
Reachisinvoked, CWis
inhibited.
Call Waiting Deluxe Single Number Reach  |No impact. —
(CWD) has higher precedence.
When Single Number
Reachisinvoked, CWD
isinhibited.
Caller ID with Call Single Number Reach  |No impact. —
Waiting (CIDCW) has higher precedence.
When Single Number
Reach isinvoked,
CIDCW is inhibited.
Calling Identity Not applicable. Not applicable. —
Delivery and
Suppression Delivery
(CIDSD)
Calling Identity Not applicable. Not applicable. —
Delivery and
Suppressi on—Suppressi
on (CIDSS)
Calling Identity Not applicable. Not applicable. —

Delivery Blocking
(CIDB)
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Table 3-29 Single Number Reach (Find-me) Feature Interaction Matrix (continued)
Interaction
Interaction on Master on the Impacted
Feature Number Forked Calls Module(s)
Calling Line Identity No impact. Normal terminating —
Presentation (CLIP) feature invocation on
each forked call.
Subject to incoming
calling information
availability in the setup
message.
Calling Line Identity Not applicable. Normal originating —
Restriction (CLIR) feature invocation on
each forked call.
Subject to calling party
permanent presentation
status or per-call
presentation status at
the time of call
origination.
Calling Name Blocking [Not applicable. Not applicable. —
(CNAB)
Calling Name Delivery |No impact. Normal terminating —
(CNAM) feature invocation on
each forked call.
Calling Number No impact. Normal terminating —
Delivery (CND) feature invocation on
each forked call.
Calling Number Not applicable. Not applicable. —
Delivery Blocking
(CNDB)
Cancel Call Waiting Not applicable. Not applicable. —

(CCW)

CENTREX Single Number Reach  |Single Number Reach  |—
feature can be assigned |feature can be assigned
to CENTREX to CENTREX
subscriber. subscriber.
Centrex Group and Not applicable. No impact. —
Custom Dial Plan
(CDP)
Class of Service (CoS) [Not applicable. Normal originating —

Screening

feature invocation on
each forked call.

Screening includes go
through the
NOD-Restrict list.

[ oL-25010-02
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Table 3-29 Single Number Reach (Find-me) Feature Interaction Matrix (continued)
Interaction
Interaction on Master on the Impacted
Feature Number Forked Calls Module(s)
Customer Originated Not applicable. No impact. —
Trace (COT)
Directed Call Pickup DPU isinhibited when |No impact. —
with Barge-In (DPU) Single Number Reachis
invoked.
Directed Call Pickup DPN isinhibited when |No impact. —
without Barge-In (DPN) |SingleNumber Reachis
invoked.
Distinctive Alerting Single Number Reach  |No impact. —
Call Waiting Indication |has higher precedence.
(DACWI) When Single Number
Reach isinvoked,
DACWI isinhibited.
DistinctiveRingingCall |Single Number Reach  |No impact. —
Waiting (DRCW) has higher precedence.
When Single Number
Reach isinvoked,
DRCW isinhibited.
Do Not Disturb (DND) |Noimpact. DND occurs |No impact. —
before Single Number
Reach.
Emergency Callback ECB takes precedence |Not applicable. POTS
(ECB) over Single Number
Reach.
Single Number Reachis
inhibited when ECB is
invoked.
Group Speed Call: 1- Not applicable. Normal originating —
Digit (GSC1D) feature invocation on
each forked call.
Group Speed Call: 2- Not applicable. Normal originating —
Digit (GSC2D) feature invocation on
each forked call.
Hostage Negotiation When HN isinvoked, |Not applicable. —
(HN) SingleNumber Reachis
inhibited.
HOTLINE Not applicable. — POTS
Hotline Variable Not applicable. — POTS
(HOTV)
Incoming Simulated No impact. Not applicable. —
Facility Group (ISFG)
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Table 3-29 Single Number Reach (Find-me) Feature Interaction Matrix (continued)
Interaction
Interaction on Master on the Impacted
Feature Number Forked Calls Module(s)
Interactive Voice Apply at SingleNumber |Not applicable. —

Response (IVR)

Reach programming
time. During IVR
session, CW and
midcall hook flash are
inhibited.

Local Number Not applicable. No impact. Normal —
Portability (LNP) originating feature
invocation on each
forked call.
Message Waiting Not applicable. Not applicable. —
Indicator (MWI)
MIDCALL Not applicable. Not applicable. —
Multi Lingual Support |Apply at SingleNumber |Not applicable. —

(MLS)

Reach programming
time. VR prompts base
on language preference.

Multiline Hunt Group
(MLHG)

Single Number Reach
feature can be assigned
to MLHG subscriber. If
Single Number Reachis
assigned to the main
subscriber, the hunting
does not take place. If
Single Number Reachis
assigned to the
individual sub, the
Single Number Reachis
invoked if thesub is
dialed directly. If the
terminal associatedwith
the Single Number
Reach is hunted as part
of MLHG, then the
Single Number Reachis

Single Number Reach
feature can be assign to
MLHG subscriber. If
Single Number Reachis
assigned to the main
sub, the hunting does
not take place. If Single
Number Reach is
assigned to the
individual sub, the
Single Number Reachis
invoked if the
subscriber is dialed
directly. If the terminal
associated with the
SingleNumber Reachis
hunted as part of
MLHG, then the Single

invoked as well. Number Reach is
invoked as well.
Multiline Variety Not applicable. No impact. —

Package (MVP)

[ oL-25010-02
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Table 3-29 Single Number Reach (Find-me) Feature Interaction Matrix (continued)
Interaction
Interaction on Master on the Impacted
Feature Number Forked Calls Module(s)
Multiple Directory Only one DN in the No impact. —
Numbers (MDN) MDN list can be

assigned the Single
Number Reach feature
and it is supported on
the main DN where the
Single Number Reachis
invoked.

No Solicitation No impact. Single No impact. POTS
Announcement (NSA) |Number Reach is

invoked after NSA
feature is finished.

Off Hook Delayed Not applicable. Normal originating —
(OHD)/Off Hook feature invocation on
Immediate (OHI) or any each forked call.

external originating

feature

ONA Not applicable. Not applicable. —
Outgoing Call Barring |Not applicable. Each forked call is —
(OCB) subjected to OCB

screening by CoS. If an
instance of aforked call
is blocked, then this

particular forked call is

released.
Outgoing Simulated Not applicable. Centrex originating —
Facility Group (OSFG) feature that limits the

number of outing
origination calls. The
number of forked calls
is subject to this limit.

POST-PAID Limited No impact. No impact. —
Call Duration (LCD)
PRE-PAID (LCD) No impact. No impact. —
Privacy Screening (PS) |PS has higher No impact —

precedence. PSis

invoked first.

PSplacesthefirst call to

AppSvr.

When a second call

comesfromthe AppSvr,

Single Number Reachis

invoked.
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Table 3-29 Single Number Reach (Find-me) Feature Interaction Matrix (continued)
Interaction
Interaction on Master on the Impacted
Feature Number Forked Calls Module(s)
REFER Not applicable. Not applicable. —
Remote Activation of Not applicable. RACF  |If thereisaforked call, |—
Call Forwarding originates with the subsequent call is
(RACF) starcode. not forwarded if the
terminating party ison
Same as CFU on .
invocation. the BTS. The maximum
hop count prevents the
call from any further
diversion.
Remote Call Same as CFU at Same as CFU at —
Forwarding (RCF) invocation time. invocation time.
REPLACE Not applicable. Not applicable. —
Screening List Editing |Not applicable. Not applicable. —
(SLE)
Seasonal Suspend When SEASisinvoked, |Not applicable. POTS
(SEAS) Single Number Reachis
inhibited.
Selective Call No impact. SCA occurs |No impact. —
Acceptance (SCA) before SNR.
If the number is on the
list, Single Number
Reach isinvoked;
otherwise, the call is
rejected.
Selective Call No impact. No impact. —
Forwarding (SCF) SCF occurs prior to the
Single Number Reach.
Thereforeif thecalleris
on the subscriber's
selective call
forwarding list, then the
call isforwarded.
Otherwiseall other calls
invokes the Single
Number Reach.
Selective Call Regjection |[No impact. SCR occurs |No impact. —

(SCR)

before Single Number
Reach.

Single Number Reachis
not hit if the number is
on thelist.

[ oL-25010-02
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Table 3-29 Single Number Reach (Find-me) Feature Interaction Matrix (continued)
Interaction
Interaction on Master on the Impacted
Feature Number Forked Calls Module(s)

Single Number Reach

By default, Single
Number Reach is
inhibited when one
Single Number Reach
serviceinstanceis
already invoked on the
master number. To
control whether
multiple invocations of
Single Number Reach
are allowed or not, use
the feature-config or
Single Number Reach
profile.

If there is aforked call
and the destination
subscriber has Single
Number Reach active,
Single Number Reachis
not invoked.

Speed Call: 1-Digit Not applicable. The normal originating |—
(SC1D) feature invocation on

each forked call.
Speed Call: 1-Digit Not applicable. The normal originating |—

(SC2D)

feature invocation on
each forked call.

TAT_1 (or any external
feature has higher
precedence than Single
Number Reach)

When acall ismadeto a
Single Number Reach
subscriber that has
TAT _1 feature then the
TAT_1featureis
invoked prior to Single
Number Reach. The
first leg of the call is
routed to the
Application Server and
then the second leg is
sent back from the
Application Server
where Single Number
Reach isinvoked. Then
thecall runsthrough the
Single Number Reach
list until the subscriber
answersthecall oritis
forwardedtovoicemail.

No impact.
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Table 3-29 Single Number Reach (Find-me) Feature Interaction Matrix (continued)
Interaction

Interaction on Master on the Impacted
Feature Number Forked Calls Module(s)
TAT_2 or any external |Single Number Reach  |No impact. —
feature has lower has higher precedence.
precedence than Single |TAT_2isinvoked on
Number Reach each of the forked calls.

When Single Number

Reach isactive, TAT_2

isnot invoked. Then the

call runs through the

Single Number Reach

list until the subscriber

answersthe call oritis

forwardedtovoicemail.
Temporary Disconnect |When TDISC is Not applicable. POTS
(TDISC) invoked, SingleNumber

Reach isinhibited.
Three Way Calling Not applicable. Not applicable. —
(TWC)
Three Way Calling Not applicable. Not applicable. —
Deluxe (TWCD)
Time of Day (TOD) Apply at SingleNumber |Not applicable. —

Reach invocation time.

Toll-Free (8XX) Not applicable. No impact. Normal —
originating feature
invocation on each
forked call.

Usage-Sensitive Not applicable. Not applicable. —

Three-Way Calling

(USTWC)

VM_BUSY Single Number Reach  |If thereisaforked call, |—

has precedence over
VM_BUSY.

When Single Number
Reach isinvoked,
VM_BUSY isinhibited.

the subsequent call is
not forwarded if the
terminating party is on
the BTS. The maximum
hop count prevents the
call from any further
diversion.

VM_NO_ANSWER

Single Number Reach
has precedence over
VM_NO_ANSWER.

When Single Number
Reach isinvoked,
VM_NO_ANSWER is
inhibited.

For the forked call, the
subsequent call is not
forwarded if the
terminating party is on
BTS. The maximum
hop count prevents the
call from any further
diversion.

[ oL-25010-02
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Prerequisites

Table 3-29 Single Number Reach (Find-me) Feature Interaction Matrix (continued)
Interaction
Interaction on Master on the Impacted
Feature Number Forked Calls Module(s)
Voice Mail Always VMA isequivalentto |Not applicable. —
(VMA) follow-me feature.
WARMLINE Not applicable. — POTS

Single Number Reach requires an IVR and voice mail server.

For information on provisioning this feature, see the Cisco BTS 10200 Softswitch Provisioning Guide.

Features for Centrex Subscribers Only

5%

The Cisco BTS 10200 Softswitch provides Centrex-group functionality. A Centrex group is an
emulation of a PBX by a Class 5 switch, and is typically assigned to a business group. The service
provider can provision the values for the main subscriber of the Centrex group, and those properties are
applied to the entire Centrex group. The service provider can also provision the parameters for simulated
facility group (SFG) control, if SFG is desired. Both the incoming SFG (ISFG) and outgoing SFG
(OSFG) are provisionable.

To provision a Centrex group, see the Centrex Group provisioning procedure in the
Cisco BTS 10200 Softswitch Provisioning Guide.

The following features are available to Centrex subscribers only:
- Call Hold (CHD), page 3-106
- Call Park and Call Retrieve, page 3-108
« Direct Inward/Outward Dialing for Centrex, page 3-109
« Directed Call Pickup (With and Without Barge-1n), page 3-109
» Distinctive Alerting/Call Waiting Indication (DA/CWI), page 3-110
- MultiLine Variety Package, page 3-111

Call Hold (CHD)

N

Note

The Cisco BTS 10200 Softswitch supports the call hold (CHD) feature as specified in LSSGR module
FSD 01-02-1305 (TR-TSY-000579), Add On Transfer And Conference Calling Features.

This feature is available only to Centrex subscribers.
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Description
The CHD feature allows the user to temporarily put an active call on hold and then make another call.
The user can then return to the original call, and alternate between the two calls.
A party involved in an active call can use the CHD feature as follows:

» Theuser (the activating party) pressesthe Flash button or hookswitch and then pressesthe V SC for
CHD (for example, *52).

« The network responds by putting the remote station on hold, providing silent termination. The
system also returns a stutter dial tone to the activating party.

- If the activating party does nothing, the network waits 4 seconds, then removesthe dial tone. In this
case, the activating party can resume the call (recall the held party) by using the Flash button or
hookswitch.

« |If theactivating party dials another remote station, then the system rings that station, and anew call
isinitiated if the remote station goes off hook.

» The CHD activation procedures (Flash button or hookswitch followed by the CHD VSC *52) can
be used to toggle between the two calls. If the activating party disconnects while a party is on hold,
the network responds by ringing the activating party’sline. If the lineis not answered within 6 ring
cycles, the held party is disconnected. The held party does not hear an audible ringback during this
ringing cycle.

Feature Interactions with CHD

The following feature interactions apply to CHD.

CHD and Emergency Number
There is an interaction when a Centrex subscriber invokes call hold (CHD) and places a call to an
emergency number:

- When the emergency operator answersthe call, atwo-party call is active between the subscriber and
the emergency operator. The on-hold party remains on hold.

» When the subscriber pressesthe Flash button or hookswitch, athree-way call is established among
the subscriber, the emergency operator, and the previously on-hold party.

- Itisnot possible to place the emergency operator on hold.

CHD with CW/CIDCW and CFNA/VM/VMA

There is an interaction when a Centrex subscriber has all three of the following features assigned and
active:

1. Call hold—CHD.

2. Call waiting—CW or CIDCW or hoth.

3. Call forwarding on no answer—CFNA, VM (or VMA), or any combination of these.

The system behavior isillustrated in the following example. In this example, CFNA is assigned and
active on subscriber (A) along with CHD and CW.

- A and B areon an active call.
e CucdlsA.
« A hears the CW tone. (C hears ringback.)

Cisco BTS 10200 Softswitch Network and Subscriber Feature Descriptions, Release 6.0.4
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- If A pressesthe Flash button or hookswitch, B is put on hold and A hears adial tone.
- If Adials*52, A isconnected to C.

- If A ignoresthe CW tone, C continues to hear ringback until the CFNA timer expires, then the call
from C isforwarded per CFNA.

CHD and CFNA
If CHD is assigned to the subscriber (A) along with CFNA (CFNA active), the following interaction
occurs.
- A and B are on an active call.
« CucalsA.
« Chearsabusy tone and is not connected. The call from C is not forwarded by the CFNA feature.
CHD and CW

If CHD is assigned to the subscriber (A) along with CW, the following interaction occurs.
- A and B are on an active call.
e CcalsA.
« A hears the CW tone. (C hears ringback.)
« |If A presses the Flash button or hookswitch, B is put on hold and A hears adial tone.
- If Adials*52, A isconnected to C.

- If A ignoresthe CW tone, C continues to hear ringback. The call is not forwarded.

Feature Provisioning

To provision this feature, see the CHD provisioning procedure in the Cisco BTS 10200 Softswitch
Provisioning Guide.

Call Park and Call Retrieve
N

Note  Thisfeatureis available only to Centrex subscribers.

Call park (CPRK) and call retrieve (CPRK-RET) are defined for a call park subscriber group (CPSG),
which is a subset of the Centrex subscriber group who have privileges to park and retrieve calls.
Members of the CPSG can park and retrieve callson aDN within their own CPSG. If desired, thisfeature
can be used to transfer calls from one CPSG member to another.

CPRK allows a user in a business group to park an active call on a designated parking DN, leaving the
user free to make other calls. The parked caller is placed on hold. The parking party is periodically
reoffered the parked call. If the parking party accepts the reoffer attempt, or if another authorized user
in the CPSG retrievesthe call, then the call is connected. Otherwise, after three reoffer attempts, the call
is released or forwarded as provisioned.

To park an active call:

- The parking party uses the Flash button or hookswitch, receives a recall dial tone, and dials the
CPRK Access Code

Cisco BTS 10200 Softswitch Network and Subscriber Feature Descriptions, Release 6.0.4
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» The parking party dialsthe DN of the desired CPSG member (or just hangs up or dials # to park the
call against their own DN)

- A confirmation tone is provided to the parking party to confirm that the call is parked
To retrieve a parked call:

« Theretrieving party dials the CPRK-RET access code and gets a dial tone

« Theretrieving party dials the DN on which the call is parked

« Thecall is now connected between the calling party and the retrieving party

There is no deactivation procedure for this feature. The parked call is either connected or forwarded as
described above.

To provision this feature, see the CPRK provisioning procedure in the Cisco BTS 10200 Softswitch
Provisioning Guide.

Direct Inward/Outward Dialing for Centrex

N

Note

This feature is available only to Centrex subscribers.

The Cisco BTS 10200 Softswitch supports the following direct inward/outward dialing features for
Centrex systems as specified in LSSGR module FSD 01-01-1000 (TR-TSY -520), Basic Business Group:

« DID, including distinctive alerting and call-waiting tone—DID provides a Centrex group with the
ability toreceiveacall from the PSTN without attendant intervention. Thereceiving Centrex station
appears as a serving line to the CA. To provide a distinctive alerting and call-waiting tone, the
service provider assigns the Distinctive Alerting/Call Waiting Indication (DA/CWI) feature to the
subscriber.

N
Note  For the distinctive call-waiting tones to be played, either the Call Waiting (CW) feature or the
Call Waiting Deluxe (CWD) feature must also be assigned and active on the subscriber line.

« DOD provides a Centrex group with the ability to make a call to the PSTN without attendant
intervention. The sending Centrex station appears as a serving line to the CA.

Directed Call Pickup (With and Without Barge-In)

A

Caution

Do not provision this feature for subscribers other than Centrex subscribers. This feature will not work
for subscriber other than Centrex Subscribers.

Directed call pickup allows a user in a basic business group (BBG) to answer a call to atelephone from
another telephone in the BBG. There are two types of directed call pickup, with and without barge-in,
each with its own activation access code. These codes are assigned by the administrator of the BBG, and
can range from 2 to 65535.

The procedure for directed call pickup without barge-in (DPN) is as follows:

[ oL-25010-02
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Tip

The process begins when atelephone ringsin the BBG, and amember of the BBG at aremote phone
would like to pick up the call from the ringing telephone line

At the remote telephone line, the user lifts the handset, and listens for a dial tone

The remote user dials the DPN activation access code *xx (where xx represents the digits assigned
for DPN activation in the BBG)

The system returns arecall dial tone

The remote user dials the extension associated with the ringing line

The remote line is connected to the incoming call that actually terminated at the ringing line
The original called lineis now idle and available to originate and to receive calls

If theincoming call has already been picked up by another member of the BBG, the additional DPN
requests are routed to a reorder tone.

The procedure for directed call pickup with barge-in (DPU) is as follows:

The process begins when atelephone rings in the BBG, is answered by the party, and another
member of the BBG at a remote line wants to join the conversation

At the remote telephone line, the user lifts the handset, and listens for a dial tone

The remote user dials the DPU activation access code *xx (where xx represents the digits assigned
for DPU activation in the BBG)

The system returns arecall dial tone
The remote user dials the extension on which the active call is taking place

The system plays a confirming tone and establishes athree-way call (TWC) between the remoteline
and the original two parties

The remote BBG user can press the Flash button or hook switch to drop the other BBG party related
to the original call

If the remote BBG user goes on hook, the two-way connection will be reestablished between the
calling party and the original BBG party

To provision these features, see the DPN and DPU provisioning procedures in the
Cisco BTS 10200 Softswitch Provisioning Guide.

Distinctive Alerting/Call Waiting Indication (DA/CWI)

~

Note

This feature is available only to Centrex subscribers.

The distinctive alerting/call waiting indication (DA/CWI) feature is based on the Telcordia document
GR-520-CORE, Features Common to Residence and Business Customers | (FSDs 00 to 01-01-1110).
DA/CWI provides Centrex users special ringing and CW tones on DID calls. The Centrex administrator
can activate this feature for some or all of the business group lines (BGL S) in the basic business group
(BBG). Any call terminating at a designated BGL will receive the appropriate distinctive ringing or
CW tone. When enabled, the subscriber can receive different ringing patterns (distinctive ringing) and
CW dlerting as follows.

Calls originating within the same Centrex (also referred to as inside calls or extension dialing):
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— Ringing pattern: 2 seconds of ringing followed by 4 seconds of silence
— CW pattern: 0.3-second beep

« Incoming calls originating outside the Centrex (outside calls, including calls from a different
Centrex group):

— Ringing pattern: 800 ms of ringing, 400 ms of silence, 800 ms of ringing, 4 seconds of silence
— CW pattern: 0.1 seconds beep, 0.1 seconds silence, 0.1 seconds beep

For the distinctive call-waiting tones to be played, either the Call Waiting (CW) feature or the Call
Waiting Deluxe (CWD) feature must also be assigned and active on the subscriber line.

To provision this feature, see the DA/CWI provisioning procedure in the Cisco BTS 10200 Softswitch
Provisioning Guide.

MultiLine Variety Package

The MVP feature allows the creation of alogical grouping of subscribers and enables the provision of
Centrex features such as call-hold, call-park/retrieve and extension dialing for the subscribers within the
group.

Typically Centrex subscribers dial “9” (or some other access code) to access the PSTN and dial
extension numbers to reach other subscribers within the group. However, in the case of small business
with fewer lines, it can be expected that most of the originating call traffic will be towardsthe PSTN and
not to within the group.

Using the MV P feature on the BTS 10200 system, the requirement to dial an access code to access a
PSTN line can be avoided for the group members.

In addition, the BT S10200 can be configured to use “*” prefixed extensions to reach the subscribers
within the group. It is possible to use 1-digit extensions within the range *2—*9 for a smaller group of
subscribers (i.e. a group with up to 8 subscribers) or 2-digit extensions within range *20—*49 for a
medium size group of subscribers (i.e. a group with up to 30 subscribers). *0 can be assigned to the
operator or *0 can be used for Operator or Attendant Access.

Additional Features Applicable to Centrex and POTS

The following additional features are available to both Centrex and POTS subscribers:
« Anonymous Call Rejection (ACR), page 3-112
» Automatic Callback (AC)—Repeat Dialing, page 3-113
» Automatic Recall (AR)—Call Return, page 3-114
» Call Block - Reject Caller (CBLK), page 3-116
- Call Block - Reject Caller (CBLK), page 3-116
» Call Transfer (CT), page 3-117
» Change Number (CN), page 3-121
» Customer-Originated Trace (COT), page 3-122
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» Do Not Disturb (DND), page 3-123
» Hotline Service, page 3-123
» Hotline-Variable Service (HOTV), page 3-124
« Interactive Voice Response (IVR) Functions, page 3-127
« Limited Call Duration Service (Prepaid/Postpaid) with RADIUS Interface to AAA, page 3-128
» Message Waiting Indicator (MWI)—Audible and Visual, page 3-131
- Multiple Directory Numbers (MDN), page 3-132
« No Solicitation Announcement (NSA), page 3-132
« Own Calling Number Announcement (OCNA), page 3-137
« Privacy Screening (Calling Identity with Enhanced Screening), page 3-137
» Seasonal Suspend, page 3-141
» Speed Call, page 3-144
» Subscriber-Controlled Services and Screening List Editing (SLE), page 3-146
— Selective Call Forwarding (SCF), page 3-146
— Selective Call Acceptance (SCA), page 3-147
— Selective Call Rejection (SCR), page 3-147
— Distinctive Ringing/Call Waiting (DRCW), page 3-148
— 10/11-Digit Screening for SLE Features, page 3-149
- Temporarily Disconnected Subscriber Status and Soft Dial Tone, page 3-151
- Three-Way Calling (TWC), page 3-154
» Three-Way Calling Deluxe (TWCD), page 3-156
» Usage-Sensitive Three-Way Calling (USTWC), page 3-160
« Voice Mail (VM) and Voice Mail Always (VMA), page 3-161
« Warmline Service, page 3-167

Anonymous Call Rejection (ACR)

The BTS 10200 supports the anonymous call rejection (ACR) feature as specified in LSSGR module
FSD 01-02-1060 (TR-TSY-000567), Anonymous Call Rejection.

The ACR feature allows users to reject calls from parties that have set their privacy feature to prevent
calling number delivery. When ACR is active the called party receives no aerting of incoming calls that
arergjected. Theincoming call isrerouted to adenial announcement indicating that private numbers are
not accepted by the called party. To complete acall to the party with ACR, the calling party must enter
the VSC to activate calling identity delivery (for example, *82 for CIDSD) and then place a call to the
party with ACR. Incoming calls to the called party with ACR are checked even if the called party is off
hook.

If the BTS 10200 does not receive the calling party information in the incoming message, or if it does
not receive the privacy setting in the incoming message, or if the privacy setting is unknown, the
following process occurs. The system checks a provisionable parameter
(PRIVACY-UNKNOWN-TREATMENT) in the Feature Configuration (feature-config) table. This
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parameter by default is set to PUBLIC, which means the incoming call is treated as public and is not
rejected by the ACR feature. The service provider hasthe option to set this parameter to ANONYMOUS,
which means the incoming call is treated as anonymous and is rejected by the ACR feature.

ACR has multiple activation options as follows:
- Activated permanently at subscription time by service provider.
« Activated by user:
— The user lifts the handset, and listens for adial tone.

— The user pressesthe activation V SC (for example, typically *77 in North America). If ACR can
be activated, the system returns a success announcement.

— ACRisnow activated, and will stay active until it is deactivated.
N

Note If the user tries to activate ACR when it is already active, the system treats the new
activation attempt as a new attempt.

ACR deactivation options are as follows:
» Service provider deactivation at user request.
» Deactivated by user:
— The user lifts the handset and listens for a dial tone.

— The user presses the deactivation VSC (for example, typically *87 in North America). The
system responds with a success announcement.

— ACR s now deactivated, and will stay inactive until it is activated.
N

Note If the user tries to deactivate ACR when it is a ready deactivated, the system accepts and
processes the new deactivation attempt as a new attempt.

ﬁ To provision this feature, see the ACR provisioning procedure in the Cisco BTS 10200 Softswitch
Provisioning Guide.

Automatic Callback (AC)—Repeat Dialing

Automatic callback (AC), also called repeat dialing, allows the user to request the system to
automatically redial the most recently dialed number. The system will keep attempting to call the
number for up to 30 minutes. If the called party isbusy when AC is activated, call setup isautomatically
performed when the called station becomes idle. The system alerts the calling party with distinctive
ringing. Up to 20 AC requests can be active at any time. The service provider can set up this service for
the user, or the user can access it on a usage-sensitive basis.

Note  For intra-office AC with ARAC-TERMINATING-SPCS-SCAN-ALLOW,;VALUE=Y, the feature
operates as expected during a Feature Server switchover. However, for inter-office AC with the same
switchover condition, the feature fails because TCAP is not replicated.

AC is activated as follows:

Cisco BTS 10200 Softswitch Network and Subscriber Feature Descriptions, Release 6.0.4
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- The user calls aremote station, receives a busy signal or no answer, and hangs up.
» The user lifts the handset again, and listens for dial tone.

» The user entersthe VSC for AC activation (for example, *66). One of the following scenarios will
occur:

— Audible ring—Indicates that the call setup is being attempted immediately.

— The delayed processing announcement—This announcement is given to indicate that the line
the customer is calling is busy and that the system will attempt to complete the call when the
caledlineisidle.

— A short term denial announcement, such as“Weare sorry. Y our AC request cannot be processed
at thistime. Please try again later or dial directly.”

— A long term denial announcement, such as “The number you are trying to reach cannot be
handled by AC. Please dial directly.”

— A denia announcement, such as“The called party has a call rejection feature active and is not
accepting calls from you.”

AC is deactivated as follows:
« The user goes off hook, receives a dial tone, and dials the deactivation code (for example, * 86).

» Oncethedeactivation codeis dialed the user hears an announcement stating that all outstanding AC
requests have been deactivated.

The AC feature can be made available to all subscriberslines connected to aBTS 10200 using the default
office service ID, or to all subscribers in a specific POP using the office service ID. See the “ Office
Service ID and Default Office Service ID” section on page 3-167 for a general description of this
provisionable service.

To provision this feature, see the AC provisioning procedure in the Cisco BTS 10200 Softswitch
Provisioning Guide.

Automatic Recall (AR)—Call Return

Automatic Recall (AR), also called call return, allows the user to request the system to automatically
redial the DN of the last incoming call (that is, the station that called the user). The AR subscriber does
not need to know the telephone number or the calling party of the last incoming call. If the remote party
is busy when AR is activated, the system continues attempting to call the number for up to 30 minutes,
and automatically performs call setup when the called station becomesidle. The system alertsthe calling
party (the party that initiated the AR) with distinctive ringing.

Up to 20 AR requests can be active at any time per subscriber. Thislimit may be tuned using the
ca-config parameter ARAC-MAX-QUEUE-SIZE.

The service provider can set up the AR feature on a system-wide or POP-wide basis, or the user can
access it on a usage-sensitive basis.
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There are two variants of AR feature activation, one-level and two-level. With one-level activation, the
user activates the AR feature without knowing the last calling party number. With two-level AR
activation, the user hears a voice announcement of the last incoming calling party number, the date and
time when the call was received, and a voice instruction for activating an AR call to that party.

Reference: L SSGR module FSD 01-02-1260 (GR-227-CORE), Automatic Recall.

Note  For intra-office AR with ARAC-TERMINATING-SPCS-SCAN-ALLOW,;VALUE=Y, the feature
operates as expected during a Feature Server switchover. However, for inter-office AR with the same
switchover condition, the feature fails because TCAP is not replicated.

One-Level Activation of AR

One-level AR is activated as follows:
» The user receives a call (ringing) from a remote station, but does not pick up.
« The user lifts the handset and listens for dial tone.

« The user enters the VSC for activation (for example, *69). One of the following scenarios will
occur:

— Audible ring—Indicates that the call setup is being attempted immediately.

— The delayed processing announcement—This announcement is given to indicate that the line
the customer is calling is busy and that the system will attempt to complete the call once the
caled lineisidle.

— A short term denial announcement, such as“Weare sorry. Y our AR request cannot be processed
at thistime. Please try again later or dial directly.”

— A long term denial announcement, such as “The number you are trying to reach cannot be
handled by AR. Please dial directly.”

— A denia announcement, such as “The called party has a call rejection feature active and is not
accepting calls from you.”

AR is deactivated as follows:
» The user goes off hook, receives a dial tone, and dials the deactivation code (for example, * 89).

« Oncethedeactivation code is dialed the user hears an announcement stating that all outstanding AR
requests have been deactivated.

Two-Level Activation of AR

Two-Level AR activation is an extension of the one-level AR feature. It requires communications with
an IVR server, which delivers the voice readout of the calling-party number, provides appropriate voice
prompts, and collects the user’s response.

» First stage—The user dials the activation code (for example, *69) and hears a voice announcement
of the last incoming calling party number, the date and time when the call was received, and avoice
instruction for activating an AR call to that party. The user can hang up to discontinue AR activation
toward that party.

» Second stage—If the subscriber followstheinstruction and presses“1”, the system activatesthe AR
call.
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Note During the second stage, the system automatically checks for invalid digits and timeouts.

The deactivation procedure for two-level AR isthe same as for one-level AR.

The AR feature can be made available to all subscriberslines connected to aBTS 10200 using the default
office service ID, or to all subscribers in a specific POP using the office service ID. See the “ Office
Service ID and Default Office Service ID” section on page 3-167 for a general description of this
provisionable service.

For more details about the VR interactions for this feature, see Chapter 6, “Interactive V oice Response
Functions.”

Feature Provisioning Commands

pe

Tip

Provisioning commands are available in the Cisco BTS 10200 Softswitch Provisioning Guide.

To provision this feature, see the AR provisioning procedure in the Cisco BTS 10200 Softswitch
Provisioning Guide.

Call Block - Reject Caller (CBLK)

The call block (CBLK) feature, also referred to as the reject-caller feature, allows the user to block
incoming calls from the DN of the last received call. For the call block feature to work, the user must
already be subscribed to the selective call rejection (SCR) feature. Once call block is activated against
a specified DN, that DN remains in the SCR list of the subscriber. A subscriber who wishes to block
callers (like sales calls, etc.) but does not know the caller's DN, can use this feature. Call block can be
provided to POTS, Centrex, and MLHG subscribers.

Provisioning call block includes the following CLI operations:
» Configuring the feature table for call block
« Provisioning atwo-digit star code (*xx) for call block activation:
— Adding a star code entry in the VSC table (for POTS subscribers)
— Adding a star code entry in the custom dial plan table (for Centrex subscribers)
- Creating a service with call block and SCR
» Assigning the service to the subscriber via the subscriber service profile table

Anidle user (if subscribed to SCR) can dial the call block activation code indicating that the last
incoming caller’s DN isto be added to their SCR list.

A confirmation toneisgiven to indicate successful activation. In cases of error or the user not subscribed
to call block, areorder toneis given. If the user istrying to activate call block while on an active call,
the user is reconnected to the original call.

The user can deactivate call block for this DN by removing the DN from their SCR list. Thisis done by
using the screen list editing (SLE) function of the SCR feature.
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N

Note  For details of the SCR feature, see the “ Selective Call Rejection (SCR)” section on page 3-147.

P

Tip To provision this feature, see the CBLK provisioning procedure in the Cisco BTS 10200 Softswitch
Provisioning Guide.

Block All Inbound Calls

If the subscriber has blocked all the inbound calls, the calling party hears an announcement stating that
called party has chosen to deny all inbound calls.

Note A personalized announcement can be provided by provisioning an announcement | D specifically defined
for the subscriber.Use the announcement ID 800 through 899 for custom announcements.

Tip To provision this feature, see the Block All Inbound Calls provisioning procedure in the
Cisco BTS 10200 Softswitch Provisioning Guide.

Call Transfer (CT)

The Cisco BTS 10200 Softswitch supportsthe call transfer (CT) feature as specified in LSSGR module
FSD 01-02-1305 (TR-TSY-000579), Add On Transfer And Conference Calling Features.

CT allows a user to add a third party or second call to an existing two-party call. CT also allows the
user to hang up while involved in the two calls and connect the remaining two partiesin a
two-way connection.

To activate a CT call, auser (A) involved in a stable two-way call (with B) takes the following steps:

« User A (theinitiating party) pressesthe Flash button or hook switch. This placesthe remote end (B)
on hold and returns arecall dial tone.

» User A dialsthe DN of the third party (C).
)

Note If A pressesthe Flash button or hookswitch before completing dialing, the original two-way
connection is reestablished between A and B.

» When C answers, only A and C can hear and talk. This allows A to speak privately with C before
sending the second flash.

- If A pressesthe Flash button or hookswitch after successfully dialing C, athree-way conferenceis
established regardless of whether C answers the call.

The following scenarios occur, depending upon the actions of the partiesin the call:

« If A hangs up after successfully dialing C (C isringing), atwo-way call is established between B
and C, regardless of whether C answersthe call. User A isbilled for acall transfer and isalso billed
for the duration that the other two parties are on the call.
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« If A waitsuntil C answers the call, and then A hangs up, atwo-way call is established between B
and C. User A isbilled for acall transfer and is also billed for the entire duration starting from the
time A initiated the TWC until B and C hang up.

Feature Provisioning Commands

To provision this feature, see the CT provisioning procedure in the Cisco BTS 10200 Softswitch
Provisioning Guide.

SIP Call Transfer with REFER and SIP Invite with REPLACES

Call transfer is performed by SIP systems through the following features:
» SIPcall transfer with REFER
« SIPInvite with REPLACES

For information on these features, see the “ SIP Call Transfer with REFER and SIP Invite with
REPLACES’ section in the Cisco BTS 10200 Softswitch SIP Guide.

Call Transfer for Business Groups

The Call Transfer for Business Groups feature enables the Cisco BTS 10200 to support all of the features
of the existing Call Transfer feature (see the guide Network and Subscriber Feature Descriptions,
Release 6.0.4)but extends support for all of the ways that Call Transfer (CT) can be provided to
subscribers in a business group.

The Cisco BTS 10200 supports the following ways to provide Call Transfer for business groups:
» Call Transfer Internal Only
» Call Transfer Outside
« Call Transfer Individual, Incoming Only

CT Individual, Incoming Only, Internal Only

A Cisco BTS 10200 user can configure CT to enable a CT subscriber inside a business group to receive
acall from the public data network (outside the business group) and transfer that call to a subscriber
inside the business group. The transferred-to station is a non-fully restricted station within the same
business group.

Figure 3-7 CT Individual, Incoming Only, Internal Only
Incoming call )YI CT subscriber (B) Same
from A Business
Caller A Group
(Outside the BG) v

Third Party (C)
(Transferred to subscriber
in the same BG as B)

281036
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CT, Internal Only

The Cisco BTS 10200 service provider can provide CT for calls between subscribers within a stable
business group, in addition to calls from the public network. For this way of providing CT, the CT
subscriber (controlling party) can transfer a call only to a subscriber in the same business group.

Figure 3-8 CT, Internal Only

Call with A can be .
incoming OW CT subscriber (B) Same
Business
Group

Caller A
(Can be Inside or Y
Outside the BG) Third Party (C)
(Transferred to subscriber

in the same BG as B)

281037

CT, Outside

Cisco BTS 10200 users can configure CT to apply to callsfrom the public network to the business group.
The Cisco BTS 10200 transfers such calls back to the public network only.

Figure 3-9 CT, Outside

rom
Group

Caller A
(Outside the BG) v

Third Party (C)
(Transferred to subscriber
outside the BG)

281038

CT Individual, All Calls, Outside

The Cisco BTS 10200 service provider can configure CT to apply to calls between subscribers within a
stable business group, as well asto callsincoming from the public network. The transferred-to line can
only be the public network.
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Figure 3-10 CT Individual, All Calls, Outside
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(Transferred to subscriber
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CT, Individual, Incoming Only

Cisco BTS 10200 users can configure CT to transfer any call incoming to the business group to any other
line within or outside the business group.

Figure 3-11 CT, Incoming Only
Incoming call )YI CT subscriber Same
from A 7 A Business
Caller A ‘/’ : Group
(Outside the BG) [v. v v

R Third Party (C)

“|(Transferred to subscriber,
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CT, Individual, All Calls

Cisco BTS 10200 users can configure CT to transfer any call to any other line within or outside the

business group
Figure 3-12 CT, Individual, All Calls
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Industry Standards

Standard Title

GR-579 Telcordia GR-579, LSSGR: Add-On Transfer and
Conference Calling Feature (FSD 01-02-1305), June 2000,
FR-64.

To see the provisioning procedures for Call Transfer for Business Groups feature, see the
Cisco BTS 10200 Softswitch Provisioning Guide.

CT Restrictions

The Cisco BTS 10200 service provider can impose the following restrictions on CT on a per-line basis.
These restrictions apply to a subscriber who attempts to initiate a call to another party while currently
engaged in an active call with a different party. (These restrictions conform to Section 3.5 of GR-579.)

1. Restrict callson which CT can be applied—In support of CT, the Cisco BTS 10200 recognizes
hookflash during a stable call. During a stable call between CT subscriber A and subscriber B, if A
performs hookflash and hears recall-dial tone, A can apply a call add-on to this call. If A attempts
toapply CT toacall for whichitisnot allowed (for example, if A attempts hookflash on an outgoing
call when CT isallowed for incoming calls only), the Cisco BTS 10200 responds as if CT were not
permitted.

2. Restrict the ability to add a third party to a call—For this type of restriction, add means that,
after receiving recall dial tone, CT subscriber A can make acall to athird party. Add does not mean
that A can transfer the initial call or establish a conference with the initial party and athird party.

During a stable call with subscriber B, if CT subscriber A can place B on hold and place acall to
subscriber C, the Cisco BTS 10200 determines that C is avalid subscriber and can be added to the
call. If the BTS 10200 determinesthat A cannot place acall to C, the Cisco BTS 10200 restricts that
call.

3. Restrict the ability to transfer and conference a call—If CT subscriber A places a call on hold
and engages another call and then attempts to transfer the call or establish a conference call by
hanging up or performing hookflash, the Cisco BTS 10200 determines whether or not the call
transfer or conference is permitted.

N
Note  Theserestrictions apply to the Call-Transfer feature for Centrex subscribers only. Theserestrictions are
not applied to other multiway-calling features such as Call Hold or Three-Way-Calling.

Also, seethe“ Configuring Restrictions” section in the Cisco BTS 10200 Softswitch Provisioning Guide.

Change Number (CN)

The change number (CN) feature, also referred to asthe call referral feature, enables the service provider
to change the directory number of a subscriber. In addition, the Change Number feature provides a
mechanism to track the last time and date a call referral number change announcement was activated or
requested in association with a subscriber phone number change or disconnect. This allows the service
provider to query the subscriber number changed status in the BTS 10200 system in order to find out
how long the number changed announcement (call referral) has been active for the subscriber. The call
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referral announcement is activated when a phone number is disconnected or changed. An announcement
is played when someone calls the number indicating that the number has been disconnected or; if
changed, indicating that the new number is xxx-xxx-xxxx. If there is no new phone number, a generic
announcement is played indicating only that the number has changed or has been disconnected. Either
type of announcement will be played until disabled by the service provider. To change the directory
number of a subscriber and to setup and disable the call referral announcements, refer to the “ Managing
Subscribers’ section of the Cisco BTS 10200 Softswitch Operations and Maintenance Guide.

Customer-Originated Trace (COT)

Customer-originated trace (COT) allows users who have been receiving harassing or prank calls to
activate an immediate trace of the last incoming call, without requiring prior approval or manual
intervention by telephone company personnel.

After aharassing or prank call isterminated, a user who wishes to trace the call goes off hook, receives
adial tone, and dials the COT activation code (for example, *57). When the trace has been completed,
the user receives a COT success tone or announcement, such as, “Y ou have successfully traced your last
incoming call. Please contact your telephone company for further assistance.” (Information about a
traced call is made available to the telephone company or to a telephone company-designated agency,
usually law enforcement, but not to the user who initiated the trace). Because COT is activated on a
per-call basis, the service is deactivated when the user goes on hook.
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If the trace cannot be performed, an appropriate tone or announcement is played. COT isinhibited on
the following subscriber categories:

- PBX
- RACF
- IVR
. CTXG_TG
S

Note  For anincoming call to betraced, theincoming call must have been answered by the called party.

All COT trace records are stored in the EMS of the BTS 10200 for retrieval purposes. A maximum of
10,000 traces are stored in acircular file format (oldest record overwritten).

The COT feature can be made available to all subscribers lines connected to a BTS 10200 using the
default office service ID, or to all subscribers in a specific POP using the office service ID. See the
“Office Service ID and Default Office Service ID” section on page 3-167 for a general description of
this provisionable service.

To provision this feature, see the COT provisioning procedure in the Cisco BTS 10200 Softswitch
Provisioning Guide.

Do Not Disturb (DND)

The do not disturb (DND) feature, when activated, blocks all incoming calls to the subscriber line. This
feature can be activated and deactivated by the individual user via the handset. DND routes incoming
calls (calls destined for the user’ s DN) to aDND announcement. When acall comesinto aline onwhich
DND isactive, the called party receives areminder ring (provided the service provider has provisioned
the DND feature with reminder ring enabled). The user is not able to receive the call. A user can enter
the activation code (for example, * 78) on the handset to enable this service, and the deactivation code
(for example, *79) to disable the service.

The reminder ring cannot be used with SIP devices.

To provision this feature, see the DND provisioning procedure in the Cisco BTS 10200 Softswitch
Provisioning Guide.

Hotline Service

Hotline service is a dedicated private line between a subscriber phone and a predetermined DN. The
serviceis activated by the service provider at the request of the subscriber. When the hotline user picks
up the phone, the Cisco BTS 10200 Softswitch rings the predetermined DN instantly.

An exclusive telephone DN is required for the hotline feature, and certain limitations apply to its use:

[ oL-25010-02
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Certain limitations apply to the use of the hotline feature:
« Anexclusive telephone DN is required for the hotline feature.
» None of the VSC star (*) features are available on thisline
Only the service provider can deactivate hotline service.

~

Note  Seealso the “Warmline Service” section on page 3-167. Warmline service is a combination of
hotline service and regular phone service.

To provision this feature, see the Hotline provisioning procedure in the Cisco BTS 10200 Softswitch
Provisioning Guide.

Hotline-Variable Service (HOTV)

This section describes the hotline-variable feature.

Hotline-Variable Feature Description

A

Hotline-variable service allows the user to go off hook, receive dial tone, and let the system call a
specified DN automatically after a dial-tone timeout. The service provider provisions the
hotline-variable dial-tone timeout for the system (default is 4 seconds) and assigns the hotline-variable
feature to individual subscribers. The user activates the hotline-variable service on his or her line and
specifies the remote DN using the handset. Once activated, the service works as follows:

» Useof hotline-variable for regular calling—The user takes the handset off hook, receives dial tone,
and starts dialing a regular call before the dial-tone timeout expires.

» Use of hotline-variable as a hotline—The user takes the handset off hook, receives dial tone, but
does not dial any digits. After the dial-tone timeout expires, the system automatically calls the
user-specified DN.

Caution

The HOTYV feature operates only with MGWSs that are compliant with MGCP1.0 (per IETF document
RFC 2705) or higher. It is hot supported on MGCP0.1 MGWSs.

The following conditions and limitations apply to the hotline-variable feature:
» The hotline-variable feature can be provided to POTS, Centrex, and MLHG subscribers.

« The hotline-variable feature is in the deactivated mode unless activated by the subscriber. Once
activated, the feature remains in the activated mode until deactivated.

« None of the VSC star (*) features are available on this line, other than the VSC codes for
hotline-variable activation, deactivation, and interrogation.

Thisremote DN isreferred to asthe B-number. The allowed types of B-numbers arelisted in Table 3-30.
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Table 3-30 Allowed Types of B-numbers

Subscriber Type Allowed B-number

POTS DN, without extensions

Centrex Public access code + external DN, without extensions
An extension within the business group

The hotline-variable feature is composed of four associated features, which are described in the sections
that follow:

- Hotline-Variable Activation, page 3-125
- Hotline-Variable Deactivation, page 3-125
- Hotline-Variable Interrogation, page 3-125
» Hotline-Variable Invocation, page 3-126

Hotline-Variable Activation

Hotline-variable activation allows a user to activate the hotline function on his or her local phone. The
user does this by going off hook and receiving dial tone, then dialing *52* B-number#, where:

- *52* isan example of the activation VSC for HOTV (V SCs are provisionable by the service
provider)

e B-number is the remote DN that the user wants to reach via hotline calling
- #isatrailing symbol that identifies the end of B-number digits

A success announcement is given on a successful activation, and an error announcement indicating the
type of error is given if activation is unsuccessful.

The system screens the DN entered for the B-number, and denies the activation attempt if any of the
following conditions apply:

1. Thecal typeisrestricted in the NOD-RESTRICT-LIST table for HOTV

2. Thecall isrestricted for the subscriber by the OCB feature

3. HOTV isalready activated

A successful activation results in overwriting the previous DN recorded for hotline-variable.

Hotline-Variable Deactivation

Hotline-variable deactivation allows a user to deactivate hotline-variable on his or her local phone. An
example of adial string for hotline-variable deactivation is #52#. A success announcement is given on
a successful deactivation, and an error announcement, indicating the type of error, is given if
deactivation is unsuccessful.

Hotline-Variable Interrogation

Hotline-variableinterrogation allows a user to check whether hotline-variable is activated to a particular
remote phone. An example of adial string for hotline-variable interrogation is *#52* B-number#. A
success announcement is given to the user if hotline-variable is activated to the B-number. If
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hotline-variable is not activated, or if hotline-variable is activated to a different phone, an appropriate
error announcement will be provided to the user. If the user has hotline-variable activated to the
B-number, a success announcement is provided. Otherwise an error announcement is provided.

N

Note

If the user enters a digit string that does not match exactly the B-number against which
hotline-variable was activated, the interrogation attempt will result in an error announcement.

Hotline-Variable Invocation

Hotline-variable invocation is the actual procedure the system follows when the user goes off hook,
provided that the featureis subscribed and activated. If the user begins dialing digits before the dial-tone
timeout period expires, the system attempts to complete the call to the dialed DN. If the user dials no
digitsuntil the dial-tone timeout period expires, the system automatically callsthe predetermined hotline
destination B-number.

Invalid User Actions

The valid user actions are described in the sections above. The following user actions are invalid, and
the system provides an appropriate error announcement:

The user enters an invalid directory number (DN) for the B-number.

During HOTV activation, the user enters a B-number that is determined by the FSto be a call type
blocked by provisioning inthe NOD-RESTRICT-LIST table. For example, the nature of dial (NOD)
from the user’s phone to the B-number is an emergency call, but emergency calls are blocked by
provisioning in the NOD-RESTRICT-LIST table.

The user tries to activate hotline-variable from a DN that has outgoing calls blocked by the OCB

feature, or the user enters a B-number, but calls to that DN are blocked by OCB. For example, the
call from the user’s phone to the B-number would be a domestic long distance call, but these calls
are blocked by setting K=2 against the OCB feature in the SUBSCRIBER-FEATURE-DATA table.

The user tries to activate hotline-variable to an international DN, but the service provider has
blocked forwarding to international DNs. The service provider can block forwarding to international
DNs using the OCB feature.

The user triesto activate hotline-variable when already activated (the B-number is not overwritten).
The user tries to activate hotline-variable to his or her own extension or DN.
The user tries to deactivate hotline-variable when already deactivated.

The user interrogates hotline-variable, but enters a digit string that does not match exactly the
B-number against which hotline-variable was activated. For example, if hotline-variable was
activated with a 5-digit string corresponding to a Centrex extension, and interrogation is attempted
using a 10-digit string of the complete DN, the interrogation attempt will result in the applicable
announcement. (See the complete list of standard Cisco BTS 10200 announcements in the Cisco
BTS 10200 Softswitch Provisioning Guide.)

The user tries to interrogate hotline-variable on a fresh system (a system with no entry in the
SUBSCRIBER-FEATURE-DATA table). In this case, the user receives the error announcement
immediately after entering the VSC (for example, *#52*). The system does not wait for the user to
enter the B-number.
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HOTV Feature Interactions

HOTVA and OCB—If the user triesto activate hotline-variableto aDN, but callsto that DN are blocked
by OCB, the activation is denied, and the user receives an error announcement.

HOTV and OCB—If the user has already activated hotline-variable successfully to a DN, and then
restricts calls to this DN viathe OCB feature, future hotline-variable calls will be denied, and an error
announcement will be provided to the user.

Feature Provisioning Commands

pe

Tip

Provisioning commands are available in the Cisco BTS 10200 Softswitch Provisioning Guide.

To provision this feature, see the HOTV provisioning procedure in the Cisco BTS 10200 Softswitch
Provisioning Guide.

Interactive Voice Response (IVR) Functions

A

Note

The system supports interactive voice response (IVR) functions through an external 1VR server
deployed in the service provider network. 1V R functions are used with several of the subscriber features,
including RACF, two-level AR, SCA, SCF, SCR, and NSA.

To begin an IVR session for the subscriber, the BTS 10200 establishes an RTP connection between the
IVR server and the incoming gateway (a MGW or integrated access device, IAD). This connection is
illustrated in Figure 3-13.

Figure 3-13 IVR Connections

Cisco BTS 10200 Softswitch
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Following is the call scenario for IVR.

During this process, the Feature Server (FS) and Call Agent (CA) exchange I VR instructions as needed.

1. Theincoming call arrives at the incoming gateway (MGW or 1AD).

2. The CA sets up an RTP connection between the IVR server and the incoming gateway.
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3. ThelVR server communicates with the gateway and sends the IVR result to the CA.
4. The CA stops the IVR connection.
The following limitations apply to IVR functions:

» Thefeatureis not supported for SS7, H.323, or SIP endpoints.

« TheBTS 10200 does not support local VR capability. Instead it relies on I VR capabilities provided
from an external 1VR server supporting the MGCP BAU package.

e For IVR trunk groups, LOCAL-TRUNK-SELECTION is not used.

» ThelVR-based COS feature (used for account and authorization codes) is supported only for ISDN
PRI trunks and only in the North American market. For details of this application, see the “ Account
Codes and Authorization Codes” section on page 4-7.

The IVR operations for each subscriber feature are described in Chapter 6, “Interactive V oice Response
Functions.”

The system provides Multi-Lingual Support (MLS) for 1VR and announcement services. This allows
subscribers to select a preferred language (English, French, or Spanish) in which to hear the IVR
prompts. See the “Multi-Lingual Support Feature” section on page 6-47.

To set options for IVR prompts, see the Class of Service (COS) provisioning procedure in the
Cisco BTS 10200 Softswitch Provisioning Guide.

To provision VR support for features that use the IVR functionality, see the applicable feature
provisioning procedure in the Cisco BTS 10200 Softswitch Provisioning Guide.

Limited Call Duration Service (Prepaid/Postpaid) with RADIUS Interface to AAA

This section describes the BTS 10200 support for the Limited Call Duration (LCD) feature, including
both prepaid and postpaid services. This support includes interfaces to an authentication, authorization,
and accounting (AAA) server. The LCD feature can be assigned to any BTS 10200 subscriber with any
phone type, including Media Gateway Control Protocol (M GCP)-based, Session Initiation Protocol
(SIP)-based, and network-based call signaling (NCS)-based phones.

This section also lists the interactions of this feature with other subscriber features.

Network Interfaces

The BTS 10200 uses the following signaling interfaces for this feature:
» RADIUS-basedinterfaceto an AAA server. Thefeature uses RADIUS Access Request and A ccount
Request messages.

- Additional interfaces for call-control signaling, including communications with MGCP-based and
TGCP-based media gateways (MGWSs), IP Transfer Points (ITPs) via SIGTRAN (for SS7), and
PacketCable-based CMTSs and eMTAS.

« SFTPinterfaces to external third-party billing servers for transfer of billing records, and RADIUS
interfaces to external record keeping servers (RKSs) for transfer of PacketCable-based event
messages (EMSs).

Feature Description

The LCD feature supports both prepaid and postpaid services for subscribers.

Cisco BTS 10200 Softswitch Network and Subscriber Feature Descriptions, Release 6.0.4
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- Fixed-prepaid (debit) serviceisan outgoing call management feature that all ows a subscriber to pay
for call chargesin advance. Each time the subscriber makes a call, the charges for the call are
deducted from the balance of the advance payment. If the subscriber uses up all of the advance
payment, the BTS 10200 blocks all further calls from this subscriber (until more money is added to
the account).

» Postpaid-with-limit (credit) service is an outgoing call management feature that limits the calls
originated from the subscriber so that total outstanding balance of chargesfor all the calls originated
from the subscriber isless than a predefined limit. If the subscriber reaches the predefined limit, the
BTS 10200 blocks all further calls from this subscriber (until money is paid on the account or the
limit is increased).

When a subscriber with the LCD feature originates acall, the BTS 10200 contacts a designated prepaid
AAA server viaaRADIUS interface, and requests authorization to provide service for the subscriber. If
the subscriber is allowed to make the call, the AAA server sends a success response to the BTS 10200.
The response includes the call duration quota and the billing model of the subscriber (credit or debit).
The BTS 10200 uses normal routing mechanisms to route the call. If the call continues beyond the
allocated quota, the BTS 10200 triesto reauthorize the call with the AAA server. The call continues until
it is either released by the calling or called party, or an attempt to reauthorize fails. If a reauthorization
attempt fails, the BTS 10200 attempts to send a warning tone to the calling subscriber just before it is
forcibly released.

If the AAA server rejects the authorization or authentication of the call, the system takes appropriate
action depending on the value of the return code received from AAA server. If the system cannot
authorize/authenticate a call due to afailure of communication with the AAA server, the call isreleased
with an announcement.

The system applies LCD screening (authorization/authentication) to all nonemergency calls originated
by a subscriber with the LCD feature assigned, unless the service provider has specifically provisioned
the type of call to be excluded from screening.

The system never applies LCD screening to emergency calls (calls to numbers that are set to
call-type=EMG in the Destination table) even if the LCD feature is assigned to the subscriber. LCD
subscribers will be allowed to make calls to emergency numbers regardless of the balance in their
account.

Provisionable Parameters

A new provisionable subscriber feature, Limited Call Duration (LCD), isadded in thisrelease to support
prepaid features. It generates atrigger, LCD_TRIGGER, at the COLLECTED_INFORMATION
trigger-detection point.

Feature Interactions

Note

Calls to emergency numbers will not be authenticated even if the LCD feature is assigned to the
subscriber. Therefore, LCD subscribers will be able to make emergency calls regardless of the balance
in their account. From the implementation perspective, the system will not generate an LCD trigger if
the call-type is emergency (EMG).

If you are using separate directory numbers (DNs) for ambulance, fire, and police service (typically
applies to networks outside the United States), Cisco strongly recommends that you provision these as
call-type=EMG and call-subtype=<AMBULANCE or FIRE or POLICE> in the Destination table. This
isthe only way to be surethat callsto these DNswill be given the priority treatment of the EM G call-type
for all features.
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Prerequisites

All nonemergency calls, including toll-free calls, originated by a subscriber with the LCD feature will
undergo authorization/authentication unless explicitly provisioned not to do so in the Trigger Nature of
Dial Escape List (trigger-nod-escape-list) table.

LCD will have a higher precedence than Local Number Portability (LNP).

All types of forwarded calls (CFU, CFNA, CFB, and CFC) from the LCD subscriber will undergo the
authorization/authentication and will be subject to the maximum available quota. However, the system
does not perform authentication for calls redirected from the subscriber to the voice-mail application
server.

If the subscriber has an Outgoing Call Barring (OCB) feature and LCD feature, the
authorization/authentication will be done only if the call is not blocked; that is, OCB takes precedence
over LCD.

Class of Service restriction will take precedence over the LCD feature.

Hotline/Warmline/HOTYV features will undergo the authorization/authentication and will be subject to
the maximum available quota.

Speed Call/Abbreviated Dial calls originated by the subscriber with the LCD feature will undergo the
authorization/authentication and will be subject to the maximum available quota.

Each leg of the call originated by the LCD subscriber in a TWC and TWC Deluxe will undergo the
authorization/authentication and will be subject to the maximum available quota.

Each leg of the call originated by the LCD subscriber during call transfer will undergo the
authorization/authentication and will be subject to the maximum available quota.

The Call Waiting feature will be supported for the LCD subscriber. This includes scenarios where both
the calls are terminating calls to the LCD subscriber and a scenario where only one of the callsisthe
terminating call to the LCD subscriber.

Authorization/authentication will not be done for Vertical Service Code (VSC) features, except when a
courtesy call isrequired for certain VSC features, such as Call Forwarding Unconditional Activation
(CFUA) and Call Forwarding Variable for Basic Business Group Activation (CFVABBG).

Authorization/authentication will not be done for Centrex subscriber originating calls; that is, the LCD
feature is not supported for Centrex subscribers.

The system does not perform authorization/authentication for calls sent to the interactive voice response
(IVR) server.

The system does not perform authentication for calls sent from the privacy screening (PS) application
server to the subscriber.

The implementation of the LCD feature in the BTS 10200 is based on the standards listed below. To
interwork with the BTS 10200, the external AAA server must support these same interface requirements.

» All the standard attributes used in this implementation conform to the Internet Engineering Task
Force (IETF) documents RFC 2865, 2866, and 2869. (The system is capabl e of accepting additional
RADIUS attributes that conform to these RFC documents, but does not process these attributes.)

« All of the vendor-specific attributes (V SAs) used in thisimplementation conform to the definitions
in the RADIUS VSA Voice Implementation Guide at the following URL:

http://www.cisco.com/en/U S/docs/ios/voice/vsa/devel oper/guide/vsaig3.html
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If you need a complete compliance matrix, contact your Cisco account team for details.

Restrictions and Limitations

Note

If areauthorization attempt fails, the BTS 10200 attempts to send a warning tone to the calling
subscriber just before it is forcibly released. However, the system may not be able to send the warning
tone if the subscriber is using a SIP phone.

The LCD feature is not supported for H.323 subscribers in this release.

The LCD functionality of the BTS 10200 has been tested with the MIND C.T.I. iPhonEX asthe AAA
RADIUS server.

Feature Provisioning Commands

pe

Tip

Provisioning commands are available in the Cisco BTS 10200 Softswitch Provisioning Guide.

To provision this feature, see the LCD provisioning procedure in the Cisco BTS 10200 Softswitch
Provisioning Guide.

Message Waiting Indicator (MWI)—Audible and Visual

Note

The BTS 10200 supports both audible message waiting indicator (MWI), also called stutter dial tone
(SDT), and visual message waiting indicator (VMWI1). These indicators are associated with voice mail
service. When acall isforwarded to avoice mail system, and the caller leaves a message or retrieves all
pending messages, the voice mail server sends amessage to the Cisco BTS 10200 Softswitch with voice
mail status information. In response to this, the Cisco BTS 10200 Softswitch notifies the voice mail
status (on/off) to the called party (subscriber) by sending the appropriate signaling message to the
MGCP/NCS residential gateway.

- If the MWI feature is enabled for the subscribe (as configured in the SDT-MWI field in the
SUBSCRIBER table), a SDT is delivered when the phone goes off hook and the subscriber has
unretrieved voice mails.

- If the VMWI featureis enabled for the subscriber (as configured in the VMWI field in the
SUBSCRIBER table), and the subscriber has unretrieved voice mails, the telephone indicator light
turns on. After the subscriber retrieves all voice mails, the indicator light turns off.

For the MWI feature to be enabled for the subscriber and deliver the SDT when the phone goes off hook,
MWI must be enabled at the MGW profilelevel (MGCP-MWI-SUPPfield inthe MGW-PROFILE table)
and SDT must be enabled at the subscriber level (SDT-MWI field in the SUBSCRIBER table).

Similarly, for VMWI to be enabled for the subscriber and turn the indicator light on, the VMWI feature
must be enabled at the MGW profilelevel (MGCP-VMWI-SUPPfield inthe MGW-PROFILE table) and
the subscriber level (VMWI field in the SUBSCRIBER table).

The signaling details are as follows:
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- For MWI, the BTS 10200 sends the RQNT message to the MGW containing S:L/mwi when the
subscriber goes off hook and a message is waiting for the subscriber.

« For VMWI, the BTS 10200 sends the RQNT message to the MGW containing S:L/vmwi(+) when a
message is left for the subscriber. This message is sent regardless of whether the phone is off hook
or on hook.

- After the subscriber retrieves all voice mail messages, the BTS 10200 sends the RQNT message to
MGW with S:L/ivmwi(-).

The service provider can display and reset a subscriber's MWI status through the use of CLI commands.
Thestatussubscriber command displaysthe current MWI status, and the contr ol subscriber command
can be used to turn the MW1 status on or off.

Tip For information on provisionable options for customer access to voice mail, see the “Voice Mail (VM)
and Voice Mail Always (VMA)” section on page 3-161.

Multiple Directory Numbers (MDN)

Multiple directory numbers (MDN) serviceis also known asteen service. It enablesone primary DN and
multiple secondary DNs to be assigned to a single line termination.

In the dn2subscriber table, you can assign the following features to each DN:

- A uniqueringing pattern—This allows the end user to recognize the intended party for each
incoming call.

« A unique CW tone—This allows the end user (who isin an active call) to recognize the intended
party for the second incoming call.

Billing for this service is charged to the primary telephone number (or to the number designated as the
billing DN). If DRCW is activated, MDN isinhibited. For calls originating from a MDN line, the
primary DN is used as caller-1D, if an ID is offered to the called party.

Note  The MDN featureis available to POTS users only.

Tip To provision this feature, see the MDN provisioning procedure in the Cisco BTS 10200 Softswitch
Provisioning Guide.

No Solicitation Announcement (NSA)

The NSA feature all ows subscribers to play a message telling callers that they do not accept solicitation
(telemarketing) calls. The feature does not forcibly release the call, but the expectation is that any
solicitation caller will hang up. The subscriber can manage anumber of NSA parameters viathe handset,
including activation/deactivation of the feature, time-of-day activation options, alist of directory
numbers (DNs) for which the announcement will be bypassed, and a private identification number (PIN)
for access to management options.

During the setup process for the incoming call, if the NSA feature has been assigned by the service
provider and the called party (subscriber) has the feature activated, the NSA announcement is played to
the caller. (However, the announcement is bypassed if the subscriber has included the DN of the

Cisco BTS 10200 Softswitch Network and Subscriber Feature Descriptions, Release 6.0.4
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incoming caller on their NSA bypass list.) The announcement also notifies the caller to press a specific
key on the handset (default is 1) to bypass the announcement and connect to the subscriber. If the caller
waits until the announcement completes, the call is connected to the subscriber.

The NSA feature requires support from an interactive voice response (IVR) server in the network, and
from the BTS 10200 screening list editing (SLE) feature. The BTS 10200 establishes a Real-Time
Transport Protocol (RTP) connection between the incoming media gateway (MGW) or integrated access
device (IAD) and the IVR server.

For more details about the IVR interactions for this feature, see Chapter 6, “Interactive V oice Response
Functions.”

The following standards are available;
» PacketCable document PKT-SP-ASP-102-010620, PacketCable Audio Server Protocol
Specification

» PacketCable document PKT-TR-VOI PERF-R01-000831, Extended Residential Feature
Descriptions for PacketCable-Based VOIP Services, Section 2.1.9 (No Solicitation Announcement)

» Telcordia document GR-220-CORE, Screening List Editing

NSA Activation, Management, and Control

~

Note

The service provider assignsthe NSA feature to subscribers. Thefeatureisin the deactivated mode when
assigned, unless activated by the service provider or subscriber.

The system allows the service provider to provision these features for the subscriber, but typically these
features are provisioned from the subscriber handset via a connection to an IVR server.

The feature supports the following management and control procedures for the subscriber:
» Establish a pass code (required to access the management menu):

The subscriber must enter a PIN for authentication purposes when accessing the IVR system to
change the NSA settings. The subscriber is allowed to choose the PIN when the service provider
initially assigns the feature. After that, the subscriber cannot change the PIN unless the service
provider resetsit. The service provider can enable (or disable) the PIN authentication step by setting
the AUTH-ENABLED tokento Y (or N) in the Feature Configuration (feature-config) table. The
default valueisY.

- Create and edit alist of directory numbers (DNs) for bypassing the NSA announcement:

The subscriber can provision alist of calling DNsthat are allowed to bypass the NSA announcement
and go directly to the subscriber line. The list can contain full DNs, partial DNs, and extension
numbers (if the subscriber isin a Centrex group). By default, the system allows subscribers to
program up to 31 DNsin the NSA bypasslist. The service provider can reset the limit of DNsto any
number from 2 to 31 by tuning the value of the SLE-LIST-SIZE token in the Call Agent
Configuration (ca-config) table.
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NSA Invocation

Tip

For each DN entry, the system accepts up to 16 digits (and ignores any additional digits entered by
the handset user). The system checks that the digit string represents a valid calling number before
storing it in the database. If the digit string does not represent a valid calling number, the system
plays adenial announcement to the handset user. The DN-TY PE parameter in the SLE table affects
the system behavior as follows:

— When DN-TYPE=FDN, the system normalizes the number before storing it in the database.
Normalization means that the system performs the digit manipulation provisioned in the Digit
Manipulation (digman) table. For example, if a user enters 19725551212, the digman table
might normalize to 9725551212.

— The system allows DN-TYPE=EXTENSION only if the subscriber line is a Centrex line. The
system checks that the digit string entered by the handset user is avalid extension for the local
Centrex group.

— When DN-TYPE=PARTIAL, the system accepts any digit string up to 16 digits.

To activate the NSA service, the subscriber must enter at least one DN on the NSA bypass list.
Thisis consistent with the requirements of GR-220. If the subscriber would like to play the NSA
announcement to every caller, the subscriber must enter one DN, which should be a number that
is generally not used (for example, 555-555-5555).

Specify the schedule (time slots) when NSA service will be active:

This setting allows the subscriber or the service provider to set the time slots when the NSA service
will be active. The provisioning by the service provider can be at the office level or the subscriber
level. The values provisioned by or for the subscriber take precedence over the values provisioned
at the office level. The subscriber may provision the time slots (days of the week and time of day)
when the service will be active. At all times other than the provisioned time slots, the serviceis
deactivated. During NSA nonservice hours, the following apply:

— Thereis no announcement, and calls go directly to the subscriber line.
— The NSA bypass list and other settings for the subscriber are preserved.

The service provider can enable or disable the handset-based schedule management via optionsin
the feature-config table.

Toggle a parameter to turn NSA on or off.

For information on the feature-config and ca-config tables, seethe Cisco BTS 10200 Softswitch CLI
Database. To see the settings on your system, use the show feature-config fname=NSA and show
ca-config type=SL E-LIST-SIZE commands.

NSA invocation refers to the implementation of the NSA feature by the system during call setup. The
NSA feature works in conjunction with the network VR server to prompt the caller and control the
invocation process.

For callers calling an NSA subscriber during the time period configured as active by the subscriber, and
not on the subscriber’s NSA bypass list, the NSA feature plays an announcement similar to “Y ou have
reached a number that does not accept phone solicitations. If you are a solicitor, please add this number
to your do-not-call list and hang up now. Otherwise, please press 1, or stay on theline.” The caller may
then take any of the following actions:
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Stay on the line, or press 1—In this case, the subscriber is rung and the call is connected to the
subscriber.

Hang up—In this case, the system does not ring the subscriber.

Press a digit other than 1—In this case, the NSA announcement is replayed to the caller. When the
number of replay attempts exceeds aprovisioned threshold, the subscriber will be rung and the caller
will be connected to the subscriber.

Feature interactions are as follows:

NSA and Anonymous Call Rejection (ACR):

If the subscriber gets an anonymous call and has both NSA and ACR features active, the incoming
call isgiven the ACR feature. ACR has a higher priority than NSA even for anonymous callers who
are on the NSA priority caller list.

NSA and Privacy Screening (PS):

If the subscriber receives an anonymous call and has both PS and NSA features active, the
subscriber is given the PS feature. For nonanonymous callers, the subscriber is given the NSA
feature.

NSA and Selective Call Rejection (SCR):

If asubscriber receivesacall from acaller whose DN isin the SCR list for the subscriber, the caller
hears the SCR announcement and is blocked by SCR. If the subscriber is not on the SCR list, the
subscriber is given the NSA announcement.

NSA and Call Forwarding Unconditional (CFU):

If the subscriber has CFU and NSA active, an incoming call is given the NSA feature. If the caller
chooses to continue with the call and if the subscriber has CFU active, the call will be forwarded by
CFU.

NSA and VM:

If the subscriber has VM and NSA active, an incoming call will be given the NSA feature. If the
caller chooses to continue with the call and if the subscriber has VM active, the call will be
forwarded by VM.

NSA and Call Forwarding Busy (CFB):

If the subscriber has both NSA and CFB active, the caller will first hear the NSA announcement. If
the caller chooses to continue with the call and if the subscriber isbusy and has CFB active, the call
will be forwarded by CFB.

NSA and Call Forwarding No Answer (CFNA):

If the subscriber has both NSA and CFNA active, the caller will first hear the NSA announcement.
If the caller chooses to continue with the call and if the subscriber does not answer and has CFNA
active, the call will be forwarded by CFNA.

NSA and Do Not Disturb (DND):
If the subscriber has both NSA and DND assigned and active, the caller will be rejected by DND.

NSA and Selective Call Acceptance (SCA):
If the subscriber receives an anonymous call from a caller whose DN is not in the SCA list for the
subscriber, the call will be blocked by SCA.

NSA and Selective Call Forwarding (SCF):
If the subscriber receives acall from acaller whose DN isin the SCF list for the subscriber, the call
will be forwarded by SCF.

[ oL-25010-02
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NSA and Distinctive Ringing/Call Waiting (DRCW):
If the subscriber receives acall from a caller whose DN isin the DRCW list for the subscriber, the
call will be completed by DRCW.

NSA and Busy Line Verification (BLV):
If the subscriber has both NSA and BLV assigned and active, when BLV isinvoked, NSA is
inhibited.

Several of the items below use the term hookflash. In this document, hookflash means to press
the Flash button (on phones that have a Flash button) or depress the hookswitch. Thisisthe
action that a subscriber typically performsto invoke a multiparty feature in the middle of acall.

NSA_ACT and Call Waiting (CW):

NSA Activation (NSA_ACT) does not interact with CW. The subscriber can be subscribed to both
features, but may not use them simultaneously. When a subscriber is accessing NSA_ACT, CW
tones are inhibited, and if the subscriber hookflashes, this ends the NSA_ACT session.

NSA and Call Waiting (CW):
If the subscriber is busy and does not have the CW feature, the caller will hear the NSA
announcement before hearing the busy tone.

NSA_ACT and Hookflash:

Hookflash duringaNSA_ACT session will cause the NSA activation session to end. The hookflash
moves the caller back to the original call and reconnects to the held party. If the customer is
subscribed to one of the multiple-party features (for example, TWC, CT, or CHD), the call issimply
reconnected.

NSA and Hookflash:

If Subscriber A ison acall, then hookflashes and calls an NSA Subscriber B, receives the NSA
announcement from Subscriber B, then Subscriber A hookflashes again during the NSA
announcement, the following behaviors apply:

— If Subscriber A and Subscriber B are on the same BTS 10200, the system ignores the second
hookflash by Subscriber A, and the NSA treatment continues.

— |If Subscriber A ison aBTS 10200 and Subscriber B is on different switch, the system honors
the second hookflash by Subscriber A.

N
Note If Subscriber B is on adifferent switch, the BTS 10200 honors the second hookflash
because it assumes the call has been answered by Subscriber B.

See Chapter 5, “Feature Interactions,” for a complete list of feature interactions.

Thisfeaturerequires connection to anetwork mediaserver with VR capabilities. The media server must
support the Media Gateway Control Protocol (MGCP) basic audio (BAU) package. A voice path must
be set up between the subscriber (who is using the handset) and the IVR server to allow the subscriber
to activate and manage the NSA feature.

The process of creating and editing the NSA bypasslist onthe IVR server requiresthat the screening list
editing (SLE) feature be provisioned on the BTS 10200. The SLE provisioning information is included
in this document.
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N

Note  TheSLE feature used with NSA isprovisioned separately from the SLE feature used withthe BTS 10200
SCA, SCF, SCR, and DRCW features. However, to the subscriber, the IVR handset operations are very
similar.

Feature Provisioning Commands

Provisioning commands are available in the Cisco BTS 10200 Softswitch Provisioning Guide.

pe

Tip To provision this feature, see the NSA provisioning procedure in the Cisco BTS 10200 Softswitch
Provisioning Guide.

Own Calling Number Announcement (OCNA)

The OCNA feature enables the BTS 10200 to play an announcement with the calling number when a
specific pilot number isdialed. The announcement is simply the dialed digits of the calling number, and
the announcement is played if the calling party is a subscriber. Calls originating outside the system are
released with cause code CA_CCITT_NE_CAUSE_UNALLOCATED_NUM.

For Multiline Hunt Group (MLHG) and Centrex subscribers (INDIVIDUAL, MLHG_INDIVIDUAL,
and CTXG_INDIVIDUAL), the announcement heard is the number from the directory number (DN)1
field of the Subscriber table. For all other types of subscribers, the announcement played is the calling
number, if available.

The applicable cause code is 1306, OWN_CALLING_NUM. The Cisco Announcement Server ID is
903, and the ThinkEngine Networks Announcement Server ID is 92.

The handset user can activate the feature through a vertical service code (VSC). Alternatively, the
service provider can activate the OCNA feature by provisioning a dial plan and destination.

The following limitations apply:

« The OCNA isonly playedif the calling party is a subscriber. Non-subscriber calls are released with
cause code CA_CCITT_NE_CAUSE_UNALLOCATED_NUM.

- The OCNA feature is used during line installation/turn-up. The feature invocation occurs when a
DN isnot already involved in a call and will not be provided if attempted after a hookflash from a
DN already involved in acall.

ﬁ To provision this feature, see the OCNA provisioning procedure in the Cisco BTS 10200 Softswitch
Provisioning Guide.

Privacy Screening (Calling Identity with Enhanced Screening)

The Privacy Screening feature enables a subscriber to accept or reject an anonymous call based on a
short message recorded by the caller. This feature allows the caller to:

» Record a short message—ATfter listening to the message, the subscriber can accept or reject the
incoming call or forward it to voice mail.

Cisco BTS 10200 Softswitch Network and Subscriber Feature Descriptions, Release 6.0.4
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Tip

- Enter aprivate identification number (PIN)—Entering the correct PIN rings the subscriber, and the
call becomes aregular call.

Privacy Screening works in conjunction with a ThinkEngine Networks Privacy Screening Application
Server (AS) and Media Server (MS) capable of interactive voice response (1VR functionality), as shown
in Figure 3-14.

Figure 3-14 Example of Privacy Screening Configuration
Cisco BTS 10200 ; ;
— ThinkEngine
@I Networks
7777777777 |
Application
Server

Subscriber Subscriber

For more details about the IVR interactions for this feature, see Chapter 6, “Interactive V oice Response
Functions.”

Privacy Screening Description

The Privacy Screening feature is composed of the following two subfeatures:;
- Privacy Screening Invocation
» Privacy Screening Subscriber Management

Privacy Screening Invocation

Note

The Privacy Screening feature is implemented when the BTS 10200 reroutes an incoming anonymous
call to the Application Server (AS) viaa SIP trunk. The Cisco BTS 10200 Softswitch handles call
processing for the call to the AS and for the call from the AS to the subscriber. The AS accepts the
incoming call and performs the remaining functions, for example, connecting to the Media Server (MS),
collecting the PIN, and recording the message.

The AS determines the active/inactive status of the Privacy Screening feature. All anonymous callsto a
Privacy Screening subscriber will terminate on the AS even when the feature is inactive for the
subscriber. If the Privacy Screening feature isinactive, the AS forwards the call to the subscriber.

If the ASis not reachable, incoming anonymous calls for the subscriber will be terminated on the
subscriber.
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The Privacy Screening feature is invoked using the following steps:

1.

7.

Caller A places an anonymous call to Subscriber B. Subscriber B has activated the Privacy
Screening feature.

Thecall isintercepted by the Privacy Screening feature, which plays an announcement asking Caller
A to either enter a PIN or wait to record a short message to be delivered to Subscriber B.

If Caller A entersthe correct PIN, the call isforwarded to Subscriber B and becomes a regular call
from this point forward. If Caller A enters an incorrect PIN, they are prompted to reenter the PIN
for a maximum number of times.

If Caller A waits, they hear an announcement asking then to record a short message, usually their
name.

Caller A records the message and is placed on hold.

A call is placed to Subscriber B to play the recorded message. Subscriber B has the following
choices:

— Review the caller name

— Accept the call

— Forward the call to voice mail, if the user subscribes to the voice mail feature
— Play the not available announcement

— Play the no solicitation announcement

— Replay this menu

The call is connected or disconnected according to the choice made by Subscriber B.

Privacy Screening Subscriber Management

The BTS 10200 determines if the subscriber is subscribed to the Privacy Screening feature and, if so,
reroutes the call to the AS. The AS accepts the incoming call from the subscriber and performs
management functions, including collecting the PIN, changing the PIN, and changing the active/inactive
status.

Synchronization of Privacy Screening Status

The BTS 10200 processes Privacy Screening feature status updates, regardless of whether the featureis
active or inactive due to star code or Digital Voice Portal processing on the AS.

If Privacy Screening is deactivated, the BTS 10200 does not relay the call to the Privacy Screening AS,
and it invokes other features in the feature sequence.

If the Privacy Screening feature status is activated, the BTS 10200 relays the call to the ThinkEngine
Networks AS for Privacy Screening handling.

Feature Interactions

This section describes the interaction of other subscriber features with the Privacy Screening feature.

[ oL-25010-02
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Privacy Screening and ACR

If a subscriber has the Privacy Screening feature, calls will not receive the Anonymous Call Rejection
(ACR) treatment, even if Privacy Screening isinactive. Privacy Screening and ACR are mutually
exclusive features.

Privacy Screening and NSA

If a subscriber has both the Privacy Screening and No Solicitation Announcement (NSA) features
assigned and active and receives an anonymous call, the Privacy Screening feature will be activated. If
they receive a nonanonymous call, the NSA feature will be activated.

Privacy Screening and Caller-1D

On acall received by the subscriber from the AS, “PRIVACY SCREENING” or the AS directory
number (DN) will be displayed.

Privacy Screening and Distinctive Ringing

A distinctive ringing tone is played for calls received by the subscriber.

Privacy Screening and CW/CIDCW/CWD

If asubscriber isonacall and receivesacall placed by the Privacy Screening A S, the subscriber receives
adistinctive call waiting tone. If the subscriber hasthe CIDCW feature active, the caller 1D will display
“PRIVACY SCREENING” or the AS DN.

Privacy Screening and Voice Mail
» |f asubscriber has Voice Mail Always (VMA) active, Privacy Screening calls will be forwarded to
voice mail.

 |If the subscriber isbusy on another call or does not answer and has VM active, a Privacy Screening
call will be forwarded to voice mail.

Privacy Screening and CFU/CFB/CFNA

» If asubscriber has Call Forwarding Unconditional (CFU) active, an incoming anonymous call will
receive Privacy Screening and, if the caller records his or her name or enters a correct PIN, CFU
forwards the call to the forward-to DN.

- If theforwarded-to number is busy and the subscriber has Call Forwarding Busy (CFB) active, CFB
forwards the call to the forward-to DN.

 If the subscriber has Call Forwarding No Answer (CFNA) active and does not answer, CFNA
forwards the call to the forward-to DN.

Privacy Screening and DND

If a subscriber has both Privacy Screening and Do Not Disturb (DND) assigned and activated, an
incoming anonymous call is assigned to the DND feature.
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Privacy Screening and SCR

If a subscriber receives an anonymous call from a caller whose DN isin the subscriber’s Selective Call
Rejection (SCR) list, SCR blocksthe call. If the caller’s DN is not in the SCR list and the subscriber has
Privacy Screening activated, the call receives Privacy Screening.

Privacy Screening and SCA

If a subscriber receives an anonymous call from a caller whose DN is not in the Selective Call
Acceptance (SCA) list, SCA blocksthe call. If the caller’s DN isin the SCA list and the subscriber has
Privacy Screening active, the call receives Privacy Screening.

Feature Precedence
If a subscriber has Privacy Screening and DND features active, the following precedence chain will be
implemented:
SCR>SCA>SCF>DRCW=>Privacy Screening>ACR>CFU>DND>NSA

Feature Provisioning Commands

Jo

Tip To provision this feature, see the Privacy Screening provisioning procedure in the
Cisco BTS 10200 Softswitch Provisioning Guide.

Seasonal Suspend

The seasonal suspend feature allows subscribers to suspend their telephone service (instead of
disconnecting it) whilethey are away for the off-season. This feature affects both inbound and outbound
calls on the subscriber line.

Note Inthis document, inbound calls means calls that are intended to be terminated on the seasonal suspend
subscriber line. Outbound calls means calls that are originated by a user on the seasonal suspend line.

For information on provisioning the Seasonal Suspend feature, see the Cisco BTS 10200 Softswitch
Provisioning Guide, Release 6.0

Allowed and Disabled Features for Outbound Calls

During the suspension period, outbound calls are treated as follows. The exact treatment depends on
several provisioned values as described in this document.

- Allowed features—Emergency (911), toll-free customer service numbers such as repair (611), and
voice mail. The subscriber can retrieve messages and access voice-mail functions by dialing the
voice-mail pilot number.

- Disabled features—All domestic and international inbound and outbound calling, operator services,

directory assistance, caller ID blocking, vertical service codes (V SCs), midcall and hookflash-based
features, and all calling features other than the allowed features listed above.

Cisco BTS 10200 Softswitch Network and Subscriber Feature Descriptions, Release 6.0.4
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Treatment of Outbound Calls
Y ou can provision the system (through the feature-configuration table) to provide special handling for
outbound callsthat are blocked by seasonal suspend. Y ou can provide either of the following treatments:

- Route outbound calls to a standard announcement indicating that seasonal suspend is active on the
subscriber line. Thisis the default behavior.

» Route outbound calls to a customer support line. (Y ou provision the support line directory number
[DN] in the feature-configuration table.)

Treatment of Inbound Calls
The system provides special handling for inbound calls that are rejected due to seasonal suspend status.
Y ou can provide either of the following treatments:
- Play ageneric seasonal suspend announcement. Thisis the default behavior.

» Play aseasonal suspend announcement that includes a DN at which the subscriber can be reached.
This DN is provisionable in the subscriber-feature-data table.

If the Voice Mail Always feature (VMA) is provisioned and active on the subscriber line prior to the
time you set the subscriber status to seasonal suspend, VMA continues to function during the seasonal
suspend period, and takes precedence over any seasonal suspend features for inbound calls.

Deactivation of Seasonal Suspend

At therequest of the subscriber, you can deactivate the seasonal suspend feature by setting status=active
(or any status other than seasonal-suspend).

~

Note  You can set the subscriber status to active, or to any other valid status other than seasonal-suspend, by
provisioning the status parameter in the Subscriber table.

Feature Interactions

This section describes interactions of this feature with other telephony features.

« VMA for inbound calls to the subscriber line—By design, VMA (if provisioned, activated, and
available) takes precedence over any inbound call routing for seasonal suspend. In this case, the
system provides VMA to all inbound calls, and not seasonal suspend.

» Other calling features—If you assign seasonal suspend status to a subscriber, the system does not
provide any other featuresfor this subscriber except the oneslisted below. Y ou must provision these
options through a special Class of Service (COS) restriction for seasonal suspend. When you set the
subscriber status to seasonal-suspend, the system automatically uses this system-wide seasonal
suspend COS restriction, and not the COS restriction that is assigned individually to the subscriber.
Y ou can allow the following types of calls for subscribers in seasonal suspend status:

— Cadlswith call type EMG (emergency calls).

— Cadllsallowed in the seasonal suspend cos-restrict table, which can include repair, a customer
service number, and a voice-mail pilot number if provisioned.

— Calls provisioned with the trigger-nod-escape-list command.
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The subscriber line can be used to make calls to alimited number of DNs, such as emergency services,
customer service or repair service, voice-mail pilot number, or to other DNs allowed in the
national-wb-list. During such acall, if an Operator attempts to perform Busy Line Verification (BLV),
the Operator receives the same treatment as provisioned for any other incoming call to this subscriber,
that is, forwarding to VMA or forwarding to a seasonal suspend announcement.

- Billing treatment—The system generates the following billing cause codes for this feature:

— Outbound calls that are blocked due to seasonal suspend result in billing cause code
SERVICE_DENIED. Outbound calls that are redirected to the customer service number result
in normal billing record events.

— Inbound callsthat are blocked or redirected due to seasonal suspend result in billing cause code
CALL_REJECTED.

This section lists requirements that must be met before the feature can work.

The appropriate announcements must be provisioned and available on the system, including
announcements for generic seasonal suspend and DN referral. See release cause codes 1272 through
1275 and the associated announcements in the “ Cause Code to Announcement |D Mappings” section of
the Cisco BTS 10200 Softswitch Provisioning Guide. Routing to the announcement server must be
working properly.

For features requiring an audible DN readout, such as seasonal suspend, the BTS 10200 has been tested
for interoperability with the ThinkEngine Networks announcement server, Models 500X and 4000X.

VMA Treatment of Inbound Calls

A

This prerequisite applies if you are provisioning a customer with VMA treatment (instead of seasonal
suspend treatment) for inbound calls.

The subscriber must have VMA activated and provisioned through the interactive voice response (IVR)
provisioning system before you set the subscriber status to seasonal-suspend. If VMA is assigned and

active, inbound callsto this subscriber are given VMA treatment instead of seasonal suspend treatment.
However, outbound calls will receive seasonal suspend treatment if status=seasonal-suspend.

Caution

Limitations

VMA, if assigned and active, takes precedence over the seasonal suspend feature. In this case, incoming
calls do not receive seasonal suspend treatment. The incoming calls go directly to voice mail, and not to
a seasonal suspend message, even if a seasonal suspend message is provisioned. Therefore, if the end
user wishes to have seasonal suspend treatment for inbound calls. make sure that VMA is deactivated
before setting status=seasonal -suspend.

Thissection listslimitations. These are conditions for which the seasonal suspend featureisnot designed
to work, or work in alimited manner.

- Thisfeatureis not available to Centrex or multiline hunt group (MLHG) subscribers.
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» TheBTS 10200 does not support start and end timing for this feature.

VMA Option

VMA, if provisioned and active, takes precedence over the seasonal suspend feature for treatment of
inbound calls. The customer can call the VMA access DN (voice-mail pilot number) from any phoneto
use the voice-mail system. However, the following restrictions apply to calls placed from the seasonal
subscriber line to the voice-mail pilot number:

» The only method by which the customer can reach the voice-mail pilot number from the seasonal
suspend phone is by calling the pilot number directly. The customer cannot use a vertical service
code (VSC) for this purpose, because V SCs do not work on a seasonal suspend line.

- If you want the customer to be able to dial the voice-mail pilot number, you must provision thispilot
DN for white list treatment in the national-wb-list table, and link this DN to the seasonal suspend
cos-restrict table. See the applicable steps in the “ Office Provisioning” section.

DN Readout by Announcement Server

Cisco hastested the ability of certain announcement serversto interwork with the BTS 10200 to provide
DN-readout announcements. See the “Component Interoperability” section of the Release Notes for
capable announcement servers. Other announcement servers might also work, but might not have been
tested for interoperability by Cisco.

Provisioning Procedure

To provision this feature see the “ Seasonal Suspend” section in the Cisco BTS 10200 Softswitch
Provisioning Guide.

Speed Call

The speed call feature is based on LSSGR module FSD 01-02-1101 (TR-TSY-000570), Speed Calling.

Speed Call for Individual Subscribers

The speed call feature allows a user to program the phone line so that they can dial selected or frequently
called numbers using just one or two digits. After programming the line from their handset, the user can
enter the one- or two-digit number, followed by the # symbol or afour-second delay, and the system
automatically dialsthe applicable DN. The programming datais stored in the SC1D (one-digit) or SC2D
(two-digit) table of the BTS 10200. These tables can also be programmed by the service provider
through CL1 commands.

Handset Provisioning for MGCP and NCS Based Subscribers
To program the line, the user listens for adial tone, then enters the VSC for one-digit or two-digit speed
dial. (VSCs are provisionable by the service provider. The VSCs listed below are examples):
» *74isused for one-digit speed call, which accommodates up to 8 numbers (2 through 9)
« *75isused for two-digit speed call, which accommodates up to 30 numbers (20 through 49)

After entering the service code, the user can either enter the end-of-dialing signal (#) or wait 4 seconds
to receive the recall dial tone (stutter tone). After receiving recall dial tone, the user enters the
appropriate one-digit or two-digit speed code followed by the complete phone number (including any
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prefixes such as 1 and the area code). A confirmation tone is then returned to the user, followed by a
delay of one to 2 seconds, and then regular dial tone. Changes to existing programmed speed codes are
also made in the manner described above.

Note  Note that speed call activation is not successful for an originating subscriber if any CoS restriction (as
described in the “ Class of Service Restrictions” section on page 4-1) is applied to the subscriber.
For example, if subscriber A has CoS for international blocking, then speed call activation to an
international number will not be successful.
BTS 10200 does not allow any subscriber, having CoS restriction, to program speed dial for the blocked
call type.

Provisioning for SIP Subscribers

For SIP endpoints, handset provisioning is not supported. Therefore the service provider should perform
this provisioning through CLI commands (add sc1d and add sc2d).

Invoking Speed Call

After the speed code is programmed, the user can speed call as follows:

1. Go off hook and enter the one- or two-digit speed code instead of the phone number.

2. Pressthe # symbol or wait for 4 seconds.

3. The system automatically places the call to the DN associated with the speed code.
Je

Tip To provision this feature, see the Speed Call provisioning procedure in the Cisco BTS 10200 Softswitch
Provisioning Guide.

Group Speed Call

The group speed call feature allows members of a Centrex group or multiline hunt group (MLHG) to
program alist so that they can select and dial frequently called numbers using one or two digits. The
group speed call provisioning processis similar to provisioning for individual subscribers, but also
involves provisioning of the custom dial plan table. A handset user is allowed both one- and two-digit
speed calling. In the case of shared lists for group speed calling, only one of the users sharing the list
can have the user-changeable option. The switch is able to provide a given line with both a shared list
and an individual list with the requirement that one must be a one-digit list and the other atwo-digit list.

If speed calling is assigned to amultiline hunt group, all members of that group have accessto the shared
group speed call list. If, however, alinein the group also hasindividual speed calling, then theindividual
speed calling takes precedence over the group speed calling.

Note  When both speed call and group speed call features are assigned to the main subscriber, both the features
are inherited by all members of the group (having GRP=Y in subscriber table). When a member
subscriber attempts to invoke speed call feature, the individual speed calling takes precedence over
group speed-calling. The group-speed-call feature is not invoked in such scenarios.
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Tip To provision this feature, see the Group Speed Call provisioning procedure in the Cisco BTS 10200
Softswitch Provisioning Guide.

Subscriber-Controlled Services and Screening List Editing (SLE)

Subscriber-controlled services allow individual users to screen and manage their incoming calls.

The user can specify lists of DNs for which incoming calls are to be screened and given any of the
following treatments—Selective Call Forwarding (SCF), Selective Call Acceptance (SCA), Selective
Call Rejection (SCR), and Distinctive Ringing/Call Waiting (DRCW). The subscriber can create
screening lists, add DNsto the lists, and edit the lists, through the screening list editing (SLE) function
as described in the Telcordia document GR-220-CORE, Screening List Editing.

Subscriber Access

The subscriber accesses the SLE functions, including activation/deactivation of the services, viaV SCs.
Each V SC connects the user to the appropriate interactive voice response (IVR) media server functions.
The VSCs are preprovisioned in the BTS 10200 as listed below.

For each feature, a pair of preprovisioned VSCsis listed. Either VSC in the pair can be used to access
the IVR server to perform all review, edit, activation, and deactivation functions. The service provider
has the option of reprovisioning VSCs as desired.

» Selective Call Forwarding (SCF)—*63/*83
« Selective Call Acceptance (SCA)—*64/*84
» Selective Call Rejection (SCR)—* 60/*80
« Distinctive Ringing/Call Waiting (DRCW)—*61/*81
The individual features are described in the sections that follow.
The system does not allow the subscriber to invoke a SLE function in the following situations:

 If the subscriber has already pressed the hookswitch or Flash button to invoke a midcall feature on
the call.

« For a Centrex subscriber, if the subscriber has already invoked call hold (CHD) on the call.

For more details about the IVR interactions for this feature, see Chapter 6, “Interactive V oice Response
Functions.”

To provision these features, see the Screening List Editing (SCF, SCA, SCR, DRCW) provisioning
procedures in the Cisco BTS 10200 Softswitch Provisioning Guide.

Selective Call Forwarding (SCF)

The selective call forwarding (SCF) feature screens each incoming call to determine whether the DN is
on alist of DNs, provisioned by the user (called party), to receive automatic forwarding treatment. The
user also sets the forward-to number. Any incoming calls from DNs that are on the SCF screening list
are forwarded to the designated number. Any incoming calls from DNs not on the SCF screening list
receive regular treatment (they are not forwarded).

The service provider can provision areminder ring for the SCF feature. For a description of reminder
ring, see the “CFU Activation (CFUA)” section on page 3-8.
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The user accesses and controls the SCF properties from their handset viaa VSC and IVR interaction.
The user can add or delete DNs on the screening list, change the forward-to number, review the
screening list, and activate or deactivate SCF. As a convenience, the system allows the user to add or
delete the last caller’ s number to the screening list by entering 01 at the prompt. The system recognizes
the “01” command and translates it into the last-received DN.

The following conditions apply to the use of the SCF feature:

- TWC and CW are disabled while the user is editing the list or activating/deactivating the
SCF feature.

- If SCFisactive, it takes precedence over all other call forwarding features including CW and
DRCW. It does not take precedence over SCR.

» Theforward-to number defined in SCF can be the same number used by other call forwarding
features, or it can be different.

» Once the SCF feature is activated, it remains active until it is deactivated.

Selective Call Acceptance (SCA)

The selective call acceptance (SCA) feature screens each incoming call to determine whether the DN is
on alist of DNs, provisioned by the user (called party), to be accepted. Any incoming calls from DNs

on the SCA screening list are accepted, but any incoming calls from DNs not on the SCA screening list
are blocked (receive terminating treatment).

The user accesses and controls the SCA properties from their handset viaa VSC and I VR interaction.
The user can add or delete DNs on the screening list, review the screening list, and activate or deactivate
SCA. As a convenience, the system allows the user to add or delete the last caller’s number to the
screening list by entering O1 at the prompt. The system recognizes the 01 command and translatesit into
the last-received DN.

The following conditions apply to the use of the SCA feature:

- TWC and CW are disabled while the user is editing the list or activating/deactivating the
SCA feature.

« Oncethe SCA feature is activated, it remains active until it is deactivated.

Selective Call Rejection (SCR)

The selective call rejection (SCR) feature screens each incoming call to determine whether the DN ison
alist of DNs, provisioned by the user (called party), to be blocked. The blocked caller is connected to
an announcement stating that their call is not presently being accepted by the called party. Any incoming
calls from DNs not on the SCR screening list receive regular treatment (they are not blocked).

The user accesses and controls the SCR properties from their handset viaa VSC and IVR interaction.
The user can add or delete DNs on the screening list, review the screening list, and activate or deactivate
SCR. As aconvenience, the system allows the user to add or delete the last caller’s number to the
screening list by entering 01 at the prompt. The system recognizes the 01 command and translatesit into
the last-received DN.

The following conditions apply to the use of the SCR feature:

e TWC and CW are disabled while the user is editing the list or activating/deactivating the
SCR feature.

- If SCRisactive, it takes precedence over all call forwarding features including CW and DRCW.
» Oncethe SCR feature is activated, it remains active until it is deactivated.
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Note

The call block/reject caller feature (see “ Call Block - Reject Caller (CBLK)” section on page 3-116)
provides another way for the user to selectively reject calls from the last caller.

Distinctive Ringing/Call Waiting (DRCW)

The distinctive ringing/call waiting (DRCW) feature screens each incoming call to determine whether
the DN ison alist of DNs, provisioned by the user (called party), to receive special ringing or CW
alerting treatment. If the incoming DN is on the DRCW screening list, the system alerts the user with a
special ring or aspecial CW tone. Any incoming calls from DNs not on the DRCW screening list receive
regular treatment (regular ringing and CW alerting tones).

The user accesses and controlsthe DRCW properties from their handset viaaV SC and IVR interaction.
The user can add or delete DNs on the screening list, review the screening list, and activate or deactivate
DRCW. As a convenience, the system allows the user to add or delete the last caller’s number to the
screening list by entering 01 at the prompt. The system recognizes the 01 command and translatesit into
the last-received DN.

Once the DRCW feature is activated, it remains active until it is deactivated.

N

Note  The DRCW featureisonly for playing a distinctive ringing or distinctive call-waiting tone, and
does not affect the activation of the call-waiting features (CW, CWD, or CIDCW). A subscriber
must have CW, CWD, or CIDCW provisioned and activated in order to receive call-waiting
treatment.

Deactivated Services During Midcall

Note

In Release 6.0 of BTS 10200 Softswitch, the SCA, SCR, SCF, and DRCW services are not supported
during an active call. If you attempt to activate these services using the Flash button, but you are in the
middle of acall, and the call Hold (CHD) feature activated, the activation attempt fails.

» during amidcall, and
- with Call Hold (CHD) feature
the activation will not be successful.

To prevent technical complications arising due to activation of SCA, SCF, SCR, or DRCW services
during a call, these services have been deactivated and therefore not supported during midcall.

The following examples show situations where the services are deactivated:

- Deactivation of SCA during middle of a call—Centrex subscriber A istalking to subscriber B.
During midcall, subscriber A hookflashes and tries to activate SCA using a Vertical Service Code
(VSC). A reorder toneis heard by subscriber A, which indicates that subscriber A has performed an
invalid function. The SCA announcement is also not played back to subscriber A due to the
deactivation of SCA service during the middle of acall.

Deactivation of SCA with the CHD feature—Subscriber A istalking to subscriber B. Subscriber A
hookflashes and receives the dial tone, activates CHD by dialing the CHD access code, and puts
subscriber B on hold. Subscriber A receivesthe dial tone and dials the V SC code to activate SCA. Now,
Subscriber A hearsthe reorder tone and does not hear the SCA announcement that is played back during
SCA activation. Thisis because the SCA service is deactivated when used with the call hold feature.
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Adding an extension in SLE for Centrex Subscribers

For more details about the adding an extension in SLE for Centrex subscriber, see “ Adding a Number in
SLE for Centrex Subscribers” section on page 6-15.

10/11-Digit Screening for SLE Features

The 10/11-Digits Screening Feature handles the 10-digit and 11-digit format differences between the
Automatic Number Identification (ANI) and Screening List Editing (SLE) table. SLE services allow
individual users to screen and manage their incoming calls with features such as Selective Call
Forwarding and Selective Call Rejection. Y ou can specify lists of DNsfor which the BTS 10200 should
screen incoming calls and the action it should apply to the calls.

With the 10/11-Digit Screening Feature, the BTS 10200 applies the rules specified in the
DIGMAN_PROFILE_ID to the ANI of anincoming call. These rules normalize the ANI before
searching for it in the SLE table. The DIGMAN_PROFILE_ID used for this normalization is specified
in the FEATURE_CONFIG table. Based on these rules, the system strips away the country code prefix
or 1 (for North American Dialing Plan) from the DN to match the ANI with the DN entry in the SLE
table. For example, for dialed number 1-207-222-0701, the BTS 10200 strips away the 1 and searches
for 207-222-0701 in the SLE.

For ROW, you can specify the rules so that a specific country code isremoved. The following examples
describe DIGMAN entries.

- For North American Numbering Plan (NANP): Rule=1, match-string="1;r eplace-string = NONE;
» Toremove country code 91: Rule=1, match-string="91;replace-string = NONE;

Table 3-31 shows possible incoming DN formats and the corresponding entriesin the SLE, where IP =
011 and country code = 1.

Table 3-31 Incoming ANI Format with SLE Entry

Incoming ANI SLE Entry

011-1-207-222-0701 Not added to SLE because it is an international number.
1-207-222-0701 207-222-0701

207-222-0701 207-222-0701

222-0701 207-222-0701

The 10/11-Digit Screening Feature supports all features associated with the SLE table, including
» Selective Call Rejection
» Selective Call Acceptance
- Selective Call Forwarding
- Distinctive Ringing Call Waiting
- No Solicitation Announcement
- Call Blocking
« Automatic Callback/Automatic Ringback
- Call Waiting Call Hold
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Note

- ITU Call Waiting
The 10/11-Digit Screening feature supports Centrex and non-Centrex subscribers.

With previous releases of the Cisco BTS 10200 Softswitch, the subscriber invoked an SLE -based
feature such as Selective Call Forwarding so that an incoming call from a specific DN would be
forwarded. The BTS 10200 compared the ANI received from the Call Agent (CA) against the
feature-specific entries in the SLE table. As aresult, if the ANI had 11 digits and the SLE entry for the
same number had 10 digits, the subscriber’ s attempt to invoke the feature failed.

This feature supports only the condition when the ANI is 11 digits and the SLE entry is 10 digits.

SLE Table Entries

Y ou can add a DN to the SLE through the Interactive Voice Response (IVR), but only the service
provider can add a DN to the SLE using CLI. For additional information about IVR and SLE features,
refer to the Cisco BTS 10200 Softswitch Network and Feature Descriptions Guide.

SLE Entries Using CLI

When you use the CLI to add a DN to the SLE, the BTS 10200 stores the DN and DN type exactly as
you enter them. The BTS 10200 supports the following DN types:

- Extension
« Partial
« FDN (Full DN)

Refer to Cisco BTS 10200 Softswitch Network and Feature Descriptions Guide for additional
information about DN types.

SLE Entries Using IVR

Validation

Centrex Subscribers

Both Centrex and POTS subscribers can add a DN to the SLE using IVR. The BTS 10200 always plays
back the number you enter in the SLE.

The BTS 10200 makes the validations described in the following sections.

The Nature of Address (NOD) is obtained by the Custom Dial Plan (CDP) associated with that
subscriber. For example, if a Centrex subscriber dials an extension, the NOD is the extension. If the
subscriber dials the attendant, the NOD is attendant-access.

When you add an extension from the VR menu, the BTS validates the extension against the CDP. If you
add aDN, the BTS 10200 adds it to the SLE exactly as you entered it. The BTS 10200 does not attempt
to verify the DN. Also, the BTS 10200 does not convert a partial DN to a complete DN.

Y ou can add or delete NODs in the NOD-restric-list of the SLE. The BTS 10200 restricts the following
NOD types:
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POTS Subscribers

CORBA Interface
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- International

- Directory Assistance

» Directory Assistance Toll
- Emergency

e Toll Free

- 900

» Busy Line Verification

- Attendant

If the you attempt to add an international DN to the SLE, for example, the BTS 10200 plays back the
invalid number announcement.

For additional information about DN types, refer to “SLE Entries Using CLI".

For a POTS subscriber, the NOD can be emergency, toll-free, national, international, etc.

The BTS 10200 ensuresthe DN you entered is reachable by checking the dial plan. If you attempt to add
a7-digit DN to the SLE, the BTS 10200 normalizes it to a 10-digit DN before storing it in the SLE.

The BTS 10200 provides the necessary CORBA interface for service providers interested in building
web-based applications that permit users to perform these SLE functions viathe web. A web CORBA
software development kit (SDK) is provided as part of the BTS 10200 product.

Temporarily Disconnected Subscriber Status and Soft Dial Tone

Note

This feature allows the service provider to assign a status of temporarily disconnected (TDISC) to
specific subscribers, and restrict incoming and outgoing calls for those subscribers. Using this feature,
the service provider can block subscribers with delinquent accounts from making any outbound calls to
numbers other than (for example) emergency, repair services, or billing department. Incoming calls
disconnected due to TDISC hear an appropriate generic announcement.

Thisfeature is applicable to POTS and Centrex subscribers. For Centrex applications, the service
provider can provision the TDISC feature at the individual subscriber level and at the main-subscriber
level.

The system never attemptsto perform COS screening on call types EMG (including 911), EXTENSION,
or VSC. Thereis no provisioning option to allow COS screening to occur on these call types.

Provisioning Options and System Behavior

This section describes the system behavior for subscribersin the TDISC state, which is dependent on
certain parameters provisioned in the database.
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- Scenario 1, total servicedenial—Thisoption prohibitsall calls, both incoming and outgoing. No dial
tone and no emergency service are available for a subscriber in this state. To set this option (total
service denial), provision STATUS=TEMP-DISCONNECTED in the subscriber table, and
TEMP-DISC-SERVICE-ALLOWED=N in the pop table.

N
Note  The system checks the value of the TEMP-DISC-SERVICE-ALLOWED token in the pop table
only if the STATUS token in the subscriber table is set to TEMP-DISCONNECTED.

» Scenario 2, limited service (soft dial tone)—This option prohibits all calls, both incoming and
outgoing, except for calls to/from emergency services (for example, 911) and other specific DNs,
such as repair (611) or other numbers configured by the service provider. To set this option,
provision as follows:

— Provision STATUS=TEMP-DISCONNECTED in the subscriber table.

— Provision TEMP-DISC-SERVICE-ALLOWED-=Y in the pop table. This setting causes the
system to provide only those services consistent with the provisioning of the COS restrictions
identified in the TEMP-DISC-COS-RESTRICT-ID token in the pop table.

— Provision TEMP-DISC-COS-RESTRICT-ID=<ID of the applicable cos-restrict table> in the
pop table. The system screens callsdialed by the TDISC subscriber according to this cos-restrict

table.

— Provision the applicable cos-restrict table to provide only the intended services, for example,
emergency (such as 911), repair, and billing. This process may also include provisioning other
tables such as the nod-wb-list table.

Note  Inthe POP table, TEMP-DISC-COS-RESTRICT-ID is a mandatory field if
TEMP-DISC-SERVICE-ALLOWED is set to Y. The value provisioned for
TEMP-DISC-COS-RESTRICT-ID must match the ID of avalid COS-RESTRICT table,
otherwise the system will not allow the command to go through.

— Provision TEMP-DISC-ROUTE and CUSTOMER-SUPPORT-DN in the POP table to provide
the desired treatment to the call.

ﬁ Y ou can provision the trigger-nod-escape-list table to exclude specific call types from sending triggers
at specific trigger 1D pointsin the call. COS screening (at the COS-TRIGGER point in the call) can be

bypassed for specific call types if provisioned appropriately in this table.

Feature Interactions

The following features interactions occur when the subscriber isin TDISC status.

Interaction of TDISC and BLV

The system does not allow busy lineverification (BLV) onlinesthat arein TDISC status. A BLV attempt
returns the same tone to the Operator as for the “BLV line not allowed” condition.
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Interaction of TDISC and MIDCALL Features

All hookflash features (MIDCALL features) are blocked for a subscriber in TDISC status. Therefore,
these users cannot initiate third-party calls. If the TDISC user wantsto dial acall (evenif itisan
emergency/911 call) while on a basic call, the user will have to hang-up the basic call and then dial the
next number separately.

Interaction of TDISC and VSC-Activated Features

The vertical service code (VSC) capability is blocked for a TDISC subscriber. Features such as the
customer originated trace (COT) will not work for a subscriber in TDISC status.

Restrictions and Limitations

The following restrictions and limitations apply to the TDISC feature:

« A subscriber trying to reach a TDISC subscriber normally hears an announcement that the
terminating side is temporarily disconnected. However this announcement cannot be played if the
terminating sideisan | SDN subscriber and the route to reach that subscriber was anything other than
subscriber routing in the Cisco BTS 10200 Softswitch. The routing used to reach the terminating
subscriber’s DN1 under these conditions must be subscriber routing.

e Trunk-grp routing for TDISC is not supported.

Feature Provisioning Commands

To provision thisfeature, see the Temporary Disconnect provisioning procedure in the Cisco BTS 10200
Softswitch Provisioning Guide.

Terminating White and Black List Feature

A service provider can provision alist of directory numbers (DNs) to appear on aBlack List or aWhite
List. A Black List contains the calling numbers that are rejected or denied for a subscriber on the
terminating side. A White List containsthe calling numbersthat are allowed or accepted for a subscriber
on the terminating side.

The Terminating White and Black List featureisanew functionality for Temporary Disconnect (TDISC)
subscribers. This feature is used to allow or block certain incoming calls made to a subscriber whose
status is temporarily disconnected (for example, for nonpayment of bills). The service provider
provisionsthe accepted or blocked dialing numbersin the Terminating White and Black List, and assigns
the list to the COS-RESTRICT-ID of the subscriber. This feature also enables the service provider to
contact the TDISC subscriber, without having to change the status of the subscriber to active.

S

Note  Thislist is provisionable only by the service provider and cannot be controlled by the individual
subscribers.

)

Note  To enable this feature, the service provider must associate the COS restriction (cos-restrict id) of the
subscriber to the POP table. See the Cisco BTS 10200 Softswitch Provisioning Guide for more details.
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This feature can be set up to perform either White List screening or Black List screening, but not both.
The following restrictions can be applied:

« No Terminating White and Black List is set for the subscriber—All incoming numbersto the TDISC
subscriber are blocked.

» Terminating White List is set—Only the DNs provisioned in the Terminating White List are
accepted asincoming callsto the TDISC subscriber. All other incoming callsare blocked. If aWhite
List is set for the subscriber, but no DNs are entered in the White List, then all incoming calls are
blocked for the subscriber.

« Terminating Black List—Only the DNs provisioned in the Terminating Black List are blocked. All
other calling DNs are accepted asincoming callsto the TDISC subscriber. If aBlack List is defined
for the subscriber, but no DNs are entered in the Black List, then all incoming calls are accepted for
the subscriber.

~

Note  The number of digits of the provisioned directory number can be from 1 to 14.

The Terminating White and Black List also supports the following:

» A subscriber from a Hostage Negotiation (HN) list can call to a TDISC subscriber, even if the HN
subscriber is restricted through use of the Terminating White and Black List.

« A subscriber from the Emergency Call Back (ECB) list can call to a TDISC subscriber, even if the
ECB subscriber is restricted through use of the Terminating White and Black List.

» Theservice provider can either provision afull DN in the Terminating White and Black List, or just
provision the prefix of aDN in thelist. If only the prefix of aDN is provisioned in thelist, then any
incoming number with that prefix will be allowed or blocked. For example, an incoming call with
DN, such as 206-622-1801, or 206-622-1234, or 206-622-3456 is accepted, when the provisioned
digit-string in the Terminating White List is 206-622.

If thefull DN isprovisioned in the Terminating White and Black List, then only the provisioned DN
is allowed or blocked.

To provision this feature, see the Cisco BTS 10200 Softswitch Provisioning Guide.

Three-Way Calling (TWC)

The Cisco BTS 10200 Softswitch supports the three-way calling (TWC) feature as specified in LSSGR
module FSD 01-02-1301 (TR-TSY-000577), Three-Way Calling.

Limitations
If your network uses an | SUP variant other than ANSI ISUP, the system supports TWCD, but not TWC
or USTWC.

Feature Description

TWC isafeature provisioned by the service provider in response to arequest from the subscriber. TWC
allows a subscriber to add a third party to an existing two party conversation.
To activate a TWC, a user involved in a stable two-way call takes the following steps:

» The user presses the Flash button or hookswitch. This places the remote end on hold.
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» The user hears the recall dial tone (three tones and then a dial tone), indicating the system is ready
to receive the DN for the third party.

» The user dialsthe DN of the third party.

N

Note If the user presses the Flash button or hookswitch before completing dialing, the original
two-way connection is reestablished.

« When the third party answers, only the user (who initiated the TWC) and the third party can hear
and talk. This allows the user to speak privately with the third party before sending the second flash.

« |If the user presses the Flash button or hookswitch after successfully dialing the third party number,
athree-way conference is established.

« If either of the called parties (the two stations remote from the initiating party) hangs up, the call
continues as a single-call session.

- WheninaTWOC, thelast party added can be disconnected by using the Flash button or hookswitch.

- If theinitiating party hangsup duringa TWC, all partiesaredisconnected, unless the initiating party
is also subscribed to CT (see the “TWC Feature Interactions” section on page 3-155).

N

Note  Duri ng aTWC, the CW feature does not work for the party that initiated the TWC, but doeswork
for the two called parties.

TWC Feature Interactions

When the TWC-initiating party hangs up during a TWC, and the TWC-initiating party is not subscribed
to call transfer (CT), al parties are disconnected.

However, if the TWC-initiating party is also subscribed to CT (as provisioned in the
subscriber-feature-profile table), the two remaining parties stay connected. The following scenarios
occur, depending upon the actions of the partiesin the call. In these scenarios, User A is subscribed to
both CT and TWC and is the TWC-initiating party, B is the party in the initial established call with A,
and C is the third party:

« User A isinastable call with B, places B on hold and dials C.

« If A hangs up after successfully dialing C (C isringing), atwo-way call is established between B
and C, regardless of whether C answersthe call. User A isbilled for acall transfer, but is not billed
for the time that the other two parties are on the call.

- If A waitsuntil C answers the call, and then A hangs up, atwo-way call is established between B
and C. User A isbilled for acall transfer and is also billed for the entire duration starting from the
time A initiated the TWC until B and C hang up.

Feature Provisioning Commands

To provision this feature, see the TWC provisioning procedure in the Cisco BTS 10200 Softswitch
Provisioning Guide.
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Three-Way Calling Deluxe (TWCD)

TWCD allows a user to add a third party to an existing two party conversation without operator
assistance. The user subscribed to TWCD can use this feature regardless of which party originated the
two-party call. The following conditions apply to the TWCD feature:

- The TWCD feature can be provided to POTS, Centrex, and MLHG subscribers.

- The TWCD featureis activated by the service provider at the request of the subscriber, and remains
active unless deactivated by the service provider.

In the detailed process descriptions that follow, the initiating user (User “A”) has the option of pressing
1, 2 or 3 after receiving recall (stutter) dial tone. In general, the system responds as follows:

o If User “A” presses digit 1, the remote party currently connected with User “A” is dropped.

- If User “A” presses digit 2, the remote party currently connected with User “A” is placed on hold,
and User “A” is connected to the other remote party.

« |If User “A” presses digit 3, all three parties are immediately bridged into a single voice session (a
three-way call).

To Begin a Three-Way Call:

To begin athree-way call, a user involved in a stable two-way call takes the following steps:

» Theuser (User “A") presses the Flash button or hookswitch. The system places the remote party
(User “B”) on hold and provides arecall (stutter) dial tone to User “A”.

» After receiving the recall dial tone, User “A” dialsthe DN of athird party (User “C”). If User “C”
answers the call, User “A” and User “C” can talk privately, and User “B” remains on hold.

~

Note  If the user pressesthe Flash button or hookswitch before completing dialing, the original
two-way connection is reestablished.

N
Note If User “C” cannot be reached, or does not answer the call, the system provides the

applicable busy tone, error tone, or error message to User “A”. However, the system leaves
User “B” on hold regardless of the treatment given to User “A” and User “C".

- Tobridge all three parties, User “A” presses the Flash button or hookswitch. This places User “C”
on hold (and User “B” remains on hold also) and provides arecall dial toneto User “A”. If User “A”
pressesthe digit 3, all three parties are immediately bridged into a single voice session (a three-way
call).

Options While on a Three-Way Call with All Three Parties Bridged Together:

While on athree-way call with all three parties bridged together, User “A” can take one of the following
actions:

» Todrop User “C” and return to the original conversation with User “B”, User “A” presses the Flash
button or hookswitch. This places both of the other parties on hold and provides a recall dial tone
toUser “A”. If User “A” pressesthedigit 1, User “C” isdropped and the original call between User
“A” and User “B” 