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     [bookmark: pgfId-109151]Release Notes for Cisco UCS E-Series Servers and the Cisco UCS E-Series Network Compute Engine, Release 3.x
      
      
 
     
 
 
     [bookmark: pgfId-109312]May 11, 2016 
 
     [bookmark: pgfId-109313]
 
     [bookmark: pgfId-72164]This document provides new features, system requirements, compatibility information, and open and resolved caveats for the Cisco UCS E-Series Server and the Cisco UCS E-Series Network Compute Engine (NCE) software release 3.x. Use this document in conjunction with the documents in the “Related Documentation” section.
 
     
      
    
 
    
 
    [bookmark: pgfId-57779]Note Documentation is sometimes updated after original publication; therefore, for updated content, review the documentation on Cisco.com. 

     
    

    
 
   
 
    
     [bookmark: pgfId-57708][bookmark: 31132]Contents
 
     
     	 [bookmark: pgfId-70012]New and Changed Information
 
     	 [bookmark: pgfId-128800]Overview
 
     	 [bookmark: pgfId-43723]System Requirements
 
     	 [bookmark: pgfId-131679]E-Series Server Options
 
     	 [bookmark: pgfId-131683]Cisco ISR G2, E-Series Server, NCE, and Cisco IOS Software Release Compatibility
 
     	 [bookmark: pgfId-131686]Cisco ISR 4000 Series, E-Series Server, NCE, CIMC, and Cisco IOS Software Release Compatibility
 
     	 [bookmark: pgfId-65251]Important Information About the VMware FL-SRE-V-HOST License
 
     	 [bookmark: pgfId-104904]Important Information About the Host Upgrade Utility
 
     	 [bookmark: pgfId-73307]Open and Resolved Bugs
 
     	 [bookmark: pgfId-43768]Related Documentation
 
     	 [bookmark: pgfId-116508]Obtaining Documentation and Submitting a Service Request
 
    
 
   
 
    
     [bookmark: pgfId-116531][bookmark: 73984][bookmark: 67133]New and Changed Information
 
      provides an overview of the significant changes that are introduced for the CIMC release 3.0.1.
 
     [bookmark: pgfId-132228]
 
     
      
       
        [bookmark: pgfId-132146]Table 1 [bookmark: 77909]New and Changed Information for Software Release 3.0.1
 
       
      
        
        	
          
          [bookmark: pgfId-132154]Feature
         
  
        	
          
          [bookmark: pgfId-132156]Description
         
  
        	
          
          [bookmark: pgfId-132158]Software Release
         
  
        	
          
          [bookmark: pgfId-132160]Where Documented
         
  
       
 
        
        	 [bookmark: pgfId-132164]NIM E-Series Network Compute Engine
  
        	 [bookmark: pgfId-132167]Support added to install and configure the NIM E-Series Network Compute Engine (NIM E-Series NCE) into the Cisco ISR 4000 series.
  
        	 [bookmark: pgfId-132172]3.0.1
  
        	
          
          	 [bookmark: pgfId-132174] Hardware Installation Guide for Cisco UCS E-Series Servers and the Cisco UCS E-Series Network Compute Engine 
 
          	 [bookmark: pgfId-132175] Getting Started Guide for Cisco UCS E-Series Servers and the Cisco UCS E-Series Network Compute Engine, Release 3.x 
 
         
  
       
 
        
        	 [bookmark: pgfId-132177]Faults and Logs
  
        	 .
  
        	 [bookmark: pgfId-132759]3.0.1
  
        	 
  
       
 
        
        	 [bookmark: pgfId-132596]Network Analysis Module (NAM) and Network Time Protocol (NTP) Settings
  
        	 [bookmark: pgfId-132636]Support added to enable the NAM capability and NTP service.
  
        	 [bookmark: pgfId-132771]3.0.1
  
        	
          
          	 [bookmark: pgfId-132660] GUI Configuration Guide for Cisco UCS E-Series Servers and the Cisco UCS E-Series Network Compute Engine Integrated Management Controller, Release 3.x 
 
          	 [bookmark: pgfId-132676] CLI Configuration Guide for Cisco UCS E-Series Servers and the Cisco UCS E-Series Network Compute Engine Integrated Management Controller, Release 3.x 
 
         
  
       
 
        
        	 [bookmark: pgfId-134848]Login Banner File
  
        	 [bookmark: pgfId-134850]The CIMC login page contains a banner. You can change the contents of the banner file from the Utilities page in the CIMC GUI.
  
        	 [bookmark: pgfId-134852]3.0.1
  
        	 
  
       
 
        
        	 [bookmark: pgfId-132221]Host Upgrade Utility Guide Merged into the Getting Started Guide
  
        	 is not supported. 
  
  
        	 [bookmark: pgfId-132787]3.0.1
  
        	 
  
       
 
      
     
 
    
 
   
 
    
     [bookmark: pgfId-128711][bookmark: 18171]Overview
 
     [bookmark: pgfId-128712]The Cisco UCS E-Series Servers (E-Series Servers) and the Cisco UCS E-Series Network Compute Engine (NCE) are a family of size-, weight-, and power-efficient blade servers that are housed within the Generation 2 Cisco Integrated Services Routers (Cisco ISR G2) and the Cisco ISR 4000 series. These servers provide a general-purpose compute platform for branch-office applications deployed either as bare-metal on operating systems, such as Microsoft Windows or Linux, or as virtual machines on hypervisors, such as VMware vSphere Hypervisor, Microsoft Hyper-V, or Citrix XenServer.
 
     [bookmark: pgfId-128713]The E-Series Servers are purpose-built with powerful Intel Xeon processors for general-purpose compute. They come in the following form factors: single-wide and double-wide. The single-wide E-Series Server fits into one server module (SM) slot, and the double-wide E-Series Server fits into two SM slots.
 
     [bookmark: pgfId-128714]The NCEs are price-to-power optimized modules that are built to host Cisco network applications and other lightweight general-purpose applications. They come in three form factors: SM, EHWIC, and NIM. The SM E-Series NCE fits into one SM slot, the NIM E-Series NCE fits into one NIM slot, and the EHWIC E-Series NCE fits into two EHWIC slots.
 
     
      
    
 
    
 
    [bookmark: pgfId-133409]Note • EHWIC E-Series NCE can be installed in the Cisco ISR G2 only.
 
    [bookmark: pgfId-133409]Note • EHWIC E-Series NCE can be installed in the Cisco ISR G2 only.
 
     
     	 [bookmark: pgfId-133410]NIM E-Series NCE can be installed in the Cisco ISR 4000 series only.
 
     	 [bookmark: pgfId-133411]The Cisco ISR 4331 has one SM slot. The Cisco ISR 4321 and the Cisco ISR 4431 have no SM slots.
 
     	 [bookmark: pgfId-133412]Citrix XenServer is supported on the E-Series Servers only.
 
    
 
     
 
   
 
    
     [bookmark: pgfId-57812][bookmark: 10611]System Requirements 
 
     
     	 [bookmark: pgfId-43835]Hardware Requirements
 
     	 [bookmark: pgfId-43844]Software Requirements
 
     	 [bookmark: pgfId-131757]Minimum System Requirements
 
    
 
     
      [bookmark: pgfId-133567][bookmark: 61820]Hardware Requirements[bookmark: marker-133566]
 
      
       
     
 
     
 
     [bookmark: pgfId-133701]Note • E-Series Servers and the SM E-Series NCE can be installed in the Cisco ISR G2 and the Cisco ISR 4000 series.
 
     [bookmark: pgfId-133701]Note • E-Series Servers and the SM E-Series NCE can be installed in the Cisco ISR G2 and the Cisco ISR 4000 series.
 
      
      	 [bookmark: pgfId-133705]The EHWIC E-Series NCE can be installed in the Cisco ISR G2 only.
 
      	 [bookmark: pgfId-133706]The NIM E-Series NCE can be installed in the Cisco ISR 4000 series only.
 
     
 
      
 
      [bookmark: pgfId-133711]The following M1 E-Series Servers are supported:
 
      
      	 [bookmark: pgfId-133718]UCS-E140S-M1—Single-wide E-Series Server, 4-cores CPU, 1.0-GHz clock speed
 
      	 [bookmark: pgfId-133725]UCS-E140D-M1—Double-wide E-Series Server, 4-cores CPU, 2.0-GHz clock speed 
 
      	 [bookmark: pgfId-133732]UCS-E160D-M1—Double-wide E-Series Server, 6-cores CPU, 1.8-GHz clock speed
 
      	 [bookmark: pgfId-133739]UCS-E140DP-M1—Double-wide E-Series Server, 4-cores CPU, with PCIe, 2.0-GHz clock speed
 
      	 [bookmark: pgfId-133746]UCS-E160DP-M1—Double-wide E-Series Server, 6-cores CPU, with PCIe, 1.8-GHz clock speed
 
     
 
      [bookmark: pgfId-133753]The following M2 E-Series Servers and SM E-Series NCE are supported:
 
      
      	 [bookmark: pgfId-133760]UCS-EN120S-M2—SM E-Series NCE, 2-cores CPU, 2.0-GHz clock speed
 
      	 [bookmark: pgfId-133767]UCS-E140S-M2—Single-wide E-Series Server, 4-cores CPU, 1.8-GHz clock speed
 
      	 [bookmark: pgfId-133774]UCS-E160D-M2—Double-wide E-Series Server, 6-cores CPU, 2.0-GHz clock speed
 
      	 [bookmark: pgfId-133781]UCS-E180D-M2—Double-wide E-Series Server, 8-cores CPU, 1.8-GHz clock speed
 
     
 
      
       
     
 
     
 
     [bookmark: pgfId-133785]Note The M1 and M2 E-Series Servers naming terminology indicates different generations of Intel processors within the respective servers.

      
     

     
 
      [bookmark: pgfId-133789]The following EHWIC E-Series NCE is supported:
 
      
      	 [bookmark: pgfId-133796]UCS-EN120E—EHWIC E-Series NCE, 2-cores CPU, 1.7-GHz clock speed
 
     
 
      [bookmark: pgfId-133800]The following NIM E-Series NCE is supported:
 
      
      	 [bookmark: pgfId-133807]UCS-EN140N-M2—NIM E-Series NCE, 4-cores CPU, 1.7-GHz clock speed
 
     
 
      
       
     
 
     
 
     [bookmark: pgfId-123151]Note For details about the M1 and M2 E-Series Servers and the EHWIC E-Series NCE hardware, see the “Hardware Requirements” section in the Hardware Installation Guide for Cisco UCS E-Series Servers and the Cisco UCS E-Series Network Compute Engine.

      
     

     
 
    
 
     
      [bookmark: pgfId-59708][bookmark: 34357][bookmark: 37910][bookmark: 30958]Software Requirements
 
      [bookmark: pgfId-59709]E-Series Servers require three major software systems:
 
      
      	 [bookmark: pgfId-59711]CIMC Firmware
 
      	 [bookmark: pgfId-60159]BIOS Firmware
 
      	 [bookmark: pgfId-60164]Operating System or Hypervisor
 
     
 
      [bookmark: pgfId-60070][bookmark: 51352]CIMC Firmware
 
      [bookmark: pgfId-60071]Cisco Integrated Management Controller (CIMC) is a management module, which is built into the motherboard. A dedicated ARM-based processor, separate from the main server CPU, runs the CIMC firmware. The system ships with a running version of the CIMC firmware. You can update the CIMC firmware, but no initial installation is needed. 
 
      [bookmark: pgfId-60438]CIMC is the management service for the E-Series Servers. CIMC runs within the server. You can use CIMC to access, configure, administer, and monitor the server.
 
      [bookmark: pgfId-60072][bookmark: 79526]BIOS Firmware
 
      [bookmark: pgfId-59714]BIOS initializes the hardware in the system, discovers bootable devices, and boots them in the provided sequence. It boots the operating system and configures the hardware for the operating system to use. BIOS manageability features allow you to interact with the hardware and use it. In addition, BIOS provides options to configure the system, manage firmware, and create BIOS error reports. The system ships with a running version of the BIOS firmware. You can update the BIOS firmware, but no initial installation is needed.
 
      [bookmark: pgfId-60099][bookmark: 19121]Operating System or Hypervisor
 
      , or you can install your own operating system.
 
      [bookmark: pgfId-139711]The following operating systems are supported on the E-Series Servers:
 
      
      	 [bookmark: pgfId-59718]Microsoft Windows:
 
     
 
      [bookmark: pgfId-59721]–[image: ] Windows Server 2012 Standard 64-bit
 
      
      	 [bookmark: pgfId-72953]Linux:
 
     
 
      [bookmark: pgfId-59722]–[image: ] Red Hat Enterprise Linux 6.2
 
      [bookmark: pgfId-59723]–[image: ] SUSE Linux Enterprise 11, service pack 2
 
      [bookmark: pgfId-59724]–[image: ] Oracle Enterprise Linux 6.0, update 2
 
      
      	 [bookmark: pgfId-59725]Hypervisor:
 
     
 
      5.1 
 
      5.5
 
      6.0
 
      [bookmark: pgfId-61584]–[image: ] Hyper-V (Windows 2012 R2)
 
      [bookmark: pgfId-61585]–[image: ] Citrix XenServer 6.1
 
      [bookmark: pgfId-139070]The following operating systems are supported on the NCEs:
 
      
      	 [bookmark: pgfId-139071]Microsoft Windows:
 
     
 
      [bookmark: pgfId-139074]–[image: ] Windows Server 2012 Standard 64-bit
 
      
      	 [bookmark: pgfId-139091]Hypervisor:
 
     
 
      5.1 
 
      5.5
 
      6.0
 
      [bookmark: pgfId-139094]–[image: ] Hyper-V (Windows 2012 R2)
 
    
 
     
      [bookmark: pgfId-131733][bookmark: 11034]Minimum System Requirements
 
      [bookmark: pgfId-131734]The management client must meet or exceed the following minimum system requirements:
 
      
      	 [bookmark: pgfId-131735]Sun JRE 1.6.0_14 or later
 
      	 [bookmark: pgfId-131736]Microsoft Internet Explorer 6.0 or higher, Mozilla Firefox 3.0 or higher
 
      	 [bookmark: pgfId-131737]Microsoft Windows 7, Microsoft Windows XP, Microsoft Windows Vista, 
 
      	 [bookmark: pgfId-131738]Apple Mac OS X v10.6, Red Hat Enterprise Linux 5.0 or higher operating systems
 
     
 
    
 
   
 
    
     [bookmark: pgfId-59729][bookmark: 15783]E-Series Server Options
 
     [bookmark: pgfId-59730]E-Series Servers are available in the following options:
 
     
     	 [bookmark: pgfId-72049]Option 1—E-Series Server without preinstalled operating system or hypervisor
 
     	 [bookmark: pgfId-72053]Option 2—E-Series Server with preinstalled Microsoft Windows Server
 
    
 
     [bookmark: pgfId-72054]At the time of purchase, you can choose the appropriate RAID option that you want enabled on the E-Series Server. 
 
     
      
    
 
    
 
    [bookmark: pgfId-72039]Note If you purchase this option, the Microsoft Windows Server license is preactivated.

     
    

    
 
     
     	 [bookmark: pgfId-72043]Option 3—E-Series Server with preinstalled VMware vSphere Hypervisor TM 
 
    
 
     [bookmark: pgfId-60271]At the time of purchase, you can choose the appropriate RAID option that you want enabled on the E-Series Server. 
 
   
 
    
     [bookmark: pgfId-131144][bookmark: 42814][bookmark: 95089]Cisco ISR G2, E-Series Server, NCE, and Cisco IOS Software Release Compatibility[bookmark: marker-131145]
 
     [bookmark: pgfId-131253]
 
     
      
       
        [bookmark: pgfId-131155]Table 2 [bookmark: 95780]Cisco ISR G2, E-Series Server, NCE, and Cisco IOS Release Compatibility 
 
       
      
        
        	
          
          [bookmark: pgfId-131163]Cisco ISR G2
         
  
        	
          
          [bookmark: pgfId-131165]Cisco IOS Software Release for Single-Wide E-Series Servers and the SM E-Series NCE
         
  
        	
          
          [bookmark: pgfId-131170]Cisco IOS Software Release for Double-Wide E-Series Servers
         
  
        	
          
          [bookmark: pgfId-131175]Cisco IOS Software Release for the EHWIC E-Series NCE
         
  
       
 
        
        	 [bookmark: pgfId-131180]1921
  
        	 [bookmark: pgfId-131182]—
  
        	 [bookmark: pgfId-131184]—
  
        	 [bookmark: pgfId-131186]15.4(3)M and later releases
  
       
 
        
        	 [bookmark: pgfId-131188]1941
  
        	 [bookmark: pgfId-131190]—
  
        	 [bookmark: pgfId-131192]—
  
        	 [bookmark: pgfId-131194]15.4(3)M and later releases
  
       
 
        
        	 [bookmark: pgfId-131196]2911
  
        	 
  
        	 
  
        	 [bookmark: pgfId-131202]15.4(3)M and later releases
  
       
 
        
        	 [bookmark: pgfId-131204]2921
  
        	 
  
        	 
  
        	 [bookmark: pgfId-131211]15.4(3)M and later releases
  
       
 
        
        	 [bookmark: pgfId-131213]2951
  
        	 
  
        	 
  
        	 [bookmark: pgfId-131220]15.4(3)M and later releases
  
       
 
        
        	 [bookmark: pgfId-131222]3925
  
        	 
  
        	 
  
        	 [bookmark: pgfId-131228]15.4(3)M and later releases
  
       
 
        
        	 [bookmark: pgfId-131230]3925e
  
        	 
  
        	 
  
        	 [bookmark: pgfId-131236]15.4(3)M and later releases
  
       
 
        
        	 [bookmark: pgfId-131238]3945
  
        	 
  
        	 
  
        	 [bookmark: pgfId-131244]15.4(3)M and later releases
  
       
 
        
        	 [bookmark: pgfId-131246]3945e
  
        	 
  
        	 
  
        	 [bookmark: pgfId-131252]15.4(3)M and later releases
  
       
 
      
     
 
    
 
   
 
    
     [bookmark: pgfId-131257][bookmark: 17340]Cisco ISR 4000 Series, E-Series Server, NCE, CIMC, and Cisco IOS Software Release Compatibility[bookmark: marker-131258]
 
     [bookmark: pgfId-131338]
 
     
      
       
        [bookmark: pgfId-131387]Table 3 Cisco ISR 4000 Series, E-Series Server, NCE, CIMC, and Cisco IOS Release Compatibility 
 
       
      
        
        	
          
          [bookmark: pgfId-131397]Cisco ISR
         
  
        	
          
          [bookmark: pgfId-131399]Cisco IOS Software Release for Single-Wide E-Series Servers and the SM E-Series NCE
         
  
        	
          
          [bookmark: pgfId-131404]Cisco IOS Software Release for Double-Wide E-Series Servers
         
  
        	
          
          [bookmark: pgfId-131409]Cisco IOS Software Release for the 
          
 NIM E-Series NCE
         
  
        	
          
          [bookmark: pgfId-131414]CIMC
         
  
       
 
        
        	  [bookmark: pgfId-131416]4400 Series
  
        	 [bookmark: pgfId-131418]XE 3.12S 
  
        	 [bookmark: pgfId-131420]XE 3.12S 
  
        	 [bookmark: pgfId-131422]—
  
        	 [bookmark: pgfId-131424]2.2.2 and later releases
  
       
 
        
        	 [bookmark: pgfId-131438]XE 3.13S and later releases
  
        	 [bookmark: pgfId-131440]XE 3.13S and later releases
  
        	 [bookmark: pgfId-131442]—
  
        	 [bookmark: pgfId-131444]2.3.1 and later releases
  
       
 
        
        	 [bookmark: pgfId-131948]—
  
        	 [bookmark: pgfId-131970]—
  
        	 [bookmark: pgfId-131784]XE 3.15S and later releases
  
        	 [bookmark: pgfId-131786]3.0.1 and later releases
  
       
 
        
        	  [bookmark: pgfId-131446]4300 Series
  
        	 [bookmark: pgfId-131448]XE 3.13S and later releases
  
        	 [bookmark: pgfId-131450]XE 3.13S and later releases
  
        	 [bookmark: pgfId-131484]—
  
        	 [bookmark: pgfId-131454]2.3.1 and later releases
  
       
 
        
        	 [bookmark: pgfId-131992]—
  
        	 [bookmark: pgfId-132014]—
  
        	 [bookmark: pgfId-131915]XE 3.15S and later releases
  
        	 [bookmark: pgfId-131917]3.0.1 and later releases
  
       
 
      
     
 
    
 
   
 
    
     [bookmark: pgfId-113462][bookmark: 29778][bookmark: 68929]Important Information About the VMware FL-SRE-V-HOST License
 
     [bookmark: pgfId-65231]If you are using a VMware FL-SRE-V-HOST license (equivalent to VMware vSphere Hypervisor™ 5.X), make sure that you are using 32 GB or less of RAM. If more than 32 GB of RAM is used, you will get an error message, and you will not be able to apply the license. If you want to use 48 GB RAM, upgrade your license to FL-SRE-V-HOSTVC.
 
   
 
    
     [bookmark: pgfId-104653][bookmark: 72643]Important Information About the Host Upgrade Utility
 
     
 
   
 
    
     [bookmark: pgfId-135332][bookmark: 58687]Open and Resolved Bugs
 
     . This web-based tool provides you with access to the Cisco bug tracking system, which maintains information about bugs and vulnerabilities in this product and other Cisco hardware and software products.
 
     
      
    
 
    
 
    [bookmark: pgfId-135338]Note You must have a Cisco.com account to log in and access the Cisco Bug Search Tool. If you do not have one, you can register for an account.

     
    

    
 
     .
 
     
      [bookmark: pgfId-136366]Open Bugs in Release 3.0.1
 
      .
 
       lists the open bugs in release 3.0.1.
 
      [bookmark: pgfId-136980]
 
      
       
        
         [bookmark: pgfId-136932]Table 4 [bookmark: 79724]Open Bugs in Release 3.0.1 
 
        
       
         
         	
           
           [bookmark: pgfId-136936]Bug ID
          
  
         	
           
           [bookmark: pgfId-136938]Summary
          
  
        
 
         
         	 
  
         	 [bookmark: pgfId-137368]Internal error occurs when activating or deactivating the account using the CLI
  
        
 
         
         	 
  
         	 [bookmark: pgfId-137372]Cannot configure the NTP server domain name using the CIMC GUI
  
        
 
         
         	 
  
         	 [bookmark: pgfId-137490]No CIMC console output on serial port after numerous power cycles
  
        
 
         
         	 
  
         	 [bookmark: pgfId-137798]UCSE takes more than nine minutes to be in an “OK” state in Cisco IOS XE
  
        
 
         
         	 
  
         	 [bookmark: pgfId-137558]Power Policies page displays in 17e.bin
  
        
 
         
         	 
  
         	 [bookmark: pgfId-136942]UCSE CIMC drop bear SSH vulnerability
  
        
 
         
         	 
  
         	 [bookmark: pgfId-137888]CIMC AD authentication optimization
  
        
 
       
      
 
     
 
    
 
     
      [bookmark: pgfId-136628][bookmark: 15744][bookmark: 81129][bookmark: 22592][bookmark: 78712]Open Bugs from Release 2.x
 
       lists the open bugs from release 2.x.
 
      [bookmark: pgfId-136805]
 
      
       
        
         [bookmark: pgfId-136639]Table 5 [bookmark: 12725]Open Bugs from Release 2.x 
 
        
       
         
         	
           
           [bookmark: pgfId-136645]Bug ID
          
  
         	
           
           [bookmark: pgfId-136647]Summary
          
  
         	
           
           [bookmark: pgfId-136649]Additional Information
          
  
        
 
         
         	 [bookmark: pgfId-136651]CSCun54441 
  
         	 [bookmark: pgfId-136653]Cannot update the BIOS/firmware using the HUU.
  
         	 [bookmark: pgfId-136655]Symptom When trying to update the BIOS/firmware using the HUU, the following error message displays:
 
           
           [bookmark: pgfId-136656]This ISO is for target platform [ E100 ] but the current platform is [ CXXX ]. Press OK to reboot.
          
  [bookmark: pgfId-136657]Conditions This problem occurs when the BIOS is first installed and the CIMC version that is reported is not correct due to a misread or communication issue.
  [bookmark: pgfId-136658]Workaround To resolve this problem, first update the BIOS firmware using the CIMC GUI and then update the BIOS/firmware using the HUU.
  
        
 
         
         	 [bookmark: pgfId-136660]CSCuq27432
  
         	 [bookmark: pgfId-136662]Slot ID column displays UNKNOWN for PCI adapters.
  
         	 tab, displays UNKNOWN. 
  [bookmark: pgfId-136671]Conditions This problem occurs on all UCS-E140DP-M1 and UCS-E160DP-M1 double-wide E-Series Servers with the PCI adapter card.
  [bookmark: pgfId-136675]Workaround There is no actual issue with the PCI card, so you can safely ignore this problem.
  
        
 
         
         	 [bookmark: pgfId-136677]CSCui27042
  
         	 [bookmark: pgfId-136679]No power information displayed when the E-Series Server is installed into the Cisco ISR 4451-X.
  
         	 [bookmark: pgfId-136687]Symptom Power information is not displayed when the E-Series Server is installed into the Cisco ISR 4451-X.
  [bookmark: pgfId-136688]Conditions This problem occurs in the CIMC CLI and the CIMC GUI:
 
           
           	 [bookmark: pgfId-136689]CIMC CLI:
 
          
 
           
           [bookmark: pgfId-136690]Server# 
            scope power-cap  
          
 
           
           [bookmark: pgfId-136691]Server /power-cap # 
            show detail 
          
 
           
           [bookmark: pgfId-136692] Cur Consumption (W): Not available on this platform
          
 
           
           [bookmark: pgfId-136693] Max Consumption (W): Not available on this platform
          
 
           
           [bookmark: pgfId-136694] Min Consumption (W): Not available on this platform
          
 
           
           [bookmark: pgfId-136695]
          
 
           
           	 [bookmark: pgfId-136696]CIMC GUI:
 
          
  area
  [bookmark: pgfId-136698]Workaround There is no workaround. 
  
        
 
         
         	 [bookmark: pgfId-136700]CSCuh44522 
  
         	 [bookmark: pgfId-136702]The failover feature works inconsistently between the ISR G2 and the Cisco ISR 4451-X platforms.
  
         	 [bookmark: pgfId-136704]Symptom The failover feature works inconsistently between the ISR G2 and the Cisco ISR 4451-X platforms. In the ISR G2, the failover feature fails to execute.
  [bookmark: pgfId-136705]Conditions When the ISR-G2 reloads to ROMMON, there are times when the GE1-GE2, GE1-GE3, and GE1-GE2-GE3 failover does not execute.
  [bookmark: pgfId-136706]Workaround To resolve this problem, use the GE2-GE3 failover on the ISR G2. If the router is in ROMMON, boot the router.
  
        
 
         
         	 [bookmark: pgfId-136708]CSCub72754 
  
         	 [bookmark: pgfId-136710]Cisco IOS lock message is not received from the CIMC.
  
         	 [bookmark: pgfId-136712]Symptom The Cisco IOS EXEC or configurations commands are not going through to the CIMC.
  [bookmark: pgfId-136713]Conditions This problem occurs when in the CIMC, the IOS lockout is configured as locked:
 
           
           	 [bookmark: pgfId-136714]CIMC CLI:
 
          
 
           
           [bookmark: pgfId-136715]Server /chassis # 
            set ios-lockout locked 
          
 
           
           [bookmark: pgfId-136716]
          
 
           
           	 [bookmark: pgfId-136717]CIMC GUI:
 
          
  
  [bookmark: pgfId-136719]Workaround To resolve this problem, change the IOS Lockout configuration to unlocked, and then retry the Cisco IOS commands:
 
           
           	 [bookmark: pgfId-136720]From the CIMC CLI, enter the following command:
 
          
 
           
           [bookmark: pgfId-136721]Server /chassis # 
            set ios-lockout unlocked 
          
 
           
           [bookmark: pgfId-136722]
          
 
           
           	 [bookmark: pgfId-136723]From the CIMC GUI, do the following:
 
          
  
  
        
 
         
         	 [bookmark: pgfId-136726]CSCud44335
  
         	 command does not work.
  
         	 command does not work.
  command is not active.
 
           
           [bookmark: pgfId-136732]imc config file?
          
 
           
           [bookmark: pgfId-136733] flash0: Module configuration IOS File name
          
 
           
           [bookmark: pgfId-136734] flash1: Module configuration IOS File name
          
 
           
           [bookmark: pgfId-136735] flash: Module configuration IOS File name
          
  [bookmark: pgfId-136736]Workaround There is no workaround. 
  
        
 
         
         	 [bookmark: pgfId-136738]CSCuf61866 
  
         	 [bookmark: pgfId-136740]Hardware failure displayed in technical logs.
  
         	 [bookmark: pgfId-136742]Symptom CIMC does not boot up. The following status displays: 
 
           
           [bookmark: pgfId-136743]Waiting BIOS POST
          
  [bookmark: pgfId-136744]Conditions This problem could occur because of a failed hardware, such as a failed DIMM, which can cause the POST to not complete.
  [bookmark: pgfId-136745]Workaround To resolve this problem, remove the server from the router, and then try different DIMMs to determine which one is causing the problem.
  
        
 
         
         	 [bookmark: pgfId-136768]CSCug49179
  
         	 [bookmark: pgfId-136770]KVM console display does not refresh.
  
         	 [bookmark: pgfId-136775]Symptom When the E-Series Server is power-cycled, the virtual KVM screen turns black, and then briefly flashes back to the old screenshot before it displays the BIOS pages. 
  [bookmark: pgfId-136779]Conditions This problem occurs when the E-Series Server is power-cycled and the virtual KVM is used to monitor the console output. 
  [bookmark: pgfId-136780]Workaround There is no workaround. This is a known problem. Besides the brief flashing back of the old screen, there is no effect on the server performance.
  
        
 
         
         	 [bookmark: pgfId-136782]CSCtz71108
  
         	 [bookmark: pgfId-136784]Cannot create (secure) virtual drive from CIMC GUI using SED drives.
  
         	 [bookmark: pgfId-136786]Symptom The RAID arrays that were created from the CIMC GUI are not secured even if SED physical drives were used.
  [bookmark: pgfId-136787]Conditions Using the CIMC GUI to create RAID array on SED drives does not create secure drives.
  [bookmark: pgfId-136788]Workaround Use LSI WebBIOS to create the RAID array.
  
        
 
       
      
 
     
 
    
 
     
      [bookmark: pgfId-46673][bookmark: 12108]Resolved and Closed Bugs
 
       lists the bugs from release 2.x that are resolved or closed in release 3.0.1.
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           [bookmark: pgfId-86827]Summary
          
  
        
 
         
         	 [bookmark: pgfId-140409]CSCux64320
  
         	 [bookmark: pgfId-140411]W2K12 does not see RAID volume > 2TB on UCS-E160D-M2.
  
        
 
         
         	 [bookmark: pgfId-134619]CSCuu38648
  
         	 [bookmark: pgfId-134621]Cannot boot the server into EFI Shell. 
  
        
 
         
         	 [bookmark: pgfId-134655]CSCur21974 
  
         	 [bookmark: pgfId-134659]When the E-Series Server is moved from one router to another, the ucse configuration that was on the new router does not propagate to the E-Series Server.
  
        
 
         
         	 [bookmark: pgfId-134676]CSCur76819
  
         	 [bookmark: pgfId-134678]Link State for external interfaces display “No Link Detected” status.
  
        
 
         
         	 [bookmark: pgfId-134690]CSCun59910
  
         	 [bookmark: pgfId-134692]Cannot power off the EHWIC E-Series NCE.
  
        
 
         
         	 [bookmark: pgfId-134738]CSCup50049
  
         	 [bookmark: pgfId-134740]vKVM connection drops when the EHWIC E-Series NCE power cycles. 
  
        
 
         
         	 [bookmark: pgfId-135176]CSCus08668 
  
         	 [bookmark: pgfId-135178]UCS-E140S-M1—The CIMC console is not displayed on the Cisco IOS XE when the module is in booting state.
  
        
 
         
         	 [bookmark: pgfId-135195]CSCun54441 
  
         	 [bookmark: pgfId-135197]Cannot update the BIOS/firmware using the HUU.
  
        
 
         
         	 [bookmark: pgfId-135204]CSCty86334
  
         	 [bookmark: pgfId-135206]The VMware vSphere Hypervisor 5.0 installation crashes with a purple screen if the virtual drive stripe size is less than 64 KB.
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     	 [bookmark: pgfId-122772] Open Source Used in Cisco UCS E-Series Servers and the Cisco UCS E-Series Network Compute Engine, Release 2.x 
 
     	 [bookmark: pgfId-122773]Third-Party Tools Plug-In Documentation:
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