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Cisco Bug Search Tool
The Cisco Bug Search Tool (BST) allows partners and customers to search for software bugs based on product,
release, and keyword, and aggregates key data such as bug details, product, and version. The BST is designed
to improve the effectiveness in network risk management and device troubleshooting. The tool has a provision
to filter bugs based on credentials to provide external and internal bug views for the search input.

To view the details of a caveat, click on the identifier.

Open Caveats in Cisco IOS XE 17.13.x
HeadlineIdentifier

9500X/9600X SVL: Support permit/deny ACL logging on 9500X/9600XCSCwf67769

Need switch to host macsec support in Sda overlay networkCSCwh35728

C9600X-SUP-2: Unexpected reload during upgrade to 17.12.1 when using
C9600-LC-40YL4CD

CSCwh45085

Resolved Caveats in Cisco IOS XE 17.13.1
HeadlineIdentifier

(C9600) Unexpected reboot due to FED process heldown with NetflowCSCwe89814

(C9600) Unexpected reload upon removing netflow commands.CSCwe91069

Caveats
1

https://bst.cloudapps.cisco.com/bugsearch/
https://bst.cloudapps.cisco.com/bugsearch/bug/CSCwf67769
https://bst.cloudapps.cisco.com/bugsearch/bug/CSCwh35728
https://bst.cloudapps.cisco.com/bugsearch/bug/CSCwh45085
https://bst.cloudapps.cisco.com/bugsearch/bug/CSCwe89814
https://bst.cloudapps.cisco.com/bugsearch/bug/CSCwe91069
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