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Cisco Bug Search Tool
The Cisco Bug Search Tool (BST) allows partners and customers to search for software bugs based on product,
release, and keyword, and aggregates key data such as bug details, product, and version. The BST is designed
to improve the effectiveness in network risk management and device troubleshooting. The tool has a provision
to filter bugs based on credentials to provide external and internal bug views for the search input.

To view the details of a caveat, click on the identifier.

Open Caveats in Cisco IOS XE Dublin 17.10.x
There are no open caveats in this release.

Resolved Caveats in Cisco IOS XE Dublin 17.10.1
HeadlineIdentifier

Multicast traffic may stop after ISSU or stby reload followed by switchover if stby
AppGigE enabled

CSCwc35584
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https://bst.cloudapps.cisco.com/bugsearch/
https://bst.cloudapps.cisco.com/bugsearch/bug/CSCwc35584
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Resolved Caveats in Cisco IOS XE Dublin 17.10.1
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