
Cisco TrustSec SGT Caching

The Cisco TrustSec SGT Caching feature enhances the ability of Cisco TrustSec to make Security Group Tag
(SGT) transportability flexible. This feature identifies IP-SGT bindings, and caches the corresponding SGTs
so that network packets are forwarded through all the network services for normal deep-packet inspection
processing, and at the service egress point the packets are re-tagged with the appropriate SGT.

Only IPv4 SGT caching is supported. High availability is supported for SGT caching.

• Information about Cisco TrustSec, on page 1
• Feature Information for Cisco TrustSec, on page 1

Information about Cisco TrustSec
Cisco TrustSec provides security improvements to Cisco network devices based on the capability to strongly
identify users, hosts, and network devices within a network. TrustSec provides topology-independent and
scalable access controls by uniquely classifying data traffic for a particular role. TrustSec ensures data
confidentiality and integrity by establishing trust among authenticated peers and encrypting links with those
peers.

The key component of Cisco TrustSec is the Cisco Identity Services Engine (ISE). Cisco ISE can provision
switches with TrustSec Identities and Security Group ACLs (SGACLs), though these may be configured
manually on the switch.

Feature Information for Cisco TrustSec
The following table provides release information about the feature or features described in this module. This
table lists only the software release that introduced support for a given feature in a given software release
train. Unless noted otherwise, subsequent releases of that software release train also support that feature.

Use Cisco Feature Navigator to find information about platform support and Cisco software image support.
To access Cisco Feature Navigator, go to www.cisco.com/go/cfn. An account on Cisco.com is not required.
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Table 1: Feature Information for Cisco TrustSec

Feature InformationReleasesFeature
Name

Cisco TrustSec provides security improvements to
Cisco network devices based on the capability to
strongly identify users, hosts, and network devices
within a network. CiscoTrustSec provides
topology-independent and scalable access controls by
uniquely classifying data traffic for a particular role.
Cisco TrustSec ensures data confidentiality and
integrity by establishing trust among authenticated
peers and encrypting links with those peers.

Cisco IOS
XE
Everest
16.6.1

Cisco
TrustSec
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