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Cisco Bug Search Tool
The Cisco Bug Search Tool (BST) allows partners and customers to search for software bugs based on product,
release, and keyword, and aggregates key data such as bug details, product, and version. The BST is designed
to improve the effectiveness in network risk management and device troubleshooting. The tool has a provision
to filter bugs based on credentials to provide external and internal bug views for the search input.

To view the details of a caveat, click on the identifier.

Open Caveats in Cisco IOS XE Dublin 17.10.x
There are no open caveats in this release.

Resolved Caveats in Cisco IOS XE Dublin 17.10.1
HeadlineApplicable

Models
Identifier

C9000 - IPv6 Source Guard filter not programmed in hardware when
different SISF polices are attached

9300CSCwc83686

C9300L uplink using GLC-SX-MMD not coming up9300LCSCwc29733

hw-module breakout command notworking onC9300-48UN IOS version
17.6.3

9300CSCwc88452

"license boot level" command line duplicated if there is no DNA addon
license

9300, 9300LCSCwc85671
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https://bst.cloudapps.cisco.com/bugsearch/
https://bst.cloudapps.cisco.com/bugsearch/bug/CSCwc83686
https://bst.cloudapps.cisco.com/bugsearch/bug/CSCwc29733
https://bst.cloudapps.cisco.com/bugsearch/bug/CSCwc88452
https://bst.cloudapps.cisco.com/bugsearch/bug/CSCwc85671


HeadlineApplicable
Models

Identifier

Link between 9500x/9600X QSA/SFP+ to 9300L 10G doesn't come up
after reload

9300LCSCwa06718
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https://bst.cloudapps.cisco.com/bugsearch/bug/CSCwa06718
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