
Caveats

Caveats describe unexpected behavior in a product. The Open Caveats section lists open caveats that apply
to the current release and may apply to previous releases. A caveat that is open for a prior release and is still
unresolved applies to all future releases until it is resolved.

To view the details of the software bugs pertaining to your product, perform the following task:

• Click the Caveat ID/Bug ID number in the table.

The corresponding Bug Search Tool window is displayed with details of the Caveat ID/Bug ID.

The Bug Search Tool (BST), which is the online successor to the Bug Toolkit, is designed to improve the
effectiveness in network risk management and device troubleshooting. The BST allows partners and customers
to search for software bugs based on product, release, and keyword, and aggregates key data, such as bug
details, product, and version. The tool has a provision to filter bugs based on credentials to provide external
and internal bug views for the search input.

To view the details of a caveat whose ID you do not have, perform the following procedure:

1. Access the BST using your Cisco user ID and password at:

https://tools.cisco.com/bugsearch/

2. In the Bug Search window that is displayed, enter the necessary information in the corresponding fields.

For more information about how to use the Cisco Bug Search Tool effectively, including how to set email
alerts for bugs and to save bugs and searches, see Bug Search Tool Help & FAQ.

This chapter lists the Open and Resolved Caveats in Cisco DCNM, and contains the following section:

• Cisco DCNM, Release 10.4(1), on page 1

Cisco DCNM, Release 10.4(1)

Resolved Caveats
The following table lists the Resolved bugs for Cisco DCNM, Release 10.4(1).

DescriptionCaveat ID Number

Inconsistency in the display of graph and table data in the Performance
Monitoring pages.

CSCvf22408
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DescriptionCaveat ID Number

Temperature report throws error when clicked on the email link that has csv
format.

CSCvf35701

Issue with PM collection on OVA federated upgraded setup.CSCvf39437

The Temperature screen times out after Endpoint Locator database clean up.CSCvf41732

Cisco DCNM password is visible in plain text.CSCve25345

VLAN reusability issue after DCNM restart.CSCvf41787

The Partitions drop-down options are not sorted in the Configure > LAN Fabric
Auto-Configuration > Networks list screen.

CSCvf46667

Open Caveats
The following table lists the Open bugs for Cisco DCNM, Release 10.4(1).

DescriptionCaveat ID Number

OIF is missing for most of the flows after rebooting Native-HA active node.CSCvg39307

Sorting issue for Error Discard in the table of the Link Utilizations of ISLs.CSCvf94187

Native HA validation for Active/Standby on different subnets.CSCvg32790

When you log into the VMware vSphere Web Client, the Adobe Shockwave
Flash crashes with the latest Google Chrome 62.0.3202.62 (64-bit), Mozilla
Firefox 56.0.1 (64-bit) and Internet Explorer 8.0.7601.17514. Hence you cannot
install Cisco DCNM on VMware ESX using VMware vSphere Web Client.
This is a known issue with Adobe Shockwave Flash version 27.0.0.159.

CSCvg42974

After performing POAP, the bootstatus is not updated with older images in the
POAP tab.

CSCve22734

Upgrading 10.2(1) OVA federation to 10.4(1)S18 -AMQP is not starting
automatically or manually.

CSCvg41098

HTTP to HTTPS redirection is blocked in Cisco DCNM 10.4(1).CSCvg51299

Temperature is not collected for large set up after upgrade on OVA image.CSCvg51170
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