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C H A P T E R 1
Introduction

• Overview, on page 1
• Prerequisites, on page 2
• Related Documentation, on page 2

Overview
With the Cisco Firepower Management Center (FMC) Remediation Module for Tetration, when an attack on
your network from an infected host is detected by the FMC, the offending host can be quarantined by a
Tetration Analytics (TA) enforcement agent so that no further traffic is allowed to go in or out of that host.
The following illustration shows the relationship between the FMC and Tetration when the remediation module
is installed:

The illustration also shows the overall process of quarantining the network attack:
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