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Introduction to the Cisco Firepower App for IBM QRadar

The Cisco Firepower App for IBM QRadar helps you analyze and contain threats to your network by providing
insight from multiple security products in QRadar.

The QRadar Security Information and Event Management (SIEM) tool provides anomaly detection, incident
forensics, and vulnerability management.

After you set up the app, you can view event data from your Firepower system in graphical form in the QRadar
console.

DSM Custom Field Properties

The following fields are part of the DSM:
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. DSM Custom Field Properties

* |= Custom Extraction Properties (32}
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