Known Issues

For your convenience, the release notes list the known issues for major releases. We do not list known issues
for maintenance releases or patches.

If you have a support contract, you can use the Cisco Bug Search Tool to obtain up-to-date bug lists. You can
constrain searches to bugs affecting specific platforms and versions. You can also search by bug status, bug
ID, and for specific keywords.

|

Important  Bug lists are auto-generated once and are not subsequently updated. Depending on how and when a bug was
categorized or updated in our system, it may not appear in the release notes. You should regard the Cisco Bug
Search Tool as the source of truth.

* Open Bugs in Version 6.7.0, on page 1

Open Bugs in Version 6.7.0

Table last updated: 2022-11-02

Table 1: Open Bugs in Version 6.7.0

Bug ID Headline

CSCvv59527 Unresponsive pxGridv2 endpoint download hangs ADI, SFDataCorrelator

CSCvv95130 FTD device (ASA 5500-X & Firepower 1000/2100 series) does not respond after
restore from backup

CSCvv99419 [6.7.0] FDM Snort 3 SSL Policy addition/removal causing Snort to restart w/o Ul
warning

CSCvw20092 File Policy not set in eStreamer event for malware event created by a retrospective
event

CSCvw41726 FMC Monitoring Syslog setting manually the Page works erratically

CSCvw46630 FTD: NLP path dropping return ICMP destination unreachable messages

CSCvw48743 Performance Degradation observed with connection based debugging
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Bug ID Headline

CSCvw51105 6.7.0 FMC pxGrid connection to ISE 3.0 does not work when ipv6 is configured

CSCvx27993 CIAM: linux-kernel 3.14.39 CVE-2020-28374 and others

CSCvx71029 Speed autonegotiation may need to be disabled on switch connected to FPR device
with SFP link
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