
Management Capability in Version 6.2.0.x

• Management Capability: Firepower Management Center, on page 1
• Local Management Capability: ASA FirePOWER Module, Firepower Device Manager, and 7000 and
8000 Series Devices, on page 2

Management Capability: Firepower Management Center
You can use the Firepower Management Center web interface to configure and manage the Firepower
Management Center and its managed devices. Alternatively, you can use the UI on specific device platforms
to configure andmanage those specific device platforms (see LocalManagement Capability: ASA FirePOWER
Module, Firepower Device Manager, and 7000 and 8000 Series Devices).

If a managed device is running Version 6.2.0.x, you must use at least Version 6.2.0 of the Firepower
Management Center to manage the device. If a Firepower Management Center is running Version 6.2.0.x, it
can manage devices running the versions specified in the following table.

Table 1: Device Version Requirements to be Managed by Firepower Management Center Running Version 6.2.0.x

Minimum Required Version for DeviceDevice

Version 6.1.07000 and 8000 Series managed devices

Version 6.1.0NGIPSv virtual managed devices

Version 6.1.0ASA with FirePOWER Services on ASA 5512-X,
ASA 5515-X, ASA 5525-X, ASA 5545-X, ASA
5555-X, ASA 5585-X-SSP-10, ASA 5585-X-SSP-20,
ASA 5585-X-SSP-40, ASA 5585-X-SSP-60

Version 6.1.0ASA with FirePOWER Services on ASA 5506-X,
ASA 5506W-X, ASA 5506H-X, ASA 5508-X, ASA
5516-X

Version 6.1.0Firepower Threat Defense on ASA 5506-X, ASA
5506W-X, ASA 5506H-X, ASA 5508-X, ASA
5512-X, ASA 5515-X, ASA 5516-X, ASA 5525-X,
ASA 5545-X, ASA 5555-X

Management Capability in Version 6.2.0.x
1



Minimum Required Version for DeviceDevice

Version 6.1.0Firepower Threat Defense on Firepower 9300 (with
SM-24, SM-36, or SM-44 security modules)

Version 6.1.0Firepower Threat Defense on Firepower 4110,
Firepower 4120, Firepower 4140, Firepower 4150

On VMware: Version 6.1.0

On AWS: Version 6.1.0

On KVM: Version 6.1.0

On Azure: Version 6.2.0

Firepower Threat Defense Virtual

Local Management Capability: ASA FirePOWER Module,
Firepower Device Manager, and 7000 and 8000 Series Devices

On select device platforms tailored for smaller deployments, you can use a GUI to configure and manage the
devices. These platforms include the ASAwith FirePOWERServices module managed with ASDMor devices
running FTD managed by Firepower Device Manager.

Also, you can use a web interface to perform limited configuration on 7000 and 8000 Series devices.

Alternatively, you can use the Firepower Management Center web interface to configure and manage these
devices (see Management Capability: Firepower Management Center, on page 1).

ASA FirePOWER Module Managed with ASDM

Supported Platforms: ASA 5506-X, ASA 5506H-X, ASA 5506W-X, ASA 5508-X, ASA 5516-X, ASA
5512-X, ASA 5515-X, ASA 5525-X, ASA 5545-X, ASA 5555-X, ASA 5585-X-SSP-10, ASA 5585-X-SSP-20,
ASA 5585-X-SSP-40, ASA 5585-X-SSP-60

You can use ASDM to configure and manage an ASA FirePOWER module running Version 6.2.0.x.

See the Cisco ASAwith FirePOWER Services LocalManagement Configuration Guide for more information.

Firepower Threat Defense Devices Managed by Firepower Device Manager

Supported Platforms: ASA 5506-X, ASA 5506H-X, ASA 5506W-X, ASA 5508-X, ASA 5512-X, ASA
5515-X, ASA 5516-X, ASA 5525-X, ASA 5545-X, ASA 5555-X

You can use the Firepower Device Manager to configure and manage a FTD device running Version 6.2.0.x.

See the Cisco Firepower Threat Defense Configuration Guide for Firepower Device Manager for more
information.

7000 and 8000 Series Devices

Supported Platforms: 7010, 7020, 7030, 7050, 7110, 7115, 7120, 7125, 8120, 8130, 8140, 8250, 8260, 8270,
8290, 8350, 8360, 8370, 8390, AMP7150, AMP8050, AMP8150, AMP8350, AMP8360, AMP8370, AMP8390
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Local Management Capability: ASA FirePOWER Module, Firepower Device Manager, and 7000 and 8000 Series Devices

https://www.cisco.com/c/en/us/td/docs/security/firepower/620/asa-fp-services/asa-with-firepower-services-local-management-configuration-guide-v620.html
https://www.cisco.com/c/en/us/td/docs/security/firepower/620/fdm/fptd-fdm-config-guide-620.html


You can use the web interface for a 7000 or 8000 Series device running Version 6.2.0.x to manage limited
configurations on that device. Youmust use the FirepowerManagement Center for some device configurations
not accessible from the 7000 and 8000 Series web interface.

See the Firepower Management Center Configuration Guide for more information.

Management Capability in Version 6.2.0.x
3

Management Capability in Version 6.2.0.x
Local Management Capability: ASA FirePOWER Module, Firepower Device Manager, and 7000 and 8000 Series Devices

http://www.cisco.com/go/firepower-config
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Local Management Capability: ASA FirePOWER Module, Firepower Device Manager, and 7000 and 8000 Series Devices
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