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• keys:

SSH public keys to add in the authorized keys.

• dns:

DNS used by Cisco Cyber Vision. If not specified, Cisco Umbrella is used by default:
https://docs.umbrella.com/mssp-deployment/docs/point-dns-to-cisco-umbrella.

• dhcpd-enabled:

Enable or not DHCPD on the Collection network interface. Accepts "true" or "false" as string.

• single-interface:

Deploy Cisco Cyber Vision in single interface mode as default mode.

• center-type:

Type of Cisco Cyber Vision Center to deploy: Standalone (default), Local Center or Global Center.

• center-id:

Specify Center ID. If not provided, a new one is generated at first boot.

• fqdn:

FQDN to access the Cisco Cyber Vision web application. Public IPv4 DNS is used by default.

• ipset:

Configure allowed networks. 169.254.0.0/16 and 0.0.0.0/0 (all networks) are used by default.

Examples:

• To deploy a standalone Center, leave the textbox empty.

• To deploy a Local Center, the minimal configuration is:

{
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"center-type": "Local Center",

}

• To deploy a Global Center, the minimal configuration is:

{

"center-type": "Global Center",

}
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