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This document demonstrates the proposed architecture. Consult the local network engineer before applying
the parameters. Verify IP addresses, port numbers, and VLAN IDs to ensure that configurations do not interrupt
normal exchanges or halt the process.

The schema illustrates how the architecture virtually deploys on the Linux host to embed the sensor application.
Configuring VLAN and physical ports allows copying OT traffic and establishing communication with the
Cisco Cyber Vision Center.

The communication between the Cisco Cyber Vision Center and the sensor appears in blue. Mirrored OT

traffic appears in red.
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