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Monitor Dashbhoards

* Data Integrity Dashboard, on page 1
* Resource Utilization Dashboard, on page 2

Data Integrity Dashboard

The Data Integrity dashboard serves as a centralized hub for monitoring the health and flow of data from the
inputs that you have created. The dashboard provides you with a comprehensive view of the statistics and
status of each application's data, ensuring that you have the insights that are needed to maintain the integrity
and reliability of your security environment.

Figure 1: Data Integrity Dashboard

Data Integrity ~

Cisco Data Volume Data by Product and Splunk Indexjes)

Time Range Index Clsco Product

Saurce Type

| All time - ‘ | A m- Dug, Secure Mal.. (7}~ | | ciscosma:submis... (7)

Secure Firewall Duo DR Secure Malware Analytics Multicloud Defense
292,482 4699701 0 0 o 4-292 800 +-1382 0 0

___MJ\_/ Hl\_.«__ ___/*/\ 4{\ ’L

Data Ingest by Index Data Valume By Source Type

N
N
1200 AM
Status Connectivity
Product ¢  Status 2 Input & Host = Source Type + Product ¢ Connectivity ¢ Count 2 Volume (M5) =
Dua Connecte dug api- ciscoduo Firewall 3706 9426
d firsttest.duosecurity.co eStreamer
m
Firewrall ian 4367
Firawal Connecte  firewall_sStraamer 19818133194 siscorsfviestran Syslog
e d
Dug 2076 9545
Secure 2273 o

Malware

Monitor Dashboards .



Monitor Dashhoards |
. Resource Utilization Dashboard

Data I ntegrity Dashboard Specifics
* You can filter data using the Time Range, I ndex, Cisco Product, or Sour ce Type filters:

1. TimeRange: defines the time for which you would like to see data. Works with all tiles on the
dashboard.

2. Index: indexes that you’ve used while creating inputs on the Configuration Application pages. The
filter works only with the Event count cards located at the top of the page. It shows “0” on all other
cards.

3. Cisco Product: allows to filter data by Product Name. Works with all tiles on the dashboard, except
Event count cards.

4. Source Type: source types that were used while creating inputs on the Configuration Application
pages. Works with all tiles on the dashboard, except Event count cards.

* The Data I ntegrity dashboard is XML-based.

To edit the dashboard, click the Edit button.
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Note This action will only affect the existing user.

Resource Utilization Dashbhoard

The Resource Utilization dashboard is a vital component of Security Cloud App. It provides a detailed
account of the performance and monitors the health of the inputs that you have created. Resour ce Utilization
dashboard is instrumental in ensuring that your security infrastructure is running optimally and that resources
are being used effectively.
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Figure 2: Resource Utilization Dashboard
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* You can filter data using the Time Range, Index, Cisco Product, or Source Type filters:

1. Time Range: defines the time for which you would like to see data.

Cisco Product: allows to filter data by Product Name.

2
3. Host: allows to filter data by Host.
4

Error type: allows to filter data by the type of error.

» The Resour ce Utilization dashboard is XML-based.

To edit the dashboard, click the Edit button.
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Note This action will only affect the existing user.
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