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About Multicloud Defense

Cisco Multicloud Defense is a cloud-native, multi-cloud network security solution designed to secure traffic
entering and leaving your cloud environment. It functions as a perimeter security solution, inspecting network
traffic for threats and enforcing access control policies to protect your cloud resources. Cisco Multicloud
Defense, also known as Multicloud Defense, offers an array of security features such as intrusion detection
and prevention, application-layer firewall, SSL/TLS decryption, and content filtering across AWS, Azure,
and Google Cloud Platform (GCP), and OCI.

Multicloud Defense caters to:

* Users of platforms such as AWS, Azure, GCP, OCI who are looking at protecting their assets over the
cloud.

* Cloud Service providers.

* Administrators — Customer administration teams and administrators both external and internal to Cisco.
* Development Operations (DevOps and DevSecOps).

* Security Operation Centers (SOCs).

* Security and Cloud Architects.
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