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Get Started With Security Cloud Control
The Get started with Security Cloud Control is an intuitive interface that guides you through sequential
tasks for efficiently setting up and configuring your firewalls.

Sign in to Security Cloud Control and in the top menu, click ( ).

• The Manage firewalls page provides links to:

• Onboard and manage Catalyst SD-WAN.

• Subscribe to receive notifications for troubleshooting common issues.

Sign in to Security Cloud Control
To sign in to Security Cloud Control, you need a Cisco Security Cloud Sign On account. If you don’t have
an account, you can create one using Creating a Security Cloud Sign On Account and configure multifactor
authentication with either Duo MFA or Google Authenticator.

If you have only one organization associated with your account, it is always the default account when you
log in. If you have multiple organizations that are associated with your account, the one that you used last is
selected after you sign in.

• Open Security Cloud Control at https://security.cisco.com/.

• Sign in with your Security Cloud Sign On credentials andMFA options that you established when creating
your account.
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The Security Cloud Control Dashboard
The Security Cloud Control dashboard is your central hub for monitoring and managing organization-level
details across various categories. Upon logging in, you can access a customizable dashboard that offers critical
insights and actions to optimize security and operational efficiency.

Customize Your Dashboard

Make your dashboard fit your specific needs by customizing the visible widgets.

1. On the Home page, click Customize.

2. Select or deselect the widgets you want to view on the dashboard.

3. You can drag and drop the widgets to arrange them as you prefer.

• Top Intrusion and Malware Events: Helps you monitor and respond to top intrusion and malware
events. The widget displays Intrusion Events and Malware Events and allows you to filter data for the
last 90, 60, and 30 days. You can filter between Allowed (default) and Blocked events.

Catalyst SD-WANManager will show the data for the last 30 days only on cross
launch.

Note

Announcements

Click the Announcements icon to view the most recent Security Cloud Control features and updates. Links
to related documentation are provided if you need more information on any of the items listed.
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