
Open and Resolved Bugs

This document lists the open and resolved bugs in the cloud-delivered Firewall Management Center as of
April 2, 2024.

Bug lists are auto-generated once and are not updated between upates of cloud-delivered Firewall Management
Center. Depending on how and when a bug was categorized or updated in our system, it may not appear in
the release notes.

Note

• Open Bugs, on page 1
• Resolved Bugs, on page 2

Open Bugs

Bug lists are auto-generated once and are not subsequently updated. Depending on how and when a bug was
categorized or updated in our system, it may not appear in the release notes. If you have a support contract,
you can view the bugs below in the Cisco Bug Search Tool.

Important

Table 1: Open Bugs in the April 2, 2024 update of Cloud-delivered Firewall Management Center

HeadlineBug ID

CdFMC: Seeing bulk registration issues whilemigrating Secure Firewall Threat DefenseCSCwh24268

cdFMC: Table View of Rule Update Import Log UI is throwing error, unable to check
SRU update log

CSCwi31563

cdFMC: cannot migrate TPK MI chassis manager to cdFMCCSCwi65988

cdFMC Multiple health monitor widgets throwing Error while fetching dataCSCwj08822

Health Policy Configuration - Unable to remove device from the policyCSCwj29351

cdFMC: FTD Cluster Registration failing with internal errorCSCwj30329
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https://tools.cisco.com/bugsearch/
https://bst.cloudapps.cisco.com/bugsearch/bug/CSCwh24268
https://bst.cloudapps.cisco.com/bugsearch/bug/CSCwi31563
https://bst.cloudapps.cisco.com/bugsearch/bug/CSCwi65988
https://bst.cloudapps.cisco.com/bugsearch/bug/CSCwj08822
https://bst.cloudapps.cisco.com/bugsearch/bug/CSCwj29351
https://bst.cloudapps.cisco.com/bugsearch/bug/CSCwj30329


Resolved Bugs
Table 2: Resolved Bugs in the April 2, 2024 update of Cloud-delivered Firewall Management Center

HeadlineIdentifier

IPS policy should be imported when its referred in Access Control policyCSCvz42065

File list preview: Deleting two list having few similar contents throws stacktrace
on FMC-UI

CSCvx75441

Cloud-delivered Firewall Management Center will not allow download of files
from devices using the File Download Page

CSCwd29926

Cloud-delivered FMC: On-premises FMC does not show correct node status
(control/data)

CSCwd63987

CDO Malware Policy unable to deleteCSCwd72573

Predefined FlexConfig Text Objects are not exported by Import-ExportCSCwd75738

Device API healthStatus for cluster devices not aligned with health status on
device listing

CSCwd79150

Deployment changes to push VDB package based on Device model and snort
engine

CSCwd88641

On a cloud-delivered FMC there is no way to send events to syslog without
sending to SAL/CDO as well

CSCwe07928

CDO FTD migration failed due to colon and semi-colon in device namesCSCwe48606

Stale health alerts in notification tableCSCwe09465

Secure Firewall Threat Defense RA VPN: DNS Server Association with
DfltGrpPolicy is removed after migrating FTDs to CDO

CSCwe10871

The region for creating an AMP Cloud Connection is different from where the
cloud-delivered Firewall Management Center is deployed

CSCwe60534

[cdfmc]NetworkDiscovery Policy(ND): Notificationmessage about unsupported
functionality

CSCwf02673

Snort down due to missing lua files because of disabled application detectors
(VDB side)

CSCwf14031

No logrotate and max size is configured for Health.log fileCSCwf20958

Prometheus Data folder backup and restore during upgrade and DRCSCwf55325

CDFMC: VDB version rolling back to old version after performing Disaster
Recovery

CSCwf89265
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https://bst.cloudapps.cisco.com/bugsearch/bug/CSCvz42065
https://bst.cloudapps.cisco.com/bugsearch/bug/CSCvx75441
https://bst.cloudapps.cisco.com/bugsearch/bug/CSCwd29926
https://bst.cloudapps.cisco.com/bugsearch/bug/CSCwd63987
https://bst.cloudapps.cisco.com/bugsearch/bug/CSCwd72573
https://bst.cloudapps.cisco.com/bugsearch/bug/CSCwd75738
https://bst.cloudapps.cisco.com/bugsearch/bug/CSCwd79150
https://bst.cloudapps.cisco.com/bugsearch/bug/CSCwd88641
https://bst.cloudapps.cisco.com/bugsearch/bug/CSCwe07928
https://bst.cloudapps.cisco.com/bugsearch/bug/CSCwe48606
https://bst.cloudapps.cisco.com/bugsearch/bug/CSCwe09465
https://bst.cloudapps.cisco.com/bugsearch/bug/CSCwe10871
https://bst.cloudapps.cisco.com/bugsearch/bug/CSCwe60534
https://bst.cloudapps.cisco.com/bugsearch/bug/CSCwf02673
https://bst.cloudapps.cisco.com/bugsearch/bug/CSC14031
https://bst.cloudapps.cisco.com/bugsearch/bug/CSCwf20958
https://bst.cloudapps.cisco.com/bugsearch/bug/CSCwf55325
https://bst.cloudapps.cisco.com/bugsearch/bug/CSCwf89265


HeadlineIdentifier

PBR configuration using User Identity is not migrated during FTD migration to
cdFMC

CSCwh45488

Need to update awscli to address CVEs.CSCwh64992

Login attempt to ccdFMC returns 401 Unauthorized for
/api/ui_platform/v1/uiauth/generatetoken

CSCwh89058

After importing AC policy, Realm is not present in UI causing validation error
for Azure AD users

CSCwi34323

ACP page goes blank or error thrown if one of the ACP rules has user created
app filter

CSCwi82189
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https://bst.cloudapps.cisco.com/bugsearch/bug/CSCwh45488
https://bst.cloudapps.cisco.com/bugsearch/bug/CSCwh64992
https://bst.cloudapps.cisco.com/bugsearch/bug/CSCwf89058
https://bst.cloudapps.cisco.com/bugsearch/bug/CSCwi34323
https://bst.cloudapps.cisco.com/bugsearch/bug/CSCwi82189
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