
Caveats

This chapter describes open and resolved severity 1 and 2 caveats and select severity 3 caveats:

• The “Open Caveats” sections list open caveats that apply to the current release andmay apply to previous
releases. A caveat that is open for a prior release and is still unresolved applies to all future releases until
it is resolved.

• The “Resolved Caveats” sections list caveats resolved in a specific release, but open in previous releases.

The bug IDs are sorted alphanumerically.

The Caveats section includes the bug ID and a short description of the bug. For details on the symptoms,
conditions, and workaround for a specific caveat you must use the Bug Search Tool.

Note

• Resolved Caveats – Cisco IOS XE 17.13.1, on page 1
• Open Caveats–Cisco IOS XE 17.13.1, on page 2
• Cisco Bug Search Tool, on page 2

Resolved Caveats – Cisco IOS XE 17.13.1
HeadlineIdentifier

Unable to remove service-policy from from standby member link.CSCwh88274

Lost CEM circuit configuration after reboot.CSCwi75499

The process pubd is not running in ASR920 and RSP2 device.CSCwh84408

Unable to remove the service instance under interface.CSCwh68394

ISIS: Counter for the number of redistributed routes does not get decremented.CSCwj01024
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https://bst.cloudapps.cisco.com/bugsearch/bug/CSCwh88274
https://bst.cloudapps.cisco.com/bugsearch/bug/CSCwi75499
https://bst.cloudapps.cisco.com/bugsearch/bug/CSCwh84408
https://bst.cloudapps.cisco.com/bugsearch/bug/CSCwh68394
https://bst.cloudapps.cisco.com/bugsearch/bug/CSCwj01024


Open Caveats–Cisco IOS XE 17.13.1
HeadlineIdentifier

Traffic drop seen when BW on the Gig interface is changed to 100 Mb with MTU
beyond 5000

CSCwh17987

3GMS Serial interface protocol down with specific modem.CSCwj05647

Serial cease traffic when configuring module other port.CSCwj06370

Port LED status glows in green color even after the peer end connection is removed
and same other wise too.

CSCwi64206

Increased CPU after upgrading router to 17.6.3 from 16.9.4 when 1000 SLM/DMM
sessions are configured.

CSCwh75614

Netconf RPC failed to apply if increase mpls MTU limit to 9644 bytes.CSCwh66210

Cisco Bug Search Tool
Cisco Bug Search Tool (BST), the online successor to Bug Toolkit, is designed to improve effectiveness in
network risk management and device troubleshooting. You can search for bugs based on product, release,
and keyword, and aggregates key data such as bug details, product, and version. For more details on the tool,
see the help page located at http://www.cisco.com/web/applicat/cbsshelp/help.html
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https://bst.cloudapps.cisco.com/bugsearch/bug/CSCwh17987
https://bst.cloudapps.cisco.com/bugsearch/bug/CSCwj05647
https://bst.cloudapps.cisco.com/bugsearch/bug/CSCwj06370
https://bst.cloudapps.cisco.com/bugsearch/bug/CSCwi64206
https://bst.cloudapps.cisco.com/bugsearch/bug/CSCwh75614
https://bst.cloudapps.cisco.com/bugsearch/bug/CSCwh66210
https://tools.cisco.com/bugsearch/
http://www.cisco.com/web/applicat/cbsshelp/help.html
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