
New and Changed Feature Information

This chapter lists all the features that have been added or modified in this guide. The table also contains
references to these feature documentation sections.

• System Security Features Added or Modified in IOS XR Release 6.3.x, on page 1

System Security Features Added or Modified in IOS XR Release
6.3.x

Where DocumentedChanged in ReleaseDescriptionFeature

See Initializing the ARP
Cache for IS-IS
Adjacencies section of the
Release Notes for Cisco
ASR 9000 Series Routers,
IOS XR Release 6.3.1.

Release 6.3.1This feature was
introduced.

Initializing the ARP
Cache for IS-IS
Adjacencies

See Type 8 and Type 9
Passwords section of the
Configuring AAA Services
chapter.

Release 6.3.1This feature was
introduced.

AAA Security Type 8 and
Type 9 PasswordHashing
Security Enhancement

See Command
Accounting section of the
Configuring AAA Services
chapter.

Release 6.3.2This feature was
introduced.

Command Accounting

See MPP for Third-Party
Applications Chapter.

Release 6.3.2This feature was
introduced.

MPP for Third-Party
Applications

See MACSec Using
EAP-TLS Authentication
Chapter.

Release 6.3.2This feature was
introduced.

MACSecUsingEAP-TLS
Authentication

SeeConfiguring Software
Authentication Manager

Release 6.3.2This feature was
introduced.

RPM Signing and
Verification

New and Changed Feature Information
1

b-system-security-cg-asr9000-63x_chapter2.pdf#nameddest=unique_7
b-system-security-cg-asr9000-63x_chapter2.pdf#nameddest=unique_7
b-system-security-cg-asr9000-63x_chapter2.pdf#nameddest=unique_8
b-system-security-cg-asr9000-63x_chapter2.pdf#nameddest=unique_8


Where DocumentedChanged in ReleaseDescriptionFeature

See Configure MACSec
Chapter.

Release 6.3.3This feature was
introduced.

Global MACsec
Shutdown
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