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Clear the DATAFLT Alarm 277
2.7.72 DBOSYNC  2-17

Clear the DBOSYNC Alarm  2-77
2.7.73 DCU-LOSS-FAIL  2-78
2.7.74 DISCONNECTED 2-78

Clear the DISCONNECTED Alarm  2-78
2.7.75 DS3-MISM  2-78

Clear the DS3-MISM Condition  2-78
2.7.76 DSP-COMM-FAIL  2-79
2.7.77 DSP-FAIL  2-19
2.7.78 DUP-IPADDR  2-19

Clear the DUP-IPADDR Alarm  2-79
2.7.79 DUP-NODENAME  2-80

Clear the DUP-NODENAME Alarm  2-80
2.7.80 DUP-SHELF-ID  2-80
2.7.81 EHIBATVG 2-80

Clear the EHIBATVG Alarm  2-80
2.7.82 ELWBATVG 2-81

Clear the ELWBATVG Alarm  2-81
2.7.83 ENCAP-MISMATCH-P  2-81

Clear the ENCAP-MISMATCH-P Alarm  2-82
2784 EOC 2-83

Clear the EOC Alarm  2-83
2.7.85 EOC-L  2-85

Clear the EOC-L Alarm  2-86
2.7.86 EQPT 2-86

Clear the EQPT Alarm  2-86
2.7.87 EQPT-DIAG 2-87

Clear the EQPT-DIAG Alarm  2-87
2.7.88 EQPT-MISS  2-87

Clear the EQPT-MISS Alarm  2-87
2.7.89 ERFI-P-CONN  2-88

Clear the ERFI-P-CONN Condition  2-88
2.7.90 ERFI-P-PAYLD 2-88

Clear the ERFI-P-PAYLD Condition ~ 2-88
2.7.91 ERFI-P-SRVR 2-88

Clear the ERFI-P-SRVR Condition  2-89
2.7.92 ERROR-CONFIG ~ 2-89
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Clear the ERROR-CONFIG Alarm  2-89
2.7.93 ETH-LINKLOSS  2-90

Clear the ETH-LINKLOSS Condition  2-90
2.7.94 E-W-MISMATCH  2-90

Clear the E-W-MISMATCH Alarm with a Physical Switch

Clear the E-W-MISMATCH Alarm in CTC ~ 2-82
2.7.95 EXCCOL  2-92

Clear the EXCCOL Alarm  2-93
2.7.96 EXERCISE-RING-FAIL  2-93

Clear the EXERCISE-RING-FAIL Condition  2-83
2.7.97 EXERCISE-SPAN-FAIL  2-93

Clear the EXERCISE-SPAN-FAIL Condition  2-94
2.7.98 EXT 294

Clear the EXT Alarm  2-94
2.7.99 EXTRA-TRAF-PREEMPT  2-04

Clear the EXTRA-TRAF-PREEMPT Alarm  2-95
2.7.100 FAILTOSW 2-95

Clear the FAILTOSW Condition ~ 2-95
2.7.101 FAILTOSW-PATH  2-96

2-91

Clear the FAILTOSW-PATH Condition in a UPSR Configuration

2.7.102 FAILTOSWR  2-96

Clear the FAILTOSWR Condition in a BLSR Configuration
2.7.103 FAILTOSWS  2-98

Clear the FAILTOSWS Condition  2-98
2.7.104 FAN  2-100

Clear the FAN Alarm  2-100
2.7.105 FAPS  2-100

Clear the FAPS Alarm  2-101
2.7.106 FAPS-CONFIG-MISMATCH  2-101
2.7.107 FC-DE-NES 2101

Clear the FC-DE-NES Alarm  2-101
2.7.108 FC-NO-CREDITS  2-101

Clear the FC-NO-CREDITS Alarm  2-102
2.7.109 FDI 2103
2.7.110 FE-AIS  2-103

Clear the FE-AIS Condition ~ 2-103
2.7.111 FEC-MISM  2-103
2.7.112 FE-DS1-MULTLOS  2-103

Clear the FE-DS1-MULTLOS Condition  2-104
2.7.113 FE-DS1-NSA  2-104

2-97
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Clear the FE-DS1-NSA Condition  2-104
2.7.114 FE-DS1-SA  2-104

Clear the FE-DS1-SA Condition  2-105
2.7.115 FE-DS1-SNGLLOS ~ 2-108

Clear the FE-DS1-SNGLLOS Condition  2-105
2.7.116 FE-DS3-NSA  2-105

Clear the FE-DS3-NSA Condition  2-106
2.7.117 FE-DS3-SA  2-106

Clear the FE-DS3-SA Condition  2-106
2.7.118 FE-EQPT-NSA  2-106

Clear the FE-EQPT-NSA Condition ~ 2-107
2.7.119 FE-FRCDWKSWBK-SPAN  2-107

Clear the FE-FRCDWKSWBK-SPAN Condition  2-107
2.7.120 FE-FRCDWKSWPR-RING  2-107

Clear the FE-FRCDWKSWPR-RING Condition  2-108
2.7.121 FE-FRCDWKSWPR-SPAN  2-108

Clear the FE-FRCDWKSWPR-SPAN Condition  2-108
2.7.122 FE-IDLE  2-108

Clear the FE-IDLE Condition  2-108
2.7.123 FE-LOCKOUTOFPR-SPAN  2-109

Clear the FE-LOCKOUTOFPR-SPAN Condition  2-109
2.7.124 FE-LOF  2-109

Clear the FE-LOF Condition  2-110
2.7.125 FE-LOS  2-110

Clear the FE-LOS Condition  2-110
2.7.126 FE-MANWKSWBK-SPAN  2-110

Clear the FEEMANWKSWBK-SPAN Condition  2-111
2.7.127 FE-MANWKSWPR-RING ~ 2-111

Clear the FEEMANWKSWPR-RING Condition  2-111
2.7.128 FE-MANWKSWPR-SPAN  2-111

Clear the FEEMANWKSWPR-SPAN Condition  2-112
2.7.129 FEPRLF 2-112

Clear the FEPRLF Alarm on a Four-Fiber BLSR ~ 2-112
2.7.130 FIBERTEMP-DEG  2-112
2.7.131 FORCED-REQ  2-112

Clear the FORCED-REQ Condition ~ 2-113
2.7.132 FORCED-REQ-RING  2-113

Clear the FORCED-REQ-RING Condition  2-113
2.7.133 FORCED-REQ-SPAN  2-114

Clear the FORCED-REQ-SPAN Condition  2-114

Cisco ONS 15454 Troubleshooting Guide, R8.0
| November 2009 .“




M Contents

2.7.134 FP-LINK-LOSS  2-14

Clear the FP-LINK-LOSS Condition  2-114
2.7.135 FRCDSWTOINT = 2-114
2.7.136 FRCDSWTOPRI  2-115
2.7.137 FRCDSWTOSEC 2115
2.7.138 FRCDSWTQOTHIRD  2-115
2.7.139 FRNGSYNC ~ 2-115

Clear the FRNGSYNC Condition  2-116
2.7.140 FSTSYNC 2-116
2.7.141 FTA-MISMATCH  2-116
2.7.142 FULLPASSTHR-BI  2-116

Clear the FULLPASSTHR-BI Condition  2-117
2.7.143 GAIN-HDEG  2-117
2.7.144 GAIN-HFAIL  2-117
2.7.145 GAIN-LDEG =~ 2-117
2.7.146 GAIN-LFAIL ~ 2-117
2.7.147 GCC-EOC  2-117
2.7.148 GE-00SYNC 2-117
2.7.149 GFP-CSF  2-117

Clear the GFP-CSF Alarm  2-118
2.7.150 GFP-DE-MISMATCH 2-118

Clear the GFP-DE-MISMATCH Alarm  2-118
2.7.151 GFP-EX-MISMATCH  2-119

Clear the GFP-EX-MISMATCH Alarm  2-119
2.7.152 GFP-LFD  2-119

Clear the GFP-LFD Alarm  2-120
2.7.153 GFP-NO-BUFFERS  2-120

Clear the GFP-NO-BUFFERS Alarm  2-120
2.7.154 GFP-UP-MISMATCH 2121

Clear the GFP-UP-MISMATCH Alarm 2121
2.7.155 HELLO 21121

Clear the HELLO Alarm  2-122
2.7.156 HIBATVG 21122

Clear the HIBATVG Alarm  2-122
2.7.157 HI-CCVOLT 2122

Clear the HI-CCVOLT Condition  2-122
2.7.158 HI-LASERBIAS  2-123

Clear the HI-LASERBIAS Alarm  2-123
2.7.159 HI-LASERTEMP  2-123

Clear the HI-LASERTEMP Alarm  2-124
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2.7.160 HI-RXPOWER  2-124

Clear the HI-RXPOWER Alarm  2-125
2.7.161 HITEMP 2125

Clear the HITEMP Alarm ~ 2-125
2.7.162 HI-TXPOWER  2-126

Clear the HI-TXPOWER Alarm  2-126
2.7.163 HLDOVRSYNC  2-127

Clear the HLDOVRSYNC Condition  2-127
2.7.164 |-HITEMP  2-128

Clear the I-HITEMP Alarm  2-128
2.7.165 ILK-FAIL  2-128
2.7.166 IMPROPRMVL  2-128

Clear the IMPROPRMVL Alarm  2-129
2.7.167 INCOMPATIBLE-SEND-PDIP  2-130

Clear the INCOMPATIBLE-SEND-PDIP Alarm  2-130

2.7.168 INCOMPATIBLE-SW  2-130

Clear the INCOMPATIBLE-SW Alarm  2-130
2.7.169 INC-ISD  2-130
2.7.170 INHSWPR  2-131

Clear the INHSWPR Condition  2-131
2.7.171 INHSWWKG  2-131

Clear the INHSWWHKG Condition  2-131
2.7.172 INTRUSION-PSWD  2-132

Clear the INTRUSION-PSWD Condition  2-132
2.7.173 INVMACADR 21132

Clear the INVMACADR Alarm  2-133
2.7.174 10SCFGCOPY  2-134
2.7.175 ISIS-ADJ-FAIL 2134

Clear the ISIS-ADJ-FAIL Alarm  2-135
2.7.176 KB-PASSTHR  2-136

Clear the KB-PASSTHR Condition  2-136
2.7.177 KBYTE-APS-CHAN-FAIL  2-136

Clear the KBYTE-APS-CHAN-FAIL Alarm ~ 2-136
2.7.178 LAN-POL-REV 21137

Clear the LAN-POL-REV Condition  2-137
2.7.179 LASER-APR 2137
2.7.180 LASERBIAS-DEG  2-137
2.7.181 LASERBIAS-FAIL  2-138
2.7.182 LASEREOL 2-138

Clear the LASEREOL Alarm  2-138
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2.7.183 LASERTEMP-DEG ~ 2-138
2.7.184 LCAS-CRC 2-138

Clear the LCAS-CRC Condition  2-139
2.7.185 LCAS-RX-DNU  2-139

Clear the LCAS-RX-DNU Condition  2-140
2.7.186 LCAS-RX-FAIL 2-140

Clear the LCAS-RX-FAIL Condition  2-140
2.7.187 LCAS-RX-GRP-ERR  2-141

Clear the LCAS-RX-GRP-ERR Condition  2-141

2.7.188 LCAS-TX-ADD 2141
2.7.189 LCAS-TX-DNU 2141
2.7.190 LINK-KEEPALIVE  2-142

Clear the LINK-KEEPALIVE Alarm  2-142
2.7.191 LKOUTPR-S  2-142

Clear the LKOUTPR-S Condition  2-143
2.7.192 LMP-FAIL  2-143

Clear the LMP-FAIL Alarm  2-143
2.7.193 LMP-SD  2-144

Clear the LMP-SD Condition  2-145
2.7.194 LMP-SF  2-145

Clear the LMP-SF Condition  2-146
2.7.195 LMP-UNALLOC  2-146
2.7.196 LOA 2147

Clear the LOA Alarm  2-147
2.7.197 LOCKOUT-REQ  2-147

Clear the LOCKOUT-REQ Condition  2-148
2.7.198 LOF (BITS) 2-148

Clear the LOF (BITS) Alarm  2-148
2.7.199 LOF (DS1)  2-149

Clear the LOF (DS1) Alarm  2-149
2.7.200 LOF(DS3)  2-150

Clear the LOF (DS3) Alarm  2-150
2.7.201 LOF (E1) 2-150

Clear the LOF (E1) Alarm  2-151
2.7.202 LOF(ECT) 2-1%:1

Clear the LOF (EC1) Alarm  2-151
2.7.203 LOF(OCN) 2-152

Clear the LOF (OCN) Alarm  2-152
2.7.204 LOF (STSTRM)  2-152

Clear the LOF (STSTRM) Alarm  2-153
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2.7.205 LOF (TRUNK) 2-153
2.7.206 LOGBUFR90 2-153
2.7.207 LOGBUFROVFL 2-153

Clear the LOGBUFROVFL Alarm  2-153

2.7.208 LO-LASERBIAS  2-154

Clear the LO-LASERBIAS Alarm  2-154

2.7.209 LO-LASERTEMP  2-154

Clear the LO-LASERTEMP Alarm  2-155

2.7.210 LOM  2-155

Clear the LOM Alarm  2-155
2.7.211 LOP-P  2-155

Clear the LOP-P Alarm  2-156
2.7.212 LOP-V  2-156

Clear the LOP-V Alarm  2-156
2.7.213 LO-RXPOWER  2-157

Clear the LO-RXPOWER Alarm  2-157

2.7.214 LOS (2R) 2-158
2.7.215 LOS (BITS)  2-158

Clear the LOS (BITS) Alarm  2-158
2.7.216 LOS (DS1) 2159

Clear the LOS (DS1) Alarm  2-159
2.7.217 LOS (DS3)  2-160

Clear the LOS (DS3) Alarm  2-161
2.7.218 LOS (E1)  2-162

Clear the LOS (E1) Alarm 2162
2.7.219 LOS (EC1) 2-163

Clear the LOS (EC1) Alarm  2-163
2.7.220 LOS (ESCON)  2-164
2.7.221 LOS (FUDC) 2-164

Clear the LOS (FUDC) Alarm  2-164
2.7.222 LOS (ISC)  2-165
2.7.223 LOS (MSUDC)  2-165
2.7.224 LOS (OCN)  2-165

Clear the LOS (OCN) Alarm  2-166
2.7.225 LOS (OTS)  2-167
2.7.226 LOS (TRUNK) 2-167
2.7.227 10S-0  2-167
2.7.228 LOS-P(OCH) 2-167
2.7.229 LOS-P (OMS, OTS)  2-167
2.7.230 LOS-P (TRUNK) 2-167
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2.7.231 LO-TXPOWER  2-167

Clear the LO-TXPOWER Alarm  2-168
2.7.232 LPBKCRS 2-168

Clear the LPBKCRS Condition  2-168
2.7.233 LPBKDS3FEAC  2-169

Clear the LPBKDS3FEAC Condition  2-169
2.7.234 |PBKDS3FEAC-CMD  2-169
2.7.235 LPBKFACILITY (CE1000, CE100T)  2-169

Clear the LPBKFACILITY (CE1000, CE100T) Condition ~ 2-170
2.7.236 LPBKFACILITY (DS1,DS3)  2-170

Clear the LPBKFACILITY (DS1, DS3) Condition ~ 2-170
2.7.237 LPBKFACILITY (E1) 2.1

Clear the LPBKFACILITY (E1) Condition  2-17
2.7.238 LPBKFACILITY (EC1) 217

Clear the LPBKFACILITY (EC1) Condition  2-172
2.7.239 LPBKFACILITY (ESCON)  2-172
2.7.240 LPBKFACILITY (FC) 2172
2.7.241 LPBKFACILITY (FCMR)  2-172

Clear the LPBKFACILITY (FCMR) Condition ~ 2-172
2.7.242 LPBKFACILITY (G1000) 2-172

Clear the LPBKFACILITY (G1000) Condition ~ 2-173
2.7.243 LPBKFACILITY (GE) 2-173
2.7.244 LPBKFACILITY (ISC)  2-173
2.7.245 CLPBKFACILITY (OCN)  2-173

Clear the LPBKFACILITY (OCN) Condition  2-174
2.7.246 LPBKFACILITY (TRUNK)  2-174
2.7.247 LPBKTERMINAL (CE1000, CE100T) 2-174

Clear the LPBKTERMINAL (CE1000, CE100T) Condition ~ 2-174
2.7.248 LPBKTERMINAL (DS1, DS3) 2-175

Clear the LPBKTERMINAL (DS1, DS3) Condition  2-175
2.7.249 LPBKTERMINAL (E1) 2175

Clear the LPBKTERMINAL (E1) Condition ~ 2-175
2.7.250 LPBKTERMINAL (EC1) 2-175

Clear the LPBKTERMINAL (EC1) Condition ~ 2-176
2.7.251 LPBKTERMINAL (ESCON) 2-176
2.7.252 LPBKTERMINAL (FC) 2-176
2.7.253 LPBKTERMINAL (FCMR)  2-176

Clear the LPBKTERMINAL (FCMR) Condition ~ 2-176
2.7.254 LPBKTERMINAL (G1000) 2-177

Clear the LPBKTERMINAL (G1000) Condition ~ 2-177

[l Cisco ONS 15454 Troubleshooting Guide, R8.0

November 2009 |



Contents W

2.7.255 LPBKTERMINAL (GE) 2-177
2.7.256 LPBKTERMINAL (ISC) 2-177
2.7.257 LPBKTERMINAL (OCN)  2-177

Clear the LPBKTERMINAL (OCN) Condition ~ 2-178
2.7.258 LPBKTERMINAL (TRUNK) 2-178
2.7.259 LWBATVG 2-178

Clear the LWBATVG Alarm  2-178
2.7.260 MAN-REQ 2179

Clear the MAN-REQ Condition  2-179
2.7.2617 MANRESET  2-179
2.7.262 MANSWTOINT ~ 2-179
2.7.263 MANSWTOPRI  2-180
2.7.264 MANSWTOSEC  2-180
2.7.265 MANSWTOTHIRD  2-180
2.7.266 MANUAL-REQ-RING  2-180

Clear the MANUAL-REQ-RING Condition  2-181
2.7.267 MANUAL-REQ-SPAN  2-181

Clear the MANUAL-REQ-SPAN Condition  2-181
2.7.268 MAX-STATIONS  2-181

Clear the MAX-STATIONS Alarm  2-182
2.7.269 MEA (AIP)  2-182

Clear the MEA (AIP) Alarm  2-182
2.7.270 MEA (BIC) 2-182

Clear the MEA (BIC) Alarm  2-183
2.7.271 MEA (EQPT)  2-183

Clear the MEA (EQPT) Alarm  2-184
2.7.272 MEA (FAN) 2-185

Clear the MEA (FAN) Alarm  2-186
2.7.273 MEA (PPM)  2-186
2.7.274 MEA (SHELF)  2-186
2.7.275 MEM-GONE  2-186
2.7.276 MEM-LOW  2-187
2.7.277 MFGMEM 2187

Clear the MFGMEM Alarm  2-187
2.7.278 MS-DEG  2-188
2.7.279 MS-EXC  2-188
2.7.280 MT-OCHNC  2-188
2.7.281 NO-CONFIG  2-188

Clear the NO-CONFIG Condition  2-188
2.7.282 NON-CISCO-PPM  2-189
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Clear the NON-CISCO-PPM Condition
2.7.283 NOT-AUTHENTICATED  2-189
2.7.284 OCHNC-INC  2-189
2.7.285 OCHTERM-INC  2-190
2.7.286 ODUK-1-AIS-PM  2-190
2.7.287 ODUK-2-AIS-PM  2-190
2.7.288 ODUK-3-AIS-PM  2-190
2.7.289 ODUK-4-AIS-PM  2-190
2.7.290 ODUK-AIS-PM  2-190
2.7.291 ODUK-BDI-PM  2-190
2.7.292 ODUK-LCK-PM  2-190
2.7.293 ODUK-OCI-PM  2-191
2.7.294 ODUK-SD-PM  2-191
2.7.295 ODUK-SF-PM  2-191
2.7.296 ODUK-TIM-PM  2-191
2.7.297 OQU-TPT 24191

Clear the OOT-TPT Condition  2-191
2.7.298 OPEN-SLOT  2-191

Clear the OPEN-SLOT Condition  2-192

2.7.299 OPTNTWMIS ~ 2-192
2.7.300 OPWR-HDEG  2-192
2.7.301 OPWR-HFAIL  2-192
2.7.302 OPWR-LDEG  2-192
2.7.303 OPWR-LFAIL  2-192
2.7.304 OSRION  2-192
2.7.305 OTUK-AIS  2-193
2.7.306 OTUK-BDI  2-193
2.7.307 OTUK-IAE  2-193
2.7.308 OTUK-LOF  2-193
2.7.309 OTUK-SD  2-193
2.7.310 OTUK-SF  2-193
2.7.311 OTUK-TIM  2-193
2.7.312 OUT-OF-SYNC ~ 2-193
2.7.313 PARAM-MISM  2-194
2.7.314 PDI-P  2-194
Clear the PDI-P Condition ~ 2-195
2.7.315 PEER-NORESPONSE  2-195
Clear the PEER-NORESPONSE Alarm
2.7.316 PLM-P  2-196
Clear the PLM-P Alarm  2-197

2-189

2-196
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2.7.317 PLM-V  2-197

Clear the PLM-V Alarm  2-197
2.7.318 PMI 21197
2.7.319 PORT-FAIL ~ 2-198
2.7.320 PORT-MISMATCH  2-198

Clear the PORT-MISMATCH Alarm  2-198

2.7.321 PRC-DUPID  2-199

Clear the PRC-DUPID Alarm  2-199
2.7.322 PROTNA  2-199

Clear the PROTNA Alarm  2-199
2.7.323 PROV-MISMATCH  2-200
2.7.324 PTIM  2-200
2.7.325 PWR-FAIL-A  2-200

Clear the PWR-FAIL-A Alarm  2-200
2.7.326 PWR-FAIL-B  2-201

Clear the PWR-FAIL-B Alarm  2-202
2.7.327 PWR-FAIL-RET-A  2-202

Clear the PWR-FAIL-RET-A Alarm  2-202
2.7.328 PWR-FAIL-RET-B  2-202

Clear the PWR-FAIL-RET-A Alarm  2-202
2.7.329 RAl  2-203

Clear the RAI Condition  2-203
2.7.330 RCVR-MISS  2-203

Clear the RCVR-MISS Alarm  2-203
2.7.331 RSV-RT-EXCD-RINGLETO  2-204

Clear the RSV-RT-EXCD-RINGLETO Alarm
2.7.332 RSV-RT-EXCD-RINGLETT  2-204

Clear the RSV-RT-EXCD-RINGLET1 Alarm
2.7.333 RFl  2-205
2.7.334 RFI-L  2-205

Clear the RFI-L Condition  2-205
2.7.335 RFI-P 2-205

Clear the RFI-P Condition  2-206
2.7.336 RFI-V  2-206

Clear the RFI-V Condition  2-206
2.7.337 RING-ID-MIS  2-207

Clear the RING-ID-MIS Alarm  2-207
2.7.338 RING-MISMATCH  2-208

Clear the RING-MISMATCH Alarm  2-208
2.7.339 RING-SW-EAST  2-208

2-204

2-204
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2.7.340 RING-SW-WEST  2-208
2.7.341 ROLL  2-209
2.7.342 ROLL-PEND  2-209
2.7.343 ROUTE-OVERFLOW  2-209

Clear the ROUTE-OVERFLOW Condition  2-210
2.7.344 RPR-PASSTHR  2-210

Clear the RPR-PASSTHR Condition ~ 2-211
2.7.345 RPR-PEER-MISS  2-211

Clear the RPR-PEER-MISS Condition  2-211
2.7.346 RPR-PROT-ACTIVE 2-212

Clear the RPR-PROT-ACTIVE Condition  2-213
2.7.347 RPR-PROT-CONFIG-MISM  2-213

Clear the RPR-PROT-CONFIG-MISM Alarm ~ 2-213

2.7.348 RPR-RI-FAIL  2-213

Clear the RPR-RI-FAIL Condition ~ 2-214
2.7.349 RPR-SD 2-214

Clear the RPR-SD Condition  2-214
2.7.350 RPR-SF  2-215

Clear the RPR-SF Condition ~ 2-215
2.7.351 RPR-SPAN-MISMATCH  2-215

Clear the RPR-SPAN-MISMATCH Alarm  2-216
2.7.352 RPRW  2-216

Clear the RPRW Condition  2-217
2.7.353 RUNCFG-SAVENEED  2-217
2.7.354 SD (DS1,DS3)  2-218

Clear the SD (DS1, DS3) Condition ~ 2-218
2.7.355 SD (E1) 2-219

Clear the SD (E1) Condition  2-220
2.7.356 SD (TRUNK)  2-221
2.7.357 SD-L  2-221

Clear the SD-L Condition  2-221
2.7.358 SD-L (TRUNK)  2-221
2.7.359 SD-P 2221

Clear the SD-P Condition  2-222
2.7.360 SD-V  2-222

Clear the SD-V Condition  2-222
2.7.361 SF(DS1,DS3)  2-222

Clear the SF (DS1, DS3) Condition  2-223
2.7.362 SF(ET) 2-223

Clear the SF (E1) Condition  2-224
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2.7.363 SF(TRUNK) 2-224
2.7.364 SF-L  2-224

Clear the SF-L Condition  2-224
2.7.365 SF-L (TRUNK) 2-224
2.7.366 SF-P  2-225

Clear the SF-P Condition  2-225
2.7.367 SFTWDOWN  2-225
2.7.368 SF-V  2-226

Clear the SF-V Condition  2-226
2.7.369 SHELF-COMM-FAIL ~ 2-226
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Note

About this Guide

The terms "Unidirectional Path Switched Ring" and "UPSR" may appear in Cisco literature. These terms
do not refer to using Cisco ONS 15xxx products in a unidirectional path switched ring configuration.
Rather, these terms, as well as "Path Protected Mesh Network" and "PPMN," refer generally to Cisco's
path protection feature, which may be used in any topological network configuration. Cisco does not
recommend using its path protection feature in any particular topological network configuration.

This section explains the objectives, intended audience, and organization of this publication and
describes the conventions that convey instructions and other information.

This section provides the following information:

e Revision History

e Document Objectives

e Audience

¢ Related Documentation

e Document Conventions

¢ Obtaining Optical Networking Information

e Obtaining Documentation and Submitting a Service Request

Revision History

Date

Notes

March 2007

Added Revision History table.

Added CE-Series Ethernet card information to Tables 1-1 and 1-2 in the “General
Troubleshooting” chapter. Changed description for LOA and VCG-DOWN
alarms, and description and alarm-clearing procedure for LOM alarm in the
“Alarm Troubleshooting” chapter.

April 2007

Added additional description for APSCM alarm in the “Alarm Troubleshooting”
chapter.

June 2007

Updated About this Guide Chapter.

| November 2009

Cisco ONS 15454 Troubleshooting Guide, R8.0 g



About this Guide |

Date

Notes

September 2007

Replaced TX Power High column name with OPT-HIGH in the HI-TX Power
section of the “Alarm Troubleshooting” chapter. Added Ethernet ports to which
the GFP-LFD alarm applies to, in the GFP-LFD section of the “Alarm
Troubleshooting” chapter. Changed the alarm severity of RPR-PEER-MISS and
RPR-RI-FAIL alarms from Not Alarmed (NA) to Major (MJ). Added the
ROUTE-OVERFLOW alarm to the “Alarm Troubleshooting” chapter. Updated
the caution in the Side Switch the Active and Standby Cross-Connect Cards
section of the “Alarm Troubleshooting” chapter. Added a note, caution, and rule
in the Side Switch the Active and Standby Cross-Connect Cards section of the
“Alarm Troublesooting” chapter.

October 2007

Updated About this Guide Chapter

November 2007

Updated APC-DISABLED alarm details in the "Alarms and Conditions Listed By

Alphabetical Entry" and "Alarm List by Logical Object Type" sections of Chapter
2, Alarm Troubleshooting.

April 2008

Added EID-6147 and EID-6148 in Error Messages chapter.

June 2008

Updated FAILTOSW alarm in Chapter 2, Alarm Troubleshooting.

February 2009

Updated PORT-MISMATCH alarm details in Chapter 2, Alarm Troubleshooting.

March 2009

Deleted references to the ADD-OPWR-HDEG, ADD-OPWR-LDEG,
ADD-OPWR-HFAIL, and ADD-OPWR-LFAIL Alarms in Chapter 2, Alarm
Troubleshooting.

June 2009

Updated PWR-FAIL-A, PWR-FAIL-B, PWR-FAIL-RET-A, and
PWR-FAIL-RET-B alarm details in Chapter 2, Alarm Troubleshooting.

July 2009

Updated the COMIOXC alarm details in Chapter 2, Alarm Troubleshooting.

August 2009

Updated MEM-GONE alarm description in Chapter 2, Alarm Troubleshooting.

November 2009

e Updated the card details for LCAS alarms in Chapter 2, Alarm
Troubleshooting.

e Added acaution in “Perform a Terminal Loopback on a Destination Electrical
Port (West to East)” and “Perform a Terminal Loopback on a Source-Node
Electrical Port (East to West)” sections in the chapter, “General
Troubleshooting”.

e Added a note in “TX-RAI” section in the chapter, “Alarm Troubleshooting”.

June 2010

Updated the table “Alarm Logical Object Type Definitions” in the chapter “Alarm
Troubleshooting”.

July 2010

Updated table in Chapter Error Messages.

September 2010

Updated the “Clear the COMIOXC Alarm” procedure in the chapter, “Alarm
Troubleshooting”.

Document Objectives

This guide gives general troubleshooting instructions, alarm troubleshooting instructions, equipment
replacement instructions, and a list of error messages that apply to the ONS 15454. This information is
contained in four chapters. Use this guide in conjunction with the appropriate publications listed in the
Related Documentation section.
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Audience

To use this publication, you should be familiar with Cisco or equivalent optical transmission hardware
and cabling, telecommunications hardware and cabling, electronic circuitry and wiring practices, and
preferably have experience as a telecomunications technician.

Related Documentation

Use the Cisco ONS 15454 Troubleshooting Guide in conjunction with the following publications:

Cisco ONS 15454 Procedure Guide
Provides procedures to install, turn up, test, and maintain an ONS 15454 node and network.

Cisco ONS 15454 Reference Manual
Provides card, node, and network-level reference information, including specifications and network
element defaults.

Cisco ONS 15454 DWDM Procedure Guide
Provides procedures to install, turn-up, test, and maintain an ONS 15454 ANSI (SONET) or ETSI
(SDH) shelf in a DWDM network.

Cisco ONS 15454 DWDM Reference Manual
Provides card, node, and network-level reference information for ONS 15454 DWDM
configurations.

Cisco ONS SONET TL1 Command Guide

Provides a full TL1 command and autonomous message set including parameters, AIDs, conditions
and modifiers for the Cisco ONS 15454, ONS 15327, ONS 15600, ONS 15310-CL, and

ONS 15310-MA systems.

Cisco ONS SONET TLI Reference Guide
Provides general information, procedures, and errors for TL1 in the Cisco ONS 15454, ONS 15327,
ONS 15600, ONS 15310-CL, and ONS 15310-MA systems.

Cisco ONS 15454 and Cisco ONS 15454 SDH Ethernet Card Software Feature and Configuration
Guide

Provides software features for all Ethernet cards and configuration information for Cisco IOS on
ML-Series cards.

Release Notes for the Cisco ONS 15454 Release 8.0
Provides caveats, closed issues, and new feature and functionality information.

Refer to the following standards documentation referenced in this publication:

Telcordia GR-253 CORE

For an update on End-of-Life and End-of-Sale notices, refer to
http://cisco.com/en/US/products/hw/optical/ps2006/prod_eol_notices_list.html.

Document Conventions

This publication uses the following conventions:
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Convention Application

boldface Commands and keywords in body text.

italic Command input that is supplied by the user.

[ ] Keywords or arguments that appear within square brackets are optional.
{xIxIx} A choice of keywords (represented by x) appears in braces separated by

vertical bars. The user must select one.

Ctrl The control key. For example, where Ctrl + D is written, hold down the
Control key while pressing the D key.

screen font Examples of information displayed on the screen.
boldface screen font Examples of information that the user must enter.

< > Command parameters that must be replaced by module-specific codes.

N

Note = Means reader take note. Notes contain helpful suggestions or references to material not covered in the
document.

A

Caution = Means reader be careful. In this situation, the user might do something that could result in equipment
damage or loss of data.
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Warning IMPORTANT SAFETY INSTRUCTIONS

This warning symbol means danger. You are in a situation that could cause bodily injury. Before you
work on any equipment, be aware of the hazards involved with electrical circuitry and be familiar
with standard practices for preventing accidents. Use the statement number provided at the end of
each warning to locate its translation in the translated safety warnings that accompanied this
device. Statement 1071

SAVE THESE INSTRUCTIONS

Waarschuwing BELANGRIJKE VEILIGHEIDSINSTRUCTIES

Dit waarschuwingssymbool betekent gevaar. U verkeert in een situatie die lichamelijk letsel kan
veroorzaken. Voordat u aan enige apparatuur gaat werken, dient u zich bewust te zijn van de bij
elektrische schakelingen betrokken risico's en dient u op de hoogte te zijn van de standaard
praktijken om ongelukken te voorkomen. Gebruik het nummer van de verklaring onderaan de
waarschuwing als u een vertaling van de waarschuwing die bij het apparaat wordt geleverd, wilt
raadplegen.

BEWAAR DEZE INSTRUCTIES

Varoitus TARKEITA TURVALLISUUSOHJEITA

Tama varoitusmerkki merkitsee vaaraa. Tilanne voi aiheuttaa ruumiillisia vammoja. Ennen kuin
késittelet laitteistoa, huomioi sdhkopiirien kisittelemiseen liittyvit riskit ja tutustu
onnettomuuksien yleisiin ehkéisytapoihin. Turvallisuusvaroitusten kdannokset loytyvit laitteen
mukana toimitettujen kdannettyjen turvallisuusvaroitusten joukosta varoitusten lopussa nikyvien
lausuntonumeroiden avulla.

SAILYTA NAMA OHJEET

Attention  IMPORTANTES INFORMATIONS DE SECURITE

Ce symbole d'avertissement indique un danger. Vous vous trouvez dans une situation pouvant
entrainer des blessures ou des dommages corporels. Avant de travailler sur un équipement, soyez
conscient des dangers liés aux circuits électriques et familiarisez-vous avec les procédures
couramment utilisées pour éviter les accidents. Pour prendre connaissance des traductions des
avertissements figurant dans les consignes de sécurité traduites qui accompagnent cet appareil,
référez-vous au numéro de l'instruction situé a la fin de chaque avertissement.

CONSERVEZ CES INFORMATIONS

Warnung WICHTIGE SICHERHEITSHINWEISE

Dieses Warnsymbol bedeutet Gefahr. Sie befinden sich in einer Situation, die zu Verletzungen fiihren
kann. Machen Sie sich vor der Arbeit mit Gerédten mit den Gefahren elektrischer Schaltungen und
den iiblichen Verfahren zur Vorbeugung vor Unfillen vertraut. Suchen Sie mit der am Ende jeder
Warnung angegebenen Anweisungsnummer nach der jeweiligen Ubersetzung in den iibersetzten
Sicherheitshinweisen, die zusammen mit diesem Geréat ausgeliefert wurden.

BEWAHREN SIE DIESE HINWEISE GUT AUF.
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Avvertenza IMPORTANTI ISTRUZIONI SULLA SICUREZZA

Questo simbolo di avvertenza indica un pericolo. La situazione potrebbe causare infortuni alle
persone. Prima di intervenire su qualsiasi apparecchiatura, occorre essere al corrente dei pericoli
relativi ai circuiti elettrici e conoscere le procedure standard per la prevenzione di incidenti.
Utilizzare il numero di istruzione presente alla fine di ciascuna avvertenza per individuare le
traduzioni delle avvertenze riportate in questo documento.

CONSERVARE QUESTE ISTRUZIONI

Advarsel VIKTIGE SIKKERHETSINSTRUKSJONER

Dette advarselssymbolet betyr fare. Du er i en situasjon som kan fore til skade pa person. Far du
begynner a arbeide med noe av utstyret, ma du veere oppmerksom pa farene forbundet med
elektriske kretser, og kjenne til standardprosedyrer for a forhindre ulykker. Bruk nummeret i slutten
av hver advarsel for a finne oversettelsen i de oversatte sikkerhetsadvarslene som fulgte med denne
enheten.

TA VARE PA DISSE INSTRUKSJONENE

Aviso INSTRUCOES IMPORTANTES DE SEGURANGA

Este simbolo de aviso significa perigo. Vocé esta em uma situacao que podera ser causadora de
lesdes corporais. Antes de iniciar a utilizacao de qualquer equipamento, tenha conhecimento dos
perigos envolvidos no manuseio de circuitos elétricos e familiarize-se com as praticas habituais de
prevencdo de acidentes. Utilize o namero da instrucao fornecido ao final de cada aviso para
localizar sua traducdo nos avisos de seguranca traduzidos que acompanham este dispositivo.

GUARDE ESTAS INSTRUCOES

jAdvertencia! INSTRUCCIONES IMPORTANTES DE SEGURIDAD

Este simbolo de aviso indica peligro. Existe riesgo para su integridad fisica. Antes de manipular
cualquier equipo, considere los riesgos de la corriente eléctrica y familiaricese con los
procedimientos estandar de prevencion de accidentes. Al final de cada advertencia encontrara el
niimero que le ayudara a encontrar el texto traducido en el apartado de traducciones que acompaiia
a este dispositivo.

GUARDE ESTAS INSTRUCCIONES

Varning! VIKTIGA SAKERHETSANVISNINGAR

Denna varningssignal signalerar fara. Du befinner dig i en situation som kan leda till personskada.
Innan du utfor arbete pa nagon utrustning maste du vara medveten om farorna med elkretsar och
kanna till vanliga forfaranden for att forebygga olyckor. Anvdnd det nummer som finns i slutet av
varje varning for att hitta dess dversittning i de dversatta sakerhetsvarningar som medféljer denna
anordning.

SPARA DESSA ANVISNINGAR
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Ez a figyelmezeto jel veszélyre utal. Sérilésveszélyt rejto helyzetben van. Mielott
barmely berendezésen munkat végezte, legyen figyelemmel az elektromos aramkorék
okozta kockazatokra, és ismerkedjen meg a szokasos balesetvédelmi eljarasokkal.

A kiadvanyban szereplo figyelmeztetések forditasa a késziilékhez mellékelt biztonsagi
figyelmeztetések kozétt talalhatd; a forditas az egyes figyelmeztetések végén lathaté
szam alapjan keresheto meg.

ORIZZE MEG EZEKET AZ UTASITASOKAT!

BAXXHbIE MHCTPYKLUWU NO COBNIOAEHUIO TEXHUKWN BE3OMNMACHOCTU
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npenoTBpalleHUst BO3MOXHbIX HeCYaCTHbIX cry4aeB. Bocnonb3yiTecb HOMepoOM 3asiBrieHus,
npuBeAeHHbIM B KOHLIE KaXAoro npegynpexaeHust, YTo6bl HANTU ero nepeBeAeHHbIN BapuaHT
B nepeBofe npepynpexaeHui no 6e3onacHoOCTH, NpunaraeMoM K JaHHOMY YCTPOWUCTBY.
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Aviso INSTRUCOES IMPORTANTES DE SEGURANCA

Este simbolo de aviso significa perigo. Vocé se encontra em uma situacédo em que harisco de lesdes
corporais. Antes de trabalhar com qualquer equipamento, esteja ciente dos riscos que envolvem os
circuitos elétricos e familiarize-se com as praticas padrao de prevencao de acidentes. Use o
nimero da declaracéo fornecido ao final de cada aviso para localizar sua traducao nos avisos de
seguranca traduzidos que acompanham o dispositivo.

GUARDE ESTAS INSTRUCOES

Advarsel VIGTIGE SIKKERHEDSANVISNINGER

Dette advarselssymbol betyder fare. Du befinder dig i en situation med risiko for
legemesbheskadigelse. For du begynder arbejde pa udstyr, skal du veere opmaerksom pa de
involverede risici, der er ved elektriske kredsleh, og du skal seette dig ind i standardprocedurer til
undgaelse af ulykker. Brug erkleeringsnummeret efter hver advarsel for at finde overszettelsen i de
oversatte advarsler, der fulgte med denne enhed.

GEM DISSE ANVISNINGER
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Upozorenje  VAZNE SIGURNOSNE NAPOMENE

Ovaj simbol upozorenja predstavlja opasnost. Nalazite se u situaciji koja moze prouzrogiti
tjelesne ozljede. Prije rada s bilo kojim uredajem, morate razumjeti opasnosti vezane uz
elektriéne sklopove, te biti upoznati sa standardnim nac¢inima izbjegavanja nesrec¢a. U
prevedenim sigurnosnim upozorenjima, priloZzenima uz uredaj, mozete prema broju koji se
nalazi uz pojedino upozorenje pronaci i njegov prijevod.

SACUVAJTE OVE UPUTE

Upozornéni DULEZITE BEZPECNOSTNI POKYNY

Tento upozornujici symbol oznaéuje nebezpedéi. Jste v situaci, ktera by mohla zpuisobit
nebezpeci Urazu. Pfed praci na jakémkoliv vybaveni si uvédomte nebezpeéi souvisejici

s elektrickymi obvody a seznamte se se standardnimi opatfenimi pro predchazeni trazam.
Podle ¢isla na konci kazdého upozornéni vyhledejte jeho preklad v prelozenych
bezpeénostnich upozornénich, ktera jsou pfilozena k zafizeni.

USCHOVEJTE TYTO POKYNY
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KIvdUvVouUG TTou axeTiCovTal e Ta NAEKTPIKA KUKAWHATA Kal va EXETE EOIKEIWOEI e TIGC TUVABEIG
TIPAKTIKEG YIO TNV ATTOQUYH ATUXNMATWY. XpNOIYOTTOINOTE TOoV apiBud driAwong TTou TTAPEXETAI OTO
TENOG KGOE TTpOEIdOTTOINONG, VIO VA EVTOTTIOETE TN JETAPPACT TNG OTIG HETOPPATHUEVES
TTPOEIBOTTOINCEIG AO@AAEIOG TTOU CUVODEUOUV TN CUCKEUN.
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Opomena BAXXHW BE3BEOHOCHW HAMATCTBUJA
CumbonoT 3a npegynpeayBane 3Hadm onacHocT. Ce HaoraTte BO cuTyaumja LUTO MOXe Aa
npegussuka TenecHu nospeau. MNMpen aa pabotute co onpemara, GuaeTe CBECHM 3a PU3UKOT LUTO
NoCTOM Kaj enekTpuyHMTE Kona u Tpeba ga rv nosHaearte cTaH4apAHUTE NOCTarKu 3a cnpevyBake Ha
HecpekHu crnyvaun. VickopucTeTe ro 6pojoT Ha usjaBaTa LUTO Ce Haora Ha KpajoT Ha Cekoe
npenynpenyBake 3a Aa ro Hajaete HEroBUOT Nepuog Bo npeeeaeHnTe 6e36eqHOCHM
npegynpenyBaka LWTO Ce McrnopadaHn co ypeaor.
YYBAJTE ' OBME HANATCTBUJA

Ostrzezenie WAZNE INSTRUKCJE DOTYCZACE BEZPIECZENSTWA

Ten symbol ostrzezenia oznacza niebezpieczenstwo. Zachodzi sytuacja, ktéra moze
powodowac obrazenia ciata. Przed przystgpieniem do prac przy urzadzeniach nalezy
zapoznac si¢ z zagrozeniami zwigzanymi z uktadami elektrycznymi oraz ze standardowymi
srodkami zapobiegania wypadkom. Na koncu kazdego ostrzezenia podano numer, na
podstawie ktérego mozna odszuka¢ ttumaczenie tego ostrzezenia w dotagczonym do
urzadzenia dokumencie z ttumaczeniami ostrzezen.

NINIEJSZE INSTRUKCJE NALEZY ZACHOWAC

Upozornenie DOLEZITE BEZPECNOSTNE POKYNY

Tento varovny symbol oznacuje nebezpecenstvo. Nachadzate sa v
situacii s nebezpecenstvom urazu. Pred pracou na akomkolvek vybaveni
si uvedomte nebezpecenstvo suvisiace s elektrickymi obvodmi a
oboznamte sa so Standardnymi opatreniami na predchadzanie urazom.
Podla &isla na konci kazdého upozornenia vyhladajte jeho preklad v
prelozenych bezpeénostnych upozorneniach, ktoré su prilozené k
zariadeniu.

USCHOVAJTE SITENTO NAVOD
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Obtaining Optical Networking Information

This section contains information that is specific to optical networking products. For information that
pertains to all of Cisco, refer to the Obtaining Documentation and Submitting a Service Request section.

Where to Find Safety and Warning Information

For safety and warning information, refer to the Cisco Optical Transport Products Safety and
Compliance Information document that accompanied the product. This publication describes the
international agency compliance and safety information for the Cisco ONS 15454 system. It also
includes translations of the safety warnings that appear in the ONS 15454 system documentation.

Cisco Optical Networking Product Documentation CD-ROM

Optical networking-related documentation, including Cisco ONS 15xxx product documentation, is
available in a CD-ROM package that ships with your product. The Optical Networking Product
Documentation CD-ROM is updated periodically and may be more current than printed documentation.

Obtaining Documentation and Submitting a Service Request

For information on obtaining documentation, submitting a service request, and gathering additional
information, see the monthly What’s New in Cisco Product Documentation, which also lists all new and
revised Cisco technical documentation, at:

http://www.cisco.com/en/US/docs/general/whatsnew/whatsnew.html

Subscribe to the What’s New in Cisco Product Documentation as a Really Simple Syndication (RSS)
feed and set content to be delivered directly to your desktop using a reader application. The RSS feeds
are a free service and Cisco currently supports RSS version 2.0.

Cisco ONS 15454 Troubleshooting Guide, R8.0
m. November 2009 |


http://www.cisco.com/en/US/docs/general/whatsnew/whatsnew.html

CHAPTER1

General Troubleshooting

This chapter provides procedures for troubleshooting the most common problems encountered when
operating a Cisco ONS 15454. To troubleshoot specific ONS 15454 alarms, see Chapter 2, “Alarm
Troubleshooting.” If you cannot find what you are looking for, contact the Cisco Technical Assistance
Center (TAC) at 1 800 553-2447.

For an update on End-of-Life and End-of-Sale notices, refer to
http://cisco.com/en/US/products/hw/optical/ps2006/prod_eol_notices_list.html.

This chapter includes the following sections on network problems:

e 1.1 Troubleshooting Circuit Paths with Loopbacks, page 1-2—Describes loopbacks and hairpin
circuits, which you can use to test circuit paths through the network or logically isolate faults.

Note  For dense wavelength division multiplexing (DWDM) network acceptance tests, refer to the
Cisco ONS 15454 DWDM Procedure Guide.

e 1.2 Troubleshooting Electrical Circuit Paths With Loopbacks, page 1-9—Explains how to use
loopback tests described in “1.1 Troubleshooting Circuit Paths with Loopbacks” to isolate trouble
on DS-1, DS-3, or EC-1 electrical circuits.

e 1.3 Troubleshooting DS3XM-6 or DS3XM-12 Card Electrical Paths With FEAC Loopbacks, page
1-45—Describes how DS3XM-6 and DS3XM-12 card far-end alarm and control (FEAC) functions.

e 1.4 Troubleshooting Optical Circuit Paths With Loopbacks, page 1-47—Explains how to use
loopback tests described in “1.1 Troubleshooting Circuit Paths with Loopbacks” to isolate trouble
on OC-N optical circuits.

e 1.5 Troubleshooting Ethernet Circuit Paths With Loopbacks, page 1-68—Explains how to use
loopback tests described in “1.1 Troubleshooting Circuit Paths with Loopbacks” to isolate trouble
on G-Series or CE-Series Ethernet circuits.

e 1.6 Troubleshooting FC_MR Circuit Paths With Loopbacks, page 1-94—Explains how to use
loopbacks tests described in “1.1 Troubleshooting Circuit Paths with Loopbacks” to isolate trouble
on Fibre Channel (FC_MR) circuits.

The remaining sections describe symptoms, problems, and solutions that are categorized according to
the following topics:

e 1.7 Using CTC Diagnostics, page 1-107—Explains how to perform card LED tests, download a
diagnostic file for Cisco Technical Support, and create a bidirectional diagnostic VT circuit.

e 1.8 Restoring the Database and Default Settings, page 1-114—Provides procedures for restoring
software data and restoring the node to the default setup.
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M 1.1 Troubleshooting Circuit Paths with Loopbacks

1.9 PC Connectivity Troubleshooting, page 1-115—Provides troubleshooting procedures for PC
and network connectivity to the ONS 15454.

e 1.10 CTC Operation Troubleshooting, page 1-120—Provides troubleshooting procedures for
Cisco Transport Controller (CTC) login or operation problems.

e 1.11 Circuits and Timing, page 1-134—Provides troubleshooting procedures for circuit creation
and error reporting as well as timing reference errors and alarms.

e 1.12 Fiber and Cabling, page 1-138—Provides troubleshooting procedures for fiber and cabling
connectivity errors.

e 1.13 Power Supply Problems, page 1-147—Provides troubleshooting procedures for power supply
problems.

1.1 Troubleshooting Circuit Paths with Loopbacks

A

Use loopbacks and hairpin circuits to test newly created SONET circuits before running live traffic or to
logically locate the source of a network failure. All ONS 15454 electrical cards, OC-N cards, G-Series
Ethernet cards, and FC_MR-4 cards allow loopbacks and hairpin test circuits. Other cards do not allow
loopbacks, including E-Series Ethernet, ML-Series Ethernet, and DWDM cards such as Optical Booster
(OPT-BST), Optical Preamplifier (OPT-PRE), Optical Service Channel and Combiner/Splitter Module
(OSC-CSM), Band Optical Add/Drop Multiplexing (AD-xB-xx.x), and Channel Optical Add/Drop
Multiplexing (AD-xC-xx.x) cards. For transponder (TXP) or muxponder (MXP) loopback information,
refer to the Cisco ONS 15454 DWDM Troubleshooting Guide.

To create a loopback on a port, the port must be in the Out-of-Service and Management, Maintenance
(OOS-MA,MT) service state. After you create the loopback, the service state becomes Out-of-Service
and Management, Loopback and Maintenance (OOS-MA,LPBK & MT).

Caution

Note

A

Facility or terminal loopbacks can be service-affecting. To protect traffic, apply a lockout or Force
switch to the target loopback port. Basic directions for these procedures are in Chapter 2, “Alarm
Troubleshooting.” For more information about these operations, refer to the “Maintain the Node” chapter
in the Cisco ONS 15454 Procedure Guide.

Do not use a physical loopback to verify circuit switching time or to determine whether a situation causes
a traffic hit. Testing in this manner can cause a hit that exceeds 60 m/sec. To test switching times, place
a test set at both physical ends of the circuit.

Caution

On all OC-N cards, a facility loopback applies to the entire card and not an individual circuit. Exercise
caution when using loopbacks on an OC-N card carrying live traffic.

1.1.1 Facility Loopbacks

The following sections give general information about facility loopback operations and specific
information about ONS 15454 card loopback activity.
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1.1.1 Facility Loopbacks Il

1.1.1.1 General Behavior

A

A facility loopback tests the line interface unit (LIU) of a card, the electrical interface assembly (EIA),
and related cabling. After applying a facility loopback on a port, use a test set to run traffic over the
loopback. A successful facility loopback isolates the LIU, the EIA, or the cabling plant as the potential
cause of a network problem. Figure 1-1 shows a facility loopback on a DS-N electrical card.

Figure 1-1 Facility Loopback Path on a Near-End DS-N Card
DS-N | [XC| [ oCc-N
.l ==
TestSet|” » | m
L ] (S

To test an OC-N card LIU, connect an optical test set to the OC-N port and perform a facility loopback.
Alternately, use a loopback or hairpin circuit on a card that is farther along the circuit path. Figure 1-2
shows a facility loopback on an OC-N card.

Figure 1-2 Facility Loopback Path on a Near-End OC-N Card
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In CTC, OC-N cards with facility loopbacks show an icon (Figure 1-3). Loopback icons are not shown
on other cards in this release.

Lo > Test Set
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Figure 1-3

OC-N Facility Loopback Indicator

Caution

A

Before performing a facility loopback on an OC-N card, be sure the card contains at least two data
communications channel (DCC) paths to the node where the card is installed. A second DCC provides
a nonlooped path to log into the node after the loopback is applied, enabling you to remove the facility
loopback. Ensuring a second DCC is not necessary if you are directly connected to the ONS 15454
containing the loopback OC-N card.

Caution

Ensure that the facility being loopbacked is not line-timing the node. If it is, a timing loop will be
created.

| November 2009
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M 1.1.1 Facility Loopbacks

S

Note  CTC sometimes refers to facility loopbacks as facility (line) loopbacks. “Line” is meant to clarify that
the loopback signal travels away from the facility where it originates and outward toward the span.

1.1.1.2 ONS 15454 Card Behavior

ONS 15454 port loopbacks either terminate or bridge the loopback signal. All ONS 15454 optical,
electrical, Ethernet, and FC_MR-4 facility loopbacks are terminated as shown in Table 1-1.

When a port terminates a facility loopback signal, the signal only loops back to the originating port and
is not transmitted downstream. When a port bridges a loopback signal, the signal loops back to the
originating port and is also transmitted downstream.

Note  In Table 1-1, no alarm indication signal (AIS) is injected if the signal is bridged. If the signal is
terminated, an applicable AIS is injected downstream for all cards except Ethernet cards.

Table 1-1 ONS 15454 Card Facility Loopback Behavior
Card/Port Facility Loopback Signal

DS-1 Terminated

DS-3 Terminated

DS3XM-6 or DS3XM-12 Terminated

All OC-N cards Terminated

EC-1 Terminated

G-Series Ethernet Terminated'

C-Series Ethernet Terminated”

1. G-Series facility loopback is terminated and no AIS is sent downstream. However,
the Cisco Link Integrity signal continues to be sent downstream.

2. C-Series facility loopback is terminated and no AIS is sent downstream. However,
the Cisco Link Integrity signal continues to be sent downstream.

The loopback itself is listed in the Conditions window; for example, the Conditions window would list
the LPBKFACILITY condition for a tested port. (The Alarms window will show AS-MT, which means
that alarms are suppressed on the facility during loopback.)

The following behaviors also occur during loopback:

e If an electrical or optical port is in the Out-of-Service and Management, Disabled
(OOS-MA,DSBLD) service state, the port injects an AIS signal upstream and downstream.

e When an electrical or optical port is placed in the OOS-MA,MT service state before loopback
testing, the port clears the AIS signal upstream and downstream unless there is a service-affecting
defect that causes an AIS signal to be injected. For more information about placing ports into
alternate states for testing, refer to the “Change Card Settings” chapter in the Cisco ONS 15454
Procedure Guide.
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A

1.1.2 Terminal Loopbacks

FC_MR-4 card facility loopbacks behave differently from other ONS 15454 cards. With a client-side
facility loopback, the client port service state is OOS-MA,LPBK & MT; however the remaining client
and trunk ports can be in any other service state. For cards in a trunk-side facility loopback, the trunk
port service state is OOS-MA,LPBK & MT service state and the remaining client and trunk ports can be
in any other service state.

Caution

A lock out of protection must be executed before putting a two-fiber or four-fiber bidirectional line
switched ring (BLSR) span into a facility loopback state. That is, a span lockout of one side (such as the
east side) of a two-fiber BLSR is required before operating a facility loopback on the same (east) side of
the ring. A span lockout of one protection side (such as the east protection side) of a four-fiber BLSR is
required before operating a facility loopback on the same (east) side of the ring. If you do not execute
the lockout prior to creating the loopback, the ring can become stuck in an anomalous state after you
release the loopback.

1.1.2 Terminal Loopbacks

The following sections give general information about terminal loopback operations and specific
information about ONS 15454 card loopback activity.

1.1.2.1 General Behavior

A terminal loopback tests a circuit path as it passes through the cross-connect card and loops back from
the card with the loopback. Figure 1-4 shows a terminal loopback on an OC-N card. The test-set traffic
comes into the electrical port and travels through the cross-connect card to the optical card. The terminal
loopback on the optical card turns the signal around before it reaches the LIU and sends it back through
the cross-connect card to the electrical card. This test verifies that the cross-connect card and terminal
circuit paths are valid, but does not test the LIU on the optical card.

Figure 1-4 Terminal Loopback Path on an OC-N Card
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In CTC, OC-N cards with terminal loopbacks show an icon (Figure 1-5). Loopback icons are not shown
on other cards in this release.

Figure 1-5 Terminal Loopback Indicator
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Figure 1-6 shows a terminal loopback on a DS-N electrical card. The test-set traffic comes in on the
optical card and travels through the cross-connect card to the electrical card. The terminal loopback on
the electrical card turns the signal around before it reaches the LIU and sends it back through the
cross-connect card to the optical card. This test verifies that the cross-connect card and terminal circuit
paths are valid, but does not test the LIU on the electrical card.

Note  CTC sometimes refers to terminal loopbacks as terminal (inward) loopbacks. “Inward” is meant to

clarify that the loopback signal travels inward toward the facility where it originates and not outward
toward the span.

Figure 1-6 Terminal Loopback Path on a DS-N Card
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1.1.2.2 ONS 15454 Card Behavior

ONS 15454 terminal port loopbacks can either terminate or bridge the signal. In the ONS 15454 system,
all optical, electrical, Ethernet, and FC_MR-4 terminal loopbacks are terminated as shown in Table 1-2.
During terminal loopbacks, some ONS 15454 cards bridge the loopback signal while others terminate it.

If a port terminates a terminal loopback signal, the signal only loops back to the originating port and is
not transmitted downstream. If the port bridges a loopback signal, the signal loops back to the originating
port and is also transmitted downstream.

Table 1-2 lists ONS 15454 card terminal loopback bridging and terminating behaviors.

Note In Table 1-2, no AIS signal is injected if the signal is bridged. If the signal is terminated, an applicable
AIS is injected downstream for all cards except Ethernet cards.

Table 1-2 ONS 15454 Card Terminal Loopback Behavior
Card/Port Terminal Loopback Signal
DS-1 Terminated

DS-3 Bridged

DS3XM-6 or DS3XM-12 Bridged

All OC-N cards Bridged

EC-1 Bridged

G-Series Ethernet Terminated'

C-Series Ethernet Terminated?

1. G-Series Ethernet terminal loopback is terminated and Ethernet transmission is disabled. No
AIS is inserted for Ethernet, but a TPTFAIL alarm is raised on the far-end Ethernet port.

2. C-Series Ethernet terminal loopback is terminated and Ethernet transmission is disabled. No
AIS is inserted for Ethernet, but a TPTFAIL alarm is raised on the far-end Ethernet port.
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Figure 1-7
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Figure 1-8
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1.1.2 Terminal Loopbacks

Bridged DS-N and OC-N terminal loopback examples are shown in Figure 1-7 and Figure 1-8.

Terminal Loopback on a DS-N Card with a Bridged Signal
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G-Series Ethernet cards placed in terminal loopback have different performance monitoring behaviors
from other ONS 15454 cards. (For more information about performance monitoring counters, see the
“Performance Monitoring” chapter in the Cisco ONS 15454 Reference Manual.) Setting a terminal
loopback on the G-Series Ethernet card might not stop the Tx Packets counter or the Rx Packet counters
on the CTC card-level view Performance > Statistics page from increasing. The counters can increment
even though the loopbacked port has temporarily disabled the transmit laser and is dropping any received
packets.

The Tx Packet statistic continues to increment because the statistics are not based on packets transmitted
by the transmit (Tx) laser but on the Tx signal inside the G-Series card. In normal in-service port
operation, the Tx signal being recorded results in the Tx laser transmitting packets, but in a terminal
loopback this signal is being looped back within the G-Series card and does not result in the Tx laser
transmitting packets.

The Rx Packet counter might also continue to increment when the G-Series card is in terminal loopback.
Receive (Rx) packets from any connected device are dropped and not recorded, but the internally
loopbacked packets follow the G-Series card’s normal receive path and register on the Rx Packet counter.

The loopback itself is listed in the Conditions window. For example, the Conditions window would list
the LPBKTERMINAL condition or the LPBKFACILITY condition for a tested port. (The Alarms
window would show AS-MT, which indicates that all alarms are suppressed on the port during loopback
testing.)

The following behaviors also occur during loopback:

e Ifan electrical or optical port is in the OOS-MA,DSBLD service state, the port injects an AIS signal
upstream and downstream.
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e When an electrical or optical port is placed in the OOS-MA,MT service state before loopback
testing, the port clears the AIS signal upstream and downstream unless there is a service-affecting
defect that also causes an AIS signal to be injected. For more information about placing ports into
alternate states for testing, refer to the “Change Card Settings” chapter of the Cisco ONS 15454
Procedure Guide.

A

Caution A lock out of protection must occur before putting a two-fiber or four-fiber BLSR span into a terminal
loopback state. That is, a span lockout of one side (such as the east side) of a two-fiber BLSR is required
before operating a facility loopback on the same (east) side of the ring. A span lockout of one protection
side (such as the east protection side) of a four-fiber BLSR is required before operating a terminal
loopback on the same (east) side of the ring. If you do not perform the lockout prior to creating the
loopback, the ring can become stuck in an anomalous state after you release the loopback.

1.1.3 Hairpin Circuits

A hairpin circuit sends traffic in and out an electrical port rather than sending the traffic onto the OC-N
card. A hairpin loops back only the specific synchronous transport signal (STS) or virtual tributary (VT)
circuit and does not cause an entire OC-N port to loop back, preventing all traffic on the OC-N port from
dropping. The hairpin allows you to test a specific STS or VT circuit on nodes running live traffic.
Figure 1-9 shows the hairpin circuit path on a DS-N card.

Figure 1-9 Hairpin Circuit Path on a DS-N Card
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1.1.4 Cross-Connect Loopbacks
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A cross-connect (XC) loopback tests an OC-N circuit path as it passes through the cross-connect card
and loops back to the port being tested without affecting other traffic on the optical port. Cross-connect
loopbacks are less invasive than terminal or facility loopbacks. Facility and terminal loopback testing
and circuit verification often involve taking down the whole line; however, a cross-connect loopback
allows you to create a loopback on any embedded channel at supported payloads of STS-1 granularity
and higher. For example, you can place a loopback on a single STS-6¢ on an optical facility without
interrupting the other STS circuits.

This test can be conducted locally or remotely through the CTC interface without on-site personnel. It
takes place only on an OC-N card and tests the traffic path on that STS (or higher) circuit through the
port and cross-connect card. The signal path is similar to a facility loopback.

The XC loopback breaks down the existing path and creates a new cross-connect—a hairpin—while the
source of the original path is set to inject a line-side AIS-P. The loopback signal path and AIS injection
are shown in Figure 1-10.

Cisco ONS 15454 Troubleshooting Guide, R8.0
m. November 2009 |



| Chapter 1 General Troubleshooting

1.2 Troubleshooting Electrical Circuit Paths With Loopbacks

Figure 1-10 Network Element with SONET Cross-Connect Loopback Function
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Consider the following rules when creating cross-connect loopbacks:

¢ You can create a cross-connect loopback on all working or protect optical ports unless the protect
port is used in a 1+1 protection group and is in working mode.

e If a terminal or facility loopback exists on a port, you cannot use the cross-connect loopback.

1.2 Troubleshooting Electrical Circuit Paths With Loopbacks

Facility loopbacks, terminal loopbacks, and hairpin circuits are often used to test a circuit path through
the network or to logically isolate a fault. Performing a loopback test at each point along the circuit path
systematically isolates possible points of failure.

The example in this section tests an electrical circuit on a two-node BLSR. Using a series of facility
loopbacks, terminal loopbacks, hairpins, and (where appropriate) cross-connect loopbacks on optical
paths carrying electrical circuits, the path of the circuit is traced and the possible points of failure are
tested and eliminated. A logical progression of eight network test procedures apply to this sample
scenario:

Note = These procedures apply to DS-1, DS-3, and EC-1 cards. The test sequence for your circuits will differ
according to the type of circuit and network topology.
West-to-east direction (left to right):
1. A facility loopback on the source-node electrical port (DS-N or EC-N)
2. A hairpin on the source-node electrical port
3. An XC loopback on the destination-node OC-N STS (carrying the electrical circuit)
4. A terminal loopback on the destination-node electrical port
East-to-west direction (right to left):
1. A facility loopback on the destination-node electrical port
2. A hairpin on the destination-node electrical port
3. An XC loopback on the source-node OC-N STS (carrying the electrical circuit)
4. A terminal loopback on the source-node electrical port
Cisco ONS 15454 Troubleshooting Guide, R8.0
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S

Note

Facility, hairpin, and terminal loopback tests require on-site personnel.

1.2.1 Perform a Facility Loopback on a Source Electrical Port (West to East)

A

The facility loopback test is performed on the node’s source electrical port in the network circuit; in this
example, the DS-N port in the source node. Completing a successful facility loopback on this port
isolates the cabling, the electrical card, and the EIA as possible failure points. Figure 1-11 shows an
example of a facility loopback on a source DS-N port.

Figure 1-11 Facility Loopback on a Circuit Source DS-N Port
Source Destination
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. = ==
T e e
L 1 L 1 L 1 L 1

55262

Caution

Performing a loopback on an in-service circuit is service-affecting. To protect traffic, apply a lockout or
Force switch to the target loopback port. For more information about these operations, refer to the
“Maintain the Node” chapter in the Cisco ONS 15454 Procedure Guide.

Facility loopbacks require on-site personnel.

ONS 15454 DS-3 terminal loopbacks do not transmit an AIS in the direction away from the loopback.
Instead of AIS, a continuance of the signal transmitted into the loopback is provided. A DS3/EC1-48
card can be provisioned to transmit AIS for a terminal loopback if desired.

Depending on your card type, complete the “Create the Facility Loopback on the Source DS-1, DS-3,
DS3N-12, DS3i-N-12, or EC1 Port” procedure on page 1-10 or the “Create the Facility Loopback on the
Source DS3E or DS3XM Port” procedure on page 1-11, then test and clear the loopbacks as instructed.

Create the Facility Loopback on the Source DS-1, DS-3, DS3N-12, DS3i-N-12, or EC1 Port

Step 1

Step 2

Step 3

Connect an electrical test set to the port you are testing.

Use appropriate cabling to attach the Tx and Rx terminals of the electrical test set to the EIA connectors
or DSx panel for the port you are testing. The Tx and Rx terminals connect to the same port.

Adjust the test set accordingly. (For specific procedures to use the test set equipment, consult the
manufacturer.)

In node view, double-click the card to open the card view.
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Step 4
Step 5

Step 6

Step 7
Step 8

Step 9

1.2.1 Perform a Facility Loopback on a Source Electrical Port (West to East) [ |

Click the Maintenance > Loopback tabs.

Choose OOS,MT from the Admin State column for the port being tested. If this is a multiport card,
select the appropriate row for the port being tested.

Choose Facility from the Loopback Type column for the port being tested. If this is a multiport card,
select the appropriate row for the port being tested.

Click Apply.
Click Yes in the confirmation dialog box.
A

Note It is normal for the “LPBKFACILITY (DS1, DS3)” condition on page 2-170 to appear during
loopback setup. The condition clears when you remove the loopback.

Complete the “Test and Clear the DS-3, DS3N-12, DS3i-N-12, or EC1 Port Facility Loopback Circuit”
procedure on page 1-11.

Test and Clear the DS-3, DS3N-12, DS3i-N-12, or EC1 Port Facility Loopback Circuit

Step 1
Step 2

Step 3

Step 4
Step 5
Step 6

Step 7
Step 8
Step 9

If the test set is not already sending traffic, send test traffic on the loopback circuit.

Examine the traffic received by the test set. Look for errors or any other signal information that the test
set is capable of indicating.

If the test set indicates a good circuit, no further testing is necessary with the facility loopback.
Double-click the card to open the card view.

Depending on the card type, click the Maintenance > Loopback tabs.
Choose None from the Loopback Type column for the port being tested.

Choose the appropriate state (IS; OOS,DSBLD; OOS,MT; IS,AINS) from the Admin State column for
the port being tested.

Click Apply.
Click Yes in the confirmation dialog box.

Complete the “Test the Electrical Cabling” procedure on page 1-13.

Create the Facility Loopback on the Source DS3E or DS3XM Port

This procedure applies to DS3E, DS3XM-6, and DS3XM-12 cards. It does not use the DS3XM card
FEAC loopback functions. For FEAC information, refer to the “1.3 Troubleshooting DS3XM-6 or
DS3XM-12 Card Electrical Paths With FEAC Loopbacks” section on page 1-45.

Step 1 Connect an electrical test set to the port you are testing.
Use appropriate cabling to attach the Tx and Rx terminals of the electrical test set to the EIA connectors
or DSx panel for the port you are testing. The Tx and Rx terminals connect to the same port.
Step2  Adjust the test set accordingly. (For specific procedures to use the test set equipment, consult the
manufacturer.)
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Step 3
Step 4

Step 5

Step 6

Step 7
Step 8

Step 9

In node view, double-click the card to open the card view.

For any of these cards, click the Maintenance > DS3 tabs.

N

Note  The DS-3 Admin State is the basis of the DS-1 Derived State.

For the DS3 tab, choose OOS,MT from the Admin State column for the port being tested. If this is a
multiport card, select the appropriate row for the port being tested. For the DS1 tab, no state selection is
necessary unless the DS-1 is in service. The loopback/send code cannot be selected for a DS-1 if the
derived state is OOS,DSBLD.

Choose Facility from the Loopback Type column for the port being tested. If this is a multiport card,
select the appropriate row for the port being tested.

Click Apply.
Click Yes in the confirmation dialog box.
)

Note It is normal for the “LPBKFACILITY (DS1, DS3)” condition on page 2-170 to appear during
loopback setup. The condition clears when you remove the loopback.

Complete the “Test and Clear the DS3E or DS3XM Port Facility Loopback Circuit” procedure on
page 1-12.

Test and Clear the DS3E or DS3XM Port Facility Loopback Circuit

Step 1
Step 2

Step 3

Step 4

Step 5
Step 6

Step 7
Step 8
Step 9

If the test set is not already sending traffic, send test traffic on the loopback circuit.

Examine the traffic received by the test set. Look for errors or any other signal information that the test
set is capable of indicating.

If the test set indicates a good circuit, no further testing is necessary with the facility loopback.
Double-click the card to open the card view.

For any of these cards, click the Maintenance > DS3 tabs.

A

Note  The DS-3 Admin State is the basis of the DS-1 Derived State.

Choose None from the Loopback Type column for the port being tested.

Choose the appropriate state (IS; OOS,DSBLD; OOS,MT; IS,AINS) from the Admin State column for
the port being tested.

Click Apply.
Click Yes in the confirmation dialog box.

Complete the “Test the Electrical Cabling” procedure on page 1-13.
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Test the Electrical Cabling

Step 1

Step 2

Step 3
Step 4

Step 5
Step 6

Step 7
Step 8
Step 9

Replace the suspected bad cabling (the cables from the test set to the DSx panel or the EIA ports) with
a known-good cable. For instructions, refer to the “Install Cards and Fiber-Optic Cable” chapter in the
Cisco ONS 15454 Procedure Guide.

If a known-good cable is not available, test the suspected bad cable with a test set. Remove the suspected
bad cable from the DSx panel or the EIA and connect the cable to the Tx and Rx terminals of the test
set. Run traffic to determine whether the cable is good or defective.

Resend test traffic on the loopback circuit with a known-good cable installed. If the test set indicates a
good circuit, the problem was probably the defective cable.

Replace the defective cable.

In card view for the electrical card, depending upon the type, click the Maintenance > Loopback tabs,
Maintenance > DS1 tabs, or Maintenance > DS3 tabs.

A

Note  The DS-3 Admin State is the basis of the DS-1 Derived State.

Choose None from the Loopback Type column for the port being tested.

Choose the appropriate state (IS; OOS,DSBLD; OOS,MT; IS,AINS) from the Admin State column for
the port being tested.

Click Apply.
Click Yes in the confirmation dialog box.

Complete the “Test the Electrical Card” procedure on page 1-13.

Test the Electrical Card

Step 1 Complete the “Physically Replace a Traffic Card” procedure on page 2-274 for the suspected bad card
and replace it with a known-good one.

Step2  Resend test traffic on the loopback circuit with a known-good card installed.

Step3  If the test set indicates a good circuit, the problem was probably the defective card. Return the defective
card to Cisco through the Return Materials Authorization (RMA) process. Contact Cisco Technical
Support at 1 800 553-2447.

Step4d  Complete the “Physically Replace a Traffic Card” procedure on page 2-274 for the faulty card.

Step5 In card view for the electrical card, depending upon the type, click the Maintenance > Loopback tabs,
Maintenance > DS1 tabs, or Maintenance > DS3 tabs.
A
Note  The DS-3 Admin State is the basis of the DS-1 Derived State.

Step6  Choose None from the Loopback Type column for the port being tested.

Step7  Choose the appropriate state (IS; OOS,DSBLD; OOS,MT; IS,AINS) from the Admin State column for
the port being tested.

Step8  Click Apply.
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Step 9
Step 10

Test the EIA

Step 1

Step 2

Step 3

Step 4
Step 5

Step 6
Step 7
Step 8

Step 9

Step 10
Step 11
Step 12
Step 13

Step 14
Step 15

Click Yes in the confirmation dialog box.

Complete the “Test the EIA” procedure on page 1-14.

Remove and reinstall the EIA to ensure a proper seating:

a. Remove the lower backplane cover. Loosen the five screws that secure it to the ONS 15454 and pull
it away from the shelf assembly.

b. Loosen the nine perimeter screws that hold the EIA panel in place.
c. Lift the EIA panel by the bottom to remove it from the shelf assembly.

d. Follow the installation procedure for the appropriate EIA. Refer to the “Install the Shelf and
Backplane Cable” procedure in the Cisco ONS 15454 Procedure Guide for instructions.

Resend test traffic on the loopback circuit with known-good cabling, a known-good card, and the
reinstalled EIA. If the test set indicates a good circuit, the problem was probably an improperly seated
EIA, and you can proceed to Step 16. If the problem persists and the EIA is not shown to be improperly
seated, proceed to Step 3.

In card view for the electrical card, depending upon the type, click the Maintenance > Loopback tabs,
Maintenance > DS1 tabs, or Maintenance > DS3 tabs.

)

Note The DS-3 Admin State is the basis of the DS-1 Derived State.

Choose None from the Loopback Type column for the port being tested.

Choose the appropriate state (IS; OOS,DSBLD; OOS,MT; IS,AINS) from the Admin State column for
the port being tested.

Click Apply.
Click Yes in the confirmation dialog box. Proceed to Step 16.

If the test set indicates a faulty circuit, the problem is probably a defective EIA. Return the defective EIA
to Cisco through the RMA process. Contact Cisco Technical Support at 1 800 553-2447.

Replace the faulty EIA by completing the “Replace the Electrical Interface Assembly” procedure on
page 2-282.

Resend test traffic on the loopback circuit with known-good cabling, a known-good card, and the
replacement EIA. If the test set indicates a faulty circuit, repeat all of the facility loopback procedures.

If the test set indicates a good circuit, the problem was probably the defective EIA. Clear the facility
loopback by clicking the Maintenance > Loopback tabs, Maintenance > DS1 tabs, or Maintenance >
DS3 tabs.

Choose None from the Loopback Type column for the port being tested.

Choose the appropriate state (IS; OOS,DSBLD; OOS,MT; IS,AINS) from the Admin State column for
the port being tested.

Click Apply.

Click Yes in the confirmation dialog box.
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Step 16

1.2.2 Perform a Hairpin Test on a Source-Node Electrical Port (West to East) [ |

Complete the “1.2.2 Perform a Hairpin Test on a Source-Node Electrical Port (West to East)” procedure
on page 1-15.

1.2.2 Perform a Hairpin Test on a Source-Node Electrical Port (West to East)

The hairpin test is performed on the cross-connect card in the network circuit. A hairpin circuit uses the
same port for both source and destination. Completing a successful hairpin through the port isolates the
possibility that the cross-connect card is the cause of the faulty circuit. Figure 1-12 shows an example
of a hairpin loopback on a source-node port.

Figure 1-12 Hairpin on a Source-Node Port
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The ONS 15454 does not support simplex operation on the cross-connect card. Two cross-connect cards
of the same type must be installed for each node.
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Hairpin loopbacks require on-site personnel.

Complete the “Create the Hairpin Circuit on the Source-Node Electrical Port” procedure on page 1-15.

Create the Hairpin Circuit on the Source-Node Electrical Port

Step 1 Connect an electrical test set to the port you are testing:

a. If you just completed the “1.2.1 Perform a Facility Loopback on a Source Electrical Port
(West to East)” procedure on page 1-10, leave the electrical test set hooked up to the electrical port
in the source node.

b. If you are starting the current procedure without the electrical test set hooked up to the DS-N port,
use appropriate cabling to attach the Tx and Rx terminals of the electrical test set to the DSx panel
or the EIA connectors for the port you are testing. The Tx and Rx terminals connect to the same port.

Step2  Adjust the test set accordingly. (Refer to manufacturer instructions for test-set use.)
Step3  Use CTC to set up the hairpin circuit on the test port:

a. In node view, click the Circuits tab and click Create.

b. In the Circuit Creation dialog box, choose the type, such as STS, and number, such as 1.

c. Click Next.
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d. Inthe next Circuit Creation dialog box, give the circuit an easily identifiable name such as Hairpinl.
e. Choose the Size, such as STS-1.

f. Uncheck the Bidirectional check box. Leave the default values for State, SD Threshold, and
SF Threshold.

g. Click Next.

h. In the Circuit Creation source dialog box, select the same Node, card Slot, Port, and STS (or VT)
where the test set is connected. Leave Use Secondary Source unchecked.

i. Click Next.

j. In the Circuit Creation destination dialog box, use the same Node, card Slot, Port, and STS (or VT)
used for the source dialog box. Leave Use Secondary Destination unchecked.

k. Click Next.
I. In the Circuit Creation circuit routing preferences dialog box, leave all defaults. Click Finish.

Step4  Confirm that the newly created circuit appears on the Circuits tab and that the Dir column describes it
as a one-way circuit.

Step5 Complete the “Test and Delete the Electrical Port Hairpin Circuit” procedure on page 1-16.

Test and Delete the Electrical Port Hairpin Circuit

Step1  If the test set is not already sending traffic, send test traffic on the loopback circuit.

Step2  Examine the test traffic received by the test set. Look for errors or any other signal information that the
test set is capable of indicating.

Step3  If the test set indicates a good circuit, no further testing is necessary with the hairpin circuit. Clear the
hairpin circuit:

a. Click the Circuits tab.

b. Choose the hairpin circuit being tested.

c. Click Delete.

d. Click Yes in the Delete Circuits dialog box. Do not check any check boxes.
e. Confirm that the hairpin circuit is deleted from the Circuits tab list.

Stepd  Complete the “Test the Standby Cross-Connect Card” procedure on page 1-16.

Test the Standby Cross-Connect Card
~

Note  Two cross-connect cards (active and standby) must be in use on a node to use this procedure.

Step1  Perform a reset on the standby cross-connect card to make it the active card:

a. Determine the standby cross-connect card. On both the physical node and the CTC node view
window, the standby cross-connect ACT/SBY LED is amber and the active card ACT/SBY LED is
green.
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Step 2

1.2.2 Perform a Hairpin Test on a Source-Node Electrical Port (West to East) [ |

b. Position the cursor over the standby cross-connect card.
c. Right-click and choose RESET CARD.
d. Click Yes in the confirmation dialog box.

Initiate an external switching command (side switch) on the cross-connect cards before you retest the
loopback circuit:

Caution

Step 3

Step 4

Step 5

Cross-connect side switches, with the exception of side switches using XC-VXC-10G cards, are

service-affecting. Any live traffic on any card in the node endures a hit of up to 50 ms. XC-VXC-10G side
switches are errorless.

a. Determine the standby cross-connect card. On both the physical node and the CTC node view

window, the standby cross-connect ACT/SBY LED is amber and the active card ACT/SBY LED is
green.

b. In the node view, select the Maintenance > Cross-Connect > Cards tabs.
c. In the Cross-Connect Cards area, click Switch.
d. Click Yes in the Confirm Switch dialog box.

~

Note  After the active cross-connect goes into standby mode, the original standby card becomes
active and its ACT/SBY LED turns green. The former active card becomes standby and its
ACT/SBY LED turns amber.

Resend test traffic on the loopback circuit.
The test traffic now travels through the alternate cross-connect card.

If the test set indicates a faulty circuit, assume the cross-connect card is not causing the problem. Clear
the hairpin circuit:

a. Click the Circuits tab.

b. Choose the hairpin circuit being tested.

c. Click Delete.

d. Click Yes in the Delete Circuits dialog box. Do not check any check boxes.
e. Confirm that the hairpin circuit is deleted from the Circuits tab list.

To confirm a defective original cross-connect card, complete the “Retest the Original Cross-Connect
Card” procedure on page 1-17.

Retest the Original Cross-Connect Card

Step 1 Initiate an external switching command (side switch) on the cross-connect cards:

a. Determine the standby cross-connect card. On both the physical node and the CTC node view
window, the standby cross-connect ACT/SBY LED is amber and the active card ACT/SBY LED is
green.

b. In node view, select the Maintenance > Cross-Connect > Cards tabs.

¢. From the Cross-Connect Cards menu, choose Switch.
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Step 2
Step 3

Step 4

Step 5

Step 6

d. Click Yes in the Confirm Switch dialog box.

N
Note  After the active cross-connect goes into standby mode, the original standby card becomes

active and its ACT/SBY LED turns green. The former active card becomes standby and its
ACT/SBY LED turns amber.

Resend test traffic on the loopback circuit.

If the test set indicates a faulty circuit, the problem is probably the defective card. Return the defective
card to Cisco through the RMA process. Contact Cisco Technical Support at 1 800 553-2447 and
proceed to Step 4. If the test does not indicate a faulty circuit, proceed to Step 5.

Complete the “Physically Replace an In-Service Cross-Connect Card” procedure on page 2-274 for the
defective card.

If the test set indicates a good circuit, the cross-connect card might have had a temporary problem that
was cleared by the side switch. Clear the hairpin circuit:

a. Click the Circuits tab.

b. Choose the hairpin circuit being tested.

c. Click Delete.

d. Click Yes in the Delete Circuits dialog box. Do not check any check boxes.
e. Confirm that the hairpin circuit is deleted from the Circuits tab list.

Complete the “1.2.3 Perform an XC Loopback on a Destination-Node OC-N STS (West to East)
Carrying an Electrical Signal” procedure on page 1-18.

1.2.3 Perform an XC Loopback on a Destination-Node 0C-N STS (West to East)
Carrying an Electrical Signal

The XC loopback tests whether any problem exists on the circuit’s OC-N span, isolating this span from
others present on the card. The loopback occurs on the cross-connect card in a network circuit.

Figure 1-13 shows an example of an XC loopback on a destination OC-N port. The traffic pattern looks
similar to a terminal loopback but traffic is only carried on one STS instead of affecting the entire port.

The XC loopback on an OC-N card does not affect traffic on other circuits.

XC loopbacks do not require on-site personnel.

You can perform an XC loopback on either the circuit source working or the protect port of a 1+1
protection group.
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Figure 1-13 XC Loopback on a Destination OC-N Port
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Create the XC Loopback on a Destination-Node OCN STS

Step 1 Connect an optical test set to the port you are testing:

~

Note

115962

For specific procedures to connect, set up, and use the test set equipment, consult the

manufacturer.

If you just completed the “1.2.2 Perform a Hairpin Test on a Source-Node Electrical Port (West to

East)” procedure on page 1-15, leave the optical test set hooked up to the destination-node port.

If you are starting the current procedure without the optical test set hooked up to the destination port,
use appropriate cabling to attach the Tx and Rx terminals of the optical test set to the port you are

testing. The Tx and Rx terminals connect to the same port.

Step2  Adjust the test set accordingly. (Refer to manufacturer instructions for test-set use.)

Step3  Use CTC to put the circuit being tested out of service:

a.
b.
c.
d.
e.

f.

In node view, click the Circuits tab.

Click the circuit and then click Edit.

In the Edit Circuit dialog box, click the State tab.

Choose OOS,MT from the Target Circuit Admin State drop-down list.
Click Apply.

Click Yes in the confirmation dialog box.

Step4d  Use CTC to set up the XC loopback on the circuit being tested:

a.
b.
c.
d.

e.

In node view, double-click the OC-N card to open the card view.

Click the Maintenance > Loopback > SONET STS tabs.

Click the check box in the XC Loopback column for the port being tested.
Check Apply.

Click Yes in the confirmation dialog box.

Step5 Complete the “Test and Clear the XC Loopback Circuit” procedure on page 1-20.
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Test and Clear the XC Loopback Circuit

S

Note

Step 1
Step 2

Step 3

Step 4

This procedure is performed only on OC-N cards.

If the test set is not already sending traffic, send test traffic on the loopback circuit.

Examine the test traffic received by the test set. Look for errors or any other signal information that the
test set is capable of indicating.

If the test set indicates a good circuit, no further testing is necessary with the cross-connect. Clear the
XC loopback:

a. In card view, click the Maintenance > Loopback > SONET STS tabs.

b. Uncheck the check box in the XC Loopback column for the circuit being tested.
¢. Click Apply.

d. Click Yes in the confirmation dialog box.

Complete the “Test the Standby Cross-Connect Card” procedure on page 1-20.

Test the Standby Cross-Connect Card

Step 1

Step 2

A

Perform a reset on the standby cross-connect card:

a. Determine the standby cross-connect card. On both the physical node and the CTC node view
window, the standby cross-connect ACT/SBY LED is amber and the active card ACT/SBY LED is
green.

b. Position the cursor over the standby cross-connect card.
c. Right-click and choose RESET CARD.
d. Click Yes in the confirmation dialog box.

Initiate an external switching command (side switch) on the cross-connect cards before you retest the
loopback circuit:

Caution

Cross-connect side switches, with the exception of side switches using XC-VXC-10G cards, are
service-affecting. Any live traffic on any card in the node endures a hit of up to 50 ms. XC-VXC-10G side
switches are errorless.

a. Determine the standby cross-connect card. On both the physical node and the CTC node view
window, the standby cross-connect ACT/SBY LED is amber and the active card ACT/SBY LED is
green.

b. In the node view, select the Maintenance > Cross-Connect > Card tabs.
c. In the Cross-Connect Cards area, click Switch.

d. Click Yes in the Confirm Switch dialog box.

Cisco ONS 15454 Troubleshooting Guide, R8.0

November 2009 |



| Chapter 1 General Troubleshooting

1.2.3 Perform an XC Loopback on a Destination-Node 0C-N STS (West to East) Carrying an Electrical Signal ||

N

Note  After the active cross-connect goes into standby mode, the original standby card becomes
active and its ACT/SBY LED turns green. The former active card becomes standby and its
ACT/SBY LED turns amber.

Step3  Resend test traffic on the loopback circuit.
The test traffic now travels through the alternate cross-connect card.

Step4  If the test set indicates a faulty circuit, assume the cross-connect card is not causing the problem. Clear
the XC loopback circuit:

a. Click the Circuits tab.

b. Choose the XC loopback circuit being tested.

c. Click Delete.

d. Click Yes in the Delete Circuits dialog box. Do not check any check boxes.

e. Confirm that the XC loopback circuit is deleted from the Circuits tab list. If the test set indicates a
good circuit, the problem might be a defective cross-connect card.

Step5 To confirm a defective original cross-connect card, complete the “Retest the Original Cross-Connect
Card” procedure on page 1-21.

Retest the Original Cross-Connect Card

S

Note  This procedure is performed only on OC-N and cross-connect cards.

Step 1 Initiate an external switching command (side switch) on the cross-connect cards.

a. Determine the standby cross-connect card. On both the physical node and the CTC node view
window, the standby cross-connect ACT/SBY LED is amber and the active card ACT/SBY LED is
green.

b. In node view, select the Maintenance > Cross-Connect > Card tabs.
c. In the Cross-Connect Cards area, click Switch.
d. Click Yes in the Confirm Switch dialog box.

~

Note  After the active cross-connect goes into standby mode, the original standby card becomes
active and its ACT/SBY LED turns green. The former active card becomes standby and its
ACT/SBY LED turns amber.

Step2  Resend test traffic on the loopback circuit.

Step3  If the test set indicates a faulty circuit, the problem is probably the defective card. Return the defective
card to Cisco through the RMA process. Contact Cisco Technical Support at 1 800 553-2447 and
proceed to Step 4. If the circuit is not shown to be faulty and the card is not shown to be defective, you
are finished with testing.

Step4  Complete the “Physically Replace an In-Service Cross-Connect Card” procedure on page 2-274 for the
defective cross-connect card and perform Step 5.
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Step 5

Step 6

If the test set indicates a good circuit, the cross-connect card might have had a temporary problem that
was cleared by the side switch. Clear the XC loopback circuit:

a. Click the Circuits tab.

b. Choose the XC loopback circuit being tested.

c. Click Delete.

d. Click Yes in the Delete Circuits dialog box. Do not check any check boxes.

If the tests indicate further problems, go to the “1.2.4 Perform a Terminal Loopback on a Destination
Electrical Port (West to East)” procedure on page 1-22.

1.2.4 Perform a Terminal Loopback on a Destination Electrical Port (West to

East)

A

The terminal loopback test is performed on the destination-node electrical port in the circuit, such as a
destination-node electrical port. You create a bidirectional circuit that starts on the source-node electrical
port and loops back on the destination-node electrical port. Then you proceed with the terminal loopback
test. Completing a successful terminal loopback to a destination-node electrical port verifies that the
circuit is good to the destination electrical port. Figure 1-14 shows an example of a terminal loopback
on a destination DS-N port.

Figure 1-14 Terminal Loopback to a Destination DS-N Port
Source Destination
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Caution

A

Performing a loopback on an in-service circuit is service-affecting. To protect traffic, apply a lockout or
Force switch to the target loopback port. For more information about these operations, refer to the
“Maintain the Node” chapter in the Cisco ONS 15454 Procedure Guide.

Caution

~

Note

In terminal loopback mode, DS3E-12 card does not support sending AIS toward the line side while
looping back traffic at the same time, though NE defaults are the same.

Terminal loopbacks require on-site personnel.
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ONS 15454 DS-3 terminal loopbacks do not transmit an AIS in the direction away from the loopback.
Instead of AIS, a continuance of the signal transmitted into the loopback is provided. A DS3/EC1-48
card can be provisioned to transmit AIS for a terminal loopback if desired.

Depending upon your card type, complete the “Create the Terminal Loopback on a Destination DS-3,
DS3N-12, DS3i-N-12, or EC1 Port” procedure on page 1-23 or the“Create the Terminal Loopback on a
Destination DS-3E or DS3XM Port” procedure on page 1-25. Then test and clear the loopback as
instructed.

Create the Terminal Loopback on a Destination DS-3, DS3N-12, DS3i-N-12, or EC1 Port

Step 1

Step 2
Step 3
Step 4
Step 5
Step 6
Step 7
Step 8
Step 9

Step 10
Step 11

Step 12
Step 13
Step 14

Note

Connect an electrical test set to the port you are testing:

a. If you just completed the “1.2.3 Perform an XC Loopback on a Destination-Node OC-N STS (West
to East) Carrying an Electrical Signal” procedure on page 1-18, leave the electrical test set hooked
up to the source-node port.

b. If you are starting the current procedure without the electrical test set hooked up to the electrical
port, use appropriate cabling to attach the Tx and Rx terminals of the electrical test set to the DSx
panel or the EIA connectors for the port you are testing. Both Tx and Rx connect to the same port.

Adjust the test set accordingly. (Refer to manufacturer instructions for test-set use.)

In CTC node view, click the Circuits tab and click Create.

In the Circuit Creation dialog box, choose the type, such as STS, and number, such as 1.

Click Next

In the next Circuit Creation dialog box, give the circuit an easily identifiable name such as DS1toDS2.
Leave the Bidirectional check box checked.

Click Next.

In the Circuit Creation source dialog box, select the Node, card Slot, Port, and STS (or VT) where the
test set is connected.

Click Next.

In the Circuit Creation destination dialog box, use the same Node, card Slot, Port, and STS (or VT) used
for the source dialog box.

Click Next.

In the Circuit Creation circuit routing preferences dialog box, leave all defaults. Click Finish.
Confirm that the newly created circuit appears in the Dir column as a two-way circuit.

)

Note It is normal for the “LPBKTERMINAL (DS1, DS3)” condition on page 2-175 to appear during
a loopback setup. The condition clears when you remove the loopback.

ONS 15454 DS-3 terminal loopbacks do not transmit an AIS in the direction away from the loopback.
Instead of AIS, a continuance of the signal transmitted into the loopback is provided. A DS3/EC1-48
card can be provisioned to transmit AIS for a terminal loopback if desired.
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Step 15

Step 16

Create the terminal loopback on the destination port being tested:
a. Go to the node view of the destination node:
e Choose View > Go To Other Node from the menu bar.
¢ Choose the node from the drop-down list in the Select Node dialog box and click OK.

b. Innode view, double-click the card that requires the loopback, such as a DS-N card in the destination
node.

¢. Click the Maintenance > Loopback tabs.

d. Select OOS,MT from the Admin State column. If this is a multiport card, select the row appropriate
for the desired port.

e. Select Terminal from the Loopback Type column. If this is a multiport card, select the row
appropriate for the desired port.

f. Click Apply.
g. Click Yes in the confirmation dialog box.

Complete the “Test and Clear the DS-3, DS3N-12, DS3i-N-12, or EC1 Destination Port Terminal
Loopback Circuit” procedure on page 1-24.

Test and Clear the DS-3, DS3N-12, DS3i-N-12, or EC1 Destination Port Terminal Loopback Circuit

Step 1
Step 2

Step 3

Step 4
Step 5
Step 6

Step 7
Step 8
Step 9

Step 10

If the test set is not already sending traffic, send test traffic on the loopback circuit.

Examine the test traffic being received by the test set. Look for errors or any other signal information
that the test set is capable of indicating.

If the test set indicates a good circuit, no further testing is necessary on the loopback circuit.
Double-click the electrical card in the destination node with the terminal loopback.

Click the Maintenance > Loopback tabs.
Select None from the Loopback Type column for the port being tested.

Select the appropriate state (IS; OOS,DSBLD; OOS,MT; IS,AINS) in the Admin State column for the
port being tested.

Click Apply.

Click Yes in the confirmation dialog box.

Clear the terminal loopback:

a. Click the Circuits tab.

b. Choose the loopback circuit being tested.

c. Click Delete.

d. Click Yes in the Delete Circuits dialog box. Do not check any check boxes.

Complete the “Test the Destination Electrical Card” procedure on page 1-27.
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Create the Terminal Loopback on a Destination DS-3E or DS3XM Port

Step1  Connect an electrical test set to the port you are testing:

a. Ifyou just completed the “1.2.3 Perform an XC Loopback on a Destination-Node OC-N STS (West
to East) Carrying an Electrical Signal” procedure on page 1-18, leave the electrical test set hooked
up to the electrical port in the source node.

b. If you are starting the current procedure without the electrical test set hooked up to the electrical
port, use appropriate cabling to attach the Tx and Rx terminals of the electrical test set to the DSx
panel or the EIA connectors for the port you are testing. Both Tx and Rx connect to the same port.

c. Adjust the test set accordingly. (Refer to manufacturer instructions for test-set use.)

Step 2 In CTC node view, click the Circuits tab and click Create.
Step 3 In the Circuit Creation dialog box, choose the type, such as STS, and number, such as 1.
Step4  Click Next.
Step5  In the next Circuit Creation dialog box, give the circuit an easily identifiable name such as DS1toDS3.
Step6  Leave the Bidirectional check box checked.
Step7  Click Next.
Step 8 In the Circuit Creation source dialog box, select the Node, card Slot, Port, and STS (or VT) where the
test set is connected.
Step9  Click Next.
Step10 In the Circuit Creation destination dialog box, use the same Node, card Slot, Port, and STS (or VT) used
for the source dialog box.
Step11  Click Next.
Step12 In the Circuit Creation circuit routing preferences dialog box, leave all defaults. Click Finish.
Step13 Confirm that the newly created circuit appears in the Dir column as a two-way circuit.
A
Note It is normal for the “LPBKTERMINAL (DS1, DS3)” condition on page 2-175 to appear during
a loopback setup. The condition clears when you remove the loopback.
A
Note  ONS 15454 DS-3 terminal loopbacks do not transmit an AIS in the direction away from the
loopback. Instead of AIS, a continuance of the signal transmitted into the loopback is provided.
A DS3/EC1-48 card can be provisioned to transmit AIS for a terminal loopback if desired.
Step14 Create the terminal loopback on the destination port being tested:
a. Go to the node view of the destination node:
¢ Choose View > Go To Other Node from the menu bar.
¢ Choose the node from the drop-down list in the Select Node dialog box and click OK.

b. In node view, double-click the card that requires the loopback, such as the DS-N card in the
destination node.

c. Click the Maintenance > DS3 tabs.

Cisco ONS 15454 Troubleshooting Guide, R8.0
| November 2009 .m



Chapter 1 General Troubleshooting |

M 124 Perform a Terminal Loopback on a Destination Electrical Port (West to East)

Step 15

S

ma The DS-3 Admin State is the basis of the DS-1 Derived State.

d. For the DS3 tab, choose OOS,MT from the Admin State column for the port being tested. If this is
a multiport card, select the appropriate row for the port being tested. For the DS1 tab, no state
selection is necessary unless the DS-1 is in service. The loopback/send code cannot be selected for
a DS-1 if the derived state is OOS,DSBLD.

e. Select Terminal from the Loopback Type column. If this is a multiport card, select the row
appropriate for the desired port.

f. Click Apply.
g. Click Yes in the confirmation dialog box.

Complete the “Test and Clear the DS-3E or DS3XM Destination Port Terminal Loopback Circuit”
procedure on page 1-26.

Test and Clear the DS-3E or DS3XM Destination Port Terminal Loopback Circuit

Step 1
Step 2

Step 3

Step 4

Step 5
Step 6

Step 7
Step 8
Step 9

Step 10

If the test set is not already sending traffic, send test traffic on the loopback circuit.

Examine the test traffic being received by the test set. Look for errors or any other signal information
that the test set is capable of indicating.

If the test set indicates a good circuit, no further testing is necessary on the loopback circuit.
Double-click the electrical card in the destination node with the terminal loopback.

Click the Maintenance > DS3 tabs.

)

Note  The DS-3 Admin State is the basis of the DS-1 Derived State.

Select None from the Loopback Type column for the port being tested.

Select the appropriate state (IS; OOS,DSBLD; OOS,MT; IS,AINS) in the Admin State column for the
port being tested.

Click Apply.

Click Yes in the confirmation dialog box.

Clear the terminal loopback:

a. Click the Circuits tab.

b. Choose the loopback circuit being tested.

c. Click Delete.

d. Click Yes in the Delete Circuits dialog box. Do not check any check boxes.

Complete the “Test the Destination Electrical Card” procedure on page 1-27.
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Test the Destination Electrical Card

Step 1

Step 2
Step 3

Step 4

Step 5

Step 6

Step 7

Complete the “Physically Replace a Traffic Card” procedure on page 2-274 for the suspected bad card
and replace it with a known-good one.

Resend test traffic on the loopback circuit with a known-good card.

If the test set indicates a good circuit, the problem was probably the defective card. Return the defective
card to Cisco through the RMA process. Contact Cisco Technical Support at 1 800 553-2447.

Complete the “Physically Replace a Traffic Card” procedure on page 2-274 for the defective electrical
card.

Clear the terminal loopback state on the port:
a. Double-click the electrical card in the destination node with the terminal loopback.

b. Depending upon the card type, click the Maintenance > Loopback tabs, Maintenance > DS1 tabs,
or Maintenance > DS3 tabs.

~

Note The DS-3 Admin State is the basis of the DS-1 Derived State.

c. Select None from the Loopback Type column for the port being tested.

d. Select the appropriate state (IS; OOS,DSBLD; OOS,MT; IS,AINS) in the Admin State column for
the port being tested.

e. Click Apply.
f. Click Yes in the confirmation dialog box.
Delete the terminal loopback circuit:
a. Click the Circuits tab.
b. Choose the loopback circuit being tested.
c. Click Delete.
d. Click Yes in the Delete Circuits dialog box. Do not check any check boxes.

Complete the “1.2.5 Perform a Facility Loopback on a Destination-Node Electrical Port (East to West)”
procedure on page 1-27.

1.2.5 Perform a Facility Loopback on a Destination-Node Electrical Port (East to

West)

The facility loopback test is performed on the destination-node electrical port in the network circuit.
Completing a successful facility loopback on this port isolates the cabling, the electrical card, and the
EIA as possible failure points. Figure 1-15 shows an example of a facility loopback on a destination
DS-N port.
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Figure 1-15 Facility Loopback on a Circuit Destination DS-N Port
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Caution

Performing a loopback on an in-service circuit is service-affecting. To protect traffic, apply a lockout or
Force switch to the target loopback port. For basic instructions, refer to the “2.9.2 Protection Switching,
Lock Initiation, and Clearing” section on page 2-262. For more information about these operations, refer
to the “Maintain the Node” chapter in the Cisco ONS 15454 Procedure Guide.

Facility loopbacks require on-site personnel.

ONS 15454 DS-3 terminal loopbacks do not transmit an AIS in the direction away from the loopback.
Instead of AIS, a continuance of the signal transmitted into the loopback is provided. A DS3/EC1-48
card can be provisioned to transmit AIS for a terminal loopback if desired.

Depending on your card type, complete the “Create the Facility Loopback on the Destination DS-1,
DS-3,DS3N-12, DS3i-N-12, or EC-1 Port” procedure on page 1-28 or the “Create the Facility Loopback
on the Source DS3E or DS3XM Port” procedure on page 1-29. Then test and clear the loopback as
instructed.

Create the Facility Loopback on the Destination DS-1, DS-3, DS3N-12, DS3i-N-12, or EC-1 Port

Step 1

Step 2
Step 3
Step 4
Step 5

Step 6

Connect an electrical test set to the port you are testing:

a. If you just completed the “1.2.4 Perform a Terminal Loopback on a Destination Electrical Port
(West to East)” procedure on page 1-22, leave the electrical test set hooked up to the
destination-node port.

b. Use appropriate cabling to attach the Tx and Rx terminals of the electrical test set to the EIA
connectors or DSx panel for the port you are testing. The Tx and Rx terminals connect to the same
port.

Adjust the test set accordingly. (Refer to manufacturer instructions for test-set use.)
In CTC node view, double-click the card to open the card view.
Click the Maintenance > Loopback tabs.

Choose OOS,MT from the Admin State column for the port being tested. If this is a multiport card,
select the appropriate row for the port being tested.

Choose Facility from the Loopback Type column for the port being tested. If this is a multiport card,
select the appropriate row for the port being tested.
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Step 8

Step 9

1.2.5 Perform a Facility Loopback on a Destination-Node Electrical Port (East to West) [ |

Click Apply.

Click Yes in the confirmation dialog box.

A

Note It is normal for a “LPBKFACILITY (DS1, DS3)” condition on page 2-170 to appear during
loopback setup. The condition clears when you remove the loopback.

Complete the “Test and Clear the DS-3, DS3N-12, DS3i-N-12, or EC-1 Port Facility Loopback Circuit”
procedure on page 1-29.

Test and Clear the DS-3, DS3N-12, DS3i-N-12, or EC-1 Port Facility Loopback Circuit

Step 1
Step 2

Step 3

Step 4
Step 5
Step 6

Step 7
Step 8
Step 9

If the test set is not already sending traffic, send test traffic on the loopback circuit.

Examine the traffic received by the test set. Look for errors or any other signal information that the test
set is capable of indicating.

If the test set indicates a good circuit, no further testing is necessary with the facility loopback.
Double-click the card to open the card view.

Click the Maintenance > Loopback tabs.
Choose None from the Loopback Type column for the port being tested.

Choose the appropriate state (IS; OOS,DSBLD; OOS,MT; IS,AINS) from the Admin State column for
the port being tested.

Click Apply.
Click Yes in the confirmation dialog box.

Complete the “Test the Electrical Cabling” procedure on page 1-30.

Create the Facility Loopback on the Source DS3E or DS3XM Port

This procedure applies to DS3E, DS3XM-6, and DS3XM-12 cards. It does not utilize the DS3XM card
FEAC loopback functions. For FEAC information, refer to the “1.3 Troubleshooting DS3XM-6 or
DS3XM-12 Card Electrical Paths With FEAC Loopbacks” section on page 1-45.

Step1  Connect an electrical test set to the port you are testing.
Use appropriate cabling to attach the Tx and Rx terminals of the electrical test set to the EIA connectors
or DSx panel for the port you are testing. The Tx and Rx terminals connect to the same port. Adjust the
test set accordingly. (Refer to manufacturer instructions for test-set use.)

Step 2 In CTC node view, double-click the card to open the card view.

Step 3 For any of these cards, click the Maintenance > DS3 tabs.
A
Note  The DS-3 Admin State is the basis of the DS-1 Derived State.
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Step 4

Step 5

Step 6
Step 7

Step 8

For the DS3 tab, choose OOS,MT from the Admin State column for the port being tested. If this is a
multiport card, select the appropriate row for the port being tested. For the DS1 tab, no state selection is
necessary unless the DS-1 is in service. The loopback/send code cannot be selected for a DS-1 if the
derived state is OOS,DSBLD.

Choose Facility from the Loopback Type column for the port being tested. If this is a multiport card,
select the appropriate row for the port being tested.
Click Apply.

Click Yes in the confirmation dialog box.

~

Note It is normal for the “LPBKFACILITY (DS1, DS3)” condition on page 2-170 to appear during
loopback setup. The condition clears when you remove the loopback.

Complete the “Test and Clear the DS3E or DS3XM Port Facility Loopback Circuit” procedure on
page 1-30.

Test and Clear the DS3E or DS3XM Port Facility Loopback Circuit

Step 1
Step 2

Step 3

Step 4

Step 5
Step 6

Step 7
Step 8
Step 9

If the test set is not already sending traffic, send test traffic on the loopback circuit.

Examine the traffic received by the test set. Look for errors or any other signal information that the test
set is capable of indicating.

If the test set indicates a good circuit, no further testing is necessary with the facility loopback.
Double-click the card to open the card view.

For any of these cards, click the Maintenance > DS3 tabs.

~

Note  The DS-3 Admin State is the basis of the DS-1 Derived State.

Choose None from the Loopback Type column for the port being tested.

Choose the appropriate state (IS; OOS,DSBLD; OOS,MT; IS,AINS) from the Admin State column for
the port being tested.

Click Apply.
Click Yes in the confirmation dialog box.

Complete the “Test the Electrical Cabling” procedure on page 1-30.

Test the Electrical Cabling

Step 1

Replace the suspected bad cabling (from the test set to the DSx panel or the EIA ports) with known-good
cable. For instructions, refer to the “Install Cards and Fiber-Optic Cable” chapter in the
Cisco ONS 15454 Procedure Guide.
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Step 2

Step 3
Step 4

Step 5
Step 6

Step 7
Step 8
Step 9

1.2.5 Perform a Facility Loopback on a Destination-Node Electrical Port (East to West) [ |

If aknown-good cable is not available, test the suspected bad cable with a test set. (Refer to manufacturer
instructions for test-set use.) Remove the suspected bad cable from the DSx panel or the EIA and connect
the cable to the Tx and Rx terminals of the test set. Run traffic to determine whether the cable is good
or defective.

Resend test traffic on the loopback circuit with a known-good cable installed. If the test set indicates a
good circuit, the problem was probably the defective cable.

Replace the defective cable.

In card view for the electrical card, depending upon the type, click the Maintenance > Loopback tabs,
Maintenance > DS1 tabs, or Maintenance > DS3 tabs.

~

Note The DS-3 Admin State is the basis of the DS-1 Derived State.

Choose None from the Loopback Type column for the port being tested.

Choose the appropriate state (IS; OOS,DSBLD; OOS,MT; IS,AINS) from the Admin State column for
the port being tested.

Click Apply.
Click Yes in the confirmation dialog box.

Complete the “Test the Electrical Card” procedure on page 1-31.

Test the Electrical Card

Step1  Complete the “Physically Replace a Traffic Card” procedure on page 2-274 for the suspected bad card
and replace it with a known-good one.

Step2  Resend test traffic on the loopback circuit with a known-good card installed.

Step3  If the test set indicates a good circuit, the problem was probably the defective card. Return the defective
card to Cisco through the RMA process. Contact Cisco Technical Support at 1 800 553-2447.

Stepd  Complete the “Physically Replace a Traffic Card” procedure on page 2-274 for the faulty card.

Step5  In card view for the electrical card, depending upon the type, click the Maintenance > Loopback tabs,
Maintenance > DS1 tabs, or Maintenance > DS3 tabs.
A
Note  The DS-3 Admin State is the basis of the DS-1 Derived State.

Step6  Choose None from the Loopback Type column for the port being tested.

Step7  Choose the appropriate state (IS; OOS,DSBLD; OOS,MT; IS,AINS) from the Admin State column for
the port being tested.

Step8  Click Apply.

Step9  Click Yes in the confirmation dialog box.

Step10 Complete the “Test the EIA” procedure on page 1-32.
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Test the EIA

Step 1

Step 2

Step 3

Step 4
Step 5

Step 6
Step 7
Step 8

Step 9

Step 10
Step 11
Step 12
Step 13

Step 14
Step 15
Step 16

Remove and reinstall the EIA to ensure a proper seating:

a. Remove the lower backplane cover. Loosen the five screws that secure it to the ONS 15454 and pull
it away from the shelf assembly.

b. Loosen the nine perimeter screws that hold the EIA panel in place.
c. Lift the EIA panel by the bottom to remove it from the shelf assembly.

d. Follow the installation procedure for the appropriate EIA. Refer to the “Install the Shelf and
Backplane Cable” chapter in the Cisco ONS 15454 Procedure Guide for instructions.

Resend test traffic on the loopback circuit with known-good cabling, a known-good card, and the
reinstalled EIA. If the test set indicates a good circuit, the problem was probably an improperly seated
EIA, and you can proceed to Step 16. If the problem persists and the EIA is not shown to be improperly
seated, proceed to Step 3.

In card view for the electrical card, depending upon the type, click the Maintenance > Loopback tabs
Maintenance > DS1 tabs, or Maintenance > DS3 tabs.

~

Note  The DS-3 Admin State is the basis of the DS-1 Derived State.

Choose None from the Loopback Type column for the port being tested.

Choose the appropriate state (IS; OOS,DSBLD; OOS,MT; IS,AINS) from the Admin State column for
the port being tested.

Click Apply.
Click Yes in the confirmation dialog box.

If the test set indicates a faulty circuit, the problem is probably a defective EIA. Return the defective ETA
to Cisco through the RMA process. Contact Cisco Technical Support at 1 800 553-2447.

Replace the faulty EIA. Complete the “Replace the Electrical Interface Assembly” procedure on
page 2-282.

Resend test traffic on the loopback circuit with known-good cabling, a known-good card, and the
replacement EIA. If the test set indicates a faulty circuit, repeat all of the facility loopback procedures.

If the test set indicates a good circuit, the problem was probably the defective EIA. Clear the facility
loopback by clicking the Maintenance > Loopback tabs, Maintenance > DS1 tabs, or Maintenance >
DS3 tabs.

Choose None from the Loopback Type column for the port being tested.

Choose the appropriate state (IS; OOS,DSBLD; OOS,MT; IS,AINS) from the Admin State column for
the port being tested.

Click Apply.
Click Yes in the confirmation dialog box.

Complete the “1.2.6 Perform a Hairpin Test on a Destination-Node Electrical Port (East to West)”
procedure on page 1-33.
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1.2.6 Perform a Hairpin Test on a Destination-Node Electrical Port (East to

West)

Figure 1-16

Test Set

The hairpin test is performed on the cross-connect card in the network circuit and uses the same port as
source as well as destination. Completing a successful hairpin through the card isolates the possibility
that the cross-connect card is the cause of the faulty circuit. Figure 1-16 shows an example of a hairpin
loopback on a destination-node port.

Hairpin on a Destination-Node DS-N Port
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The ONS 15454 does not support simplex operation on the cross-connect card. Two cross-connect cards

of the same type must be installed for each node.

Note  Hairpin loopbacks require on-site personnel.

Complete the “Create the Hairpin Circuit on the Destination-Node Port” procedure on page 1-33.

Create the Hairpin Circuit on the Destination-Node Port

Step 1 Connect an electrical test set to the port you are testing:

a. Ifyou just completed the “1.2.5 Perform a Facility Loopback on a Destination-Node Electrical Port
(East to West)” procedure on page 1-27, leave the electrical test set hooked up to the electrical port
in the destination node.

b. If you are starting the current procedure without the electrical test set hooked up to the electrical
port, use appropriate cabling to attach the Tx and Rx terminals of the electrical test set to the DSx
panel or the EIA connectors for the port you are testing. The Tx and Rx terminals connect to the
same port.

Step2  Adjust the test set accordingly. (Refer to manufacturer instructions for test-set use.)
Step3  Use CTC to set up the hairpin circuit on the test port:

a. In node view, click the Circuits tab and click Create.

b. In the Circuit Creation dialog box, choose the type, such as STS, and number, such as 1.

c. Click Next.

d. In the next Circuit Creation dialog box, give the circuit an easily identifiable name such as Hairpinl.

e. Choose the Size, such as STS-1.
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Step 4

Step 5

k.
I

Uncheck the Bidirectional check box. Leave the default values for State, SD Threshold, and
SF Threshold.

Click Next.

In the Circuit Creation source dialog box, select the same Node, card Slot, Port, and STS (or VT)
where the test set is connected. Leave Use Secondary Source unchecked.

Click Next.

In the Circuit Creation destination dialog box, use the same Node, card Slot, Port, and STS (or VT)
used for the source dialog box. Leave Use Secondary Destination unchecked.

Click Next.

In the Circuit Creation circuit routing preferences dialog box, leave all defaults. Click Finish.

Confirm that the newly created circuit appears on the Circuits tab and that the Dir column describes it
as a one-way circuit.

Complete the “Test and Delete the Electrical Hairpin Circuit” procedure on page 1-34.

Test and Delete the Electrical Hairpin Circuit

Step 1
Step 2

Step 3

Step 4

If the test set is not already sending traffic, send test traffic on the loopback circuit.

Examine the test traffic received by the test set. Look for errors or any other signal information that the
test set is capable of indicating.

If the test set indicates a good circuit, no further testing is necessary with the hairpin circuit. Clear the
hairpin circuit:

a.
b.
c.
d.

e.

Click the Circuits tab.

Choose the hairpin circuit being tested.

Click Delete.

Click Yes in the Delete Circuits dialog box. Do not check any check boxes.

Confirm that the hairpin circuit is deleted from the Circuits tab list.

Complete the “Test the Standby Cross-Connect Card” procedure on page 1-34.

Test the Standby Cross-Connect Card

N

Note

Step 1

Two cross-connect cards (active and standby) must be in use on a node to use this procedure.

Perform a reset on the standby cross-connect card to make it the active card:

Determine the standby cross-connect card. On both the physical node and the CTC node view
window, the standby cross-connect ACT/SBY LED is amber and the active card ACT/SBY LED is
green.

Position the cursor over the standby cross-connect card.

Right-click and choose RESET CARD.
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Step 2

A

1.2.6 Perform a Hairpin Test on a Destination-Node Electrical Port (East to West) [ |

d. Click Yes in the confirmation dialog box.

Initiate an external switching command (side switch) on the cross-connect cards before you retest the
loopback circuit:

Caution

Step 3

Step 4

Step 5

Cross-connect side switches, with the exception of side switches using XC-VXC-10G cards, are
service-affecting. Any live traffic on any card in the node endures a hit of up to 50 ms. XC-VXC-10G side
switches are errorless.

a. Determine the standby cross-connect card. On both the physical node and the CTC node view
window, the standby cross-connect ACT/SBY LED is amber and the active card ACT/SBY LED is
green.

b. In the node view, select the Maintenance > Cross-Connect > Cards tabs.
¢. In the Cross-Connect Cards area, click Switch.

d. Click Yes in the Confirm Switch dialog box.

N

Note  After the active cross-connect goes into standby mode, the original standby card becomes
active and its ACT/SBY LED turns green. The former active card becomes standby and its
ACT/SBY LED turns amber.

Resend test traffic on the loopback circuit.
The test traffic now travels through the alternate cross-connect card.

If the test set indicates a faulty circuit, assume the cross-connect card is not causing the problem. Clear
the hairpin circuit:

a. Click the Circuits tab.

b. Choose the hairpin circuit being tested.

c. Click Delete.

d. Click Yes in the Delete Circuits dialog box. Do not check any check boxes.
e. Confirm that the hairpin circuit is deleted from the Circuits tab list.

To confirm a defective original cross-connect card, complete the “Retest the Original Cross-Connect
Card” procedure on page 1-35.

Retest the Original Cross-Connect Card

Step 1 Initiate an external switching command (side switch) on the cross-connect cards:

a. Determine the standby cross-connect card. On both the physical node and the CTC node view
window, the standby cross-connect ACT/SBY LED is amber and the active card ACT/SBY LED is
green.

b. In node view, select the Maintenance > Cross-Connect > Cards tabs.

¢. From the Cross-Connect Cards menu, choose Switch.

d. Click Yes in the Confirm Switch dialog box.

[ November 2009
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Step 2
Step 3

Step 4

Step 5

Step 6

>

Note  After the active cross-connect goes into standby mode, the original standby card becomes
active and its ACT/SBY LED turns green. The former active card becomes standby and its
ACT/SBY LED turns amber.

Resend test traffic on the loopback circuit.

If the test set indicates a faulty circuit, the problem is probably the defective card. Return the defective
card to Cisco through the RMA process. Contact Cisco Technical Support at 1 800 553-2447 and
proceed to Step 4. If the test does not indicate a faulty circuit, proceed to Step 5.

Complete the “Physically Replace an In-Service Cross-Connect Card” procedure on page 2-274 for the
defective cross-connect card.

If the test set indicates a good circuit, the cross-connect card might have had a temporary problem that
was cleared by the side switch. Clear the hairpin circuit:

a. Click the Circuits tab.

b. Choose the hairpin circuit being tested.

c. Click Delete.

d. Click Yes in the Delete Circuits dialog box. Do not check any check boxes.
e. Confirm that the hairpin circuit is deleted from the Circuits tab list.

Complete the “1.2.7 Perform an XC Loopback on a Source-Node OC-N STS (East to West) Carrying
an Electrical Circuit” procedure on page 1-36.

1.2.7 Perform an XC Loopback on a Source-Node OC-N STS (East to West)
Carrying an Electrical Circuit

The XC loopback tests whether problem exists on the circuit’s OC-N span by isolating this span from
others on the card. The loopback also eliminates the cross-connect card as the source of trouble for a
faulty circuit. The loopback occurs on the cross-connect card in a network circuit. Figure 1-17 shows an
example of an XC loopback on a source OC-N port.

The XC loopback on an OC-N card does not affect traffic on other circuits.

XC loopbacks do not require on-site personnel.

You can perform an XC loopback on either the circuit source working port or the protect port of a 1+1
protection group.
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Figure 1-17 XC Loopback on a Source OC-N Port

Test Set

83750

Complete the “Create the XC Loopback on the Source OC-N Port Carrying an Electrical Circuit”
procedure on page 1-37.

Create the XC Loopback on the Source OC-N Port Carrying an Electrical Circuit

Step 1 Connect an optical test set to the port you are testing:

S

Note  For specific procedures to connect, set up, and use the test set equipment, consult the
manufacturer.

a. Ifyou just completed the “1.2.6 Perform a Hairpin Test on a Destination-Node Electrical Port (East
to West)” procedure on page 1-33, leave the optical test set hooked up to the source-node port.

b. If you are starting the current procedure without the optical test set hooked up to the source port,
use appropriate cabling to attach the Tx and Rx terminals of the optical test set to the port you are
testing. The Tx and Rx terminals connect to the same port.

Step2  Adjust the test set accordingly. (Refer to manufacturer instructions for test-set use.)
Step3  Use CTC to put the circuit being tested out of service:
a. In node view, click the Circuits tab.
b. Click the circuit and then click Edit.
c. In the Edit Circuit dialog box, click the State tab.
d. Choose OOS,MT from the Target Circuit Admin State drop-down list.
e. Click Apply.
f. Click Yes in the confirmation dialog box.
Stepd  Use CTC to set up the XC loopback on the circuit being tested:
a. In node view, double-click the OC-N card to open the card view.
b. Click the Maintenance > Loopback > SONET STS tabs.
c. Check the XC Loopback column check box for the port being tested.
d. Click Apply.
e. Click Yes in the confirmation dialog box.

Step5 Complete the “Test and Clear the XC Loopback Circuit” procedure on page 1-38.
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Test and Clear the XC Loopback Circuit

S

Note

Step 1
Step 2

Step 3

Step 4

This procedure is performed only on OC-N cards.

If the test set is not already sending traffic, send test traffic on the loopback circuit.

Examine the test traffic received by the test set. Look for errors or any other signal information that the
test set is capable of indicating.

If the test set indicates a good circuit, no further testing is necessary with the cross-connect. Clear the
XC loopback:

a. In card view, click the Maintenance > Loopback > SONET STS tabs.

b. Uncheck the check box in the XC Loopback column for the circuit being tested.
¢. Click Apply.

d. Click Yes in the confirmation dialog box.

Complete the “Test the Standby Cross-Connect Card” procedure on page 1-38.

Test the Standby Cross-Connect Card

Step 1

Step 2

A

Perform a reset on the standby cross-connect card:

a. Determine the standby cross-connect card. On both the physical node and the CTC node view
window, the standby cross-connect ACT/SBY LED is amber and the active card ACT/SBY LED is
green.

b. Position the cursor over the standby cross-connect card.
c. Right-click and choose RESET CARD.
d. Click Yes in the confirmation dialog box.

Initiate an external switching command (side switch) on the cross-connect cards before you retest the
loopback circuit:

Caution

Cross-connect side switches, with the exception of side switches using XC-VXC-10G cards, are
service-affecting. Any live traffic on any card in the node endures a hit of up to 50 ms. XC-VXC-10G side
switches are errorless.

a. Determine the standby cross-connect card. On both the physical node and the CTC node view
window, the standby cross-connect ACT/SBY LED is amber and the active card ACT/SBY LED is
green.

b. In the node view, select the Maintenance > Cross-Connect > Cards tabs.
c. In the Cross-Connect Cards area, click Switch.

d. Click Yes in the Confirm Switch dialog box.
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N

Note  After the active cross-connect goes into standby mode, the original standby card becomes
active and its ACT/SBY LED turns green. The former active card becomes standby and its
ACT/SBY LED turns amber.

Step3  Resend test traffic on the loopback circuit.
The test traffic now travels through the alternate cross-connect card.

Step4  If the test set indicates a faulty circuit, assume the cross-connect card is not causing the problem. Clear
the XC loopback circuit:

a. Click the Circuits tab.

b. Choose the XC loopback circuit being tested.

c. Click Delete.

d. Click Yes in the Delete Circuits dialog box. Do not check any check boxes.

e. Confirm that the XC loopback circuit is deleted from the Circuits tab list. If the test set indicates a
good circuit, the problem might be a defective cross-connect card.

Step5 To confirm a defective original cross-connect card, complete the “Retest the Original Cross-Connect
Card” procedure on page 1-39.

Retest the Original Cross-Connect Card

S

Note  This procedure is performed only on OC-N and cross-connect cards.

Step 1 Initiate an external switching command (side switch) on the cross-connect cards.

a. Determine the standby cross-connect card. On both the physical node and the CTC node view
window, the standby cross-connect ACT/SBY LED is amber and the active card ACT/SBY LED is
green.

b. In node view, select the Maintenance > Cross-Connect > Cards tabs.
c. In the Cross-Connect Cards area, click Switch.
d. Click Yes in the Confirm Switch dialog box.

~

Note  After the active cross-connect goes into standby mode, the original standby card becomes
active and its ACT/SBY LED turns green. The former active card becomes standby and its
ACT/SBY LED turns amber.

Step2  Resend test traffic on the loopback circuit.

Step3  If the test set indicates a faulty circuit, the problem is probably the defective card. Return the defective
card to Cisco through the RMA process. Contact Cisco Technical Support at 1 800 553-2447 and
proceed to Step 4. If the circuit is not shown to be faulty and the card is not shown to be defective, you
are finished with testing.

Step4  Complete the “Physically Replace an In-Service Cross-Connect Card” procedure on page 2-274 for the
defective cross-connect card. Perform Step 5.
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Step 5

1.2.8 Perform
West)

If the test set indicates a good circuit, the cross-connect card might have had a temporary problem that
was cleared by the side switch. Clear the XC loopback circuit:

a. Click the Circuits tab.
b. Choose the XC loopback circuit being tested.

c. Click Delete.
d. Click Yes in the Delete Circuits dialog box. Do not check any check boxes.
e. If the problem is not resolved, go to the “1.2.8 Perform a Terminal Loopback on a Source-Node

Electrical Port (East to West)” section on page 1-40.

a Terminal Loopback on a Source-Node Electrical Port (East to

The terminal loopback test is performed on the source-node electrical port in the circuit, such as a
source-node electrical port. You first create a bidirectional circuit that starts on the destination-node
electrical port and loops back on the source-node electrical port. Then you proceed with the terminal
loopback test. Completing a successful terminal loopback to a source-node electrical port verifies that
the circuit is good to the source electrical port. Figure 1-18 shows an example of a terminal loopback on
a source DS-N port.

Figure 1-18 Terminal Loopback on a Source DS-N Port
Source Intermediate Destination
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Caution  Performing a loopback on an in-service circuit is service-affecting. To protect traffic, apply a lockout or
Force switch to the target loopback port. Refer to the “2.9.2 Protection Switching, Lock Initiation, and
Clearing” section on page 2-262 for basic instructions. For more information about these operations,
refer to the “Maintain the Node” chapter in the Cisco ONS 15454 Procedure Guide.
Caution  In terminal loopback mode, DS3E-12 card does not support sending AIS toward the line side while

~

Note

looping back traffic at the same time, though NE defaults are the same.

Terminal loopbacks require on-site personnel.
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ONS 15454 DS-3 terminal loopbacks do not transmit an AIS in the direction away from the loopback.
Instead of AIS, a continuance of the signal transmitted into the loopback is provided. A DS3/EC1-48
card can be provisioned to transmit AIS for a terminal loopback if desired.

Depending upon your card type, complete the “Create the Terminal Loopback on a Source DS-1, DS-3,
DS3N-12, DS3i-N-12, or EC1 Port” procedure on page 1-41 or the “Create the Terminal Loopback on a
Source DS3E or DS3XM Port” procedure on page 1-43. Then test and clear the loopback as instructed.

Create the Terminal Loopback on a Source DS-1, DS-3, DS3N-12, DS3i-N-12, or EC1 Port

Step 1

Step 2
Step 3
Step 4
Step 5
Step 6
Step 7
Step 8
Step 9

Step 10
Step 11

Step 12

Note

Connect an electrical test set to the port you are testing:

a. If you just completed the “1.2.7 Perform an XC Loopback on a Source-Node OC-N STS (East to
West) Carrying an Electrical Circuit” procedure on page 1-36, leave the electrical test set hooked up
to the DS-N port in the source node.

b. If you are starting the current procedure without the electrical test set hooked up to the DS-N port,
use appropriate cabling to attach the Tx and Rx terminals of the electrical test set to the DSx panel
or the EIA connectors for the port you are testing. Both Tx and Rx connect to the same port.

Adjust the test set accordingly. (Refer to manufacturer instructions for test-set use.)

In CTC node view, click the Circuits tab and click Create.

In the Circuit Creation dialog box, choose the type, such as STS, and number, such as 1.

Click Next.

In the next Circuit Creation dialog box, give the circuit an easily identifiable name such as DS1toDS4.
Leave the Bidirectional check box checked.

Click Next.

In the Circuit Creation source dialog box, select the Node, card Slot, Port, and STS (or VT) where the
test set is connected.

Click Next.

In the Circuit Creation destination dialog box, use the same Node, card Slot, Port, and STS (or VT) used
for the source dialog box.

c. Click Next.
d. In the Circuit Creation circuit routing preferences dialog box, leave all defaults. Click Finish.

Confirm that the newly created circuit appears in the Dir column as a two-way circuit.

A

Note It is normal for the “LPBKTERMINAL (DS1, DS3)” condition on page 2-175 to appear during
a loopback setup. The condition clears when you remove the loopback.

ONS 15454 DS-3 terminal loopbacks do not transmit an AIS in the direction away from the loopback.
Instead of AIS, a continuance of the signal transmitted into the loopback is provided. A DS3/EC1-48
card can be provisioned to transmit AIS for a terminal loopback if desired.
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Step 13

Step 14

Create the terminal loopback on the destination port being tested:
a. Go to the node view of the destination node:
e Choose View > Go To Other Node from the menu bar.
¢ Choose the node from the drop-down list in the Select Node dialog box and click OK.

b. In node view, double-click the card that requires the loopback, such as the DS-N card in the
destination node.

¢. Click the Maintenance > Loopback tabs.

d. Select OOS,MT from the Admin State column. If this is a multiport card, select the row appropriate
for the desired port.

e. Select Terminal from the Loopback Type column. If this is a multiport card, select the row
appropriate for the desired port.

f. Click Apply.
g. Click Yes in the confirmation dialog box.

Complete the “Test and Clear the DS-3, DS3N-12, DS3i-N-12, or EC1 Port Terminal Loopback”
procedure on page 1-42.

Test and Clear the DS-3, DS3N-12, DS3i-N-12, or EC1 Port Terminal Loopback

Step 1
Step 2

Step 3

Step 4
Step 5
Step 6

Step 7
Step 8
Step 9

Step 10

If the test set is not already sending traffic, send test traffic on the loopback circuit.

Examine the test traffic being received by the test set. Look for errors or any other signal information
that the test set is capable of indicating.

If the test set indicates a good circuit, no further testing is necessary on the loopback circuit.
Double-click the electrical card in the destination node with the terminal loopback.

Click the Maintenance > Loopback tabs.
Select None from the Loopback Type column for the port being tested.

Select the appropriate state (IS; OOS,DSBLD; OOS,MT; IS,AINS) in the Admin State column for the
port being tested.

Click Apply.

Click Yes in the confirmation dialog box.

Clear the terminal loopback:

a. Click the Circuits tab.

b. Choose the loopback circuit being tested.

c. Click Delete.

d. Click Yes in the Delete Circuits dialog box. Do not check any check boxes.

Complete the “Test the Source Electrical Card” procedure on page 1-45.
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1.2.8 Perform a Terminal Loopback on a Source-Node Electrical Port (East to West) [ |

Create the Terminal Loopback on a Source DS3E or DS3XM Port

Step 1

Step 2
Step 3
Step 4
Step 5
Step 6
Step 7
Step 8

Step 9
Step 10

Step 11

Connect an electrical test set to the port you are testing:

a. If you just completed the “1.2.7 Perform an XC Loopback on a Source-Node OC-N STS (East to
West) Carrying an Electrical Circuit” procedure on page 1-36, leave the electrical test set hooked up
to the DS-N port in the source node.

b. If you are starting the current procedure without the electrical test set hooked up to the DS-N port,
use appropriate cabling to attach the Tx and Rx terminals of the electrical test set to the DSx panel
or the EIA connectors for the port you are testing. Both Tx and Rx connect to the same port.

c. Adjust the test se