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Preface

This preface describes the objectives and organization of this document and explains how to find additional information on related products and services. This preface contains the following sections:

- Document Revision History, page vii
- Objectives, page viii
- Organization, page viii
- Related Documentation, page ix
- Obtaining Documentation, Obtaining Support, and Security Guidelines, page xi

Document Revision History

The Document Revision History table below records technical changes to this document.

<table>
<thead>
<tr>
<th>Document Version</th>
<th>Date</th>
<th>Change Summary</th>
</tr>
</thead>
<tbody>
<tr>
<td>OL-2746-11</td>
<td>April, 2007</td>
<td>This version of this document adds installation information for the Cisco 7201 router.</td>
</tr>
<tr>
<td>OL-2746-10</td>
<td>September, 2006</td>
<td>This version of this document adds Port Adapter Jacket Card installation information for the Cisco 7200 VXR with NPE-G1 and NPE-G2.</td>
</tr>
<tr>
<td>OL-2746-09</td>
<td>May, 2006</td>
<td>This version of this document adds needed MSP configuration information.</td>
</tr>
<tr>
<td>OL-2746-08</td>
<td>March, 2006</td>
<td>This version of this document adds Port Adapter Jacket Card installation information for the Cisco 7200 VXR with NPE-G1.</td>
</tr>
</tbody>
</table>
Objectives

This document describes how to install and configure the multichannel STM-1 port adapter (PA-MC-STM-1SMI and PA-MC-STM-1MM), hereafter referred to as the PA-MC-STM-1, which is used in the following platforms:

- Catalyst 6000 family FlexWAN module in the Catalyst 6000 family switches
- Cisco 7200 VXR routers, consisting of the four-slot Cisco 7204VXR, and the six-slot Cisco 7206VXR
- Cisco 7201 router
- Cisco 7301 router
- Cisco 7304 PCI Port Adapter Carrier Card in Cisco 7304 router
- Cisco 7401ASR router
- VIP4-80 or VIP6-80 in Cisco 7500 series routers
- Cisco 7600 series routers with a FlexWAN module, including the Cisco 7603, Cisco 7606, and Cisco 7609 routers

Note

For complete information on configuring the supervisor engine and all modules on the Catalyst 6000 family switches and Cisco 7600 series routers, refer to the publications listed in the “Related Documentation” section on page ix.

Organization

This document contains the following chapters:

<table>
<thead>
<tr>
<th>Section</th>
<th>Title</th>
<th>Description</th>
</tr>
</thead>
<tbody>
<tr>
<td>Chapter 1</td>
<td>Overview</td>
<td>Describes the PA-MC-STM-1 and its LED displays, cables, and receptacles.</td>
</tr>
<tr>
<td>Chapter 2</td>
<td>Preparing for Installation</td>
<td>Describes safety considerations, tools required, and procedures you should perform before the actual installation.</td>
</tr>
<tr>
<td>Chapter 3</td>
<td>Removing and Installing Port Adapters</td>
<td>Describes the procedures for installing and removing PA-MC-STM-1 port adapters in the supported platform.</td>
</tr>
<tr>
<td>Chapter 4</td>
<td>Configuring the PA-MC-STM-1</td>
<td>Provides instructions for configuring the PA-MC-STM-1 on the supported platform.</td>
</tr>
</tbody>
</table>
Related Documentation

Your router or switch and the Cisco IOS software running on it contain extensive features and functionality, which are documented in the following resources:

- **Cisco IOS software:**
  For configuration information and support, refer to the modular configuration and modular command reference publications in the Cisco IOS software configuration documentation set that corresponds to the software release installed on your Cisco hardware.


- **Catalyst 6000 family switches with FlexWAN module:**
  - For an online directory to quickly access documents for Cisco Catalyst 6000 family switches, refer to the [Cisco Catalyst 6500 Series Switches Documentation Roadmaps](http://www.cisco.com/en/US/products/hw/switches/ps708/products_documentation_roadmaps_list.html) index at the following URL:
  - For hardware installation and maintenance information, refer to the following documents:
    - *Catalyst 6000 Family FlexWAN Module Installation and Configuration Note*
    - The hardware and software publications for your Catalyst 6000 family switch

- **Cisco 7200 VXR routers:**
  - For an online directory to quickly access documents for Cisco 7200 VXR routers, refer to the [Cisco 7200 Series Routers Documentation Roadmap](http://www.cisco.com/en/US/products/hw/routers/ps341/products_documentation_roadmap09186a00801c0915.html) at the following URL:
  - For hardware installation and maintenance information, refer to the *Cisco 7200 VXR Installation and Configuration Guide* or the *Cisco 7200 VXR Routers Quick Start Guide*.

- **Cisco 7201 router:**
  - For an online directory to quickly access documents for the Cisco 7201 router, refer to the [Cisco 7201 Router Documentation Roadmap](http://www.cisco.com/en/US/customer/products/hw/routers/ps341/products_documentation_r oadmap09186a00807f635a.html) at the following URL:
  - For hardware installation and maintenance information, refer to the *Cisco 7201 Installation and Configuration Guide* or the *Cisco 7201 Router Quick Start Guide*.

- **Cisco 7301 router:**
  - For an online directory to quickly access documents for the Cisco 7301 router, refer to the [Cisco 7301 Internet Router Documentation Roadmap](http://www.cisco.com/en/US/products/hw/routers/ps352/products_documentation_roadmap09186a00801c0f21.html) at the following URL:
  - For hardware installation and maintenance information, refer to the *Cisco 7301 Installation and Configuration Guide* or the *Cisco 7301 Router Quick Start Guide*.
• Cisco 7304 PCI port adapter carrier card in Cisco 7304 router:
  - For an online directory to quickly access documents for the Cisco 7304 PCI Port Adapter Carrier Card in the Cisco 7301 router, refer to the Cisco 7304 Router Line Card, Carrier Card, Port Adapter, Modular Services Card, and Shared Port Adapter Documentation Roadmap at the following URL:
  - For hardware installation and maintenance information, refer to the Cisco 7304 PCI Port Adapter Carrier Card Installation and Configuration Guide.

• Cisco 7401ASR router:
  - For an online directory to quickly access documents for the Cisco 7401ASR router, refer to the Cisco 7401ASR Router Documentation Roadmap at the following URL:
  - For hardware installation and maintenance information, refer to the Cisco 7401ASR Installation and Configuration Guide or the Cisco 7401ASR Router Quick Start Guide.

• Cisco 7500 series routers:
  - For an online directory to quickly access documents for the Cisco 7500 series routers, refer to the Cisco 7500 Series Routers Documentation Roadmap at the following URL:
  - For hardware installation and maintenance information, refer to the following documents:
    • Cisco 7500 Series Installation and Configuration Guide or the quick start for your Cisco 7500 series router.
    • Second-Generation Versatile Interface Processor (VIP2) Installation and Configuration
    • Fourth-Generation Versatile Interface Processor (VIP4) Installation and Configuration
    • Versatile Interface Processor (VIP6-80) Installation and Configuration Guide

• Cisco 7600 series routers with FlexWAN module:
  - For an online directory to quickly access documents for the Cisco 7600 series routers, refer to the Cisco 7600 Series Routers Documentation Roadmap at the following URL:
  - For hardware installation and maintenance information, refer to the online installation and configuration guide for your Cisco 7600 series router.

• For international agency compliance, safety, and statutory information for WAN interfaces, refer to the following documents. Use the documentation roadmap for your particular router to link to the appropriate documents for your router:
  - Regulatory Compliance and Safety Information for the Catalyst 6000 Family Switches
  - Regulatory Compliance and Safety Information for the Cisco 7200 Series Routers
  - Regulatory Compliance and Safety Information for the Cisco 7301 Internet Router
  - Regulatory Compliance and Safety Information for the Cisco 7304 Internet Router
  - Regulatory Compliance and Safety Information for the Cisco 7401ASR Internet Router
Obtaining Documentation, Obtaining Support, and Security Guidelines

For information on obtaining documentation, obtaining support, providing documentation feedback, security guidelines, and also recommended aliases and general Cisco documents, see the monthly What’s New in Cisco Product Documentation, which also lists all new and revised technical documentation at:

Overview

This chapter describes the PA-MC-STM-1 port adapter and contains the following sections:

- Port Adapter Overview, page 1-1
- SDH Overview, page 1-3
- PA-MC-STM-1 Multiplexing Hierarchy, page 1-4
- Features, page 1-5
- PA-MC-STM-1 Optical Fiber Specifications, page 1-5
- LEDs, page 1-6
- Cables, Connectors, and Pinouts, page 1-7
- Management Information Base, page 1-8
- Port Adapter Slot Locations on the Supported Platforms, page 1-9
- Identifying Interface Addresses, page 1-16

Port Adapter Overview

The PA-MC-STM-1, shown in Figure 1-1 and Figure 1-2, is a high-speed, single-port multichannel STM-1 port adapter. You can configure the PA-MC-STM-1 as a multichannel E1 STM-1 port, which can be configured into 63 individual E1 links. Each E1 link can carry a single channel at full or fractional rates, or it can be broken down into multiple DS0 rates.

Two restrictions exist:

- The maximum number of channels is limited to 256 per PA-MC-STM-1.
- The maximum number of FIFO buffers is 2048. The FIFO buffers are shared among the interfaces; how they are shared is determined by speed. If all the FIFO buffers have been assigned to existing interfaces, a new interface cannot be created, and the “%Insufficient FIFOs to create channel group” error message is seen. FIFO allocation information is provided in Table 1-1, and examples of supported and unsupported configurations are provided in Table 1-2 and Table 1-3.

<table>
<thead>
<tr>
<th>Table 1-1</th>
<th>FIFO Allocation</th>
</tr>
</thead>
<tbody>
<tr>
<td>Number of Timeslots</td>
<td>Number of FIFO Buffers</td>
</tr>
<tr>
<td>1</td>
<td>3</td>
</tr>
<tr>
<td>2</td>
<td>3</td>
</tr>
</tbody>
</table>
### Table 1-1  FIFO Allocation

<table>
<thead>
<tr>
<th>Number of Timeslots</th>
<th>Number of FIFO Buffers</th>
</tr>
</thead>
<tbody>
<tr>
<td>2</td>
<td>3</td>
</tr>
<tr>
<td>4</td>
<td>4</td>
</tr>
<tr>
<td>5</td>
<td>5</td>
</tr>
<tr>
<td>6</td>
<td>6</td>
</tr>
<tr>
<td>7</td>
<td>7</td>
</tr>
<tr>
<td>8</td>
<td>9</td>
</tr>
<tr>
<td>9</td>
<td>9</td>
</tr>
<tr>
<td>10</td>
<td>10</td>
</tr>
<tr>
<td>11</td>
<td>12</td>
</tr>
<tr>
<td>12</td>
<td>12</td>
</tr>
<tr>
<td>13</td>
<td>16</td>
</tr>
<tr>
<td>14</td>
<td>16</td>
</tr>
<tr>
<td>15</td>
<td>16</td>
</tr>
<tr>
<td>16</td>
<td>16</td>
</tr>
<tr>
<td>17</td>
<td>17</td>
</tr>
<tr>
<td>18</td>
<td>18</td>
</tr>
<tr>
<td>19</td>
<td>20</td>
</tr>
<tr>
<td>20</td>
<td>20</td>
</tr>
<tr>
<td>21</td>
<td>21</td>
</tr>
<tr>
<td>22</td>
<td>22</td>
</tr>
<tr>
<td>23</td>
<td>24</td>
</tr>
<tr>
<td>24</td>
<td>24</td>
</tr>
<tr>
<td>25</td>
<td>25</td>
</tr>
<tr>
<td>26</td>
<td>26</td>
</tr>
<tr>
<td>27</td>
<td>28</td>
</tr>
<tr>
<td>28</td>
<td>28</td>
</tr>
<tr>
<td>29</td>
<td>29</td>
</tr>
<tr>
<td>30</td>
<td>30</td>
</tr>
<tr>
<td>31</td>
<td>32</td>
</tr>
<tr>
<td>Full E1</td>
<td>32</td>
</tr>
</tbody>
</table>
Following are three examples of supported and unsupported configurations.

### Table 1-2  Supported Configurations

<table>
<thead>
<tr>
<th>Supported Configurations</th>
<th>Total FIFO Buffers</th>
</tr>
</thead>
<tbody>
<tr>
<td>63 E1s ( \rightarrow ) x 32 FIFOs =</td>
<td>2016</td>
</tr>
<tr>
<td>256 DSOs ( \rightarrow ) 256 x 3 FIFOs =</td>
<td>768</td>
</tr>
<tr>
<td>62 E1s + 21 DSOs ( \rightarrow ) (62 x 32) + (21 x 3) =</td>
<td>2047</td>
</tr>
</tbody>
</table>

### Table 1-3  Unsupported Configurations

<table>
<thead>
<tr>
<th>Unsupported Configurations</th>
<th>Result</th>
</tr>
</thead>
<tbody>
<tr>
<td>258 DS0s ( \rightarrow )</td>
<td>256 interface limit is exceeded</td>
</tr>
<tr>
<td>62 E1s with 31 DSOs ( \rightarrow ) (62 x 32) + (31 x 3) =</td>
<td>2077 FIFOs (exceeds 2048 FIFO limit)</td>
</tr>
</tbody>
</table>

The PA-MC-STM-1 supports up to three TUG-3/AU-3 transport slots numbered 1 to 3. You can configure each TUG-3/AU-3 to carry 21 SDH TU-12s. Each SDH TU-12 is capable of carrying a channelized E1 frame, which can be unchannelized to \( n \) 64-Kbps time slots.

**SDH Overview**

Synchronous Digital Hierarchy (SDH) is the international standard for optical digital transmission at hierarchical rates from 155.520 Mbps (STM-1) to 2.5 Gbps (STM-16) and greater.

The International Telecommunications Union Telecommunication Sector (ITU-T) defines a series of SDH transmission rates beginning at 155.520 Mbps as follows:

<table>
<thead>
<tr>
<th>SDH</th>
<th>Transmission Rate</th>
</tr>
</thead>
<tbody>
<tr>
<td>STM-1</td>
<td>155.520 Mbps</td>
</tr>
<tr>
<td>STM-4</td>
<td>622.080 Mbps</td>
</tr>
</tbody>
</table>
The PA-MC-STM-1 currently allows transmission over single-mode and multimode optical fiber only. Transmission rates are integral multiples of 51.840 Mbps, which can be used to carry E3 bit-synchronous signals.

The following references discuss concepts and specifications of PPP:


## PA-MC-STM-1 Multiplexing Hierarchy

*Figure 1-3* illustrates the SDH multiplexing structure supported on the PA-MC-STM-1. The PA-MC-STM-1 multiplexing structure is a subset of that defined in ITU-T G.707. At the lowest level, containers (Cs) are input into virtual containers (VCs) with stuffing bits to create a uniform VC payload with a common bit-rate, ready for synchronous multiplexing. Then the VCs are aligned into tributary units (TUs) where pointer processing operations are implemented, allowing the TUs to be multiplexed into TU groups (TUGs). Three TU-12s can be multiplexed into one TUG-2.

The TUGs are then multiplexed into higher level VCs, which in turn are multiplexed into administration units (AUs). The AUs are then multiplexed into an AU group (AUG) and the final payload from the AUG is then multiplexed into the Synchronous Transport Module (STM).

<table>
<thead>
<tr>
<th>SDH</th>
<th>Transmission Rate</th>
</tr>
</thead>
<tbody>
<tr>
<td>STM-16</td>
<td>2,488.320 Mbps</td>
</tr>
<tr>
<td>STM-64</td>
<td>9,953.280 Mbps</td>
</tr>
</tbody>
</table>

The TUGs are then multiplexed into higher level VCs, which in turn are multiplexed into administration units (AUs). The AUs are then multiplexed into an AU group (AUG) and the final payload from the AUG is then multiplexed into the Synchronous Transport Module (STM).
Features

The PA-MC-STM-1 has the following features:

- One STM-1 port with integrated channel service unit/data service units (CSU/DSUs)
- 63 E1 ports multiplexed onto a single STM-1 connection
- Channelized E1, fractional E1, and full-rate E1 supported
  - Up to 256 usable channels
  - Internal or network clocking selectable on each E1
  - 64-Kbps DS0 time slots
- Network and local loopback capabilities
- Bit error rate testing (BERT) capability on any E1
- Alarm detection—alarm indication signal (AIS), Remote Alarm, far-end block error (FEBE), and out of frame (OOF)
- Support for the following serial encapsulation protocols:
  - Frame Relay
  - Point-to-Point Protocol (PPP)
  - High-Level Data Link Control (HDLC)
  - Switched Multimegabit Data Service (SMDS) Data Exchange Interface (DXI)
- Support for the following routed protocols:
  - Internet Protocol (IP)
  - Internetwork Packet Exchange (IPX)
  - DECnet
- Support for 16-bit or 32-bit cyclic redundancy check (CRC)
- Online insertion and removal (OIR) is supported on the Cisco 7200 VXR routers, Cisco 7201 router, Cisco 7301 router, Cisco 7304 router (when installed on the carrier card), Cisco 7401ASR router, and the Cisco 7500 series routers with VIP4-80 or VIP6-80.
- Automatic protection switching (APS)

PA-MC-STM-1 Optical Fiber Specifications

The PA-MC-STM-1 specification for optical fiber transmission defines two types of fiber: single-mode and multimode. Within the single-mode category, two types of transmission are defined: intermediate reach and long reach. Within the multimode category, only short reach is available. (See Table 1-4 for specifications.)

Modes can be thought of as bundles of light rays entering the fiber at a particular angle. Single-mode fiber allows only one mode of light to propagate through the fiber at one wavelength and polarization, and multimode fiber allows multiple modes of light to propagate through the fiber for each wavelength and polarization.

Multiple modes of light propagating through the fiber travel different distances depending on the entry angles, which causes them to arrive at the destination at different times (a phenomenon called modal dispersion). Modal dispersion limits propagation distance in multimode fiber before attenuation does.
Therefore, single-mode fiber is capable of higher bandwidth and greater cable run distances than multimode fiber. Table 1-4 lists nominal OC-3 optical parameters for single-mode and multimode optical fiber transmission.

#### Table 1-4 OC-3 Optical Parameters

<table>
<thead>
<tr>
<th>Transceiver Type</th>
<th>Transmit Power</th>
<th>Maximum Power to Receiver</th>
<th>Receiver Sensitivity</th>
<th>Loss Budgets</th>
<th>Nominal Distance Between Stations</th>
</tr>
</thead>
<tbody>
<tr>
<td>Single-mode&lt;sup&gt;3&lt;/sup&gt; intermediate reach</td>
<td>–15 dBm min. to –8 dBm max. at 1280–1335 nm</td>
<td>–8 dBm</td>
<td>–28 dBm</td>
<td>0 to 12 dB</td>
<td>Up to 9 mi (15 km)</td>
</tr>
<tr>
<td>Multimode&lt;sup&gt;4&lt;/sup&gt; short reach</td>
<td>–20 dBm min. to –14 dBm max. at 1280–1335 nm</td>
<td>–8 dBm</td>
<td>–23 dBm</td>
<td>0 to 7 dB</td>
<td>Up to 1.2 mi (2 km)</td>
</tr>
</tbody>
</table>

1. This table gives nominal OC-3 optical parameters.
2. This value represents the maximum power to which any receiver can be exposed.

To calculate link losses and dispersion losses for your application, refer to the following specifications and documents:

- EIA/TIA-IVa Dispersion Unshifted Single-Mode Fiber
- EIA-TIA-IVb Dispersion Shifted Single-Mode Fiber
- GR-20-CORE *Generic Requirements for Optical Fiber and Fiber-Optic Cable*
- ITU-T Recommendation G.957 *Optical Interfaces for Equipment and Systems Relating to the Synchronous Digital Hierarchy*

#### LEDs

The PA-MC-STM-1 has three LEDs. (See Figure 1-4). The green- or yellow-colored LEDs indicate port adapter status.

**Figure 1-4 PA-MC-STM-1 LEDs**

After system initialization, the ENABLED LED goes on to indicate that the port adapter has been enabled for operation.
The following conditions must be met before the PA-MC-STM-1 is enabled:

- The PA-MC-STM-1 is correctly connected and is receiving power.
- A valid system software image for the port adapter has been downloaded successfully.
- The system recognizes the PA-MC-STM-1.

If any of the above conditions are not met, or if the initialization fails for other reasons, the ENABLED LED does not go on.

Table 1-5 lists LED colors and indications.

<table>
<thead>
<tr>
<th>LED Label</th>
<th>Color</th>
<th>State</th>
<th>Meaning</th>
</tr>
</thead>
<tbody>
<tr>
<td>ENABLED</td>
<td>Green</td>
<td>On</td>
<td>Port adapter is enabled for operation.</td>
</tr>
<tr>
<td>RxCXR</td>
<td>Green</td>
<td>On</td>
<td>Indicates the PA-MC-STM-1 is receiving a good SDH signal.</td>
</tr>
<tr>
<td>Alarm</td>
<td>Yellow</td>
<td>On</td>
<td>Indicates an SDH/E1 signal error such as LOS(^1) or LOF(^2).</td>
</tr>
</tbody>
</table>

1. LOS = loss of signal
2. LOF = loss of frame

### Cables, Connectors, and Pinouts

Use a single-mode or multimode optical fiber interface cable to connect your router or switch to another router or switch. In general, multimode cables are gray or orange, and single-mode cables are yellow.

**Note**

These cables are not available from Cisco Systems.

For SDH single-mode and multimode optical fiber connections, use one duplex SC-type connector (see Figure 1-5) or two simplex SC-type connectors (see Figure 1-6).
Attach either one duplex optical fiber cable or two simplex optical fiber cables between the port adapter and the device to which the port adapter is connected. Observe the receive (RX) and transmit (TX) cable relationship shown in Figure 1-7.

**Figure 1-7 Attaching Simplex or Duplex Optical Fiber Cables**

SONET/SDH with simplex or duplex SC connectors

<table>
<thead>
<tr>
<th>Simplex</th>
<th>RX</th>
<th>TX</th>
</tr>
</thead>
<tbody>
<tr>
<td>Duplex</td>
<td></td>
<td></td>
</tr>
</tbody>
</table>

The following warnings apply when you work with optical fiber cable ports.

- **Warning** Invisible laser radiation may be emitted from the end of the unterminated fiber cable or connector. Do not view directly with optical instruments. Viewing the laser output with certain optical instruments (for example, eye loupes, magnifiers, and microscopes) within a distance of 100 mm may pose an eye hazard. Statement 1056

<table>
<thead>
<tr>
<th>Warning</th>
<th>Class 1 Laser Product. Statement 1008</th>
</tr>
</thead>
</table>

<table>
<thead>
<tr>
<th>Warning</th>
<th>Class 1 LED Product. Statement 10 27</th>
</tr>
</thead>
</table>

**Management Information Base**

The single-port PA-MC-STM-1 port adapter supports E1 MIB (RFC 1406).
Port Adapter Slot Locations on the Supported Platforms

This section discusses port adapter slot locations on the supported platforms. The illustrations that follow summarize slot location conventions on each platform.

- Catalyst 6000 Family Switches and Cisco 7600 Series Routers with FlexWAN Module Slot Numbering, page 1-9
- Cisco 7200 VXR Routers Slot Numbering, page 1-11
- Cisco 7200 VXR Routers with the Port Adapter Jacket Card Slot Numbering, page 1-12
- Cisco 7201 Router Slot Numbering, page 1-12
- Cisco 7301 Router Slot Numbering, page 1-13
- Cisco 7304 PCI Port Adapter Carrier Card Slot Numbering, page 1-13
- Cisco 7401 ASR Router Slot Numbering, page 1-14
- Cisco 7500 Series Routers VIP Slot Numbering, page 1-15

Catalyst 6000 Family Switches and Cisco 7600 Series Routers with FlexWAN Module Slot Numbering

The FlexWAN module can be installed in any slot of a Catalyst 6000 family switch or a Cisco 7600 series router except slot 1, which is reserved for the supervisor engine. Port adapters can be installed into either module bay 0 or module bay 1 on the FlexWAN module. The bays are numbered from left to right on the FlexWAN module. Figure 1-8 shows a FlexWAN module with two blank port adapters installed. The slot numbering is the same for Catalyst 6000 family switches and Cisco 7600 series routers.

Note

Slot 1 is reserved for the supervisor engine. If a redundant supervisor engine is used, it would go in slot 2; otherwise, slot 2 can be used for other modules.
Cisco 7603 routers have two slots for port adapters. You can place the port adapters in either of the FlexWAN module slots (slot 2 or 3). Slots 1 is always reserved for the supervisor engine.

Cisco 7606 routers have five slots for port adapters. You can place the port adapters in any of the FlexWAN module slots (slots 2 through 6). Slot 1 is always reserved for the supervisor engine.

Cisco 7609 routers have eight slots for port adapters. You can place the port adapters in any of the FlexWAN module slots (slots 2 through 9). Slots 1 is always reserved for the supervisor engine.
Cisco 7200 VXR Routers Slot Numbering

Cisco 7204VXR routers have four slots for port adapters, and one slot for an input/output (I/O) controller. The slots are numbered from the lower left to the upper right, beginning with slot 1 and continuing through slot 4. You can place a port adapter in any of the slots (slot 1 through slot 4). Slot 0 is always reserved for the I/O controller. The Cisco 7204VXR router is not shown.

Cisco 7206VXR routers have six slots for port adapters, and one slot for an input/output (I/O) controller. The slots are numbered from the lower left to the upper right, beginning with slot 1 and continuing through slot 6. You can place a port adapter in any of the six slots (slot 1 through slot 6). Slot 0 is always reserved for the I/O controller. Figure 1-9 shows the slot numbering on a Cisco 7206VXR router.

Figure 1-9  Port Adapter Slots in the Cisco 7206VXR Router
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Cisco 7200 VXR Routers with the Port Adapter Jacket Card Slot Numbering

With an NPE-G1 or NPE-G2 installed, port adapter slot 0 of the Cisco 7204 VXR router or the Cisco 7206 VXR router can accept the Port Adapter Jacket Card. When the Port Adapter Jacket Card resides in port adapter slot 0, the port adapter in the Port Adapter Jacket Card is in port adapter slot 5 on the Cisco 7204 VXR router, or port adapter slot 7 on the Cisco 7206 VXR router. Figure 1-10 shows the slot numbering of port adapters on a Cisco 7206 VXR router when a Port Adapter Jacket Card is installed.

![Figure 1-10 Port Adapter Slots in the Cisco 7206 VXR Router with the Port Adapter Jacket Card](image)

<table>
<thead>
<tr>
<th>Slot</th>
<th>Description</th>
</tr>
</thead>
<tbody>
<tr>
<td>1</td>
<td>Slot 5</td>
</tr>
<tr>
<td>2</td>
<td>Slot 3</td>
</tr>
<tr>
<td>3</td>
<td>Slot 1</td>
</tr>
<tr>
<td>4</td>
<td>Slot 7—port adapter (slot 0–Jacket Card)</td>
</tr>
<tr>
<td>5</td>
<td>Slot 6</td>
</tr>
<tr>
<td>6</td>
<td>Slot 4</td>
</tr>
<tr>
<td>7</td>
<td>Slot 2</td>
</tr>
</tbody>
</table>

Cisco 7201 Router Slot Numbering

Figure 1-11 shows the front view of a Cisco 7201 router with a port adapter installed. There is only one port adapter slot (slot 1) in a Cisco 7201 router.

![Figure 1-11 Port Adapter Slot in the Cisco 7201 Router](image)
Cisco 7301 Router Slot Numbering

Figure 1-12 shows the front view of a Cisco 7301 router with a port adapter installed. There is only one port adapter slot (slot 1) in a Cisco 7301 router.

Figure 1-12  Port Adapter Slot in the Cisco 7301 Router

Cisco 7304 PCI Port Adapter Carrier Card Slot Numbering

The Cisco 7304 PCI Port Adapter Carrier Card installs in Cisco 7304 router module slots 2 through 5. Figure 1-13 shows a Cisco 7304 PCI Port Adapter Carrier Card with a port adapter installed. The Cisco 7304 PCI Port Adapter Carrier Card accepts one single-width port adapter.

Figure 1-14 shows the module slot numbering on a Cisco 7304 router. The port adapter slot number is the same as the module slot number. Slot 0 and slot 1 are reserved for the NPE module or NSE module.
Cisco 7401ASR Router Slot Numbering

Figure 1-15 shows the front view of the Cisco 7401ASR router with a port adapter installed. There is only one port adapter slot (slot 1) in a Cisco 7401ASR router.
Cisco 7500 Series Routers VIP Slot Numbering

Port adapters are supported on the VIPs (versatile interface processors) used in Cisco 7500 series routers. In the Cisco 7505 router, the VIP motherboard is installed horizontally in the VIP slot. In the Cisco 7507 router and Cisco 7513 router, the VIP motherboard is installed vertically in the VIP slot. A port adapter can be installed in either bay (port adapter slot 0 or 1) on the VIP. The bays are numbered from left to right on the VIP. Figure 1-16 shows the slot numbering on a VIP.

![Figure 1-16 VIP Slot Locations](image)

Cisco 7505 routers have four slots for port adapters, and one slot for an RSP. The slots are numbered from bottom to top. You can place a port adapter in any of the VIP interface slots (slot 0 through 3). One slot is always reserved for the RSP. Figure 1-17 shows the slot numbering on a Cisco 7505 router.

![Figure 1-17 VIP Slots in the Cisco 7505 Router](image)
Cisco 7507 routers have five slots for port adapters, and two slots for RSPs. The slots are numbered from left to right. You can place a port adapter in any of the VIP interface slots (slot 0, 1, 4, 5, or 6). Slots 2 and 3 are always reserved for RSPs. The Cisco 7507 router is not shown.

Cisco 7513 routers have eleven slots for port adapters, and two slots for RSPs. The slots are numbered from left to right. You can place a port adapter in any of the VIP interface slots (slots 0 through 5, or slots 9 through 12). Slots 6 and 7 are always reserved for RSPs. The Cisco 7513 router is not shown.

Identifying Interface Addresses

This section describes how to identify interface addresses for the PA-MC-STM-1 in supported platforms. Interface addresses specify the actual physical location of each interface on a router or switch.

Interfaces on a PA-MC-STM-1 installed in a router maintain the same address regardless of whether other port adapters are installed or removed. However, when you move a port adapter to a different slot, the first number in the interface address changes to reflect the new port adapter slot number.

Interfaces on a PA-MC-STM-1 installed in a FlexWAN module or VIP maintain the same address regardless of whether other modules or interface processors are installed or removed. However, when you move a FlexWAN module or VIP to a different slot, the module or interface processor slot number changes to reflect the new module or interface processor slot.

Note

Interface ports are numbered from left to right starting with 0.

The following subsections describe the interface address formats for the supported platforms:

- **Catalyst 6000 Family Switches and Cisco 7600 Series Routers with FlexWAN Module Interface Addresses**, page 1-18
- **Cisco 7200 VXR Routers Interface Addresses**, page 1-18
- **Cisco 7200 VXR Routers with the Port Adapter Jacket Card Interface Addresses**, page 1-19
- **Cisco 7201 Routers Interface Addresses**, page 1-19
- **Cisco 7301 Routers Interface Addresses**, page 1-19
- **Cisco 7304 Routers with Cisco 7304 PCI Port Adapter Carrier Card Interface Addresses**, page 1-19
- **Cisco 7401ASR Routers Interface Addresses**, page 1-20
- **Cisco 7500 Series Routers VIP Interface Addresses**, page 1-20
Table 1-6 summarizes the interface address formats for the supported platforms.

<table>
<thead>
<tr>
<th>Platform</th>
<th>Interface Address Format</th>
<th>Numbers</th>
<th>Syntax</th>
</tr>
</thead>
<tbody>
<tr>
<td>Catalyst 6000 family switches and Cisco 7600 series routers (7603, 7606, 7609) with FlexWAN</td>
<td>Module-slot-number/port-adapter-bay-number/ interface-port-number</td>
<td>Module slot — 2 through 9 (depends on the number of slots in the switch/router) Port adapter bay—0 or 1 Interface port—0</td>
<td>3/0/0</td>
</tr>
<tr>
<td>Cisco 7200 VXR series routers (7204VXR, 7206VXR)</td>
<td>Port-adapter-slot-number/interface-port-number</td>
<td>Port adapter slot—1 through 6 (depends on the number of slots in the router) Interface port—0</td>
<td>1/0</td>
</tr>
<tr>
<td>Port Adapter Jacket Card with the Cisco 7200 VXR router³</td>
<td>Port-adapter-slot-number/interface-port-number</td>
<td>Port adapter slot—1 through 7 (depends on the number of slots in the router) Interface port—0</td>
<td>1/0</td>
</tr>
<tr>
<td>Cisco 7201 router</td>
<td>Port-adapter-slot-number/interface-port-number</td>
<td>Port adapter slot—always 1 Interface port—0</td>
<td>1/0</td>
</tr>
<tr>
<td>Cisco 7301 router</td>
<td>Port-adapter-slot-number/interface-port-number</td>
<td>Port adapter slot—always 1 Interface port—0</td>
<td>1/0</td>
</tr>
<tr>
<td>Cisco 7304 PCI port adapter carrier card in Cisco 7304 router</td>
<td>Module-slot-number/interface-port-number</td>
<td>Module slot—2 through 5 Interface port—0</td>
<td>3/0</td>
</tr>
<tr>
<td>Cisco 7401ASR router</td>
<td>Port-adapter-slot-number/interface-port-number</td>
<td>Port adapter slot—always 1 Interface port—0</td>
<td>1/0</td>
</tr>
<tr>
<td>Cisco 7500 series routers with VIP4-80, VIP6-80</td>
<td>Interface-processor-slot-number/port-adapter-slot-number/interface-port-number</td>
<td>Interface processor slot—0 through 12 (depends on the number of slots in the router) Port adapter slot—0 or 1 Interface port—0</td>
<td>3/1/0</td>
</tr>
</tbody>
</table>

1. Slot 1 is reserved for the supervisor engine. If a redundant supervisor engine is used, it must go in slot 2; otherwise, slot 2 can be used for other modules.

2. Port adapter slot 0 is reserved for the Fast Ethernet port on the I/O controller (if present).

3. Port adapter slot 0 can accept the Port Adapter Jacket Card if an NPE-G1 or NPE-G2 are installed, but becomes slot 5 on a Cisco 7204VXR router when a port adapter is installed or slot 7 on a Cisco 7206VXR router when a port adapter is installed.

4. Port adapter slot 0 is reserved for the Fast Ethernet port on the I/O controller (if present).
**Catalyst 6000 Family Switches and Cisco 7600 Series Routers with FlexWAN Module Interface Addresses**

In Catalyst 6000 family switches and Cisco 7600 series routers, port adapters are installed in a FlexWAN module, which installs in module slots 2 through 9 (depending on the number of slots in the router). The port adapter can be installed in either bay (port adapter bay 0 or 1) on the FlexWAN module. See Figure 1-8.

The interface address is composed of a three-part number in the format

\[
\text{module-slot-number/port-adapter-bay-number/interface-port-number}
\]

See Table 1-6.

The first number identifies the module slot of the chassis in which the FlexWAN module is installed (slot 2 through slot 3, 6, or 9 depending on the number of slots in the chassis). These module slots are generally numbered from top to bottom, starting with 1. The Cisco 7609 is the exception with slots numbered right to left, starting with 1.

The second number identifies the bay of the FlexWAN module in which the port adapter is installed (0 or 1). The bays are numbered from left to right on the FlexWAN module.

The third number identifies the physical port number on the port adapter. The PA-MC-STM is a single-port port adapter, therefore the port is always 0.

For example, if a single-port port adapter is installed in the FlexWAN module, which is inserted in module slot 3, port adapter bay 0, then the interface address of the port adapter would be 3/0/0 (module slot 3, port adapter bay 0, and port 0). If the same port adapter is in port adapter bay 1 on the FlexWAN module, the interface addresses would be numbered 3/1/0.

---

**Note**

The FlexWAN module physical port address begins with slot 0, which differs from the conventional Catalyst 6000 family port address, which begins with slot 1.

**Cisco 7200 VXR Routers Interface Addresses**

In Cisco 7200 VXR routers, port adapter slots are numbered from the lower left to the upper right, beginning with slot 1 and continuing through slot 4 for the Cisco 7204VXR router, and slot 6 for the Cisco 7206VXR router. Port adapters can be installed in any available port adapter slot from 1 through 6 (depending on the number of slots in the router). Slot 0 is reserved for the I/O controller. See Figure 1-9.

The interface address is composed of a two-part number in the format

\[
\text{port-adapter-slot-number/interface-port-number}
\]

See Table 1-6. For example, if a single-port PA-MC-STM-1 is installed in slot 1 of a Cisco 7200 VXR router, the interface address would be 1/0. If a single-port PA-MC-STM-1 is installed in slot 4, the interface address would be 4/0.
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Cisco 7200 VXR Routers with the Port Adapter Jacket Card Interface Addresses

With an NPE-G1 or NPE-G2 installed, port adapter slot 0 of Cisco 7204 VXR router or Cisco 7206 VXR router can accept the Port Adapter Jacket Card. When the Port Adapter Jacket Card resides in port adapter slot 0, the port adapter in the Port Adapter Jacket Card is in port adapter slot 5 on the Cisco 7204 VXR router, or port adapter slot 7 on the Cisco 7206 VXR router. See Figure 1-10.

The interface address is composed of a two-part number in the format port-adapter-slot-number/interface-port-number. See Table 1-6. For example, if a single-port PA-MC-STM-1 is installed in a Port Adapter Jacket Card in the slot formerly known as slot 0 on a Cisco 7204 VXR router, but now known as slot 5, the interface address would be 5/0 (slot 5 and interface port 0). If a single-port PA-MC-STM-1 is installed in a Port Adapter Jacket Card in the slot formerly known as slot 0 on a Cisco 7206 VXR router, but now known as slot 7, the interface address would be 7/0 (slot 7 and interface port 0).

Cisco 7201 Routers Interface Addresses

In the Cisco 7201 router, only one slot accepts port adapters and it is numbered as slot 1. See Figure 1-11.

The interface address is composed of a two-part number in the format port-adapter-slot-number/interface-port-number. See Table 1-6. For example, if a single-port PA-MC-STM-1 is installed in a Cisco 7201 router, the interface address would be 1/0.

Cisco 7301 Routers Interface Addresses

In the Cisco 7301 router, only one slot accepts port adapters and it is numbered as slot 1. See Figure 1-12.

The interface address is composed of a two-part number in the format port-adapter-slot-number/interface-port-number. See Table 1-6. For example, if a single-port PA-MC-STM-1 is installed in a Cisco 7301 router, the interface address would be 1/0.

Cisco 7304 Routers with Cisco 7304 PCI Port Adapter Carrier Card Interface Addresses

In the Cisco 7304 router, port adapters are installed in a Cisco 7304 PCI port adapter carrier card, which installs in Cisco 7304 router module slots 2 through 5. The port adapter slot number is the same as the module slot number. See Figure 1-13 and Figure 1-14.

The interface address is composed of a two-part number in the format module-slot-number/interface-port-number. See Table 1-6. For example, if a single-port PA-MC-STM-1 is installed in the Cisco 7304 PCI port adapter carrier card in Cisco 7304 router module slot 3, the interface address would be 3/0.
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Cisco 7401ASR Routers Interface Addresses

In the Cisco 7401ASR router, only one slot accepts port adapters and it is numbered as slot 1. See Figure 1-15.

The interface address is composed of a two-part number in the format port-adapter-slot-number/interface-port-number. See Table 1-6. For example, if a single-port PA-MC-STM-1 is installed on a Cisco 7401ASR router, the interface address would be 1/0.

Cisco 7500 Series Routers VIP Interface Addresses

In Cisco 7500 series routers, port adapters are installed on a versatile interface processor (VIP), which installs in interface processor slots 0 through 12 (depending on the number of slots in the router). The port adapter can be installed in either bay (port adapter slot 0 or 1) on the VIP. See Figure 1-16, and Figure 1-17.

The interface address for the VIP is composed of a three-part number in the format interface-processor-slot-number/port-adapter-slot-number/interface-port-number. See Table 1-6.

The first number identifies the slot in which the VIP is installed (slot 0 through 12, depending on the number of slots in the router). These processor slots are numbered from bottom to top starting with 0.

The second number identifies the bay (port adapter slot) on the VIP in which the port adapter is installed (0 or 1). The bays are numbered from left to right on the VIP.

The third number identifies the physical port number (interface port number) on the port adapter. The port numbers always begin at 0 and are numbered from left to right. The number of additional ports depends on the number of ports on the port adapter. The PA-MC-STM-1 is a single-port port adapter, therefore the port is always 0.

For example, if a single-port PA-MC-STM-1 is installed in a VIP in interface processor slot 3, port adapter slot 1, the interface addresses would be 3/1/0. If the PA-MC-STM-1 is in port adapter slot 0 on the VIP, the same interface address would be 3/0/0.

Note

Although the processor slots in the seven-slot Cisco 7507 and the thirteen-slot Cisco 7513 chassis are vertically oriented and those in the five-slot Cisco 7505 chassis are horizontally oriented, all Cisco 7500 series routers use the same method for slot and port numbering.
Preparing for Installation

This chapter describes the general equipment, safety, and site preparation requirements for installing the PA-MC-STM-1. This chapter contains the following sections:

- Required Tools and Equipment, page 2-1
- Minimum Software and Hardware Requirements, page 2-2
- Checking Hardware and Software Compatibility, page 2-4
- Safety Guidelines, page 2-4
- Laser/LED Safety, page 2-11
- FCC Class A Compliance, page 2-12

Required Tools and Equipment

You need the following tools and parts to install a PA-MC-STM-1. If you need additional equipment, contact a service representative for ordering information.

- PA-MC-STM-1SMI or PA-MC-STM-1MM
- FlexWAN module (for installation in the Catalyst 6000 family switches or Cisco 7600 series Internet Routers)
- VIP4-80 or VIP6-80 (for installation in Cisco 7500 series chassis only). For information about the specific VIP models that support the PA-MC-STM-1, see the “Minimum Software and Hardware Requirements” section on page 2-2.
- Cisco 7304 PCI Port Adapter Carrier Card (for installation in a Cisco 7304 router)
- Cisco 7200 VXR routers Port Adapter Jacket Card for installation of a port adapter in the I/O controller slot; requires an NPE-G1 or NPE-G2
- One SC-type duplex or two SC-type simplex, multimode or single-mode optical fiber cables to connect the interface with the network. (Single-mode and multimode optical fiber cables for the PA-MC-STM-1 are not available from Cisco Systems but are available from commercial cable vendors. For information about optical fiber cables, see the “Cables, Connectors, and Pinouts” section on page 1-7.)
- Number 1 Phillips and a 3/16-inch flat-blade screwdriver
- Number 2 Phillips screwdriver
- Your own electrostatic discharge (ESD)-prevention equipment or the disposable grounding wrist strap included with all upgrade kits, field-replaceable units (FRUs), and spares
Minimum Software and Hardware Requirements

This section indicates the recommended minimum Cisco IOS software release required to use the PA-MC-STM-1 in supported platforms.

- Catalyst 6000 Family Switches and Cisco 7600 Series Internet Routers Minimum Hardware and Software Requirements, page 2-2
- Cisco 7200 VXR Routers Minimum Hardware and Software Requirements, page 2-2
- Cisco 7201 Router Minimum Hardware and Software Requirements, page 2-3
- Cisco 7301 Router Minimum Hardware and Software Requirements, page 2-3
- Cisco 7304 Routers with Cisco 7304 PCI Port Adapter Carrier Card Minimum Hardware and Software Requirements, page 2-3
- Cisco 7401ASR Router Minimum Hardware and Software Requirements, page 2-3
- Cisco 7500 Series Routers Minimum Hardware and Software Requirements, page 2-4

For the latest releases supporting the PA-MC-STM-1, refer to the “Checking Hardware and Software Compatibility” section on page 2-4.

Catalyst 6000 Family Switches and Cisco 7600 Series Internet Routers Minimum Hardware and Software Requirements

The PA-MC-STM-1 can be installed in either port adapter slot of a FlexWAN module.

The minimum Cisco IOS software release that supports the PA-MC-STM-1 on a FlexWAN module is Cisco IOS Release 12.1(7)E. For the supervisor engine, the minimum software recommended is the Catalyst 6000 family supervisor engine software release 5.4(1).

For the latest Cisco IOS releases that support the PA-MC-STM-1 on the Catalyst 6000 family switches and Cisco 7600 series Internet Routers, refer to the “Checking Hardware and Software Compatibility” section on page 2-4.

Cisco 7200 VXR Routers Minimum Hardware and Software Requirements

Cisco 7200 VXR routers have certain data-carrying capacity (or bandwidth) restrictions that affect the number of high-bandwidth, medium-bandwidth, and low-bandwidth port adapters you can install. For more information on port adapter installation restrictions, refer to the Cisco 7200 Series Port Adapter Hardware Configuration Guidelines at the following URL:


The minimum Cisco IOS software releases that support the PA-MC-STM-1 on the Cisco 7200 VXR routers are Cisco IOS Releases 12.1(7)E and 12.2(4)B.

The minimum Cisco IOS software releases that support the Port Adapter Jacket Card on the Cisco 7200 VXR routers are:
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- Cisco IOS Release 12.4(7) and Cisco IOS Release 12.4(6)T1 with the NPE-G1 installed
- Cisco IOS Release 12.4(4)XD2 with the NPE-G2 installed

For the latest Cisco IOS releases that support the PA-MC-STM-1 on the Cisco 7200 VXR routers, refer to the “Checking Hardware and Software Compatibility” section on page 2-4.

Cisco 7201 Router Minimum Hardware and Software Requirements

The PA-MC-STM-1 can be installed in the single port adapter slot of the Cisco 7201 router.

The minimum Cisco IOS software release that supports the PA-MC-STM-1 on the Cisco 7201 router is Cisco IOS Release 12.4(4)XD7 or Cisco IOS Release 12.2(31)SB5.

For the latest Cisco IOS releases that support the PA-MC-STM-1 on the Cisco 7201 router, refer to the “Checking Hardware and Software Compatibility” section on page 2-4.

Cisco 7301 Router Minimum Hardware and Software Requirements

The PA-MC-STM-1 can be installed in the single port adapter slot of the Cisco 7301 router.

The minimum Cisco IOS software release that supports the PA-MC-STM-1 on the Cisco 7301 router is Cisco IOS Release 12.2(11)YZ.

For the latest Cisco IOS releases that support the PA-MC-STM-1 on the Cisco 7301 router, refer to the “Checking Hardware and Software Compatibility” section on page 2-4.

Cisco 7304 Routers with Cisco 7304 PCI Port Adapter Carrier Card Minimum Hardware and Software Requirements

The PA-MC-STM-1 can be installed in the Cisco 7304 PCI Port Adapter Carrier Card, which installs in a port adapter slot of the Cisco 7304 router. The Cisco 7304 PCI Port Adapter Carrier Card installs in Cisco 7304 router module slots 2 through 5.

The minimum Cisco IOS software release that supports the PA-MC-STM-1 on the Cisco 7304 routers is Cisco IOS Release 12.2(14)SZ.

For the latest Cisco IOS releases that support the PA-MC-STM-1 on the Cisco 7304 routers and to check which Cisco IOS release can support your specific carrier card/port adapter combination, refer to the “Checking Hardware and Software Compatibility” section on page 2-4.

Cisco 7401ASR Router Minimum Hardware and Software Requirements

The PA-MC-STM-1 can be installed in the single port adapter slot of the Cisco 7401ASR router.

The minimum Cisco IOS software release that supports the PA-MC-STM-1 on the Cisco 7401ASR router is Cisco IOS Release 12.2(14)S.

For the latest Cisco IOS release that supports the PA-MC-STM-1 on the Cisco 7401ASR router, refer to “Checking Hardware and Software Compatibility” section on page 2-4.
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Cisco 7500 Series Routers Minimum Hardware and Software Requirements

The PA-MC-STM-1 can be installed in either port adapter slot of the VIP4-80 or VIP6-80 on Cisco 7500 series routers.

The minimum Cisco IOS software release that supports the PA-MC-STM-1 on the Cisco 7500 series routers is Cisco IOS Release 12.1(7)E.

For the latest Cisco IOS releases that support the PA-MC-STM-1 on the Cisco 7500 series routers and to check which Cisco IOS release can support your specific VIP/port adapter combination, refer to the “Checking Hardware and Software Compatibility” section on page 2-4.

Checking Hardware and Software Compatibility

To check the minimum software requirements of Cisco IOS software with the hardware installed on your router, Cisco maintains the Software Advisor tool on Cisco.com. This tool does not verify whether modules within a system are compatible, but it does provide the minimum IOS requirements for individual hardware modules or components.

Access to this tool is limited to users with Cisco.com login accounts.

To access Software Advisor, click Log In at Cisco.com and go to Support > Tools and Resources. You can also access the tool by pointing your browser directly to http://www.cisco.com/en/US/support/tsd_most_requested_tools.html.

Choose a product family or enter a specific product number to search for the minimum supported software release needed for your hardware.

Safety Guidelines

This section provides safety guidelines that you should follow when working with any equipment that connects to electrical power or telephone wiring.

Warning Definition

Safety warnings appear throughout this publication in procedures that, if performed incorrectly, may cause bodily harm. A warning symbol precedes each warning statement.
Important Safety Instructions

This warning symbol means danger. You are in a situation that could cause bodily injury. Before you work on any equipment, be aware of the hazards involved with electrical circuitry and be familiar with standard practices for preventing accidents. Use the statement number provided at the end of each warning to locate its translation in the translated safety warnings that accompanied this device. Statement 1071

SAVE THESE INSTRUCTIONS

Waarschuwing

Belangrijke veiligheidsinstructies

Dit waarschuwingssymbool betekent gevaar. U verkeert in een situatie die lichamelijk letsel kan veroorzaken. Voordat u aan enige apparatuur gaat werken, dient u zich bewust te zijn van de bij elektrische schakelingen betrokken risico's en dient u op de hoogte te zijn van de standaard praktijken om ongelukken te voorkomen. Gebruik het nummer van de verklaring onderaan de waarschuwing als u een vertaling van de waarschuwing die bij het apparaat wordt geleverd, wilt raadplegen.

Bewaar deze instructies

Varoitus

Tärkeitä turvallisuusohjelma


Säilytä nämä ohjeet

Attention

Importantes informations de sécurité


Conservez ces informations

Warnung

Wichtige sicherheitshinweise


Bewahren Sie diese Hinweise gut auf.
Safety Guidelines

Avvertenza  IMPORTANTI ISTRUZIONI SULLA SICUREZZA

Questo simbolo di avvertenza indica un pericolo. La situazione potrebbe causare infortuni alle persone. Prima di intervenire su qualsiasi apparecchiatura, occorre essere al corrente dei pericoli relativi ai circuiti elettrici e conoscere le procedure standard per la prevenzione di incidenti. Utilizzare il numero di istruzione presente alla fine di ciascuna avvertenza per individuare le traduzioni delle avvertenze riportate in questo documento.

CONSERVARE QUESTE ISTRUZIONI

Advarsel  VIKTIGE SIKKERHETSTÆTTSANVISNINGAR

Dette advarselssymbolet betyr fare. Du er i en situasjon som kan føre til skade på person. Før du begynner å arbeide med noe av utstyr, må du være oppmerksom på farene forbundet med elektriske kretser, og kjenne til standardprosedyrer for å forhindre ulykker. Bruk nummeret i slutten av hver advarsel for å finne oversettelsen i de oversatte sikkerhetsadvarslene som fulgte med denne enheten.

TA VARE PÅ DISSE INSTRUKSJONENE

Aviso  INSTRUÇÕES IMPORTANTES DE SEGURANÇA

Este símbolo de aviso significa perigo. Você está em uma situação que poderá ser causadora de lesões corporais. Antes de iniciar a utilização de qualquer equipamento, tenha conhecimento dos perigos envolvidos no manuseio de circuitos elétricos e familiarize-se com as práticas habituais de prevenção de acidentes. Utilize o número da instrução fornecido ao final de cada aviso para localizar sua tradução nos avisos de segurança traduzidos que acompanham este dispositivo.

GUARDE ESTAS INSTRUÇÕES

¡Advertencia!  INSTRUCCIONES IMPORTANTES DE SEGURIDAD

Este símbolo de aviso indica peligro. Existe riesgo para su integridad física. Antes de manipular cualquier equipo, considere los riesgos de la corriente eléctrica y familiarícese con los procedimientos estándar de prevención de accidentes. Al final de cada advertencia encontrará el número que le ayudará a encontrar el texto traducido en el apartado de traducciones que acompaña a este dispositivo.

GUARDE ESTAS INSTRUCCIONES

Warning!  VIKTIGA SÄKERHETSANVISNINGAR


SPARA DESSA ANVISNINGAR
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Figyelem

FONTOS BIZTONSÁGI ELŐÍRÁSOK

Ez a figyelmezet jel veszélyre utal. Sérülésveszélyt rejto helyzetben van. Mielott bármely berendezésen munkát végezte, legyen figyelemmel az elektromos áramkörök okozta kockázatokra, és ismerkedjen meg a szokásos balesetvédelmi eljárásokkal. A kiadványban szereplő figyelmeztetések fordítása a készülékhez mellékel biztonsági figyelmeztetések között található; a fordítás az egyes figyelmeztetések végén látható szám alapján keresetho meg.

ORIZZE MEG EZEKET AZ UTASÍTÁSOKAT!

Предупреждение

ВАЖНЫЕ ИНСТРУКЦИИ ПО СОБЛЮДЕНИЮ ТЕХНИКИ БЕЗОПАСНОСТИ

Этот символ предупреждения обозначает опасность. То есть имеется место ситуации, в которой следует опасаться телесных повреждений. Перед эксплуатацией оборудования выясните, каким опасностям может подвергаться пользователь при использовании электрических цепей, и ознакомьтесь с правилами техники безопасности для предотвращения возможных несчастных случаев. Воспользуйтесь номером заявления, приведенным в конце каждого предупреждения, чтобы найти его переведенный вариант в переводе предупреждений по безопасности, прилагаемом к данному устройству.

СОХРАНИТЕ ЭТИ ИНСТРУКЦИИ

警告

重要的安全性说明

此警告符号代表危险。您正处于可能受到严重伤害的工作环境中。在您使用设备开始工作之前，必须充分意识到触电的危险，并熟练掌握防止事故发生的标准工作程序。请根据每项警告结尾提供的声明号码来找到此设备的安全性警告说明的翻译文本。

请保存这些安全性说明

警告

安全上の重要な注意事項

「危険」の意味です。人身事故を予防するための注意事項が記述されています。装置の取り扱い作業を行うときは、電気回路の危険性に注意し、一般的な事故防止策に留意してください。警告の各言語版は、各注意事項の番号を基に、装置に付属の「Translated Safety Warnings」を参照してください。

これらの注意事項を保管しておいてください。

주의

중요 안전 지침

이 경고 기호는 위험을 나타냅니다. 작업자가 신체 부상을 입을 수 있는 위험한 환경에 있습니다. 장비에 작업을 수행하기 전에 전기 화로와 관련된 위험을 숙지하고 표준 작업 관례를 숙지하여 사고를 방지하십시오. 각 경고의 마지막 부분에 있는 경고문 번호를 참조하여 이 장치와 함께 제공되는 번역된 안전 경고문에서 해당 번역문을 찾아십시오.

이 지시 사항을 보관하십시오.
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Advarsel VIGTIGE SIKKERHEDSANVISNINGER


GEM DISSE ANVISNINGER

Upozorenje VAŽNE SIGURNOSNE NAPOMENE

Ovaj simbol upozorenja predstavlja opasnost. Nalazite se u situaciji koja može prouzročiti tjelesne ozljede. Prije rada s bilo kojim uređajem, morate razumjeti opasnosti vezane uz električne skipoove, te biti upoznati sa standardnim načinima izbjegavanja nesreća. U prevedenim sigurnosnim upozorenjima, priloženima uz uređaj, možete prema broju koji se nalazi uz pojedino upozorenje pronaći i njegov prijevod.

SAČUVAJTE OVE UPUTE

Upozornění DŮLEŽITÉ BEZPEČNOSTNÍ POKyny

Tento upozorňující symbol označuje nebezpečí. Jste v situaci, která by mohla způsobit nebezpečí úrazu. Před prací na jakémkoliv vybavení si uvědomte nebezpečí související s elektrickými obvody a seznamte se se standardními opatřeními pro předcházení úrazům. Podle čísla na konci každého upozornění vyhledajte jeho překlad v přeložených bezpečnostních upozorněnicích, která jsou přiložena k zařízení.

USCHOVEJTE TYTO POKyny
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Опомена

Важни безбедносни напатства
Символот за предупредување значи опасност. Се наоѓаат во ситуација што може да предизвика телесни повреди. Пред да работите со опремата, бидете свесни за ризикот што постои кај електричните кола и треба да ги познавате стандардните постапки за спречувања на несреќни случаи. Искористете го бројот на изваждата што се наоѓа на крајот на секое предупредување за да го најдете неговиот период во преведените безбедносни предупредувања што се испорачани со уредот.

ЧУВАЈТЕ ГИ ОВИЕ НАПАТСТИВИА

Ostrzeżenie

WAŻNE INSTRUKCJE DOTYCZĄCE BEZPIECZEŃSTWA

Ten symbol ostrzeżenia oznacza niebezpieczeństwo. Zachodzi sytuacja, która może powodować obrażenia ciała. Przed przystąpieniem do prac przy urządzeniach należy zapoznać się z zagrożeniami związanymi z układami elektrycznymi oraz ze standardowymi środkami zapobiegania wypadkom. Na końcu każdego ostrzeżenia podano numer, na podstawie którego można odszukać tłumaczenie tego ostrzeżenia w dołączonym do urządzenia dokumencie z tłumaczeniami ostrzeżeń.

NINIEJSZE INSTRUKCJE NALEŻY ZACHOWAĆ

Upozornieň

DÔLEŽITÉ BEZPEČNOSTNÉ POKYNY

Tento varovný symbol označuje nebezpečenstvo. Nachádzate sa v situácii s nebezpečenstvom úrazu. Pred prácou na akomkoľvek vybavení si uvedomte nebezpečenstvo súvisiacie s elektrickými obvodmi a oboznámte sa so štandardnými opatreniami na predchádzanie úrazom. Podľa čísla na konci každého upozornenia vyhľadajte jeho preklad v preložených bezpečnostných upozorneniach, ktoré sú priložené k zariadeniu.

USCHOVAJTE SI TENTO NÁVOD
Electrical Equipment Guidelines

Follow these basic guidelines when working with any electrical equipment:

- Before beginning any procedures requiring access to the chassis interior, locate the emergency power-off switch for the room in which you are working.
- Disconnect all power and external cables before moving a chassis.
- Do not work alone when potentially hazardous conditions exist.
- Never assume that power has been disconnected from a circuit; always check.
- Do not perform any action that creates a potential hazard to people or makes the equipment unsafe; carefully examine your work area for possible hazards such as moist floors, ungrounded power extension cables, and missing safety grounds.

Preventing Electrostatic Discharge Damage

Electrostatic discharge (ESD) damage, which can occur when electronic cards or components are improperly handled, results in complete or intermittent failures. Port adapters and processor modules comprise printed circuit boards that are fixed in metal carriers. Electromagnetic interference (EMI) shielding and connectors are integral components of the carrier. Although the metal carrier helps to protect the board from ESD, use a preventive antistatic strap during handling.

Following are guidelines for preventing ESD damage:

- Always use an ESD wrist or ankle strap and ensure that it makes good skin contact.
- Connect the equipment end of the strap to an unfinished chassis surface.
- When installing a component, use any available ejector levers or captive installation screws to properly seat the bus connectors in the backplane or midplane. These devices prevent accidental removal, provide proper grounding for the system, and help to ensure that bus connectors are properly seated.
- When removing a component, use any available ejector levers or captive installation screws to release the bus connectors from the backplane or midplane.
- Handle carriers by available handles or edges only; avoid touching the printed circuit boards or connectors.
- Place a removed board component-side-up on an antistatic surface or in a static shielding container. If you plan to return the component to the factory, immediately place it in a static shielding container.
- Avoid contact between the printed circuit boards and clothing. The wrist strap only protects components from ESD voltages on the body; ESD voltages on clothing can still cause damage.
- Never attempt to remove the printed circuit board from the metal carrier.

Caution

For safety, periodically check the resistance value of the antistatic strap. The measurement should be between 1 and 10 megohms (Mohms).
Laser/LED Safety

The single-mode transmitter in the module uses a small laser to transmit the light signal to the network ring. Keep the transmit port covered whenever a cable is not connected to it. Although multimode transceivers typically use LEDs for transmission, it is good practice to keep open ports covered and avoid staring into open ports or apertures. The single-mode aperture port contains a laser warning label, as shown in Figure 2-1.

![Figure 2-1 Laser Warning Labels for Single-Mode Port]

Warning
Class 1 laser product. Statement 1008.

Warning
Invisible laser radiation may be emitted from disconnected fibers or connectors. Do not stare into beams or view directly with optical instruments. Statement 1051.

The multimode aperture contains a Class 1 LED warning label, as shown in Figure 2-2.

![Figure 2-2 Class 1 LED Warning Label for Multimode Port]

Warning
Class 1 LED product. Statement 1027.

Warning
Invisible laser radiation may be emitted from the end of the unterminated fiber cable or connector. Do not view directly with optical instruments. Viewing the laser output with certain optical instruments (for example, eye loupes, magnifiers, and microscopes) within a distance of 100 mm may pose an eye hazard. Statement 1056.
FCC Class A Compliance

This equipment has been tested and found to comply with the limits for a Class A digital device, pursuant to part 15 of the FCC rules. These limits are designed to provide reasonable protection against harmful interference when the equipment is operated in a commercial environment. This equipment generates, uses, and can radiate radio-frequency energy and, if not installed and used in accordance with the instruction manual, may cause harmful interference to radio communications. Operation of this equipment in a residential area is likely to cause harmful interference, in which case users will be required to correct the interference at their own expense.

You can determine whether your equipment is causing interference by turning it off. If the interference stops, it was probably caused by the Cisco equipment or one of its peripheral devices. If the equipment causes interference to radio or television reception, try to correct the interference by using one or more of the following measures:

- Turn the television or radio antenna until the interference stops.
- Move the equipment to one side or the other of the television or radio.
- Move the equipment farther away from the television or radio.
- Plug the equipment into an outlet that is on a different circuit from the television or radio. (That is, make certain the equipment and the television or radio are on circuits controlled by different circuit breakers or fuses.)

Caution

This product has been designed to meet these requirements. Modifications to this product that are not authorized by Cisco Systems, Inc. could void the various approvals and negate your authority to operate the product.
Removing and Installing Port Adapters

This chapter describes how to remove the PA-M C-STM-1 port adapter from supported platforms and also how to install a new or replacement port adapter. This chapter contains the following sections:

- Handling Port Adapters, page 3-1
- Online Insertion and Removal, page 3-2
- Warnings and Cautions, page 3-3
- Port Adapter Removal and Installation, page 3-12
- Connecting a PA-MC-STM-1 Cable, page 3-23

Handling Port Adapters

Each port adapter circuit board is mounted to a metal carrier and is sensitive to electrostatic discharge (ESD) damage.

**Note**

When a slot is not in use, a blank port adapter must fill the empty slot to allow the router or switch to conform to electromagnetic interference (EMI) emissions requirements and to allow proper airflow across the port adapters. If you plan to install a new port adapter in a slot that is not in use, you must first remove the blank port adapter.

**Caution**

When powering off the router, wait a minimum of 30 seconds before powering it on again.

**Caution**

Always handle the port adapter by the carrier edges and handle; never touch the port adapter components or connector pins. (See Figure 3-1.)
Online Insertion and Removal

Several platforms support online insertion and removal (OIR) of port adapters; therefore, you do not have to power down routers when removing and replacing a PA-MC-STM-1 in the Cisco 7200 VXR routers, Cisco 7201 router, Cisco 7301 router, or Cisco 7401 ASR router.

Although the FlexWAN module, Cisco 7304 PCI port adapter carrier card, and VIP support OIR, individual port adapters do not. To remove or replace a PA-MC-STM-1 on a FlexWAN module, Cisco 7304 PCI port adapter carrier card, or VIP you must first remove the FlexWAN module, Cisco 7304 PCI port adapter carrier card, or VIP from the router and then install or replace port adapters as required. If you want to replace a blank port adapter on the FlexWAN module, Cisco 7304 PCI port adapter carrier card, or VIP with the PA-MC-STM-1, you must first remove the FlexWAN module, Cisco 7304 PCI port adapter carrier card, or VIP from the router and then remove and replace the blank port adapter.

As you disengage the port adapter from the router or switch, online insertion and removal (OIR) administratively shuts down all active interfaces in the port adapter.

OIR allows you to install and replace port adapters while the system is operating; you do not need to notify the software or reset the system power, although you should not run traffic through the port adapter you are removing while it is being removed. OIR is a method that is seamless to end users on the network, maintains all routing information, and ensures session preservation.

OIR is not supported on the Port Adapter Jacket Card. OIR is supported on the port adapter. You must have the chassis powered off to install or remove the Port Adapter Jacket Card.

To prevent system problems, do not remove port adapters from the FlexWAN module, Cisco 7304 PCI port adapter carrier card, or VIP, and do not attempt to install other port adapters on the FlexWAN module, Cisco 7304 PCI port adapter carrier card, or VIP when the system is operating. To install or replace port adapters, first remove the FlexWAN module, Cisco 7304 PCI port adapter carrier card, or VIP from the router.

Before you begin installation, read Chapter 2, “Preparing for Installation,” for a list of parts and tools required for installation.
Warnings and Cautions

Observe the following warnings and cautions when installing or removing modules:

- Do not slide a port adapter all the way into the slot until you have connected all required cables. Trying to do so disrupts normal operation of the router or switch.
- If a port adapter lever or other retaining mechanism does not move to the locked position, the port adapter is not completely seated in the midplane. Carefully pull the port adapter halfway out of the slot, reinsert it, and move the port adapter lever or other mechanism to the locked position.
- To prevent jamming the carrier between the upper and the lower edges of the port adapter slot, and to ensure that the edge connector at the rear of the port adapter mates with the connection at the rear of the port adapter slot, make certain that the carrier is positioned correctly, as shown in the cutaway illustrations in the “Port Adapter Removal and Installation” section on page 3-12.

Equipment Installation Warning

⚠️

Warning

Only trained and qualified personnel should be allowed to install, replace, or service this equipment. Statement 1030

Waarschuwing

Deze apparatuur mag alleen worden geïnstalleerd, vervangen of hersteld door bevoegd geschoold personeel.

Varoitus

Tämän laitteen saa asentaa, vaihtaa ainoastaan koulutettu ja laitteen tunteva henkilökunta.

Attention

Il est vivement recommandé de confier l’installation, le remplacement et la maintenance de ces équipements à des personnels qualifiés et expérimentés.

Warnung

Das Installieren, Ersetzen oder Bedienen dieser Ausrüstung sollte nur geschultem, qualifiziertem Personal gestattet werden.

Avvertenza

Questo apparato può essere installato, sostituito o mantenuto unicamente da un personale competente.

Advarsel

Bare opplært og kvalifisert personell skal foreta installasjoner, utskiftninger eller service på dette utstyret.

Aviso

Apenas pessoal treinado e qualificado deve ser autorizado a instalar, substituir ou fazer a revisão deste equipamento.

¡Advertencia!

Solamente el personal calificado debe instalar, reemplazar o utilizar este equipo.

Warning!

Endast utbildad och kvalificerad personal bör få tillåtelse att installera, byta ut eller reparera denna utrustning.
Warnings and Cautions
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Figyelem A berendezést csak szakképzett személyek helyezhetik üzembe, cseréíhetik és tarthatják karban.

Предупреждение Установку, замену и обслуживание этого оборудования может осуществлять только специально обученный квалифицированный персонал.

警告 只有经过培训且具有资格的人员才能进行此设备的安装、更换和维修。

警告 この装置の設置、交換、保守は、訓練を受けた相応の資格のある人が行ってください。

주의 교육을 받고 자격을 갖춘 사람만이 장비를 설치, 교체, 또는 서비스를 수행해야 합니다.

Aviso Somente uma equipe treinada e qualificada tem permissão para instalar, substituir ou dar manutenção a este equipamento.

Advarsel Kun uddannede personer må installere, udskifte komponenter i eller servicere dette udstyr.

تحذير يسمح للذين المحترفين فقط بتركيب العدة أو إسنانها أو إجراء الصيانة عليها.

Upozorenje Uredaj smije ugrađivati, mijenjati i servisirati samo za to obučeno i osposobljeno servisno osoblje.

Upozornění Instalaci, výměnu nebo opravu tohoto zařízení smějí provádět pouze proškolené a kvalifikované osoby.

Преобопопис Η τοποθέτηση, η αντικατάσταση και η συντήρηση του εξοπλισμού επιτρέπεται να γίνονται μόνο από καταρτισμένο προσωπικό με τα κατάλληλα προσωπικά.

אזהרה רכ עבדים מיומנים ומוסמכים רשאים להתקין, להחלים, לא להחלים, לא לה可以更好.

Opomena Мешењето, заменањето и сервисирањето на оваа опрема треба да му биде дозволено само на обучен и квалифициран персонал.

Ostrzeżenie Do instalacji, wymiany i serwisowania tych urządzeń mogą być dopuszczane wyłącznie osoby wykwalifikowane i przeszkolone.

Upozornenie Inštalačiu, výmenu alebo opravu tohto zariadenia smú vykonávať iba vyškolené a kvalifikované osoby.
Safety Cover Requirement Warning

Warning
The safety cover is an integral part of the product. Do not operate the unit without the safety cover installed. Operating the unit without the cover in place will invalidate the safety approvals and pose a risk of fire and electrical hazards. Statement 117

Waarschuwing
Het beveiligingsdeksel is een integraal onderdeel van het product. Deze eenheid niet bedienen als het beveiligingsdeksel niet geïnstalleerd is. Als het deksel niet op zijn plaats is tijdens de bediening, zal dit de veiligheidsaanbevelingen ongeldig maken en een risico op brand en elektrische gevaren vormen.

Varoitus
Suojakansi on tärkeä osa tuotetta. Yksiköön käyttää ilman suojakantta. Yksikön käyttö ilman suojakantta mitätöi turvallisuushyväksynnät ja aiheuttaa tulipalon ja sähköiskun vaaran.

Attention
Le plateau de sécurité est une partie intégrante du produit. Pour éviter tout risque de feu ou d’accident électrique, n’utilisez jamais l’unité lorsque ce plateau n’est pas installé. Les garanties de sécurité seraient annulées.

Warnung

Avvertenza
Attenzione: Il pannello di sicurezza è parte integrante del prodotto. Non fate funzionare il sistema senza il pannello di sicurezza. Far funzionare il sistema senza il pannello invaliderà le certificazioni di sicurezza e può dare luogo a rischi di incendio e a cortocircuiti.

Advarsel
Dette sikkerhedsdeksel er en integral del av produktet. Enheten skal ikke brukes uten at sikkerhetsdeksel er montert. Bruk av enheten uten at sikkerhetsdeksel sitter på plass, vil ugyldiggjøre sikkerhetsgodkjenningene, og kan dessuten utgjøre fare for brann og fareomenter i forbindelse med elektrisitet.

Aviso
A cobertura de segurança é parte integrante do produto. Não opere a unidade sem a respectiva cobertura de segurança instalada. Operar a unidade sem esta cobertura anulará as aprovações de segurança e constituirá um risco de incêndio e perigo elétrico.

¡Advertencia!
La cubierta de seguridad forma parte integral del producto. No haga funcionar este producto sin la cubierta de seguridad instalada, de lo contrario se invalidarían las aprobaciones de seguridad y se correría el riesgo de incendio o de descargas eléctricas.

Warning!
Skyddshuvren är en väsentlig del av produkten. Använd inte enheten utan installerad skyddshuv. Om enheten används utan skyddshuvren på plats upphävs alla säkerhetsgodkännanden och risk för brandfara och elektrisk fara föreligger.
Blank Faceplates and Cover Panels Warning

Blank faceplates and cover panels serve three important functions: they prevent exposure to hazardous voltages and currents inside the chassis; they contain electromagnetic interference (EMI) that might disrupt other equipment; and they direct the flow of cooling air through the chassis. Do not operate the system unless all cards, faceplates, front covers, and rear covers are in place. Statement 1029
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¡Advertencia! Las placas frontales y los paneles de relleno cumplen tres funciones importantes: evitan la exposición a niveles peligrosos de voltaje y corriente dentro del chasis; reducen la interferencia electromagnética (EMI) que podría perturbar la operación de otros equipos y dirigen el flujo de aire de enfriamiento a través del chasis. No haga funcionar el sistema a menos que todas las tarjetas, placas frontales, cubiertas frontales y cubiertas traseras estén en su lugar.

Varning! Tomma framplattor och skyddspaneler har tre viktiga funktioner: de förhindrar att personer utsätts för farlig spänning och ström som finns inuti chassit; de innehåller elektromagnetisk interferens (EMI) som kan störa annan utrustning; och de styrt riktningen på kylfluftströmmen genom chassit. Använd inte systemet om inte alla kort, framplattor, fram- och bakskydd är på plats.

Figyelem Az előlapok és burkolópanelek három fontos funkciót töltenek be: biztosítják a veszélyes feszültségű és áramerőességű területek érintésvédelmét; elnyelik a más berendezések működésében működési zavarokat okozó elektromágneses interferenciát (EMI); a gépházban belül terül el a hűtő levegőt. Csak úgy működtesse a rendszert, ha minden kártya, lemez, elülső és hátsó burkolat a helyén van.

Предупреждение Заглушки передней панели и защитные панели выполняют три важные функции: помогают избежать поражения электротоком высокого напряжения при прикосновении к внутренним элементам, экранируют электромагнитное излучение, которое может нарушить работу другого оборудования, а также направляют охлаждающий воздушный поток внутри корпуса. Не пользуйтесь устройством со снятыми крышками, заглушками, передними и задними защитными панелями.

警告 空白面板和盖板具有三个重要的功能：它们可以防止接触到底盘内危险的电压和电流；它们将可能破坏其它设备的电磁干扰(EMI)封闭起来；它们可以使冷气流从底盘通过。请勿在全部卡、面板、前盖和后盖未安装完毕时操作系统。

警告 ブランクの前面プレートおよびカバー パネルは、3つの重要な役割を果たします。シャーシ内部の危険な電圧および電流に接触しないように防護の役割を果たします。他の機器に悪影響を与えるEMI(電磁波干渉)を外に排出します。さらに、シャーシ全体に冷却用の空気を流します。カード、前面プレート、前面カバー、および背面カバーがすべて取り付けられてから、システムを稼働させてください。

주의 비어있는 전면게이스 커버와 커버 패널은 다음과 같은 세 가지 중요한 역할을 합니다. 세시 내부의 위험한 전압 및 전류에 노출되는 것을 방지, 기타 장비에 영향을 끼칠 수 있는 전자파 간섭(EMI)을 포함, 난각 공간을 새시로 유입. 모든 카드, 전면게이스 커버, 전면 및 후면 커버가 장착되어 있지 않은 경우, 시스템을 작동하지 마십시오.

Aviso Plaquetas vazias e painéis de proteção têm três funções importantes: impedem a exposição a tensões e correntes elétricas perigosas dentro do chassi; apresentam interferência elektromagnética (EMI) que pode danificar outros equipamentos; direcionam o fluxo do ar refrigerado pelo chassis. Não opere o sistema a menos que todas as placas, plaquetas, tampas frontais e tampas traseiras estejam em seu devido lugar.

Advarsel Blanke frontplader og sidepaneler tjener tre vigtige formål: de forhinder udsættelse for farlig spænding og strøm inde i chassiset, de isolerer elektromagnetisk interferens (EMI), der kan forstyre andet udstyr, og de leder en strøm af kølig luft gennem chassiset. Betjen ikke systemet medmindre alle kort, frontplader, sidepaneler og bagpaneler er på plads.
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Upozorenje  Prazna prednja ploča i pokrovne ploče imaju tri važne funkcije: sprjećavaju izlaganje opasnome visokom naponu i struju unutar kućišta, proizvode elektromagnetnu interferenciju koja može ometati rad ostalih uređaja, usmjeravaju protok rashadnog zraka kroz kućište.
Sustav nemojte koristiti ako sve kartice, te prednje, pokrovne i stražnje ploče nisu pravilno ugrađene.

Upozornění  Prázdné licové desky a krycí panely mají tři důležité funkce: zabraňují odstraněnímu nebezpečného napětí a proudu vnější skříně, vyvolávají elektromagnetické rušení, které může rušit jiná zařízení;
směřují průtok chladícího vzduchu skříně.
Nepoužívejte systém, pokud nejsou všechny karty, licové desky, přední kryty a zadní kryty na svém místě.

Преидопоііση  Οι κενές προσούσεις και τα κενά πλαίσια καλύμματος χρησιμοποιούν για τρεις σημαντικές λειτουργίες:
Αποτελούν την έκβαση σε επικοινωνίες τάσεως και ηλεκτρισμού στο εσωτερικό του σασι, περικλείουν τις
eλεκτρομαγνητικές παρεμβολές (EMI) που ενδέχεται να προκαλέσουν προβλήματα σε άλλα
εξοπλισμού και κατευθύνουν τη ροή του αέρα ψυκτικού μέσα στο σασί.
Μην τέθετε το σύστημα σε λειτουργία αν δεν βρισκόταν στη θέση τους όλες οι κάρτες, οι μπροστινές πλάκες, οι προσούσεις και
οι πλαίσια.

Захрах  Щелочи цис, рико яхтоху цсом, мештсом, шлюбов, шлюзов, що можуть штампляти
мостови знаряддя, що є міцними для великих напруг і струмів.
Ще є чотири розрізанні витоків, які можуть проникати у відкриту частину системи.
Опомена  Празните предни плочи и плочите за покривање служат за три важни функции: го спречуваат
използването на рицинчи напон и струм во кукситето; содржат електромагнитни
干涉енции (EMI) што можат да попречаваат друга опрема; и го насочуваат протокот на
воздухот за раздлазување низ кукситето. Не работете со системот ако сите картички, предни
плочи, предни капаци и задни капаци не се на своите места.

Ostrzeżenie  Zaślepki i panele osłonowe pełnią trzy ważne funkcje: zapobiegają kontaktowi użytkownika z
niebezpiecznymi napięciami i prądami występującymi wewnątrz obudowy; pochłaniają
zakłócenia elektromagnetyczne, które mogłyby negatywnie wpływać na działanie innych
urządzeń; kierują przepływem powietrza chłodzącego wewnątrz obudowy. System można
eksploatować wyłącznie wtedy, gdy zamontowane są wszystkie karty, zaślepki oraz przednie i
tylnе osłony.

Upozornenie  Prázdne licné dosky a krycie panely majú tri dôležité funkcie: zabraňujú odstránení
nebezpečného napätia a prúdu vnútri skrině; obsahujú elektromagnetické rušenie, ktoré môže
rušiť iné zariadenia; smierujú prúd chladiacého vzduchu cez skrinu.
Nepoužívajte systém, pokiaľ nie sú všetky karty, licné dosky, predné kryty a zadné kryty na svojom mieste.
Jewelry Removal Warning

Warning
Before working on equipment that is connected to power lines, remove jewelry (including rings, necklaces, and watches). Metal objects will heat up when connected to power and ground and can cause serious burns or weld the metal object to the terminals. Statement 43

Waarschuwing
Alvorens aan apparatuur te werken die met elektrische leidingen is verbonden, sieraden (inclusief ringen, kettingen en horloges) verwijderen. Metalen voorwerpen worden warm wanneer ze met stroom en aarde zijn verbonden, en kunnen ernstige brandwonden veroorzaken of het metalen voorwerp aan de aansluitklemmen lassen.

Varoitus
Ennen kuin työskentelet voimavirtajohtoihin liitettynä laitteiden parissa, ota pois kaikki korut (sormukset, kaulakorut ja kellot mukaan lukien). Metalliesineet kuumenevat, kun ne ovat yhteydessä sähkövärin ja maan kanssa, ja ne voivat aiheuttaa vakavia palavammoja tai hitsata metalliesineet kiinni liitännänpuhdista.

Attention
Avant d’accéder à cet équipement connecté aux lignes électriques, ôter tout bijou (anneaux, colliers et montres compris). Lorsqu’ils sont branchés à l’alimentation et reliés à la terre, les objets métalliques chauffent, ce qui peut provoquer des blessures graves ou souder l’objet métallique aux bornes.

Warnung
Vor der Arbeit an Geräten, die an das Netz angeschlossen sind, jeglichen Schmuck (einschließlich Ringen, Ketten und Uhren) abnehmen. Metallgegenstände erhitzen sich, wenn sie an das Netz und die Erde angeschlossen werden, und können schwere Verbrennungen verursachen oder an die Anschlußklemmen angeschweißt werden.

Avvertenza
Prima di intervenire su apparecchiature collegate alle linee di alimentazione, togliersi qualsiasi monile (inclusi anelli, collane, braccialetti ed orologi). Gli oggetti metallici si riscaldano quando sono collegati tra punti di alimentazione e massa: possono causare ustioni gravi oppure il metallo può saldarsi ai terminali.

Advarsel
Fjern alle smykker (inkludert ringer, halskjeder og klokker) før du skal arbeide på utstyr som er koblet til kraftledninger. Metallgenstander som er koblet til kraftledninger og jord blir svært varme og kan forårsake alvorlige brannskader eller smelte fast til polene.

Aviso
Antes de trabajar em equipamento que esteja ligado a linhas de corrente, retire todas as jóias que estiver a usar (incluindo anéis, fios e relógios). Os objectos metálicos aquecerão em contacto com a corrente e em contacto com a ligação à terra, podendo causar queimaduras graves ou ficarem soldados aos terminais.

¡Advertencia!
Antes de operar sobre equipos conectados a líneas de alimentación, quitarse las joyas (incluidos anillos, collares y relojes). Los objetos de metal se calientan cuando se conectan a la alimentación y a la tierra, lo que puede ocasionar quemaduras graves o que los objetos metálicos quedan soldados a los bornes.

Warning!
Tag av alla smycken (inklusive ringar, halsband och armbandsur) innan du arbetar på utrustning som är kopplad till kraftledningar. Metallobjekt hettas upp när de kopplas ihop med ström och jord och kan förorsaka allvarliga brännskador; metallobjekt kan också sammansvetsas med kontaktarna.
Wrist Strap and Midplane Contact Warning

Warning
During this procedure, wear grounding wrist straps to avoid ESD damage to the card. Do not directly touch the midplane with your hand or any metal tool, or you could shock yourself. Statement 181

Waarschuwing
Draag tijdens deze procedure aardingspolsbanden om te vermelden dat de kaart beschadigd wordt door elektrostatische ontlading. Raak het middenbord niet rechtstreeks aan met uw hand of met een metalen werktuig, omdat u anders een elektrische schok zou kunnen oplopen.

Varoitus
Käytä tämän toimenpiteen aikana maadoitettuja rannesuojia estääksesi sähköstaattisen purkausten aiheuttaman kortin vaurioitumisen. Älä kosketa piirikorttia suoraan kädellä tai metallisella työkaliulla sähköiskuvaaaraan vuoksi.

Attention
Lors de cette procédure, il vivement recommandé de porter des bracelets antistatiques pour éviter que des décharges électriques n’endommagent la carte. En outre, pour éviter tout risque de choc électrique, ne touchez jamais le fond de panier central directement avec la main ou avec un outil métallique.

Warnung

Avvertenza
Durante questa procedura, indossare bracciali antistatici per evitare danni alla scheda causati da un’eventuale scarica elettristica. Non toccare direttamente il midplane delle connessioni, né con le mani né con un qualsiasi utensile metallico, perché esiste il pericolo di folgorazione.
Advarsel
Bruk jordingsarmbånd under prosedyren for å unngå ESD-skader på kortet. Unngå direkte berøring av mellomplanet med hånden eller metallverktøy, slik at du ikke får elektrisk støt.

Aviso
Durante este procedimento, e para evitar danos por descarga electrostática causados à placa, usar fitas de ligação à terra para os pulsos. Para evitar o risco de choque elétrico, não tocar directamente na parte central com a mão ou com qualquer ferramenta metálica.

¡Advertencia!
Durante este procedimiento usar tiras conectadas a tierra en las muñecas para evitar daños en la tarjeta causados por descargas electrostáticas. No tocar el plano mediano con las manos ni con ninguna herramienta metálica, ya que podría producir un choque eléctrico.

Warning!
Använd jordade armbandsremmar under denna procedur för att förhindra elektrostatisk skada på kortet. Rör ej vid kortets mittdel med handen eller metallverktyg då detta kan orsaka elektrisk stöt.

Figuren
Az elektromos kisülés okozta meghibásodás elkerülése érdekében az eljárás során viseljen földelő csuklópántot. Se kézzel, se fém eszközzel ne érjen hozzá a készülék középső lapjához, mert különben áramütést szenvedhet.

Предупреждение
Во время выполнения этой процедуры надевайте браслет с заземлением, чтобы избежать повреждения платы электростатическим разрядом. Не прикасайтесь к средней плате непосредственно рукой или каким-либо металлическим инструментом - это может привести к поражению электрическим током.

警告
进行本工序时，请使用可直接接地的静电消除腕带，以避免静电（ESD）对电路板造成损害。请不要用您的手或任何金属工具直接接触中间背板，以防触电。

警告
この手順を実行する際、カードの ES-D 損傷を防止するために、アース用リスト ストラップを腕に取り付けください。手または金属製のツールで直接ミッドプレーンに触らないでください。触れると感電する危険があります。

주의
이 작업을 하는 동안, 카드에 접촉으로 인한 충전을 주지 않으려면 접지된 손목 티를 착용하십시오. 중앙면을 손이나 금속 도구를 사용하여 만지지 마십시오. 감전될 수 있습니다.

Aviso
Durante esse procedimento, use pulseiras antiestáticas aterradas para evitar danos de descarga eletrostática (ESD) à placa. Não toque no painel auxiliar diretamente com a mão ou com qualquer ferramenta metálica ou você correrá o risco de receber um choque elétrico.

Advarsel
Under denne procedure skal du bære håndledsbånd med jordforbindelse for at undgå at udsætte kortet for statisk elektricitet. Undgå at berøre midterpladen direkte med hånden eller med et stykke metalværktøj, da der er risiko for stød.

주의
이 작업을 하는 동안, 카드에 접촉으로 인한 충전을 주지 않으려면 접지된 손목 티를 착용하십시오. 중앙면을 손이나 금속 도구를 사용하여 만지지 마십시오. 감전될 수 있습니다.

تحذير
 أنحاء هذا الإجراء، الوجوه ارتداء أطواق حامة للرسغ لتجنب إلقاء شرور بالطاقة. لا تلامس الجزء الأوسط بيديك مباشرة أو بأي أداة معدنية إلا وقد تتسبب بتصادم كهربائي.

Upozorenje
Za vrijeme obavijanja ovog postupka, nosite remen za uzemljenje na zapešću kako ne bi došlo do električnog udara pri dodiru s karticom. Nemojte izravno dodirivati srednju ploču rukama niti metalnim alatom, jer bi to moglo prouzročiti električni udar.
Port Adapter Removal and Installation

In this section, the illustrations that follow give step-by-step instructions on how to remove and install port adapters. Although the procedures may refer to a particular type of port adapter, the steps are the same for installing and removing all types of port adapters. This section contains the following illustrations:

- Catalyst 6000 Family Switches and Cisco 7600 Series Internet Routers with FlexWAN Module—Removing and Installing a Port Adapter, page 3-13
- Cisco 7200 VXR Routers—Removing and Installing a Port Adapter, page 3-14
- Cisco 7200 VXR Routers—Removing and Installing a Port Adapter in a Port Adapter Jacket Card, page 3-15
- Cisco 7201 Router—Removing and Installing a Port Adapter, page 3-17
- Cisco 7301 Router—Removing and Installing a Port Adapter, page 3-18
- Cisco 7304 PCI Port Adapter Carrier Card—Removing and Installing a Port Adapter, page 3-19
- Cisco 7401ASR Router—Removing and Installing a Port Adapter, page 3-21
- Cisco 7500 Series Routers with VIP—Removing and Installing a Port Adapter, page 3-22
Catalyst 6000 Family Switches and Cisco 7600 Series Internet Routers with FlexWAN Module—Removing and Installing a Port Adapter

Note: You must first remove the Catalyst 6000 FlexWAN module from the chassis before removing a port adapter from the Catalyst 6000 FlexWAN module.

Step 1
To remove the port adapter, remove the screw that secures the port adapter (or blank port adapter). (See A.)

Step 2
With the screw removed, grasp the handle on the front of the port adapter (or blank port adapter) and carefully pull it out of its bay, away from the edge connector at the rear of the bay. (See A.)

Step 3
To install the port adapter, carefully align the port adapter carrier between the upper and the lower edges of the port adapter bay. (See B.)

Step 4
Carefully slide the new port adapter into the port adapter bay until the connector on the port adapter is completely seated in the connector at the rear of the port adapter slot. (See B.)

Step 5
Install the screw in the rear of the port adapter bay. Do not overtighten the screw. (See A.)

Step 6
Reinstall the Catalyst 6000 FlexWAN module in the chassis, and tighten the captive installation screw on each side of the Catalyst 6000 FlexWAN module faceplate. (See C.)
Cisco 7200 VXR Routers—Removing and Installing a Port Adapter

Step 1
To remove the port adapter, place the port adapter lever in the unlocked position. (See A.) The port adapter lever remains in the unlocked position.

Step 2
Grasp the handle of the port adapter and pull the port adapter from the router, about halfway out of its slot. If you are removing a blank port adapter, pull the blank port adapter completely out of the chassis slot.

Step 3
With the port adapter halfway out of the slot, disconnect all cables from the port adapter. After disconnecting the cables, pull the port adapter from its chassis slot.

Step 4
To insert the port adapter, carefully align the port adapter carrier between the upper and the lower edges of the port adapter slot. (See B.)

Step 5
Carefully slide the new port adapter halfway into the port adapter slot. (See B.)

Step 6
With the port adapter halfway into the slot, connect all required cables to the port adapter. After connecting all required cables, carefully slide the port adapter all the way into the slot until the port adapter is seated in the router midplane.

Step 7
After the port adapter is properly seated, lock the port adapter lever. (See A.)
Cisco 7200 VXR Routers—Removing and Installing a Port Adapter in a Port Adapter Jacket Card

The Port Adapter Jacket Card is used in the I/O controller slot of a Cisco 7200 VXR router with either an NPE-G1 or NPE-G2 installed, and allows a port adapter to be installed in it. Both the NPE-G1 and NPE-G2 incorporate I/O controller functionality, so that with either network processing engine the I/O controller slot is available. The NPE-G1 and NPE-G2 have a third dedicated peripheral component interconnect (PCI) bus that provides additional bandwidth to the chassis. The third PCI bus allows a port adapter with a high bandwidth point requirement to be used with the Port Adapter Jacket Card in the I/O controller slot.

Online insertion and removal (OIR) is not supported on the Port Adapter Jacket Card. OIR is supported on the port adapter. You must have the chassis powered off to install or remove the Port Adapter Jacket Card.

Figure 3-2 Port Adapter Jacket Card Faceplate

| 1 | Captive installation screw |
| 2 | ENABLE LED |
| 3 | PWR (power) LED |
| 4 | Handle |
| 5 | Port adapter slot |

Table 3-1 Port Adapter Jacket Card LEDs

<table>
<thead>
<tr>
<th>LED</th>
<th>Color</th>
<th>Indicates</th>
</tr>
</thead>
<tbody>
<tr>
<td>ENABLE</td>
<td>Green</td>
<td>Port Adapter Jacket Card is enabled for operation.</td>
</tr>
<tr>
<td></td>
<td>Off</td>
<td>Port Adapter Jacket Card is not enabled for operation.</td>
</tr>
<tr>
<td>PWR (power)</td>
<td>Green</td>
<td>Port Adapter Jacket Card is receiving power.</td>
</tr>
<tr>
<td></td>
<td>Off</td>
<td>Port Adapter Jacket Card is not receiving power.</td>
</tr>
</tbody>
</table>

Use the following information to install a port adapter into an installed Port Adapter Jacket Card. For information on installing the Port Adapter Jacket Card into a Cisco 7200 VXR router, see the Port Adapter Jacket Card Installation Guide.
Port Adapter Removal and Installation
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Figure 3-3  Removing the Port Adapter Blank Panel

Step 1  Remove any port adapter blank panel that may be in place.
   a.  Move the lock lever on the top left corner of the Port Adapter Jacket Card until the port adapter blank panel releases.
   b.  Pull the port adapter blank panel from the Port Adapter Jacket Card.

Figure 3-4  Installing a Port Adapter in the Port Adapter Jacket Card

Step 2  Insert the port adapter into the Port Adapter Jacket Card until it is fully seated.
Step 3  Move the port adapter lock lever to the locked position.
Cisco 7201 Router—Removing and Installing a Port Adapter

Step 1
Use an ESD wrist strap to ground yourself to the router.

Step 2
To remove the port adapter, place the port adapter lever in the unlocked position. The port adapter lever remains in the unlocked position.

Step 3
Grasp the handle of the port adapter and pull the port adapter about halfway out of its slot. If you are removing a blank port adapter, pull the blank port adapter completely out of the chassis slot.

Step 4
With the port adapter halfway out of the slot, disconnect all cables from the port adapter. After disconnecting the cables, pull the port adapter from the chassis slot.

Caution
The port adapter must slide into the slot guides close to the chassis lid. Do not allow the port adapter components to come in contact with the system board or the port adapter could be damaged.

Step 5
To insert the port adapter, carefully align the port adapter carrier in the slot guides. Slide the new port adapter halfway into the chassis.

Step 6
Connect all the required cables to the port adapter. After connecting all required cables, carefully slide the port adapter all the way into the slot until the port adapter is seated in the midplane.

Step 7
After the port adapter is properly seated, lock the port adapter lever.
Cisco 7301 Router—Removing and Installing a Port Adapter

Step 1
Use an ESD wrist strap to ground yourself to the router.

Step 2
To remove a port adapter, use a Phillips screwdriver to turn the screw holding the port adapter latch. The screw should be loose enough to allow the latch to rotate to an unlocked position. (See A.) The latch can rotate 360°.

Step 3
Grasp the handle and pull the port adapter from the router, about halfway out of its slot. (See B.) If you are removing a blank port adapter, pull the blank port adapter completely out of the chassis slot.

Step 4
With the port adapter halfway out of the slot, disconnect all cables from the port adapter. After disconnecting the cables, pull the port adapter from its chassis slot.

Caution
The port adapter must slide into the slot guides close to the chassis lid. (See C.) Do not allow the port adapter components to come in contact with the system board or the port adapter could be damaged.

Step 5
To insert the port adapter, carefully align the port adapter carrier in the slot guides. (See C.) Slide the new port adapter halfway into the chassis.

Step 6
Connect all required cables to the port adapter. After connecting all required cables, carefully slide the port adapter all the way into the slot until the port adapter is seated in the midplane.

Step 7
After the port adapter is properly seated, turn and secure the port adapter latch in the upright, locked position. (See A.) Tighten the screw to ensure the port adapter remains firmly in place.
Cisco 7304 PCI Port Adapter Carrier Card—Removing and Installing a Port Adapter

You can install one single-width port adapter in a Cisco 7304 PCI Port Adapter Carrier Card. This section provides step-by-step instructions for removing and installing a port adapter in a Cisco 7304 PCI Port Adapter Carrier Card.

⚠️ Caution  When performing the following procedures, wear a grounding wrist strap to avoid ESD damage to the Cisco 7304 PCI Port Adapter Carrier Card. Some platforms have an ESD connector for attaching the wrist strap.

To remove and install a port adapter in a Cisco 7304 PCI Port Adapter Carrier Card, refer to Figure 3-5 and do the following:

**Step 1**  If the Cisco 7304 PCI Port Adapter Carrier Card is still in the router, you must remove the Cisco 7304 PCI Port Adapter Carrier Card before removing a port adapter.

**Step 2**  To remove the port adapter from the Cisco 7304 PCI Port Adapter Carrier Card, turn the port adapter lock from its locked and horizontal position shown in A of Figure 3-5 to its unlocked and vertical position shown in B of Figure 3-5.

**Step 3**  Grasp the handle of the port adapter and pull the port adapter from the Cisco 7304 PCI Port Adapter Carrier Card. (You have already disconnected the cables from the port adapter when removing the Cisco 7304 PCI Port Adapter Carrier Card).

**Step 4**  To insert the port adapter in the Cisco 7304 PCI Port Adapter Carrier Card, locate the guide rails inside the Cisco 7304 PCI Port Adapter Carrier Card that hold the port adapter in place. They are at the top left and top right of the port adapter slot and are recessed about an inch, as shown in C of Figure 3-5.

**Step 5**  Carefully slide the port adapter in the Cisco 7304 PCI Port Adapter Carrier Card until the port adapter makes contact with the port adapter interface connector. When fully seated, the port adapter front panel should be flush with the face of the Cisco 7304 PCI Port Adapter Carrier Card.

**Step 6**  After the port adapter is properly seated, turn the port adapter lock to its locked and horizontal position, as shown in A of Figure 3-5.
Figure 3-5 illustrates how to remove and install a port adapter in a Cisco 7304 PCI Port Adapter Carrier Card.

Figure 3-5  Cisco 7304 PCI Port Adapter Carrier Card—Port Adapter Removal and Installation
Cisco 7401ASR Router—Removing and Installing a Port Adapter

Step 1
To remove the port adapter, use a number 2 Phillips screwdriver to loosen the screw on the port adapter latch. Rotate the port adapter latch until it clears the faceplate of the port adapter. (See A.) The latch can rotate 360°.

Step 2
Pull the port adapter from the router, about halfway out of its slot. (If you remove a blank port adapter, keep the blank port adapter for use in the router if you should ever remove the port adapter. The port adapter slot must always be filled.)

Step 3
With the port adapter halfway out of the slot, disconnect all cables from the port adapter. After disconnecting the cables, pull the port adapter completely out of the chassis slot.

Step 4
To insert the port adapter, locate the port adapter slot guides inside the Cisco 7401ASR router. They are near the top, and are recessed about 1/2 inch. (See B.)

Caution
The port adapter must slide into the slot guides under the chassis lid. Do not allow the port adapter components to come in contact with the system board, or the port adapter could be damaged.

Step 5
Insert the port adapter in the slot guides halfway, and then reconnect the port adapter cables.

Step 6
After the cables are connected, carefully slide the port adapter all the way into the slot until the port adapter is seated in the router midplane. When installed, the port adapter input/output panel should be flush with the face of the router.

Step 7
After the port adapter is properly seated, rotate the port adapter latch to the upright locked position and use a number 2 Phillips screwdriver to tighten the latch screw. If needed, loosen the latch screw to rotate the latch over the port adapter. Finish the installation by tightening the latch screw.
Cisco 7500 Series Routers with VIP—Removing and Installing a Port Adapter

Note: You must first remove the VIP from the chassis before removing a port adapter from the VIP.

**Step 1**
To remove the port adapter, remove the screw that secures the port adapter (or blank port adapter). (See A.)

**Step 2**
With the screw removed, grasp the handle on the front of the port adapter (or blank port adapter) and carefully pull it out of its slot, away from the edge connector at the rear of the slot. (See A.)

**Step 3**
To insert the port adapter, carefully align the port adapter carrier between the upper and the lower edges of the port adapter slot. (See B.)

**Step 4**
Carefully slide the new port adapter into the port adapter slot until the connector on the port adapter is completely seated in the connector at the rear of the port adapter slot. (See B.)

**Step 5**
Install the screw in the rear of the port adapter slot on the VIP. Do not overtighten the screw. (See A.)

**Step 6**
Carefully slide the VIP motherboard into the interface processor slot until the connectors at the rear of the VIP are completely seated in the connectors at the rear of the interface processor slot. Use the ejector levers to seat the VIP in the interface processor slot. Tighten the captive installation screws on the VIP. (See C.)
Connecting a PA-MC-STM-1 Cable

To continue your PA-MC-STM-1 port adapter installation, you must connect the interface cables. The instructions that follow apply to all supported platforms.

**Note**
Optical fiber cables are not available from Cisco Systems; they are available from outside commercial cable vendors. (For more information on the cables you should use with this port adapter, see the “PA-MC-STM-1 Optical Fiber Specifications” section on page 1-5 and the “Cables, Connectors, and Pinouts” section on page 1-7.)

To connect cables to the PA-MC-STM-1, attach either one duplex optical fiber cable or two simplex optical fiber cables between the PA-MC-STM-1 interface port and your network. (See Figure 3-6.)

**Note**
Ensure that you observe the proper relationship of receive (RX) cable to RX SC-type receptacle and transmit (TX) cable to TX SC-type receptacle on the PA-MC-STM-1.

---

**Warning**
Invisible laser radiation may be emitted from the end of the unterminated fiber cable or connector. Do not view directly with optical instruments. Viewing the laser output with certain optical instruments (for example, eye loupes, magnifiers, and microscopes) within a distance of 100 mm may pose an eye hazard. Statement 1056

**Warning**
Class 1 Laser Product. Statement 1008.

**Warning**
Class 1 LED Product. Statement 1027.

This completes the procedure for replacing an optical fiber cable on the PA-MC-STM-1.
Connecting a PA-MC-STM-1 Cable
Configuring the PA-MC-STM-1

To continue your PA-MC-STM-1 port adapter installation, you must configure the STM-1 interface. The instructions that follow apply to all supported platforms. Minor differences among the platforms—with Cisco IOS software commands—are noted.

This chapter contains the following sections:
- Using the EXEC Command Interpreter, page 4-1
- Configuring the Interface, page 4-2
- Checking the Configuration, page 4-13

Note
The Cisco 7200 VXR Port Adapter Jacket Card requires no configuration. Configure a port adapter in it as you would any other port adapter.

Using the EXEC Command Interpreter

You modify the configuration of your router or switch through the software command interpreter called the EXEC (also called enable mode). You must enter the privileged level of the EXEC command interpreter with the `enable` command before you can use the `configure` command to configure a new interface or change the existing configuration of an interface. The system prompts you for a password if one has been set.

The system prompt for the privileged level ends with a pound sign (#) instead of an angle bracket (>). At the console terminal, use the following procedure to enter the privileged level:

**Step 1**
At the user-level EXEC prompt, enter the `enable` command. The EXEC prompts you for a privileged-level password as follows:

```
Router> enable
Password:
```

**Step 2**
Enter the password (the password is case sensitive). For security purposes, the password is not displayed. When you enter the correct password, the system displays the privileged-level system prompt (#):

```
Router#
```
Configuring the Interface

After you verify that the new PA-MC-STM-1 is installed correctly (the ENABLED LED goes on), use the privileged-level `configure` command to configure the new interface. Have the following information available:

- Protocols you plan to route on each new interface
- IP addresses, if you plan to configure the interfaces for IP routing
- Bridging protocols you plan to use

If you installed a new PA-MC-STM-1 or if you want to change the configuration of an existing interface, you must enter configuration mode to configure the new interfaces. If you replaced a PA-MC-STM-1 that was previously configured, the system recognizes the new interfaces and brings each of them up in their existing configurations.

For a summary of the configuration options available and instructions for configuring interfaces on a PA-MC-STM-1, refer to the appropriate configuration publications listed in the “Related Documentation” section on page ix.

You execute configuration commands from the privileged level of the EXEC command interpreter, which usually requires password access. Contact your system administrator, if necessary, to obtain password access. (See the “Using the EXEC Command Interpreter” section on page 4-1 for an explanation of the privileged level of the EXEC.)

This section contains the following subsections:

- Shutting Down an Interface, page 4-2
- Performing a Basic Interface Configuration, page 4-6
- Configuring the AU-3s and TUG-3s of a PA-MC-STM-1, page 4-9
- Configuring a Logical Channel Group on an E1 Line, page 4-9
- Configuring a Logical Channel Group Interface, page 4-10
- Configuring an E1 Unframed Channel, page 4-10
- Basic Multi-Router MSP Configuration, page 4-10
- Basic Single Router APS Configuration, page 4-12

Shutting Down an Interface

Before you remove an interface that you will not replace, or replace port adapters, use the `shutdown` command to shut down (disable) the interfaces to prevent anomalies when you reinstall the new or reconfigured port adapter. When you shut down an interface, it is designated `administratively down` in the `show` command displays.

Follow these steps to shut down an interface:

Step 1 Enter the privileged level of the EXEC command interpreter (also called enable mode). (See the “Using the EXEC Command Interpreter” section on page 4-1 for instructions.)

Step 2 At the privileged-level prompt, enter configuration mode and specify that the console terminal is the source of the configuration subcommands, as follows:

```
Router# configure terminal
Enter configuration commands, one per line. End with CNTL/Z.
Router(config)#
```
Step 3  Shut down interfaces by entering the `interface serial` subcommand (followed by the interface address of the interface), and then enter the `shutdown` command. Table 4-1 shows the command syntax.

When you have finished, press Ctrl-Z—hold down the Control key while you press Z—or enter `end` or `exit` to exit configuration mode and return to the EXEC command interpreter.

Table 4-1 shows the `shutdown` command syntax for the supported platforms.

<table>
<thead>
<tr>
<th>Platform</th>
<th>Command</th>
<th>Example</th>
</tr>
</thead>
<tbody>
<tr>
<td>FlexWAN module in Catalyst 6000 family switches and Cisco 7600 series Internet Routers</td>
<td><code>interface</code>, followed by the type (serial) module/bay/port (module-slot-number/port-adapter-bay-number/interface-port-number) <code>shutdown</code></td>
<td>The example is for interface 0 on a port adapter in module slot 5 in port adapter bay 0.</td>
</tr>
</tbody>
</table>
|                                                                         |                                                                          | `Console# interface serial 5/0/0`  
|                                                                         |                                                                          | `Console# shutdown`  
|                                                                         |                                                                          | `Ctrl-Z`  
|                                                                         |                                                                          | `Console#`                                                                                                                             |
| Cisco 7200 VXR routers                                                  | `interface`, followed by the type (serial) and slot/port (port-adapter-slot-number/interface-port-number) `shutdown` | The example is for interface 0 on a port adapter in port adapter slot 6.                                                              |
|                                                                         |                                                                          | `Router(config-if)# interface serial 6/0`  
|                                                                         |                                                                          | `Router(config-if)# shutdown`  
|                                                                         |                                                                          | `Ctrl-Z`  
|                                                                         |                                                                          | `Router#`                                                                                                                             |
| Cisco 7201 router                                                      | `interface`, followed by the type (serial) and slot/port (port-adapter-slot-number/interface-port-number) `shutdown` | The example is for interface 0 and interface 1 on a port adapter in slot 1.                                                            |
|                                                                         |                                                                          | `Router(config)# interface serial 1/0`  
|                                                                         |                                                                          | `Router(config)# shutdown`  
|                                                                         |                                                                          | `Router(config)# interface serial 1/1`  
|                                                                         |                                                                          | `Router(config)# shutdown`  
|                                                                         |                                                                          | `Ctrl-Z`  
|                                                                         |                                                                          | `Router#`                                                                                                                             |
| Cisco 7301 router                                                      | `interface`, followed by the type (serial) and slot/port (port-adapter-slot-number/interface-port-number) `shutdown` | The example is for interface 0 and interface 1 on a port adapter in slot 1.                                                            |
|                                                                         |                                                                          | `Router(config)# interface serial 1/0`  
|                                                                         |                                                                          | `Router(config)# shutdown`  
|                                                                         |                                                                          | `Router(config)# interface serial 1/1`  
|                                                                         |                                                                          | `Router(config)# shutdown`  
|                                                                         |                                                                          | `Ctrl-Z`  
|                                                                         |                                                                          | `Router#`                                                                                                                             |
| Cisco 7304 PCI Port Adapter Carrier Card in a Cisco 7304 router        | `interface`, followed by the type (serial) and slot/port (module-slot-number/interface-port-number) `shutdown` | The example is for interface 0 on a port adapter in a Cisco 7304 PCI Port Adapter Carrier Card in module slot 3 of a Cisco 7304 router. |
|                                                                         |                                                                          | `Router(config-if)# interface serial 3/0`  
|                                                                         |                                                                          | `Router(config-if)# shutdown`  
|                                                                         |                                                                          | `Ctrl-Z`  
|                                                                         |                                                                          | `Router#`                                                                                                                             |
Table 4-1 Syntax of the shutdown Command for the Supported Platforms (continued)

<table>
<thead>
<tr>
<th>Platform</th>
<th>Command</th>
<th>Example</th>
</tr>
</thead>
<tbody>
<tr>
<td>Cisco 7401ASR router</td>
<td>interface, followed by the type (serial) and</td>
<td>The example is for interface 0 and interface 1 on a port adapter in</td>
</tr>
<tr>
<td></td>
<td>slot/port (port_adapter_slot-number/</td>
<td>slot 1.</td>
</tr>
<tr>
<td></td>
<td>interface-port-number)</td>
<td></td>
</tr>
<tr>
<td></td>
<td>shutdown</td>
<td></td>
</tr>
<tr>
<td>VIP4-80 or VIP6-80 in Cisco</td>
<td>interface, followed by the type (serial) and</td>
<td>The example is for interface 0 on a port adapter in port adapter slot</td>
</tr>
<tr>
<td>7500 series routers</td>
<td>slot/port adapter/port (interface-processor-slot-number/</td>
<td>1 of a VIP installed in interface processor slot 1.</td>
</tr>
<tr>
<td></td>
<td>port-adapter-slot-number/</td>
<td></td>
</tr>
<tr>
<td></td>
<td>interface-port-number)</td>
<td></td>
</tr>
<tr>
<td></td>
<td>shutdown</td>
<td></td>
</tr>
</tbody>
</table>

**Note** If you need to shut down additional interfaces, enter the interface serial command (followed by the interface address of the interface) for each of the interfaces on your port adapter. Use the no shutdown command to enable the interface.

**Step 4** Write the new configuration to NVRAM as follows:

```
Router# copy running-config startup-config
[OK]
Router#
```

The system displays an OK message when the configuration has been stored in NVRAM.

**Step 5** Verify that new interfaces are now in the correct state (shut down) using the show interfaces command (followed by the interface type and interface address of the interface) to display the specific interface.
Table 4-2 provides examples of the `show interfaces serial` command for the supported platforms.

<table>
<thead>
<tr>
<th>Platform</th>
<th>Command</th>
<th>Example</th>
</tr>
</thead>
<tbody>
<tr>
<td>FlexWAN module in Catalyst 6000 family switches and Cisco 7600 series Internet Routers</td>
<td><code>show interfaces serial</code>, followed by <code>module/bay/port</code> (module-slot-number/port-adapter-bay-number/interface-port-number)</td>
<td>The example is for interface 0 on a port adapter in module slot 5 in port adapter bay 0.</td>
</tr>
<tr>
<td></td>
<td></td>
<td>Console# <code>show interfaces serial 5/0/0</code></td>
</tr>
<tr>
<td></td>
<td></td>
<td>Serial 5/0/0 is administratively down, line protocol is down</td>
</tr>
<tr>
<td></td>
<td></td>
<td>[Additional display text omitted from this example]</td>
</tr>
<tr>
<td>Cisco 7200 VXR routers</td>
<td><code>show interfaces serial</code>, followed by <code>slot/port</code> (port-adapter-slot-number/interface-port-number)</td>
<td>The example is for interface 0 on a port adapter in port adapter slot 6.</td>
</tr>
<tr>
<td></td>
<td></td>
<td>Router# <code>show interfaces serial 6/0</code></td>
</tr>
<tr>
<td></td>
<td></td>
<td>Serial 6/0 is administratively down, line protocol is down</td>
</tr>
<tr>
<td></td>
<td></td>
<td>[Additional display text omitted from this example]</td>
</tr>
<tr>
<td>Cisco 7201 router</td>
<td><code>show interfaces serial</code>, followed by <code>slot/port</code> (port-adapter-slot-number/interface-port-number)</td>
<td>The example is for interface 0 on a port adapter in port adapter slot 1.</td>
</tr>
<tr>
<td></td>
<td></td>
<td>Router# <code>show interfaces serial 1/0</code></td>
</tr>
<tr>
<td></td>
<td></td>
<td>Serial 1/0 is administratively down, line protocol is down</td>
</tr>
<tr>
<td></td>
<td></td>
<td>[Additional display text omitted from this example]</td>
</tr>
<tr>
<td>Cisco 7301 router</td>
<td><code>interface</code>, followed by the <code>type (serial)</code> and <code>slot/port</code> (port-adapter-slot-number/interface-port-number)</td>
<td>The example is for interface 0 and interface 1 on a port adapter in slot 1.</td>
</tr>
<tr>
<td></td>
<td></td>
<td>Router(config)# <code>interface serial 1/0</code></td>
</tr>
<tr>
<td></td>
<td></td>
<td>Router(config-if)# <code>shutdown</code></td>
</tr>
<tr>
<td></td>
<td></td>
<td>Router(config-if)# <code>interface serial 1/1</code></td>
</tr>
<tr>
<td></td>
<td></td>
<td>Router(config-if)# <code>shutdown</code></td>
</tr>
<tr>
<td></td>
<td></td>
<td>Ctrl-Z</td>
</tr>
<tr>
<td></td>
<td></td>
<td>Router#</td>
</tr>
<tr>
<td>Cisco 7304 PCI Port Adapter Carrier Card in a Cisco 7304 router</td>
<td><code>show interfaces serial</code>, followed by <code>slot/port</code> (module-slot-number/interface-port-number)</td>
<td>The example is for interface 0 on a port adapter in a Cisco 7304 PCI Port Adapter Carrier Card in module slot 3 of a Cisco 7304 router.</td>
</tr>
<tr>
<td></td>
<td></td>
<td>Router# <code>show interfaces serial 3/0</code></td>
</tr>
<tr>
<td></td>
<td></td>
<td>Serial 3/0 is administratively down, line protocol is down</td>
</tr>
<tr>
<td></td>
<td></td>
<td>[Additional display text omitted from this example]</td>
</tr>
</tbody>
</table>
Table 4-2   Examples of the show interfaces serial Command for the Supported Platforms (continued)

<table>
<thead>
<tr>
<th>Platform</th>
<th>Command</th>
<th>Example</th>
</tr>
</thead>
<tbody>
<tr>
<td>Cisco 7401ASR router</td>
<td>interface, followed by the type (serial) and slot/port</td>
<td>The example is for interface 0 and interface 1 on a port adapter in slot 1.</td>
</tr>
<tr>
<td></td>
<td>(port-adapter-slot-number/ interface-port-number)</td>
<td>Router(config)# interface serial 1/0</td>
</tr>
<tr>
<td>VIP4-80 or VIP6-80 in</td>
<td>show interfaces serial, followed by slot/port adapter/port</td>
<td>The example is for interface 0 on a port adapter in port adapter slot 1 of a VIP in interface processor slot 1.</td>
</tr>
<tr>
<td>Cisco 7500 series routers</td>
<td>(interface-processor-slot-number/port-adapter-slot-number/ interface-port-number)</td>
<td>Router# show interfaces serial 1/1/0</td>
</tr>
</tbody>
</table>

**Step 6**  Re-enable interfaces by doing the following:

a. Repeat Step 3 to re-enable an interface. Substitute the `no shutdown` command for the `shutdown` command.

b. Repeat Step 4 to write the new configuration to memory. Use the `copy running-config startup-config` command.

c. Repeat Step 5 to verify that the interfaces are in the correct state. Use the `show interfaces` command followed by the interface type and interface address of the interface.

For complete descriptions of software configuration commands, refer to the publications listed in the “Related Documentation” section on page ix.

**Performing a Basic Interface Configuration**

Following are instructions for a basic configuration, which include enabling an interface and configuring the SONET controller. You might also need to enter other configuration subcommands, depending on the requirements for your system configuration and the protocols you plan to route on the interface. For complete descriptions of configuration subcommands and the configuration options available for SONET interfaces, refer to the appropriate software documentation.

In the following procedure, press the Return key after each step unless otherwise noted. At any time you can exit the privileged level and return to the user level by entering `disable` at the prompt as follows:

```
Router# disable
Router>
```
Step 1  Enter configuration mode and specify that the console terminal is the source of the configuration subcommands, as follows:

```
Router# configure terminal
Enter configuration commands, one per line. End with CNTL/Z.
Router(config)#
```

Step 2  Configure the SONET controller by entering the `controller sonet` subcommand, followed by the interface address of the controller you plan to configure.

Table 4-3 provides examples of the `controller sonet` subcommand for the supported platforms.

<table>
<thead>
<tr>
<th>Platform</th>
<th>Command</th>
<th>Example</th>
</tr>
</thead>
<tbody>
<tr>
<td>FlexWAN module in Catalyst 6000 family switches and Cisco 7600 series Internet Routers</td>
<td><code>controller sonet</code>, followed by <code>module/bay/port</code> (module-slot-number/port-adapter-bay-number/interface-port-number)</td>
<td>The example is for interface 0 on a port adapter in module slot 5 in port adapter bay 0. Console# controller sonet 5/0/0 Console#</td>
</tr>
<tr>
<td>Cisco 7200 VXR routers</td>
<td><code>controller sonet</code>, followed by <code>slot/port</code> (port-adapter-slot-number/interface-port-number)</td>
<td>The example is for interface 0 of a port adapter in port adapter slot 6. Router(config)# controller sonet 6/0 Router(config-if)#</td>
</tr>
<tr>
<td>Cisco 7201 router</td>
<td><code>controller sonet</code>, followed by <code>slot/port</code> (port-adapter-slot-number/interface-port-number)</td>
<td>The example is for interface 0 of a port adapter in port adapter slot 1. Router(config)# controller sonet 1/0 Router(config-if)#</td>
</tr>
<tr>
<td>Cisco 7301 router</td>
<td><code>controller sonet</code>, followed by <code>slot/port</code> (port-adapter-slot-number/interface-port-number)</td>
<td>The example is for interface 0 of a port adapter in port adapter slot 1. Router(config)# controller sonet 1/0 Router(config-if)#</td>
</tr>
<tr>
<td>Cisco 7304 PCI Port Adapter Carrier Card in a Cisco 7304 router</td>
<td><code>controller sonet</code>, followed by <code>slot/port</code> (module-slot-number/interface-port-number)</td>
<td>The example is for interface 0 on a port adapter in a Cisco 7304 PCI Port Adapter Carrier Card in module slot 3 of a Cisco 7304 router. Router(config)# controller sonet 3/0 Router(config-if)#</td>
</tr>
<tr>
<td>Cisco 7401ASR router</td>
<td><code>controller sonet</code>, followed by <code>slot/port</code> (port-adapter-slot-number/interface-port-number)</td>
<td>The example is for interface 0 of a port adapter in port adapter slot 1. Router(config)# controller sonet 1/0 Router(config-if)#</td>
</tr>
<tr>
<td>VIP4-80 or VIP6-80 in Cisco 7500 series routers</td>
<td><code>controller sonet</code>, followed by <code>slot/port adapter/port</code> (interface-processor-slot-number/port-adapter-slot-number/interface-port-number)</td>
<td>The example is for interface 0 in port adapter slot 1 of a VIP in interface processor slot 1. Router(config)# controller sonet 1/1/0 Router(config-controller)#</td>
</tr>
</tbody>
</table>
Step 3  Use the `framing {sonet | sdh}` command to set the port to SONET mode or SDH mode, as shown below:

```
Router(config)# controller sonet 1/1/0
Router(config-controller)# framing sdh
```

The default is SONET mode.

Step 4  Use the `clock source {internal | line}` command to determine if clocking will be obtained locally from the PA-MC-STM-1 or from the network or line, as shown below:

```
Router(config)# controller sonet 1/1/0
Router(config-controller)# clock source internal
```

The default is line.

Step 5  Use the `aug mapping {au-3 | au-4}` command to determine how the administrative unit groups (AUGs) will be mapped. (See Figure 4-1.) The example shown below configures the AUG as AU-3:

```
Router(config)# controller sonet 1/1/0
Router(config-controller)# aug mapping au-3
```

When the AUG is configured to be AU-3, the following muxing, alignment, and mapping will be configured:

C-12 <-> VC-12 <-> TU-12 <-> TUG-2 <-> VC-3 <-> AU-3 <-> AUG

When the AUG is configured to be AU-4, the following muxing, alignment, mapping will be configured:

C-12 <-> VC-12 <-> TU-12 <-> TUG-2 <-> TUG-3 <-> VC-4 <-> AU-4 <-> AUG

**Note**  This command is available only when SDH framing is configured.

Step 6  After including all of the configuration subcommands to complete your configuration, press Ctrl-Z—hold down the Control key while you press Z—or enter `end` or `exit` to exit configuration mode and return to the EXEC command interpreter prompt.

Step 7  Write the new configuration to NVRAM as follows:

```
Router# copy running-config startup-config
[OK]
Router#
```

This completes the procedure for creating a basic configuration.
Configuring the AU-3s and TUG-3s of a PA-MC-STM-1

You can configure each of the administrative unit groups (AUGs) and tributary unit groups (TUGs) of a PA-MC-STM-1 to carry a set of E1 links that are mapped into TU-12s (see Figure 4-1).

Figure 4-1 PA-MC-STM-1 Multiplexing Structure

In the following example, SDH framing, internal clock source, AUG mapping au-4, and idle pattern are configured:

Router(config)# controller sonet 1/1/0
Router(config-controller)# framing sdh
Router(config-controller)# clock source internal
Router(config-controller)# aug mapping au-4
Router(config-controller)# au-4 1 tug-3 2
Router(config-controller-tug3)# mode c-12
Router(config-controller-tug3)# tug-2 4 e1 channel-group 15 timeslots 1-5, 20-23
Router(config-controller-tug3)# idle pattern 0X0
Router(config-controller-tug3)# exit
Router(config-controller)# exit

Configuring a Logical Channel Group on an E1 Line

To configure a logical channel group on an E1 line, use the tug-2
tug-2# e1
e1# channel-group
channel-group# timeslots list-of-timeslots command where:

- tug-2# is a value from 1 to 7
- e1# is a value from 1 to 3
- channel-group# is a value from 0 to 30
- list-of-timeslots can be a value from 1 to 31 or a combination of subranges within the range 1 to 31 (each subrange is a list of time slots that makes up the E1 line).

In the following example, logical channel group 15 on E1 line 1 is configured and channelized time slots 1 to 5 and 20 to 23 are assigned to the newly created logical channel group:

Router(config)# controller sonet 1/1/0
Router(config-controller)# framing sdh
Router(config-controller)# aug mapping au-4
Router(config-controller)# au-4 1 tug-3 2
Router(config-controller-tug3)# mode c-12
Router(config-controller-tug3)# tug-2 4 e1 channel-group 15 timeslots 1-5, 20-23
Router(config-controller-tug3)# exit
Router(config-controller)# exit
Configuring a Logical Channel Group Interface

Once a channel group has been created (see the “Configuring a Logical Channel Group on an E1 Line” section on page 4-9), interface serial configuration commands may be used as in the example below:

```
Router(config)# controller sonet 1/1/0
Router(config-controller)# framing sdh
Router(config-controller)# aug mapping au-4
Router(config-controller-tug3)# mode c-12
Router(config-controller-tug3)# tug-2 4 e1 1 channel-group 15 timeslots 1-5, 20-23
Router(config-controller-tug3)# exit
Router(config)# exit
Router(config)# interface serial 1/1/0.1/2/4/1:15
Router(config-if)# ip address 1.1.1.10 255.255.255.252
Router(config-if)# encapsulation ppp
```

Configuring an E1 Unframed Channel

To create an unframed or clear channel logical channel group on an E1 line, use the `tug-2 tug-2# e1 e1# unframed` command, as shown in the example below:

```
Router(config)# controller sonet 1/1/0
Router(config-controller)# au-4 1 tug-3 2
Router(config-controller-tug3)# tug-2 4 e1 1 unframed
```

Note

The channel group is always 0 for unframed E1 lines.

Basic Multi-Router MSP Configuration

The following example shows the configuration of Multiplex Section Protection (MSP) on router A and router B (see Figure 4-2). In this example, router A is configured with the working controller, and router B is configured with the protect controller. If the working controller on router A becomes unavailable, the connection will automatically switchover to the protect controller on router B. This configuration is typically used to protect against both line card and router failures.

Figure 4-2 Basic Multi-Router MSP Configuration
To configure Router A as the working controller, use the following configuration:

```
RouterA# configure terminal
RouterA(config)# interface ethernet 0/0
RouterA(config-if)# ip address 7.7.7.7 255.255.255.0
RouterA(config-if)# exit
RouterA(config)# controller SONET 1/0/0
RouterA(config-controller)# aps group 1
RouterA(config-controller)# aps working 1
RouterA(config-controller)# end
RouterA#
```

To configure Router B as the protect controller, use the following configuration:

```
RouterB# configure terminal
RouterB(config)# interface ethernet 0/0
RouterB(config-if)# ip address 7.7.7.6 255.255.255.0
RouterB(config-if)# exit
RouterB(config)# controller SONET 3/0/0
RouterB(config-controller)# aps group 1
RouterB(config-controller)# aps protect 1 7.7.7.7
RouterB(config-controller)# end
RouterB#
```

To configure serial interfaces on Router A, use the following configuration:

```
RouterA# configure terminal
RouterA(config)# controller SONET 1/0/0
RouterA(config-controller)# au-4 1 tug-3 1
RouterA(config-ctrlr-tug3)# tug-2 1 e1 1 unframed
RouterA(config-controller)# exit
RouterA(config-if)# interface serial 1/0/0.1/1/1/1:0
RouterA(config-if)# ip address 192.0.1.2 255.255.255.0
RouterA(config-if)# end
RouterA#
```

To configure serial interfaces on Router B, use the following configuration:

```
RouterB# configure terminal
RouterB(config)# controller SONET 3/0/0
RouterB(config-controller)# au-4 1 tug-3 1
RouterB(config-ctrlr-tug3)# tug-2 1 e1 1 unframed
RouterB(config-controller)# exit
RouterB(config-if)# interface serial 3/0/0.1/1/1/1:0
RouterB(config-if)# ip address 192.0.1.2 255.255.255.0
RouterB(config-if)# end
RouterB#
```
Basic Single Router APS Configuration

The following example shows the configuration of Automatic Protection Switching (APS) on router A (see Figure 4-3). In this example, Router A has both working and protect controllers. If the working controller SONET 1/0/0 becomes unavailable, the connection will automatically switch over to the protect controller SONET 3/0/0. Single router APS configuration is typically used to protect line card failures.

To configure a loopback interface on Router A, use the following configuration:

```
RouterA# configure terminal
RouterA(config)# interface Loopback 0/0
RouterA(config-if)# ip address 7.7.7.7 255.255.255.255
RouterA(config-if)# end
```

Next, to configure working and protect controllers, use the following configuration:

```
RouterA# configure terminal
RouterA(config)# controller SONET 1/0/0
RouterA(config-controller)# aps group 1
RouterA(config-controller)# aps working 1
RouterA(config-controller)# exit
RouterA(config)# controller SONET 3/0/0
RouterA(config-controller)# aps group 1
RouterA(config-controller)# aps protect 1 7.7.7.7
RouterA(config-controller)# end
```

Finally, to configure serial interfaces on both working and protect controllers, use the following configuration:

```
RouterA(config)# controller SONET 1/0/0
RouterA(config-controller)# au-4 1 tug-3 1
RouterA(config-ctrlr-tug3)# tug-2 1 e1 1 unframed
RouterA(config-controller)# exit
RouterA(config)# interface serial 1/0/0.1/1/1:0
RouterA(config-if)# ip address 192.0.1.2 255.255.255.0
RouterA(config-if)# exit
RouterA(config)# controller SONET 3/0/0
RouterA(config-controller)# au-4 1 tug-3 1
RouterA(config-ctrlr-tug3)# tug-2 1 e1 1 unframed
RouterA(config-controller)# exit
RouterA(config)# interface serial 3/0/0.1/1/1:0
```
Checking the Configuration

After configuring the new interface, use the `show` commands to display the status of the new interface or all interfaces, and use the `ping` and `loopback` commands to check connectivity. This section includes the following subsections:

- Using show Commands to Verify the New Interface Status, page 4-13
- Using the `ping` Command to Verify Network Connectivity, page 4-25
- Using loopback Commands, page 4-25

Using show Commands to Verify the New Interface Status

This section demonstrates how you can use the `show` commands to verify that new interfaces are configured and operating correctly and that the module appears in them correctly. Sample displays of the output of selected `show` commands appear in the sections that follow. For complete command descriptions and examples, refer to the publications listed in the “Related Documentation” section on page ix.

If an interface is shut down and you configured it as up, or if the displays indicate that the hardware is not functioning properly, ensure that the interface is properly connected and terminated. If you still have problems bringing up the interface, contact a service representative for assistance.

This section includes the following subsections:

- Using the show controllers Commands, page 4-14
- Using the show protocols Command, page 4-14
- Using the show running-config Command, page 4-15
- Using the show startup-config Command, page 4-15
- Using the show version or show hardware Commands, page 4-17
- Using the show diag Command, page 4-20
- Using the show interfaces Command, page 4-22
Using the show controllers Commands

Display all the current interface processors and their interfaces using the `show controllers` command.

**Note**
The outputs that appear in this document may not match the output you receive when running these commands. The outputs in this document are examples only.

The following is an example of the `show controllers` command:

```
Router# show controllers
```

```
MEMD at 40000000, 2097152 bytes (unused 3360, recarves 1, lost 0)
RawQ 48000100, ReturnQ 48000108, EventQ 48000110
BufhdrQ 48000128 (2900 items), LovltrQ 48000140 (5 items, 2016 bytes)
IpcbufQ 48000150 (16 items, 4096 bytes)
IpcbufQ_classic 48000148 (8 items, 4096 bytes)
3570 buffer headers (48002000 - 4800FF10)
pool0: 9 buffers, 256 bytes, queue 48000130
pool1: 344 buffers, 1536 bytes, queue 48000138
pool2: 284 buffers, 4544 bytes, queue 48000158
pool3: 4 buffers, 4576 bytes, queue 48000160
slot2: VIP2, hw 2.4, sw 22.20, ccb 5800FF40, cmdq 48000090
software loaded from flash slot0:vip2_22-20.atmdx.191897
IOS (tm) VIP Software (SVIP-DW-M), Experimental Version 11.3
ROM Monitor version 17.0
ATM2/0/0, applique is DS3 (45Mbps)
gfreeq 48000158, lfreeq 48000168 (4544 bytes), throttled 0
rxlo 4, rxhi 284, rxcurr 1, maxrxcurr 5
txq 48001A00, txacc 48001A02 (value 284), txlimit 284
```

Using the show protocols Command

Display protocols configured for the entire system and for specific interfaces using the `show protocols` command.

**Note**
The outputs that appear in this document may not match the output you receive when running these commands. The outputs in this document are examples only.

The following is an example of the `show protocols` command:

```
Router# show protocols
```

```
line protocol is up
```
Using the `show running-config` Command

Display the running configuration file using the `show running-config` command.

Note

The outputs that appear in this document may not match the output you receive when running these commands. The outputs in this document are examples only.

The following is an example of the `show running-config` command:

Router# `show running-config`

Building configuration...
Current configuration:
!
!
!
user add admin uid 0 capability admin-access
!
!
hostname CR4430
!
interface ethernet 0
  ip address 10.2.2.8 255.255.255.0
  ip broadcast-address 10.2.2.255
  exit
!
interface ethernet 1
  exit
!
ip default-gateway 10.2.2.1
ip name-server 10.2.2.6
ip route 0.0.0.0 0.0.0.0 10.2.2.1

Using the `show startup-config` Command

Display the configuration stored in the NVRAM using the `show startup-config` command.

Note

The outputs that appear in this document may not match the output you receive when running these commands. The outputs in this document are examples only.

The following is an example of the `show startup-config` command:

Router# `show startup-config`

Building configuration...

Current configuration:
!
version 12.0
service timestamps debug uptime
service timestamps log uptime
no service password-encryption
!
hostname rp-3640-2b
!
ip subnet-zero
!
Checking the Configuration

ip audit notify log
ip audit po max-events 100
!
crypto isakmp policy 1
hash md5
authentication pre-share
crypto isakmp key cisco123 address 95.95.95.2
!
crypto ipsec transform-set rtpset esp-des esp-md5-hmac
!
crypto map rtp 1 ipsec-isakmp
set peer 95.95.95.2
set transform-set rtpset
match address 115
!
interface Ethernet0/0
ip address 98.98.98.1 255.255.255.0
no ip directed-broadcast
!
interface Ethernet0/1
ip address 99.99.99.2 255.255.255.0
no ip directed-broadcast
no ip route-cache
no ip mroute-cache
crypto map rtp
!
interface Ethernet0/2
no ip address
no ip directed-broadcast
shutdown
!
interface Ethernet0/3
no ip address
no ip directed-broadcast
shutdown
!
ip classless
ip route 0.0.0.0 0.0.0.0 99.99.99.1
no ip http server
!
access-list 115 permit ip 98.98.98.0 0.0.0.255 10.103.1.0 0.0.0.255
access-list 115 deny ip 98.98.98.0 0.0.0.255 any
!
line con 0
transport input none
line aux 0
line vty 0 4
login
!
end
Using the *show version* or *show hardware* Commands

Display the configuration of the system hardware, the number of each interface type installed, the Cisco IOS software version, the names and sources of configuration files, and the boot images, using the *show version* (or *show hardware*) command.

---

**Note**

The outputs that appear in this document may not match the output you receive when running these commands. The outputs in this document are examples only.

The following sections provide platform-specific output examples of the *show version* command:

- **Catalyst 6000 Family Switches and Cisco 7600 Series Internet Routers with FlexWAN Module—Example Output of the show version Command, page 4-17**
- **Cisco 7200 VXR Routers—Example Output of the show version Command, page 4-18**
- **Cisco 7201 Router—Example Output of the show version Command, page 4-18**
- **Cisco 7500 Series Routers with VIP—Example Output of the show version Command, page 4-19**

---

**Catalyst 6000 Family Switches and Cisco 7600 Series Internet Routers with FlexWAN Module—Example Output of the show version Command**

Following is an example of the *show version* command from a Catalyst 6000 family switch with a PA-MC-STM-1 installed:

```
Console# show version
Cisco Internetwork Operating System Software
IOS (tm) MSFC Software (C6MSFC-JSV-M), Version 12.1(20010119:22010]
Copyright (c) 1986-2001 by cisco Systems, Inc.  Compiled Fri 19-Jan-01 14:46 by biff
Image text-base: 0x60008950, data-base: 0x617AC000
ROM: System Bootstrap, Version 12.0(3)XE, RELEASE SOFTWARE
BOOTFLASH: MSFC Software (C6MSFC-BOOT-M), Version 12.0(7)XE1, EARLY DEPLOYMENT
Switch uptime is 4 hours, 21 minutes
System returned to ROM by reload
System image file is "bootflash:c6msfc-jsv-mz.Feb9"
cisco Cat6k-MSFC (R5000) processor with 114688K/16384K bytes of memory.
Processor board ID SAD03432638
R5000 CPU at 200Mhz, Implementation 35, Rev 2.1, 512KB L2 Cache
Last reset from power-on
Bridging software.
X.25 software, Version 3.0.0.
SuperLAT software (copyright 1990 by Meridian Technology Corp).
TN3270 Emulation software.
1 FlexWAN controller (1 Channelized OC3/STM-1).
1 Virtual Ethernet/IEEE 802.3 interface(s)
1 Channelized OC3/STM-1 port(s)
123K bytes of non-volatile configuration memory.
4096K bytes of packet SRAM memory.
16384K bytes of Flash internal SIMM (Sector size 256K).
Configuration register is 0x100Cisco 7200 VXR Routers
```
Cisco 7200 VXR Routers—Example Output of the show version Command

Following is an example of the show version command from a Cisco 7200 VXR router with a PA-MC-STM-1 installed:

Router1-VXR> show version

Cisco Internetwork Operating System Software
IOS (tm) 7200 Software (C7200-P-M), Version 12.1(20010104:023621) ]
Copyright (c) 1986-2001 by cisco Systems, Inc.
Compiled Tue 23-Jan-01 15:34 by biff
Image text-base: 0x60008968, data-base: 0x60C56000

ROM: System Bootstrap, Version 12.0(20000211:194150)
BOOTFLASH: 7200 Software (C7200-BOOT-M), Version 12.0(10)S, EARLY DEPLOYMENT RE)

Router1-VXR uptime is 5 days, 20 hours, 48 minutes
System returned to ROM by reload
System image file is "c7200-p-mz"

cisco 7206VXR (NSE-1) processor (revision A) with 114688K/16384K bytes of memor.
Processor board ID 21288237
R7000 CPU at 262Mhz, Implementation 39, Rev 2.1, 256KB L2, 2000KB L3 Cache
6 slot VXRI midplane, Version 2.0

Last reset from power-on
X.25 software, Version 3.0.0.
PXF processor tmc is running.
8 Ethernet/IEEE 802.3 interface(s)
1 FastEthernet/IEEE 802.3 interface(s)
63 Serial network interface(s)
1 Channelized T3 port(s)
1 Channelized OC3/STM-1 port(s)
125K bytes of non-volatile configuration memory.

20480K bytes of Flash PCMCIA card at slot 0 (Sector size 128K).
4096K bytes of Flash internal SIMM (Sector size 256K).
Configuration register is 0x0

Cisco 7201 Router—Example Output of the show version Command

Following is an example of the show version command from a Cisco 7201 router:

Router# show version

Cisco IOS Software, 7200 Software (C7200P-ADVENTERPRISEK9-M), Version
12.4(biffDEV.061001), INTERIM SOFTWARE Copyright (c) 1986-2006 by Cisco Systems, Inc.
Compiled Sun 01-Oct-06 23:42 by biff
ROM: System Bootstrap, Version 12.4(4r)XD5, RELEASE SOFTWARE (fc1)
BOOTLDR: Cisco IOS Software, 7200 Software (C7200P-KBOOT-M), Version 12.4(TAZ3DEV.060927),
INTERIM SOFTWARE

c7201alpha1 uptime is 5 days, 18 hours, 32 minutes System returned to ROM by power-on
System image file is 'disk0:c7200p-adventerprisek9-mz.2006-10-01.biffdev'
This product contains cryptographic features and is subject to United States and local
country laws governing import, export, transfer and use. Delivery of Cisco cryptographic
products does not imply third-party authority to import, export, distribute or use
encryption.
Importers, exporters, distributors and users are responsible for compliance with U.S. and
local country laws. By using this product you agree to comply with applicable laws and
regulations. If you are unable to comply with U.S. and local laws, return this product
immediately.
A summary of U.S. laws governing Cisco cryptographic products may be found at:
Chapter 4 Configuring the PA-MC-STM-1

Checking the Configuration

If you require further assistance please contact us by sending email to export@cisco.com.
Cisco 7201 (c7201) processor (revision A) with 917504K/65536K bytes of memory.
Processor board ID 2222222222222
MPC7448 CPU at 1666Mhz, Implementation 0, Rev 2.2
1 slot midplane, Version 2.255
Last reset from power-on
1 FastEthernet interface
4 Gigabit Ethernet interfaces
2045K bytes of NVRAM.
62443K bytes of USB Flash usbflash0 (Read/Write)
250880K bytes of ATA PCMCIA card at slot 0 (Sector size 512 bytes).
65536K bytes of Flash internal SIMM (Sector size 512K).
Configuration register is 0x2

Cisco 7500 Series Routers with VIP—Example Output of the show version Command

Following is an example of the show version command from a VIP4-80 in a Cisco 7500 series router with a PA-MC-STM-1 installed:

Router# show version
Cisco Internetwork Operating System Software
IOS (tm) RSP Software (RSP-PV-M), Version 12.0(20000912:174226) ]
Copyright (c) 1986-2000 by cisco Systems, Inc.
Compiled Wed 13-Sep-00 04:08 by biff
Image text-base: 0x60010950, data-base: 0x60DA6000
ROM: System Bootstrap, Version 11.1(8)CA1, RELEASE SOFTWARE (fc1)
BOOTFLASH: GS Software (RSP-BOOT-M), Version 11.1(8)CA1, RELEASE SOFTWARE (fc1)
7500_right uptime is 2 minutes
System returned to ROM by reload at 17:20:30 UTC Fri Apr 30 1999
System image file is
"tftp://223.255.254.254//tftpboot-users/halrev312sdevtst/rel091300/bin/rsp-pv-mz091300"
cisco RSP4 (R5000) processor with 131072K/2072K bytes of memory.
R5000 CPU at 200Mhz, Implementation 35, Rev 2.1, 512KB L2 Cache
Last reset from power-on
G.703/E1 software, Version 1.0.
G.703/JT2 software, Version 1.0.
X.25 software, Version 3.0.0.
1 EIP controller (6 Ethernet).
1 VIP4-80 RM7000 controller (1 Channelized OC3/STM-1).
6 Ethernet/IEEE 802.3 interface(s)
1 Serial network interface(s)
1 Channelized OC3/STM-1 port(s)
123K bytes of non-volatile configuration memory.
20480K bytes of Flash PCMCIA card at slot 1 (Sector size 128K).
8192K bytes of Flash internal SIMM (Sector size 256K).
No slave installed in slot 7.
Configuration register is 0x0
Using the show diag Command

Display the types of port adapters installed in your system (and specific information about each) using the `show diag` command, where `slot` is the port adapter slot in a Cisco 7200 VXR router, Cisco 7201 router, Cisco 7301 router, or Cisco 7401 ASR router, the module slot in a Cisco 7304 PCI Port Adapter Carrier Card in a Cisco 7304 router, and the interface processor slot in a Cisco 7500 series router with a VIP. In the FlexWAN module, the `show diag` command is used without the `slot` designation.

**Note**

The outputs that appear in this document may not match the output you receive when running these commands. The outputs in this document are examples only.

The following sections provide platform-specific output examples of the `show diag` command:

- Catalyst 6000 Family Switches and Cisco 7600 Series Internet Routers with FlexWAN Module—Example Output of the show diag Command, page 4-20
- Cisco 7200 VXR Routers—Example Output of the show diag Command, page 4-21
- Cisco 7201 Router—Example Output of the show diag Command, page 4-21
- Cisco 7500 Series Routers with VIP—Example Output of the show diag Command, page 4-22

Catalyst 6000 Family Switches and Cisco 7600 Series Internet Routers with FlexWAN Module—Example Output of the show diag Command

Following is an example of the `show diag` command that shows a PA-MC-STM-1 installed in a FlexWAN module:

```
Console# show diag
Slot 4: Logical_index 8
  Board is analyzed ipc ready FlexWAN controller
  HW rev 1.3, board revision B0
  Serial Number: SAD04340JY3 Part number: 73-3869-07

  Slot database information:
  Flags: 0x2004   Insertion time: 0x61BFC (04:16:29 ago)

  CWAN Controller Memory Size: Unknown

Slot 4: Logical_index 9
  Board is analyzed ipc ready FlexWAN controller
  HW rev 1.3, board revision B0
  Serial Number: SAD04340JY3 Part number: 73-3869-07

  Slot database information:
  Flags: 0x2004   Insertion time: 0x622A0 (04:16:27 ago)

  Controller Memory Size: 56 MBytes DRAM, 8192 KBytes Packet Memory
  IOS (tm) cwlc Software (cwpa-DW-M), Experimental Version 12.1(20010119:v

PA Bay 1 Information:
  Channelized OC3/STM-1 SMI PA, 1 port
  EEPROM format version 4
  HW rev 1.00, Board revision UNKNOWN
  Serial number: 00000000   Part number: 76-33356-130
```
Cisco 7200 VXR Routers— Example Output of the show diag Command

Following is an example of the `show diag` command that shows a PA-MC-STM-1 installed in port adapter slot 1 of a Cisco 7200 VXR router:

```
Router1-VXR> show diag 1
Slot 1:
   Ethernet Port adapter, 8 ports
   Port adapter is analyzed
   Port adapter insertion time 5d20h ago
   EEPROM contents at hardware discovery:
      Hardware revision 1.14          Board revision A0
      Serial number     16733712      Part number 255-65535-255
      Test history      0x0           RMA number 255-255-255
      EEPROM format version 1
      EEPROM contents (hex):
        0x20: 01 01 01 0E 00 FF 56 10 49 05 6F 08 00 00 00
        0x30: 50 00 00 00 00 04 29 00 FF FF FF FF FF FF
```

**Note**

Port adapters used with Cisco 7200 VXR routers require the correct base hardware revision in order to function. An error message occurs on bootup if the incorrect hardware revision is used. Use the `show diag` command to display the hardware revision.

---

Cisco 7201 Router— Example Output of the show diag Command

Following is an example of the `show diag` command from a Cisco 7201 router:

```
Router# show diag 1
Slot 1:
   Dual OC3 POS Port adapter, 2 ports
   Port adapter is analyzed
   Port adapter insertion time 00:02:19 ago
   EEPROM contents at hardware discovery:
      Hardware Revision : 1.0
      PCB Serial Number : JAE07520DYL
      Part Number : 73-8220-02
      Board Revision : A0
      RMA Test History : 00
      RMA Number : 0-0-0-0
      RMA History : 00
      Deviation Number : 0
      Product (FRU) Number : PA-POS-2OC3
      Top Assy. Part Number : 800-21857-02
   EEPROM format version 4
   EEPROM contents (hex):
      0x00: 04 FF 40 03 E3 41 01 00 C1 8B 44 41 45 30 37 35
      0x10: 32 32 44 59 4C 82 49 20 1C 02 42 41 30 03 00 81
      0x20: 00 00 00 00 04 00 88 00 00 00 00 00 00 00 00 00
      0x30: 50 4F 53 2D 32 4F 43 33 20 20 20 20 20 20 20 20
      0x40: 20 C6 46 03 20 00 55 61 02 FF FF FF FF FF FF FF FF
      0x50: FF FF FF FF FF FF FF FF FF FF FF FF FF FF FF FF
      0x60: FF FF FF FF FF FF FF FF FF FF FF FF FF FF FF FF
      0x70: FF FF FF FF FF FF FF FF FF FF FF FF FF FF FF FF
Cisco 7500 Series Routers with VIP—Example Output of the show diag Command

Following is an example of the `show diag` command that shows a PA-MC-STM-1 installed in port adapter slot 2 on a VIP4-80 in interface processor slot 0:

```
Router# show diag 2
Slot 2:
  Physical slot 2, -physical slot 0x0D, logical slot 2, CBus 0
  Microcode Status 0x4
  Master Enable, LED, WCS Loaded
  Board is analyzed
  Pending I/O Status: None
  EEPROM format version 1
  VIP4-80 RM7000 controller, HW rev 2.02, board revision B0
  Serial number: 18314858 Part number: 73-3143-02
  Flags: cisco 7000 board; 7500 compatible
  EEPROM contents (hex):
    0x20: 01 22 02 02 01 17 76 6A 49 0C 47 02 00 00 00 00
    0x30: 58 00 00 00 00 00 00 00 00 00 00 00 00 00 00 00
  Slot database information:
    Flags: 0x4 Insertion time: 0x1DB8 (00:02:13 ago)
  Controller Memory Size: 64 MBytes DRAM, 65536 KBytes SRAM

PA Bay 0 Information:
  Channelized OC3/STM-1 MM PA, 1 port
  EEPROM format version 4
    HW rev 1.00, Board revision 04
    Serial number: MIC043626TF Part number: 73-4762-03
```

Using the show interfaces Command

Display status information (including the physical slot and interface address) for the interfaces you specify using the `show interfaces` command.

For complete descriptions of interface subcommands and the configuration options available for the supported interfaces, refer to the publications listed in the “Related Documentation” section on page ix.

**Note**

The outputs that appear in this document may not match the output you receive when running these commands. The outputs in this document are examples only.

The following sections provide platform-specific output examples of the `show interfaces` command:

- Catalyst 6000 Family Switches and Cisco 7600 Series Internet Routers with FlexWAN Module—Example Output of the show interfaces Command, page 4-23
- Cisco 7200 VXR Routers—Example Output of the show interfaces Command, page 4-23
- Cisco 7201 Router—Example Output of the show interfaces Command, page 4-24
- Cisco 7500 Series Routers with VIP—Example Output of the show interfaces Command, page 4-24
Catalyst 6000 Family Switches and Cisco 7600 Series Internet Routers with FlexWAN Module—Example Output of the show interfaces Command

Following is an example of the `show interfaces` command that shows a PA-MC-STM-1 installed in a FlexWAN module:

```
Console# show interfaces
Vlan1 is up, line protocol is up
   Hardware is Cat6k RP Virtual Ethernet
   MTU 1500 bytes, BW 1000000 Kbit, DLY 10 usec,
    reliability 255/255, txload 1/255, rxload 1/255
   Encapsulation ARPA, loopback not set
   ARP type: ARPA, ARP Timeout 04:00:00
   Last input 00:00:00, output never, output hang never
   Last clearing of 'show interface' counters never
   Queueing strategy: fifo
   Output queue 0/40, 0 drops; input queue 0/75, 0 drops
   5 minute input rate 0 bits/sec, 2 packets/sec
   5 minute output rate 0 bits/sec, 0 packets/sec
   30459 packets input, 2875285 bytes, 0 no buffer
   Received 30419 broadcasts, 0 runts, 0 giants, 0 throttles
   0 input errors, 0 CRC, 0 frame, 0 overrun, 0 ignored
   343 packets output, 110047 bytes, 0 underruns
   0 output errors, 1 interface resets
   0 output buffer failures, 0 output buffers swapped out
```

Cisco 7200 VXR Routers—Example Output of the show interfaces Command

Following is an example of the `show interfaces serial` command that shows all of the information specific to interface port 0 on a PA-MC-STM-1 installed in port adapter slot 1 of a Cisco 7200 VXR router:

```
Router1-VXR> show interfaces serial 1/0.1/1/1/1:0
Serial1/0.1/1/1/1:0 is up, line protocol is up
   Hardware is Channelized STM-1 controller
   MTU 1500 bytes, BW 1984 Kbit, DLY 20000 usec,
    reliability 255/255, txload 1/255, rxload 1/255
   Encapsulation HDLC, crc 16, loopback not set
   Keepalive set (10 sec)
   Last input 00:00:01, output 00:00:06, output hang never
   Last clearing of 'show interface' counters never
   Input queue: 0/75/0/0 (size/max/drops/flushes); Total output drops: 0
   Queueing strategy: weighted fair
   Output queue: 0/1000/64/0 (size/max total/threshold/drops)
    Conversations 0/1/16 (active/max active/max total)
    Reserved Conversations 0/0 (allocated/max allocated)
   5 minute input rate 0 bits/sec, 0 packets/sec
   5 minute output rate 0 bits/sec, 0 packets/sec
   50594 packets input, 1216008 bytes, 3 no buffer
   Received 0 broadcasts, 0 runts, 0 giants, 0 throttles
   223 input errors, 24 CRC, 75 frame, 0 overrun, 0 ignored, 124 abort
   59092 packets output, 6639740 bytes, 0 underruns
   0 output errors, 0 collisions, 0 interface resets
   0 output buffer failures, 0 output buffers swapped out
   0 carrier transitions no alarm present
```
Cisco 7201 Router—Example Output of the show interfaces Command

Following is an example of the `show interfaces` command for the Cisco 7201 router:

```
Router# show interfaces

GigabitEthernet0/0 is up, line protocol is up
  Hardware is MV64460 Internal MAC, address is 0019.56c5.2adb (bia 0019.56c5.2adb)
  Internet address is 209.165.200.225
  MTU 1500 bytes, BW 1000000 Kbit, DLY 10 usec, reliability 255/255, txload 1/255, rxload 45/255
  Encapsulation ARPA, loopback not set
  Keepalive set (10 sec)
  Full-duplex, 1000Mbit/s, media type is RJ45
  output flow-control is XON, input flow-control is XON
  ARP type: ARPA, ARP Timeout 04:00:00
  Last input 00:07:03, output 00:00:07, output hang never
  Last clearing of "show interface" counters 00:00:04
  Input queue: 0/75/0 (size/max/drops/flushes); Total output drops: 0
  Queueing strategy: fifo
  Output queue: 0/40 (size/max)
  5 minute input rate 180240000 bits/sec, 430965 packets/sec
  5 minute output rate 0 bits/sec, 0 packets/sec
  2222975 packets input, 133378500 bytes, 0 no buffer
  Received 0 broadcasts, 0 runts, 0 giants, 0 throttles
  0 input errors, 0 CRC, 0 frame, 0 overrun, 0 ignored
  0 watchdog, 0 multicast, 0 pause input
  0 input packets with dribble condition detected
  0 packets output, 0 bytes, 0 underruns
  0 output errors, 0 collisions, 0 interface resets
  0 babbles, 0 late collision, 0 deferred
  0 lost carrier, 0 no carrier, 0 pause output
  0 output buffer failures, 0 output buffers swapped out
```

Cisco 7500 Series Routers with VIP—Example Output of the show interfaces Command

Following is an example of the `show interfaces serial` command used with a VIP. In this example, the PA-MC-STM-1 is installed in port adapter slot 0 of a VIP in interface processor slot 2.

```
Router# show interfaces serial 2/0/0.1/1/1/1:1

Serial2/0/0.1/1/1/1:1 is up, line protocol is up
  Hardware is cyBus Channelized OC3/STM-1 PA
  Internet address is 105.105.105.1/24
  MTU 1500 bytes, BW 1984 Kbit, DLY 20000 usec, rely 255/255, load 36/255
  Encapsulation HDLC, loopback not set
  Keepalive not set
  Last input 00:00:00, output 00:00:00, output hang never
  Last clearing of "show interface" counters never
  Input queue: 1/75/0 (size/max/drops); Total output drops: 0
  Queueing strategy: weighted fair
  Output queue: 0/1000/64/0 (size/max total/threshold/drops)
  Conversations 0/1/256 (active/max active/max total)
  Reserved Conversations 0/0 (allocated/max allocated)
  5 minute input rate 286000 bits/sec, 36 packets/sec
  5 minute output rate 284000 bits/sec, 36 packets/sec
  8019 packets input, 11695347 bytes, 0 no buffer
  Received 0 broadcasts, 0 runts, 0 giants, 0 throttles
  0 input errors, 0 CRC, 0 frame, 0 overrun, 0 ignored, 0 abort
  7991 packets output, 11650799 bytes, 0 underruns
  0 output errors, 0 collisions, 0 interface resets
```
Checking the Configuration

0 output buffer failures, 0 output buffers swapped out
2 carrier transitions no alarm present
Timeslot(s) Used: 1-31, Transmitter delay is 0 flags, transmit queue length 6
[Additional display text for remaining interfaces omitted]

Proceed to the next section, “Using the ping Command to Verify Network Connectivity,” to check network connectivity of the PA-MC-STM-1 and switch or router.

Using the ping Command to Verify Network Connectivity

Using the ping command, you can verify that an interface port is functioning properly. This section provides a brief description of this command. Refer to the publications listed in the “Related Documentation” section on page ix for detailed command descriptions and examples.

The ping command sends echo request packets out to a remote device at an IP address that you specify. After sending an echo request, the system waits a specified time for the remote device to reply. Each echo reply is displayed as an exclamation point (!) on the console terminal; each request that is not returned before the specified timeout is displayed as a period (.). A series of exclamation points (!!!!!) indicates a good connection; a series of periods (.....) or the messages [timed out] or [failed] indicate a bad connection.

Following is an example of a successful ping command to a remote server with the address 10.0.0.10:

```
Router# ping 10.0.0.10 <Return>
Type escape sequence to abort.
Sending 5, 100-byte ICMP Echoes to 10.0.0.10, timeout is 2 seconds:
!!!!!!
Success rate is 100 percent (5/5), round-trip min/avg/max = 1/15/64 ms
Router#
```

If the connection fails, verify that you have the correct IP address for the destination and that the device is active (powered on), and repeat the ping command.

Proceed to the next section, “Using loopback Commands,” to finish checking network connectivity.

Using loopback Commands

With the loopback test, you can detect and isolate equipment malfunctions by testing the connection between the PA-MC-STM-1 interface and a remote device such as a multiplexer interface. The loopback subcommand places an interface in loopback mode, which enables test packets that are generated from the ping command to loop through a remote device. If the packets complete the loop, the connection is good. If not, you can isolate a fault to the remote device in the path of the loopback test.

The PA-MC-STM-1 supports two loopback modes at the sonet controller level: local and network.

Use the `loopback {local | network}` command to set the loopback mode, as shown below:

```
Router(config)# controller sonet 1/1/0
Router(config-controller)# loopback network
```

When the `loopback local` command is used, all data transmitted to the network is internally looped back to the receiver. In this loopback mode, the serial interfaces should go into up/up looped state.

When the `loopback network` command is used, all data received from the connected device is transmitted back unchanged. In this loopback mode, T1 serial interfaces are not working.

The PA-MC-STM-1 also supports loopback on E1 lines mapped to a TUG-3 or AU-3.
To specify a loopback on an E1 line that has been mapped to a TUG-3, use the `tug-2 e1 loopback` command in configuration controller tug3 mode.

To specify a loopback on an E1 line that has been mapped to an AU-3, use the `tug-2 e1 loopback` command in configuration controller au3 mode.

The complete `tug-2 e1 loopback` command syntax is:

```
tug-2 tug-2 number e1 e1-number loopback [local | network {line | payload}]
```

To disable the loopback, use the `no` form of this command:

```
[no] tug-2 tug-2 number e1 e1-number loopback [local | network {line | payload}]
```