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Note:   The documentation set for this product strives to use bias-free language. For the purposes of this 

documentation set, bias-free is defined as language that does not imply discrimination based on age, 

disability, gender, racial identity, ethnic identity, sexual orientation, socioeconomic status, and 

intersectionality. Exceptions may be present in the documentation due to language that is hardcoded in the 

user interfaces of the product software, language used based on RFP documentation, or language that is 

used by a referenced third-party product. 

Introduction 

This document describes the features, issues, and limitations of Cisco NX-OS software Release 10.4(7)M 

for use on the Cisco Nexus 9000 Series switches. 

Date Description 

February 10, 2026 Release 10.4(7)M became available. 

Software Features 

There are no new software features introduced in Cisco NX-OS Release 10.4(7)M. 

Hardware Features 

There are no new hardware features introduced in Cisco NX-OS Release 10.4(7)M. 

Release Image 

In Cisco NX-OS Release 10.4(7)M, the following two 64-bit images are supported: 

● The 64-bit Cisco NX-OS image filename with “nxos64-cs” as the prefix (for example, nxos64-

cs.10.4.7.M.bin) is supported on all Cisco Nexus 9000 series switches except Cisco Nexus 9500 -R 

and -R2 switches and cards. 

● The 64-bit Cisco NX-OS image filename with "nxos64-msll” as the prefix (for example, nxos64-

msll.10.4.7.M.bin) is supported on Cisco Nexus 9000 Series -R and -R2 modular switches. 

Note:   The 32-bit image is no longer supported. 

Open Issues 

Click the bug ID to access the Bug Search Tool and see additional information about the bug. 

Identifier Headline 

CSCwq70782 N9K-C9408 TOR - Telemetry ports 10/1 and 10/2, When we flap 10/1, the second 
interface also goes down 

CSCwr51176 GRE traffic is dropped if it needs to cross the Peer-Link and a tunnel interface is 
configured on the switch 

Resolved Issues 

Click the bug ID to access the Bug Search Tool and see additional information about the bug. 

https://bst.cloudapps.cisco.com/bugsearch/bug/CSCwq70782
https://bst.cloudapps.cisco.com/bugsearch/bug/CSCwr51176
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Identifier Headline 

CSCwj78568 mCast Traffic duplication on the BGW after the reload of the LC - PR1 

CSCwm26220  snmp returns wrong PS model cevPowerSupplyNXAPAC350WPI for NXA-PAC-350W-PI2. 

CSCwn22119  DME has wrong data for 'Rx Power Sensor' and +10 offset is added. 

CSCwn40439  Nexus 9000: DME inconsistency for NTP configuration 

CSCwn50307  N9K H1/H2R system status LED is turning off after NX-OS bootup 

CSCwn60545  VRF leaked Routes stuck with Stale flag leading to traffic loss 

CSCwn90781  N9K: link incorrectly flaps when negotiated to DCBXP CIN TLV - DCX-No ACK in 100 PDUs 

CSCwo46131  Add support for 'terminal prompt' command 

CSCwo79875  N9400 can not display LEM online syslog 

CSCwo80063  System core file storage usage is unexpectedly high 

CSCwo90314  When the aaa group1 cannot access the TACACS Server but the source-interface remains 
up, the permissions obtained by the role are abnormal 

CSCwo94451  Unknown Unicast Frames with Ethertype 0x0000 Flooded and Looped by vPC VTEPs in 
eVPN Fabric 

CSCwp08468  flexcoh_SDK.log fills up /var/sysmgr/tmp_logs folder on the LC impacting ND-ISSU 

CSCwp10800  STP scalability affected by debugs 

CSCwp21410  after removing vlan configuration, not able to reuse those flow monitors for other type of 
interfaces 

CSCwp37753  Link never comes up for connection between MACSec/retimer ports on N9K-X98900CD-A 
line cards 

CSCwp85968  N9K - Interface changes may result in NFM process crash and switch reload 

CSCwp95741  Route in peer missing after configuring address-family ipv4 unicast under neighbor 

CSCwq07354  n9k is stuck during booting up 

CSCwq07875  SPAN Session Not Mirroring Traffic from Port-Channels After Interface Bounces 

CSCwq11709  SCP File Download Fails in Verbose Mode from NXOS Server 

CSCwq14316  show ip route detail shows hex values when total routes are more than 1000 

CSCwq21628  Nexus 3000/9000: 'snmp-server source-interface informs <interface>' Missing from 
Running-Config with a Config Profile Present 

CSCwq35843  STP crash while using private-vlan trunk promiscuous 

CSCwq52210  Multiple Ports flaps on N9K-X96136YC-R when one port goes down 

https://bst.cloudapps.cisco.com/bugsearch/bug/CSCwj78568
https://bst.cloudapps.cisco.com/bugsearch/bug/CSCwm26220
https://bst.cloudapps.cisco.com/bugsearch/bug/CSCwn22119
https://bst.cloudapps.cisco.com/bugsearch/bug/CSCwn40439
https://bst.cloudapps.cisco.com/bugsearch/bug/CSCwn50307
https://bst.cloudapps.cisco.com/bugsearch/bug/CSCwn60545
https://bst.cloudapps.cisco.com/bugsearch/bug/CSCwn90781
https://bst.cloudapps.cisco.com/bugsearch/bug/CSCwo46131
https://bst.cloudapps.cisco.com/bugsearch/bug/CSCwo79875
https://bst.cloudapps.cisco.com/bugsearch/bug/CSCwo80063
https://bst.cloudapps.cisco.com/bugsearch/bug/CSCwo90314
https://bst.cloudapps.cisco.com/bugsearch/bug/CSCwo94451
https://bst.cloudapps.cisco.com/bugsearch/bug/CSCwp08468
https://bst.cloudapps.cisco.com/bugsearch/bug/CSCwp10800
https://bst.cloudapps.cisco.com/bugsearch/bug/CSCwp21410
https://bst.cloudapps.cisco.com/bugsearch/bug/CSCwp37753
https://bst.cloudapps.cisco.com/bugsearch/bug/CSCwp85968
https://bst.cloudapps.cisco.com/bugsearch/bug/CSCwp95741
https://bst.cloudapps.cisco.com/bugsearch/bug/CSCwq07354
https://bst.cloudapps.cisco.com/bugsearch/bug/CSCwq07875
https://bst.cloudapps.cisco.com/bugsearch/bug/CSCwq11709
https://bst.cloudapps.cisco.com/bugsearch/bug/CSCwq14316
https://bst.cloudapps.cisco.com/bugsearch/bug/CSCwq21628
https://bst.cloudapps.cisco.com/bugsearch/bug/CSCwq35843
https://bst.cloudapps.cisco.com/bugsearch/bug/CSCwq52210
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Identifier Headline 

CSCwq59640  Routes Redistributed into RIP Have Metric 0 After RIP Instance Restart 

CSCwq64732  Applying snmp configuration on a device with  type 6 encryption enabled, makes the snmp 
process to crash 

CSCwq64969  Micro-Burst Detection stops working after few minutes on N9K-C93180YC-FX3 

CSCwq70642  ePBR ACL policy not configured in the hardware after VRF membership change on policy 
interface 

CSCwq79630   show flow monitor xxxx cache show empty output 

CSCwq95935  BGP next-hop filtering does not properly match source protocol during next hop evaluation 

CSCwq97976  Nexus 9000: Multiple Resets Due to nginx_dme Service Failure 

CSCwr00321 Unexpected TCAM free space value when carving space to "egr-netflow". 

CSCwr01636 Incorrect Redirect ACL programming leading to packet drop on Egress  

CSCwr02378 CLI CR incorrectly fails because of error: Cannot give a peer's address as router-id 

CSCwr05122 Links went down and did not come back up, TX NA, all ports affected 

CSCwr06060 copy http bootflash should support FQDN with source-interface option 

CSCwr08364 NX-OS: Prefix-List Name Auto-Completion Causes Incorrect List Selection When Multiple 
Similar Names Exist 

CSCwr10308 VLAN mapping configuration removal disrupts translation for other mapped VLANs on the 
same interface 

CSCwr18454 Egress QoS Policy on Eth1/1 causes L2ACLRedirect Diag failure and Kernel Panic 

CSCwr21007 Upgrade/downgrade from NXOS 10.4(6) to 10.5(1), 10.5(2), and 10.5(3) fails or corrupts 
the configuration 

CSCwr21496 N9K -R module: Multicast traffic drop after IGMP report/leave 

CSCwr23951 Incorrect enforce-first-as behavior with ATTR_SET 

CSCwr26610 Routes received from eBGP neighbors are not advertised to peers and advertisement timer 
is not running. 

CSCwr30738 STP Interface Port ID/Prio.Nbr Changed Post-Upgrade 

CSCwr33046 duplicate entries in NTP configuration, N9k  

CSCwr38006 N9K - Micron 5100/5300/5400 Bootflash Read-Only 

CSCwr48569 POED syslog improperly formatted 

CSCwr49862 yum.plugin.pubkey_import.log consuming all filesystem space in /var/volatile/log 

CSCwr55605 Clearing mac on one port lead to FLUSH for some MAC addresses in non-related VLAN 

https://bst.cloudapps.cisco.com/bugsearch/bug/CSCwq59640
https://bst.cloudapps.cisco.com/bugsearch/bug/CSCwq64732
https://bst.cloudapps.cisco.com/bugsearch/bug/CSCwq64969
https://bst.cloudapps.cisco.com/bugsearch/bug/CSCwq70642
https://bst.cloudapps.cisco.com/bugsearch/bug/CSCwq79630
https://bst.cloudapps.cisco.com/bugsearch/bug/CSCwq95935
https://bst.cloudapps.cisco.com/bugsearch/bug/CSCwq97976
https://bst.cloudapps.cisco.com/bugsearch/bug/CSCwr00321
https://bst.cloudapps.cisco.com/bugsearch/bug/CSCwr01636
https://bst.cloudapps.cisco.com/bugsearch/bug/CSCwr02378
https://bst.cloudapps.cisco.com/bugsearch/bug/CSCwr05122
https://bst.cloudapps.cisco.com/bugsearch/bug/CSCwr06060
https://bst.cloudapps.cisco.com/bugsearch/bug/CSCwr08364
https://bst.cloudapps.cisco.com/bugsearch/bug/CSCwr10308
https://bst.cloudapps.cisco.com/bugsearch/bug/CSCwr18454
https://bst.cloudapps.cisco.com/bugsearch/bug/CSCwr21007
https://bst.cloudapps.cisco.com/bugsearch/bug/CSCwr21496
https://bst.cloudapps.cisco.com/bugsearch/bug/CSCwr23951
https://bst.cloudapps.cisco.com/bugsearch/bug/CSCwr26610
https://bst.cloudapps.cisco.com/bugsearch/bug/CSCwr30738
https://bst.cloudapps.cisco.com/bugsearch/bug/CSCwr33046
https://bst.cloudapps.cisco.com/bugsearch/bug/CSCwr38006
https://bst.cloudapps.cisco.com/bugsearch/bug/CSCwr48569
https://bst.cloudapps.cisco.com/bugsearch/bug/CSCwr49862
https://bst.cloudapps.cisco.com/bugsearch/bug/CSCwr55605
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Identifier Headline 

CSCwr56724 BGP sessions using type 6 encryption fail after device power-cycle 

CSCwr61228 when one next-hop static route down the BGP default route learned will disappears  

CSCwr61312 Compatibility check marks hidden ITD configuration "set ip next-hop verify-availability 
force-order" as incompatible 

CSCwr61446 TACACS Not Receiving AV-Pair With Loopback Source 

CSCwr63363 MACsec session drops causing CDP neighbor loss and traffic disruption on the system 

CSCwr66389 n9k/ptp: Follow up packet not send out ot of "master" port 

CSCwr66645 vPC Auto-Recovery does not immediately restore ports after peer-link loss followed by 
delayed keepalive link loss 

CSCwr67091 N9300-FX3/FX3S may suddenly bring down all active connected interfaces 

CSCwr67663 Not able to delete a invalid /0 network command under BGP address-family 

CSCwr68860 Type-6: Radius/Tacacs AAA using type-6 with TAM is not working when reload due to 
internal file issue 

CSCwr69853 n9k/ptp:After failover GM (between GMs or between different ports) MDP appear to stuck 
in same value 

CSCwr70144 N9K - iftmc crash after removing vlan from trunk port and deleting the vlan 

CSCwr86171 Nginx Crash in 10.4 in NXOS 9300 Switch 

CSCwr87622 OTM Crash after reconfiguring track N9k running 10.3  

CSCws02056  In Nexus NDB switches, tunnel termination with tunnel profile config + Redirect ACL leads 
to drops 

CSCws10107  N9K stops advertising BGP routes after flapping BGP sessions with low advertisement-
interval 

CSCws32445  N9K FX3 VACL MAC ACL hardware miss programming with ipv6 underlay 

CSCws38283  N9k EOR | Block FTE configurations on EX/FX chassis 

CSCws39671  Unexpected reload due to memory allocation failure in pixmc 

CSCws75634  Switch tracebacks and reloads with "tahusd hap reset" repeatedly after changing TCAM 
template from l2-l3 to l3 

CSCws75763  telemetry : arp process core with sys/arp/inst ephemeral sensor 

General/Known Issues 

There are no general/known issues in this release. 

https://bst.cloudapps.cisco.com/bugsearch/bug/CSCwr56724
https://bst.cloudapps.cisco.com/bugsearch/bug/CSCwr61228
https://bst.cloudapps.cisco.com/bugsearch/bug/CSCwr61312
https://bst.cloudapps.cisco.com/bugsearch/bug/CSCwr61446
https://bst.cloudapps.cisco.com/bugsearch/bug/CSCwr63363
https://bst.cloudapps.cisco.com/bugsearch/bug/CSCwr66389
https://bst.cloudapps.cisco.com/bugsearch/bug/CSCwr66645
https://bst.cloudapps.cisco.com/bugsearch/bug/CSCwr67091
https://bst.cloudapps.cisco.com/bugsearch/bug/CSCwr67663
https://bst.cloudapps.cisco.com/bugsearch/bug/CSCwr68860
https://bst.cloudapps.cisco.com/bugsearch/bug/CSCwr69853
https://bst.cloudapps.cisco.com/bugsearch/bug/CSCwr70144
https://bst.cloudapps.cisco.com/bugsearch/bug/CSCwr86171
https://bst.cloudapps.cisco.com/bugsearch/bug/CSCwr87622
https://bst.cloudapps.cisco.com/bugsearch/bug/CSCws02056
https://bst.cloudapps.cisco.com/bugsearch/bug/CSCws10107
https://bst.cloudapps.cisco.com/bugsearch/bug/CSCws32445
https://bst.cloudapps.cisco.com/bugsearch/bug/CSCws38283
https://bst.cloudapps.cisco.com/bugsearch/bug/CSCws39671
https://bst.cloudapps.cisco.com/bugsearch/bug/CSCws75634
https://bst.cloudapps.cisco.com/bugsearch/bug/CSCws75763
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Device Hardware 

The following tables list the Cisco Nexus 9000 Series hardware that Cisco NX-OS Release 10.4(7)M 

supports. For additional information about the supported hardware, see the Hardware Installation Guide for 

your Cisco Nexus 9000 Series device. 

Table 1. Cisco Nexus 9800 Switches 

Product ID Description 

N9K-C9808 16-RU modular switch with slots for up to 8 Line Cards in addition to 2 supervisors, 8 fabric 
modules, 4 fan trays, and 3 power trays. 

N9K-C9804 10-RU modular switch with slots for up to 4 Line Cards in addition to 2 supervisors, 8 fabric 
modules, 4 fan trays, and 2 power trays. 

Table 2. Cisco Nexus 9800 Series Line Cards 

Product ID Description 

N9K-X9836DM-A Cisco Nexus 9800 36-port 400G QSFP-DD Line Card with MACsec. 

N9K-X98900CD-A Cisco Nexus 9800 14-port 400G QSFP-DD + 34-port 100G QSFP28 Line Card. 

Table 3. Cisco Nexus 9800 Series Fabric Modules 

Product ID Description 

N9K-C9808-FM-A Cisco Nexus 9800 Fabric Module for 8-slot Chassis 

N9K-C9804-FM-A Cisco Nexus 9800 Fabric Module for 4-slot Chassis 

Table 4. Cisco Nexus 9800 Supervisor Module 

Product ID Description 

N9K-C9800-SUP-A Cisco Nexus 9800 Platform Supervisor Module 

Table 5. Cisco Nexus 9800 Fans and Fan Trays 

Product ID Description 

N9K-C9808-FAN-A Cisco Nexus 9800 8-slot chassis fan tray (1st Generation) 

N9K-C9804-FAN-A Cisco Nexus 9800 4-slot chassis fan tray (1st Generation) 

Table 6. Cisco Nexus 9800 Power Supplies 

Product ID Description 

NXK-HV6.3KW20A-A Cisco Nexus 9800 6,300W 20A AC and HV Power Supply 
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Table 7. Cisco Nexus 9500 Switches 

Product ID Description 

N9K-C9504 7-RU modular switch with slots for up to 4 Line Cards in addition to two supervisors, 2 
system controllers, 3–6 fabric modules, 3 fan trays, and up to 4 power supplies. 

N9K-C9508 13-RU modular switch with slots for up to 8 Line Cards in addition to two supervisors, 2 
system controllers, 3–6 fabric modules, 3 fan trays, and up to 8 power supplies. 

N9K-C9516 21-RU modular switch with slots for up to 16 Line Cards in addition to two supervisors, 2 
system controllers, 3–6 fabric modules, 3 fan trays, and up to 10 power supplies. 

Table 8. Cisco Nexus 9500 Cloud Scale Line Cards 

Product ID Description Maximum Quantity 

Cisco Nexus 
9504 

Cisco Nexus 
9508 

Cisco Nexus 
9516 

N9K-X9716D-GX Cisco Nexus 9500 16-port 400G QSFP-DD 
Line Card 

4 8 N/A 

N9K-X9736C-FX Cisco Nexus 9500 36-port 40/100 Gigabit 
Ethernet QSFP28 Line Card 

4 8 16 

N9K-X9788TC-FX Cisco Nexus 9500 48-port 1/10-G BASE-T 
Ethernet and 4-port 40/100 Gigabit Ethernet 
QSFP28 Line Card 

4 8 16 

N9K-X97160YC-EX Cisco Nexus 9500 48-port 10/25-Gigabit 
Ethernet SFP28 and 4-port 40/100 Gigabit 
Ethernet QSFP28 Line Card 

4 8 16 

N9K-X9732C-FX Cisco Nexus 9500 32-port 40/100 Gigabit 
Ethernet QSFP28 Line Card 

4 8 16 

N9K-X9732C-EX Cisco Nexus 9500 32-port 40/100 Gigabit 
Ethernet QSFP28 Line Card 

4 8 16 

N9K-X9736C-EX Cisco Nexus 9500 36-port 40/100 Gigabit 
Ethernet QSFP28 Line Card 

4 8 16 

Table 9. Cisco Nexus 9500 R-Series Line Cards 

Product ID Description Maximum Quantity 

Cisco Nexus 
9504 

Cisco Nexus 
9508 

N9K-X9636C-R Cisco Nexus 9500 36-port 40/100 Gigabit Ethernet QSFP28 
Line Card 

4 8 

N9K-X9636C-RX Cisco Nexus 9500 36-port 40/100 Gigabit Ethernet QSFP28 
Line Card 

4 8 

N9K-X9636Q-R Cisco Nexus 9500 36-port 40-Gigabit Ethernet QSFP Line 
Card 

4 8 
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Product ID Description Maximum Quantity 

Cisco Nexus 
9504 

Cisco Nexus 
9508 

N9K-X96136YC-R Cisco Nexus 9500 16-port 1/10 Gigabit, 32-port 10/25 
Gigabit, and 4-port 40/100 Gigabit Ethernet Line Card 

4 8 

N9K-X9624D-R2 Cisco Nexus 9500 24-port 400-Gigabit QDD Line Card Not supported 8 

Table 10. Cisco Nexus 9500 Cloud Scale Fabric Modules 

Product ID  Description Minimum Maximum 

N9K-C9504-FM-E Cisco Nexus 9504 100-Gigabit cloud scale fabric module 4 5 

N9K-C9504-FM-G Cisco Nexus 9500 4-slot 1.6Tbps cloud scale fabric 
module 

4 5 

N9K-C9508-FM-E Cisco Nexus 9508 100-Gigabit cloud scale fabric module 4 5 

N9K-C9508-FM-E2 Cisco Nexus 9508 100-Gigabit cloud scale fabric module 4 5 

N9K-C9508-FM-G Cisco Nexus 9500 8-slot 1.6Tbps cloud-scale fabric 
module 

4 5 

N9K-C9516-FM-E2 Cisco Nexus 9516 100-Gigabit cloud scale fabric module 4 5 

Table 11. Cisco Nexus 9500 R-Series Fabric Modules 

Product ID  Description Minimum Maximum 

N9K-C9504-FM-R Cisco Nexus 9504 100-Gigabit R-Series fabric module 4 6 

N9K-C9508-FM-R Cisco Nexus 9508 100-Gigabit R-Series fabric module 4 6 

N9K-C9508-FM-R2 Cisco Nexus 9508 400-Gigabit R-Series fabric module 4 6 

Table 12. Cisco Nexus 9500 Supervisor Modules 

Supervisor Description Maximum 

N9K-SUP-A 1.8-GHz supervisor module with 4 cores, 4 threads, and 16 GB of memory 2 

N9K-SUP-A+ 1.8-GHz supervisor module with 4 cores, 8 threads, and 16 GB of memory 2 

N9K-SUP-B 2.2-GHz supervisor module with 6 cores, 12 threads, and 24 GB of memory 2 

N9K-SUP-B+ 1.9-GHz supervisor module with 6 cores, 12 threads, and 32 GB of memory 2 

Note:   N9K-SUP-A and N9K-SUP-A+ are not supported on Cisco Nexus 9504 and 9508 switches with -R 

and -R2 Line Cards. 
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Table 13. Cisco Nexus 9500 System Controller 

Product ID Description Quantity 

N9K-SC-A Cisco Nexus 9500 Platform System Controller Module 2 

Table 14. Cisco Nexus 9500 Fans and Fan Trays 

Product ID Description Quantity 

N9K-C9504-FAN Fan tray for 4-slot modular chassis 3 

N9K-C9504-FAN2 Fan tray that supports the Cisco N9K-C9504-FM-G fabric module 3 

N9K-C9508-FAN Fan tray for 8-slot modular chassis 3 

N9K-C9508-FAN2 Fan tray that supports the Cisco N9K-C9508-FM-G fabric module 3 

N9K-C9516-FAN Fan tray for 16-slot modular chassis 3 

Table 15. Cisco Nexus 9500 Fabric Module Blanks with Power Connector 

Product ID  Description Minimum Maximum 

N9K-C9504-FAN-PWR Cisco Nexus 9500 4-slot chassis 400G cloud scale 
fan tray power connector 

1 2 

N9K-C9508-FAN-PWR Cisco Nexus 9500 4-slot chassis 400G cloud scale 
fan tray power connector 

1 2 

Table 16. Cisco Nexus 9500 Power Supplies 

Product ID  Description Quantity Cisco Nexus Switches 

N9K-PAC-3000W-B 3-KW AC power supply Up to 4 

Up to 8 

Up to 10 

Cisco Nexus 9504 

Cisco Nexus 9508 

Cisco Nexus 9516 

N9K-PDC-3000W-B 3-KW DC power supply Up to 4 

Up to 8 

Up to 10 

Cisco Nexus 9504 

Cisco Nexus 9508 

Cisco Nexus 9516 

N9K-PUV-3000W-B 3-KW Universal AC/DC power supply Up to 4 

Up to 8 

Up to 10 

Cisco Nexus 9504 

Cisco Nexus 9508 

Cisco Nexus 9516 

N9K-PUV2-3000W-B 3.15-KW Dual Input Universal AC/DC Power 
Supply 

Up to 4 

Up to 8 

Up to 10 

Cisco Nexus 9504 

Cisco Nexus 9508 

Cisco Nexus 9516 
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Table 17. Cisco Nexus 9400 Switches 

Product ID  Description 

N9K-C9408 4-RU, 8-slot centralized modular chassis switch, which is configurable with up to 
128 200-Gigabit QSFP56 (256 100 Gigabit by breakout) ports or 64 400-Gigabit 
ports. 

N9K-C9400-SUP-A Cisco Nexus 9400 Supervisor Card  

N9K-C9400-SW-GX2A Cisco Nexus 9400 25.6Tbps Switch Card 

N9K-X9400-8D Cisco Nexus 9400 8p 400G QSFP-DD LEM 

N9K-X9400-16W Cisco Nexus 9400 16p 200G QSFP56 LEM 

N9K-X9400-22L Cisco Nexus 9400 LEM with 22 10G/25G/50G ports. 

Table 18. Cisco Nexus 9200 and 9300 Switches 

Cisco Nexus Switch Description  

N9K-C92348GC-X The Cisco Nexus 92348GC-X switch (N9K-C92348GC-X) is a 1-RU switch that 
supports 696 Gbps of bandwidth and over 250 mpps.  

The 1GBASE-T downlink ports on the 92348GC-X can be configured to work as 
100 Mbps, 1-Gbps ports.  

The 4 ports of SFP28 can be configured as 1/10/25-Gbps and the two-ports of 
QSFP28 can be configured as 40- and 100-Gbps ports.  

The Cisco Nexus 92348GC-X is ideal for Big Data customers that require a 
Gigabit Ethernet ToR switch with local switching.  

N9K-C93400LD-H1 1-RU fixed-port, L2/L3 switch with 48 50G SFP56 ports and 4 400G QSFP-DD 
uplink ports. 

N9K-C93108TC-FX3 1 RU fixed-port switch Forty-eight 100M/1G/10GBASE-T ports (ports 1–48), Six 
40/100-Gigabit ports QSFP28 (ports 49–54), Two management ports (one 
10/100/1000BASE-T port and one SFP port), One console port (RS-232), and 
one USB port. 

N9K-C9332D-H2R 1-RU fixed-port switch with 400-Gigabit QSFP-DD ports (32), 10-Gigabit SFP+ 
ports (2), Management ports (one 10/100/1000BASE-T port and one SFP port), 
console port (RS-232), and USB port. 

N9K-C9348GC-FX3 1 RU fixed-port switch 48 10/100/1000M copper RJ-45 downlink ports, 4 10-
/25G SFP28 uplink ports, and 2 40-/100G QSFP28 uplink ports. 

N9K-C9348GC-FX3PH 1-RU fixed-port switch 40 10M/100M/1G copper RJ-45 downlink ports that 
support PoE/PoE+/PoE++ and 8 10M/100M copper RJ-45 downlink ports that 
support PoE/PoE+/PoE++, 4 10-/25G SFP28 uplink ports, and 2 40-/100G 
QSFP28 uplink ports. 

N9K-C93180YC-FX3H 1-RU fixed-port switch with 24 100M/1/10/25-Gigabit Ethernet SFP28 ports 
(ports 1–24), 6 10/25/40/50/100-Gigabit QSFP28 ports (ports 49–54), One 
management port (one 10/100/1000BASE-T port), and One console port (RS-
232) 

N9K-C9316D-GX 1-RU switch with 16x400/100/40-Gbps ports.  
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Cisco Nexus Switch Description  

N9K-C9364C-GX 2-RU fixed-port switch with 64 100-Gigabit SFP28 ports. 

N9K-C93600CD-GX 1-RU fixed-port switch with 28 10/40/100-Gigabit QSFP28 ports (ports 1–28), 8 
10/40/100/400-Gigabit QSFP-DD ports (ports 29–36) 

N9K-C9364C 2-RU Top-of-Rack switch with 64 40-/100-Gigabit QSFP28 ports and 2 1-/10-
Gigabit SFP+ ports.  

● Ports 1 to 64 support 40/100-Gigabit speeds. 

● Ports 49–64 support MACsec encryption. 

● Ports 651–64and66 support 1/10 Gigabit speeds. 

N9K-C9364C-H1 2-RU fixed-port switch with 64 100G SFP28 ports. 

N9K-C9332C 1-RU fixed switch with 32 40/100-Gigabit QSFP28 ports and 2 fixed 1/10-
Gigabit SFP+ ports.  

N9K-C9332D-GX2B 1-Rack-unit (1-RU) spine switch with 32p 400/100-Gbps QSFP-DD ports and 
2p 1/10 SFP+ ports. 

N9K-C9348D-GX2A 48p 40/100/400-Gigabit QSFP-DD ports and 2p 1/10G/10G SFP+ ports 

N9K-C9364D-GX2A 64p 400/100-Gigabit QSFP-DD ports and 2p 1/10 SFP+ ports 

N9K-C93180YC-FX3 48 1/10/25 Gigabit Ethernet SFP28 ports (ports 1–48) 

6 10/25/40/50/100-Gigabit QSFP28 ports (ports 49–54) 

N9K-C93180YC-FX3S 48 1/10/25 Gigabit Ethernet SFP28 ports (ports 1–48) 

6 10/25/40/50/100-Gigabit QSFP28 ports (ports 49–54) 

N9K-C9336C-FX2-E 1-RU switch with 36 40-/100-Gb QSFP28 ports 

N9K-C9336C-FX2 1-RU switch with 36 40-/100-Gb Ethernet QSFP28 ports 

N9K-C93360YC-FX2 2-RU switch with 96 10-/25-Gigabit SFP28 ports and 12 40/100-Gigabit 
QSFP28 ports 

N9K-C93240YC-FX2 1.2-RU Top-of-Rack switch with 48 10-/25-Gigabit SFP28 fiber ports and 12 
40-/100-Gigabit Ethernet QSFP28 ports. 

N9K-C93216TC-FX2 2-RU switch with 96 100M/1G/10G RJ-45 ports, 12 40/100-Gigabit QSFP28 
ports, 2 management ports (one RJ-45 and one SFP port), 1 console port, and 1 
USB port.  

N9K-C93180YC-FX 1-RU Top-of-Rack switch with 10-/25-/32-Gigabit Ethernet/FC ports and 6 40-
/100-Gigabit QSFP28 ports. You can configure the 48 ports as 1/10/25-Gigabit 
Ethernet ports or as FCoE ports or as 8-/16-/32-Gigabit Fibre Channel ports.  

N9K-C93180YC-FX-24 1 RU 24 1/10/25-Gigabit Ethernet SFP28 front panel ports and 6 fixed 40/100-
Gigabit Ethernet QSFP28 spine-facing ports. The SFP28 ports support 1-, 10-, 
and 25-Gigabit Ethernet connections and 8-, 16-, and 32-Gigabit Fibre Channel 
connections. 

N9K-C93108TC-FX 1-RU Top-of-Rack switch with 48 100M/1/10GBASE-T (copper) ports and 6 
40-/100-Gigabit QSFP28 ports 
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Cisco Nexus Switch Description  

N9K-C93108TC-FX-24 1 RU 24 1/10GBASE-T (copper) front panel ports and 6 fixed 40/100-Gigabit 
Ethernet QSFP28 spine-facing ports.  

N9K-C93108TC-FX3P 1-RU fixed-port switch with 48 100M/1/2.5/5/10GBASE-T ports and 6 40-
/100-Gigabit QSFP28 ports 

N9K-C9348GC-FXP0F

1 Cisco Nexus 9300 with 48p 100M/1 G, 4p 10/25 G SFP+ and 2p 100 G QSFP 

Table 19. Cisco Nexus 9200 and 9300 Fans and Fan Trays 

Product ID  Description Quantity Cisco Nexus Switches 

NXA-SFAN-30CFM-PE Fan module with port-side exhaust airflow (blue 
coloring) 

3 9348GC-FX3 

NXA-SFAN-30CFM-PI Fan module with port-side intake airflow 
(burgundy coloring) 

3 9348GC-FX3 

NXA-SFAN-30CFM-PE Fan module with port-side exhaust airflow (blue 
coloring) 

3 9348GC-FX3PH 

NXA-SFAN-30CFM-PI Fan module with port-side intake airflow 
(burgundy coloring) 

3 9348GC-FX3PH 

NXA-SFAN-35CFM-PI Fan module with port-side intake airflow 
(burgundy coloring) 

6 

 

5 

 

4 

9332D-H2R 

 

93400LD-H1 

 

93108TC-FX3 

NXA-SFAN-35CFM-PE Fan module with port-side exhaust airflow (blue 
coloring) 

6 

 

5 

 

4 

9332D-GX2B 

 

93400LD-H1 

 

93108TC-FX3 

NXA-SFAN-35CFM-PI Fan module with port-side intake airflow 
(burgundy coloring) 

6 9332D-GX2B 

NXA-FAN-160CFM-PE Fan module with port-side exhaust airflow (blue 
coloring) 

3 9364C [1F

2] 

93360YC-FX2 

NXA-FAN-160CFM-PI Fan module with port-side intake airflow 
(burgundy coloring) 

3 9364C [1] 

93360YC-FX2 

                                                 

1 For N9K-C9348GC-FXP the PSU SPROM is not readable when the PSU is not connected. The model displays as "UNKNOWN" and 

status of the module displays as "shutdown." 

2 For specific fan speeds see the Overview section of the Hardware Installation Guide. 
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Product ID  Description Quantity Cisco Nexus Switches 

NXA-FAN-160CFM2-PE Fan module with port-side exhaust airflow (blue 
coloring) 

4 9364C-GX 

NXA-FAN-160CFM2-PI Fan module with port-side intake airflow 
(burgundy coloring) 

4 9364C-GX 

NXA-FAN-30CFM-B Fan module with port-side intake airflow 
(burgundy coloring) 

3 93108TC-FX [1] 
93180YC-FX [1] 

9348GC-FXP [1] 

NXA-FAN-30CFM-F Fan module with port-side exhaust airflow (blue 
coloring) 

3 93108TC-FX [1] 
93180YC-FX [1] 

9348GC-FXP 

NXA-FAN-35CFM-PE Fan module with port-side exhaust airflow (blue 
coloring) 

4 

 

 

 

 

 

 

6 

92300YC [1] 

9332C [1] 

93180YC-FX3S [2F

3] 

93180YC-FX3 
93108TC-FX3P 
93180YC-FX3H 
 

9336C-FX2-E 
9316D-GX 
93600CD-GX 

 

NXA-FAN-35CFM-PI Fan module with port-side intake airflow 
(burgundy coloring) 

 

 

 

 

 

 

 

Fan module with port-side exhaust airflow (blue 
coloring) 

4 

 

 

 

 

6 

 

 

6 

92300YC [1] 

9332C [1] 

93180YC-FX3S [2] 

93180YC-FX3 
93108TC-FX3P 
93180YC-FX3H 
 

9316D-GX 
93600CD-GX 

 

9336C-FX2-E 

NXA-FAN-65CFM-PE Fan module with port-side exhaust airflow (blue 
coloring) 

3 93240YC-FX2 [1] 

9336C-FX2 [1] 

NXA-FAN-65CFM-PI Fan module with port-side exhaust airflow 
(burgundy coloring) 

3 93240YC-FX2  

9336C-FX2 [1] 

                                                 
3 This switch runs with +1 redundancy mode so that if one fan fails, the switch can sustain operation. But if a second fan fails, this 

switch is not designed to sustain operation. Hence before waiting for the major threshold temperature to be hit, the switch will 

power down due to entering the fan policy trigger command. 
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Table 20. Cisco Nexus 9200 and 9300 Power Supplies 

Product ID  Description Quantity Cisco Nexus Switches 

NXA-PDC-715W-PI 715-W DC power supply with port-side intake 
airflow (blue coloring) 

2 93108TC-FX3P 

NXA-PDC-440W-PE 440-W DC power supply with port-side 
exhaust airflow (blue coloring) 

2 9348GC-FX3 
9348GC-FX3PH 

NXA-PDC-440W-PI 440-W DC power supply with port-side intake 
airflow (burgundy coloring) 

2 9348GC-FX3 

9348GC-FX3PH 

NXA-PHV-350W-PE 350-W AC power supply with port-side 
exhaust airflow (blue coloring) 

2 9348GC-FX3 
9348GC-FX3PH 

NXA-PHV-350W-PI 350-W AC power supply with port-side intake 
airflow (burgundy coloring) 

2 9348GC-FX3 

9348GC-FX3PH 

NXA-PAC-350W-PE2 350-W AC power supply with port-side 
exhaust airflow (blue coloring) 

2 9348GC-FX3 
9348GC-FX3PH 

NXA-PAC-350W-PI2 350-W AC power supply with port-side intake 
airflow (burgundy coloring) 

2 9348GC-FX3 

9348GC-FX3PH 

NXA-PAC-1900W-PE 1900-W AC power supply with port-side 
exhaust airflow (blue coloring) 

2 9348GC-FX3 

9348GC-FX3PH 

NXA-PAC-1900W-PI 1900-W AC power supply with port-side intake 
airflow (burgundy coloring) 

2 9348GC-FX3 

9348GC-FX3PH 

NXA-PHV-2KW-PI 2000-W HVDC power supply with port-side 
intake airflow (burgundy coloring) 

2 9332D-H2R 

93400LD-H1 

NXA-PAC-1500W-PE 1500-W AC power supply with port-side 
exhaust airflow (blue coloring)  

2 9332D-GX2B 

NXA-PAC-1500W-PI 1500-W AC power supply with port-side intake 
airflow (burgundy coloring) 

2 9332D-GX2B 

NXA-PAC-500W-PE 500-W AC power supply with port-side 
exhaust airflow (blue coloring) 

2 93180YC-FX 
93108TC-FX3 

NXA-PAC-500W-PI 500-W AC power supply with port-side intake 
airflow (burgundy coloring) 

2 93180YC-FX 
93108TC-FX3 

NXA-PAC-650W-PE 650-W AC power supply with port-side 
exhaust (blue coloring) 

2 92300YC 
93180YC-FX3S 
93180YC-FX3 

93180YC-FX3H 

NXA-PAC-650W-PI 650-W AC power supply with port-side intake 
(burgundy coloring) 

2 92300YC 
93180YC-FX3S 
93180YC-FX3 

93180YC-FX3H 
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Product ID  Description Quantity Cisco Nexus Switches 

NXA-PAC-750W-PE 750-W AC power supply with port-side 
exhaust airflow (blue coloring) 1 

2 9336C-FX2 
9336C-FX2-E 
9332C 
93240YC-FX2 

NXA-PAC-750W-PI 750-W AC power supply with port-side intake 
airflow (burgundy coloring) 1 

2 9336C-FX2 
9336C-FX2-E 
9332C 
93240YC-FX2 

NXA-PAC-1100W-PE2 1100-W AC power supply with port-side 
exhaust airflow (blue coloring) 

2 93240YC-FX2 
9332C 
9316D-GX 
9336C-FX2 
9336C-FX2-E 
93600CD-GX 

NXA-PAC-1100W-PI2 1100-W AC power supply with port-side intake 
airflow (burgundy coloring) 

2 93240YC-FX2 
9332C 
9316D-GX 
9336C-FX2 
9336C-FX2-E 
93600CD-GX 

NXA-PAC-1100W-PI Cisco Nexus 9000 PoE 1100W AC PS, port-
side intake 

2 93108TC-FX3P 

NXA-PAC-1100W-PE Cisco Nexus 9000 PoE 1100W AC PS, port-
side exhaust 

2 93108TC-FX3P 

NXA-PAC-1900W-PI Cisco Nexus 9000 PoE 1900W AC PS, port-
side intake 

2 93108TC-FX3P 

NXA-PAC-1200W-PE 1200-W AC power supply with port-side 
exhaust airflow (blue coloring) 

2 93360YC-FX2 
9364C 

NXA-PAC-1200W-PI 1200-W AC power supply with port-side intake 
airflow (burgundy coloring) 

2 93360YC-FX2 
9364C 

NXA-PAC-1400W-PE 1400-W AC power supply with port-side 
exhaust airflow (blue coloring) 

2 93400LD-H1 

NXA-PAC-1400W-PI 1400-W AC power supply with port-side intake 
airflow (burgundy coloring) 

2 93400LD-H1 

N9K-PUV-1200W 1200-W Universal AC/DC power supply with 
bidirectional airflow (white coloring) 

2 92300YC 
93108TC-FX 
93360YC-FX2 
93180YC-FX3S 
93180YC-FX 
9364C 
93108TC-FX3 

NXA-PDC-930W-PE 930-W DC power supply with port-side 
exhaust airflow (blue coloring) 

2 93360YC-FX2 
93180YC-FX3S 
93180YC-FX 
9364C 
93180YC-FX3H 
93108TC-FX3 
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Product ID  Description Quantity Cisco Nexus Switches 

NXA-PDC-930W-PI 930-W DC power supply with port-side intake 
airflow (burgundy coloring) 

2 93360YC-FX2  
93180YC-FX3S 
93180YC-FX 
9364C 
93180YC-FX3H 
93108TC-FX3 

NXA-PDC-1100W-PE 1100-W DC power supply with port-side 
exhaust airflow (blue coloring) 

2 93240YC-FX2 
93600CD-GX 
9316D-GX 
9332C 
9336C-FX2 
9336C-FX2-E 

NXA-PDC-1100W-PI 1100-W DC power supply with port-side intake 
airflow (burgundy coloring) 

2 93240YC-FX2 
93600CD-GX 
9316D-GX 
9332C 
9336C-FX2 
9336C-FX2-E 

NXA-PHV-1100W-PE 1100-W AC power supply with port-side 
exhaust airflow (blue coloring) 

2 93240YC-FX2 
9336C-FX2 

NXA-PHV-1100W-PI 1100-W AC power supply with port-side intake 
airflow (burgundy coloring) 

2 93240YC-FX2 
9336C-FX2 

NXA-PAC-2KW-PE 2000-W AC power supply with port-side 
exhaust airflow (blue coloring) 

2 9364C-GX 

 

NXA-PAC-2KW-PI 2000-W AC power supply with port-side intake 
airflow (burgundy coloring) 

2 9364C-GX 
9332D-H2R 

NXA-PDC-2KW-PE 2000-W DC power supply with port-side 
exhaust airflow (blue coloring 

2 9364C-GX 

93400LD-H1 

NXA-PDC-2KW-PI 2000-W DC power supply with port-side intake 
airflow (burgundy coloring) 

2 9364C-GX 

9332D-H2R 

93400LD-H1 

N2200-PAC-400W 400-W AC power supply with port-side 
exhaust airflow (blue coloring) 

2 92348GC-X 

N2200-PAC-400W-B 400-W AC power supply with port-side intake 
airflow (burgundy coloring) 

2 92348GC-X 

N2200-PDC-350W-B 350-W DC power supply with port-side intake 
airflow 

2 92348GC-X 

N2200-PDC-400W 400-W DC power supply with port-side 
exhaust airflow (blue coloring) 

2 92348GC-X 

Compatibility Information 

Fabric Module and Line Card compatibility details are listed below: 
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Table 21. Cisco Nexus 9500 Cloud Scale Line Cards 

Product ID N9K-C9504-
FM-G 

N9K-C9508-
FM-G 

N9K-C9504-
FM-E 

N9K-C9508-
FM-E 

N9K-C9508-
FM-E2 

N9K-C9516-
FM-E2 

N9K-X9716D-GX 4 4 No No No No 

N9K-X9736C-FX 5 5 5 5 5 5 

N9K-X97160YC-EX 4 4 4 4 4 4 

N9K-X9788TC-FX 4 4 4 4 4 4 

N9K-X9732C-EX 4 4 4 4 4 4 

N9K-X9732C-FX 4 

5 (n+1 
redundancy) 

4 

5 (n+1 
redundancy) 

4 

5 (n+1 
redundancy) 

4 

5 (n+1 
redundancy) 

4 

5 (n+1 
redundancy) 

4 

5 (n+1 
redundancy) 

Table 22. Cisco Nexus 9500 R-Series Line Cards 

Product ID  N9K-C9504-FM-R N9K-C9508-FM-R 

N9K-X9636C-RX 6 6 

N9K-X9636Q-R 4 

6 (n+2 redundancy) 

4 

6 (n+2 redundancy) 

N9K-X9636C-R 5 

6 (n+1 redundancy) 

5 

6 (n+1 redundancy) 

N9K-X96136YC-R 6 6 

Table 23. Cisco Nexus 9500 R2-Series Line Cards 

Product ID N9K-C9508-FM-R2 

N9K-X9624D-R2 6 

Optics 

For information about transceivers and cables supported on a switch, see the Transceiver Module (TMG) 

Compatibility Matrix. For the transceiver specifications and installation information, see the Install and 

Upgrade Guides. 

Cisco Nexus Dashboard Insights for Data Center 

Cisco NX-OS Release 10.4(7)M supports the Cisco Nexus Dashboard Insights on Cisco Nexus 9300-FX, 

9300-FX2, 9300-FX3, 9300-GX, 9300-GX2, 9400, and 9800 platform switches and 9500 platform 

switches with -EX/FX/GX Line Cards. See the Cisco Nexus Insights documentation. 

https://tmgmatrix.cisco.com/
https://tmgmatrix.cisco.com/
https://www.cisco.com/c/en/us/support/interfaces-modules/transceiver-modules/products-installation-guides-list.html
https://www.cisco.com/c/en/us/support/interfaces-modules/transceiver-modules/products-installation-guides-list.html
https://www.cisco.com/c/en/us/support/data-center-analytics/nexus-insights/series.html
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Upgrade and Downgrade 

To perform a software upgrade or downgrade, follow the instructions in the Cisco Nexus 9000 Series NX-

OS Software Upgrade and Downgrade Guide, Release 10.4(x). For information about an In Service 

Software Upgrade (ISSU), see the Cisco NX-OS ISSU Support Matrix. 
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