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This chapter contains the following sections:

• New and Changed Information, on page 1

New and Changed Information
The following table provides an overview of the significant changes to the organization and features in this
guide up to this current release. The table does not provide an exhaustive list of all changes made to the guide
or of the new features up to this release.

Table 1: New Features and Changed Behavior for Cisco APIC Release 6.0(2)

Where DocumentedDescriptionFeature or Change

About First Hop SecurityFHS is supported on the VMware
DVS VMM domain. Ensure to
enable intra EPG isolation for
implementing FHSwithin an EPG.

First Hop Security (FHS) support
for VMM

Table 2: New Features and Changed Behavior for Cisco APIC Release 6.0(1)

Where DocumentedDescriptionFeature or Change

Creating Login Domain Using the
GUI

You can create a user group map
rule for SAML and OAuth 2 to
support authentication by an
external server.

Support for user groupmap rule for
SAML or OAuth2

Cisco APIC GUI Enhancements

As a result of the GUI
update, the navigation
paths for many
procedures have
changed. The paths
have been updated in
the relevant
procedures.

Note

The APIC GUI for the path,
Admin > AAA has beenmodified.
The Work panes of
Authentication, Security, and
Users have been enhanced for
better functionality, and ease of use.

AAA GUI modifications
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