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This chapter contains the following sections:

• New and Changed Information, on page 1

New and Changed Information
The following tables provide an overview of the significant changes to this guide up to this current release.
The table does not provide an exhaustive list of all changes made to the guide or of the new features up to
this release.

Table 1: New Features and Changed Information for Cisco APIC Release 6.0(4)

Where DocumentedDescriptionFeature

N/AThis document has no changes from
the previous release.

N/A

Table 2: New Features and Changed Information for Cisco APIC Release 6.0(3)

Where DocumentedDescriptionFeature

About the Rogue/COOPException
List

You can create a global
rogue/COOP exception list, which
excludes a MAC address from
rogue endpoint control on all the
bridge domains onwhich theMAC
address is discovered, and you can
create a rogue/COOP exception list
for L3Outs. You can also exclude
all MAC addresses for a bridge
domain or L3Out. This simplifies
creating the exception list when you
want to make an exception for
every MAC address; you do not
need to enter each address
individually.

Rogue Endpoint Exception Support
for Bridge Domains and L3Outs
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Table 3: New Features and Changed Information for Cisco APIC Release 6.0(1)

Where DocumentedDescriptionFeature

ManagementYou can configure extended filter
entries for filter groups in a SPAN
session by using either the APIC
GUI, NX-OS-Style CLI, or the
REST API.

Extended Filter Entries
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