
New and Changed Information

The following tables summarize the new and changed features.

Table 1: New and Changed Features for Cisco DNA Center, Release 2.2.3.4

Where DocumentedDescriptionFeature

Use the Validation Tool

Navigate the Validation Tool
Page

Start a Validation Run

View Validation Run Details

Update the Validation Set

You can use the System Health validation tool to test both Cisco
DNACenter appliance hardware and connected external systems
and identify any issues that need to be addressed before they
seriously impact your network. The validation process makes
numerous checks, such as:

• The ability to connect to ciscoconnectdna.com (in order to
download system and package updates).

• The presence of expiring certificates.

• The current health of appliance hardware and back-end
services.

• The network components that have exceeded a scale number
threshold.

System Health Validation Tool

Table 2: New and Changed Features for Cisco DNA Center, Release 2.2.3

Where DocumentedDescriptionFeature

Configure an IP Address
Manager

Previously, you had to manually import the trust certificate for
IPAM integration. With this release, when you add an IPAM to
Cisco DNA Center, the trust certificate is automatically added to
the Cisco DNA Center trustpool.

IP Address Manager (IPAM)
Trust Certificate Handling

Configure Connection ModeIf a satellite is configured with an FQDN, the call-home
configuration of the satellite FQDN is pushed instead of the IP
address.

License Manager Support for
FQDN Configuration in Smart
Proxy and On-Prem SSM
Modes
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Where DocumentedDescriptionFeature

License Manager OverviewThe Smart License Policy (SLP) compliance shows a timeline
graph of the license usage reports sent from Cisco DNA Center
to Cisco SSM. Devices that are part of the license usage reporting
process are shown in a table.

Smart License Policy
Compliance

The documentation set for this product strives to use bias-free language. For purposes of this documentation
set, bias-free is defined as language that does not imply discrimination based on age, disability, gender, racial
identity, ethnic identity, sexual orientation, socioeconomic status, and intersectionality. Exceptions may be
present in the documentation due to language that is hardcoded in the user interfaces of the product software,
language used based on standards documentation, or language that is used by a referenced third-party product.

Note
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