Configuration of Remote Access on WRP400

Objective

Remote access gives you the flexibility to manage the WRP400 device from a remote location through the Internet. The access can be limited to a single IP address or a range of IP addresses. Remote Access also allows you to access the web configuration utility from wherever you are.

The objective of this document is to explain how to enable and configure Remote Access on a WRP400.

Applicable Devices

• WRP400

Software Version

• 2.00.30

Remote Access Configuration

Step 1. Log in to the web configuration utility and choose Administration > Management. The Management page opens:
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In the Management page scroll down to the Remote Access area.

Step 2. In the Remote Management field, click Enabled to manage your WRP400 device from a remote location through the Internet. By default, remote management is disabled.

Step 3. In the Web Utility Access field, click the desired radio button to select the Internet protocol used for remote management.

- HTTP — Hypertext Transfer Protocol (HTTP) is a communication protocol where the traffic between the client and the server is not encrypted.

- HTTPS — Hypertext Transfer Protocol Secure (HTTPS) is a communication protocol for secure communications over a computer network. It provides bidirectional encryption from the client and the server.
Step 4. In the *Remote Upgrade* field, click the desired radio button to enable or disable the remote upgrade feature. By default this feature is disabled.

- Enabled — The user can upgrade the device remotely.
- Disabled — The remote upgrade feature is disabled on the device.

**Note:** The Remote Upgrade settings can be changed only when connected to the web interface via LAN.

Step 5. In the *Allowed Remote IP Address* field, click *Any IP Address* in order to access the WRP400 device from any external IP address. If you wish to specify an external IP address range, click the second radio button and enter the desired IP address range.

Step 6. In the *Remote Management Port* field, enter the remote access port number. 8080 is entered by default.

Step 7. Click **Submit** to save the configuration.