
        
            
                
            
        

    
Objective
 
  Remote Access allows a user to remotely manage the RV315W configuration. To utilize the remote access feature, the user must be a trusted remote host. This article explains how to configure a Trusted Remote Host on the RV315W VPN Router.
 
  Note: To configure the protocols and ports used for remote access, refer to the article, Remote Access Protocols and Ports on the RV315W VPN Router.
 
  
Applicable Device
 
  • RV315W
 
  
Software Version
 
  • 1.01.03
 
  
Trusted Remote Hosts
 
  Step 1. Log in to the web configuration utility and choose System Management > Remote Management > Trusted Remote Hosts. The Trusted Remote Hosts page opens:
 
  [image: ]
 
  Step 2. In the Trusted Remote Hosts area, click the radio button of what kind of trusted remote host are allowed. There are two options:
 
  • Any IP Address — Allows any remote host to access the RV315W through the WAN.
 
  • Specific IP Address — Only specific host with specific IP addresses can access the RV315W through the WAN.
 
  Step 3. If you chose Specific IP Address in Step 2, enter the IP address of the host.
 
  Step 4. Click Add to add the host to the Remote Host List.
 
  Step 5. (Optional) To select all the host in the trusted remote host list, click Select All.
 
  Step 6. (Optional) To unselect all the host in the trusted remote host list click Cancel All.
 
  Step 7. (Optional) To delete a specific host from the trusted remote host list, click the desired host and click Delete.
 
  Note: To delete all the trusted host from the remote host list, click Select All and click Delete.
  
 cover.jpg
Nme
CISCO.

— ey

Trusted Remote Hosts on the
RV315W VPN Router

WY





4836_1_v0.png
| I Trusted Remote Hosts

AnyIP Address
O Specific P Address:  192.168.145

I Trusted Remote Host List

Add

1P Address

192.168.1.15

Seieanr || Cancetan






